LNPA WORKING GROUP

June 14, 2011 Conference Call
Final Minutes

TUESDAY 06/14/11
Tuesday, 06/14/11, Conference Call Attendance: 
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	Company

	Tina Plaisance
	Alltel
	Tony Fillippone
	Optimum Lightpath

	Renee Dillon
	AT&T Mobility
	Peggy Rubino
	Paetec

	Lonnie Keck
	AT&T Mobility
	Karen Riepenkroger
	Sprint Nextel

	Tracey Guidotti
	AT&T
	Sue Tiffany
	Sprint Nextel

	Teresa Patton
	AT&T
	Suzanne Addington
	Sprint Nextel

	Mark Lancaster
	AT&T
	Carol Frike
	Sprint Nextel

	Barb Hjelmaa
	Brighthouse Networks
	Bob Bruce
	Syniverse

	Matthew Nolan
	Brighthouse Networks
	Pat White
	Telcordia

	Jan Doell
	CenturyLink
	Lisa Marie Maxson
	Telcordia

	Vicki Goth
	CenturyLink
	Joel Zamlong
	Telcordia

	Tim Kagele
	Comcast
	Kayla Sharbaugh
	Telcordia

	Jennifer Hutton
	Cox
	Steve Koch
	Telcordia

	Linda Peterman
	Earthlink
	George Tsacnaris
	Telcordia

	Crystal Hanus
	GVNW
	Stacy Hannah
	Time Warner Telecom

	Bridget Alexander
	JSI
	Paula Jordan
	T-Mobile

	Angie Mackey
	JSI
	Luke Sessions
	T-Mobile

	Eric Monkelien
	Level 3
	Amanda Molina
	Townes

	Lynette Khirallah
	NetNumber
	David Lund
	U.S. Cellular

	Paul LaGattuta
	Neustar
	Gary Sacra
	Verizon

	John Nakamura
	Neustar
	Jason Lee
	Verizon

	Jim Rooks
	Neustar
	Deb Tucker
	Verizon Wireless

	Stephen Addicks
	Neustar 
	Traci Brunner
	Windstream

	Dave Garner
	Neustar
	Dawn Lawrence
	XO Communications

	Mubeen Saifullah
	Neustar Clearinghouse
	Tiki Gaugler
	XO Communications

	Shannon Sevigny
	Neustar Pooling
	
	

	
	
	
	


NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “JUNE_14_2011 FULL LNPA WG ACTION ITEMS” FILE ISSUED IN A SEPARATE E-MAIL FROM THESE MINUTES AND ATTACHED BELOW.
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JUNE 14, 2011 FULL LNPA WG CONFERENCE CALL MINUTES:
Review of Revised Best Practice 25 – Deb Tucker, Verizon Wireless:
Action Item 051011-11:  Regarding the revision to Best Practice 25 related to the porting of numbers associated with in-vehicle services, Deb Tucker, Verizon Wireless, will add a statement advising that this Best Practice does not apply to non-portable numbers used for these purposes, such as 5YY NXX numbers.
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· Deb Tucker, Verizon Wireless, reviewed the attached proposed revision to Best Practice 25, which incorporates the suggested text in Action Item 051011-11.
· There were no objections to accepting the proposed revision to Best Practice 25 in its entirety.
· Gary Sacra, LNPA WG Co-Chair, will incorporate the attached accepted revision to Best Practice 25 into the overall LNP Best Practices document.

· Action Item 051011-11 is closed.
Review of Revised Best Practice 33 – Deb Tucker, Verizon Wireless:
Action Item 051011-15:  Service Providers are to review the attached proposed revision to Best Practice 33, which has been modified to include Service Address Number (SANO) per the discussion at the May 2011 LNPA WG meeting, and come prepared to discuss on the June 14, 2011 LNPA WG conference call. 
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· Deb Tucker, Verizon Wireless, reviewed the attached proposed revision to Best Practice 33, which incorporates the text in Action Item 051011-15.  She stated that the intent of this proposed revision is to address non-simple ports and not simple ports.

· A Service Provider stated that they have not had time to review this proposed revision to Best Practice 33 internally or with the OBF and requested that the LNPA WG discussion of it be held over until the July 2011 LNPA WG meeting.

· Another Service Provider stated that they felt this is more in the purview of the OBF and the OBF needs time to review the document.
· A Service Provider stated that they do not agree with eliminating Name as a validation field.  Two additional Service Providers agreed and stated further that they believe Name and full address are also needed for validation.  
· Deb Tucker was asked what type of carriers, small, rural, or large, are causing the issue addressed in Best Practice 33.  She responded both small and large.
· It was stated that the LOTF (formerly LSOP) had to make changes for simple ports and this would be a similar situation, e.g., what fields are required, conditional, prohibited, etc.
· It was asked what administrative fields would be necessary.  It was stated that this gets into the business processes of providers and would be a significant effort.
· A Service Provider stated that the FCC never ordered a specific LSOG version for providers to operate with and that adds difficulty in arriving at standard required fields.
· Action Item 051011-15 and the revision to Best Practice 33 remain open and will be on the July 2011 LNPA WG meeting agenda.
Review of Revised Best Practice 37 – Jan Doell, CenturyLink:
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· Jan Doell, CenturyLink, reviewed the attached proposed revision to Best Practice 37, which incorporates a number of relevant regulatory cites.

· There were no objections to accepting the proposed revision to Best Practice 37 in its entirety.
· Gary Sacra, LNPA WG Co-Chair, will revise the 3rd paragraph in the Decisions/Recommendations section of the attached approved revision to Best Practice 37 to read as follows:

“The evidence of authorization needs to be obtained and maintained by the New Local Service provider as required by applicable federal and state regulation, as amended from time to time.”

Gary will also accept all other revisions in the attached Best Practice 37 and incorporate the revised Best Practice 37 into the overall LNP Best Practices document.

Review of Proposed “Stolen Number” Best Practice – Sue Tiffany, Sprint Nextel:
Action Item 051011-14:  Service Providers are to review internally the attached proposed Best Practice on stolen/fraudulently acquired numbers, especially the “safe harbor” statement in the last paragraph, and come prepared on the June 14, 2011 LNPA WG conference call to determine if the Best Practice will be accepted or to suggest any revisions.
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· Sue Tiffany, Sprint Nextel, reviewed the attached proposed Best Practice regarding stolen/fraudulently acquired telephone numbers.  She explained that the only suggested revision received to date was from a Service Provider proposing to change the last sentence in the last paragraph to read as follows:

“The carrier returning the telephone number to the original service provider is considered to be acting in good faith and will have safe harbor from any subsequent claims by the customer on whose behalf the number was ported resulting from the return of the ported telephone number to the original provider when this best practice is employed.”
The Service Provider suggesting this added phrase explained that it was intended to clarify that only a harmed legitimate assignee of a telephone number would likely be the one filing any potential claim.
· A Service Provider stated that their attorneys believe this is covered by the slamming laws.  That Service Provider was asked to provide the specific cite in the slamming laws that they believe apply to this.
· Another Service Provider stated that they cannot agree to the last paragraph and feels it is inappropriate and oversteps the bounds of the LNPA WG.
· A second Service Provider stated that they also believe this is covered in the slamming laws.  A Service Provider responded that they believe this makes a distinction from the slamming laws in that those laws have likely been understood to apply to Service Providers acting fraudulently, while this proposed Best Practice applies to individuals defrauding Service Providers and their legitimate assignees of telephone numbers.
· Action Item 051011-14 will remain open and will be on the July 2011 LNPA WG meeting agenda.
Proposed Best Practice on CSRs – Gary Sacra, Verizon:
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· Gary Sacra, Verizon, reviewed the attached proposed Best Practice regarding required data fields for requesting a Customer Service Record (CSR).  He explained that this Best Practice proposed by Verizon is intended to further streamline the porting process, as Verizon is having issues with some Service Providers regarding the information they require before they will honor a CSR request.  He further explained that these issues are serving to delay the end user’s porting request.
· Two Service Providers suggested adding any other working TN as an additional validation field to ensure that the correct CSR is being requested.
· Another Service Provider suggested that the Account Number (AN) could be obtained at time of getting the end user’s authorization.  Gary responded that for a Third Party Verification (TPV), which typically takes place over the phone, the end user may not always have their AN readily available.
· A Service Provider stated that CSRs are requested for things other than porting and asked how the distinction would be made between CSRs for porting and CSRs for non-porting related activity.  That Service Provider stated that their systems need the positive LOA indication and the date of the LOA.  
· A Service Provider stated that some providers have alpha-numeric ANs that are not always on the billing statement.
· Another Service Provider asked if there was any recent FCC mandates stating that the AN cannot be a requirement for a CSR request.  A number of participants responded no.
· A Service Provider stated that some providers set up every TN on an account as separate BTNs and require separate CSR requests.

· Gary Sacra, Verizon, will discuss internally those additions, revisions, and questions raised on the June 14, 2011 full LNPA WG conference call regarding the attached proposed Best Practice on CSRs, and make any agreed-to changes for review and discussion at the July 2011 full LNPA WG meeting.  Those suggestions include:

1. Consider adding another field such as any working TN associated with the account to increase verification,

2. Consider adding the date that authorization was obtained from the End User,

3. How would or should there be a distinction made between CSRs requested for porting purposes vs. CSRs requested for other purposes?

2011 LNPA WG Meeting/Call Schedule – All: 


[image: image8.emf]2011 LNPA WG  Meeting and Call Schedule.doc


· The attached 2011 LNPA WG meeting and call schedule was reviewed and no changes were made.
· A discussion of the 2012 meeting and call schedule will be on the July 2011 LNPA WG meeting agenda.
New Business – All: 

· Sue Tiffany, Sprint Nextel and Chair of the NPAC Web Design Team, discussed the proposed changes to the Home Page of the new LNPA WG website.  Included will be:
· The LNPA WG’s Mission Statement,
· Co-Chair contact information,
· A calendar icon for industry meetings – NAPM, NANC, INC, etc., and whatever else we decide to include,
· LNPA WG meetings on the calendar would provide a link that takes you to the specific meeting agenda, logistics, minutes, action items,
· Best Practices,
· PIM process and issues,
· NANC LNP Provisioning Flows,
· NPAC Release documents and Change Orders,
· FCC Porting Orders and related documents,
· Links to other industry group websites,
· Historical documentation.
This will be discussed in more detail at the July 2011 LNPA WG meeting.
· Gary Sacra, LNPA WG Co-Chair, advised the group that in the future, minutes and Action Items from the Architecture Planning Team (APT) and the full LNPA WG meetings will be distributed in separate documents and stored separately on the redesigned NPAC website.
Next Meeting …July 12-13, 2011:  Location…New Orleans, Louisiana
Hosted by Neustar
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Best Practice Language “DRAFT” for discussion:


Best Practices Document

		Item Number

		33



		Topic: 



		End User Validation Porting Guidelines



		Date Logged 

		3/16/2004



		Date Modified

		4/25/2011






		Related Regulation / Document Ref

		FCC 07-188, 09-41 and 10-85






		Background




		When wireless number porting began on November 24, 2003, alphanumeric validation fields quickly became recognized as the top contributor to porting fallout.  Many wireless carriers participated on weekly WNP steering committee calls to reach consensus on how to continue to do proper validation but still reduce fallout significantly.  The result of these calls was that most of the carriers involved agreed to only use numeric validation fields (on simple ports).  In doing so, fallout was significantly reduced.  Attached is the original BP 33.
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		Related Issue

		With the implementation of one-day porting for Simple Ports in accordance with FCC Orders 09-41 and 10-85, the FCC mandated  that service providers use the 14 fields described in the Order – and only those 14 fields – to accomplish a simple port.  The 14 fields are: (1) Ported Telephone Number; (2) Account Number; (3) Zip Code; (4) Company Code; (5) New Network Service Provider; (6) Desired Due Date; (7) Purchase Order Number; (8) Version; (9) Number Portability Direction Indicator; (10) Customer Carrier Name Abbreviation; (11) Requisition Type and Status; (12) Activity; (13) Telephone Number (Initiator); and (14) Agency Authority Status.  Of these 14 fields only three (1) Ported Telephone Number, (2) Account Number, (3) Zip Code are relevant to end user verification. The Commission has stated, “the porting-out provider may not require more information from the porting-in provider than is actually reasonable to validate the port request and accomplish the port.”  Furthermore in FCC 07-188 the FCC stated at paragraph 2: 



“we conclude that LNP validation should be based on no more than four fields for simple ports (i.e., wireline-to-wireline, wireless-to-wireless, and intermodal ports), and that those fields should be: (1) 10-digit telephone number; (2) customer account number; (3) 5-digit zip code; and (4) pass code (if applicable).”


The industry recognizes that additional fields are necessary for end user validation of complex ports; however what is considered reasonable within these fields needs clarification.  Consensus needs to be reached on what is reasonable to validate the port request and accomplish the port for complex ports. 






· 

· 





		Recommended Change to Requirements? 

		See below.



		Submitted by

		 LNPA WG



		Decisions / Recommendations

		It is the position of the LNPA WG that end user validations must be reasonable. 


The recommendation is that in addition to the four customer specific fields already allowed by the FCC for simple ports, complex ports could also be validated on Service Address Number and State.  It is strongly recommended that Service Providers use the least amount of end user specific data necessary for port request validation.  Furthermore, Service Providers who already validate on less than the six fields listed below should not change their validation to include additional requirements. Other fields that are populated on the request will not have to match in order for the end user validation to pass.

(1)  Ported Telephone Number is Active

(2)  Account Number

(3)  5 digit Zip Code

(4)   Service Address Number (SANO)

(5) State (2 alpha characters)


(6) Pass code (if applicable)
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WIRELESS NUMBER PORTABILITY OPERATIONS TEAM (WNPO)



CONTRIBUTION FORM



Issue Number _4-11_____ (assigned by co-chair) 



CONTRIBUTION TITLE:  Wireless Porting Best Practices Guidelines



If this contribution relates to an existing open issue or PIM, FORT, OBF issue please identify that issue or PIM number: _______



SOURCE:

Name

:  Deborah Stephens






Company
:  Verizon Wireless



Address
:  300 River Rock Blvd





   Murfreesboro, TN  37128






Phone number
:  615-372-2256






e-mail address
:  deborah.stephens@verizonwireless.com



Co-Contributor(s):  
Wendy Wheeler, Alltel



CONTACT:

Name

: same as above






Company
: 



Address
:






Phone number
: 






e-mail address
: 


DATE:


3/16/2004



ABSTRACT:
Carriers participating in wireless number portability since November 24, 2003 experienced significant fallout using numerous alphanumeric validation fields.  As a result, many wireless carriers participated on weekly calls to come to consensus on how to continue to do proper validation to reduce the fallout by using numeric validation fields only (on simple ports).  This contribution documents industry validation guidelines agreed upon during the weekly calls for wireless to wireless porting.



CONTRIBUTION: 




Detailed description of the issue, alternative solutions, and recommended solution.



I    Introduction:


When wireless number porting began on November 24, 2003, alphanumeric validation fields quickly became recognized as the top contributor to porting fallout.  Many wireless carriers participated on weekly WNP steering committee calls to come to consensus on how to continue to do proper validation but still enable a significant amount of fallout reduction.  The result of these calls was that most of the carriers involved agreed to use numeric validation fields only (on simple ports).  In doing so, fallout was significantly reduced.



II   Discussion & Alternative Solutions:



These carriers believe that the additional alphanumeric validation fields, such as name and address, resulted in:



1. Increased fallout



2. Increased costs to the carriers



3. Increased head counts in the port support centers



4. Longer porting times.



Longer porting times resulted in:



1. Customer dissatisfaction with both carriers



2. Longer “partial service” time periods



3. Longer periods where the E-911 call back number is an issue



4. Overlapping billing periods.



.  



III Recommendation:



Customer ports should be verified by the following validation fields:



1. MDN



2. Social Security Number OR Account Number OR Tax ID number (for business accounts)



3. 5 Digit Zip Code*


4. Password or pin (where applicable)



Furthermore, these elements should:



1. Not be punctuation sensitive



2.   Not be case sensitive



3.   General rules around social security or account number should be:



· If only one is provided, validate if the one provided is correct and do not require both.



· If both are provided, validate on only one even if the other is incorrect.



These recommendations  were found to be “best practices”  for carriers already participating in wireless number portability.  



*Update 4/27/2004



Additional calls were held in April, 2004 with the top carriers agreeing to remove the validation of zip codes.  Please note that these “best practices” do not in any way change the WICIS process of obtaining customer information and fully populating the WPR (Wireless Port Request).


Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a



basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically



reserve the right to add to, amend, or withdraw its contents.
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JUNE 14, 2011 FULL LNPA WORKING GROUP ACTION ITEMS ASSIGNED:


NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL

· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL

· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL

· ALPHA CHARACTERS INDICATE WHETHER ACTION ITEM WAS ASSIGNED TO APT (“APT”) OR FULL LNPA WG (“LNPAWG”)

· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


FULL LNPA WORKING GROUP MEETING ACTION ITEMS:


NEUSTAR ACTION ITEMS:


No Action Items were assigned to Neustar during the June 14, 2011 full LNPA WG conference call.

GARY SACRA (VERIZON AND LNPA WG CO-CHAIR) ACTION ITEMS:

061411-LNPAWG-01:  Gary Sacra, LNPA WG Co-Chair, will incorporate the attached


accepted revision to Best Practice 25 into the overall LNP Best Practices document.
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061411-LNPAWG-02:  Gary Sacra, LNPA WG Co-Chair, will revise the 3rd paragraph in


the Decisions/Recommendations section of the attached approved revision to Best Practice 37 to read as follows:


“The evidence of authorization needs to be obtained and maintained by the New Local Service provider as required by applicable federal and state regulation, as amended from time to time.”


Gary will also accept all other revisions in the attached Best Practice 37 and incorporate the revised Best Practice 37 into the overall LNP Best Practices document.
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061411-LNPAWG-03:  Gary Sacra, Verizon, will discuss internally those additions, revisions, and questions raised on the June 14, 2011 full LNPA WG conference call regarding the attached proposed Best Practice on CSRs, and make any agreed-to changes for review and discussion at the July 2011 full LNPA WG meeting.  Those suggestions include:


1. Consider adding another field such as any working TN associated with the account to increase verification,


2. Consider adding the date that authorization was obtained from the End User,


3. How would or should there be a distinction made between CSRs requested for porting purposes vs. CSRs requested for other purposes?
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Best Practice Language “DRAFT” for discussion:



Best Practices Document


			Item Number


			TBD





			Topic: 





			Required information for Customer Service Record (CSR) requests





			Date Logged 


			4/12/2011





			Date Modified


			





			Related Regulation / Document Ref


			FCC 09-41, FCC 10-85








			Related Issue


			With the implementation of one-day porting for Simple Ports in accordance with FCC Orders 09-41 and 10-85, the FCC adopted the following requirements pertaining to Customer Service Records (CSRs) by virtue of adopting the attached NANC LNP Provisioning Flows:
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· The Old SP shall not require the New SP to have previously obtained a CSR before they will accept an LSR from the New SP.  For those New SPs that choose not to obtain a CSR, they understand that there is heightened risk that their LSR may not be complete and accurate.  This is not intended to preclude those providers who provide an ordering GUI from including a step involving a real-time CSR pull within that process, as long as an alternate ordering process is available that does not require a CSR being pulled.


· CSRs, if requested and available, must be returned within 24 clock hours, unless otherwise negotiated between service providers, excluding weekends and Old Service Provider holidays.



· Any of the end user validation fields required by the Old SP on an incoming LSR must be available on the CSR, excluding end user requested and assigned password/PIN.



· Only passwords/PINs requested and assigned by the end user may be utilized as an end user validation field on an incoming LSR by the Old Network Service Provider/Old Local Service Provider.  Any service provider assigned password/PIN may not be utilized as a requirement in order to obtain a CSR.


· NLSP obtains verifiable authority (e.g., Letter of Authorization – [LOA], third-party verification – [TPV], etc.) from end user to act as the official agent on behalf of the end user.  The OLSP cannot require a physical copy of the end user authorization to be provided before processing the Customer Service Request (CSR) or the port request.  The NLSP is responsible for demonstrating verifiable authority in the case of a dispute.



One of the primary reasons that the New Local Service Provider (NLSP) in a port requests a CSR from the Old Local Service Provider (OLSP) in the port is to obtain the customer’s Account Number, which is one of the required fields on a Simple Port request.



It has come to the attention of the LNPA WG that some providers are requiring information such as the customer’s Account Number (AN), before they will honor a CSR request.  This is serving to add delay in obtaining the necessary CSR and therefore, adding delay to the customer’s ability to port their telephone number.





			


			





			Recommended Change to Requirements? 


			See below.





			Submitted by


			 LNPA WG





			Decisions / Recommendations


			It is the position of the LNPA WG that for all ports and CSR requests, only the Billing Telephone Number (BTN) associated with the telephone number(s) to be ported is necessary on the part of the New Local Service Provider (NLSP) when requesting a Customer Service Record (CSR) from the Old Local Service Provider (OLSP) in preparation of initiating the port process.



In addition, the NLSP must obtain verifiable authority (e.g., Letter of Authorization – [LOA], third-party verification – [TPV], etc.) from the end user to act as the official agent on behalf of the end user prior to requesting the CSR from the OLSP.  The NLSP is responsible for indicating positively on the CSR request that they have obtained the necessary verifiable authority from the end user.  The NLSP is responsible for demonstrating verifiable authority in the case of a dispute.



If approved by the LNPA WG, Verizon further requests that the approved Best Practice be submitted to the NANC with a request for their endorsement, and that it be forwarded to the FCC for adoption into the NANC LNP Provisioning Flows.
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Inter-Service Provider LNP Operations Flows – Narratives








Narratives:  Following are the textual descriptions of the Inter-Service Provider Local Number Portability (LNP) Operations Flows.  These Narratives (Version 4.0) provide a detailed description of each process step within the attached LNP Operations Flows (Version 4.0).
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Legend:




Local Service Provider (LSP) = Any provider (e.g., voice provider, data provider) that administers and bills local exchange and related services for the end user.  The following terms identify LSPs with specific roles during the porting process:




· New Local Service Provider (NLSP) - The local provider of record following the completion of the porting process.




· Old Local Service Provider (OLSP) - The local provider of record prior to the porting process.




Network Service Provider (NSP) = Carrier that provides the facilities and switch/equipment components needed to make up an end user’s local telecommunications service.  The following terms identify NSPs with specific roles during the porting process:




· New Network Service Provider (NNSP) - The network provider of record following the completion of the porting process.




· Old Network Service Provider (ONSP) - The network provider of record prior to the porting process.




CSR = Customer Service Record




DSL = Digital Subscriber Loop




FOC = Firm Order Confirmation




FRS = Functional Requirements Specification




ICP = Inter-carrier Communication Process




IIS = Interoperability Interface Specifications




LSMS = Local Service Management System




LSR = Local Service Request




NPAC = Number Portability Administration Center




PSTN = Public Switched Telephone Network




SOA = Service Order Activation




SP = Service Provider




SV = Subscription Version




TN = Telephone Number




“via the SOA interface” = generic description for one of the following:  the SOA CMIP association, 




 
LTI, or contacting NPAC personnel




WPR = Wireless Port Request




WPRR = Wireless Port Request Response 




NOTE:




Pursuant to FCC Order 07-188, released on November 8, 2007, and FCC Order 09-41, released on May 13, 2009, Local Number Portability (LNP) obligations are extended to interconnected Voice over Internet Protocol (VoIP) providers.  In paragraph 8 of FCC Order 09-41, the FCC ruled the following:




“Thus, we require all entities subject to our LNP rules, including interconnected VoIP providers and their numbering partners, to complete port requests for simple wireline-to-wireline and simple intermodal ports within one Business Day, unless a longer period is requested by the new provider or the customer elects otherwise.”



The North American Numbering Council (NANC) identifies three classes of interconnected VoIP providers, defined as follows:




1. Class 1:  A standalone interconnected VoIP provider that obtains numbering resources directly from the North American Numbering Plan Administrator (NANPA) and the Pooling Administrator (PA) and connects directly to the Public Switched Telephone Network (PSTN) (i.e., not through a PSTN Service Provider partner’s end office switch).  Class 1 standalone interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Network Service Provider (NNSP) or Old Network Service Provider (ONSP), whichever is applicable.



2. Class 2:  An interconnected VoIP provider that partners with a facilities-based Public Switched Telephone Network (PSTN) Service Providers to obtain numbering resources and connectivity to the PSTN via the Service Provider partner’s switch.  A Class 2 interconnected VoIP provider is not considered a reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188 and FCC Order 09-41 for Simple Port definition).  Class 2 interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.



3. Class 3:  A non-facilities-based reseller of interconnected VoIP services that utilizes the numbering resources and facilities of another interconnected VoIP provider (analogous to the “traditional” PSTN reseller).  A Class 3 interconnected VoIP provider is not considered a reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188 and FCC Order 09-41for Simple Port definition).  Class 3 interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.



NOTE:




The FCC has allowed that One Business Day porting must be implemented either within 9 months of the NANC report to the FCC, or for carriers which qualify, implemented within 15 months (FCC 09-41, para 12).  The Local Number Portability Administration Working Group (LNPA WG) provisioning flows and One Business Day definition require reciprocal implementation where carriers must only port-in at the interval which that carrier also ports-out. 



NOTE:




Service Providers are not precluded from exceeding the requirements set forth in the NANC LNP Provisioning Flows.  For example, no provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday).  However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In 



agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the Local Service Request (LSR)/Firm Order Confirmation (FOC) and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day in order to ensure that the end user's service is maintained.



Port Type Determination




Figure 1




				Flow Step



				Description







				1. START: End User Contact with NLSP



				
The process begins with an end user requesting service from the NLSP.




· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting (If code is not open, refer to Inter-Service Provider LNP Operations Flows – Code Opening Process, Figure 16.).







				2. End User agrees to change to NLSP



				
End user agrees to change to NLSP and requests retention of current telephone number (TN).







				3. NLSP obtains end user authorization



				
NLSP obtains verifiable authority (e.g., Letter of Authorization – [LOA], third-party verification – [TPV], etc.) from end user to act as the official agent on behalf of the end user.  The OLSP cannot require a physical copy of the end user authorization to be provided before processing the Customer Service Request (CSR) or the port request.  The NLSP is responsible for demonstrating verifiable authority in the case of a dispute.







				4. Is this a Wireless-Wireless Port?



				· If Yes, go to Step 5.



· If No, go to Step 6.







				5. ICP – Service Provider Communication 



				· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 2, Step 1.







				6. (Optional) NLSP requests CSR from OLSP



				· As an optional step, the NLSP requests a Customer Service Record (CSR) from the OLSP.  A service agreement between the NLSP and OLSP may or may not be required for CSR.




· NOTE:  CSRs are not available from wireless carriers.




· The Old SP shall not require the New SP to have previously obtained a CSR before they will accept an LSR from the New SP.  For those New SPs that choose not to obtain a CSR, they understand that there is heightened risk that their LSR may not be complete and accurate.  This is not intended to preclude those providers who provide an ordering GUI from including a step involving a real-time CSR pull within that process, as long as an alternate ordering process is available that does not require a CSR being pulled.



· CSRs, if requested and available, must be returned within 24 clock hours, unless otherwise negotiated between service providers, excluding weekends and Old Service Provider holidays.




· Any of the end user validation fields required by the Old SP on an incoming LSR must be available on the CSR, excluding end user requested and assigned password/PIN.




· Only passwords/PINs requested and assigned by the end user may be utilized as an end user validation field on an incoming LSR by the Old Network Service Provider/Old Local Service Provider.  Any service provider assigned password/PIN may not be utilized as a requirement in order to obtain a CSR.







				7. BROADBAND – (optional) Broadband/DSL Verification



				· Inter-Service Provider LNP Operations Flows – Broadband/DSL Verification Process, Figure 3, Step 1.







				8. Does NLSP consider this a Simple Port?



				· If Yes, go to Step 9.




· The New SP (the NLSP and/or the NNSP whichever is applicable) must make every reasonable effort to verify that the port request is in fact a Simple Port request, e.g., pulling a CSR if available, or asking the appropriate questions of the end user, etc.




· If No, go to Step 10.







				9. SIMPLE LSR-FOC – Service Provider Communication



				· Inter-Service Provider LNP Operations Flows - Wireline Simple Port LSR/FOC Process, Figure 4, Step 1.







				10. NON-SIMPLE LSR-FOC – Service Provider Communication



				· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.







				11. MAIN – Main Porting Flow



				· Inter-Service Provider LNP Operations Flows – Main Porting Flow, Figure 6, Step 1.







				12. End



				











Wireless ICP Service Provider Communication




Figure 2




				Flow Step



				Description







				1. Is NLSP a Reseller?



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Port Type Determination, Figure 1, Step 5.





The NLSP determines if customer is porting all TN(s).




· If Yes, go to Step 2.




· If No, go to Step 3.







				2. NLSP sends WPR or WPR information to NNSP for resale service



				· NLSP (Reseller) sends a WPR (Wireless Port Request) or WPR information to the NNSP (may vary slightly depending on provider agreement between the involved service providers).




· For wireless to wireless service providers the WPR/WPRR (Wireless Port Request/Wireless Port Request Response) initial response time frame is 30 minutes.




· The due date of the first TN ported in an NPA-NXX is no earlier than 5 Business Days after a confirming WPRR receipt date.



· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.







				3. NNSP sends WPR to ONSP



				· The NNSP notifies the ONSP of the port request using the WPR.




· ICP response interval, currently set to 30 minutes, begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.







				4. Is a Type 1 wireless number involved?



				· If Yes, go to Step 5.



· If No, go to Step 7.







				5. NON-SIMPLE LSR-FOC – Service Provider Communication



				· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.







				6. Return to Figure 1



				· Return to Port Type Determination flow Figure 1, Step 5.







				7. Is OLSP a Reseller?



				· If Yes, go to Step 8.




· If No, go to Step10.







				8. ONSP sends WPR or WPR information to OLSP



				· The ONSP notifies the OLSP of the port request using the WPR or WPR information.







				9. OLSP sends WPRR or WPRR information to ONSP



				· The OLSP sends the ONSP the WPRR or WPRR information.







				10. ONSP sends WPRR to NNSP



				· ONSP sends the WPRR to the NNSP.




· IC terminates upon receipt of WPRR by NNSP.







				11. Is NLSP a Reseller?



				· If Yes, go to Step 12.




· If No, go to Step 13.







				12. NNSP forwards WPRR or WPRR information to NLSP



				· The NNSP sends the WPRR or WPRR information to the NLSP.







				13. Is WPRR a Delay?



				· If Yes, go to Step 14.



· If No, go to Step 15.







				14. Is OLSP a Reseller?



				· If Yes, go to Step 9.




· If No, go to Step 10.







				15. Is WPRR confirmed?



				· If Yes, go to Step 17.



· If No, go to Step 16 – WPRR must be a Resolution Required.







				16. WPRR is a resolution response



				· Return to Step 1.







				17. Return to Figure 1



				· Return to Port Type Determination flow Figure 1, Step 5.











Broadband/DSL Verification Process



(optional)



Figure 3




				Flow Step



				Description







				1. Has it been determined that broadband/DSL is on the line?



				· If Yes, go to Step 6.




· If No, go to Step 2.







				2. Is broadband/DSL service required for new voice service?



				· If Yes, go to Step 3.




· If No, go to Step 10.







				3. NLSP notifies End User to acquire new broadband/DSL service



				· End User could obtain broadband/DSL service from NLSP, if available, or from another service provider.







				4. NLSP awaits End User response providing broadband/DSL service due date.



				· This is to ensure that End User has obtained the broadband/DSL service that is necessary for their new voice service.







				5. NLSP continues Port Request with LSR due date on or after broadband/DSL service due date



				· This is to ensure that new broadband/DSL service is available when the port is activated in order for End User to have voice service.







				6. Does End User wish to retain existing broadband/DSL service?



				· If Yes, go to Step 7.




· If No, go to Step 2.







				7. Does OLSP offer standalone broadband/DSL service?



				· If Yes, go to Step 9.




· If No, go to Step 8.







				8. NLSP notifies End User to acquire new broadband/DSL service if desired.



				· Go to Step 2.







				9. Does OLSP automatically convert End User to standalone broadband/DSL service?



				· If Yes, go to Step 10.




· If No, go to Step 8.







				10. Return to Figure 1



				· Return to Port Type Determination flow Figure 1, Step 7.











Wireline Simple Port LSR/FOC Process



Figure 4




				Flow Step



				Description







				1. Is NLSP a Class 2 or Class 3 Interconnected VoIP Provider?



				· If Yes, go to Step 2.




· If No, go to Step 3.







				2. NLSP sends LSR or LSR information to NNSP for the Interconnected VoIP service 



				
NLSP sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF). 







				3. NNSP sends LSR to ONSP



				· The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, email, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).




NOTE:  The New SP (the NLSP and/or the NNSP whichever is applicable) must make every reasonable effort to verify that the port request is in fact a Simple Port request, e.g., pulling a CSR if available, or asking the appropriate questions of the end user, etc.







				4. Is OLSP a Class 2 or Class 3 Interconnected VoIP Provider?



				· If Yes, go to Step 5




· If No, go to Step 7







				5. Notify Provider – (conditional) ONSP sends LSR or LSR information to OLSP (Figure 8)



				· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information to the OLSP) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).




· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.







				6. (conditional) OLSP sends FOC or FOC information to ONSP



				· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the port using the FOC and sends the information via an electronic gateway, FAX, email, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.




· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.







				7. Does ONSP agree this is a Simple Port?



				· If Yes, go to step 13.




· If No, go to step 8.







				8. Is the LSR complete and accurate?



				· If Yes, go to step 9.




· If No, go to step 11.







				9. Will the ONSP FOC current LSR with a different Due Date?



				· If Yes, go to Step 10.




· If No, go to Step 11.












				10. ONSP sends FOC with appropriate Due Date for Non-Simple Port to NNSP



				· ONSP sends the Firm Order Confirmation (FOC, local response) with the appropriate Due Date for Non-Simple Port to the NNSP for the porting LSR.




· For wireline-to-wireline ports, and ports between wireline and wireless service providers, the following requirements apply for the interval to respond to an LSR:




If the New SP-requested due date is 1-2 Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 4 hours.  Refer to the attached chart for LSR Response Due Time:
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If the New SP-requested due date is 3 or more Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.




In instances where the LSR indicates the port request is Non-Simple based on the current FCC definition and rule for a Simple Port, the Old SP must return a FOC or appropriate response within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.



· It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the required interval for transmitting the FOC.  If the FOC is not received by the NNSP within the required interval, then the NNSP may contact the ONSP.



· The due date of the first TN ported in an NPA-NXX is no earlier than five (5) Business Days after FOC receipt date.




· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.







				11. ONSP rejects LSR back to NNSP.



				· The ONSP has determined that this is a Non-Simple Port request and does not FOC with a Due Date that is appropriate for a Non-Simple Port.  As a result, the ONSP rejects the LSR back to the NNSP in the appropriate timeframe indicated in Step 10.







				12. NON-SIMPLE LSR-FOC – Service Provider Communication



				· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.







				13. Is the LSR complete and accurate?



				· If Yes, go to Step 15.




· If No, go to Step 14.







				14. ONSP rejects LSR to NNSP.



				· ONSP sends a Reject Notification to the NNSP due to insufficient data on the LSR.




· Return to Figure 4, Step 1.







				15. ONSP sends FOC confirming Simple Port Request to NNSP.



				· ONSP sends the Firm Order Confirmation (FOC, local response) to the NNSP for the porting LSR.




· For wireline to wireline ports, and ports between wireline and wireless service providers, the following requirements apply for the interval to respond to an LSR:




If the New SP-requested due date is 1-2 Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 4 hours.  Refer to the attached chart for LSR Response Due Time: 
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If the New SP-requested due date is 3 or more Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.




In instances where the LSR indicates the port request is Non-Simple based on the current FCC definition and rule for a Simple Port, the Old SP must return a FOC or appropriate response within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.




· The due date of the first TN ported in an NPA-NXX is no earlier than five (5) Business Days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) Business Days after FOC receipt.



· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.







				16. Is NLSP a Class 2 or Class 3 Interconnected VoIP Provider?



				· If Yes, go to Step 17.



· If No, go to Step 18.







				17. NNSP sends FOC or FOC information to NLSP.



				· NNSP sends FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  












				18. Return to Figure 1



				· Return to Port Type Determination flow Figure 1, Step 9.











Wireline Non-Simple Port LSR/FOC Process



Figure 5




				Flow Step



				Description







				1. Is End User porting all TNs?



				
The NLSP determines if customer is porting all TN(s).




· If Yes, go to Step 3.




· If No, go to Step 2.







				2. NLSP notes “Not all TNs are being ported” in the remarks section of LSR



				
The NLSP makes a note in the remarks section of the LSR to identify that the End User is not porting all TN(s).  This can affect the due date interval due to account rearrangements necessary prior to service order issuance.







				3. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?



				· If Yes, go to Step 4.




· If No, go to Step 5.







				4. NLSP sends LSR or LSR information to NNSP for resale or VoIP Interconnection service



				· NLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).







				5. NNSP sends LSR to ONSP



				· The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, email, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).







				6. Has the ONSP determined the LSR is incomplete or inaccurate?



				· If Yes, go to Step 7.




· If No, go to Step 8.







				7. ONSP rejects LSR back to NNSP



				· ONSP sends a Reject Notification to the NNSP due to insufficient or inaccurate data on the LSR.




· Return to Figure 5, Step 1.







				8. Is OLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider or is a Type 1 wireless number involved?



				· If Yes, go to Step 9.




· If No, go to Step 13.







				9. Notify Provider – (conditional) ONSP sends LSR, LSR information, to OLSP



				· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information to the OLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider or if a Type 1 number is involved) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).




· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.



· Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification – Figure 8.







				10. Has the OLSP determined the LSR is incomplete or inaccurate?



				· If Yes, go to Step 11.




· If  No, go to Step 12.







				11. OLSP rejects LSR back to ONSP



				· OLSP sends a Reject Notification to the ONSP due to insufficient or inaccurate data on the LSR.




· Return to Figure 5, Step 1.







				12. (conditional) OLSP sends FOC or FOC information to ONSP



				· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, email, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.







				13. ONSP sends FOC to NNSP



				· ONSP sends the Firm Order Confirmation (FOC, local response) to the NNSP for the porting LSR.




· For wireline to wireline service providers, and between wireline and wireless service providers, the requirement is that the FOC is returned within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.  It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the 24 clock hour requirement (excluding weekends and Old Service Provider-defined holidays) for transmitting the FOC.  If the FOC is not received by the NNSP within 24 clock hours (excluding weekends and Old Service Provider-defined holidays), then the NNSP may contact the ONSP.




· The due date of the first TN ported in an NPA-NXX is No earlier than five (5) Business Days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date No earlier than three (3) Business Days after FOC receipt.




· It is assumed that the porting interval is not in addition to intervals for other requested services (e.g., unbundled loops) related to the porting request.  The interval becomes the longest single interval required for the services requested.




· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.







				14. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?



				· If Yes, go to Step 15.




· If No, go to Step 16.







				15. NNSP forwards FOC or FOC information to NLSP



				· NNSP forwards FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.







				16. Return to Figure 1



				· Return to Port Type Determination flow Figure 1, Step 10.











Main Porting Flow




Figure 6




				Flow Step



				Description







				1. Are NNSP and ONSP the same SP?



				· If Yes, go to Step 2.




· If No, go to Step 4.







				2. Is NPAC processing required?



				· If Yes, go to Step 3.




· If No, go to Step14.







				3. Perform intra-provider port or modify existing SV



				
SP enters intra-provider SV create data into the NPAC via the SOA interface for porting of end user in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, Return to Port Type Determination flow Figure 1, Step 11.







				4. NNSP coordinates all porting activities



				
The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.  Upon completion of the LSR/FOC or ICP Process, and when ready to initiate service orders, go to Step 5.







				5. NNSP and ONSP create and process service orders



				
Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.







				6. Create – Service Provider Port Request



				· Inter-Service Provider LNP Operations Flows – Subscription Version Create Flow, Figure 7.







				7. Was port request canceled?



				
The port can be canceled by the ONSP, the NNSP, or automatically by an NPAC process.





If Yes, go to Step 12.





If No, go to Step 8.







				8. Did ONSP place the order in Conflict?



				
Check Concurrence Flag.
If concurred, the ONSP agrees to the port.
If not concurred, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.




· For wireline Simple Ports, the conflict request can be initiated up to the later of a.) the tunable time (Simple Port Conflict Restriction Window, current value of 9:00pm in the predominate time zone of the NPAC region where the number is being ported) one Business Day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.




For wireline Non-Simple Ports, the conflict request can be initiated up to the later of a.) the tunable time (Conflict Restriction Window, current value of 12:00pm) one Business Day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.





For wireless SPs using short timers for this SV, the conflict request can be initiated up to the time the T2 Timer (Final Concurrence Window tunable parameter) has expired.





If Yes, go to Step 11.





If No, go to Step 9.







				9. NNSP coordinates physical changes with ONSP



				
The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 11.





If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If No coordination indication is given, then by default, the 10-digit trigger is applied if technically feasible.  If the NNSP requests a coordinated order and specifies ‘No’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.







				Is the unconditional 10 digit trigger being used or does ONSP query on every call?



				
The unconditional 10-digit trigger is assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN to reside in both donor and recipient switches at the same time.




For both Simple and Non-Simple Ports, the ONSP must deploy the 10-digit trigger in the donor switch, if technically feasible, or monitor the NPAC for activation in order to trigger the disconnect, or carriers perform a database query for every call origination.





A 10-digit trigger is applied by the ONSP no later than 11:59pm the day prior to the due date.





The unconditional 10-digit trigger may be applied by the NNSP.





If Yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 10.





If No, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 9.







				10. NPAC logs request to place the order in conflict, including cause code



				
Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 11.







				11. Notify Provider – NPAC notifies NNSP and ONSP that port is canceled



				
Upon cancellation, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.





Both SPs take appropriate action related to internal work orders.







				12. Notify Provider – (conditional) ONSP sends loss notification to OLSP



				· (conditional, , based on any service agreement between the involved service providers) – A loss notification may be sent to the OLSP.  The specific timing will be based on the requirements of any service agreement between the involved service providers.  It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.




· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request



· This is also the re-entry point from various flows, tie point Z.







				13. Return to Figure 1



				· Return to Port Type Determination flow Figure 1, Step 11.











Subscription Version Create Flow



Figure 7




				Flow Step



				Description







				1. NNSP and ONSP Notify NPAC with Create message








				
Due date of the create message is the due date on the FOC, where wireline due date equals date and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date applies.  Any change of due date to the NPAC is usually the result of a change in the FOC due date.





SPs enter SV data into the NPAC via the SOA interface for porting of End User in accordance with the NANC FRS and the NANC IIS.




· The NPAC/SMS expects to receive matching SV Create messages from the ONSP and the NNSP when facilitating porting of a telephone number.  However, to prevent the possibility of the ONSP unnecessarily delaying a port, two timers were developed and referred to as T1 and T2.  If the ONSP does not send a matching SV create message to the NPAC, the NNSP can proceed with porting the telephone number after both timers expire.  Some service providers choose not to send the concurring SV create, but rather allow the timers to expire.




The LNPA Working Group concludes that all service providers should send the matching SV create messages to the NPAC/SMS.  This will facilitate expeditious porting of telephone numbers and is more efficient than merely allowing timers to expire.  The increased efficiency is especially beneficial in meeting the FCC mandated 1-day interval for Simple Ports.




[Note that the order in which the ONSP and NNSP create messages arrive at the NPAC/SMS is immaterial.]



· With regard to the population of the Due Time on the New SP and Old SP NPAC Create messages, current industry practices for both Mechanized SOA and Low Tech Interface (LTI) users will be maintained for Simple Ports.




The New SP should not activate a port before midnight (00:00:00) local time of the Due Date unless it has been verified with the Old SP that the port could be activated early without impacting the customer's service.  Failing to verify first that the Old SP has completed all necessary steps in the port-out process, e.g., established the 10-Digit Unconditional Trigger, resolved any order fallout in systems, etc., could result in the customer's service being negatively impacted, such as inability to receive all of their calls.







				2. Is Create message valid?



				
NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.





If Yes, go to Step 4.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create Notifications are sent to both the ONSP and NNSP.





If No, go to Step 3.







				3. NPAC notifies appropriate Service Provider that create message is invalid



				
If the data is not valid, the NPAC sends error Notification to the SP for correction.





The SP, upon Notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 1.







				4. NPAC starts T1 timer



				
Upon receipt of the first valid create message, the NPAC starts the T1 Timer (Initial Concurrence Window tunable parameter).  The value for the T1 Timer is configurable (one of three values) for SPs.  Wireline and Intermodal ports will use either long or medium timers.  The current value for the long timer (typically any wireline-involved Non-Simple porting) is nine (9) NPAC business hours.  The current value for the medium timer (typically any wireline-involved Simple porting) is three (3) NPAC business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) NPAC business hour.







				5. T1 expired?



				
Short business hours (for wireline-involved Non-Simple porting) are defined as 7a-7p CT Monday through Friday, excluding NPAC-defined Holidays (Business Day start at 13:00/12:00 GMT, duration of 12 hours).




· Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).




· Long business hours (for wireless-to-wireless porting) are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).




· Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.





If Yes, go to Step 10.





If No, go to Step 6.







				6. Received Second Create?



				
If Yes, go to Step 7.





If No, return to Step 5.







				7. Is Create message valid?



				
If Yes, go to Step 8.





If No, go to Step 9.







				8. Return to Figure 6



				
The porting process continues.





Return to Main Porting Flow Figure 6, Create Process, Step 6.







				9. NPAC notifies appropriate Service Provider that Create message is invalid



				
The NPAC informs the SP of an invalid create.  If necessary, the notified Service Provider coordinates the correction.




· Return to Step 5.







				10. NPAC notifies NNSP and ONSP that T1 has expired, and then starts T2 Timer



				
The NPAC informs the NNSP and ONSP of the expiration of the T1 Timer.





Upon expiration, the NPAC starts the T2 Timer (Final Concurrence Window tunable parameter).







				11. T2 Expired?



				
The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the expiration of the T1 Timer.





The value for the T2 Timer is configurable (one of three values) for SPs.  Wireline and Intermodal ports will use either long or medium timers.  The current value for the long timer (typically any wireline-involved Non-Simple porting) is nine (9) NPAC business hours.  The current value for the medium timer (typically any wireline-involved Simple porting) is three (3) NPAC business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) NPAC business hour.




Short business hours (for wireline-involved Non-Simple porting) are defined as 7a-7p CT Monday through Friday, excluding NPAC-defined Holidays (Business Day start at 13:00/12:00 GMT, duration of 12 hours).




Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).




Long business hours (for wireless-to-wireless porting) are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).




Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.




If Yes, go to Step 15.





If No, go to Step 12.







				12. Receives Second Create?



				
If Yes, go to Step 13.





If No, return to Step 11.







				13. Is Create message valid?



				
If Yes, go to Step 19.





If No, go to Step 14.







				14. NPAC notifies appropriate service provider that Create message is invalid



				
The NPAC notifies the service provider that errors were encountered during the validation process.





Return to Step 11.







				15. Did NNSP send Create?



				
If Yes, go to Step 20.





If No, go to Step 16.







				16. NPAC notifies NNSP and ONSP that T2 has expired



				
The NPAC notifies both NNSP and ONSP of T2 expiration.







				17. Has cancel window for pending SVs expired?



				
If Yes, go to Step 18.





If No, return to Step 12.







				18. Notify Provider – NPAC notifies NNSP and ONSP that port is canceled 



				
The SV is canceled by NPAC by tunable parameter (30 days).  Both SPs take appropriate action related to internal work orders.





For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type1 Notification, Figure 8.







				19. Return to Figure 6



				
Return to Main Porting Flow Figure 6, Create Process, Step 6.







				20. NPAC notifies ONSP that porting proceeds under the control of the NNSP



				
A Notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.











Reseller/Interconnected VoIP Provider/Type 1 Notification Flow




Figure 8



				Flow Step



				Description







				1. Is OLSP a Reseller or a Class 2 or 3 Interconnected VoIP Provider or is a Type 1 wireless number involved?



				
If Yes, go to Step 2.





If No, go to Step 4.







				2. Does OLSP need message?



				
If Yes, go to Step 3.





If No, go to Step 4.







				3. ONSP sends or provides information and/or message to OLSP



				
NSP (Network Provider) sends or provides information and/or message to the OLSP (Reseller or Class 2/3 Interconnected VoIP Provider or wireline provider providing Type 1 arrangement) fulfilling all requirements of any service agreement between the involved service providers.







				4. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?



				
If Yes, go to Step 5.





If No, go to Step 7.







				5. Does NLSP need message?



				
If Yes, go to Step 6.





If No, go to Step 7.







				6. NNSP sends or provides information and/or message to NLSP



				
NSP (Network Provider) sends or provides information and/or message to the NLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider) fulfilling all requirements of any service agreement between the involved service providers.







				7. Return



				
Return to previous flow.











Provisioning Without Unconditional 10-Digit Trigger




Flow A, Figure 9




				Flow Step



				Description







				NOTE:  Steps 1 and 2 are worked concurrently.







				1.
NNSP activates port (locally)



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Porting Flow, tie point A, Figure 6.





The Wireline NNSP activates its own switch translations.





As an optional step, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).







				NOTE:  Steps 2 and 3 may be worked concurrently.







				2. NNSP and ONSP make physical changes (where necessary)



				
Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.





Mobile Station (handset) changes are completed.





The NNSP is now providing dial tone to ported end user.







				3. NNSP notifies NPAC to activate the port



				
The NNSP sends an activate message to the NPAC via the SOA interface.





No NPAC SV may activate before the SV due date/time.





If not done in step 1 above, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).







				NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.







				4. NPAC downloads (real time) to all service providers



				
The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and Global Title Translations (GTT) Function for Number Portability requirements are defined by T1S1.6.







				NPAC records date and time in history file



				
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new SV.







				5. ONSP removes translations in the switch/HLR



				
The Wireline ONSP initiates the removal of translations either at designated Due Date and Time, or if the order was designated as coordinated, upon receipt of a call from the NNSP.





The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.





It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.







				6. NPAC logs failures and non-responses and notifies the NNSP and ONSP



				
The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC SMS attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a Notification via the SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.







				7. All service providers update routing databases (real time download)



				
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by ATIS T1S1.6 (within 15 minutes).







				8. NNSP may verify completion



				
The NNSP may make test calls to verify that calls to ported numbers complete as expected.







				Z.  End



				
Return to Main Porting Flow, tie point Z, Figure 6.











Provisioning With Unconditional 10-Digit Trigger




Flow AA, Figure 10




				Flow Step



				Description







				1. ONSP activates unconditional 10 digit trigger in the switch



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Porting Flow, tie point AA, Figure 6.




For both Simple and Non-Simple Ports, the wireline ONSP must deploy the 10-digit trigger in the donor switch, if technically feasible, or monitor the NPAC for activation in order to trigger the disconnect, or carriers perform a database query for every call origination.





A 10-digit trigger is applied by the ONSP no later than 11:59pm the day prior to the due date.




The unconditional 10-digit trigger may optionally be applied by the NNSP.







				NOTE:  Steps 2 and 3 may be worked concurrently.







				2. NNSP activates switch translations



				
The NNSP activates its own switch translations.







				3. NNSP and ONSP make physical changes (where necessary)



				
Any physical work or changes are made by either NNSP or ONSP, as necessary.





Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.




· The NNSP is now providing dial-tone to ported in user







				4. NNSP notifies NPAC to activate the port



				
The NNSP sends an activate message via the SOA interface to the NPAC.





No NPAC SV may activate before the SV due date/time.







				NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.







				5. NPAC downloads (real time) to all service providers



				
The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.







				6. NPAC records date and time in history file



				
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new subscription version.







				NPAC logs failures and non-responses and notifies the NNSP and ONSP



				
The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a Notification via the SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.







				All service providers update routing data (real time download)



				
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by ATIS T1S1.6 (within 15 minutes).







				7. ONSP removes appropriate translations



				
After update of its databases the ONSP removes translations associated with the ported TN(s).  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM one day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.




It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.







				8. NNSP may verify completion



				
The NNSP may make test calls to verify that calls to ported numbers complete as expected.







				Z.  End



				
Return to Main Porting Flow, tie point Z, Figure 6.











Conflict Flow For The Service Creation Provisioning Process




Flow B, Figure 11




				Flow Step



				Description







				1. Is conflict restricted?



				
The conflict flow is entered through the Provisioning process flow (Main Porting Flow) through tie point (B), Figure 6, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.





Conflict is restricted (i.e., SV may not be placed into conflict by the ONSP) if one of the following:





The ONSP previously placed the subscription into conflict, or





The ONSP never sent a create message for this subscription, or





The request was initiated too late:





For wireline Simple Ports, the request was initiated after the tunable time (Simple Port Conflict Restriction Window, current value of 9:00pm in the predominate time zone of the NPAC region where the number is being ported) one Business Day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.




For wireline Non-Simple Ports, the request was initiated after the tunable time (Conflict Restriction Window, current value of 12:00) one Business Day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.





For wireless SPs using short timers for this SV, the request was initiated after the T2 Timer (Final Concurrence Window tunable parameter) has expired.





If Yes, go to Step 2.





If No, go to Step 3.







				2. NPAC rejects the conflict request



				
NPAC notifies SP of rejection.





The porting process resumes as normal, proceeding to the Provisioning process flow (Main Porting Flow) at tie point BB, Figure 6.







				3. Notify Provider – NPAC changes the subscription status to conflict and notifies NNSP and ONSP



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.





Both SPs take appropriate action related to internal work orders.





SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.







				4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation



				
The escalation process is defined in the inter-company agreements between the involved service providers.







				5. Was conflict resolved within conflict expiration window?



				
From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, current value of 30-calendar day limit after the due date) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.







				Notify Provider – NPAC initiates cancellation and notifies NNSP and ONSP 



				
For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure8.





Both SPs take appropriate action related to internal work orders.







				6. Was port request canceled to resolve conflict?



				
Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point C, Figure 12.  If the conflict is otherwise resolved, go to Step 8.







				7. Was resolution message from ONSP?



				
If Yes, go to Step 9.





If No, go to Step 10.







				8. Notify Provider – NPAC notifies the NNSP and ONSP of “conflict off” via SOA



				
For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.





NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Porting Flow) at tie point BB, Figure 6.







				9. Did NNSP send resolution message during the restriction window?



				
If conflict was resolved within tunable business hours (current values of six hours for wireline-involved Non-Simple Ports [Long Conflict Resolution New Service Provider Restriction], two hours for wireline-involved Simple Ports [Medium Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.




In order for the porting process to continue at least one SP must remove the SV from conflict.





If Yes, go to Step 11.





If No, go to Step 12.







				10. NPAC rejects the conflict resolution request from NNSP



				
NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.




· Return to Step 5.







				11. Was the Conflict Cause Code 50 or 51?



				
If Yes, go to Step 11.





If No, go to Step 9.







				Z.  End



				
Return to Main Porting Flow, tie point Z, Figure 6.











Cancellation Flows For Provisioning Process




Cancel Flow, Figure 12




Introduction




A service order and/or subscription may be canceled through the following processes:




· The end user contacts the NLSP or OLSP and requests cancellation of their porting request.




· Conflict Flow For The Service Creation Provisioning Process – Flow B, Figure 11:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.




				Flow Step



				Description







				1. End User request to cancel



				
The Cancellation Process may begin with an End User requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the End User wishes to revert back to the former SP, it is accomplished via the Provisioning Process.







				2. Did End User contact NLSP?



				
The end user contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP or OLSP can initiate this transaction, not another SP.





The contacted SP gathers information necessary for sending the supplemental request to the other SP noting cancellation, and for sending the cancellation request to NPAC.





If Yes, go to Step 3.





If No, go to Step 7.







				3. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?



				· If Yes, go to Step 4.




· If No, go to Step 5.







				4. NLSP sends cancel request to NNSP



				
The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be canceled.







				5. NNSP sends SUPP to ONSP noting cancellation as soon as possible and prior to activation



				
The NNSP fills out and sends the supplemental request form to the ONSP via their inter-company interface, indicating cancellation of the porting request.







				6. NNSP sends cancel request to the NPAC



				
The NNSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.







				7. OLSP obtains End User authorization



				
The OLSP obtains actual authority from the End User to act as the official agent on behalf of the End User to cancel the porting request.  The OLSP is responsible for demonstrating such authority as necessary.







				8. Is OLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?



				· If Yes, go to Step 9.




· If No, go to Step 10.







				9. OLSP sends cancel request to ONSP



				
The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be canceled.







				10. ONSP sends cancel request to NPAC



				The OLSP, contacted directly by the End User or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.





The ONSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.





The ONSP takes appropriate action related to internal work orders.







				11. Did the provider requesting cancel send a Create message to NPAC?



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow For The Service Creation Provisioning Process, tie point C, Figure 11.





This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.




· If Yes, go to Step 13.




· If No, go to Step 12.







				12. NPAC rejects the cancel request



				· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.







				Did both NNSP and ONSP send Create message to NPAC?



				
The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.





If Yes, go to Step 15.





If No, go to Step 14.







				13. Notify Provider – NPAC updates subscription to cancel, logs status change, and notifies NNSP and ONSP



				
For the Notification process, refer to Inter-Service Provider LNP Operations Flows –Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.





For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to tie point Z.  Both NNSP and ONSP are notified of this change in status via the SOA interface.







				14. Notify Provider – NPAC updates subscription to cancel-pending, logs status change, and notifies NNSP and ONSP



				
For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.





For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.







				15. Did NNSP send cancel to NPAC?



				
If Yes, go to Step 17.





If No, go to Step 21.







				16. Did NPAC receive cancel ACK from ONSP within first cancel window timer?



				· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.





Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).




Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).




Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).




Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.



· If Yes, go to Step 20.



· If No, go to Step 18.







				17. NPAC notifies ONSP that cancel ACK is missing



				
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from ONSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.







				18. NPAC waits for either cancel ACK from ONSP or expiration of second cancel window timer



				
The NPAC applies an additional nine (9) business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.





Short business hours are defined as 7a-7p CST (Business Day start at 13:00 GMT, duration of 12 hours).




Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).




Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).




Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays. Holidays and business hours are defined for each NPAC Region.





Either upon receipt of the concurring ACK notification or the expiration of the second cancel window timer, go to Step 20.







				19. Notify Provider – NPAC updates subscription to cancel, logs cancel and notifies NNSP and ONSP



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows –Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.





The porting request is canceled by changing the subscription status to canceled.  Both Service Providers are notified of the cancellation via the SOA interface.







				20. Did NPAC receive cancel ACK from NNSP within first cancel window timer?



				The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.





Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).




Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).




Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).




Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.



· If Yes, go to Step 20.




· If No, go to Step 22.







				21. NPAC notifies NNSP that cancel ACK is missing



				
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from NNSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.







				22. Did NPAC receive cancel ACK from NNSP within second cancel window timer?



				The NPAC applies an additional nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.





Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).




Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).




Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).




Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.



· If Yes, go to Step 20.




· If No notification is received prior to second cancel window timer expiration, proceed to tie-point CC, “Cancellation Ack Missing from New Provider Provisioning Process”, Figure 13.







				Z.
End



				
Return to Main Porting Flow, tie point Z, Figure 6.











Cancellation Ack Missing from New Provider Provisioning Process




Figure 13




				Flow Step



				Description







				Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.







				1. Notify Provider – NPAC updates subscription to conflict, logs conflict, and notifies NNSP and ONSP



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow For Provisioning Process, tie point CC, Figure 12.





If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.





Both SPs take appropriate action related to internal work orders.







				2. Did NPAC receive cancel message from NNSP?



				
Only “missing cancellation ACK from New SP” subscriptions reach this point in the process flow.  The subscription will transition to pending or cancel.





With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.





If Yes, go to Step 3.





If No, go to Step 5.







				3. NNSP notifies NPAC to cancel subscription



				
The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.







				4. Notify Provider – NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP



				
Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.





For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.





Both SPs take appropriate action related to internal work orders.




· Return to Main Porting Flow, tie point Z, Figure 6.







				5. Has conflict expiration window expired?



				
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, current value of 30 days).





If Yes, go to Step 6.





If No, go to Step 7.







				6. Notify Provider – NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP



				
After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to canceled and notifies both SPs of the change in status via the SOA interface.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.





Both SPs take appropriate action related to internal work orders.




· Return to Main Porting Flow, tie point Z, Figure 6.







				7. Did NPAC receive resolve conflict message from NNSP



				
The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the End User’s request, and each is apparently getting a different request from that End User, each should ensure the accuracy of the request.





If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.





It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.





If Yes, go to Step 8.





If No, return to Step 2.







				8. Has NNSP conflict resolution restriction expired?



				
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (current values of six hours for wireline-involved Non-Simple Ports [Long Conflict Resolution New Service Provider Restriction], two hours for wireline-involved Simple Ports [Medium Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction]).





The conflict resolution restriction window is only applicable the first time a subscription is placed into conflict, whether the conflict is invoked by the NPAC due to this process, or placed into conflict by the ONSP.





If Yes, go to Step 9.





If No, go to Step 10.







				9. Notify Provider – NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA



				
For the Notification process, refer to Inter-Service Provider LNP Operations Flows – – Reseller/Interconnected VoIP Provider/Type 1 Notification , Figure 8.





NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 6.







				10. NPAC rejects the resolve conflict request from NNSP



				
The NNSP has sent the resolve conflict message before the expiration of the conflict resolution restriction window.  NPAC returns an error message back via the SOA interface.




· Return to Step 2.











Disconnect Process for Ported Telephone Numbers




Figure 14




				Flow Step



				Description







				1. End User initiates disconnect



				
The End User provides disconnect date and negotiates intercept treatment with current SP.







				2. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?



				
If Yes, go to Step 3.





If No, go to Step 4.







				3. NLSP sends disconnect request to NNSP



				
Current Local SP sends disconnect request to current Network SP, per inter-company processes.







				4. NNSP initiates disconnect



				
NNSP initiates disconnect of service based on request from NLSP or End User.





NNSP initiates disconnect of service based on regulatory authority(s).







				5. NNSP arranges intercept treatment when applicable



				
NNSP arranges intercept treatment as negotiated with the end user, or, when the disconnect is SP initiated, per internal processes.







				6. NNSP creates and processes service order



				
NNSP follows existing internal process flows to ensure the disconnect within its own systems.







				7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2



				
NNSP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.





If no effective release date is given, the broadcast from the NPAC is immediate.  The maximum interval between disconnect date and effective release date is 18 months.







				8. Has effective release date been reached?



				
If Yes, go to Step 9.





If No, repeat Step 8.







				9. NPAC broadcasts subscription deletion to all applicable providers



				
On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via the LSMS interface.







				10. Notify Provider – NPAC notifies code/block holder of disconnected TN(s), disconnect and release dates



				
On effective release date, the NPAC notifies code/block holder of the disconnected TN(s), effective release and disconnect dates via the SOA interface. Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.







				11. NPAC deletes TN(s) from active database



				
On effective release date, the NPAC removes telephone number from NPAC database.







				12. End



				











Audit Process




Figure15




				Flow Step



				Description







				1. Service Provider requests an audit from NPAC



				
An SP may request an audit to assist in resolution of a repair problem reported by an End User.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements between the involved service providers.  Failing to resolve the trouble following these activities, the SP requests an audit.







				2. NPAC issues queries to appropriate LSMSs



				
The NPAC issues queries to the LSMSs involved in the customer port.







				3. NPAC compares own subscription version to LSMS subscription version



				
Upon receipt of the LSMS subscription version, the comparison of the NPAC and LSMS subscription versions is made to determine if there are discrepancies between the two databases.





If an LSMS does not respond, it is excluded from the audit.







				4. NPAC downloads updates to LSMSs with subscription version differences



				
If inaccurate routing data is found, the NPAC broadcasts the correct subscription version data to any involved SPs networks to correct inaccuracies.







				5. Are all audits completed?



				
If Yes, go to Step 6.





If No, return to Step 4.







				6. Notify Provider – NPAC reports audit completion and discrepancies to requestor



				
The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.





 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.  Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.







				7. End



				











Code Opening Process




Figure 16



				Flow Step



				Description







				1.
NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting



				
The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.





In the case of numbers that use a Type 1 wireless interconnection, the corresponding NPA-NXX needs to be opened by the Old Wireline SP.







				2.
NPAC updates its NPA-NXX database



				
The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.







				3.
NPAC sends notice of code opening to all Service Providers



				
The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.







				4.
End



				











First TN Ported in NPA-NXX




Figure 17



				Flow Step



				Description







				1. NPAC successfully processes create request for TN subscription version



				
SP notifies the NPAC of SV creation for a TN in an NPA-NXX.







				2. NPAC successfully processes create request for NPA-NXX-X



				
NPAC successfully processes an NPA-NXX-X for a Number Pool Block.







				3. First Subscription Version activity in NPA-NXX?



				
If Yes, go to Step 4.





If No, go to Step 5.







				4. Notify Provider – NPAC sends notification of first TN ported to all providers via SOA and LSMS



				
When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) Business Days, will complete the opening for the NPA-NXX code for porting in all switches.




· Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.







				5. End



				











Cancel-Undo Process




Figure 18




				Flow Step



				Description







				1. Provider requests a cancel-undo



				
The Cancel-Pending Undo Process may begin with a Service Provider requesting the reversal (undo) of an in-progress cancel for their cancel-pending port.







				2. Is the subscription in cancel-pending status?



				
If Yes, go to Step 4.





If No, go to Step 3.







				3. NPAC rejects the cancel-undo request



				
NPAC sends an error to the requesting SP indicating the current SV status is not valid for a cancel-undo request.




· Go to Step 6.







				4. Did the provider requesting a cancel-undo issue a cancel for this subscription?



				
If Yes, go to Step 5.





If No, repeat Step 3.







				5. Notify Provider – NPAC updates subscription to status prior to cancel and notifies NNSP and ONSP



				
Upon cancel-undo, NPAC logs this information, and changes the subscription status to the status prior to the cancel (either pending or conflict).  Both SPs are notified of the change in the subscription status via the SOA interface.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.




Both SPs take appropriate action related to internal work orders.







				6. End



				











				Tunable Name



				Current Tunable Value







				T1, Short Initial Concurrence Window



				1 hour







				T1, Medium Initial Concurrence Window



				3 hours







				T1, Long Initial Concurrence Window



				9 hours







				T2, Short Final Concurrence Window



				1 hour







				T2, Medium Final Concurrence Window



				3 hours







				T2, Long Final Concurrence Window



				9 hours







				Conflict Restriction Window



				12:00pm (Noon)







				Simple Port Conflict Restriction Window



				21:00







				Conflict Expiration Window



				30 days







				Long Conflict Resolution New Service Provider Restriction



				6 hours







				Medium Conflict Resolution New Service Provider Restriction



				2 hours







				Short Conflict Resolution New Service Provider Restriction



				6 hours







				Long Cancellation-Initial Concurrence Window



				9 hours







				Medium Cancellation-Initial Concurrence Window



				9 hours







				Short Cancellation-Initial Concurrence Window



				9 hours







				Long Cancellation-Final Concurrence Window



				9 hours







				Medium Cancellation-Final Concurrence Window



				9 hours







				Short Cancellation-Final Concurrence Window



				9 hours







				Short Business Day Start



				07:00 CT







				Short Business Day Duration



				12 hours







				Medium Business Day Start



				07:00 predominate TZ







				Medium Business Day Duration



				17 hours







				Long Business Day Start



				09:00 predominate TZ







				Long Business Day Duration



				12 hours
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One Business Day: FCC09-41





LSR Submit/FOC Receipt and Prospective Due Date/time Chart




for Normal Business Week (no Holidays)





Note: This chart does not reflect what happens when an Old Service Provider Company-Defined Holiday falls on Monday thru Fri. Anytime that happens, the activity that would have fallen on the holiday will happen the following Business Day.




					Accurate/Complete LSR received 




					FOC Due back by date/time





(See Footnote 1)




					Ready-through-Port





Day/time 





(see Footnote 2)









					Mon 8:00am through 8:59am 




					Mon 12:00pm (noon) through 12:59pm




					Tues 00:00:00









					Mon 9:00am through 9:59am




					Mon 1:00pm through 1:59pm




					Tues 00:00:00









					Mon 10:00am through 10:59am




					Mon 2:00pm through 2:59pm




					Tues 00:00:00









					Mon 11:00am through 11:59am




					Mon 3:00pm through 3:59pm




					Tues 00:00:00









					Mon 12:00pm (noon) through 12:59pm




					Mon 4:00pm through 4:59pm




					Tues 00:00:00









					Mon 1:00pm




					Mon 5:00pm




					Tues 00:00:00









					Mon 1:01pm through Tues 7:59am




					Tues 12:00pm (noon)




					Weds 00:00:00









					Tues 8:00am through 8:59am 




					Tues 12:00pm (noon) through 12:59pm




					Weds 00:00:00









					Tues 9:00am through 9:59am




					Tues 1:00pm through 1:59pm




					Weds 00:00:00









					Tues 10:00am through 10:59am




					Tues 2:00pm through 2:59pm




					Weds 00:00:00









					Tues 11:00am through 11:59am




					Tues 3:00pm through 3:59pm




					Weds 00:00:00









					Tues 12:00pm (noon) through 12:59pm




					Tues 4:00pm through 4:59pm




					Weds 00:00:00









					Tues 1:00pm




					Tues 5:00pm




					Weds 00:00:00









					Tues 1:01pm through Weds 7:59am




					Weds 12:00pm (noon)




					Thurs 00:00:00









					Weds 8:00am through 8:59am 




					Weds  12:00pm (noon) through 12:59pm




					Thurs 00:00:00









					Weds 9:00am through 9:59am




					Weds 1:00pm through 1:59pm




					Thurs 00:00:00









					Weds 10:00am through 10:59am




					Weds 2:00pm through 2:59pm




					Thurs 00:00:00









					Weds 11:00am through 11:59am




					Weds 3:00pm through 3:59pm




					Thurs 00:00:00









					Weds 12:00pm (noon) through 12:59pm




					Weds 4:00pm through 4:59pm




					Thurs 00:00:00









					Weds 1:00pm




					Weds 5:00pm




					Thurs 00:00:00









					Weds 1:01pm through Thurs 7:59am




					Thurs 12:00pm (noon)




					Fri 00:00:00









					Thurs 8:00am through 8:59am




					Thurs 12:00pm (noon) through 12:59pm




					Fri 00:00:00









					Thurs 9:00am through 9:59am




					Thurs 1:00pm through 1:59pm




					Fri 00:00:00









					Thurs 10:00am through 10:59am




					Thurs 2:00pm through 2:59pm




					Fri 00:00:00









					Thurs 11:00am through 11:59am




					Thurs 3:00pm through 3:59pm




					Fri 00:00:00









					Thurs 12:00pm (noon) through 12:59pm




					Thurs 4:00pm through 4:59pm




					Fri 00:00:00









					Thurs 1:00pm




					Thurs 5:00pm




					Fri 00:00:00









					Thurs 1:01pm through Fri 7:59am




					Fri 12:00pm (noon)




					Mon  00:00:00









					Fri 8:00am through 8:59am




					Fri  12:00pm (noon) through 12:59pm




					Mon  00:00:00









					Fri 9:00am through 9:59am




					Fri 1:00pm through 1:59pm




					Mon  00:00:00









					Fri 10:00am through 10:59am




					Fri 2:00pm through 2:59pm




					Mon  00:00:00









					Fri 11:00am through 11:59am




					Fri 3:00pm through 3:59pm




					Mon  00:00:00









					Fri 12:00pm (noon) through 12:59pm




					Fri 4:00pm through 4:59pm




					Mon  00:00:00









					Fri 1:00pm




					Fri 5:00pm




					Mon  00:00:00









					Fri 1:01pm through  Mon 7:59am




					Mon 12:00pm (noon)




					Tues 00:00:00









					  (go back to top of chart)




					




					














[Business Week Chart Footnote 1] The FOC interval is 4 business hours. However, for LSR’s arriving after the 1pm cutoff time, the LSR will be considered received at 8am the next Business Day. The Old Service Provider must respond to an LSR within 4 business hours, as indicated on the Business Week Chart, with either a FOC (complete and accurate LSR received) or a reject (incomplete and/or inaccurate LSR received).  





[Business Week Chart Footnote 2] The port will be ready to activate on the Business Day and time indicated in this column. No provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday). However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the LSR/FOC and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day seen in Ready-to-Port column, in order to ensure that the end user's service is maintained.  





[Business Week Chart Footnote 3] The following definition of Mandatory Business Days and Minimum Business Hours relate to the LSR/FOC exchange process and do not establish any mandatory staffing hours of a carrier.  Minimum Business Hours are 8am to 5pm, Monday through Friday, excluding the Old Service Provider’s Company-Defined holidays, in the Predominant Time Zone of the NPAC Region for the end user’s telephone number.
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One Business Day: FCC09-41





LSR Submit/FOC Receipt and Prospective Due Date/time Chart




for Normal Business Week (no Holidays)





Note: This chart does not reflect what happens when an Old Service Provider Company-Defined Holiday falls on Monday thru Fri. Anytime that happens, the activity that would have fallen on the holiday will happen the following Business Day.




					Accurate/Complete LSR received 




					FOC Due back by date/time





(See Footnote 1)




					Ready-through-Port





Day/time 





(see Footnote 2)









					Mon 8:00am through 8:59am 




					Mon 12:00pm (noon) through 12:59pm




					Tues 00:00:00









					Mon 9:00am through 9:59am




					Mon 1:00pm through 1:59pm




					Tues 00:00:00









					Mon 10:00am through 10:59am




					Mon 2:00pm through 2:59pm




					Tues 00:00:00









					Mon 11:00am through 11:59am




					Mon 3:00pm through 3:59pm




					Tues 00:00:00









					Mon 12:00pm (noon) through 12:59pm




					Mon 4:00pm through 4:59pm




					Tues 00:00:00









					Mon 1:00pm




					Mon 5:00pm




					Tues 00:00:00









					Mon 1:01pm through Tues 7:59am




					Tues 12:00pm (noon)




					Weds 00:00:00









					Tues 8:00am through 8:59am 




					Tues 12:00pm (noon) through 12:59pm




					Weds 00:00:00









					Tues 9:00am through 9:59am




					Tues 1:00pm through 1:59pm




					Weds 00:00:00









					Tues 10:00am through 10:59am




					Tues 2:00pm through 2:59pm




					Weds 00:00:00









					Tues 11:00am through 11:59am




					Tues 3:00pm through 3:59pm




					Weds 00:00:00









					Tues 12:00pm (noon) through 12:59pm




					Tues 4:00pm through 4:59pm




					Weds 00:00:00









					Tues 1:00pm




					Tues 5:00pm




					Weds 00:00:00









					Tues 1:01pm through Weds 7:59am




					Weds 12:00pm (noon)




					Thurs 00:00:00









					Weds 8:00am through 8:59am 




					Weds  12:00pm (noon) through 12:59pm




					Thurs 00:00:00









					Weds 9:00am through 9:59am




					Weds 1:00pm through 1:59pm




					Thurs 00:00:00









					Weds 10:00am through 10:59am




					Weds 2:00pm through 2:59pm




					Thurs 00:00:00









					Weds 11:00am through 11:59am




					Weds 3:00pm through 3:59pm




					Thurs 00:00:00









					Weds 12:00pm (noon) through 12:59pm




					Weds 4:00pm through 4:59pm




					Thurs 00:00:00









					Weds 1:00pm




					Weds 5:00pm




					Thurs 00:00:00









					Weds 1:01pm through Thurs 7:59am




					Thurs 12:00pm (noon)




					Fri 00:00:00









					Thurs 8:00am through 8:59am




					Thurs 12:00pm (noon) through 12:59pm




					Fri 00:00:00









					Thurs 9:00am through 9:59am




					Thurs 1:00pm through 1:59pm




					Fri 00:00:00









					Thurs 10:00am through 10:59am




					Thurs 2:00pm through 2:59pm




					Fri 00:00:00









					Thurs 11:00am through 11:59am




					Thurs 3:00pm through 3:59pm




					Fri 00:00:00









					Thurs 12:00pm (noon) through 12:59pm




					Thurs 4:00pm through 4:59pm




					Fri 00:00:00









					Thurs 1:00pm




					Thurs 5:00pm




					Fri 00:00:00









					Thurs 1:01pm through Fri 7:59am




					Fri 12:00pm (noon)




					Mon  00:00:00









					Fri 8:00am through 8:59am




					Fri  12:00pm (noon) through 12:59pm




					Mon  00:00:00









					Fri 9:00am through 9:59am




					Fri 1:00pm through 1:59pm




					Mon  00:00:00









					Fri 10:00am through 10:59am




					Fri 2:00pm through 2:59pm




					Mon  00:00:00









					Fri 11:00am through 11:59am




					Fri 3:00pm through 3:59pm




					Mon  00:00:00









					Fri 12:00pm (noon) through 12:59pm




					Fri 4:00pm through 4:59pm




					Mon  00:00:00









					Fri 1:00pm




					Fri 5:00pm




					Mon  00:00:00









					Fri 1:01pm through  Mon 7:59am




					Mon 12:00pm (noon)




					Tues 00:00:00









					  (go back to top of chart)




					




					














[Business Week Chart Footnote 1] The FOC interval is 4 business hours. However, for LSR’s arriving after the 1pm cutoff time, the LSR will be considered received at 8am the next Business Day. The Old Service Provider must respond to an LSR within 4 business hours, as indicated on the Business Week Chart, with either a FOC (complete and accurate LSR received) or a reject (incomplete and/or inaccurate LSR received).  





[Business Week Chart Footnote 2] The port will be ready to activate on the Business Day and time indicated in this column. No provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday). However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the LSR/FOC and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day seen in Ready-to-Port column, in order to ensure that the end user's service is maintained.  





[Business Week Chart Footnote 3] The following definition of Mandatory Business Days and Minimum Business Hours relate to the LSR/FOC exchange process and do not establish any mandatory staffing hours of a carrier.  Minimum Business Hours are 8am to 5pm, Monday through Friday, excluding the Old Service Provider’s Company-Defined holidays, in the Predominant Time Zone of the NPAC Region for the end user’s telephone number.
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Figure 4 – Wireline Simple Port LSR/FOC Process



















Figure 5 – Wireline Non-Simple Port LSR/FOC Process



















Figure 6 - Main Porting Flow



















Figure 7 – Subscription Version Create Flow



















Figure 8 – Reseller/Interconnected VoIP Provider/Type 1 Notification



















Figure 9 – Provisioning Without Unconditional 10-Digit Trigger
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Figure 11 – Conflict Flow For The Service Creation Provisioning Process



















Figure 12 - Cancellation Flow For Provisioning Process
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Inter-Service Provider LNP Operations Flows





NOTE:  For a more detailed description of each process step within these flows , please refer to the accompanying Inter-Service Provider LNP 





Operations Flows Narratives (Version 4.0)





NOTE: Pursuant to FCC Order 07-188, released on November 8, 2007, and FCC Order 09-41, released on May 13, 2009, Local Number 





Portability  (LNP) obligations are extended to interconnected Voice over Internet Protocol  (VoIP) providers.  The North American Numbering 





Council  (NANC) identifies three classes of interconnected VoIP providers, defined as follows:





·





Class 1:  A standalone interconnected VoIP provider that obtains numbering resources directly from the North American Numbering Plan 





Administrator (NANPA) and the Pooling Administrator (PA) and connects directly to the PSTN (i.e., not through a PSTN Service Provider 





partner’s end office switch).  Class 1 standalone interconnected VoIP providers must follow the appropriate Wireline -Wireline/Intermodal 





Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Network Service Provider 





(NNSP) or Old Network Service Provider (ONSP), whichever is applicable.





·





Class 2:  An interconnected VoIP provider that partners with a facilities -based Public Switched Telephone Network (PSTN) Service 





Provider to obtain numbering resources and connectivity to the PSTN via the Service Provider partner’s end office switch .  A Class 2 





interconnected VoIP provider is not considered a reseller in the context of the FCC definition of a Simple Port  (refer to FCC Order 07-188 





and FCC Order 09-41 for Simple Port definition).  Class 2 interconnected VoIP providers must follow the appropriate Wireline -Wireline/





Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service 





Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.





·





Class 3:  A non-facilities-based reseller of interconnected VoIP services that utilizes the numbering resources and facilities of another 





interconnected VoIP provider (analogous to the “traditional” PSTN reseller). A Class 3 interconnected VoIP provider is not considered a 





reseller in the context of the FCC definition of a Simple Port  (refer to FCC Order 07-188 and FCC Order 09-41 for Simple Port definition).  





Class 3 interconnected VoIP providers must follow the appropriate Wireline -Wireline/Intermodal Flows (Simple or Non-Simple, 





whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service 





Provider (OLSP), whichever is applicable.
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			Background






			The original Best Practice 25 language for In-Vehicle Services stated:



“The process of porting a vehicle MDN is based on a formal arrangement between any and all impacted partners.”
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			Because of the complexity and the possible sensitive nature of the services involved (e.g. vehicular emergency assistance, location tracking systems, medical informatics), porting of numbers attached to in-vehicle modems, machine-to-machine connections and various telematic devices requires certain safeguards to be in place.  In fact, if some of these numbers are ported inadvertently, there could be life-threatening situations involved.  In order to port such numbers, all impacted partners must be fully aware of and completely agree to the transaction to prevent unexpected out of service conditions.  








			Recommended Change to Requirements? 


			





			Submitted by


			 LNPA WG





			Decisions / Recommendations


			It is the position of the LNPA WG that telephone numbers used to connect in-vehicle modems, machine-to-machine devices, and various telematics equipment to telecommunications networks may be ported as long as all impacted parties are aware of and agree to the porting arrangements made.  This Best Practice does not apply to non-portable numbers used for these purposes, such as 5YY NXX numbers.
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Best Practices Document  (Draft proposed changes in green highlight)


			Item Number


			37





			Topic: 


			Use of Evidence of Authorization





			Date Logged 


			5/27/05





			Date Modified


			 May 2011





			Related Regulation / Document Ref


			USC 47, Sec 258 (a) prohibition


CFR 64.1120 (a) (2)


CFR 64.1150 (d)  





FCC 00-255, pp77


FCC 03-42, pp8, 20, 22





			Related Issue


			 





			Reported to NANC?


			 





			Recommended Change to Requirements? 


			 





			Submitted by


			LNPA-WG





			Decisions / Recommendations


			Prior to placing orders on behalf of the end user, the New Local Service Provider is responsible for obtaining and having in its possession evidence of authorization. (CFR Title 47, Section 64.1120 (a) (1)


 Evidence of authorization shall consist of verification of the end user’s selection and authorization adequate to document the end user’s selection of the New Local Service Provider. (CFR Title 47, Section 64.1130) 


 The evidence of authorization needs to be obtained and maintained by the New Service provider as required by applicable federal and state regulation, as amended from time to time.


 It is the LNPA WG’s position that Firm Order Confirmation (FOC) of a port request shall not be predicated on the Old Local Service Provider obtaining a physical copy of the evidence of authorization from the New Local Service Provider.  In the event of an end user allegation of an unauthorized change, the New Local Service Provider shall, upon request and in accordance with all applicable laws and rules, provide the evidence of authorization to the Old Local Service Provider.


 At its May 2005 meeting, the North American Numbering Council (NANC) endorsed the LNPA-WG’s position as stated above.


Subsequent to NANC’s endorsement of the statement above, a related issue regarding requests for Customer Service Records (CSRs) was brought to the LNPA WG.  The LNPA WG revised and endorsed its stated position as follows:


 It is the LNPA WG’s position that Firm Order Confirmation (FOC) of a port request, or return of requested customer information, e.g., Customer Service Record (CSR), shall not be predicated on the Old Local Service Provider obtaining a physical copy of the evidence of authorization from the New Local Service Provider.  In the event of an end user allegation of an unauthorized change, the New Local Service Provider shall, upon request and in accordance with all applicable laws and rules, provide the evidence of authorization to the Old Local Service Provider.


At the November 30, 2005 NANC meeting, the LNPA WG requested and received NANC’s endorsement of the revised position statement. (this updated statement was in the full list of BP’s document, but not on the actual BP.)





 * Note: Evidence of authorization may consist of a Letter of Authorization (LOA) to review the end user’s account and port his number, which may include a written contract with the end user or electronic signature, Proof of Authorization (POA), 3rd party verification, a voice recording verifying the end user’s request to switch local carriers, oral authorization with a unique identifier given by the end user, etc. 
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2011 LNPA WG Meeting/Call Schedule:

Following is the current schedule for the 2011 LNPA WG meetings and calls.


		MONTH

(2011)

		NANC MEETING DATES

		LNPA WG


MEETING/CALL


DATES

		HOST COMPANY

		MEETING LOCATION



		

		

		

		

		



		January 

		

		11th-12th  

		Telcordia

		San Diego, California



		February 

		

		No meeting.


2/8/2011 LNPA WG call from 11am to 12pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#

2/8/2011 APT call from 12pm to 2pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#

		

		



		March

		

		15th-16th       

		Comcast

		Denver, Colorado



		April

		

		No meeting.


4/12/2011 APT Live Meeting from 11am to 2pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#

4/12/2011 LNPA WG call from 2:30pm to 3:30pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#

		

		



		May

		

		10th-11th 

		Canadian Consortium

		Banff, Canada



		June

		

		No meeting.


6/14/2011 APT call from 11am to 12pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#

6/14/2011 LNPA WG call from 12:00pm to 2:00pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#

		

		



		July

		 

		12th-13th 

		Neustar

		New Orleans, Louisiana



		August

		

		No meeting.

8/9/2011 call if necessary

		

		



		September

		

		13th-14th

		Sprint Nextel

		Overland Park, Kansas



		October

		

		No meeting.


10/11/2011 call if necessary

		

		



		November

		

		9th-10th   (NOTE THAT THIS IS A WEDNESDAY AND THURSDAY)

		AT&T

		San Antonio, Texas



		December

		

		No meeting.


12/13/2011 call if necessary

		

		



		

		

		

		

		





· Continuing evaluation during 2011 will determine if interim conference calls are needed or if the decision to meet face-to-face every other month should be revisited.

PAGE  

1
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[Disclaimer- I am not an attorney. The cites shown below are for reference in discussions on BP 37 by the LNPA-WG.  Jan Doell May 2011]


FCC Order and CFR cites for BP 37:

· FCC Web page on Slamming Policy:


http://www.fcc.gov/cgb/policy/slamming.html

· USC 47, Sec. 258. Illegal changes in subscriber carrier selections

(USC47 are rules to implement Section 258 of the Communications Act of 1934 (Act), as amended by the Telecommunications Act of 1996 (1996 Act).


(a) Prohibition
      
No telecommunications carrier shall submit or execute a change in a subscriber's selection of 


               a provider of telephone exchange service or telephone toll service except in accordance with 


               such verification procedures as the Commission shall prescribe. Nothing in this section shall 


               preclude any State commission from enforcing such procedures with respect to intrastate


               services.


· FCC 99-223, (referenced in current BP 37), mainly deals with CPNI and getting authorization from end user to use CPNI to market services. So not sure why it was used by LNPA in existing BP37...

· FCC 00-255 – (footnote number got messed up with copy/paste)

B.  Verification of Preferred Carrier Changes

1.  Liability of an Executing Carrier

77. Several carriers ask the Commission to clarify that an executing carrier is liable for an unauthorized carrier change when the carrier improperly executes a carrier change request.
 Section 258 of the Act contemplates that the submitting carrier and/or the executing carrier could be liable for an unauthorized change in a subscriber’s telecommunications service.  In the Section 258 Order, we delineated the duties and obligations of submitting and executing carriers in order to minimize disputes over the source or cause of unauthorized carrier changes.  Generally, we concluded that submitting carriers are responsible for submitting, without unreasonable delay, authorized and properly verified carrier change requests; while executing carriers are charged with executing promptly and without unreasonable delay changes that have been verified by the submitting carrier.
  We found that “where the submitting carrier submits a carrier change request that fails to comply with our rules and the executing carrier performs the change in accordance with the submission, only the submitting carrier is liable as an unauthorized carrier; [but] where the submitting carrier submits a change request that conforms with our rules and the executing carrier fails to perform the change in conformance with the submission, … the executing carrier is liable….”
  Thus, an executing carrier that fails to execute promptly and without unreasonable delay a change request that has been properly submitted and verified is in violation of section 258 of the Act and section 64.1100(b) of our rules and may be subject to liability for damages.
 


4 See Section 258 Order, 14 FCC Rcd at 1541, ¶ 54 (emphasis added).


· FCC 03-42 (also has the 1st amendment arguments on re-verification)


pp8. The Commission was also concerned that re-verification by executing carriers could function as a de facto preferred carrier “freeze,” even in situations where a subscriber has not requested such a freeze.
  In general, preferred carrier freezes require subscribers to contact their executing carriers to lift such freezes before any carrier changes can be effectuated.  Executing carrier re-verification of a subscriber change request would also act as a “freeze” of a customer’s preferred carrier by requiring the customer to communicate with the executing carrier before the requested change can be implemented.
  As with unauthorized preferred carrier freezes, the Commission concluded that re-verification by executing carriers could serve to “take away control from the consumer” and constrain consumer choice.
 



pp 20: We agree that it is difficult to imagine how a company that imposes a verification requirement on a consumer’s purchase of a competitor’s product reduces unnecessary delays and increases choice for consumers.  We continue to believe that the Commission’s prohibition on executing carrier verification advances and is proportionate to the goal of preventing anti-competitive behavior by executing carriers and protecting consumer choice.  As the Commission stated in the Second Report and Order, even with this prohibition, executing carriers have other means of protecting their customers that will not interfere with competition or undermine consumer choice.  For example, the Commission noted that executing carriers can offer a preferred carrier freeze option to customers who are concerned about slamming and authorize such a freeze, and can alert customers to carrier changes by highlighting carrier change information in customer billings.


pp22: Specifically, the Commission found that executing carrier re-verification could diminish consumer choice and impede competition, and would be expensive, unnecessary and duplicative of the submitting carriers’ verification



· FCC 04-214 

  
Part of pp1: Telecommunications Act of 1996 (1996 Act) Section 258 prohibits any telecommunications carrier from submitting or executing an unauthorized change in a subscriber’s selection of a provider of telephone exchange service or telephone toll service.  This practice, known as “slamming,” distorts the telecommunications market by enabling companies that engage in fraudulent activity to increase their customer and revenue bases at the expense of consumers and law-abiding companies.  


Part of pp4: Background.  In the Second Report and Order, the Commission found that all changes to a subscriber’s preferred carrier, including local exchange, intraLATA toll, and interLATA toll services, must be authorized by the subscriber and verified in accordance with the Commission’s procedures
  

Code of Federal Regulation, Sections 64.1120 thru 64.1150  

CHAPTER I--FEDERAL COMMUNICATIONS COMMISSION


PART 64--MISCELLANEOUS RULES RELATING TO COMMON CARRIERS--Table of Contents


                Subpart K--Changing Long Distance Service

 Sec. 64.1120  Verification of orders for telecommunications service.


    (a) No telecommunications carrier shall submit or execute a change on the behalf of a subscriber in the subscriber's selection of a provider of telecommunications service except in accordance with the procedures prescribed in this subpart. Nothing in this section shall 


preclude any State commission from enforcing these procedures with respect to intrastate services.


    (1) No submitting carrier shall submit a change on the behalf of a subscriber in the subscriber's selection of a provider of telecommunications service prior to obtaining:


    (i) Authorization from the subscriber, and

    (ii) Verification of that authorization in accordance with the procedures prescribed in this section. The submitting carrier shall maintain and preserve records of verification of subscriber 


authorization for a minimum period of two years after obtaining such verification.


    (2) An executing carrier shall not verify the submission of a change in a subscriber's selection of a provider of telecommunications service received from a submitting carrier. For an executing carrier, compliance with the procedures described in this part shall be defined as prompt execution, without any unreasonable delay, of changes that have been verified by a submitting carrier.

    (3) Commercial mobile radio services (CMRS) providers shall be excluded from the verification requirements of this part as long as they are not required to provide equal access to common carriers for the provision of telephone toll services, in accordance with 47 U.S.C. 


332(c)(8).


    (b) Where a telecommunications carrier is selling more than one type of telecommunications service (e.g., local exchange, intraLATA/intrastate toll, interLATA/interstate toll, and international toll) that carrier must obtain separate authorization from the subscriber for each 


service sold, although the authorizations may be made within the same solicitation. Each authorization must be verified separately from any other authorizations obtained in the same solicitation. Each authorization must be verified in accordance with the verification procedures prescribed in this part.


    (c) No telecommunications carrier shall submit a preferred carrier change order unless and until the order has been confirmed in accordance with one of the following procedures:


    (1) The telecommunications carrier has obtained the subscriber's written


         authorization in a form that meets the requirements of Sec. 64.1130; or


    (2) The telecommunications carrier has obtained the subscriber's electronic   


         authorization to submit the preferred carrier change order. Such authorization


         must be placed from the telephone number(s) on which the preferred carrier is to 


         be changed and must confirm the information in paragraph (a)(1) of this section. 


        Telecommunications carriers electing to confirm sales electronically shall establish


        one or more toll-free telephone numbers exclusively for that purpose. Calls to the 


        number(s) will connect a subscriber to a voice response unit, or similar mechanism, 


        that records the required information regarding the preferred carrier change, 


        including automatically recording the originating automatic number identification; 


        or   


   
(3) An appropriately qualified independent third party has obtained the subscriber's 


                   oral authorization to submit the preferred carrier change order that confirms and


                   includes appropriate verification data (e.g. the subscriber's date of birth or social 


                   security number). The independent third party must not be owned, managed,


                   controlled, or directed by the carrier or the carrier's marketing agent; must not 


                   have any financial incentive to confirm preferred carrier change orders for the


                   carrier or the carrier's marketing agent; and must operate in a location physically 


                   separate from the carrier or the carrier's marketing agent. The content of the 


                   verification must include clear and conspicuous confirmation that the subscriber 


                  has authorized a preferred carrier change; or


    
(4) Any State-enacted verification procedures applicable to intrastate preferred 


                   carrier change orders only.


Sec. 64.1130  Letter of agency form and content.


    (a) A telecommunications carrier may use a letter of agency to obtain written authorization and/or verification of a subscriber's request to change his or her preferred carrier selection. A letter of agency that does not conform with this section is invalid for purposes of this part.


    (b) The letter of agency shall be a separate document (or an easily separable document) containing only the authorizing language described in paragraph (e) of this section having the sole purpose of authorizing a telecommunications carrier to initiate a preferred carrier change. The letter of agency must be signed and dated by the subscriber to the telephone line(s) requesting the preferred carrier change.


    (c) The letter of agency shall not be combined on the same document with inducements of any kind.


    (d) Notwithstanding paragraphs (b) and (c) of this section, the letter of agency may be combined with checks that contain only the required letter of agency language as prescribed in paragraph 


   (e) of this section and the necessary information to make the check a negotiable instrument. The letter of agency check shall not contain any promotional language or material. The letter of agency check shall contain in easily readable, bold-face type on the front of the check, a notice that the subscriber is authorizing a preferred carrier change by signing the check. The letter of agency language shall be placed near the signature line on the back of the check.


    (e) At a minimum, the letter of agency must be printed with a type of sufficient size and readable type to be clearly legible and must contain clear and unambiguous language that confirms:


    (1) The subscriber's billing name and address and each telephone number to be covered by the preferred carrier change order;


    (2) The decision to change the preferred carrier from the current telecommunications carrier to the soliciting telecommunications carrier;


    (3) That the subscriber designates [insert the name of the submitting carrier] to act as the subscriber's agent for the preferred carrier change;


    (4) That the subscriber understands that only one telecommunications carrier may be designated as the subscriber's interstate or interLATA preferred interexchange carrier for any one telephone number. To the extent that a jurisdiction allows the selection of additional preferred carriers (e.g., local exchange, intraLATA/intrastate toll, interLATA/interstate toll, or international interexchange) the letter of agency must contain separate statements regarding those choices, although a separate letter of agency for each choice is not necessary; and


    (5) That the subscriber understands that any preferred carrier selection the subscriber chooses may involve a charge to the subscriber for changing the subscriber's preferred carrier.


    (f) Any carrier designated in a letter of agency as a preferred carrier must be the carrier directly setting the rates for the subscriber.


    (g) Letters of agency shall not suggest or require that a subscriber take some action in order to retain the subscriber's current telecommunications carrier.


    (h) If any portion of a letter of agency is translated into another language then all portions of the letter of agency must be translated into that language. Every letter of agency must be translated into the same language as anypromotional materials, oral descriptions or instructions provided with the letter of agency.


Sec. 64.1140  Carrier liability for slamming.


(not including text for 64.1140, as not necessary for LNPA discussion on re-verification of LOA)


Sec. 64.1150  Procedures for resolution of unauthorized changes in preferred carrier.

(This is the cite referenced in the bp37 currently)

    (a) Notification of Alleged Unauthorized Carrier Change. Executing carriers who are informed of an unauthorized carrier change by a subscriber must immediately notify both the authorized and allegedly unauthorized carrier of the incident. This notification must include the identity of both carriers.


    (b) Referral of Complaint. Any carrier, executing, authorized, or allegedly unauthorized, that is informed by a subscriber or an executing carrier of an unauthorized carrier change shall direct that subscriber either to the state commission or, where the state commission has not 


opted to administer these rules, to the Federal Communications Commission's Consumer Information Bureau, for resolution of the complaint.


    (c) Notification of Receipt of Complaint. Upon receipt of an unauthorized carrier change complaint, the relevant governmental agency will notify the allegedly unauthorized carrier of the complaint and order that the carrier remove all unpaid charges for the first 30 days 


after the slam from the subscriber's bill pending a determination of whether an unauthorized change, as defined by Sec. 64.1100(e), has occurred, if it has not already done so.


    (d) Proof of Verification. Not more than 30 days after notification of the complaint, or such lesser time as is required by the state commission if a matter is brought before a state commission, the alleged unauthorized carrier shall provide to the relevant government agency a 


copy of any valid proof of verification of the carrier change. This proof of verification must contain clear and convincing evidence of a valid authorized carrier change, as that term is defined in Secs. 64.1150 through 64.1160. The relevant governmental agency will determine whether an unauthorized change, as defined by Sec. 64.1100(e), has occurred using such proof and any evidence supplied by the subscriber. Failure by the carrier to respond or provide proof of verification will be presumed to be clear and convincing evidence of a violation.


		�  See e.g., RCN Petition at 6-7; Excel Petition at 5. 



		�  See Section 258 Order, 14 FCC Rcd at 1541, ¶ 54.  See also 47 C.F.R. § 64.1100(a), (b).  



		� See Section 258 Order, 14 FCC Rcd at 1541, ¶ 54 (emphasis added).







�  See, e.g., 47 U.S.C. §§ 208, 503(b).  



� Id. at ¶¶ 99-101.  A preferred carrier freeze prevents a change in a subscriber’s preferred carrier selection unless the subscriber gives the carrier from whom the freeze was requested his or her express written or oral consent (Second Report and Order, 14 FCC Rcd at 1569, n. 348).



� Id.



� See Second Report and Order, 14 FCC Rcd at 1567, ¶ 100.



� Second Report and Order, 14 FCC Rcd at 1569, ¶  101.



� 	Second Report & Order, 14 FCC Rcd at 1566, ¶ 95.
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Best Practice Language “DRAFT” for discussion:


Best Practices Document

		Item Number

		25



		Topic: 



		In-Vehicle Services, M2M and Telematics



		Date Logged 

		4/7/2003



		Date Modified

		4/7/2011



		Related Regulation / Document Ref

		



		Background




		The original Best Practice 25 language for In-Vehicle Services stated:


“The process of porting a vehicle MDN is based on a formal arrangement between any and all impacted partners.”



		Related Issue

		Because of the complexity and the possible sensitive nature of the services involved (e.g. vehicular emergency assistance, location tracking systems, medical informatics), porting of numbers attached to in-vehicle modems, machine-to-machine connections and various telematic devices requires certain safeguards to be in place.  In fact, if some of these numbers are ported inadvertently, there could be life-threatening situations involved.  In order to port such numbers, all impacted partners must be fully aware of and completely agree to the transaction to prevent unexpected out of service conditions.  





		Recommended Change to Requirements? 

		



		Submitted by

		 LNPA WG



		Decisions / Recommendations

		It is the position of the LNPA WG that telephone numbers used to connect in-vehicle modems, machine-to-machine devices, and various telematics equipment to telecommunications networks may be ported as long as all impacted parties are aware of and agree to the porting arrangements made.  This Best Practice does not apply to non-portable numbers used for these purposes, such as 5YY NXX numbers.
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Stolen / Fraudulently Acquired Numbers 


LNPA WG Best Practice


This Best Practice addresses Stolen Numbers which are telephone numbers that are ported away from customer(s) to whom the number was legitimately assigned, where the party that ported the number is unknown to the legitimate assignee and where the porting party did so to facilitate the sale or acquisition of the telephone number.  A Stolen Number differs from a Disputed Port in that a Disputed Port involves two parties who have a relationship, e.g., spouses, partners, employer and employee, where in a Stolen Number, no such relationship exists.  


Due to the recent increase in challenges associated with attempts to steal numbers and such numbers being ported, the LNPA WG developed the following Best Practice.  


Once the Service Providers have verified that a customer’s telephone number has been “stolen”, the telephone number should be returned to the original Customer/Service Provider within the same business day but not to exceed 24 hours.  

The carrier requesting the return of a number due to its theft or fraudulent acquisition is responsible for verifying the correct owner.  The carrier returning the telephone number to the original service provider is considered to be acting in good faith and will have safe harbor from any subsequent claims resulting from the return of the ported telephone number to the original provider when this best practice is employed. 
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Best Practice Language “DRAFT” for discussion:


Best Practices Document

		Item Number

		TBD



		Topic: 



		Required information for Customer Service Record (CSR) requests



		Date Logged 

		4/12/2011



		Date Modified

		



		Related Regulation / Document Ref

		FCC 09-41, FCC 10-85





		Related Issue

		With the implementation of one-day porting for Simple Ports in accordance with FCC Orders 09-41 and 10-85, the FCC adopted the following requirements pertaining to Customer Service Records (CSRs) by virtue of adopting the attached NANC LNP Provisioning Flows:



[image: image1.emf]NANC_OPS_Flows_N arratives v4.1 (04-16-2010).doc




· The Old SP shall not require the New SP to have previously obtained a CSR before they will accept an LSR from the New SP.  For those New SPs that choose not to obtain a CSR, they understand that there is heightened risk that their LSR may not be complete and accurate.  This is not intended to preclude those providers who provide an ordering GUI from including a step involving a real-time CSR pull within that process, as long as an alternate ordering process is available that does not require a CSR being pulled.

· CSRs, if requested and available, must be returned within 24 clock hours, unless otherwise negotiated between service providers, excluding weekends and Old Service Provider holidays.


· Any of the end user validation fields required by the Old SP on an incoming LSR must be available on the CSR, excluding end user requested and assigned password/PIN.


· Only passwords/PINs requested and assigned by the end user may be utilized as an end user validation field on an incoming LSR by the Old Network Service Provider/Old Local Service Provider.  Any service provider assigned password/PIN may not be utilized as a requirement in order to obtain a CSR.

· NLSP obtains verifiable authority (e.g., Letter of Authorization – [LOA], third-party verification – [TPV], etc.) from end user to act as the official agent on behalf of the end user.  The OLSP cannot require a physical copy of the end user authorization to be provided before processing the Customer Service Request (CSR) or the port request.  The NLSP is responsible for demonstrating verifiable authority in the case of a dispute.


One of the primary reasons that the New Local Service Provider (NLSP) in a port requests a CSR from the Old Local Service Provider (OLSP) in the port is to obtain the customer’s Account Number, which is one of the required fields on a Simple Port request.


It has come to the attention of the LNPA WG that some providers are requiring information such as the customer’s Account Number (AN), before they will honor a CSR request.  This is serving to add delay in obtaining the necessary CSR and therefore, adding delay to the customer’s ability to port their telephone number.



		

		



		Recommended Change to Requirements? 

		See below.



		Submitted by

		 LNPA WG



		Decisions / Recommendations

		It is the position of the LNPA WG that for all ports and CSR requests, only the Billing Telephone Number (BTN) associated with the telephone number(s) to be ported is necessary on the part of the New Local Service Provider (NLSP) when requesting a Customer Service Record (CSR) from the Old Local Service Provider (OLSP) in preparation of initiating the port process.


In addition, the NLSP must obtain verifiable authority (e.g., Letter of Authorization – [LOA], third-party verification – [TPV], etc.) from the end user to act as the official agent on behalf of the end user prior to requesting the CSR from the OLSP.  The NLSP is responsible for indicating positively on the CSR request that they have obtained the necessary verifiable authority from the end user.  The NLSP is responsible for demonstrating verifiable authority in the case of a dispute.


If approved by the LNPA WG, Verizon further requests that the approved Best Practice be submitted to the NANC with a request for their endorsement, and that it be forwarded to the FCC for adoption into the NANC LNP Provisioning Flows.
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Inter-Service Provider LNP Operations Flows – Narratives






Narratives:  Following are the textual descriptions of the Inter-Service Provider Local Number Portability (LNP) Operations Flows.  These Narratives (Version 4.0) provide a detailed description of each process step within the attached LNP Operations Flows (Version 4.0).






[image: image1.emf]NANC Flows v4.0 -  10-16-2009.ppt






Legend:



Local Service Provider (LSP) = Any provider (e.g., voice provider, data provider) that administers and bills local exchange and related services for the end user.  The following terms identify LSPs with specific roles during the porting process:



· New Local Service Provider (NLSP) - The local provider of record following the completion of the porting process.



· Old Local Service Provider (OLSP) - The local provider of record prior to the porting process.



Network Service Provider (NSP) = Carrier that provides the facilities and switch/equipment components needed to make up an end user’s local telecommunications service.  The following terms identify NSPs with specific roles during the porting process:



· New Network Service Provider (NNSP) - The network provider of record following the completion of the porting process.



· Old Network Service Provider (ONSP) - The network provider of record prior to the porting process.



CSR = Customer Service Record



DSL = Digital Subscriber Loop



FOC = Firm Order Confirmation



FRS = Functional Requirements Specification



ICP = Inter-carrier Communication Process



IIS = Interoperability Interface Specifications



LSMS = Local Service Management System



LSR = Local Service Request



NPAC = Number Portability Administration Center



PSTN = Public Switched Telephone Network



SOA = Service Order Activation



SP = Service Provider



SV = Subscription Version



TN = Telephone Number



“via the SOA interface” = generic description for one of the following:  the SOA CMIP association, 



 
LTI, or contacting NPAC personnel



WPR = Wireless Port Request



WPRR = Wireless Port Request Response 



NOTE:



Pursuant to FCC Order 07-188, released on November 8, 2007, and FCC Order 09-41, released on May 13, 2009, Local Number Portability (LNP) obligations are extended to interconnected Voice over Internet Protocol (VoIP) providers.  In paragraph 8 of FCC Order 09-41, the FCC ruled the following:



“Thus, we require all entities subject to our LNP rules, including interconnected VoIP providers and their numbering partners, to complete port requests for simple wireline-to-wireline and simple intermodal ports within one Business Day, unless a longer period is requested by the new provider or the customer elects otherwise.”


The North American Numbering Council (NANC) identifies three classes of interconnected VoIP providers, defined as follows:



1. Class 1:  A standalone interconnected VoIP provider that obtains numbering resources directly from the North American Numbering Plan Administrator (NANPA) and the Pooling Administrator (PA) and connects directly to the Public Switched Telephone Network (PSTN) (i.e., not through a PSTN Service Provider partner’s end office switch).  Class 1 standalone interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Network Service Provider (NNSP) or Old Network Service Provider (ONSP), whichever is applicable.


2. Class 2:  An interconnected VoIP provider that partners with a facilities-based Public Switched Telephone Network (PSTN) Service Providers to obtain numbering resources and connectivity to the PSTN via the Service Provider partner’s switch.  A Class 2 interconnected VoIP provider is not considered a reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188 and FCC Order 09-41 for Simple Port definition).  Class 2 interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.


3. Class 3:  A non-facilities-based reseller of interconnected VoIP services that utilizes the numbering resources and facilities of another interconnected VoIP provider (analogous to the “traditional” PSTN reseller).  A Class 3 interconnected VoIP provider is not considered a reseller in the context of the FCC definition of a Simple Port (refer to FCC Order 07-188 and FCC Order 09-41for Simple Port definition).  Class 3 interconnected VoIP providers must follow the appropriate Wireline-Wireline/Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.


NOTE:



The FCC has allowed that One Business Day porting must be implemented either within 9 months of the NANC report to the FCC, or for carriers which qualify, implemented within 15 months (FCC 09-41, para 12).  The Local Number Portability Administration Working Group (LNPA WG) provisioning flows and One Business Day definition require reciprocal implementation where carriers must only port-in at the interval which that carrier also ports-out. 


NOTE:



Service Providers are not precluded from exceeding the requirements set forth in the NANC LNP Provisioning Flows.  For example, no provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday).  However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In 


agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the Local Service Request (LSR)/Firm Order Confirmation (FOC) and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day in order to ensure that the end user's service is maintained.


Port Type Determination



Figure 1



			Flow Step


			Description





			1. START: End User Contact with NLSP


			
The process begins with an end user requesting service from the NLSP.



· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting (If code is not open, refer to Inter-Service Provider LNP Operations Flows – Code Opening Process, Figure 16.).





			2. End User agrees to change to NLSP


			
End user agrees to change to NLSP and requests retention of current telephone number (TN).





			3. NLSP obtains end user authorization


			
NLSP obtains verifiable authority (e.g., Letter of Authorization – [LOA], third-party verification – [TPV], etc.) from end user to act as the official agent on behalf of the end user.  The OLSP cannot require a physical copy of the end user authorization to be provided before processing the Customer Service Request (CSR) or the port request.  The NLSP is responsible for demonstrating verifiable authority in the case of a dispute.





			4. Is this a Wireless-Wireless Port?


			· If Yes, go to Step 5.


· If No, go to Step 6.





			5. ICP – Service Provider Communication 


			· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 2, Step 1.





			6. (Optional) NLSP requests CSR from OLSP


			· As an optional step, the NLSP requests a Customer Service Record (CSR) from the OLSP.  A service agreement between the NLSP and OLSP may or may not be required for CSR.



· NOTE:  CSRs are not available from wireless carriers.



· The Old SP shall not require the New SP to have previously obtained a CSR before they will accept an LSR from the New SP.  For those New SPs that choose not to obtain a CSR, they understand that there is heightened risk that their LSR may not be complete and accurate.  This is not intended to preclude those providers who provide an ordering GUI from including a step involving a real-time CSR pull within that process, as long as an alternate ordering process is available that does not require a CSR being pulled.


· CSRs, if requested and available, must be returned within 24 clock hours, unless otherwise negotiated between service providers, excluding weekends and Old Service Provider holidays.



· Any of the end user validation fields required by the Old SP on an incoming LSR must be available on the CSR, excluding end user requested and assigned password/PIN.



· Only passwords/PINs requested and assigned by the end user may be utilized as an end user validation field on an incoming LSR by the Old Network Service Provider/Old Local Service Provider.  Any service provider assigned password/PIN may not be utilized as a requirement in order to obtain a CSR.





			7. BROADBAND – (optional) Broadband/DSL Verification


			· Inter-Service Provider LNP Operations Flows – Broadband/DSL Verification Process, Figure 3, Step 1.





			8. Does NLSP consider this a Simple Port?


			· If Yes, go to Step 9.



· The New SP (the NLSP and/or the NNSP whichever is applicable) must make every reasonable effort to verify that the port request is in fact a Simple Port request, e.g., pulling a CSR if available, or asking the appropriate questions of the end user, etc.



· If No, go to Step 10.





			9. SIMPLE LSR-FOC – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows - Wireline Simple Port LSR/FOC Process, Figure 4, Step 1.





			10. NON-SIMPLE LSR-FOC – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.





			11. MAIN – Main Porting Flow


			· Inter-Service Provider LNP Operations Flows – Main Porting Flow, Figure 6, Step 1.





			12. End


			








Wireless ICP Service Provider Communication



Figure 2



			Flow Step


			Description





			1. Is NLSP a Reseller?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Port Type Determination, Figure 1, Step 5.




The NLSP determines if customer is porting all TN(s).



· If Yes, go to Step 2.



· If No, go to Step 3.





			2. NLSP sends WPR or WPR information to NNSP for resale service


			· NLSP (Reseller) sends a WPR (Wireless Port Request) or WPR information to the NNSP (may vary slightly depending on provider agreement between the involved service providers).



· For wireless to wireless service providers the WPR/WPRR (Wireless Port Request/Wireless Port Request Response) initial response time frame is 30 minutes.



· The due date of the first TN ported in an NPA-NXX is no earlier than 5 Business Days after a confirming WPRR receipt date.


· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.





			3. NNSP sends WPR to ONSP


			· The NNSP notifies the ONSP of the port request using the WPR.



· ICP response interval, currently set to 30 minutes, begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.





			4. Is a Type 1 wireless number involved?


			· If Yes, go to Step 5.


· If No, go to Step 7.





			5. NON-SIMPLE LSR-FOC – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.





			6. Return to Figure 1


			· Return to Port Type Determination flow Figure 1, Step 5.





			7. Is OLSP a Reseller?


			· If Yes, go to Step 8.



· If No, go to Step10.





			8. ONSP sends WPR or WPR information to OLSP


			· The ONSP notifies the OLSP of the port request using the WPR or WPR information.





			9. OLSP sends WPRR or WPRR information to ONSP


			· The OLSP sends the ONSP the WPRR or WPRR information.





			10. ONSP sends WPRR to NNSP


			· ONSP sends the WPRR to the NNSP.



· IC terminates upon receipt of WPRR by NNSP.





			11. Is NLSP a Reseller?


			· If Yes, go to Step 12.



· If No, go to Step 13.





			12. NNSP forwards WPRR or WPRR information to NLSP


			· The NNSP sends the WPRR or WPRR information to the NLSP.





			13. Is WPRR a Delay?


			· If Yes, go to Step 14.


· If No, go to Step 15.





			14. Is OLSP a Reseller?


			· If Yes, go to Step 9.



· If No, go to Step 10.





			15. Is WPRR confirmed?


			· If Yes, go to Step 17.


· If No, go to Step 16 – WPRR must be a Resolution Required.





			16. WPRR is a resolution response


			· Return to Step 1.





			17. Return to Figure 1


			· Return to Port Type Determination flow Figure 1, Step 5.








Broadband/DSL Verification Process


(optional)


Figure 3



			Flow Step


			Description





			1. Has it been determined that broadband/DSL is on the line?


			· If Yes, go to Step 6.



· If No, go to Step 2.





			2. Is broadband/DSL service required for new voice service?


			· If Yes, go to Step 3.



· If No, go to Step 10.





			3. NLSP notifies End User to acquire new broadband/DSL service


			· End User could obtain broadband/DSL service from NLSP, if available, or from another service provider.





			4. NLSP awaits End User response providing broadband/DSL service due date.


			· This is to ensure that End User has obtained the broadband/DSL service that is necessary for their new voice service.





			5. NLSP continues Port Request with LSR due date on or after broadband/DSL service due date


			· This is to ensure that new broadband/DSL service is available when the port is activated in order for End User to have voice service.





			6. Does End User wish to retain existing broadband/DSL service?


			· If Yes, go to Step 7.



· If No, go to Step 2.





			7. Does OLSP offer standalone broadband/DSL service?


			· If Yes, go to Step 9.



· If No, go to Step 8.





			8. NLSP notifies End User to acquire new broadband/DSL service if desired.


			· Go to Step 2.





			9. Does OLSP automatically convert End User to standalone broadband/DSL service?


			· If Yes, go to Step 10.



· If No, go to Step 8.





			10. Return to Figure 1


			· Return to Port Type Determination flow Figure 1, Step 7.








Wireline Simple Port LSR/FOC Process


Figure 4



			Flow Step


			Description





			1. Is NLSP a Class 2 or Class 3 Interconnected VoIP Provider?


			· If Yes, go to Step 2.



· If No, go to Step 3.





			2. NLSP sends LSR or LSR information to NNSP for the Interconnected VoIP service 


			
NLSP sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF). 





			3. NNSP sends LSR to ONSP


			· The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, email, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).



NOTE:  The New SP (the NLSP and/or the NNSP whichever is applicable) must make every reasonable effort to verify that the port request is in fact a Simple Port request, e.g., pulling a CSR if available, or asking the appropriate questions of the end user, etc.





			4. Is OLSP a Class 2 or Class 3 Interconnected VoIP Provider?


			· If Yes, go to Step 5



· If No, go to Step 7





			5. Notify Provider – (conditional) ONSP sends LSR or LSR information to OLSP (Figure 8)


			· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information to the OLSP) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).



· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.





			6. (conditional) OLSP sends FOC or FOC information to ONSP


			· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the port using the FOC and sends the information via an electronic gateway, FAX, email, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.





			7. Does ONSP agree this is a Simple Port?


			· If Yes, go to step 13.



· If No, go to step 8.





			8. Is the LSR complete and accurate?


			· If Yes, go to step 9.



· If No, go to step 11.





			9. Will the ONSP FOC current LSR with a different Due Date?


			· If Yes, go to Step 10.



· If No, go to Step 11.









			10. ONSP sends FOC with appropriate Due Date for Non-Simple Port to NNSP


			· ONSP sends the Firm Order Confirmation (FOC, local response) with the appropriate Due Date for Non-Simple Port to the NNSP for the porting LSR.



· For wireline-to-wireline ports, and ports between wireline and wireless service providers, the following requirements apply for the interval to respond to an LSR:



If the New SP-requested due date is 1-2 Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 4 hours.  Refer to the attached chart for LSR Response Due Time:
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If the New SP-requested due date is 3 or more Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.



In instances where the LSR indicates the port request is Non-Simple based on the current FCC definition and rule for a Simple Port, the Old SP must return a FOC or appropriate response within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.


· It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the required interval for transmitting the FOC.  If the FOC is not received by the NNSP within the required interval, then the NNSP may contact the ONSP.


· The due date of the first TN ported in an NPA-NXX is no earlier than five (5) Business Days after FOC receipt date.



· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.





			11. ONSP rejects LSR back to NNSP.


			· The ONSP has determined that this is a Non-Simple Port request and does not FOC with a Due Date that is appropriate for a Non-Simple Port.  As a result, the ONSP rejects the LSR back to the NNSP in the appropriate timeframe indicated in Step 10.





			12. NON-SIMPLE LSR-FOC – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows - Wireline Non-Simple Port LSR/FOC Process, Figure 5, Step 1.





			13. Is the LSR complete and accurate?


			· If Yes, go to Step 15.



· If No, go to Step 14.





			14. ONSP rejects LSR to NNSP.


			· ONSP sends a Reject Notification to the NNSP due to insufficient data on the LSR.



· Return to Figure 4, Step 1.





			15. ONSP sends FOC confirming Simple Port Request to NNSP.


			· ONSP sends the Firm Order Confirmation (FOC, local response) to the NNSP for the porting LSR.



· For wireline to wireline ports, and ports between wireline and wireless service providers, the following requirements apply for the interval to respond to an LSR:



If the New SP-requested due date is 1-2 Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 4 hours.  Refer to the attached chart for LSR Response Due Time: 
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If the New SP-requested due date is 3 or more Business Days after LSR receipt, the Firm Order Confirmation (FOC) or Reject (whichever is applicable) is due within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.



In instances where the LSR indicates the port request is Non-Simple based on the current FCC definition and rule for a Simple Port, the Old SP must return a FOC or appropriate response within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.



· The due date of the first TN ported in an NPA-NXX is no earlier than five (5) Business Days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) Business Days after FOC receipt.


· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.





			16. Is NLSP a Class 2 or Class 3 Interconnected VoIP Provider?


			· If Yes, go to Step 17.


· If No, go to Step 18.





			17. NNSP sends FOC or FOC information to NLSP.


			· NNSP sends FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  









			18. Return to Figure 1


			· Return to Port Type Determination flow Figure 1, Step 9.








Wireline Non-Simple Port LSR/FOC Process


Figure 5



			Flow Step


			Description





			1. Is End User porting all TNs?


			
The NLSP determines if customer is porting all TN(s).



· If Yes, go to Step 3.



· If No, go to Step 2.





			2. NLSP notes “Not all TNs are being ported” in the remarks section of LSR


			
The NLSP makes a note in the remarks section of the LSR to identify that the End User is not porting all TN(s).  This can affect the due date interval due to account rearrangements necessary prior to service order issuance.





			3. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?


			· If Yes, go to Step 4.



· If No, go to Step 5.





			4. NLSP sends LSR or LSR information to NNSP for resale or VoIP Interconnection service


			· NLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).





			5. NNSP sends LSR to ONSP


			· The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, email, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).





			6. Has the ONSP determined the LSR is incomplete or inaccurate?


			· If Yes, go to Step 7.



· If No, go to Step 8.





			7. ONSP rejects LSR back to NNSP


			· ONSP sends a Reject Notification to the NNSP due to insufficient or inaccurate data on the LSR.



· Return to Figure 5, Step 1.





			8. Is OLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider or is a Type 1 wireless number involved?


			· If Yes, go to Step 9.



· If No, go to Step 13.





			9. Notify Provider – (conditional) ONSP sends LSR, LSR information, to OLSP


			· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information to the OLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider or if a Type 1 number is involved) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).



· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.


· Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification – Figure 8.





			10. Has the OLSP determined the LSR is incomplete or inaccurate?


			· If Yes, go to Step 11.



· If  No, go to Step 12.





			11. OLSP rejects LSR back to ONSP


			· OLSP sends a Reject Notification to the ONSP due to insufficient or inaccurate data on the LSR.



· Return to Figure 5, Step 1.





			12. (conditional) OLSP sends FOC or FOC information to ONSP


			· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, email, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.


· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request.





			13. ONSP sends FOC to NNSP


			· ONSP sends the Firm Order Confirmation (FOC, local response) to the NNSP for the porting LSR.



· For wireline to wireline service providers, and between wireline and wireless service providers, the requirement is that the FOC is returned within 24 clock hours, excluding weekends and Old Service Provider-defined holidays.  It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the 24 clock hour requirement (excluding weekends and Old Service Provider-defined holidays) for transmitting the FOC.  If the FOC is not received by the NNSP within 24 clock hours (excluding weekends and Old Service Provider-defined holidays), then the NNSP may contact the ONSP.



· The due date of the first TN ported in an NPA-NXX is No earlier than five (5) Business Days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date No earlier than three (3) Business Days after FOC receipt.



· It is assumed that the porting interval is not in addition to intervals for other requested services (e.g., unbundled loops) related to the porting request.  The interval becomes the longest single interval required for the services requested.



· The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.





			14. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?


			· If Yes, go to Step 15.



· If No, go to Step 16.





			15. NNSP forwards FOC or FOC information to NLSP


			· NNSP forwards FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.





			16. Return to Figure 1


			· Return to Port Type Determination flow Figure 1, Step 10.








Main Porting Flow



Figure 6



			Flow Step


			Description





			1. Are NNSP and ONSP the same SP?


			· If Yes, go to Step 2.



· If No, go to Step 4.





			2. Is NPAC processing required?


			· If Yes, go to Step 3.



· If No, go to Step14.





			3. Perform intra-provider port or modify existing SV


			
SP enters intra-provider SV create data into the NPAC via the SOA interface for porting of end user in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, Return to Port Type Determination flow Figure 1, Step 11.





			4. NNSP coordinates all porting activities


			
The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.  Upon completion of the LSR/FOC or ICP Process, and when ready to initiate service orders, go to Step 5.





			5. NNSP and ONSP create and process service orders


			
Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.





			6. Create – Service Provider Port Request


			· Inter-Service Provider LNP Operations Flows – Subscription Version Create Flow, Figure 7.





			7. Was port request canceled?


			
The port can be canceled by the ONSP, the NNSP, or automatically by an NPAC process.




If Yes, go to Step 12.




If No, go to Step 8.





			8. Did ONSP place the order in Conflict?


			
Check Concurrence Flag.
If concurred, the ONSP agrees to the port.
If not concurred, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.



· For wireline Simple Ports, the conflict request can be initiated up to the later of a.) the tunable time (Simple Port Conflict Restriction Window, current value of 9:00pm in the predominate time zone of the NPAC region where the number is being ported) one Business Day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.



For wireline Non-Simple Ports, the conflict request can be initiated up to the later of a.) the tunable time (Conflict Restriction Window, current value of 12:00pm) one Business Day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.




For wireless SPs using short timers for this SV, the conflict request can be initiated up to the time the T2 Timer (Final Concurrence Window tunable parameter) has expired.




If Yes, go to Step 11.




If No, go to Step 9.





			9. NNSP coordinates physical changes with ONSP


			
The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 11.




If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If No coordination indication is given, then by default, the 10-digit trigger is applied if technically feasible.  If the NNSP requests a coordinated order and specifies ‘No’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.





			Is the unconditional 10 digit trigger being used or does ONSP query on every call?


			
The unconditional 10-digit trigger is assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN to reside in both donor and recipient switches at the same time.



For both Simple and Non-Simple Ports, the ONSP must deploy the 10-digit trigger in the donor switch, if technically feasible, or monitor the NPAC for activation in order to trigger the disconnect, or carriers perform a database query for every call origination.




A 10-digit trigger is applied by the ONSP no later than 11:59pm the day prior to the due date.




The unconditional 10-digit trigger may be applied by the NNSP.




If Yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 10.




If No, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 9.





			10. NPAC logs request to place the order in conflict, including cause code


			
Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 11.





			11. Notify Provider – NPAC notifies NNSP and ONSP that port is canceled


			
Upon cancellation, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.




Both SPs take appropriate action related to internal work orders.





			12. Notify Provider – (conditional) ONSP sends loss notification to OLSP


			· (conditional, , based on any service agreement between the involved service providers) – A loss notification may be sent to the OLSP.  The specific timing will be based on the requirements of any service agreement between the involved service providers.  It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.



· Communication between the ONSP and the OLSP with regard to the port must not delay the validation or processing of the port request


· This is also the re-entry point from various flows, tie point Z.





			13. Return to Figure 1


			· Return to Port Type Determination flow Figure 1, Step 11.








Subscription Version Create Flow


Figure 7



			Flow Step


			Description





			1. NNSP and ONSP Notify NPAC with Create message






			
Due date of the create message is the due date on the FOC, where wireline due date equals date and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date applies.  Any change of due date to the NPAC is usually the result of a change in the FOC due date.




SPs enter SV data into the NPAC via the SOA interface for porting of End User in accordance with the NANC FRS and the NANC IIS.



· The NPAC/SMS expects to receive matching SV Create messages from the ONSP and the NNSP when facilitating porting of a telephone number.  However, to prevent the possibility of the ONSP unnecessarily delaying a port, two timers were developed and referred to as T1 and T2.  If the ONSP does not send a matching SV create message to the NPAC, the NNSP can proceed with porting the telephone number after both timers expire.  Some service providers choose not to send the concurring SV create, but rather allow the timers to expire.



The LNPA Working Group concludes that all service providers should send the matching SV create messages to the NPAC/SMS.  This will facilitate expeditious porting of telephone numbers and is more efficient than merely allowing timers to expire.  The increased efficiency is especially beneficial in meeting the FCC mandated 1-day interval for Simple Ports.



[Note that the order in which the ONSP and NNSP create messages arrive at the NPAC/SMS is immaterial.]


· With regard to the population of the Due Time on the New SP and Old SP NPAC Create messages, current industry practices for both Mechanized SOA and Low Tech Interface (LTI) users will be maintained for Simple Ports.



The New SP should not activate a port before midnight (00:00:00) local time of the Due Date unless it has been verified with the Old SP that the port could be activated early without impacting the customer's service.  Failing to verify first that the Old SP has completed all necessary steps in the port-out process, e.g., established the 10-Digit Unconditional Trigger, resolved any order fallout in systems, etc., could result in the customer's service being negatively impacted, such as inability to receive all of their calls.





			2. Is Create message valid?


			
NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.




If Yes, go to Step 4.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create Notifications are sent to both the ONSP and NNSP.




If No, go to Step 3.





			3. NPAC notifies appropriate Service Provider that create message is invalid


			
If the data is not valid, the NPAC sends error Notification to the SP for correction.




The SP, upon Notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 1.





			4. NPAC starts T1 timer


			
Upon receipt of the first valid create message, the NPAC starts the T1 Timer (Initial Concurrence Window tunable parameter).  The value for the T1 Timer is configurable (one of three values) for SPs.  Wireline and Intermodal ports will use either long or medium timers.  The current value for the long timer (typically any wireline-involved Non-Simple porting) is nine (9) NPAC business hours.  The current value for the medium timer (typically any wireline-involved Simple porting) is three (3) NPAC business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) NPAC business hour.





			5. T1 expired?


			
Short business hours (for wireline-involved Non-Simple porting) are defined as 7a-7p CT Monday through Friday, excluding NPAC-defined Holidays (Business Day start at 13:00/12:00 GMT, duration of 12 hours).



· Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).



· Long business hours (for wireless-to-wireless porting) are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).



· Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.




If Yes, go to Step 10.




If No, go to Step 6.





			6. Received Second Create?


			
If Yes, go to Step 7.




If No, return to Step 5.





			7. Is Create message valid?


			
If Yes, go to Step 8.




If No, go to Step 9.





			8. Return to Figure 6


			
The porting process continues.




Return to Main Porting Flow Figure 6, Create Process, Step 6.





			9. NPAC notifies appropriate Service Provider that Create message is invalid


			
The NPAC informs the SP of an invalid create.  If necessary, the notified Service Provider coordinates the correction.



· Return to Step 5.





			10. NPAC notifies NNSP and ONSP that T1 has expired, and then starts T2 Timer


			
The NPAC informs the NNSP and ONSP of the expiration of the T1 Timer.




Upon expiration, the NPAC starts the T2 Timer (Final Concurrence Window tunable parameter).





			11. T2 Expired?


			
The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the expiration of the T1 Timer.




The value for the T2 Timer is configurable (one of three values) for SPs.  Wireline and Intermodal ports will use either long or medium timers.  The current value for the long timer (typically any wireline-involved Non-Simple porting) is nine (9) NPAC business hours.  The current value for the medium timer (typically any wireline-involved Simple porting) is three (3) NPAC business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) NPAC business hour.



Short business hours (for wireline-involved Non-Simple porting) are defined as 7a-7p CT Monday through Friday, excluding NPAC-defined Holidays (Business Day start at 13:00/12:00 GMT, duration of 12 hours).



Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).



Long business hours (for wireless-to-wireless porting) are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).



Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.



If Yes, go to Step 15.




If No, go to Step 12.





			12. Receives Second Create?


			
If Yes, go to Step 13.




If No, return to Step 11.





			13. Is Create message valid?


			
If Yes, go to Step 19.




If No, go to Step 14.





			14. NPAC notifies appropriate service provider that Create message is invalid


			
The NPAC notifies the service provider that errors were encountered during the validation process.




Return to Step 11.





			15. Did NNSP send Create?


			
If Yes, go to Step 20.




If No, go to Step 16.





			16. NPAC notifies NNSP and ONSP that T2 has expired


			
The NPAC notifies both NNSP and ONSP of T2 expiration.





			17. Has cancel window for pending SVs expired?


			
If Yes, go to Step 18.




If No, return to Step 12.





			18. Notify Provider – NPAC notifies NNSP and ONSP that port is canceled 


			
The SV is canceled by NPAC by tunable parameter (30 days).  Both SPs take appropriate action related to internal work orders.




For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type1 Notification, Figure 8.





			19. Return to Figure 6


			
Return to Main Porting Flow Figure 6, Create Process, Step 6.





			20. NPAC notifies ONSP that porting proceeds under the control of the NNSP


			
A Notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.








Reseller/Interconnected VoIP Provider/Type 1 Notification Flow



Figure 8


			Flow Step


			Description





			1. Is OLSP a Reseller or a Class 2 or 3 Interconnected VoIP Provider or is a Type 1 wireless number involved?


			
If Yes, go to Step 2.




If No, go to Step 4.





			2. Does OLSP need message?


			
If Yes, go to Step 3.




If No, go to Step 4.





			3. ONSP sends or provides information and/or message to OLSP


			
NSP (Network Provider) sends or provides information and/or message to the OLSP (Reseller or Class 2/3 Interconnected VoIP Provider or wireline provider providing Type 1 arrangement) fulfilling all requirements of any service agreement between the involved service providers.





			4. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?


			
If Yes, go to Step 5.




If No, go to Step 7.





			5. Does NLSP need message?


			
If Yes, go to Step 6.




If No, go to Step 7.





			6. NNSP sends or provides information and/or message to NLSP


			
NSP (Network Provider) sends or provides information and/or message to the NLSP (Reseller or Class 2 or 3 Interconnected VoIP Provider) fulfilling all requirements of any service agreement between the involved service providers.





			7. Return


			
Return to previous flow.








Provisioning Without Unconditional 10-Digit Trigger



Flow A, Figure 9



			Flow Step


			Description





			NOTE:  Steps 1 and 2 are worked concurrently.





			1.
NNSP activates port (locally)


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Porting Flow, tie point A, Figure 6.




The Wireline NNSP activates its own switch translations.




As an optional step, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).





			NOTE:  Steps 2 and 3 may be worked concurrently.





			2. NNSP and ONSP make physical changes (where necessary)


			
Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.




Mobile Station (handset) changes are completed.




The NNSP is now providing dial tone to ported end user.





			3. NNSP notifies NPAC to activate the port


			
The NNSP sends an activate message to the NPAC via the SOA interface.




No NPAC SV may activate before the SV due date/time.




If not done in step 1 above, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).





			NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.





			4. NPAC downloads (real time) to all service providers


			
The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and Global Title Translations (GTT) Function for Number Portability requirements are defined by T1S1.6.





			NPAC records date and time in history file


			
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new SV.





			5. ONSP removes translations in the switch/HLR


			
The Wireline ONSP initiates the removal of translations either at designated Due Date and Time, or if the order was designated as coordinated, upon receipt of a call from the NNSP.




The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.




It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.





			6. NPAC logs failures and non-responses and notifies the NNSP and ONSP


			
The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC SMS attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a Notification via the SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.





			7. All service providers update routing databases (real time download)


			
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by ATIS T1S1.6 (within 15 minutes).





			8. NNSP may verify completion


			
The NNSP may make test calls to verify that calls to ported numbers complete as expected.





			Z.  End


			
Return to Main Porting Flow, tie point Z, Figure 6.








Provisioning With Unconditional 10-Digit Trigger



Flow AA, Figure 10



			Flow Step


			Description





			1. ONSP activates unconditional 10 digit trigger in the switch


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Porting Flow, tie point AA, Figure 6.



For both Simple and Non-Simple Ports, the wireline ONSP must deploy the 10-digit trigger in the donor switch, if technically feasible, or monitor the NPAC for activation in order to trigger the disconnect, or carriers perform a database query for every call origination.




A 10-digit trigger is applied by the ONSP no later than 11:59pm the day prior to the due date.



The unconditional 10-digit trigger may optionally be applied by the NNSP.





			NOTE:  Steps 2 and 3 may be worked concurrently.





			2. NNSP activates switch translations


			
The NNSP activates its own switch translations.





			3. NNSP and ONSP make physical changes (where necessary)


			
Any physical work or changes are made by either NNSP or ONSP, as necessary.




Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.



· The NNSP is now providing dial-tone to ported in user





			4. NNSP notifies NPAC to activate the port


			
The NNSP sends an activate message via the SOA interface to the NPAC.




No NPAC SV may activate before the SV due date/time.





			NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.





			5. NPAC downloads (real time) to all service providers


			
The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.





			6. NPAC records date and time in history file


			
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new subscription version.





			NPAC logs failures and non-responses and notifies the NNSP and ONSP


			
The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a Notification via the SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.





			All service providers update routing data (real time download)


			
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by ATIS T1S1.6 (within 15 minutes).





			7. ONSP removes appropriate translations


			
After update of its databases the ONSP removes translations associated with the ported TN(s).  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM one day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.



It is necessary for the OLSP to terminate the End User’s service for the ported TN(s) after the port is completed.





			8. NNSP may verify completion


			
The NNSP may make test calls to verify that calls to ported numbers complete as expected.





			Z.  End


			
Return to Main Porting Flow, tie point Z, Figure 6.








Conflict Flow For The Service Creation Provisioning Process



Flow B, Figure 11



			Flow Step


			Description





			1. Is conflict restricted?


			
The conflict flow is entered through the Provisioning process flow (Main Porting Flow) through tie point (B), Figure 6, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.




Conflict is restricted (i.e., SV may not be placed into conflict by the ONSP) if one of the following:




The ONSP previously placed the subscription into conflict, or




The ONSP never sent a create message for this subscription, or




The request was initiated too late:




For wireline Simple Ports, the request was initiated after the tunable time (Simple Port Conflict Restriction Window, current value of 9:00pm in the predominate time zone of the NPAC region where the number is being ported) one Business Day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.



For wireline Non-Simple Ports, the request was initiated after the tunable time (Conflict Restriction Window, current value of 12:00) one Business Day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.




For wireless SPs using short timers for this SV, the request was initiated after the T2 Timer (Final Concurrence Window tunable parameter) has expired.




If Yes, go to Step 2.




If No, go to Step 3.





			2. NPAC rejects the conflict request


			
NPAC notifies SP of rejection.




The porting process resumes as normal, proceeding to the Provisioning process flow (Main Porting Flow) at tie point BB, Figure 6.





			3. Notify Provider – NPAC changes the subscription status to conflict and notifies NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.




Both SPs take appropriate action related to internal work orders.




SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.





			4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation


			
The escalation process is defined in the inter-company agreements between the involved service providers.





			5. Was conflict resolved within conflict expiration window?


			
From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, current value of 30-calendar day limit after the due date) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.





			Notify Provider – NPAC initiates cancellation and notifies NNSP and ONSP 


			
For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure8.




Both SPs take appropriate action related to internal work orders.





			6. Was port request canceled to resolve conflict?


			
Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point C, Figure 12.  If the conflict is otherwise resolved, go to Step 8.





			7. Was resolution message from ONSP?


			
If Yes, go to Step 9.




If No, go to Step 10.





			8. Notify Provider – NPAC notifies the NNSP and ONSP of “conflict off” via SOA


			
For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.




NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Porting Flow) at tie point BB, Figure 6.





			9. Did NNSP send resolution message during the restriction window?


			
If conflict was resolved within tunable business hours (current values of six hours for wireline-involved Non-Simple Ports [Long Conflict Resolution New Service Provider Restriction], two hours for wireline-involved Simple Ports [Medium Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.



In order for the porting process to continue at least one SP must remove the SV from conflict.




If Yes, go to Step 11.




If No, go to Step 12.





			10. NPAC rejects the conflict resolution request from NNSP


			
NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.



· Return to Step 5.





			11. Was the Conflict Cause Code 50 or 51?


			
If Yes, go to Step 11.




If No, go to Step 9.





			Z.  End


			
Return to Main Porting Flow, tie point Z, Figure 6.








Cancellation Flows For Provisioning Process



Cancel Flow, Figure 12



Introduction



A service order and/or subscription may be canceled through the following processes:



· The end user contacts the NLSP or OLSP and requests cancellation of their porting request.



· Conflict Flow For The Service Creation Provisioning Process – Flow B, Figure 11:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.



			Flow Step


			Description





			1. End User request to cancel


			
The Cancellation Process may begin with an End User requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the End User wishes to revert back to the former SP, it is accomplished via the Provisioning Process.





			2. Did End User contact NLSP?


			
The end user contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP or OLSP can initiate this transaction, not another SP.




The contacted SP gathers information necessary for sending the supplemental request to the other SP noting cancellation, and for sending the cancellation request to NPAC.




If Yes, go to Step 3.




If No, go to Step 7.





			3. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?


			· If Yes, go to Step 4.



· If No, go to Step 5.





			4. NLSP sends cancel request to NNSP


			
The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be canceled.





			5. NNSP sends SUPP to ONSP noting cancellation as soon as possible and prior to activation


			
The NNSP fills out and sends the supplemental request form to the ONSP via their inter-company interface, indicating cancellation of the porting request.





			6. NNSP sends cancel request to the NPAC


			
The NNSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.





			7. OLSP obtains End User authorization


			
The OLSP obtains actual authority from the End User to act as the official agent on behalf of the End User to cancel the porting request.  The OLSP is responsible for demonstrating such authority as necessary.





			8. Is OLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?


			· If Yes, go to Step 9.



· If No, go to Step 10.





			9. OLSP sends cancel request to ONSP


			
The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be canceled.





			10. ONSP sends cancel request to NPAC


			The OLSP, contacted directly by the End User or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.




The ONSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.




The ONSP takes appropriate action related to internal work orders.





			11. Did the provider requesting cancel send a Create message to NPAC?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow For The Service Creation Provisioning Process, tie point C, Figure 11.




This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.



· If Yes, go to Step 13.



· If No, go to Step 12.





			12. NPAC rejects the cancel request


			· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.





			Did both NNSP and ONSP send Create message to NPAC?


			
The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.




If Yes, go to Step 15.




If No, go to Step 14.





			13. Notify Provider – NPAC updates subscription to cancel, logs status change, and notifies NNSP and ONSP


			
For the Notification process, refer to Inter-Service Provider LNP Operations Flows –Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.




For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to tie point Z.  Both NNSP and ONSP are notified of this change in status via the SOA interface.





			14. Notify Provider – NPAC updates subscription to cancel-pending, logs status change, and notifies NNSP and ONSP


			
For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.




For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.





			15. Did NNSP send cancel to NPAC?


			
If Yes, go to Step 17.




If No, go to Step 21.





			16. Did NPAC receive cancel ACK from ONSP within first cancel window timer?


			· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.




Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).



Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).



Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).



Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.


· If Yes, go to Step 20.


· If No, go to Step 18.





			17. NPAC notifies ONSP that cancel ACK is missing


			
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from ONSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.





			18. NPAC waits for either cancel ACK from ONSP or expiration of second cancel window timer


			
The NPAC applies an additional nine (9) business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.




Short business hours are defined as 7a-7p CST (Business Day start at 13:00 GMT, duration of 12 hours).



Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).



Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).



Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays. Holidays and business hours are defined for each NPAC Region.




Either upon receipt of the concurring ACK notification or the expiration of the second cancel window timer, go to Step 20.





			19. Notify Provider – NPAC updates subscription to cancel, logs cancel and notifies NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows –Reseller/Class 2 or 3 Interconnected VoIP Provider/Type 1 Notification, Figure 8.




The porting request is canceled by changing the subscription status to canceled.  Both Service Providers are notified of the cancellation via the SOA interface.





			20. Did NPAC receive cancel ACK from NNSP within first cancel window timer?


			The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.




Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).



Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).



Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).



Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.


· If Yes, go to Step 20.



· If No, go to Step 22.





			21. NPAC notifies NNSP that cancel ACK is missing


			
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from NNSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.





			22. Did NPAC receive cancel ACK from NNSP within second cancel window timer?


			The NPAC applies an additional nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.




Short business hours are defined as 7a-7p CT (Business Day start at 13:00/12:00 GMT, duration of 12 hours).



Medium business hours (for wireline-involved Simple porting) are defined as 7a-12a Monday through Friday, excluding NPAC-defined Holidays in the predominant time zone for each NPAC region (Business Day start at NE/MA/SE [eastern time zone] 12:00/11:00 GMT, MW/SW/Canadian [central time zone] 13:00/12:00 GMT, WE [mountain time zone] 14:00/13:00 GMT, WC [west coast time zone] 15:00/14:00 GMT, duration of 17 hours).



Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (Business Day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).



Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.


· If Yes, go to Step 20.



· If No notification is received prior to second cancel window timer expiration, proceed to tie-point CC, “Cancellation Ack Missing from New Provider Provisioning Process”, Figure 13.





			Z.
End


			
Return to Main Porting Flow, tie point Z, Figure 6.








Cancellation Ack Missing from New Provider Provisioning Process



Figure 13



			Flow Step


			Description





			Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.





			1. Notify Provider – NPAC updates subscription to conflict, logs conflict, and notifies NNSP and ONSP


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow For Provisioning Process, tie point CC, Figure 12.




If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.




Both SPs take appropriate action related to internal work orders.





			2. Did NPAC receive cancel message from NNSP?


			
Only “missing cancellation ACK from New SP” subscriptions reach this point in the process flow.  The subscription will transition to pending or cancel.




With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.




If Yes, go to Step 3.




If No, go to Step 5.





			3. NNSP notifies NPAC to cancel subscription


			
The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.





			4. Notify Provider – NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP


			
Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.




For the Notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.




Both SPs take appropriate action related to internal work orders.



· Return to Main Porting Flow, tie point Z, Figure 6.





			5. Has conflict expiration window expired?


			
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, current value of 30 days).




If Yes, go to Step 6.




If No, go to Step 7.





			6. Notify Provider – NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP


			
After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to canceled and notifies both SPs of the change in status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.




Both SPs take appropriate action related to internal work orders.



· Return to Main Porting Flow, tie point Z, Figure 6.





			7. Did NPAC receive resolve conflict message from NNSP


			
The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the End User’s request, and each is apparently getting a different request from that End User, each should ensure the accuracy of the request.




If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.




It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.




If Yes, go to Step 8.




If No, return to Step 2.





			8. Has NNSP conflict resolution restriction expired?


			
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (current values of six hours for wireline-involved Non-Simple Ports [Long Conflict Resolution New Service Provider Restriction], two hours for wireline-involved Simple Ports [Medium Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction]).




The conflict resolution restriction window is only applicable the first time a subscription is placed into conflict, whether the conflict is invoked by the NPAC due to this process, or placed into conflict by the ONSP.




If Yes, go to Step 9.




If No, go to Step 10.





			9. Notify Provider – NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA


			
For the Notification process, refer to Inter-Service Provider LNP Operations Flows – – Reseller/Interconnected VoIP Provider/Type 1 Notification , Figure 8.




NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 6.





			10. NPAC rejects the resolve conflict request from NNSP


			
The NNSP has sent the resolve conflict message before the expiration of the conflict resolution restriction window.  NPAC returns an error message back via the SOA interface.



· Return to Step 2.








Disconnect Process for Ported Telephone Numbers



Figure 14



			Flow Step


			Description





			1. End User initiates disconnect


			
The End User provides disconnect date and negotiates intercept treatment with current SP.





			2. Is NLSP a Reseller or Class 2 or 3 Interconnected VoIP Provider?


			
If Yes, go to Step 3.




If No, go to Step 4.





			3. NLSP sends disconnect request to NNSP


			
Current Local SP sends disconnect request to current Network SP, per inter-company processes.





			4. NNSP initiates disconnect


			
NNSP initiates disconnect of service based on request from NLSP or End User.




NNSP initiates disconnect of service based on regulatory authority(s).





			5. NNSP arranges intercept treatment when applicable


			
NNSP arranges intercept treatment as negotiated with the end user, or, when the disconnect is SP initiated, per internal processes.





			6. NNSP creates and processes service order


			
NNSP follows existing internal process flows to ensure the disconnect within its own systems.





			7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2


			
NNSP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.




If no effective release date is given, the broadcast from the NPAC is immediate.  The maximum interval between disconnect date and effective release date is 18 months.





			8. Has effective release date been reached?


			
If Yes, go to Step 9.




If No, repeat Step 8.





			9. NPAC broadcasts subscription deletion to all applicable providers


			
On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via the LSMS interface.





			10. Notify Provider – NPAC notifies code/block holder of disconnected TN(s), disconnect and release dates


			
On effective release date, the NPAC notifies code/block holder of the disconnected TN(s), effective release and disconnect dates via the SOA interface. Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.





			11. NPAC deletes TN(s) from active database


			
On effective release date, the NPAC removes telephone number from NPAC database.





			12. End


			








Audit Process



Figure15



			Flow Step


			Description





			1. Service Provider requests an audit from NPAC


			
An SP may request an audit to assist in resolution of a repair problem reported by an End User.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements between the involved service providers.  Failing to resolve the trouble following these activities, the SP requests an audit.





			2. NPAC issues queries to appropriate LSMSs


			
The NPAC issues queries to the LSMSs involved in the customer port.





			3. NPAC compares own subscription version to LSMS subscription version


			
Upon receipt of the LSMS subscription version, the comparison of the NPAC and LSMS subscription versions is made to determine if there are discrepancies between the two databases.




If an LSMS does not respond, it is excluded from the audit.





			4. NPAC downloads updates to LSMSs with subscription version differences


			
If inaccurate routing data is found, the NPAC broadcasts the correct subscription version data to any involved SPs networks to correct inaccuracies.





			5. Are all audits completed?


			
If Yes, go to Step 6.




If No, return to Step 4.





			6. Notify Provider – NPAC reports audit completion and discrepancies to requestor


			
The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.




 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.  Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.





			7. End


			








Code Opening Process



Figure 16


			Flow Step


			Description





			1.
NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting


			
The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.




In the case of numbers that use a Type 1 wireless interconnection, the corresponding NPA-NXX needs to be opened by the Old Wireline SP.





			2.
NPAC updates its NPA-NXX database


			
The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.





			3.
NPAC sends notice of code opening to all Service Providers


			
The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.





			4.
End


			








First TN Ported in NPA-NXX



Figure 17


			Flow Step


			Description





			1. NPAC successfully processes create request for TN subscription version


			
SP notifies the NPAC of SV creation for a TN in an NPA-NXX.





			2. NPAC successfully processes create request for NPA-NXX-X


			
NPAC successfully processes an NPA-NXX-X for a Number Pool Block.





			3. First Subscription Version activity in NPA-NXX?


			
If Yes, go to Step 4.




If No, go to Step 5.





			4. Notify Provider – NPAC sends notification of first TN ported to all providers via SOA and LSMS


			
When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) Business Days, will complete the opening for the NPA-NXX code for porting in all switches.



· Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.





			5. End


			








Cancel-Undo Process



Figure 18



			Flow Step


			Description





			1. Provider requests a cancel-undo


			
The Cancel-Pending Undo Process may begin with a Service Provider requesting the reversal (undo) of an in-progress cancel for their cancel-pending port.





			2. Is the subscription in cancel-pending status?


			
If Yes, go to Step 4.




If No, go to Step 3.





			3. NPAC rejects the cancel-undo request


			
NPAC sends an error to the requesting SP indicating the current SV status is not valid for a cancel-undo request.



· Go to Step 6.





			4. Did the provider requesting a cancel-undo issue a cancel for this subscription?


			
If Yes, go to Step 5.




If No, repeat Step 3.





			5. Notify Provider – NPAC updates subscription to status prior to cancel and notifies NNSP and ONSP


			
Upon cancel-undo, NPAC logs this information, and changes the subscription status to the status prior to the cancel (either pending or conflict).  Both SPs are notified of the change in the subscription status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller/Interconnected VoIP Provider/Type 1 Notification, Figure 8.



Both SPs take appropriate action related to internal work orders.





			6. End


			








			Tunable Name


			Current Tunable Value





			T1, Short Initial Concurrence Window


			1 hour





			T1, Medium Initial Concurrence Window


			3 hours





			T1, Long Initial Concurrence Window


			9 hours





			T2, Short Final Concurrence Window


			1 hour





			T2, Medium Final Concurrence Window


			3 hours





			T2, Long Final Concurrence Window


			9 hours





			Conflict Restriction Window


			12:00pm (Noon)





			Simple Port Conflict Restriction Window


			21:00





			Conflict Expiration Window


			30 days





			Long Conflict Resolution New Service Provider Restriction


			6 hours





			Medium Conflict Resolution New Service Provider Restriction


			2 hours





			Short Conflict Resolution New Service Provider Restriction


			6 hours





			Long Cancellation-Initial Concurrence Window


			9 hours





			Medium Cancellation-Initial Concurrence Window


			9 hours





			Short Cancellation-Initial Concurrence Window


			9 hours





			Long Cancellation-Final Concurrence Window


			9 hours





			Medium Cancellation-Final Concurrence Window


			9 hours





			Short Cancellation-Final Concurrence Window


			9 hours





			Short Business Day Start


			07:00 CT





			Short Business Day Duration


			12 hours





			Medium Business Day Start


			07:00 predominate TZ





			Medium Business Day Duration


			17 hours





			Long Business Day Start


			09:00 predominate TZ





			Long Business Day Duration


			12 hours
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One Business Day: FCC09-41




LSR Submit/FOC Receipt and Prospective Due Date/time Chart



for Normal Business Week (no Holidays)




Note: This chart does not reflect what happens when an Old Service Provider Company-Defined Holiday falls on Monday thru Fri. Anytime that happens, the activity that would have fallen on the holiday will happen the following Business Day.



				Accurate/Complete LSR received 



				FOC Due back by date/time




(See Footnote 1)



				Ready-through-Port




Day/time 




(see Footnote 2)







				Mon 8:00am through 8:59am 



				Mon 12:00pm (noon) through 12:59pm



				Tues 00:00:00







				Mon 9:00am through 9:59am



				Mon 1:00pm through 1:59pm



				Tues 00:00:00







				Mon 10:00am through 10:59am



				Mon 2:00pm through 2:59pm



				Tues 00:00:00







				Mon 11:00am through 11:59am



				Mon 3:00pm through 3:59pm



				Tues 00:00:00







				Mon 12:00pm (noon) through 12:59pm



				Mon 4:00pm through 4:59pm



				Tues 00:00:00







				Mon 1:00pm



				Mon 5:00pm



				Tues 00:00:00







				Mon 1:01pm through Tues 7:59am



				Tues 12:00pm (noon)



				Weds 00:00:00







				Tues 8:00am through 8:59am 



				Tues 12:00pm (noon) through 12:59pm



				Weds 00:00:00







				Tues 9:00am through 9:59am



				Tues 1:00pm through 1:59pm



				Weds 00:00:00







				Tues 10:00am through 10:59am



				Tues 2:00pm through 2:59pm



				Weds 00:00:00







				Tues 11:00am through 11:59am



				Tues 3:00pm through 3:59pm



				Weds 00:00:00







				Tues 12:00pm (noon) through 12:59pm



				Tues 4:00pm through 4:59pm



				Weds 00:00:00







				Tues 1:00pm



				Tues 5:00pm



				Weds 00:00:00







				Tues 1:01pm through Weds 7:59am



				Weds 12:00pm (noon)



				Thurs 00:00:00







				Weds 8:00am through 8:59am 



				Weds  12:00pm (noon) through 12:59pm



				Thurs 00:00:00







				Weds 9:00am through 9:59am



				Weds 1:00pm through 1:59pm



				Thurs 00:00:00







				Weds 10:00am through 10:59am



				Weds 2:00pm through 2:59pm



				Thurs 00:00:00







				Weds 11:00am through 11:59am



				Weds 3:00pm through 3:59pm



				Thurs 00:00:00







				Weds 12:00pm (noon) through 12:59pm



				Weds 4:00pm through 4:59pm



				Thurs 00:00:00







				Weds 1:00pm



				Weds 5:00pm



				Thurs 00:00:00







				Weds 1:01pm through Thurs 7:59am



				Thurs 12:00pm (noon)



				Fri 00:00:00







				Thurs 8:00am through 8:59am



				Thurs 12:00pm (noon) through 12:59pm



				Fri 00:00:00







				Thurs 9:00am through 9:59am



				Thurs 1:00pm through 1:59pm



				Fri 00:00:00







				Thurs 10:00am through 10:59am



				Thurs 2:00pm through 2:59pm



				Fri 00:00:00







				Thurs 11:00am through 11:59am



				Thurs 3:00pm through 3:59pm



				Fri 00:00:00







				Thurs 12:00pm (noon) through 12:59pm



				Thurs 4:00pm through 4:59pm



				Fri 00:00:00







				Thurs 1:00pm



				Thurs 5:00pm



				Fri 00:00:00







				Thurs 1:01pm through Fri 7:59am



				Fri 12:00pm (noon)



				Mon  00:00:00







				Fri 8:00am through 8:59am



				Fri  12:00pm (noon) through 12:59pm



				Mon  00:00:00







				Fri 9:00am through 9:59am



				Fri 1:00pm through 1:59pm



				Mon  00:00:00







				Fri 10:00am through 10:59am



				Fri 2:00pm through 2:59pm



				Mon  00:00:00







				Fri 11:00am through 11:59am



				Fri 3:00pm through 3:59pm



				Mon  00:00:00







				Fri 12:00pm (noon) through 12:59pm



				Fri 4:00pm through 4:59pm



				Mon  00:00:00







				Fri 1:00pm



				Fri 5:00pm



				Mon  00:00:00







				Fri 1:01pm through  Mon 7:59am



				Mon 12:00pm (noon)



				Tues 00:00:00







				  (go back to top of chart)



				



				











[Business Week Chart Footnote 1] The FOC interval is 4 business hours. However, for LSR’s arriving after the 1pm cutoff time, the LSR will be considered received at 8am the next Business Day. The Old Service Provider must respond to an LSR within 4 business hours, as indicated on the Business Week Chart, with either a FOC (complete and accurate LSR received) or a reject (incomplete and/or inaccurate LSR received).  




[Business Week Chart Footnote 2] The port will be ready to activate on the Business Day and time indicated in this column. No provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday). However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the LSR/FOC and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day seen in Ready-to-Port column, in order to ensure that the end user's service is maintained.  




[Business Week Chart Footnote 3] The following definition of Mandatory Business Days and Minimum Business Hours relate to the LSR/FOC exchange process and do not establish any mandatory staffing hours of a carrier.  Minimum Business Hours are 8am to 5pm, Monday through Friday, excluding the Old Service Provider’s Company-Defined holidays, in the Predominant Time Zone of the NPAC Region for the end user’s telephone number.
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One Business Day: FCC09-41




LSR Submit/FOC Receipt and Prospective Due Date/time Chart



for Normal Business Week (no Holidays)




Note: This chart does not reflect what happens when an Old Service Provider Company-Defined Holiday falls on Monday thru Fri. Anytime that happens, the activity that would have fallen on the holiday will happen the following Business Day.



				Accurate/Complete LSR received 



				FOC Due back by date/time




(See Footnote 1)



				Ready-through-Port




Day/time 




(see Footnote 2)







				Mon 8:00am through 8:59am 



				Mon 12:00pm (noon) through 12:59pm



				Tues 00:00:00







				Mon 9:00am through 9:59am



				Mon 1:00pm through 1:59pm



				Tues 00:00:00







				Mon 10:00am through 10:59am



				Mon 2:00pm through 2:59pm



				Tues 00:00:00







				Mon 11:00am through 11:59am



				Mon 3:00pm through 3:59pm



				Tues 00:00:00







				Mon 12:00pm (noon) through 12:59pm



				Mon 4:00pm through 4:59pm



				Tues 00:00:00







				Mon 1:00pm



				Mon 5:00pm



				Tues 00:00:00







				Mon 1:01pm through Tues 7:59am



				Tues 12:00pm (noon)



				Weds 00:00:00







				Tues 8:00am through 8:59am 



				Tues 12:00pm (noon) through 12:59pm



				Weds 00:00:00







				Tues 9:00am through 9:59am



				Tues 1:00pm through 1:59pm



				Weds 00:00:00







				Tues 10:00am through 10:59am



				Tues 2:00pm through 2:59pm



				Weds 00:00:00







				Tues 11:00am through 11:59am



				Tues 3:00pm through 3:59pm



				Weds 00:00:00







				Tues 12:00pm (noon) through 12:59pm



				Tues 4:00pm through 4:59pm



				Weds 00:00:00







				Tues 1:00pm



				Tues 5:00pm



				Weds 00:00:00







				Tues 1:01pm through Weds 7:59am



				Weds 12:00pm (noon)



				Thurs 00:00:00







				Weds 8:00am through 8:59am 



				Weds  12:00pm (noon) through 12:59pm



				Thurs 00:00:00







				Weds 9:00am through 9:59am



				Weds 1:00pm through 1:59pm



				Thurs 00:00:00







				Weds 10:00am through 10:59am



				Weds 2:00pm through 2:59pm



				Thurs 00:00:00







				Weds 11:00am through 11:59am



				Weds 3:00pm through 3:59pm



				Thurs 00:00:00







				Weds 12:00pm (noon) through 12:59pm



				Weds 4:00pm through 4:59pm



				Thurs 00:00:00







				Weds 1:00pm



				Weds 5:00pm



				Thurs 00:00:00







				Weds 1:01pm through Thurs 7:59am



				Thurs 12:00pm (noon)



				Fri 00:00:00







				Thurs 8:00am through 8:59am



				Thurs 12:00pm (noon) through 12:59pm



				Fri 00:00:00







				Thurs 9:00am through 9:59am



				Thurs 1:00pm through 1:59pm



				Fri 00:00:00







				Thurs 10:00am through 10:59am



				Thurs 2:00pm through 2:59pm



				Fri 00:00:00







				Thurs 11:00am through 11:59am



				Thurs 3:00pm through 3:59pm



				Fri 00:00:00







				Thurs 12:00pm (noon) through 12:59pm



				Thurs 4:00pm through 4:59pm



				Fri 00:00:00







				Thurs 1:00pm



				Thurs 5:00pm



				Fri 00:00:00







				Thurs 1:01pm through Fri 7:59am



				Fri 12:00pm (noon)



				Mon  00:00:00







				Fri 8:00am through 8:59am



				Fri  12:00pm (noon) through 12:59pm



				Mon  00:00:00







				Fri 9:00am through 9:59am



				Fri 1:00pm through 1:59pm



				Mon  00:00:00







				Fri 10:00am through 10:59am



				Fri 2:00pm through 2:59pm



				Mon  00:00:00







				Fri 11:00am through 11:59am



				Fri 3:00pm through 3:59pm



				Mon  00:00:00







				Fri 12:00pm (noon) through 12:59pm



				Fri 4:00pm through 4:59pm



				Mon  00:00:00







				Fri 1:00pm



				Fri 5:00pm



				Mon  00:00:00







				Fri 1:01pm through  Mon 7:59am



				Mon 12:00pm (noon)



				Tues 00:00:00







				  (go back to top of chart)



				



				











[Business Week Chart Footnote 1] The FOC interval is 4 business hours. However, for LSR’s arriving after the 1pm cutoff time, the LSR will be considered received at 8am the next Business Day. The Old Service Provider must respond to an LSR within 4 business hours, as indicated on the Business Week Chart, with either a FOC (complete and accurate LSR received) or a reject (incomplete and/or inaccurate LSR received).  




[Business Week Chart Footnote 2] The port will be ready to activate on the Business Day and time indicated in this column. No provider is required to allow activation on a non-Business Day (Saturday, Sunday or Old Service Provider Company-Defined Holiday). However, a non-Business Day activation may be performed as long as both Service Providers agree and any Service Provider activating a port on a non-Business Day understands the porting out Service Provider may not have, and is not required to have, operational support available on days not defined as Business Days.  In agreeing to non-Business Day activations, the Old (porting out) Service Provider may require that the LSR/FOC and the New (porting in) Service Provider NPAC Create message be due-dated for the appropriate normal Business Day seen in Ready-to-Port column, in order to ensure that the end user's service is maintained.  




[Business Week Chart Footnote 3] The following definition of Mandatory Business Days and Minimum Business Hours relate to the LSR/FOC exchange process and do not establish any mandatory staffing hours of a carrier.  Minimum Business Hours are 8am to 5pm, Monday through Friday, excluding the Old Service Provider’s Company-Defined holidays, in the Predominant Time Zone of the NPAC Region for the end user’s telephone number.
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NOTE:  For a more detailed description of each process step within these flows , please refer to the accompanying Inter-Service Provider LNP 




Operations Flows Narratives (Version 4.0)




NOTE: Pursuant to FCC Order 07-188, released on November 8, 2007, and FCC Order 09-41, released on May 13, 2009, Local Number 




Portability  (LNP) obligations are extended to interconnected Voice over Internet Protocol  (VoIP) providers.  The North American Numbering 




Council  (NANC) identifies three classes of interconnected VoIP providers, defined as follows:




·




Class 1:  A standalone interconnected VoIP provider that obtains numbering resources directly from the North American Numbering Plan 




Administrator (NANPA) and the Pooling Administrator (PA) and connects directly to the PSTN (i.e., not through a PSTN Service Provider 




partner’s end office switch).  Class 1 standalone interconnected VoIP providers must follow the appropriate Wireline -Wireline/Intermodal 




Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Network Service Provider 




(NNSP) or Old Network Service Provider (ONSP), whichever is applicable.




·




Class 2:  An interconnected VoIP provider that partners with a facilities -based Public Switched Telephone Network (PSTN) Service 




Provider to obtain numbering resources and connectivity to the PSTN via the Service Provider partner’s end office switch .  A Class 2 




interconnected VoIP provider is not considered a reseller in the context of the FCC definition of a Simple Port  (refer to FCC Order 07-188 




and FCC Order 09-41 for Simple Port definition).  Class 2 interconnected VoIP providers must follow the appropriate Wireline -Wireline/




Intermodal Flows (Simple or Non-Simple, whichever is applicable) for the LNP provisioning process, serving as the New Local Service 




Provider (NLSP) or Old Local Service Provider (OLSP), whichever is applicable.




·




Class 3:  A non-facilities-based reseller of interconnected VoIP services that utilizes the numbering resources and facilities of another 




interconnected VoIP provider (analogous to the “traditional” PSTN reseller). A Class 3 interconnected VoIP provider is not considered a 




reseller in the context of the FCC definition of a Simple Port  (refer to FCC Order 07-188 and FCC Order 09-41 for Simple Port definition).  




Class 3 interconnected VoIP providers must follow the appropriate Wireline -Wireline/Intermodal Flows (Simple or Non-Simple, 




whichever is applicable) for the LNP provisioning process, serving as the New Local Service Provider (NLSP) or Old Local Service 




Provider (OLSP), whichever is applicable.
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Inter-Service Provider LNP Operations Flows
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		Item Number

		37



		Topic: 

		Use of Evidence of Authorization



		Date Logged 

		5/27/05



		Date Modified

		 May 2011



		Related Regulation / Document Ref

		USC 47, Sec 258 (a) prohibition

CFR 64.1120 (a) (2)

CFR 64.1150 (d)  



FCC 00-255, pp77

FCC 03-42, pp8, 20, 22



		Related Issue

		 



		Reported to NANC?

		 



		Recommended Change to Requirements? 

		 



		Submitted by

		LNPA-WG



		Decisions / Recommendations

		Prior to placing orders on behalf of the end user, the New Local Service Provider is responsible for obtaining and having in its possession evidence of authorization. (CFR Title 47, Section 64.1120 (a) (1)

 Evidence of authorization shall consist of verification of the end user’s selection and authorization adequate to document the end user’s selection of the New Local Service Provider. (CFR Title 47, Section 64.1130) 

 The evidence of authorization needs to be obtained and maintained by the New Service provider as required by applicable federal and state regulation, as amended from time to time.

 It is the LNPA WG’s position that Firm Order Confirmation (FOC) of a port request shall not be predicated on the Old Local Service Provider obtaining a physical copy of the evidence of authorization from the New Local Service Provider.  In the event of an end user allegation of an unauthorized change, the New Local Service Provider shall, upon request and in accordance with all applicable laws and rules, provide the evidence of authorization to the Old Local Service Provider.

 At its May 2005 meeting, the North American Numbering Council (NANC) endorsed the LNPA-WG’s position as stated above.

Subsequent to NANC’s endorsement of the statement above, a related issue regarding requests for Customer Service Records (CSRs) was brought to the LNPA WG.  The LNPA WG revised and endorsed its stated position as follows:

 It is the LNPA WG’s position that Firm Order Confirmation (FOC) of a port request, or return of requested customer information, e.g., Customer Service Record (CSR), shall not be predicated on the Old Local Service Provider obtaining a physical copy of the evidence of authorization from the New Local Service Provider.  In the event of an end user allegation of an unauthorized change, the New Local Service Provider shall, upon request and in accordance with all applicable laws and rules, provide the evidence of authorization to the Old Local Service Provider.

At the November 30, 2005 NANC meeting, the LNPA WG requested and received NANC’s endorsement of the revised position statement. (this updated statement was in the full list of BP’s document, but not on the actual BP.)



 * Note: Evidence of authorization may consist of a Letter of Authorization (LOA) to review the end user’s account and port his number, which may include a written contract with the end user or electronic signature, Proof of Authorization (POA), 3rd party verification, a voice recording verifying the end user’s request to switch local carriers, oral authorization with a unique identifier given by the end user, etc. 






