LNPA Transition Oversight Sub-Committee Meeting Agenda
April 24 – 25, 2018
Sprint Campus
6180 Sprint Parkway, Room 1B609 (use Garage B)
Overland Park, KS 66251
Hosted by Sprint

[bookmark: OLE_LINK2]Agenda

LNPA Transition Oversight Sub-Committee (LNPA TOSC)
Tuesday, April 24, 2018   9:00 AM – 5:00 PM (Central Daylight Time Zone)
Conference Bridge – 1-800-365-8460, 596 443 146#, #


APT Agenda

9:00 AM		Introductions and APT Agenda Review

9:15 AM – 		Architecture Planning Team (APT) – Teresa Patton/John Malyar
11:30 AM		PIM and Change Order Discussion

· PIM 106 – BDD File SSN Field

[bookmark: _MON_1584798983] 
· PIM 107 – MUMP File Layouts


· PIM 108 – Hold – Reply Long Duration


· PIM 109 – CMIP Only Hold – Replay

· PIM 110 – Implicit NPAC SMS Requirements

· Potential New PIMs (placeholder)

11:30 AM		APT Meeting Adjourned

11:30 AM -	Lunch
1:00 PM


LNPA TOSC Agenda – Day 1 Afternoon 

1:00 PM		Introductions and Agenda Review – All 

1:15 PM –		HARD START – Transition Related Items 
3:00 PM
Transition Cutover Plan Preparation for May 6 and May 20

Go-Live Release Notes and Service Restrictions (updates)

SE Region Transition Lessons Learned Discussion

Documents available on the iconectiv User Portal
· A list of all the Service Provider IDs (SPIDs) defined in the Southeast Region that have not Onboarded to the iconectiv NPAC and have indicated specifically to iconectiv they do not plan to do so.
· A list of all the SPIDs that have started, but not completed, Onboarding to the iconectiv NPAC in the Southeast Region.
· The Service Provider Timer Report

WDNC and treatment of VOIP Blocks
		
3:00 PM -		Change Management
5:00 PM		
Change Order Summary Review – CMA

(DOCUMENTATION WILL BE DISTRIBUTED AS NEEDED)

PIM & CO Status
· Review PIMS- Open/New
· Review Change Orders – Open/New
	

5:00 PM		Day 1 Meeting Adjourned



LNPA TOSC Agenda – Day 2 Morning

LNPA Transition Oversight Subcommittee (LNPA TOSC)
Wednesday, April 25, 2018   9:00 AM – 12:00 PM (Central Daylight Time Zone) 
Conference Bridge – 1-800-365-8460, 596 443 146#, #


9:00 AM		Introductions and Remaining Agenda Review – All 


9:10 AM 		Inter-Carrier Testing Sub-Committee Status – Renee Dillon
Wrap-up, final status and discussion on the group going dormant

9:20 AM		March 6 – 7, 2018 Draft Meeting Notes – Review/Approve


9:30 AM	March 19, 2018 Draft Conference Call Meeting Notes – Review/Approve



9:40 AM 	April 4, 2018 Draft Conference Call Meeting Notes – Review/Approve




9:50 AM		Issues from Other Industry Groups:
· OBF Committee Readout – Randee Ryan
· INC Update – Dave Garner


10:15 AM		2018 Meeting Schedule:
January 9-10, 2018 - F2F – San Diego, CA hosted by iconectiv
February 14, 2018 – call 10 Eastern
March 6-7, 2018 - F2F – Durham, NC hosted by Bandwidth
April 4, 2018 – call 10 Eastern
April 24-25, 2018 F2F – Overland Park, KS hosted by Sprint
May 9, 2018 – call
June 5-6, 2018 – F2F – TBD 
Additional dates are tentative and preliminary subject to Commission Staff guidance. 
CenturyLink can host in July or September in Denver if needed.
July 10-11, 2018 – F2F
August 8, 2018 – call (if needed)
September 11-12, 2018 – F2F
October 10, 2018 – call (if needed)
November 6-7, 2018 – F2F
December 5, 2018 – call (if needed)

10:30 AM		Action Items Updates/Status

NEW ACTION ITEMS OPENED DURING THE MARCH and APRIL, 2018 LNPA TOSC MEETINGs:

Action Item 03062018-01: iconectiv to develop a new PIM to address SPID assignment and naming within the FRS.

Action Item 03062018-02:  PEs to determine if failover testing for DR should be a required certification test.

Action Item 03062018-03:  PEs to determine if timers should be a required Group/Round Robin test.

Action Item 03062018-04:  iconectiv to determine if the GDMO updates require a re-compile.

Action Item 03062018-05:  SPs and Vendors to look at the impact to their systems for having two different versions of the MUMP forms and the impact on local system or provider’s automated processes. Determine if processes have been already changed and what additional impacts might there be to having a different form.  Closed during the 3/19/18 meeting.

Action Item 03062018-06:  SPs and Vendors to determine impact assessment of this situation and the impact of not having Hold/Replay available for CMIP systems. Closed during the 3/19/18 meeting. 

Action Item 03062018-07:  iconectiv to explain how inbound processes are being handled while a system is on hold and to provide the behavior of inbound messages in general. Closed – explanation included in PIM 108.

Action Item 04042018-01: iconectiv to develop a Change Order to accompany PIM 110.  


ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA WG MEETINGS:
LNPA TOSC Chair Action Item:

01092018-01:  Deb Tucker to discuss with the FCC DFO requirements regarding proper reference of this NANC Sub-Committee and to see if use of “LNPA WG” may continue.  This item remains open.


Service Provider/Local System Vendor Action Items:

01092018-02:  Participants to consider potential updates or changes desired on the iconectiv NPAC website. 

09122017-05: Change Order 504 modifications to address PIM 102 
This item requires more discussion and should be brought up in future meetings. iconectiv suggested that since it might implicate changes to local systems, it should be deferred until after the transition but that iconectiv would support whenever the industry wanted to discuss iconectiv’s recommended two approaches. This item will be kept open to be addressed after testing completes. 

11:00 AM 		Unfinished/New Business – All


12:00p.m. 		Day 2 Meeting Adjourned


Next LNPA TOSC Conference Call May 9, 2018 10AM Eastern
Next Meeting … June 5 - 6, 2018 TBD hosted by Neustar  
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Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  03/06/2018

Company(s) Submitting Issue: iconectiv

Contact(s):  Name Pat White


         Contact Number 732-699-4985


         Email Address pwhite@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


An issue was raised in the industry concerning documenting and maintaining the MUMP File spreadsheets.  The understanding was that the implementation was vendor specific, and the implementations may be different between the NPAC vendors.   The FRS requirements identified a high-level view of the MUMP files and only identified a subset of the fields that can appear in a MUMP File.

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:  
Based on the implementation specific nature of the existing MUMP Files and the high level view of the MUMP Files in the FRS requirements, there may be differences in the MUMP File layouts between the vendors.  


B. It may behoove the industry to fully document their needs for the MUMP File in the FRS requirements, including a complete description and layout of all of the fields in the MUMP file (e.g., existing FRS requirements (RR3-780) only specify LRN and DPC is part of Mass Update file (no optional data), no data that would appear on a Mass Create (other than LRN and DPCs), no data that would appear on a Mass Release, no data that would appear on a Mass Disconnect).

B.   Frequency of Occurrence:
Whenever NPAC transitions.

C. NPAC Regions Impacted:


 Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___ ALL US regions_X__

D. Rationale why existing process is deficient: 

MUMP File specification are implementation specific.  Current FRS requirements for MUMP Files are incomplete.

E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: Requested M&Ps for use of MUMP process were not provided by the incumbent LNPA due to the incumbent LNPA sharing that their process is implementation specific. ____________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Industry should consider if there is value in standardizing the MUMP File forms and if so, then the TOSC should identify/clarify requirements in a NANC Change Order and schedule the Change Order in a future Industry release.

LNPA WG: (only)


Item Number: PIM 107



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  03/06/2018

Company(s) Submitting Issue: iconectiv

Contact(s):  Name John Malyar


         Contact Number 732-699-7192


         Email Address jmalyar@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Based on feedback from a current user of the Neustar NPAC, there appears to be implementation differences between the Neustar and iconectiv NPAC’s implementation of the XML Hold/Replay functionality.  This functionality can be used when a SOA or LSMS SPID transitions from using a CMIP implementation to using an XML implementation or is initially onboarding to an XML interfacing system.

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:

  
iconectiv based its implementation of the Hold/Replay XML functionality on the FRS Section 3.17 Customer Onboarding description and stated requirements.  iconectiv implemented these requirements for Customers initially onboarding to XML interfacing systems or transitioning from CMIP to XML interfacing systems as per the statement in the introduction “this feature fills a synchronization gap for service provider systems that are new to the XML interface”.  In customer testing of the Hold/Replay functionality, it was reported that the iconectiv implemented process is different than the incumbent in that the Hold state may be a long duration. 


The iconectiv implementation was based on the description in 3.17 and on the current Industry documentation/procedures for CMIP recovery. This implementations includes the use of the current methodology of notifying Industry participants via status/attribute change notifications and when Local Systems are not successful recipients of Network updates they are placed on the Failed SP Lists. The iconectiv implementation for not placing the on boarded XML system on the Failed List was to manage Hold the way recovery operations is treated (i.e., rollup of SVs is held up until the recovering LSMS finishes recovery). That is, given the transition should be brief, the rollup of SV is suspended. Also the current FRS 5.1.1.1 status change transitions do not permit Active SV to revert back to Partial Failed status. Also, not placing an LSMS on Hold for a longer period of time may have operations issues since SPs activating SVs have no way of knowing that the “On-Hold” LSMS/network did not receive the update (is not on the Failed SP list).


The assumptions for the use of BDD/delta BDD for Hold/Replay/Normal are from the description in 3.17 as per the following:


For a new system synchronizing with the NPAC, this Hold status starts when the delta BDD is created and continues until they have successfully loaded the delta BDD and the system is ready to receive messages from the NPAC.  At that time, the provider’s system status will be changed from Hold to Replay.  While in Replay status, all messages that are in the hold queue are sent to the provider in the order they were originally created.  Any new messages created during this time are placed at the end of the hold queue.  When the hold queue is empty, the provider's system status is changed to Normal and synchronization is complete.  

B.   Frequency of Occurrence:
As per current documentation may be used whenever SPIDs migrate from using the CMIP interface to using the XML interface.

C. NPAC Regions Impacted:


 Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___ ALL US regions_X__

D.  Rationale why existing process is deficient: 
The implemented process is not deficient for the original intended purpose. If the Industry determines that an expanded process is to allow for long periods of Service Providers not being identified as failures for receiving network broadcasts, then a new process should be agreed to and documented by the Industry. 

E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: iconectiv requested the M&Ps used by the incumbent LNPA for the existing Hold / Replay process but was told that XML M&Ps are implementation specific and not publicly available.____________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


If the implementation by iconectiv is determined to be an Industry issue to be worked by the LNPA Transition Oversight Subcommittee, then the TOSC should identify/clarify requirements in a NANC Change Order and schedule the Change Order in a future Industry release. 

LNPA WG: (only)


Item Number: PIM 108



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

2




image4.emf
18-03-06 - LNPA  TOSC Notes Draft.docx


18-03-06 - LNPA TOSC Notes Draft.docx






LNPA Transition Oversight Sub-Committee

March 6-7, 2018 Meeting

Draft Meeting Notes



		Durham, NC

		Host: Bandwidth









TUESDAY March 6, 2018
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		Company

		Name

		Company



		John Skousen

		10xpeople 

		Bill Reidway

		Neustar



		Lisa Marie Maxso

		10xpeople

		Dave Garner

		Neustar (phone)



		David Alread

		AT&T

		Gary Sacra

		Neustar (phone)



		Renee Dillon

		AT&T

		Jim Rooks

		Neustar



		Teresa Patton

		AT&T

		John Nakamura

		Neustar (phone)



		Anna Kafka

		Bandwidth

		Lavinia Rotaru

		Neustar



		Josue Adrianzen

		Bandwidth

		Marcel Champagne

		Neustar (phone)



		Lisa Jill Freeman

		Bandwidth

		Mubeen Saifullah

		Neustar



		Rob Brezina

		Bandwidth

		Pamela Connell

		Neustar (phone)



		Shannon Donohue

		Callfire

		Paul LaGattuta

		Neustar (phone)



		Nancy Cornwell

		Cellcom (phone)

		Shannon Sevigny

		Neustar Pooling (phone)



		Joy McConnell-Couch

		CenturyLink (phone)

		Tara Farquhar

		Neustar Pooling (phone)



		Glenn Clepper 

		Charter 

		David Kesselring

		Oracle



		Kathy Troughton

		Charter (phone)

		Towanda Russell

		RCN



		Erik Chuss

		ChaseTech Consulting (phone)

		Mary Retka

		SOMOS



		John Howison

		Cincinnati Bell (phone)

		Hollie Carrender

		Sprint



		Randee Ryan

		Comcast

		Rosemary Leist

		Sprint



		Sheri Pressler

		Frontier Com (phone)

		Suzanne Addington

		Sprint 



		Wendy Rutherford

		GVNW (phone)

		Jeanne Kulesa

		Synchronoss (phone)



		Dave Gorton

		iconectiv

		Bob Bruce

		Syniverse



		Doug Babcock

		iconectiv

		Margie Mersman

		TCA (phone)



		George Tsacnaris

		iconectiv

		Paul Nejedlo

		TDS Telecom (phone)



		John Malyar

		iconectiv

		Luke Sessions

		T-Mobile



		Krishan Chakravarthi

		iconectiv

		Bill Reilly

		TOM



		Lily Dhillon

		iconectiv

		Greg Chiasson

		TOM



		Michael Doherty

		iconectiv

		Jonathan Turner

		TOM (phone)



		Pat White

		iconectiv

		Amanda Molina

		Townes Telecom (phone)



		Paul Mazouat

		iconectiv

		Bale Pathman

		Verizon Wireless



		Shanmugavel Krishnan

		iconectiv

		Deb Tucker

		Verizon Wireless



		Bridget Alexander White

		JSI 

		Kathy Rogers

		Verizon Wireless



		Dave Malfara

		LNP Alliance (phone)

		Jason Lee

		Verizon (phone)



		Jerry James

		LNP Alliance (phone)

		Anne Brames

		Windstream (phone)



		Bonnie Johnson

		Minnesota DOC (phone)

		Lynn Denton

		Windstream (phone)



		Lynette Khirallah

		NetNumber 

		Scott Terry

		Windstream (phone)



		Anand Rathi

		Neustar

		

		










		

LNPA TRANSITION OVERSIGHT SUBCOMMITTEE MEETING MINUTES:



In order to align more closely with the Federal Advisory Committee Act (FACA) the FCC has received a list of nominees for membership and membership approval was completed. Below are the names of vetted and approved voting members of the LNPA Transition Oversight Subcommittee



LNPA TOSC

Approved Chair    Deborah Tucker, Verizon



		Organization 

		Primary 

		Alternate 



		800 Response

		David Greenhaus

		N/A



		AT&T

		Teresa Patton

		N/A



		ATL

		Brian Lynott

		N/A
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		Lisa Jill Freeman

		Anna-Valeria Kafka



		CenturyLink

		Joy McConnell-Couch

		Phil Linse



		Charter

		Glenn Clepper

		Allyson Blevins



		Comcast

		Randee Ryan

		N/A



		Cox

		Jennifer Hutton

		Beth O’Donnell



		Integra Holdings/Zayo

		Kim Isaacs

		Laurie Roberson



		JSI

		Bridget Alexander

		N/A



		LNP Alliance

		Dave Malfara

		James Falvey



		Minnesota DOC

		Bonnie Johnson

		N/A



		SIP Forum

		Richard Shockey

		N/A



		Sprint

		Suzanne Addington
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		T-Mobile

		Paula Campagnoli

		Luke Sessions



		Townes Telecommunications Service Corp.  

		Amanda Molina 

		N/A



		Verizon

		Deborah Tucker

		Jason Lee



		Vonage

		Imanu Hill

		N/A



		Windstream

		Scott Terry

		N/A



		

		

		



		

		

		









Introductions and LNPA WG Agenda Review 



Transition Related Items

Industry Testing Status

iconectiv informed the group that all certification testing was completed by Service Providers and Local Systems (SPs and local systems) and all were certified on their final version of software. This was completed by the end of February. Also, group and round robin testing completed by 2/25/18. All 12 Acceptance Test Plans were executed and successfully passed. The TOM reviewed and verified the reports which were subsequently sent to the NAPM LLC. Ad-hoc testing continues and connectivity testing is ongoing. 



During the APT portion of the meeting, discussions took place regarding incidents being tracked. If issues are identified during Ad-hoc testing, those issues will follow the PIM/Change Order process (PIM is introduced, discussed and then resolution determined, future document updates are gathered via a Change Order and then presented to the NAPM LLC for a Statement of Work). 



Ancillary Services transitioned to the new vendor on Sunday 3/4/18.



iconectiv SPID Assignment and Naming

 George Tsacnaris, iconectiv, went over the iconectiv SPID and SP naming conventions presentation.





George explained that this is all about going forward for new SPIDs. Mubeen Saifullah, Neustar, explained that using an X for CMIP local systems and a Y for XML systems provides for easier tracking and the Neustar Service Bureau preference is to continue to keep using the Y value for XML SPIDs. 



The NPAC administrator made the decision in the past to adopt naming conventions and a discussion regarding the use of Y for XML was not discussed at the industry level, however if there is an XML interface there is a Y SPID for the Primary SPIDs for the local systems. There are about 42 right now. The group suggested that these SPID guidelines be added to the FRS and iconectiv agreed to draft a PIM/CO post FAD.



iconectiv elaborated that additionally, the SPID value will no longer be embedded in the SP name unless needed for regional uniqueness and iconectiv will not use a Y as the first character in an SP name to denote XML (SPIDs will start with X).



Also, there are 303 SPIDs covering 1553 regional entries that are authorized in the current NPAC but not in the production database. iconectiv will add those that have chosen to continue with LNPA services to the production database with the same SPID value. iconectiv will apply the standard naming convention as needed for the SP name and the impacted customers will be notified of their new SP name, if necessary.



Action Item 03062018-01: iconectiv to develop a new PIM to address SPID assignment and naming within the FRS.



Transition Cutover Plan walkthrough 





Dave Gorton, iconectiv, walked the participants through the attached presentation that was distributed 3/5/2018. 



LSMSs will be brought up first followed by SOA systems in a two hour window. Providers will be grouped based on SPIDs and types of volume. There will be leads for turn-up and network contacts and escalation points will be obtained. The TOM will provide status updates via webex and a bridge (to be provided during the March 14th TOEP webcast). The TOM also planned to do a variety of communications. Questions related to swim recovery were raised and iconectiv explained that if the LSMS systems are active at the time the maintenance begins, then there won’t be a need to do recovery. Manual recovery would be used by systems that were down when the maintenance began. 



Help Desk user credentials were distributed to clients of Service Bureaus.



Question/Answer discussion

· What is the last moment for the fallback position and what is the timing for Neustar to go dark?

· The timing is event based rather than time based but 8AM is the target for iconectiv to start processing if everything is on track. Any notifications processed in the LSMS would trigger the end of the fallback approach. 

· Is Contingency Rollback off the table?

· The TOM mentioned that it is not off the table and that there was no agreement for Neustar to support CR. Greg Chiasson mentioned that some conversations were taking place with the FCC.

· Bill Reidway mentioned that Neustar is unaware of any next steps and agreed that fallback could occur up until the approximate 8am time frame. Neustar is unaware of any ongoing conversations with the FCC. 

· A question was asked about access to the sFTP site and it was noted that there is a web sFTP site along with access through the Data Center. Additional information will be sent out from iconectiv. Access to the billing site requires different credentials. 



LNPA New Entrant Checklist Updates 





Links to NPAC.com in the LNPA New Entrant Checklist were changed to iconectiv’s site. iconectiv refreshed their website with the updated document. 



Action Item Review

Action item 01092018-01:  Deb Tucker to discuss with the FCC DFO requirements regarding proper reference of this NANC Sub-Committee and to see if use of “LNPA WG” may continue. This remains open. 



Action item 01092018-02:  Participants to consider potential updates or changes desired on the iconectiv NPAC website. This remains open. 



PIMs and Change Order Discussion and Approvals

The Change Order Summary was reviewed. 







New Change Orders were added to the document and updates were made. 

· NANC 514 & 515 had corrections made on spelling of business in the description.

· NANC 497 – the change was implemented and document updates will be made so the Change Order can be closed.

· NANC 501 - typographical corrections were made.

Change Orders

· NANC 517 – TUTP Doc-Only Clarification – P. White reviewed this CO

· NANC TBD – BDD file Compression – M. Doherty reviewed this CO

· No objections to accept this CO and assign it a CO #

· Assigned NANC CO 519 

· NANC TBD – SIC SMURF Naming convention - M. Doherty reviewed this CO

· No objections to accept this CO and assign it a CO #

· Assigned NANC CO 520 

· NANC Group & RR Testing Doc-Only - M. Doherty & P. White reviewed this CO

· Group Testing Test Cases Review (Excel Spreadsheet) 

· Test Case 3.3  tests timers – Suggestion to make this optional vs. required.

· Action Item 03062018-02:  PEs to determine if failover testing for DR should be a required certification test.

· Action Item 03062018-03:  PEs to determine if timer should be a required Group/Round Robin test.

· 3.4 – 3 Test Cases related to filters.  Recommendation to remove the filter (verify the feature)  Test Cases from Group testing because the vendors aren’t normally part of Group testing

· No objections to accept this CO and assign it a CO #

· Assigned NANC CO 521.  

· FRS Doc only Changes – P. White reviewed these changes

· True up - Make name and assumption be the same in 5.1  (5.2.3.1)

·  iconectiv to make changes to FRS 

· NANC 497 has not been applied to the FRS updates

· Need to revisit this NANC 497 in future meetings

· Neustar to re-run Key lists to verify what is happening in regard to this CO

· IIS Doc Only Changes – P. White reviewed these changes

· iconectiv to make changes to IIS 

· XIS Doc Only Changes – P. White reviewed these changes

· iconectiv to make changes to XIS 

· EFD Doc Only Changes – P. White reviewed these changes

· iconectiv to make changes to EFD 

· GDMO Doc Only  Changes – Pat to put document in Word so track changes can be added

· iconectiv to take an action item to determine if the GDMO updates require a re-compile.  They were just looking to do a doc only change since the ASN.1 isn’t changing. Jim Rooks and Pat White discussed the changes and for some of the items Jim was going to do some further checking and some Pat would do some further checking. 

· Action Item 03062018-04:  iconectiv to determine if the GDMO updates require a re-compile



PIMs – John Malyar reviewed six potential new PIMS – iconectiv will draft PIMs for these issues.

· BDD file format for SVs – leading zeroes (3 zeros, 1 zero)

· Prolenea wants a single zero to keep the file size smaller and iconectiv will add a note to reduce the 000 to 0 to save on file size. PIM 106 is the number for this PIM as there were no objections to working this at a future time. 

· MUMP Processing – The spreadsheets don’t align exactly with the FRS

· Optional fields that are not included in the file should be added to the PIM. iconectiv’s implementation varies somewhat from the FRS requirement. Neustar SB will need to have two different forms to deal with two different NPAC systems during the transition. 

· RR3-780 was created for the iconectiv implementation. 

· It was noted that some providers have already adjusted to using two different forms and there are still a lot of providers that submit the forms manually. 

· Action Item 03062018-05:  SPs and Vendors to look at the impact to their systems for having two different versions of the MUMP forms and the impact on local system or provider’s automated processes. Determine if processes have been already changed and what additional impacts might there be to having a different form.  

· PIM 107 is the number for this PIM as there were no objections to working this at a future time. 

· Error messages addressed in XIS & IIS.  When Error Messages are returned, should they be put on the failed list?

· Hold & Replay functionality - XML – Support Hold & Replay without being placed into inactive status

· Neustar and 10x People local vendors use the Hold/Replay function often without being placed into an inactive status. It has been used about 90 times in the last year. iconectiv was asked to consider putting changes into the new NPAC to support an implementation to support what the Neustar NPAC provides. 

· [bookmark: OLE_LINK100][bookmark: OLE_LINK101][bookmark: OLE_LINK102]Placing SPs on Hold for this reason is causing routing issues. (D. Tucker - VZ, R. Dillon - ATT, S. Addington - Sprint, T. Patton - ATT all identified this as a problem that causes them to utilize resources to troubleshoot) 

· It was noted that messages like Heartbeat can still be sent when on hold

· PIM 108 is the number for this PIM as there were no objections to working this at a future time. 

· Hold & Replay functionality – Should it be supported in CMIP?

· Action Item 03062018-06:  SPs and Vendors to determine impact assessment of this situation and the impact of not having Hold/Replay available for CMIP systems.

· Hold & Replay functionality – Capability to place transactions on Hold

· Action Item 03062018-07:  iconectiv to explain how inbound processes are being handled while a system is on hold and to provide the behavior of inbound messages in general.



Inter-carrier subcommittee status – R. Dillon

The Intercarrier Testing Sub Committee (ITSC) continues to meet and has scheduled meetings every Friday 10am PT, 1pm ET through March 30th with an agenda that includes a status from iconectiv NPAC Test support, a TOM Summary of Group & Round Robin Test Planning and Execution Summary, and open discussion from Service Providers, Service Bureaus, and Iconectiv NPAC Test support. 



The iconectiv Industry NPAC Test Environment with Release B and all remaining patches.  Iconectiv NPAC Test support has been leading group test cases such as Round Robin and SPID Migrations.



Partner, Group, and Round Robin Test cases have been reworked during the last several months by the ITSC. Michael Doherty from iconectiv will discuss the updates during the March LNP TOSC (or APT) agenda and lead discussion and change management activities to incorporate this rework into the Industry documents.



The TOM has recorded the following via it's survey; 

99 Test SPIDs Logged 

•91 connected to testbed one; 8 pending connection (up from 28 and 62 respectively)

•19 organizations (up from 13)

•39 CMIP, 60 XML (up from 35 & 35 respectively)

•50 wireline, 36 non-carrier, 13 wireless

•All test cases have been executed at least once twice and 30 test cases have been executed at least six times. 

•14 SPID pairs have reported test results

•No open defects



Several topics of discussion include:

•Automated and/or configured behavior by local systems has prevented/altered specific steps in some Test Cases to be executed as written, resulting in modified execution (Additional notes incorporated into Test Plan)

•Test environment and data setup pre-requisites have caused confusion, inaccurate test executions, and delay by some Service Providers. Service Providers that use Service Bureaus should work with both iconectiv NPAC and their supporting Service Bureau to confirm their environment and data are appropriately set up 

•Recommendations for changes to the Test cases have been included into the ITSC Test plan based on Service Provider Partner execution



WEDNESDAY March 7, 2018

		Name

		Company

		Name

		Company



		John Skousen

		10xpeople 

		Anand Rathi

		Neustar



		Lisa Marie Maxso

		10xpeople

		Bill Reidway

		Neustar



		David Alread

		AT&T

		Dave Garner

		Neustar (phone)



		Renee Dillon

		AT&T

		Gary Sacra

		Neustar (phone)



		Teresa Patton

		AT&T

		Jim Rooks

		Neustar



		Anna Kafka

		Bandwidth

		John Nakamura

		Neustar (phone)



		Josue Adrianzen

		Bandwidth

		Lavinia Rotaru

		Neustar



		Lisa Jill Freeman

		Bandwidth

		Marcel Champagne

		Neustar (phone)



		Rob Brezina

		Bandwidth

		Mubeen Saifullah

		Neustar



		Shannon Donohue

		Callfire

		Pamela Connell

		Neustar (phone)



		Nancy Cornwell

		Cellcom (phone)

		Paul LaGattuta

		Neustar (phone)



		Joy McConnell-Couch

		CenturyLink (phone)

		Shannon Sevigny

		Neustar Pooling (phone)



		Glenn Clepper 

		Charter 

		Tara Farquhar

		Neustar Pooling (phone)



		Kathy Troughton

		Charter (phone)

		David Kesselring

		Oracle



		Erik Chuss

		ChaseTech Consulting (phone)

		Towanda Russell

		RCN



		John Howison

		Cincinnati Bell (phone)

		Mary Retka

		SOMOS



		Myra Morales

		Claro

		Hollie Carrender

		Sprint



		Randee Ryan

		Comcast

		Rosemary Leist

		Sprint



		Sheri Pressler

		Frontier Com (phone)

		Suzanne Addington

		Sprint 



		Wendy Rutherford

		GVNW (phone)

		Jeanne Kulesa

		Synchronoss (phone)



		Dave Gorton

		iconectiv

		Bob Bruce

		Syniverse



		Doug Babcock

		iconectiv

		Margie Mersman

		TCA (phone)



		George Tsacnaris

		iconectiv

		Paul Nejedlo

		TDS Telecom (phone)



		John Malyar

		iconectiv

		Luke Sessions

		T-Mobile



		Krishan Chakravarthi

		iconectiv

		Bill Reilly

		TOM



		Lily Dhillon

		iconectiv

		Greg Chiasson

		TOM



		Michael Doherty

		iconectiv

		Jonathan Turner

		TOM (phone)



		Pat White

		iconectiv

		Amanda Molina

		Townes Telecom (phone)



		Paul Mazouat

		iconectiv

		Bale Pathman

		Verizon Wireless



		Shanmugavel Krishnan

		iconectiv

		Deb Tucker

		Verizon Wireless



		Bridget Alexander White

		JSI 

		Kathy Rogers

		Verizon Wireless



		Dave Malfara

		LNP Alliance (phone)

		Jason Lee

		Verizon (phone)



		Jerry James

		LNP Alliance (phone)

		Anne Brames

		Windstream (phone)



		Bonnie Johnson

		Minnesota DOC (phone)

		Lynn Denton

		Windstream (phone)



		Lynette Khirallah

		NetNumber 

		Scott Terry

		Windstream (phone)











January 9-10, 2018 Draft LNPA WG Meeting Notes Review:



The January 9-10, 2010, LNPA TOSC DRAFT notes were reviewed and approved.  The notes were issued as FINAL.



February 14, 2018 Draft LNPA WG Conference Call Notes Review:



The February 14, 2018, LNPA TOSC DRAFT notes were reviewed and approved.  The notes were issued as FINAL.

			 

Updates from Other Industry Groups:

OBF (ORDERING AND BILLING FORUM COMMITTEE) - Randee Ryan – Comcast



WIRELESS SERVICE ORDERING SUBCOMMITTEE

The Wireless Service Ordering subcommittee did not meet since the last TOSC meeting. 

Discussion - NA

The next meeting is scheduled for March 9th, 2018.

LOCAL SERVICE ORDERING SUBCOMMITTEE

The Local Service Order Subcommittee January 18, 2018 and, February 1, 2018. The February 13th meeting was cancelled.

New Issues

No new Issues



Current Issues

Issue 3568, LSOG: Modify Local Response to individual Notice by response type
Issue 3568 was originally tabled as a low priority Issue until higher priority items could be worked and incorporated in the LSOG.



Issue 3595 LSOG:  Abbreviated High Speed Internet Form and Practice

Participants reviewed and modified the proposed new Data Unified (DU) Form and Practice 

Issue 3595 is deferred to a subsequent LSOG Release in order to allow additional time to complete the work required in constructing a new practice.



Issue 3597, LSOG: Add two new values to the AC (Account Structure Field) on the LSR (071)

Issue 3597 was tabled until a subsequent LSOG release. It was noted that if there is no progress on this Issue in early 2018, the Issue will be withdrawn. Should the Issue be withdrawn, it can be resubmitted in the future if there is an interest.



Other Discussions

There is not a business need for OBF LSO to attend AMOC 2018.

It was noted that the target date for the next LSOG release was changed to TBD.



The Committee discussed what issues will likely be included in the next LSOG Release. 



Next Meetings:

LSO will meet

0. March 15, 2018 11:00 am ET – 1:00 pm ET

0. April 19, 2018 11:00 am ET – 1:00 pm ET



INC (Industry Numbering Committee) - Dave Garner – Neustar:

INC Issue 839: Combine the Central Office Code (NXX) Assignment Guidelines (COCAG) and the Thousands-Block (NXX-X) Administration Guidelines (TBPAG) into one Document

Issue Statement:  The INC created the Central Office Code (NXX) Assignment Guidelines in the 1990’s during the transition of central office administration to the NANPA under the FCC contract,  and then created the Thousands-Block (NXX-X) Administration Guidelines in the late 1990’s, when the FCC mandated thousands-block pooling.  The INC has continued to maintain the two sets of Guidelines to address the processes for the separate NANP resources due to the different assignment procedures, different timelines, and different Number Administrators contracted by the FCC.  

 

Although there are separate processes for central office codes versus thousands-blocks, there are also many similarities in administration and processes that involve both codes and blocks. The INC is currently developing a single document which will be more user-friendly to service providers, administrators, and INC.



Edits to ATIS Documents for NPAC Website

On January 3, 2018, an email was received by Jackie Wohlgemuth, ATIS Manager, Global Standards Development, from the Change Management Administrator (CMA) with cc: John Malyar, iconectiv, stating:

Jackie,

              As part of the LNPA transition, the new NPAC website was launched on 9-29-17.  This website contains key documents and information about topics related to Local Number Portability and the NPAC.  Specifically information such as PIMs (Problem & Issues Management), NANC COs (Change Orders), meeting agendas, meeting minutes, contact information, transition information, NPAC software release information and other resources.  The NPAC website is referenced in numerous ATIS industry documents and processes (e.g., the COCAG and TBPAG). There may be others that include references/links to the former NPAC website.  These links, currently referenced in industry documents, processes and websites, may need to be updated to show the new NPAC website.  The link to the new NPAC is: https://numberportability.com/  



              Therefore we are requesting that a notification be sent to all ATIS Groups requesting that they review and update any documents, processes and websites that they maintain, with the link to the new NPAC.  



Thank you in advance for your prompt attention to this request.

Change Management Administrator

iconectiv



INC discussed this request during the January 2018 meeting. It was agreed that changes to the INC documents are needed and an Issue needs to be submitted to address this request. It was noted during the INC meeting, that the current Neustar website under the LNPA WG tab, explains the changes in the CMA responsibilities and redirects visitors to the iconectiv CMA and the NPAC websites for LNPA WG information, so those looking for information on LNPA WG will be able to locate it.  iconectiv agreed to submit an Issue to identify the documents and changes in those documents that need to be updated.



INC Discussion of Industry Activities

INC continues to discuss industry activities and participant in joint meetings with other ATIS committees in order to identify and understand any impacts on numbering resources and current INC Guidelines. During January meetings, INC:

· Contributed to ATIS Comments on FCC 17-133, WC Docket No. 17-244, WC Docket No. 13-97,

NPRM/NOI on Nationwide Number Portability and Numbering Policies for Modern Communications

· On October 26, 2017, the FCC issued this Notice of Proposed Rulemaking (NPRM) and Notice of Inquiry (NOI), seeking comment on how best to move toward complete nationwide number portability to promote competition between all service providers, regardless of size or type of service (wireline or wireless). They also explore how technical aspects of our current LNP and dialing parity rules hinder the efficient routing of calls throughout the network, causing inefficiencies and delays. 

· Filed Comments on December 27, 2017

· Filed Reply Comments on January 26, 2018

· In Joint ATIS INC, Next Generation Interconnection Interoperability Forum (NGIIF), Packet Technologies and Systems Committee (PTSC), and Ordering and Billing Forum (OBF) meetings, members provided input on impacts of the possible implementation of nationwide number portability.



Action Items Not Previously Discussed in the Agenda:



02142018-01: iconectiv to draft Change Order for PIM 104 – BDD File Compression. Closed 3/6/18



02142018-02: iconectiv to draft Change Order for PIM 105 – SMURF Naming Convention. Closed 3/6/18



01092018-03:  iconectiv to find out the schedule for propagating the accommodations to the Industry Test Bed.  Closed 3/6/18



09122017-04: Iconectiv to introduce DOC only Change Order for removing the PTO flag attribute from the requirement– iconectiv to do this by Feb ’18 mtg. Completed 2/14/2018



09122017-05: Change Order 504 modifications to address PIM 102 

This item will be kept open to be addressed after testing completes. 



08222017-01: iconectiv will complete FRS documentation updates for NANC 495 and include this Change Order in future document updates. Updates were included in the 3/6/18 changes. Closed



Unfinished/New Business:

Anne Brames, Windstream requested further discussion on Rollback and Fallback. If there is a failure, rollback cannot occur without a Neustar agreement. 



The TOM responded that there is a low probability for a rollback and there is an agreement for fallback. The preference is to have an agreement in place and parties are continuing to work on the issue. Providers have the resubmission aid and they should continue to prepare. iconectiv is planning to continue with the transition regardless and if there are issues post transition, their plan is to fix in place. 



Bill Reidway, Neustar noted that they are not opposed to putting a Contingency Rollback agreement in place and there are a variety of solutions but the solution on the table is not viable to Neustar. Neustar wanted a test that they considered to be viable and he said it is irresponsible to assert that there are silver bullets out there or ongoing negotiations that aren’t in place now. The last CR meeting was February 16th.

 

Glenn Clepper, Charter, mentioned that providers should check the FCC Docket 97-116 for additional ex partes and information available from different companies with public information on what has transpired. There are filings to review for education. 



2018 Meeting Schedule:

January 9-10, 2018 - F2F – San Diego, CA hosted by iconectiv

February 14, 2018 – call 10 Eastern

March 6-7, 2018 - F2F – Durham, NC hosted by Bandwidth

April 4, 2018 – call 10 Eastern

April 24-25, 2018 F2F – Overland Park, KS hosted by Sprint

May 9, 2018 – call

June 5-6, 2018 – F2F – TBD hosted by Neustar

Additional dates are tentative and preliminary subject to Commission Staff guidance. 

CenturyLink can host in July or September in Denver if needed.

July 10-11, 2018 – F2F

August 8, 2018 – call (if needed)

September 11-12, 2018 – F2F

October 10, 2018 – call (if needed)

November 6-7, 2018 – F2F

December 5, 2018 – call (if needed)



March 2018 Meeting Adjourned:

Having completed the agenda for the March 6-7, 2018, LNPA Transition Oversight Sub-Committee meeting the meeting was adjourned.  





Next Full Meeting … April 24-25, 2018:  Location Overland Park, KS…Hosted by Sprint
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Overview


Ancillary Services (ELEP, WDNC & IVR – LEA) went Live on 3/4/18 


Southeast Region Transition (4/8/18) is a month away


Credentials have been distributed


Customer Portal is active


Key Exchanges are wrapping up


Application Connectivity Sessions are ending 3/18/18 


(4 of 6 sessions have been completed)


We are fast approaching the cutover weekend





Time to shift focus from User Activation to the Cutover
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Overall NPAC Cutover Plan
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Southeast


& IVR


Midwest


Northeast


Mid-Atlantic


Western


West Coast


Southwest
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Regional NPAC Cutover Event
Maintenance Window


* If local systems were down at start of Maintenance Window, some form of recovery will be needed


									iconectiv			Mechanized Users


			10:00 PM									


			11:00 PM									


			12:00 AM									


			1:00 AM									


			2:00 AM									


			3:00 AM									


			4:00 AM									


			5:00 AM									


			6:00 AM									


			7:00 AM									


			8:00 AM									


			9:00 AM									


			10:00 AM									


			11:00 AM									


			12:00 PM									





Industry Maint. Window


NPAC Maint. Window


Send Migration “Go” Notification


Open Conference Bridge


Load and Validate final Data Migration files


Monitor Connectivity and Assist Users with Connectivity Issues





Modify Local Systems Configuration to point to iconectiv





9 hours


Saturday


Sunday


Local Systems attempt to bind to new NPAC/SMS


(Connectivity Verification)

















Operations/Application Monitoring


Exit maint. mode, connect to new NPAC/SMS *


10 hours


 Begin normal porting operations


 Support Users with Connectivity or Recovery
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All times are CT
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Regional Cutover Timeline


			Start Time			End Time			Activity


			10:00 pm CT			10:00 pm CT			iconectiv and TOM confirm ready to start Cutover


			12:00 am CT			12:00 am CT			Neustar NPAC and Local Systems enter maintenance mode


			12:00 am CT			  2:00 am CT			Neustar creates final Data Migration delta files


			12:00 am CT			  2:00 am CT			Users update Local Systems to install keys and change network addresses using the MOPs they’ve developed or received from their local system vendor


			  2:00 am CT			  4:00 am CT			iconectiv downloads Final Data Migration files, loads and verifies data


			  4:00 am CT			  4:00 am CT			Data Migration Complete


			  2:00 am CT			  4:00 am CT			Local System Connectivity Verification
Local systems should attempt to connect
Connection will be refused as NPAC is in maintenance
Progress on successful connectivity will be monitored and reported to Bridge


			 4:00 am CT			  7:00 am CT			Assist Users with Connectivity issues
Final System Readiness review


			  7:00 am CT			 			iconectiv takes NPAC out of maintenance 

















Industry 


Communications


© 2018 Telcordia Technologies, Inc. dba iconectiv. 


All rights reserved.











Regional Cutover Timeline


6


			Start Time			End Time			Activity


			  7:00 am CT			  8:00 am CT			LSMS systems will be gradually connected to the NPAC
in scheduled groups


			  8:00 am CT			10:00 am CT			SOA systems will be gradually connected to the NPAC
in scheduled groups


			10:00 am CT			10:00 am CT
			End of Service Provider Maintenance Window
Reminder:  The LNPA Transition Oversight Subcommittee and the NAPM LLC would like to remind all Service Providers that PIM 2 is in effect every Sunday during the predefined Industry Maintenance Window: “No routine porting activity involving a SOA Notification or LSMS broadcast (to include all Creates, SV and Pooled Blocks Activates, Modifies, Disconnects, Audits and Recovery) will be performed during the maintenance window. The goal here is to eliminate all activities that generate any SOA or LSMS messages during the maintenance window so that the service providers do not have any messages to recover when they come back on-line at the end of the maintenance window.


			10:00 am CT						Begin normal porting operations
LTI, Help Desk Users
BDDs and Reports











Industry 


Communications


© 2018 Telcordia Technologies, Inc. dba iconectiv. 


All rights reserved.














6





Local System Connection Turn-Up
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This initial turn-up will be done in an orderly fashion, according to a defined schedule. 


Times will be assigned to Users for their Group


Communications to Users will begin this week


Planning the Cutover


Requesting User Contacts


User Contacts should be provided for each Local System:


Lead Technical Contact


Backup Technical Contact


Network Contact


Escalation Point











Industry and Other Stakeholders


 Data Migrations, NOC/SOC, Networks, 


System Administration, Security


Communications and Status
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Project Management & Governance











Industry Communications Bridge (TOM)


Help Desk


Operations 


Mech Users Bridge





All Users





Tech Bridges


Tech Bridges


Tech Bridges


Tech Bridges


Tech Bridges


Tech Bridges


Mechanized Users
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Regional Cutover Communications


For problems, not status











Notifications
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Planned notifications triggered by checkpoints will be sent via:


Email


Cross Regional email list and Regional Mechanized User email list


If you selected these lists at registration you will be automatically subscribed


If not, you can register for them by visiting https://maillist.numberportability.com/ and clicking on the CROSS-REGIONAL or MECH-USERS-SE list and then clicking subscribe under “Options”. Note there are 7 regions for MECH-USERS lists


Announcement on Open Conference Bridges


			Estimated Timing			Content


			Friday 1:00 PM CT			Cutover Weekend is a Go


			Saturday 10:00 PM CT			Cutover is a Go, Industry Communication Bridge is open


			Saturday 11:45 PM CT			Mechanized User Bridge is open


			Sunday 4:00 AM CT			Cutover is on schedule


			Sunday 7:00 AM CT			Cutover is on schedule


			Sunday 9:00 AM CT			NPAC Maintenance Window is ending


			Sunday 10:00 AM CT			Industry Service Provider Maintenance Window is ending


			Sunday 1:00 PM CT			Cutover is successful














Recovery Considerations
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If a CMIP SOA/LSMS System is down at the time of transition and needs to do a recovery, SWIM recovery will not be available


If an XML SOA/LSMMS is down or behind in processing transactions at the time of the transition, it will need to do recovery


Users can use Time-Based Recovery or BDD files  


If you normally use SWIM Recovery, but can support stand-alone Time-Based Recovery, you should use Time-Based Recovery


If you normally use Time-Based Recovery, you can use it for recovery.


Otherwise, you should contact the iconectiv Help Desk to request a BDD file for recovery.


If you are unclear about how to support this type of recovery with your SOA/LSMS system, it is suggested that you contact your vendor.


If your SOA or LSMS system is down when the cutover maintenance window starts, you should contact the iconectiv Help Desk to open a support ticket in advance.











Other Planning Considerations
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It is recommended that Users minimize the transactions that are processed in the hours surrounding the LNPA transition and … 


Stop transactions a short time before the start of the cutover maintenance windows (e.g., 11:45 PM CT)


Limit the scheduling of pending disconnects during or right after the cutover maintenance windows


Avoid large porting projects for 2-3 days after each regional cutover





Notification information 


Notifications generated by Neustar will not be available for viewing in the GUI or recovery by a SOA after the transition 


Providers that use notifications for their workflow could save the information from the incumbent LNPA GUI or get the latest via a BDD from the incumbent LNPA before the transition of the region
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Reminder - 
Transition SPID Migration Blackout Summary


Large Project Avoidance weeks (gray filled)


4/8/18


5/6/18


5/20/18


			SE						x						x						x																																				


			MW,NE,MA																														x						x						x												


			W,WC,SW																																										x						x						x





			Regions			SPID Migration Blackout Weekends									Avoid Large Projects


			SE			4/1/18			4/8/18			4/15/18			4/1/18 - 4/14/18


			MW, NE, MA			4/29/18			5/6/18			5/13/18			4/29/18 - 5/12/18


			W, WC, SW			5/13/18			5/20/18			5/27/18			5/13/18 - 5/26/18








SPID Migration Black Out Weekends – x 
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These are reflected on the  SPID Migration Schedule on npac.com











LNPA Transition Documents


NPAC Transition Overview:  distributed 1/31/18


Mechanized User Regional Cutover Playbook:  distributed 2/9/18 








To access these documents on the iconectiv NPAC Customer Portal 


Log in at  https://portal.numberportability.com/


Select “Support”


Select “Knowledge Base”


Select “Transition” from the KB Categories
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Upcoming
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Customer Portal Credentials:  Order for additional Users


LTI Users:  Order your credentials


Help Desk Users:  Your credentials to call the help desk are coming in the next two weeks


Mailing Lists:  You will receive info in the next two weeks


sFTP:  You will receive info in the next two weeks


Billing Contacts:  You should have received an email last week that you will receive your access credentials within the next two weeks.











Summary
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Regional Cutover Maintenance Window will be a busy time for all





Be Prepared – People, Processes, Procedures, Systems, Vendor Support





Be On Time – for your system turn-up





Be Informed – via Conference Bridges, WebEx, Email Notifications
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On-Boarding Notification letter


			Introduction





			The On-boarding of New Trading Partners Guide was prepared by the Local Number Portability Working Group New Entrant sub-team (LNPA WG) to assist companies completing the steps to become local exchange carriers (LECs), interconnected VoIP providers (iVoIPs), and wireless service providers (WSPs). This Guide provides a high level summary of the major requirements LECs, iVoIPs and WSPs must fulfill in order to compete and port with carriers within the United States and is not intended to be a completely comprehensive list. New entrants are fully responsible for obtaining all information required and must not solely rely upon this list. 





			Before a company initiates any of the steps described in the Guide, it should determine its appropriate classification considering factors such as services to be offered, company ownership, and ownership and control of facilities. The Guide is not designed for use by interexchange carriers (IXCs), Internet service providers (ISPs), mobile virtual network operators (MVNOs), and various types of resellers. These companies should refer to the federal or applicable state web sites for descriptions of the relevant steps for market entry.





			The tasks in the Guide are grouped into categories, and the steps within each category are listed in their approximate sequence. While many of the steps can be conducted in parallel, other steps cannot commence until prerequisites are completed. The prerequisites identified in the Guide are provided as guidance but the sequence of steps could vary, and each company should  determine the correct order for its particular circumstances.  Many of the steps apply to LECs, iVoIPs, and WSPs, but some of them are unique to only one or two of the three types of carriers. For each of the steps, the Guide indicates if the step applies to LECs, iVoIPs, WSPs or both.





			Depending how a carrier decides to provide its services, not all of the steps may apply (e.g.,LNP Testing is not required by all service providers).  In addition, where a LEC provides its services through a resale arrangement or other business arrangement involving an underlying carrier, some of the steps may have been completed previously by the underlying carrier.  A reference to a source document is provided for most of the steps, allowing a company to obtain more information.





			The Guide is accurate as of date of issue but carrier obligations are changed by the FCC/state regulatory bodies from time to time. Other industry bodies, including the LNPA WG, also frequently refine processes and responsibilities that could affect the obligations in the Guide. LECs, iVoIPs, and WSPs relying on the Guide are urged to check the FCC's web site and with other industry bodies, as appropriate, to determine if there are changes, additions or deletions to any of the steps. At a minimum, it is expected that all telecommunications service providers will monitor developments at the FCC, state regulatory bodies and in industry groups.
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LNP - New Entrant


			Grouping 			Task 			LEC/WSP/iVOIP			 Reference/Websites


			State/Federal Requirements									iconectiv as the LNPA will update the following links every 6 months and present our findings accordingly 


						Articles of Incorporation 			LEC/WSP			Applicable Secretary of State  


						Request State Certification(CLEC)			LEC			Applicable State PUC/PSC/Regulatory Agency - https://www.naruc.org/about-naruc/regulatory-commissions/   


						Obtain FCC iVoIP authorization			iVoIP			Obtain nationwide authorization from the FCC - fcc.gov


						Obtain licenses/spectrum to operate as a WSP			WSP			Obtain license and spectrum from the FCC - fcc.gov


						File tariffs per Commission directives			LEC			Applicable State PUC/PSC/Regulatory Agency - https://www.naruc.org/about-naruc/regulatory-commissions/


						Other Regulatory Requirments as required by state/federal government			LEC			Applicable State PUC/PSC/Regulatory Agency - https://www.naruc.org/about-naruc/regulatory-commissions/


						Other Regulatory Requirements as required by the federal government			WSP			fcc.gov and faa.gov


						Read and understand the FCC adopted NANC Interservice Provider LNP Operations Flows & consider participation in the NANC LNPA-WG 			WSP/LEC/ iVoIP			https://numberportability.com/industry-info/lnpa-working-group/nanc-lnp-process-flows/


			Agreements


						Request interconnection with the applicable carrier (optional)			LEC/WSP/  iVoIP			Consult carrier website or counsel for appropriate contacts


						Execute Interconnection Agreements (ICA) /file with State Commissions (as applicable)			LEC/WSP/  iVoIP			https://www.naruc.org/about-naruc/regulatory-commissions/


						Traffic Exchange Agreements (TEA) ( as applicable)			LEC/WSP/  iVoIP			This is an individual case basis item.


			Network Requirements 


						Obtain CLLI codes			LEC/WSP/  iVoIP			http://store.commonlanguage.com


						Establish POIs (if applicable)			LEC/WSP/  iVoIP			Confirm the connection requirements with the applicable interconnecting partner


			Network Interconnection 


						Implement interconnection arrangements with ILECs, WSPs or other LECs as appropriate			LEC/WSP/  iVoIP			 


						Complete connectivity testing 			LEC/WSP/  iVoIP			For example:CNAM, LNP, 911 routing,trunking etc…


						Complete 911 testing			LEC/WSP/  iVoIP


			911			 


						Determine 911 obligations 			LEC/WSP/  iVoIP			 www.NENA.org


						Read and understand pANI Administration Guidelines			WSP/iVoIP			http://www.atis.org/01_committ_forums/INC/inc_docs.asp


						Request Company Code / OCN (if not already assigned)			LEC/WSP/  iVoIP			http://www.neca.org


						Obtain RNAS Login ID from RNA (pANI Administrator)			WSP/iVoIP			https://www.nationalpani.com/rnas/UserRegistrationPage1.do


						Obtain NENA Company ID			LEC/WSP/  iVoIP			www.NENA.org


						Construct pANI number administration, pANI number management, pANI annual reporting and compliance practices			WSP/iVoIP			Internal Process


						Obtain pANIs resources (NENA ID required)			WSP/iVoIP			http://www.nationalpani.com/documents/index.htm and https://www.atis.org/docstore/product.aspx?id=27890


			NPAC Registration


						NPAC User Helpdesk			LEC/WSP/  iVoIP			Instructions and documentation for entities interested in becoming an NPAC User can be found in the "Get Started" tab  on the https://www.numberportability.com/ website.  The NPAC Helpdesk contacts can be accessed via the following link: https://numberportability.com/resources/contact-iconectiv/


						Application Process			LEC/WSP/  iVoIP			https://numberportability.com/transition/service-providers/


						Execute LNPA Agreements 			LEC/WSP/  iVoIP			https://www.numberportability.com/


						Assign SPID			LEC/WSP/  iVoIP			Obtain Company Code/OCN (if not already assigned) and use as the SPID - neca.org


						Establish method of NPAC connectivity 			LEC/WSP/  iVoIP			https://www.numberportability.com/


			Trading Partners


						Construct TPP/Business Rules			LEC/WSP/  iVoIP			View the following link for a sample TPP:  https://numberportability.com/search/?q=trading+partner


						Contact initial SPs that you intend to trade with in order to facilitate the exchange of Business rules or TPPs.			LEC/WSP/  iVoIP			https://portal.numberportability.com/login   - or - contact your contracted Service Bureau (SB)


						Develop an on-going process to add new Trading Partners			LEC/WSP/  iVoIP


						Arrange and complete inter carrier testing with trading partners (OPTIONAL)			LEC/WSP/  iVoIP


			 Numbering Activities 


						Read various Getting Started guides from the NANPA and the PA			LEC/WSP/  iVoIP			http://www.nanpa.com/tools/trainGuides/Getting_Started_with_CO_Code_Assignments.pdf                                                                    http://www.nationalpooling.com/tools/SPchecklist/SPchecklist.pdf                                                                                                 http://www.nationalpooling.com/tools/new_to_pooling/index.htm


						Read and understand the INC Guidelines, particularly the Central Office Code Assignment Guidelines (COCAG), Thousands-Block Pooling Guidelines, LRN Assignment Practices, NRUF Reporting Guidelines, TN Administration Guidelines, and CIC Administration Guidelines			LEC/WSP/  iVoIP			http://www.atis.org/01_committ_forums/inc/documents/


						Request Company Code / OCN  - if not already assigned			LEC/WSP/  iVoIP			http://www.neca.org


						Decide method of updates to BIRRDS  -- directly or through an AOCN 			LEC/WSP/  iVoIP			Access: http://www.trainfo.com  for a list of AOCNs


						Obtain NAS and PAS Login IDs from NANPA and the PA			LEC/WSP/  iVoIP			https://www.nationalnanpa.com/enas/UserRegistrationPage1.do and http://www.nationalpooling.com/


						Obtain RAO 			LEC/WSP/  iVoIP			http://www.trainfo.com


						Obtain Access Customer Name Abbreviation (ACNA) assignment (IF APPLICABLE)			LEC/WSP/  iVoIP			http://store.commonlanguage.com


						Obtain CIC (IF APPLICABLE)			LEC/WSP/  iVoIP			http://www.nanpa.com/number_resource_info/CIC_General_Information.pdf


						Construct number administration, number management, NRUF reporting and NRO compliance practices			LEC/WSP/  iVoIP			Internal Process


						Request Numbering - NXX			LEC/WSP/  iVoIP			http://www.nanpa.com/tools/trainGuides/Getting_Started_with_CO_Code_Assignments.pdf and https://www.atis.org/docstore/product.aspx?id=27882


						Request Numbering - Thousand Blocks			LEC/WSP/  iVoIP			http://www.nationalpooling.com/tools/SPchecklist/SPchecklist.pdf and https://www.atis.org/docstore/product.aspx?id=27894


						Assign an LRN			LEC/WSP/  iVoIP			https://www.atis.org/docstore/product.aspx?id=25690
  


			LNPA WG


						Contact the chair to be added to distribution list for future meetings, minutes and other discussion items regarding Number Portability.  The link to the right also includes FAQs and all documents from past meetings.			LEC/WSP/  iVoIP			https://numberportability.com/industry-info/lnpa-working-group/


						LNP Best Practices			LEC/WSP/  iVoIP			https://numberportability.com/industry-info/lnpa-working-group/lnp-best-practices/


						NANC LNP Process Flows and Descriptions			LEC/WSP/  iVoIP			https://numberportability.com/industry-info/lnpa-working-group/nanc-lnp-process-flows/





https://www.npac.com/user/loginhttp://www.npac.com/customer-center


Tasks for LECs and WSPs


			Grouping 			Task # 			Task 			LEC / WSP (1)			Common Groupings			Document Reference (where found)			Prerequisites


			CRTC Registration 


						1			Register with the Commission that it intends to become a CLEC and Attest in writing that it understands and will conform to the obligations set out in Decision 97-8 			LEC						http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM


						2			Notify the Commission once the requirements imposed on CLECs in Telecom Decision CRTC 97-8, Local Competition, 1 May 1997 have been satisfied. The notification should include a description on how the CLEC obligations have been satisfied along with a reference to the relevant Commission determinations. Serve a copy of the notification on other local exchange carriers, on the Central Funds Administrator (CFA), Canadian Numbering Administration Consortium (CNAC), Canadian Local Number Portability Consortium (CLNPC)			LEC			CRTC Requirements			http://www.crtc.gc.ca/eng/8180/8180m.htm; http://www.clnpc.ca; www.cnac.ca/cnac/cna_consortium.htm


						3			Obtain licenses to operate as a WSP from industry Canada.			WSP			Industry Canada 			http://www.ic.gc.ca/epic/site/smt-gst.nsf/en/h_sf08104e.html


						4			Retain on file details of service options, and charges (para 292, 293)			LEC			CRTC Requirements			http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM			Register with CRTC


			 			5			Identify to CRTC the exchanges in which service will be offered.  With copies to all LECs and proposed CLECs within the exchanges. Make serving area maps available at company business offices upon request.			LEC						http://www.crtc.gc.ca/eng/8180/8180m.htm


						6			Retain on file policies on access to enhanced service providers			LEC			CRTC Requirements						Register with CRTC


						7			Retain policies to protect privacy and confidential information 			LEC/WSP			CRTC Requirements						Register with CRTC


						8*			File tariffs and agreements per Commission directives. (Telecom Decision 97-8 - para 190, 192, 227, 279, 282, Telecom Decision CRTC 2011-92)			LEC			CRTC Requirements			        c  http://www.crtc.gc.ca/archive/ENG/Decisions/2007/dt2007-129.htm


						9			Complete PIC/CARE Handbook and file with CRTC			LEC						http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


			CLNPC Membership 


						10			Type 3 and Type 4 LECs may choose to join the CLNPC, if not, they must outsource all porting activities to a third party who is a registered shareholder of the CLNPC however if Type 3 and Type 4 LECs' join CLNPC, tasks 11-14 would apply			LEC/L3-4/WSP			CLNPC			http://www.crtc.gc.ca/eng/8180/8180m.htm;  http://www.clnpc.ca;  CLNPC New Member Information package


						11			Execute Neustar Agreements 			LEC/WSP			CLNPC			www.npac.com			CLNPC Membership


						12			Establish method of NPAC connectivity 			LEC/WSP			CLNPC			www.npac.com			CLNPC Membership


						13			Assign representative and participate in the CLNPC Board of Directors  -  			LEC/WSP			CLNPC			CLNPC New Member Package			CLNPC Membership


						14			Assign representative and participate in the CLNPC Ops team 			LEC/WSP			CLNPC			CLNPC New Member Package			CLNPC Membership


			CNAC Requirements 


						15			Join CNAC (membership optional) 			LEC/WSP			CNAC			http://www.crtc.gc.ca/eng/8180/8180m.htm;  http://www.clnpc.ca  CLNPC New Member Information package;  www.cnac.ca/cnac/cna_consortium.htm


						16			Execute Service User Agreement( long form)  for members.			LEC/WSP			CNAC			www.cnac.ca/service_agreement/service_agreement.htm			Mandatory for CNAC Members


						17			Execute Service User Agreement( short form)  for non members. Note: Tasks 17-20 do not apply if  numbering resources (e.g. Number blocks) are obtained exclusively from a third party, otherwise  they are applicable.			LEC/L3-4/WSP			CNAC			www.cnac.ca/service_agreement/service_agreement.htm


						18			Comply with CNAC Reporting requirements			LEC/WSP			CNAC			http://www.cnac.ca/co_codes/nruf/latest_forms/nruf_latest_forms.htm#Annual


						19*			Obtain Central Office codes per COCA guidelines.			LEC/WSP			CNAC			www.cnac.ca/co_codes/co_code_guidelines.htm


						20*			Assign an LRN			LEC/WSP			CNAC			www.crtc.gc.ca/cisc/eng/cisf3fg.htm


						21			Comply with CNAC guidelines and procedures.			LEC/WSP			Guidelines			www.crtc.gc.ca/cisc/eng/cisf3fg.htm


						22			Comply with COCA guideline			LEC/WSP			Guidelines			www.crtc.gc.ca/cisc/eng/cisf3fg.htm


						23			Obtain a list of current/upcoming area code relief planning activities.			LEC/WSP			CNAC			www.cnac.ca/npa_codes/relief/overview.htm


						24			Update BIRRDS either directly or through an AOC			LEC/WSP			CNAC			http://www.trainfo.com/products_services/tra/catalog_details.html


			Other Numbering Activities 


						25			Obtain CIC (required if LEC is also an  IXC)			LEC			CNAC			www.crtc.gc.ca/cisc/eng/cisf3fg.htm


						26			Request OCN from (National Exchange Carriers Association) NECA			LEC/WSP						https://www.neca.org/PublicInterior.aspx?id=94  https://www.neca.org/PublicInterior.aspx?id=1947			 


						27			Assign SPID			LEC/WSP						www.npac.com     			The service provider assigns their own SPID using their OCN.


						28			Obtain RAO from iconectiv			LEC						http://www.trainfo.com/products_services/tra/downloads/raoguide.pdf


			CFA Requirements 


						29			Join CFA (optional), membership is not mandatory.			LEC						http://www.crtc.gc.ca/eng/8180/8180m.htm


						30			Comply with CFA Reporting requirements			LEC						http://www.crtc.gc.ca/PartVII/eng/8638/CRTC/CCMRep.htm


			 			31			Participate in the National Contribution Fund in accordance with Changes to the contribution regime, Telecom Decision CRTC 2000-745. (optional): In Telecom Regulatory Policy 2011-291, the Commission determined that, effective 1 June 2011, subsidies would no longer be available to CLECs. As such, CLECs are no longer required to become CTCC shareholders. However, since CLECs are still required to file their annual contribution revenue information, pursuant to Telecom Decision 2000-745, they still have the option of becoming CTCC shareholders.			LEC						http://www.crtc.gc.ca/eng/archive/2000/DT2000-745.htm


			WNP Service Bureau Activities 


									If you are a WSP:


						32			Contact the CWTA to obtain a copy of the CWTA Process for On-boarding New Carriers			onboarding WSP						wnp@cwta.ca


						33			Execute NDA with Service Bureau (SB)			onboarding WSP


						34			Execute legal agreement with Service Bureau 			onboarding WSP


						35			Work with Service Bureau Implementation Manager to complete all configuration activities, including connectivity testing			onboarding WSP


						36			Contact all WSPs that you intend to trade with in order to facilitate Trading Partner (TP) configuration set-up with current wireless carriers			onboarding WSP


									If you are a LEC:									http://www.crtc.gc.ca/cisc/eng/wireless.htm


						37			Contact all  WSPs that you intend to trade with in order to facilitate TP configurations (Includes completion of TPP, plus AS2 Configuration Data Information document where necessary).  Type 3 and 4 CLEC must make arrangements with underlying SP to provide this notification on its behalf.			LEC/L3-4


						38			Work with SB to establish connectivity to the clearing house (CH) module and test			LEC


			WSP / LEC Trading Partner Activities


						39			Execute NDAs with all Trading Partners (wireless)			LEC/WSP


						40			Execute INPOA with WNP Trading Partners when required			a)LEC  b)WSP						a)http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm          b)For a copy of the WSP INPOA template contact: wnp@cwta.ca


						41			Arrange and complete inter carrier testing with trading partners (negotiated bilaterally) 			LEC/WSP


						42			Initiate bulk porting process for LEC leased numbers in exchanges open for porting			WSP						 http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm  and refer to ITMG V8 section 5 OR BPRE062f


			911			 			 


						43			Determine 911 obligations - Fixed native, fixed non-native, nomadic			LEC			911			http://www.crtc.gc.ca/cisc/eng/cisf3e4.htm


						44			Enter into 911 Provisioning and Levy (Billing & Collection) Agreement(s) (where applicable) with Municipalities and/or Province 			LEC/WSP			911			http://www.crtc.gc.ca/cisc/eng/cisf3e4.htm


						45			Execute 911 Service Provider (ILEC ) provisioning agreement(s) with the 911 Service Provider (ILEC).			LEC/WSP			911			http://www.crtc.gc.ca/cisc/eng/cisf3e4.htm


						46			Obtain Street Address Guide (SAG) data from ILEC or other supplier to support 911 services. For Type 3 and Type 4 LEC, this is required unless it is being provided by underlying service provider.			LEC/L3-4/WSP			911


						47			Establish civic addresses for wireless cell sites where appropriate and test with PSAPs			WSP			911			Aquire Emergency Services Routing Digits ( ESRD) from CNAC


						48			Test exchange of 911 ALI records with 911 service provider or underlying SP  if providing on your behalf.			LEC/L3-4/WSP			911			Refer to 911 PERS Implementation Support document available from  ILEC (911 Service Provider)


			Billing and Collection Service 


						49			Complete B & C agreements either as SP and/or Biller   			LEC						http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


			Network Requirements 


						50			Execute license Agreement with iconectiv and obtain CLLI codes			LEC/WSP						http://www.commonlanguage.com/resources/commonlang/index.html


						51			Establish POIs			LEC						http://www.crtc.gc.ca/cisc/eng/cisf3d0_16.htm


						52			Execute Joint Planning Agreement (JPA) 			LEC/WSP						Contact appropriate ILEC


						53			Establish CCS7 interconnection SPOIs  			LEC/WSP						http://www.crtc.gc.ca/cisc/eng/cisf3d0_16.htm


						54			Execute GTT Point Code Industry Notification NDA and comply with GTT Industry Notification Process document			LEC/WSP						http://www.crtc.gc.ca/cisc/eng/cisf3fg.htm  CNODGL0023A			 


						55			Contact LEC Carrier Services Group to start LNI discussions.			LEC/WSP


						56			Execute Interconnection agreements, and file/report with CRTC   (MALI  or Special MALI, LEC/IXC)			LEC						http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm  http://www.crtc.gc.ca/eng/archive/2007/dt2007-129.htm			 


			Network Interconnection 


						57			Implement interconnection arrangements with ILECs, WSPs or other LECs as appropriate			LEC/WSP						http://www.crtc.gc.ca/cisc/eng/cisf3d1g.htm    NPRE007			 


						58			Arrange for joint build facilities with ILEC for LIR if applicable			LEC/WSP						http://www.crtc.gc.ca/cisc/eng/cisf3d0g.htm    NTRE002B			 


						59			Complete Joint Build Interoperability testing with ILEC (SLAT Testing)			LEC						http://www.crtc.gc.ca/cisc/eng/cisf3d0g.htm    NTRE002B			 


						60			If applicable share equally the costs of interconnection trunks (required only within a given ILEC’s exchange) and Common Channel Signaling 7 (CCS7) links. (para 27 and 28)			LEC						http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM


						61			Complete Local Network Interconnection testing			LEC


						62			Complete Common Channel Signaling 7 (CCS7) testing			LEC


						63			Complete network LNP testing			LEC


						64			Complete 911 testing			LEC


						65			Execute Co-location agreements if applicable			LEC


						66			Planning/build co-location if applicable			LEC


						67			Designate one switch or establish a point of interconnection (POI) as its gateway for the purposes of interconnecting to other local exchange carriers (LECs) operating in that LIR			LEC						http://www.crtc.gc.ca/eng/archive/2004/dt2004-46.htm


						68			Provide a CCS7 POI in each Numbering Plan Area (NPA) in which it provides service. (para 40)			LEC						http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM


						69			Exchange minimum set of CCS7 message types. (para 41)			LEC						http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM


						70			Complete business process testing for trading (LSR, BLIF) via AS2 platform			LEC


						71			Exchange Network Forecasts with Trading Partners			LEC						http://www.crtc.gc.ca/cisc/eng/cisf3d0g.htm    NTRE003			 


						72			Establish relationship with LIDB/BNS provider			LEC


						73			Submit LNP Forecast to ILEC (mandatory) CLEC (Bi-laterally negotiated)			LEC						http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


						74			Issue GTT Notification			LEC/WSP


						75			Provide Network Architecture to IXC (As per LEC - IXC agreement)			LEC						http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


			Interconnection Standards/Guidelines/Documentation


						76			Review Network Operations, Testing & Maintenance Guidelines 			LEC/WSP			Guidelines			http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


						77			Review Canadian Data Interchange Guidelines (CDIG)			LEC/WSP			Guidelines			http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


						78			Review Customer Migration Process Maps			LEC/WSP			Guidelines			http://www.crtc.gc.ca/cisc/eng/cisf3e0i.htm


						79			Review and comply with Canadian Local Ordering Guidelines (C-LOG)			LEC/WSP			Guidelines			http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


						80			Review and comply with Installation, Testing & Maintenance Guidelines (ITMG)			LEC/WSP			Guidelines			http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


						81			Review and comply with Network Management Guidelines			LEC/WSP			Guidelines			http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


						82			Review and comply with PIC CARE Handbook 			LEC			Guidelines			http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


						83			Review Canadian Wireless Number Portability Guidelines (CWNPG )			WSP			Guidelines			For a copy of the CWNPG contact: wnp@cwta.ca


						84			Review and comply with Request Driven Process. 			LEC/WSP						http://www.crtc.gc.ca/eng/archive/2007/dt2007-122.htm


						85			Review and comply with Billing & Collection Technical Guidelines 			LEC			Guidelines			http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


						86			 Contact  Law Enforcement Agency (CLEA) for compliance and exchange contact information in areas where doing business 			LEC/WSP						May involve RCMP, regional police force or CSIS


			Ongoing Requirements 


						87			Make serving area maps available upon request at its business offices. (para 291)  Individual operating exchange area maps are not required to be available.			LEC						http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM


						88			Provide the following information to consumers, upon request (para 292): Information related to MRS and 911 service and any respective charges (1)provide, 2)give notice of charges) 			LEC						http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM


						89			Produce unbundled loop/LNP/OSS forecast as per C-LOG Section 12 . If Type 3 or Type 4 LEC, this task is dependant on what services they  are getting through the underlying service provider			LEC/L3-4						http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


						90			Provide Network Forecasts. (If Type 3 or Type 4 LEC, they must provide trunking forecasts to their underlying carrier.)			LEC/L3-4						http://www.crtc.gc.ca/cisc/eng/cisf3d0g.htm    NTRE003			 


						91			Ensure VoIP Service Providers provide annual '911 limitation' notification to end- customers 			LEC						http://www.crtc.gc.ca/eng/archive/2005/dt2005-61.htm


			Additional items 


						92			Request access to ILEC OSS, if required			LEC						Contact ILEC Carrier Services Group


						93			Execute support structure agreements for joint build and/or co-location if applicable.			LEC 						Refer to ILEC tariff


						94			Provide access to Message Relay Service (MRS) as per Decision 97-8			LEC 						http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM


						95			Execute BLIF Agreement with ILEC (Mandatory) and Directory Service Provider (optional). Type 3 and Type 4 LEC's who obtain numbers from an underlying SP need to make arrangements with that underlying SP for submission of BLIF listings to the ILEC.			LEC/L3-4						Contact ILEC Carrier Services Group


						96			Request to be added to the CRTC CISC BPWG Distribution List			LEC and WSP						Contact CRTC CISC BPWG Chair


						97			Request to be added to the Supplemental Number Portability Notification List			WSP						Contact CRTC CISC BPWG Chair


						98			Join CCTS if required (review decision for requirements for membership)			LEC/WSP						http://www.crtc.gc.ca/eng/archive/2011/2011-46.htm


						99			For on-boarding of new Internet and TV providers refer to the Tasks for BDUs and ISPs tab in this document.			ISP/BDU





									*These items need to be completed for expansions into other exchanges





			 						(1) applicable to LECs, WSPs.  L3-4 indicates exceptions for Type 3 and/or 4 LECs
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List of Acronyms


						ACRONYMS





			AOCN			Administrative Operating Company Number


			ATIS			Alliance for Telecommunication Industry Solutions


			BIRRDS			Business Integrated Routing and Rating Database System


			ACNA			Access Customer Name Abbreviation


			CIC 			Carrier Identification Code


			CLLI 			Common Language Location Identifier


			CNAM			Calling Name (CNAM) Services


			COCAG			Central Office Code Assignment Guidelines 


			FCC			Federal Communications Commission


			ISP			Internet Service Provider 


			iVoIP			Interconnected Voice over Internet Protocol


			IXC			Inter-exchange Carrier


			LEC			Local Exchange Carrier 


			LNPA WG			Local Number Portability Administration Working Group


			LNP			Local Number Portability


			LRN			Location Routing Number


			MVNO			Mobile Virtual Network Operator


			NANC			North American Numbering Council


			NECA			National Exchange Carriers Association


			NPAC			Number Portability Administration Center


			NRO			Numbering Resource Optimization


			NRUF			Numbering Resource and Utilization Form Reporting


			OCN			Operating Company Number


			p-ANI			Pseudo-Automatic Number Identification


			POI			Point of Interconnection


			RAO			Revenue Accounting Office


			RNA			Routing Number Administrator


			RNAS			Routing Number Administration System


			SB			Service Bureau 


			SPID			Service Provider Identification


			TBPAG			Thousands-Block Pooling Administration Guidelines


			TN			Telephone Number


			TPP			Trading Partner Profile


			WSP			Wireless Service Provider
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Agreements


			Agreements			Reference/Link 


			911  B & C 			http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


			911 Provisioning and Levy Agreements 			http://www.crtc.gc.ca/cisc/eng/cisf3e4.htm


			B & C 			http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


			BLIF			http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


			Service Bureau Agreements 			contact wnp@cwta.ca


			CLNPC 			 http://www.clnpc.ca  refer to the CLNPC New Member information Package


			CNAC Service User 			www.cnac.ca/cnac/cna_consortium.htm


			Co Location 			obtain from each ILEC's Carrier Services Group


			INPOA (WSP)			obtain from each WSP or contact wnp@cwta.ca 


			INPOA (LEC)			http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


			JPA 			obtain from each ILEC's Carrier Services Group


			LEC/IXC 			http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


			MALI			http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm


			Neustar			contact CLNPC


			Telcordia (iconectiv) Licencing (LERG, BRATs)			http://www.trainfo.com/products_services/tra


			Support Structure Licence Agreement			obtain from each ILEC's Carrier Services Group


			Special MALI			http://www.crtc.gc.ca/cisc/eng/ciscmanu.html
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			Change Order Summary





			Release #/ Target Date


			Change Order # - Description/Name


			Category


			Status


			Go To Link





			[bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: OLE_LINK5][bookmark: OLE_LINK6][bookmark: OLE_LINK7]


			NANC 403 – Allow Recovery Messages to be sent only during Recovery


NANC 419 – User Prioritization of Recovery-Related Notifications


NANC 437 – Multi-Vendor NPAC SMS Solution


NANC 447 – NPAC Support for CMIP over TCP/IPv6


NANC 449 – Active/Active SOA Connection to NPAC – same SPID


NANC 453 - Change Definition and Disallow use of Inactive SPID


NANC 454 - Remove Unused Messages from the NPAC


NANC 457 – SPID Migration TN Count


NANC 460 - Sunset List Items


NANC 461 – Sunset List Items – Local System Impact = Yes 


NANC 467 – ASN.1 – lnpRecoveryComplete


NANC 471 – ASN.1 – SV DisconnectReply


NANC 472 – ASN.1 – Audit Discrepancy Report


NANC 473 – ASN.1 – Address Information


NANC 474 – ASN.1 – SWIM Recovery


NANC 477 – GDMO – Service Provider Type


NANC 478 – ASN.1 – Pre-Cancellation Status of Disconnect-Pending


NANC 481 – GDMO Behavior Doc-Only Clarifications


NANC 483 – FRS – Doc-Only BDD Notification File


NANC 484 – XML – Removal of Optional Data Values


[bookmark: OLE_LINK25][bookmark: OLE_LINK26][bookmark: OLE_LINK27]NANC 488 – XIS Doc-Only Clarifications


NANC 489 – IIS/EFD Doc-Only Clarifications


NANC 490 – FRS Doc-Only Clarifications


NANC 491 – Turn-Up Test Plan Doc-Only Clarifications


NANC 492 – Sunset items 5.1 and 5.2 – Audit Notifications


NANC 493 – Recovery – Association Functions


NANC 494 – RR6-237 – XML Message Delegation


NANC 495  - Secure FTP site document clarification


NANC 496 – Conflict Restriction Rules for Old Service Provide


NANC 497 - NPAC Customer ID in CMIP Key Exchange Files 


NANC 498 - Multiple Associations


NANC 499 – SV Modify of Due Date Validation Against NPA-NXX Effective Date


NANC 500 - CMIP User ID Field Validation


NANC 501 – CMIP Synchronization Field Validation


NANC 502 – XML Optional Data Validation


NANC 503 - Error Code File Clarification


NANC 505 - Date/Time Stamp Format


NANC 506 - Not Filter


NANC 507 - Effective Release Date Disc


NANC 508 - Recovery SPName


NANC 509 - Modify PendingOLDSPAuth


NANC 510 - Network Data Delete Recovery


NANC 511 - SV Query Response RDN


NANC 512 - SP Recovery Request RDN 


NANC 513 - LSMS Query Response Attributes 


NANC 514 – XML Query Requests – Double Quotes


NANC 515 – XML Messages – Boolean Attributes


NANC 516 – XML Messages – Extraneous SPIDs


NANC 517 – Turn-Up Test Plan Doc-Only Clarification


NANC 518 – PTO SV Create FRS Doc-Only Change
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Change Order Summary Legend








· Release #/Target Date – Number and date of development release in which changes will be made to support Change Order


· Change Order Number – Description/Name – Number and name assigned by CMA after CO has been accepted.


· Category –Category where Change Order currently resides in the process


· Open


· Accepted


· Next Doc Release


· Development Release


· Awaiting SOW


· Approved SOW


· Cancel-pending


· Status – Status of Change Order shown on NPAC website


· Closed – The change order was considered and rejected.


· Open – The change order has been considered and there may be further discussion.


· Implemented – The change order was adopted and has been implemented in the NPAC system


· Requested – The LNPA WG has asked the NAPM LLC to arrange for the change order's implementation, but the change order is not yet implemented.


· Go To Link – This is a link to the actual Change Order Detail.






			


			[bookmark: _Change_Order_Details]Change Order Details





			Chg Ord #


			Originator Accept Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC Neustar


			NPAC iconectiv


			SOA LSMS





			[bookmark: NANC403]NANC 403


			NeuStar





3/30/05


			Allow Recovery Messages to be sent only during Recovery





The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.





This will require some operational changes for Service Providers that utilize Network Data and/or Subscription Data recovery while in normal mode.





			TBD


			Accepted


			Func Backward Compatible:  Yes





The proposed solution is to update the FRS, IIS and GDMO recovery description to indicate that network data and subscription data recovery requests sent during normal mode will be rejected.





No sunset policy will be implemented with this change order.








			Low


			None / None-Med


			





			[bookmark: NANC419]NANC 419


			AT&T


3/15/07


			User Prioritization of Recovery-Related Notifications





Business Need:


The existing NPAC Notification Priority process only allows a certain type of notification to have a different priority from another type.  Using this method, however, SOAs cannot distinguish between the reasons for a certain type of notification.  For example, a Status Attribute Value Change notification could indicate that all LSMSs successfully responded and a pending SV is moving to active, or it could indicate that a discrepant LSMS has just completed recovery and a partial-failure SV is moving to active.





As a result, an SP that is recovering SVs could cause the activating SOA to experience unintended delays in receiving notifications for different activities because the recovery process generates its own set of notifications.  This unintended delay could happen hours after the initial activity, when the SOA is otherwise relatively lightly loaded, causing confusion to the SOA users.








			


			Accepted


			Func Backward Compatible:  TBD





Develop a mechanism that further defines certain notifications as initiated by regular activity versus recovery activity.  With this change order the two instances would be differentiated, and an SP could indicate a different prioritization for one versus the other.





May ’07 APT:


The business need/scenario was explained during the APT meeting, with agreement from the group that the text captured the current business need.  The group also agreed to recommend acceptance of this change order by the LNPAWG.  The CMA will add additional text to this change order, then send out prior to the Jun ’07 LNPAWG con call, with a recommendation of approval from the APT.





Example of current notification:


Notification -- L-11.0 A1 SV SAVC Activates to new SP priority.


Definition -- When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast.








			Med


			None / None


			





			[bookmark: NANC437]NANC 437


			Telcordia





1/8/09


			Multi-Vendor NPAC SMS Solution





Business Need:


Refer to separate document.











			


			Accepted


			Func Backward Compatible:  TBD





Jan ’09 LNPAWG, discussion:


A walk-thru of the proposed solution took place.  Telcordia will be providing addition information prior to the Mar ’09 LNPAWG meeting.





Mar ’09 LNPAWG, discussion:


A walk-thru of some of the documents provided in Feb were reviewed.  Further review will take place during the Apr con call, and the May face-to-face mtgs.





May ’09 – Jul ‘10 LNPAWG, discussion:


The group has continued reviews during the monthly mtgs.





			TBD


			TBD


			





			[bookmark: NANC447]NANC 447


			AT&T





11/01/11


			NPAC Support for CMIP over TCP/IPv6





Business Need:


Refer to separate document.











			


			Accepted


			Func Backward Compatible:  Yes





Nov ’11 LNPAWG, discussion:


A walk-thru of the proposed change order took place.  The group accepted the change order.





Mar ’12 LNPAWG, discussion:


The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.





Jan ’13 status update:


The NAPM LLC has withdrawn the SOW request.  This change order moves back into the Accepted category.





			TBD


			TBD


			





			[bookmark: NANC449]NANC 449


			Comcast





3/14/12


			Active/Active SOA Connection to NPAC – same SPID





Business Need:


Refer to separate document.











			


			Awaiting SOW


			Func Backward Compatible:  Yes





Mar ’12 LNPAWG, discussion:


A walk-thru of the proposed solution took place.  The group accepted the change order.





May ‘12 – Jan ‘14 LNPAWG, discussion:


The group has continued reviews during the monthly mtgs.





Mar ’15 LNPAWG, discussion:


Renewed interest in this change order.  The change order will be brought up-to-date, and discussed at the next meeting.





May ’15 LNPAWG, discussion:


Reviewed March updates to this change order.  More updates will be discussed at the next meeting.





Jul ’15 LNPAWG, discussion:


Reviewed May updates to this change order.  More updates will be discussed at the next meeting.





Sep ’15 LNPAWG, discussion:


Reviewed July updates to this change order.  No additional changes at this time.  Version 12 is the baseline version.  It is now available for a release.





			TBD


			TBD / N/A


			





			[bookmark: NANC453]NANC 453


			Verizon





5/08/13


			Change Definition and Disallow use of Inactive SPID





Business Need:


Refer to separate document.











			


			Awaiting Approved SOW


			Change Order was approved and accepted.


This Change Order has been sent to the NAPM LLC





Func Backward Compatible:  Yes





Jun ’13 LNPAWG, discussion:


A walk-thru of the proposed short-term solution took place, and an action item was assigned to determine the viability of a SPID Delete when active SVs exist with that SPID as the Old SP value.





Jul ‘13 LNPAWG, discussion:


The group accepted the change order.  Both the short-term and the long-term solution will be discussed in the Sep meeting.





Sep ‘13 LNPAWG, discussion:


The group accepted the short-term solution.  It will be performed during the 9/15 maintenance window.





			CMIP – None


XML – None





			CMIP – Yes


XML – None





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC454]NANC 454


			LNPA WG





5/07/13


			Remove Unused Messages from the NPAC





Business Need:


Refer to separate document.











			


			Awaiting ApprovedSOW


			Change Order was approved and accepted.


This Change Order has been sent to the NAPM LLC





Func Backward Compatible:  Yes





Jul ’13 LNPAWG, discussion:


During the discussion of messaging in NANC 372, XML Interface, it was recommended that the capability for service providers to manage their own NPA-NXX Filters not be included in the XML interface because Neustar has been unable to identify any instances where service providers used that feature in the CMIP interface in production.  This item of unused messages also applies to the Operational-Info message for scheduled downtime (never used in production).





A walk-thru of the proposed solution took place, and the group accepted the change order.  Details will be added to the document and it will be discussed in the Sep meeting.





Sep ‘13 LNPAWG, discussion:


The group accepted the change order.  It is now available for a release.





			CMIP – Yes


XML – None





			CMIP – TBD


XML – TBD





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC457]NANC 457


			LNPA WG





7/09/13


			SPID Migration TN Count





Business Need:


Refer to separate document.











			


			Accepted


			Func Backward Compatible:  Yes





Jul ’13 LNPAWG, discussion:


As a follow-on to the discussion from the May ’13 meeting, the group agreed that now that we have all EDR LSMSs, it does not make sense to include pooled SVs in the count of affected SVs for a SPID Migration.  In order to change the count method, a software modification will be required.





Sep ‘13 LNPAWG, discussion:


Volume limits and SCP impacts were discussed.  More discussion at the Nov meeting.





Nov ‘13 LNPAWG, discussion:


No issue on SCP side.  The group agreed to change the “count method” to be ported SVs plus number pool blocks.





Jan ‘14 LNPAWG, discussion:


No additional changes at this time.  It is now available for a release.





			TBD


			N/A / N/A


			





			[bookmark: NANC460]NANC 460


			LNPAWG


7-7-15


			Sunset List items





Business Need:


Refer to separate document.











			


			Awaiting ApprovedSOW


			Change Order was approved and accepted.


This Change Order has been sent to the NAPM LLC





			CMIP – None


XML – None





			CMIP – TBD


XML – TBD





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC461]NANC 461


			LNPA WG





7/7/15


			Sunset List Items – Local System Impact = Yes





Business Need:


From the NPAC sunset discussions, the list should be divided into two groups, those that have no local system impact, and those that have a local system impact.








This list contains the items that do have a local system impact:


· 1.1 – Sunset the ability for Service Providers to update their CMIP network data in their customer profile.  Remove TCs 8.1.1.2.1.4 and 8.1.1.2.2.4 when this capability is removed from the NPAC.


· 1.3 – Sunset unused Customer Contact information on NPAC Admin GUI and LTI








			


			Awaiting ApprovedSOW


			Change Order was approved and accepted.


This Change Order has been sent to the NAPM LLC





Func Backward Compatible:  No





See details in Sunset List document.





			Variable


			Variable / Variable


			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC467]NANC 467


			iconectiv





9/03/15


			ASN.1 – lnpRecoveryComplete





Business Need:


See attached.











			


			Open


			Func Backward Compatible:  Yes





This change order was accepted.  This change order requires a recompile, and is not a doc-only change.


In order to make it a doc-only change, a comment will be added to the ASN.1, but the change order will remain open for future implementation without a comment.





			None


			None / None


			





			[bookmark: NANC471]NANC 471


			iconectiv





9/03/15


			ASN.1 – SV DisconnectReply





Business Need:


See attached.











			


			Open


			Func Backward Compatible:  Yes





This change order was accepted.  This change order requires a recompile, and is not a doc-only change.


In order to make it a doc-only change, a comment will be added to the ASN.1, but the change order will remain open for future implementation without a comment.





			None


			None / None


			





			[bookmark: NANC472]NANC 472


			iconectiv





9/03/15


			ASN.1 – Audit Discrepancy Report





Business Need:


See attached.











			


			Open


			Func Backward Compatible:  Yes





This change order was accepted.  This change order requires a recompile.





			None


			None / None


			





			[bookmark: NANC473]NANC 473


			iconectiv





9/03/15


			ASN.1 – Address Information





Business Need:


See attached.











			


			Open


			Func Backward Compatible:  Yes





This change order was accepted.  This change order requires a recompile, and is not a doc-only change.


In order to make it a doc-only change, a comment will be added to the ASN.1, but the change order will remain open for future implementation without a comment.





			None


			None / None


			





			[bookmark: NANC474]NANC 474


			iconectiv





9/03/15


			ASN.1 – SWIM Recovery





Business Need:


See attached.











			


			Open


			Func Backward Compatible:  Yes





This change order was accepted.  This change order requires a recompile, and is not a doc-only change.


In order to make it a doc-only change, a comment will be added to the ASN.1, but the change order will remain open for future implementation without a comment.





			None


			None / None


			





			[bookmark: NANC477]NANC 477


			iconectiv





9/03/15


			GDMO – Service Provider Type





Business Need:


See attached.











			


			Open


			Func Backward Compatible:  Yes





This change order was accepted.





			None


			None / None


			





			[bookmark: NANC478]NANC 478


			iconectiv





9/03/15


			FRS ASN.1 – Pre-Cancellation Status of Disconnect-Pending





Business Need:


See attached.











			


			Open


			Func Backward Compatible:  Yes





This change order was accepted.  There were no objections to deleting disconnect-pending.  The FRS change can be updated now.  The ASN.1 change requires a recompile, and is not a doc-only change.


In order to make it a doc-only change, a comment will be added to the ASN.1, but the change order will remain open for future implementation without a comment.





			None


			None / None


			





			[bookmark: NANC481]NANC 481


			iconectiv





1/21/16


			GDMO Behavior Doc-Only Clarifications





Business Need:


Documentation updates.  See separate document.











			


			Next Doc Release


			Func Backward Compatible:  Yes





Update the GDMO Behavior.





			None


			None / None


			





			[bookmark: NANC483]NANC 483


			10x People





3/31/16


			FRS – Doc-Only BDD Notification File





Business Need:


Documentation updates.  See separate document.











			


			Next Doc Release


			Func Backward Compatible:  Yes





Update the FRS.





			None


			None / None


			





			[bookmark: NANC484]NANC 484


			10x People





3/31/16


			XML – Removal of Optional Data Values





Business Need:


See attached.











			


			Open


			Func Backward Compatible:  Yes





This change order was accepted.  There were no objections to removing optional data values.  The XIS change can be updated now.  The XML Schema change requires a new schema file, and is not a doc-only change.





			None


			None / None


			





			[bookmark: NANC488]NANC 488


			Neustar





7/19/16


			XIS Doc-Only Clarifications





Business Need:


Documentation updates.  See separate document.











			


			Next Doc Release


			Func Backward Compatible:  Yes





Update the XIS.





			None


			None / None


			





			[bookmark: NANC489]NANC 489


			iconectiv





3/8/17


			IIS/EFD Doc-Only Clarifications





Business Need:


Documentation updates.  See separate document.











			


			Next Doc Release


			Func Backward Compatible:  Yes





Update the IIS/EFD.





			None


			None / None


			





			[bookmark: NANC490]NANC 490


			iconectiv





3/21/17


			FRS Doc-Only Clarifications





Business Need:


Documentation updates.  See separate document.











			


			Next Doc Release


			Func Backward Compatible:  Yes





Update the FRS.





			None


			None / None


			





			[bookmark: NANC491]NANC 491


			iconectiv





5/2/17


			Turn-Up Test Plan Doc-Only Clarifications





Business Need:


Documentation updates.  See separate document.








			


			Next Doc Release


			Func Backward Compatible:  Yes





Update the TUTP.





Jan. ’18 TOSC – Changes to documentation were reviewed and accepted.  This CO is being changed to Implemented. 





			None


			None / None


			





			[bookmark: NANC492]NANC 492


			iconectiv





5/2/17


			Sunset items 5.1 and 5.2 – Audit Notifications





Business Need:


See separate document.











			


			Open


			Func Backward Compatible:  Yes





See separate document.





			TBD


			TBD / TBD


			





			[bookmark: NANC493]NANC 493


			Iconectiv


5-2-17


			Recovery – Association Functions





Business Need:

















			


			Awaiting ApprovedSOW


			Change Order was approved and accepted.


This Change Order has been sent to the NAPM LLC 





			CMIP – None


XML - None


			CMIP – Yes


XML - None


			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC494]NANC 494


			iconectiv 5-02-17


			RR6-237 – XML Message Delegation





Business Need:











			


			Awaiting ApprovedSOW


			Jul ’17 WG mtg - Change Order was discussed and accepted.


This Change Order has been sent to the NAPM LLC





			CMIP – None


XML - None


			CMIP – None


XML - Yes


			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC495]NANC 495


			iconectiv


5-03-17


			Secure ftp site





Business Need: 


Documentation updates.














			


			Next Doc Release


			Jul ’17 WG mtg - Change Order was discussed and accepted.


Needs to be included in next FRS doc only update (It is doc only for LNPA).


Will close Action Item:  8222017-01.


			CMIP – None


XML - None


			CMIP – None


XML - None


			CMIP


SOA – Yes


LSMS – Yes





XML


SOA – Yes


LSMS - Yes








			[bookmark: NANC496]NANC 496


			iconectiv


5-02-17


			Conflict Restriction Rules for Old Service Provider





Business Need:


iconectiv requests the following update to the FRS requirements to make clear the current implementation of the validation of Conflict Restriction for the Old Service Provider.  




















			


			Awaiting SOW


			Aug ’17 WG mtg - Change Order was discussed and accepted.


This Change Order has been sent to the NAPM LLC 


			CMIP – None


XML - None


			CMIP – Yes


XML – Yes


			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC497]NANC 497


			iconectiv


7-11-17


			NPAC Customer ID in CMIP Key exchange Files





Business Need:


Updates to clarify use of NPAC Customer ID in CMIP key files.








			


			Accepted


			Jul ’17 WG mtg - Change Order was discussed and accepted.





			CMIP – None


XML - None


			CMIP – Yes


XML - None


			CMIP


SOA – TBD


LSMS – TBD





XML


SOA – None


LSMS - None








			[bookmark: NANC498]NANC 498


			iconectiv


7-11-17


			Multiple associations





Business Need:


iconectiv proposes changes to the FRS, IIS, and GDMO to clarify and document the behavior for multiple simultaneous CMIP associations for a given SPID/system type (system type is SOA or LSMS), particularly with regard to recovery.   











			


			Awaiting ApprovedSOW


			SOW to be requested.  Action Item: 08222017-02





August 22, ’17 LNPA WG mtg:


Action item ‘Vendors and SPs to review NANC 498 to determine if there is any impact based on this CO.’ was closed and next steps to be discussed at upcoming WG mtg.





August 9, ’17 LNPA WG:


Action Item - Vendors and SPs to review NANC 498 to determine if there is any impact based on this CO.’


 


Recommendation is to not allow a 2nd association when system is in recovery mode


			CMIP – None


XML – None





			CMIP – Yes


XML – None





			CMIP


SOA – TBD


LSMS – TBD





XML


SOA – None


LSMS - None








			[bookmark: NANC499]NANC 499


			7-11-17





			SV Modify of Due Date Validation Against NPA-NXX Effective Date





Business Need:


Current NPAC SMS FRS requirements for modifying SVs validate that the due date on a modify must be greater than or equal to the NPA-NXX Live Timestamp (the date/time the first SV is created or first NPA-NXX-X is created within the NPA-NXX plus the First Usage Effective Date Window tunable parameter).  With the industry decision to modify the First Usage Effective Date Window tunable parameter to “0”, the FRS requirement for validating SV due date when the SV is created was changed from only validating the SV due date must be greater than or equal to the NPA-NXX Live Timestamp to validating against the NPA-NXX Live Timestamp as well as validating the SV due date must be greater than or equal to the NPA-NXX Effective Date.  The similar FRS requirement for validating the due date on an SV modify should also have changed but was not.











			


			Awaiting ApprovedSOW


			Jul ’17 WG mtg - Change Order was discussed and accepted.


This Change Order has been sent to the NAPM LLC 





			CMIP – TBD


XML – TBD





			CMIP – Yes


XML – Yes





			CMIP


SOA – TBD


LSMS – TBD





XML


SOA – TBD


LSMS – TBD








			[bookmark: NANC500]NANC 500


			iconectiv


7-27-17


			CMIP User ID Field Validation





Business need:


As part of the transition of LNPA Services, Vendors of local CMIP SOA and LSMS systems need to certify their local systems with the iconectiv NPAC.  During certification testing of some local systems, it was discovered that the User ID field in the access control structure of messages being sent from the CMIP local system to the iconectiv NPAC contained a User ID field that did not conform to the CMIP Interoperable Interface Specification (IIS) (minimum length of 1) and the iconectiv NPAC failed the message.  A resolution to this issue is needed so that CMIP local system messages to the iconectiv NPAC will not fail validations.











			


			Awaiting ApprovedSOW


			Aug ’17 WG mtg - Change Order was discussed and accepted.


This Change Order has been sent to the NAPM LLC 


			CMIP – None


XML – None





			CMIP – Yes


XML – None





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC501]NANC 501


			iconectiv 7-27-17


			CMIP Synchronizaton Field Validation





Business Need: As part of the transition of LNPA Services, Vendors of local CMIP SOA and LSMS systems need to certify their local systems with the iconectiv NPAC.  During certification testing of some local systems, it was discovered that these systems were not conforming to the Optional Data XML XSD when modifying an Optional Data field to have no value or when replying to an NPAC query with Optional Data XML fields that had no value. The Optional Data XSD indicates using the nillable attribute of elements (fields) should be used for this purpose, which some local systems were not us


ing and caused requests to fail.  A resolution to this issue is needed so that CMIP local system messages to the iconectiv NPAC will not fail validations.














			


			Awaiting ApprovedSOW


			Aug ’17 WG mtg - Change Order was discussed and accepted.


This Change Order has been sent to the NAPM LLC


			CMIP – None


XML – None





			CMIP – Yes


XML – None





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC502]NANC 502


			iconectiv


7-27-17


			XML Optional Data Validation





Business Need: As part of the transition of LNPA Services, Vendors of local CMIP SOA and LSMS systems need to certify their local systems with the iconectiv NPAC.  During certification testing of some local systems, it was discovered that these systems were not conforming to the Optional Data XML XSD when modifying an Optional Data field to have no value or when replying to an NPAC query with Optional Data XML fields that had no value. The Optional Data XSD indicates using the nillable attribute of elements (fields) should be used for this purpose, which some local systems were not using and caused requests to fail.  A resolution to this issue is needed so that CMIP local system messages to the iconectiv NPAC will not fail validations.














			


			Awaiting ApprovedSOW


			Aug ’17 WG mtg - Change Order was discussed and accepted.


This Change Order has been sent to the NAPM LLC


			CMIP – None


XML – None





			CMIP – Yes


XML – None





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC503]NANC 503


			iconectiv 8-04-17





			Error Code File Clarification 





Business Need:


Current NPAC SMS FRS requirements for providing the NPAC SMS Error Code file in “soft format” are not clear on the exact content of the file.  Clarity is needed so that Mechanized SOA and LSMS Users can successfully retrieve and load the file in their local systems in order to properly identify the error encountered when a request to the NPAC results in an error response.











			


			Next Doc Release


			Aug. ’17 WG mtg – This CO was discussed and accepted.  


Needs to be included in next document update.


			CMIP – None


XML – None





			CMIP – Yes


XML – Yes





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC504][bookmark: NANC505]NANC 505


			iconectiv 9-12-17


			Date/Time Stamp Format





Business Need:


Some local systems provide a timestamp value in the format YYYYMMDDHHMMSS.0Z.0Z.  This value is not in the format specified in the IIS, which is YYYYMMDDHHMMSS.0Z.  In order to avoid changes to the local system, the NPAC will be modified to support a format of YYYYMMDDHHMMSS.0Z.0Z for the time-of-completion attribute value in the swimProcessing-RecoveryResults notification received from the local system. 


Also see PIM 91.








[bookmark: _MON_1567859445]





			


			Awaiting SOW


			Sept. ’17 WG mtg – This CO was discussed and accepted.  Tri-Chairs have sent CO to NAPM LLC 


			CMIP – None


XML – None





			CMIP – Yes


XML – No





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC506]NANC 506


			iconectiv


9-12-17





			Not Filter





Business Need:


Some local systems expect the NPAC SMS to support the NOT operator in filtered CMIP requests.  The IIS described this as optional functionality for the NPAC SMS.  


Also see PIM 94.




















			


			Awaiting SOW


			Sept. ’17 WG mtg – This CO was discussed and accepted.  Tri-Chairs have sent CO to NAPM LLC


			CMIP – None


XML – None





			CMIP – Yes


XML – No





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC507]NANC 507


			iconectiv


9-12-17





			Effective Release Date Disc





Business Need:


The FRS and IIS (EFD) are not clear on the behavior of the NPAC SMS when the the NPAC receives a disconnect request with an effective release date (ERD) that is in the past.  


Also see PIM 95.











			


			Awaiting SOW


			Sept. ’17 WG mtg – This CO was discussed and accepted.  Tri-Chairs have sent CO to NAPM LLC


			CMIP – None


XML – None





			CMIP – Yes


XML – Yes





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC508]NANC 508


			iconectiv


9-12-17





			Recovery SPName





Business Need:


When recovering network data – either using SWIM or time/record-based recovery – some local systems expect to receive a value for the optional service-prov-name (service provider name) attribute, even though the service provider name is not included in non-recovery download messages to create/modify/delete network data.  Providing the service provider name in network recovery messages allows local systems to create a service provider object if they do not support recovery of service provider data (or prior to the implementation of service provider data recovery introduced in NANC 352).  


Also see PIM 96.











			


			Awaiting SOW


			Sept. ’17 WG mtg – This CO was discussed and accepted.  Tri-Chairs have sent CO to NAPM LLC


			CMIP – None


XML – None





			CMIP – Yes


XML – No





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC509]NANC 509


			iconectiv


9-12-17





			Modify Pending Old SPAuth





Business Need:


The specific issue herein needing resolution concerns Modifying the Old SP Authorization by the Old SP.  The local system expected different results than were exhibited.  


Also see PIM 97.














			


			Awaiting SOW


			Sept. ’17 WG mtg – This CO was discussed and accepted.  Tri-Chairs have sent CO to NAPM LLC


			CMIP – None


XML – None





			CMIP – Yes


XML – No





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC510]NANC 510


			iconectiv


9-12-17





			Network Data Delete Recovery





Business Need:


When recovering – either using SWIM or time-based recovery – network data that have a download reason indicating the object was deleted, some local systems expect to receive a value for the optional service-prov-npa-nxx-value/service-prov-lrn-value/service-prov-npa-nxx-x attribute, even though the attribute is not included in non-recovery download messages to delete network data.  


Also see PIM 98.











			


			Awaiting SOW


			Sept. ’17 WG mtg – This CO was discussed and accepted.  Tri-Chairs have sent CO to NAPM LLC


			CMIP – None


XML – None





			CMIP – Yes


XML – No





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC511]NANC 511


			iconectiv


9-12-17





			SV Query Response RDN





Business Need:


Some LSMS systems do not return any Managed Object Instance information or return incorrect Managed Object Instance data in M-GET (query) responses sent to the NPAC as part of audit processing.  Additionally, some LSMS systems return incorrect Managed Object Class data in M-GET (query) responses containing subscription version or number pool block data.  Relaxing the NPAC validations and modifying the processing in NPAC in order to allow incorrect/missing Managed Object Instance and incorrect Managed Object Class information would allow these local systems to remain unmodified while supporting general NPAC audit processing.   


Also see PIM 99.











			


			Awaiting SOW


			Sept. ’17 WG mtg – This CO was discussed and accepted.  Tri-Chairs have sent CO to NAPM LLC


			CMIP – None


XML – None





			CMIP – Yes


XML – No





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC512]NANC 512


			iconectiv


9-12-17





			SP Recovery Request RDN





Business Need:


Some local systems specify the incorrect base object instance in lnpDownload M-ACTION requests to the NPAC SMS.  Rather than specifying the identifier of the lnpNetwork object when recovering network data, the local system specifies the identifier of a serviceProv object.  The change modifies NPAC SMS process to allow for this specific exception to the expected base object instance.  


Also see PIM 100.











			


			Awaiting SOW


			Sept. ’17 WG mtg – This CO was discussed and accepted.  Tri-Chairs have sent CO to NAPM LLC


			CMIP – None


XML – None





			CMIP – Yes


XML – No





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC513]NANC 513


			iconectiv


9-12-17





			LSMS SV Query Response Attributes





Business Need:


Some LSMS systems return attributes that are applicable only to the NPAC SMS view of Subscription Versions and Number Pool Blocks when queried by the NPAC SMS as part of audit processing.  To avoid changes to local systems, the NPAC SMS will permit these attributes to be present in M-GET replies received by the NPAC SMS during audit processing, but the NPAC SMS will not use such extra attributes during audit processing.   Also see PIM 101.











			


			Awaiting SOW


			Sept. ’17 WG mtg – This CO was discussed and accepted.  Tri-Chairs have sent CO to NAPM LLC


			CMIP – None


XML – None





			CMIP – Yes


XML – No





			CMIP


SOA – None


LSMS – None





XML


SOA – None


LSMS - None








			[bookmark: NANC514]NANC 514


			Iconectiv 


1-9-18


			XML Query Requests – Doub le Quotes





Busniss Need:


The NPAC SMS XML Interface Specification (XIS) indicates that values for attributes in query expressions in query requests should not be enclosed in double quotes.  Although the XIS is silent on enclosing the entire query expression in any type of delimiter (such as double quotes, single quotes, tilde, pound sign, etc), the iconectiv NPAC assumed that the entire query expression would not be enclosed in double quotes (nor any other delimiter).  Some local systems surround the query expression in XML query requests to the NPAC SMS in double quotes.  To avoid changes to local systems, the iconectiv NPAC SMS will provide an accommodation by allowing query expressions to be enclosed in double quotes in XML query requests to the NPAC SMS











			


			Accepted


			Jan. ’18 TOSC mtg – This CO was discussed and accepted.


			CMIP – None


XML - None


			CMIP – None


XML - Yes


			CMIP


SOA – None


LSMS – None





XML


SOA – None


XML - None





			[bookmark: NANC515]NANC 515


			Iconectiv


1-9-18


			XML – Messages – Boolean Attributes





Buniess Need:





The NPAC SMS XML Interface Specification (XIS) is based on the W3C standards, which defines the boolean data type  to have allowed values of ‘false’ or ‘true’ or ‘0’ or ‘1’.  The boolean data type is used to represent the port-to-original indicator, the Old SP Authorization, and the Old and New SP Medium Timer Indicator in SV related requests and to represent the SOA Origination Indicator for Number Pool Block related requests on the NPAC SMS and in its mechanized interface messages. The iconectiv NPAC implemented sending ‘false’ or ‘true’ for boolean attributes in XML interface messages to SOAs/LSMSs as allowed by the standards.  To avoid changes to local systems, the iconectiv NPAC SMS will provide an accommodation by only sending a ‘0’ or ‘1’ for boolean attributes in XML interface messages to SOAs and LSMSs (but will still support, per the standards, receiving ‘false’, ‘true’, ‘0’, or ‘1’ for boolean attributes in XML interface messages from local systems).











			


			Accepted


			Jan. ’18 TOSC mtg – This CO was discussed and accepted.


			CMIP – None


XML - None


			CMIP – None


XML - Yes


			CMIP


SOA – None


LSMS – None





XML


SOA – None


XML - None





			[bookmark: NANC516]NANC 516


			Iconectiv


1-9-18


			XML Messages – Extraneous SPIDs





Business Need:


The NPAC SMS XML Interface Specification (XIS) supports three types of service provider IDs in SOA to NPAC interface messages: 


· sp_id in the header of the message identifying the service provider originating the message (required), 


· secondary_sp_id in the message content –  used by a service bureau when submitting a request on behalf of their secondary spid;  the sp_id in the message header is set to the primary spid,


· request_sp_id  in the message content –  used by a delegate when they are submitting a request on behalf of a grantor spid.  The value of the request_sp_id is set to the grantor spid.  The sp_id in the message header is set to the delegate spid.


The NPAC uses these fields to determine the service provider associated with the message request: request_sp_id if populated, secondary_sp_id if populated and request_sp_id not populated, or sp_id in header if request_sp_id and secondary sp_id not populated.


Some XML SOA systems are submitting requests where some or all of these fields are populated with the same SPID value, causing the iconectiv NPAC to fail the request during validation processing (for example, FRS requirement RR6-238 XML Message Delegation – Relationship Establishment indicates: The SOA delegation relationship can be from any one SPID to any other SPID). 


To avoid changes to local systems, the iconectiv NPAC SMS will provide an accommodation by allowing extraneous SPIDs to be provided in requests, but the iconectiv NPAC will ignore the extraneous SPIDs, and process the request as if the extraneous SPIDs were not populated in the request (thus any replies or notifications associated with the request will not have extraneous SPIDs).














			


			Accepted


			Jan. ’18 TOSC mtg – This CO was discussed and accepted.


			CMIP – None


XML - None


			CMIP – None


XML - Yes


			CMIP


SOA – None


LSMS – None





XML


SOA – None


XML - None





			NANC 517


			iconectiv


 2-14-18


			Turn-Up Test Plan Doc-Only Clarifications





Business Need:


Documentation updates.  See separate document.














			


			Next Doc Release


			Feb. ’18 TOSC mtg – This CO was discussed and accepted.


			CMIP – None


XML - None


			CMIP – None


XML - Yes


			CMIP


SOA – None


LSMS – None





XML


SOA – None


XML - None





			NANC 518


			iconectiv


2-14-18


			PTO SV Create FRS  Doc-Only Clarifications





Business Need:


Documentation updates.  See separate document.








			


			Next Doc Release


			Feb. ’18 TOSC mtg – This CO was discussed and accepted.


			CMIP – None


XML - None


			CMIP – None


XML - Yes


			CMIP


SOA – None


LSMS – None





XML


SOA – None


XML - None
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NANC 516 - XML Messages - Extraneous SPIDs.docx


NANC 516 v1 – XML Messages – Extraneous SPIDs



Origination Date:  1/9/18



Originator:  iconectiv



[bookmark: _Toc72227019]Change Order Number:  NANC 516 v1



Description:  XML Messages – Extraneous SPIDs



Functional Backwards Compatible:  Yes







IMPACT/CHANGE ASSESSMENT











				DOC



				FRS



				IIS







				



				N



				N















				CMIP



				GDMO



				ASN.1



				Neustar NPAC



				iconectiv NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



				N















				XML



				XIS



				XSD



				Neustar NPAC



				iconectiv NPAC



				SOA



				LSMS







				



				Y



				N



				N



				Y



				N



				N



















Business Need



The NPAC SMS XML Interface Specification (XIS) supports three types of service provider IDs in SOA to NPAC interface messages: 



· [bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3]sp_id in the header of the message identifying the service provider originating the message (required), 



· secondary_sp_id in the message content –  used by a service bureau when submitting a request on behalf of their secondary spid;  the sp_id in the message header is set to the primary spid,



· request_sp_id  in the message content –  used by a delegate when they are submitting a request on behalf of a grantor spid.  The value of the request_sp_id is set to the grantor spid.  The sp_id in the message header is set to the delegate spid.



The NPAC uses these fields to determine the service provider associated with the message request: request_sp_id if populated, secondary_sp_id if populated and request_sp_id not populated, or sp_id in header if request_sp_id and secondary sp_id not populated.



Some XML SOA systems are submitting requests where some or all of these fields are populated with the same SPID value, causing the iconectiv NPAC to fail the request during validation processing (for example, FRS requirement RR6-238 XML Message Delegation – Relationship Establishment indicates: The SOA delegation relationship can be from any one SPID to any other SPID). 



To avoid changes to local systems, the iconectiv NPAC SMS will provide an accommodation by allowing extraneous SPIDs to be provided in requests, but the iconectiv NPAC will ignore the extraneous SPIDs, and process the request as if the extraneous SPIDs were not populated in the request (thus any replies or notifications associated with the request will not have extraneous SPIDs).







Description of Change:



Changes detailed below.







[bookmark: _Toc59881639]XIS:



At the end of Section 5.1 on Message Structure:







[snip]







For messages coming from the SOA to the NPAC, the NPAC considers three fields to determine which SPID is actually issuing the request.  The determination is made by examining the fields in the following order:



· the request_sp_id from the message_content (if populated), 



· the secondary_sp_id from the message_content (if populated)



· The sp_id from the message_header (always populated).







For example, for a message that specifies the sp_id as 1111 and a request_sp_id as 2222, the NPAC will evaluate the message as if it was requested by spid 2222.



[bookmark: OLE_LINK4][bookmark: OLE_LINK5][bookmark: OLE_LINK6]Note, when evaluating which SPID is actually issuing the request, a determination of extraneous SPIDs in the request is made in the following order: 



1. if a SOA request identifies a request_sp_id field that has the same value as the secondary_sp_id field or the same value as the sp_id field in the message header when the secondary_sp_id field is not present, then the message will be accepted but will be processed as if the request_sp_id field was not populated.  



2. If a SOA request identifies a secondary_sp_id field that has the same value as the sp_id field in the message header, the message will be accepted but will be processed as if the the secondary_sp_id field was not populated.  



In these instances, the extraneous SPID fields that are ignored for message processing will not appear in XML response messages nor in any associated notification messages.



[snip]
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NANC 517 - Turn-Up Test Plan Doc-Only Clarifications v2.docx


NANC 517 v2



Origination Date:  02/14/18



Originator:  iconectiv



[bookmark: _Toc72227019]Change Order Number:  NANC 517



Description:  Turn-Up Test Plan Doc-Only Clarifications



Functional Backwards Compatible:  Yes







IMPACT/CHANGE ASSESSMENT











				DOC



				FRS



				IIS







				



				N



				N















				CMIP



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N















				XML



				XIS



				XSD



				NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



















Business Need



Documentation updates.







Description of Change:



Changes detailed below.












[bookmark: _Toc59881639]Requirements:



Turn-up Test Plan (changed text in yellow highlights)







Chapter 7, test case NANC 372 – XML Ordering 3: test case involves XML LSMS, so delete XML SOA involvement in the TC and add XML LSMS involvement.







Chapter 8, test case 8.1.2.4.1.13, update Test Result 14 and 15:



RESULT-14:  NPAC SMS sends a status attribute value change message in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the oldnew Service Provider for the previous ‘active’ Subscription Versions setting the status to ‘old’, upon receiving successful acknowledgment from all involved LSMSs.



RESULT-15:  OldNew Service Provider acknowledges the status attribute value change message in CMIP (or NOTR – NotificationReply in XML).







Chapter 8, test case 8.1.2.4.1.19, update Test Result 14 and 15:



RESULT-15:  NPAC SMS sends a status attribute value change message in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the oldnew Service Provider for the previous ‘active’ Subscription Versions setting the status to ‘old’, upon receiving successful acknowledgment from all involved LSMSs.



RESULT-16:  OldNew Service Provider acknowledges the status attribute value change message in CMIP (or NOTR – NotificationReply in XML).







Chapter 8, test case 8.1.2.4.1.22, update Test Result 14 and 15:



RESULT-15:  NPAC SMS sends a status attribute value change message in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the oldnew Service Provider for the previous ‘active’ Subscription Versions setting the status to ‘old’, upon receiving successful acknowledgment from all involved LSMSs.



RESULT-16:  OldNew Service Provider acknowledges the status attribute value change message in CMIP (or NOTR – NotificationReply in XML).







Chapter 8, test case 8.5.1, update Test Result 3:



RESULT 3: Service Provider systems successfully submit SV create, modify and disconnect requests prior to PDP start, during PDP and after PDP ends.



-  When SV requests are made prior to PDP start, requests with the New NPA-NXX will be rejected when the due date for the request is prior to PDP start, and requests for the Old NPA-NXX are accepted/processed by the NPAC SMS.



-  When SV requests are made during PDP start, requests with the New and/or Old NPA-NXX will be accepted/processed by the NPAC SMS.  The response from the NPAC SMS will only contain the New NPA-NXX.



-  When SV requests are made after PDP ends, requests with the Old NPA-NXX will be rejected by the NPAC SMS.  Requests using the New NPA-NXX are accepted/processed by the NPAC SMS.







Chapter 8, test case 8.5.4, update Test Result 3:







RESULT-17:  For NPA-NXXs added to an NPA Split during PDP, the New NPA-NXX cannot exist on the NPAC SMS.  The NPAC SMS will automatically create the New NPA-NXX with an Effective Date of the current date/timeno later than the next day and broadcast in CMIP (or DXCD – NpaNxxDxCreateDownload) the create to all SOAs/LSMSs that support network data downloads and are accepting broadcasts for the NPA-NXX.







Chapter 9, test case NANC 68-1, update expected result 7:



				7.



				SP – conditional



				SP Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions in the range that did not have exceptions to verify that the Subscription Version  fields selected to be mass updated were modified.



				SP



				The Subscription Versions were modified correctly.



Any subscription versions with a status of Pending, Conflict, Cancel-Pending or Active that meet the Mass Update criteria are updated as a result of a Mass Update.



















Chapter 9, test case NANC 68-3, update expected result 7:



				7.



				SP – conditional



				SP Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions in the range that did not have exceptions to verify that the Subscription Version  fields selected to be mass updated were modified.



				SP



				The Subscription Versions were modified correctly.



Any subscription versions with a status of Pending, Conflict, Cancel-Pending or Active that meet the Mass Update criteria are updated as a result of a Mass Update.



















Chapter 11, test case 2.3, update steps 4 & 6 (object create notification) updating  the TN/version ID attributes to reflect differences between CMIP and XML concerning a TN Range notification for a single TN:



[snip]



· CMIP TN/SV ID info:



· start TN



· end TN



· start SVID



· end SVID



· XML TN/SV ID info: 



· subscriptionVersionIdsv_id



· subscriptionVersionTNsv_tn



[snip]







Chapter 11, test case 2.3, update steps 15  & 17 (attribute value change notification) updating  the TN/version ID attributes to reflect differences between CMIP and XML concerning a TN Range notification for a single TN:



[snip]



· CMIP TN/SV ID info:



· start TN



· end TN



· start SVID



· end SVID



· XML TN/SV ID info: 



· sv_id



· sv_tn



[snip]







Chapter 11, test case 2.8, step 6 & 8 updates (Status AVC notification) – updating  the TN/version ID attributes to reflect differences between CMIP and XML concerning a TN Range notification for a single TN:



[snip]



· CMIP TN/SV ID info:



· start TN



· end TN



· start SVID



· end SVID



· XML TN/SV ID info: 



· sv_id



· sv_tn



[snip]











Chapter 11, test case 2.9, update steps 6 & 8 (Status AVC notification) – updating  the TN/version ID attributes to reflect differences between CMIP and XML when version IDs are non-consecutive for a TN range:



[snip]



· CMIP TN/SV ID info:



· start TN



· end TN



· list of SV IDs



· XML TN/SV ID info:



· Paired list of TNs and SVIDs



[snip]







Chapter 11, test case 2.12, step 6 updates (Status AVC) – updating  the TN/version ID attributes to reflect differences between CMIP and XML concerning a TN Range notification for a single TN:



[snip]



· CMIP TN/SV ID info:



· start TN



· end TN



· start SVID



· end SVID



· XML TN/SV ID info: 



· sv_id



· sv_tn



[snip]











Chapter 11, test case 2.15, step 4 & 6 updates (AVC) – updating  the TN/version ID attributes to reflect differences between CMIP and XML concerning a TN Range notification for a single TN:



[snip]



· CMIP TN/SV ID info:



· start TN



· end TN



· start SVID



· end SVID



· XML TN/SV ID info: 



· sv_id



· sv_tn



[snip]











Chapter 11, test case 2.16, step 5 updates (Customer Disconnect Date) & step 8 (Status AVC) – updating  the TN/version ID attributes to reflect differences between CMIP and XML when version IDs are non-consecutive for a TN range:



[snip]



· CMIP TN/SV ID info:



· start TN



· end TN



· list of SV IDs



· XML TN/SV ID info:



· Paired list of TNs and SVIDs



[snip]











Chapter 11, test case 2.19, step 5 updates (Customer Disconnect Date) & step 8 (Status AVC) – updating  the TN/version ID attributes to reflect differences between CMIP and XML concerning a TN Range notification for a single TN:



[snip]



· CMIP TN/SV ID info:



· start TN



· end TN



· start SVID



· end SVID



· XML TN/SV ID info: 



· sv_id



· sv_tn



[snip]











Chapter 11, test case 2.20, step 5 updates (Customer Disconnect Date) & step 8 (Status AVC) – updating  the TN/version ID attributes to reflect differences between CMIP and XML when version IDs are non-consecutive for a TN range:



Step 5: 



[snip]



· CMIP TN/SV ID info:



· start TN



· end TN



· list of SV IDs



· XML TN/SV ID info:



· Paired list of TNs and SVIDs



[snip]



Step 8:



[snip]



· CMIP TN/SV ID info:



· start TN



· end TN



· list of SVIDs



· TN Range



· XML TN/SV ID info:



· Paired list of TNs and SVIDs











Chapter 11, test case 2.23, step 4 updates (Status AVC) – updating  the TN/version ID attributes to reflect differences between CMIP and XML when version IDs are non-consecutive for a TN range:



Step 4: 



[snip]



· CMIP TN/SV ID info:



· start TN



· end TN



· list of SVIDs



· TN Range



· XML TN/SV ID info:



· Paired list of TNs and SVIDs







Chapter 11, test case 2.26, step 4 updates (Status AVC) & step 6 (Status AVC) – updating  the TN/version ID attributes to reflect differences between CMIP and XML when version IDs are non-consecutive for a TN range:



 [snip]



· CMIP TN/SV ID info:



· start TN



· end TN



· list of SVIDs



· TN Range



· XML TN/SV ID info:



· Paired list of TNs and SVIDs











Chapter 11, test case 2.27, step 4 & 6 (Status AVC), updating the TN/version ID attributes to reflect differences between CMIP and XML concerning a TN Range notification for a single TN:



[snip]



· CMIP TN/SV ID info:



· paired list of TNs and SVIDsstart TN



· end TN



· start SVID



· end SVID



· XML TN/SV ID info: 



· sv_id



· sv_tn



[snip]











Chapter 11, test case 2.29, step 4 & 6 updates (Status AVC) & step 8 & 10 updates (Status AVC) – updating  the TN/version ID attributes to reflect differences between CMIP and XML when version IDs are non-consecutive for a TN range:



Steps 4 & 6:



[snip]



· start TN



· end TN



· list of SV IDs



· paired list of TNs and SVIDs



[snip]



Steps 8 & 10:



· CMIP TN/SV ID info:



· start TN



· end TN



· list of SV IDs



· XML TN/SV ID info:



· Paired list of TNs and SVIDs



[snip]







Chapter 11, test case 2.30, step 4 (Status AVC) and steps 8 & 10 (AVC) – updating  the TN/version ID attributes to reflect differences between CMIP and XML concerning a TN Range notification for a single TN:



[snip]



· CMIP TN/SV ID info:



· start TN



· end TN



· start SVID



· end SVID



· XML TN/SV ID info: 



· sv_id



· sv_tn



[snip]











Chapter 11, test case 2.32, step 4 & 6 updates (Status AVC) & step 8 & 10 updates (Status AVC) – updating  the TN/version ID attributes to reflect differences between CMIP and XML when version IDs are non-consecutive for a TN range:



Steps 4 & 6:



[snip]



· start TN



· end TN



· list of SV IDs



· paired list of TNs and SVIDs



[snip]



Steps 8 & 10:



· CMIP TN/SV ID info:



· start TN



· end TN



· list of SV IDs



· XML TN/SV ID info:



· [bookmark: _GoBack]Paired list of TNs and SVIDs



[snip]







Chapter 12, test case 169-1, update expected result 6, remove steps 7 and 8.



[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3]The audit finds the LSMS under test not discrepant for the SVs audited and the LSMS is removed from the Failed SP List for the audited SVs.  Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.  



Verify that:



SV group a exists on the LSMS.  Verify that all of them reflect the ‘modified’ SV values from the prerequisites above.



SV group b exists on the LSMS.



SV group b1 exists on the LSMS. 



SV group c exists on the LSMS.



SV group d exists on the LSMS.



SV group g exists on the LSMS.







				7.



7.



				







NPAC



				NPAC Personnel ‘re-send’ the following to the Service Provider under test:



SV group a that exists on the NPAC SMS with a status of ‘Active with a Failed SP List.



SV group c that exists on the NPAC SMS with a status of ‘Partial-Fail’.



SV group d that exists on the NPAC SMS with a status of ‘Partial-Fail’.



.



NPAC SMS issues the appropriate messages to the LSMS in order to update the LSMS for these SVs.







				SP



SP



				LSMS receives the resend requests from the NPAC SMS and issues a ‘duplicate object’ response to the NPAC SMS for:



SV group c 



SV group d 



SV group g















				8



8.



				



NPAC



				NPAC Personnel perform multiple Full audits for each NPA-NXX of the following SVs, to verify that all the appropriate updates were processed from the NPAC ‘re-send’ for the ‘Partial-Fail’ objects:



SV group a



SV group c



SV group d 



SV group g







				



SP



				Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that:



SV group a exists on the LSMS.



SV group c exists on the LSMS.



SV group d exists on the LSMS.



SV group g exists on the LSMS.























Chapter 12, test case 169-2, update expected result 6, remove steps 7 and 8.



The audit finds the LSMS under test not discrepant for the SVs audited and the LSMS is removed from the Failed SP List for the audited SVs.  Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.  



Verify that:



SV group a exists on the LSMS.  



SV group b exists on the LSMS. 



SV group c exists on the LSMS.



SV group d exists on the LSMS.







				



7.



				



NPAC



				NPAC Personnel ‘re-send’ the following to the Service Provider under test:



NOTE:  The BDD request was a subset of the total TNs manipulated in the Prerequisite Setup above.  Resend the respective subset of data.



SV group a that exists on the NPAC SMS with a status of ‘Partial-Fail’.



SV group d that exists on the NPAC SMS with a status of ‘Partial-Fail’.







NPAC SMS issues the appropriate messages to the LSMS in order to update the LSMS for these SVs.



				



SP



				LSMS receives the resend requests from the NPAC SMS and issues a ‘duplicate object’ response to the NPAC SMS for:



NOTE:  The BDD request was a subset of the total TNs manipulated in the Prerequisite Setup above.  Verify the subset of data.



SV group a



SV group d











				



8.



				



NPAC



				NPAC Personnel perform multiple Full audits for each NPA-NXX of the following SVs to verify that all the appropriate updates were processed from the NPAC ‘re-send’ for the ‘Partial-Fail’ objects:







SV group 2a



SV group 2d







				NPAC



				Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that:







SV group 2a



SV group 2d



























Chapter 12, test case 169-3, update expected result 6, remove steps 7 and 8.



The audit finds the LSMS under test not discrepant for the SVs audited and the LSMS is removed from the Failed SP List for the audited SVs.  Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.  



Verify that:



SV group a exists on the LSMS.  



SV group b exists on the LSMS. 



SV group c exists on the LSMS.



SV group f exists on the LSMS.







				



7.



				



NPAC



				NPAC Personnel ‘re-send’ the following to the Service Provider under test:



SV group a that exists on the NPAC SMS with a status of ‘Partial-Fail’.



SV group f that exists on the NPAC SMS with a status of ‘Active’ and a Failed SP List including the service provider under test.







NPAC SMS issues the appropriate messages to the LSMS in order to update the LSMS for these SVs.



				



SP



				LSMS receives the resend requests from the NPAC SMS and issues a ‘duplicate object’ response to the NPAC SMS for:



SV group a



SV group f











				



8.



				



NPAC



				NPAC Personnel perform multiple Full audits for each NPA-NXX of the following SVs to verify that all the appropriate updates were processed from the NPAC ‘re-send’ for the ‘Partial-Fail’ objects:







SV group a



SV group f







				NPAC



				Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that:







SV group a



SV group f



























Chapter 12, test case 169-4, update expected result 6, remove steps 7 and 8.



The audit finds the LSMS under test not discrepant for the SVs audited and the LSMS is removed from the Failed SP List for the audited SVs.  Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.  



Verify that:



SV group a exists on the LSMS.  



SV group b exists on the LSMS. 



SV group c exists on the LSMS.











				



7.



				



NPAC



				NPAC Personnel ‘re-send’ the following to the Service Provider under test:



NOTE:  The BDD request was a subset of the total TNs manipulated in the Prerequisite Setup above.  Resend the respective subset of data.



SV group a that exists on the NPAC SMS with a status of ‘Partial-Fail’.







NPAC SMS issues the appropriate messages to the LSMS in order to update the LSMS for these SVs.



				



SP



				LSMS receives the resend requests from the NPAC SMS and issues a ‘duplicate object’ response to the NPAC SMS for:



NOTE:  The BDD request was a subset of the total TNs manipulated in the Prerequisite Setup above.  Verify the subset of data.







SV group a











				



8.



				



NPAC



				NPAC Personnel perform multiple Full audits for each NPA-NXX in the following SVs to verify that all the appropriate updates were processed from the NPAC ‘re-send’ for the ‘Partial-Fail’ objects:







SV group a







				NPAC



				Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that:







SV group a



































Chapter 13, test case NANC 400-4, update step 4







				4.



				NPAC



				For the LSMS under test, the NPAC SMS issues an M-SET Request numberPoolBlock in CMIP (or PATN – NpbAttributeValueChangeNotification PBMD - NpbModifyDownload in XML) to update the attributes on the Number Pool Block object.



				SP



				For the LSMS under test, LSMS receives the M-SET Request in CMIP (or PATN – NpbAttributeValueChangeNotification PBMD - NpbModifyDownload in XML), verifies that the action is valid and returns an M-SET Response numberPoolBlock in CMIP (or NOTR – NotificationReply in XML) back to the NPAC SMS. 























Chapter 17, test case NANC 372-Security-14, update Test Result 4.



				



4.



				



NPAC



				NPAC sends a message to LSMS, where the Departure TimeStamp attribute is inaccurate.



				



SP



				LSMS (acting as server) accepts the connection but rejects the message with an access_denied invalid_data_values Error.











.







Chapter 16, test case Assoc Data-2, update Objective and Expected Result 2 to indicate SOA/LSMS aborts or retries the association:



Objective: Verify SOA/LSMS aborts the association or retries to establish a new association when the NPAC SMS replies with an invalid System ID.  



Expected Result 2: SOA/LSMS aborts association with no reason provided or SOA/LSMS times-out and retries establishing a new association (whereby NPAC aborts the invalid association and establishes the new association).











Chapter 16, test case Assoc Data-3, update Objective and Expected Result 2 to indicate SOA/LSMS aborts or retries the association:



Objective: Verify SOA/LSMS aborts the association or retries to establish a new association when the NPAC SMS replies with delayed CMIP Departure time.  



Expected Result 2: SOA/LSMS aborts association with no reason provided or SOA/LSMS times-out and retries establishing a new association (whereby NPAC aborts the invalid association and establishes the new association).











Chapter 16, test case Assoc Data-4, update Objective and Expected Result 2 to indicate SOA/LSMS aborts or retries the association:



Objective: Verify SOA/LSMS aborts the association or retries to establish a new association when the NPAC SMS replies with an out-of-order sequence number.  



Expected Result 2: SOA/LSMS aborts association with no reason provided or SOA/LSMS times-out and retries establishing a new association (whereby NPAC aborts the invalid association and establishes the new association).











Chapter 16, test case Assoc Data-6, update Objective and Expected Result 2 to indicate SOA/LSMS aborts or retries the association:



Objective: Verify SOA/LSMS aborts the association or retries to establish a new association when the NPAC SMS replies with an invalid Security Key.  



Expected Result 2: SOA/LSMS aborts association with no reason provided or SOA/LSMS times-out and retries establishing a new association (whereby NPAC aborts the invalid association and establishes the new association).
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NANC 518 - PTO SV Create FRS Doc-Only change.docx


NANC 518 – PTO SV Create FRS Doc-only Change



Origination Date:  02/14/18



Originator:  iconectiv



[bookmark: _Toc72227019]Change Order Number:  NANC 518



Description:  FRS Doc-only Clarifications



Functional Backwards Compatible:  Yes







IMPACT/CHANGE ASSESSMENT











				[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3]DOC



				FRS



				IIS







				



				Y



				N















				CMIP



				GDMO



				ASN.1



				Neustar NPAC



				iconectiv NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



				N















				XML



				XIS



				XSD



				Neustar NPAC



				iconectiv NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



				N



















Business Need



Documentation updates.







Description of Change:



Update the FRS requirements concerning creating a PTO SV to remove the PTO indicator from the validation (since the PTO indicator is required in any SV Create request).  Two requirements need updating, one for inter-service provider ports and one for intra-service provider ports.























[bookmark: OLE_LINK4][bookmark: OLE_LINK5][bookmark: OLE_LINK6]Requirements:



Section 5.1.2.2.1.1  - Subscription Version Creation - Inter-Service Provider Ports







[bookmark: _Toc59881639] [snip]







RR5-179 Create Inter-Service Provider PTO Subscription Version - New Service Provider Data Attributes – Rejected 



NPAC SMS shall reject an Inter-Service Provider Create Request that includes the following data attributes from NPAC personnel or the new Service Provider, when the Porting to Original flag is set to True: (reference NANC 399).



• LRN 



• Class DPC 



• Class SSN 



• LIDB DPC 



• LIDB SSN 



• CNAM DPC 



• CNAM SSN 



• ISVM DPC 



• ISVM SSN 



• WSMSC DPC (if supported by the Service Provider SOA) 



• WSMSC SSN (if supported by the Service Provider SOA) 



• Porting to Original 



• Billing Service Provider ID 



• End-User Location - Value 



• End-User Location - Type 



• SV Type 



• Alternative SPID







[snip]







Section 5.1.2.2.1.2 Subscription Version Creation - Intra-Service Provider Port







[snip]



RR5-180 Create “Intra-Service Provider Port” (PTO) Subscription Version – Current Service Provider Data Attributes – Rejected 







NPAC SMS shall reject an Intra-Service Provider Create Request that includes the following data attributes from NPAC personnel or the Current Service Provider, when the Porting to Original flag is set to True: (reference NANC 399) 







· LRN 



· Class DPC 



· Class SSN 



· LIDB DPC 



· LIDB SSN 



· CNAM DPC 



· CNAM SSN 



· ISVM DPC 



· ISVM SSN 



· WSMSC DPC (if supported by the Service Provider SOA) 



· WSMSC SSN (if supported by the Service Provider SOA) 



· Porting to Original 



· Billing Service Provider ID 



· End-User Location - Value 



· End-User Location – Type 



· SV Type 



· Alternative SPID 







[snip]
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NANC 447 - NPAC support of IPv6 - V1.docx


NANC TBD447, NPAC Support for CMIP over TCP/IPv6, V1



Origination Date:  11/01/2011



Originator:  NeustarAT&T



[bookmark: _Toc72227019]Change Order Number:  NANC TBD447



Description:  NPAC Support for CMIP over TCP/IPv6



Status:  NewAccepted



Key Words:  CMIP



Functionally Backward Compatible:  Yes







IMPACT/CHANGE ASSESSMENT



				FRS



				IIS



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				Y



				Y



				Y



				Y



				Y



				Y



				Y















Business Need:



Currently the NPAC supports IPv4 as the Internet addressing protocol.  Due to various corporate initiatives, several Service Providers have inquired about the desire and timeline of the NPAC supporting IPv6 addresses.  The purpose of this change order is to request analysis to determine the feasibility and timing of adding support for IPv6.



What is IPv6?



IPv6 network protocol is the successor to IPv4, the Internet addressing protocol which has been used for many years since the early days of the Internet.  When the Internet was first established, it was a research network and the addressing was limited.  It was never thought that it would be used to connect everything from a mobile phone to a hi-fi or refrigerator.  Opinions vary greatly but current estimates indicate that we will run out of available IPv4 based addresses in the next few years.  IPv6 solves this problem and also introduces new features to improve how the Internet works.  The current IPv4 address space contains 232 or approximately 4.3 billion addresses.  The number of addresses offered by IPv6 is 2128 or approximately 340 undecillion (3.4 x 1038 or 340 trillion networks of one trillion addresses each).



Links for more info on IPv6:



http://en.wikipedia.org/wiki/IPv6



http://www.networkdictionary.com/networking/IPv6vsIPv4.php



How does this affect the NPAC?



Currently, all network communication between service providers and the NPAC (i.e., SOA, LSMS, LTI, web sites, email, etc.) use IPv4 addresses.  In addition to network routing, there is an IPv4 address embedded in the NSAP (Network Service Access Point) used by the OSI stack.  This means there must be changes made for the LNP systems (NPAC, SOA, and LSMS) to use IPv6.











Description of Change:



To facilitate a transition from IPv4 to IPv6 the NPAC should use a dual-stack approach, allowing providers to migrate their networks on their corporate timetable.











FRS:



TBD











IIS:



TBD











GDMO:



TBD











ASN.1:



TBD
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NANC 449 - active-active SOA - same SPID - v12.docx


NANC 449 – Working Copy – v112



Origination Date:  02/23/12



Originator:  Comcast 



[bookmark: _Toc72227019]Change Order Number:  NANC 449



Description:  Active-Active SOA connection to NPAC – same SPID (Delegation Model)



Functional Backwards Compatible:  Yes







IMPACT/CHANGE ASSESSMENT







				FRS



				IIS







				Y



				Y















				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				Y



				Y



				Y



				Y



				N















				XML



				NPAC



				SOA



				LSMS







				Y



				Y



				Y



				N















Business Need:



Currently, the NPAC is configured to enable a carrier to have one active SOA connection for a single SPID.  As carrier systems become more complex with a greater need to support high transaction volume, carriers should have the option to enable multiple active connections for the same SPID to the NPAC.  This will enable a carrier to connect to the NPAC from multiple geographical locations to allow business continuity in the event of network failure or single site failure.  Such functionality is very important given carriers have a very small window to respond to porting transaction requests such as defined in Next Day porting.



To illustrate, a carrier would have at its option, an opportunity to construct two (2) or more active SOA connections to the NPAC for the same SPID.  If one of the connections is broken due to a network failure, porting transactions can be diverted to another active NPAC connection thereby reducing business impacts during the porting process.



Use of multiple active SOA connections from a single SPID should be voluntary by carriers who wish to improve their application and network redundancy.  The advantage of having such active-active SOA infrastructure would improve porting efficiency during times of network impairment and natural disasters.



May ’13 LNPAWG meeting:



In order to facilitate the deployment of NANC 449 (CMIP version of Active-Active SOA connection to the NPAC – same SPID), the functionality should be included in the XML interface (NANC 372) as well.







Description of Change:



This change order is being created to analyze and document the change to the NPAC that would allow multiple associations from the same SPID and same function mask at the same time.



The current NPAC behavior (defined in chapter 5 of the IIS) allows a single association based on SPID/Function Mask at any one point in time. If a subsequent association is made, the existing one is terminated.  Section 5.6 (Single Association for SOA/LSMS) states, “A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.”  NANC 383 (Separate SOA channel for notifications) was implemented in release 3.3 to allow notifications to be sent over a separate SOA association, but does not allow for multiple associations using the same bit mask which is what is desired.



With this change order, a SOA would be able to connect with a second association using the same SPID value and same function mask values.  This means that both SOA A and SOA B are up running and active at the same time, connected to the same NPAC regions at the same time, and potentially sending/receiving SOA transactions as the same time.



Working assumptions:



· Network data (NPA-NXX, LRN, Dash-X) will be sent to SOA A & B.



· SOA Requests (e.g., NSP SV Create Request) sent from SOA A will have Responses sent back to SOA A (this is required as SOA B does not have the invoke ID of SOA A’s Request).



· Notifications initiated at the NPAC (e.g., SV StatusAttributeValueChange) will be sent to both SOA A and SOA B, regardless of whether SOA A, SOA B, other SP SOA, NPAC personnel, or NPAC business rules initiated the transaction that led to the notification.



· Functionality applies to two (2) or more SOA connections at the same time.



· Performance expectation is on a per SOA basis, not a per SPID basis.



· Notifications would be recoverable such that if SOA A was not associated and notifications were instead sent to SOA B, that SOA A would be able to get those missed notifications via recovery.



· Service Provider tunables (i.e., “SPIDables”) need to be evaluated to determine which can remain at the Service Provider level, and which would need granularity at the SOA level.



· Sep ’13, the full echo-back of data as the initiator is independent of having multiple SOAs defined.



· Nov ’13, with the implementation of NANC 372 (XML Interface), delegation is available when using the XML Interface.



· Mar ’15, notifications that are suppressed (pending implementation of NANC 458) are not sent to SOA A or SOA B.  Request SPID – Delegate SPID relationship will be used for the Active-Active relationship (with the new Active-Active Indicator and the Request SPID attribute), therefore, the initiating and non-initiating Service Provider tunable parameters are no longer needed, and are removed in this version of the document.  In an Active-Active scenario, the new indicator associated with Active-Active identifies an Initiator New SP SOA that does not need echo-back of data (since they were the ones that sent it in the request), and the non-Initiator New SP SOA that does need full echo-back of data (and would receive it in both the Object Creation Notification and the Attribute Value Change Notification), so that they are in sync with the Initiator New SP SOA.








Sep ’12 LNPAWG meeting:



Neustar sent out (8/31/2012) the following note prior to the Sep meeting to facilitate the discussion.



During our analysis of NANC 449 after the discussion at the July 2012 LNPAWG meeting, several questions have come up to which the answers will dictate our next steps with this change order.



Based on the current definition of NANC 449:



1. two or more SOA connections



1. from the same SPID



1. using the same CMIP association function mask information



1. sending/receiving CMIP requests/responses individually



1. receiving NPAC notifications whether or not involved in initial request



Our current NPAC architecture supports the current NPAC requirement (one CMIP association, per SPID, per function mask).  In order to support the 449 notion of two or more, a CMIP change will be required.  Furthermore, the two or more associations must perform the same type of work and support the same optional fields, thereby eliminating the potential for SOA A to support functionality that is different from SOA B for a given SPID.  The functional changes get complicated as we introduce the CMIP changes (e.g., the need for a SOA-Instance-ID to differentiate SOA A from SOA B for items like recovery), and the potential desire to support different message sets.



As an alternative, we have looked at a “relationship” architecture where SOA B uses a different SPID value than the SOA A main SPID value, and within the NPAC we have a “relationship” table that allows B to perform the same functions as A.  For example, a national Service Provider (SPID 2222) is performing an OSP SV Concur.  In one region that message could come from SOA A (2222), and in another region that message could come from SOA B (Y222).  Because the entry in the “relationship” table says that effectively Y222 is the same as 2222, the NPAC edits will accept this message.  For the NSP in both of these ports, they would see the OSP as 2222, thereby not causing confusion that the OSP is Y222.  Additionally, since the “relationship” table is stored solely in the NPAC, this approach does not require 2222 to update any NPAC data to be owned by Y222 (SV ownership still remains with 2222).



Please discuss this internally and be prepared to provide input during the Sep 2012 LNPAWG meeting (change management agenda item):



1. Current 449 definition



0. Higher development level of effort



0. All SOAs must support same functionality



0. Requires CMIP changes to GDMO and ASN.1



1.  “relationship” approach



1. Requires setup of “related” SPID in NPAC data, but not stored in local systems



1. All SOAs can support whatever optional data they wish to support (settings at the SPID level)



1. Does not require CMIP changes



1. Does not require any changes to existing NPAC data (e.g., nothing is changed to be owned by Y222)







Apr ’13:



In preparation for discussion at the May 2013 LNPAWG meeting, Comcast has provided an update to NANC 449.



In addition to multiple connections to the NPAC, the following functionality should be considered in order to support the carrier option of a NANC 449 solution:



1. Add the echo-back of LRN, GTT and Optional data fields in order to achieve consistent and complete data for both instances (SOA A/SOA B).  This will be required because the LRN, GTT and Optional data are expected to originate from a single instance only and are not returned by the NPAC today in the Object Creation Notification.  Hence, the non-originating instance would be missing this information.




2. Add a new field to the New Service Provider Create Request, “Order ID”.  This field, resident in many SOAs today, allows the SOA to coordinate ordering system information with NPAC porting information.  Consideration for other data fields or elements would be included to support use of other SOA systems in use by other service providers.  This new field will be included on both the New Service Provider Create Request and the echo-back information in #1 above to the non-originating instance.  This would ensure multiple  instances of SOA connectivity would contain complete and synchronized data.







May ’13 LNPAWG meeting:



After discussion about having Active-Active SOA connection functionality in the new XML interface defined in NANC 372, the group agreed to include that functionality in this change order.  So, all references for Active-Active SOA will apply to both the CMIP interface and the XML interface.  The group also agreed to change the new SOA field from “Order ID” to “Cross-Reference ID”.  Neustar agreed to add draft requirements to this document to facilitate discussion at the July meeting.







[bookmark: _Toc59881639]Jul ’13 LNPAWG meeting:



The various flavors of echo-back were discussed.  As a result, an additional feature will be added that allows a SOA (whether the initiator of a request, or the non-initator of a request) to indicate a preference on full echo-back for an ObjectCreationNotification and an AttributeValueChangeNotification.







Sep ’13 LNPAWG meeting:



Upon further discussion, all notifications will go to both SOA A and SOA B.  Also, the echo-back will now be associated with the New SP only (no need to echo routing data to the Old SP, this will be removed from the requirements).  This applies to an ObjectCreationNotification and an AttributeValueChangeNotification.







Nov ’13 LNPAWG meeting:



The use of the Delegation Model for Active-Active SOA applies to both the CMIP interface and the XML interface.







Mar ’15 LNPAWG meeting:



Discussed as to whether or not the requirements were up-to-date in light of the development work that has taken place since this change order was initially introduced.  Functionality such as XML and Notification Suppression will be synced-up in the requirements of this change order for review during the next meeting.







May ’15 LNPAWG meeting:



The updates for XML and Notification Suppression were discussed.  Updates (to include Number Pool Blocks, and LSMS Query Response) will be made and reviewed during the July meeting.







Jul ’15 LNPAWG meeting:



The updates for Customer support indicators, Number Pool Blocks, and LSMS Query Response were discussed.  Updates (to queries, number pool block) will be made and reviewed during the September meeting.
















Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the Active-Active SOA scenario.  See Description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attributes for the Active-Active SOA (Active-Active for echo-back, cross-reference ID).  See below:







				
NPAC CUSTOMER DATA MODEL







				Attribute Name



				Type (Size) 



				Required



				Description







				[snip]



				



				



				







				NPAC Customer Cross-Reference ID Indicator – SOA



				B



				



				A Boolean that indicates whether the NPAC Customer (SOA) supports Cross-Reference ID in Subscription Version records (create and modify prior to activation, query response), and Number Pool Block records (create by SOA, query response).



The default value is False.







				NPAC Customer Cross-Reference ID Indicator – LSMS



				B



				



				A Boolean that indicates whether the NPAC Customer (LSMS) supports Cross-Reference ID in Subscription Version records (query response), and Number Pool Block records (query response).



The default value is False.







				NPAC Customer Cross-Reference ID Indicator – LTI



				B



				



				A Boolean that indicates whether the NPAC Customer (LTI) supports Cross-Reference ID in Subscription Version records (create and modify prior to activation, query response), and Number Pool Block records (query response).



The default value is False.







				[snip]



				



				



				











Table 3-2 NPAC Customer Data Model











				NPAC CUSTOMER REQUEST-DELEGATE DATA MODEL







				Attribute Name



				Type (Size)



				Required



				Description







				Request NPAC Customer ID



				C (4)



				



				An alphanumeric code which uniquely identifies an NPAC Customer that will act as a request SPID







				Delegate NPAC Customer ID



				C (4)



				



				An alphanumeric code that uniquely identifies an NPAC Customer that will act as a delegate SPID associated with a request SPID.







				[bookmark: _Toc415487526][bookmark: _Toc415487585]NPAC Customer Active-Active Indicator



				B



				



				A Boolean that indicates whether the NPAC Customer in this Request SPID – Delegate SPID entry is an Active-Active Relationship, thereby allowing the echo-back of subscription version data to the non-Initiator New Service Provider SOA.



This only applies to a SOA-to-SOA relationship.



The default value is False.











Table 3‑6 NPAC Customer Request-Delegate Data Model











				SUBSCRIPTION VERSION DATA MODEL







				Attribute Name



				Type (Size)



				Required



				Description







				[snip]



				



				



				







				[bookmark: _Toc365876004][bookmark: _Toc368562172][bookmark: _Ref377212546][bookmark: _Ref377214451][bookmark: _Ref377214486][bookmark: _Ref379878757][bookmark: _Ref380305391][bookmark: _Ref380561759][bookmark: _Ref380561900][bookmark: _Ref380811299][bookmark: _Ref380811701][bookmark: _Ref411679858][bookmark: _Ref419620543][bookmark: _Ref436023959][bookmark: _Ref436023999][bookmark: _Ref436024023][bookmark: _Ref436024071][bookmark: _Ref377214446][bookmark: _Toc381720300][bookmark: _Toc436023452][bookmark: _Toc436025906][bookmark: _Toc436026066][bookmark: _Toc436037428][bookmark: _Toc437674411][bookmark: _Toc437674744][bookmark: _Toc437674970][bookmark: _Toc437675488][bookmark: _Toc463062923][bookmark: _Toc463063430]Cross-Reference ID



				C ( 25)



				



				An alphanumeric code which identifies a Cross-Reference ID or Cross-Reference Number from the service provider’s ordering system into the SOA.



This optional field may only be specified if the service provider SOA supports Cross-Reference ID.







				[bookmark: _Toc279510778][snip]



				



				



				











Table 3‑7 Subscription Version Data Model























				NUMBER POOLING BLOCK HOLDER INFORMATION DATA MODEL







				Attribute Name



				Type (Size)



				Required



				Description







				[snip]



				



				



				







				Cross-Reference ID



				C ( 25)



				



				An alphanumeric code which identifies a Cross-Reference ID or Cross-Reference Number from the service provider’s ordering system into the SOA.



This optional field may only be specified if the service provider SOA supports Cross-Reference ID.







				[snip]



				



				



				











[bookmark: _Toc415487529][bookmark: _Toc415487588]Table 3‑9 Number Pooling Block Holder Information Data Model












Section 3.1.3, Block Holder, Addition



RR3-149	Addition of Number Pooling Block Holder Information – Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250, reference NANC 399)



NPA-NXX-X Holder SPID



NPA-NXX-X



LRN (pseudo-LRN value of 000-000-0000)



Class DPC



Class SSN



LIDB DPC



LIDB SSN



CNAM DPC



CNAM SSN



ISVM DPC



ISVM SSN



WSMSC DPC  (if supported by the Block Holder SOA)



WSMSC SSN  (if supported by the Block Holder SOA)



Number Pool Block SV Type (if supported by the Block Holder SOA)



Alternative SPID (if supported by the Block Holder SOA)



Last Alternative SPID (if supported by the Block Holder SOA)



Alt-End User Location Value (if supported by the Block Holder SOA)



Alt-End User Location Type (if supported by the Block Holder SOA)



Alt-Billing ID (if supported by the Block Holder SOA)



Voice URI (if supported by the Block Holder SOA)



MMS URI (if supported by the Block Holder SOA)



SMS URI (if supported by the Block Holder SOA)



Cross-Reference ID (if supported by the Block Holder SOA)







Section 3.2, NPAC Personnel Functionality



Add new requirements for Mass Update/Mass Create that involves echo-back.







R3-7.1	Select Subscription Versions mass changes for one or more Subscription Versions



NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC personnel, via the NPAC Administrative Interface, to select Subscription Versions for mass update which match a user defined combination of any of the following: SPID, LNP Type (any single LNP Type or none), TN, TN range (NPA-NXX-xxxx through yyyy, where yyyy is greater than xxxx), LRN, DPC values, SSN values, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only).  (Previously part of B-760 and B-761)



Note: If a single LNP Type is selected, then only that LNP Type will be used, otherwise, if no LNP Type is selected, then no restriction is imposed on the LNP Type as a selection criteria.



R3-7.2 	Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC personnel, via the NPAC Administrative Interface, to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SV Type, Alternative SPID, Last Alternative SPID, Alt-End User Location Value, Alt-End User Location Type, Alt-Billing ID, Voice URI, MMS URI, SMS URI, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only). (reference NANC 399)



Note: Service Provider Personnel are limited to LRN, DPCs, and SSNs.



Req 1	Mass Update – Active-Active SOA – Notify non-Initiator New Service Provider SOA with all data in the Attribute Value Change Notification to the New Service Provider



NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, to perform a Mass Update in an Active-Active SOA scenario, and notify the non-Initiator New Service Provider SOA of all modified Subscription Version data in the Attribute Value Change Notification when the Service Provider Active-Active Indicator is TRUE.



Req 2	Mass Create – Active-Active SOA – Notify non-Initiator New Service Provider SOA with all data in the Object Creation Notification to the New Service Provider



NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, to perform a Mass Create in an Active-Active SOA scenario, and notify the non-Initiator New Service Provider SOA of all Subscription Version data in the Object Creation Notification when the Service Provider Active-Active Indicator is TRUE.



Note:  Adding the echo-back of all data in the Object Creation Notification allows both New Service Provider SOA A and New Service Provider SOA B to have data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).







3.8.5, Notification Suppression section, update intro paragraph to include CMIP Interface.



This functionality applies to the XML interface, the CMIP Interface, the NPAC Administrative GUI Interface, and the Service Provider Low-Tech Interface.







3.9.x, new section, Cross-Reference ID Indicator







Req 3	Service Provider SOA Cross-Reference ID Indicator



NPAC SMS shall provide a Service Provider SOA Cross-Reference ID Indicator tunable parameter which defines whether this SOA supports Cross-Reference ID functionality when sending in New Service Provider SV/NPB Create Requests and receiving SV/NPB Query Responses.



Req 4	Service Provider SOA Cross-Reference ID Indicator Default



NPAC SMS shall default the Service Provider SOA Cross-Reference ID Indicator to FALSE.



Req 5	Service Provider SOA Cross-Reference ID Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Cross-Reference ID Indicator tunable parameter.



Req 6	Service Provider LSMS Cross-Reference ID Indicator



NPAC SMS shall provide a Service Provider LSMS Cross-Reference ID Indicator tunable parameter which defines whether this LSMS supports Cross-Reference ID functionality when receiving SV/NPB Query Responses.



Req 7	Service Provider LSMS Cross-Reference ID Indicator Default



NPAC SMS shall default the Service Provider LSMS Cross-Reference ID Indicator to FALSE.



Req 8	Service Provider LSMS Cross-Reference ID Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Cross-Reference ID Indicator tunable parameter.







3.13.3, Block Holder, Addition







Req 9	Activate Number Pool Block – Active-Active SOA – Create Notifications



NPAC SMS shall, in an Active-Active SOA scenario, for all Number Pool Block create messages applicable to SOA A, also notify SOA B.











3.13.6, Block Holder, Query







Req 10	Query of Number Pool Block Holder Information for Cross-Reference ID Indicator – Service Provider Personnel – SOA Interface



NPAC SMS shall allow a Service Provider SOA via the SOA-to-NPAC SMS Interface, to receive a query response of Block Holder Information that includes Cross-Reference ID Indicator, if the value in the requesting Service Provider’s SOA Cross-Reference ID Indicator is set to TRUE.



Req 11	Query of Number Pool Block Holder Information for Cross-Reference ID Indicator – Service Provider Personnel – LSMS Interface



NPAC SMS shall allow a Service Provider Local SMS via the NPAC SMS-to-Local SMS Interface, to receive a query response of Block Holder Information that includes Cross-Reference ID Indicator, if the value in the requesting Service Provider’s LSMS Cross-Reference ID Indicator is set to TRUE.



Req 12	Query of Number Pool Block Holder Information for Cross-Reference ID Indicator – Service Provider Personnel – LTI



NPAC SMS shall allow a Service Provider via the NPAC SOA Low-tech Interface, to receive a query response of Block Holder Information that includes Cross-Reference ID Indicator, if the Service Provider Low-Tech Interface Cross-Reference ID Indicator is TRUE.







5.1, Subscription Version Management







Req 13	Subscription Version – Active-Active SOA – All Notifications



NPAC SMS shall, in an Active-Active SOA scenario, for all Subscription Version changes applicable to SOA A, also notify SOA B.



Note:  This applies to both a New Service Provider SOA and an Old Service Provider SOA.



R5‑16	Create Inter-Service Provider (non-PTO) Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)



· Billing Service Provider ID



· End‑User Location ‑ Value



· End‑User Location ‑ Type



· Alternative SPID (if supported by the Service Provider SOA)



· Last Alternative SPID (if supported by the Service Provider SOA)



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· SMS URI (if supported by the Service Provider SOA)



· Cross-Reference ID (if supported by the Service Provider SOA)



Req 14	Create Subscription Version – Cross-Reference ID



NPAC SMS shall accept the following optional field from NPAC Personnel or the new Service Provider upon Subscription Version creation, when the Porting to Original flag is set to True:



· Cross-Reference ID (if supported by the Service Provider SOA)



R5‑18.1	Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:  (reference NANC 399)



· LNP Type



· [snip]



· New SP Medium Timer Indicator (if supported by the Service Provider SOA)



· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)



· Cross-Reference ID (if supported by the Service Provider SOA)



RR5-5	Create “Intra-Service Provider Port” (non-PTO) Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)



· Billing Service Provider ID



· [snip]



· MMS URI (if supported by the Service Provider SOA)



· SMS URI (if supported by the Service Provider SOA)



· Cross-Reference ID (if supported by the Service Provider SOA)



RR5-6.1	Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:  (reference NANC 399)



· LNP Type



· [snip]



· MMS URI (if supported by the Service Provider SOA)



· SMS URI (if supported by the Service Provider SOA)



· Cross-Reference ID (if supported by the Service Provider SOA)



Req 15	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all data in the Object Creation Notification to the New Service Provider



NPAC SMS shall, in an Active-Active SOA scenario when the Active-Active Indicator is TRUE, notify the non-originating SOA of all Subscription Version data in the Object Creation Notification.



Note:  Adding the echo-back of all data in the Object Creation Notification allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  The originating SOA already has this data as it was sent to the NPAC in the request.



Req 16	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider



NPAC SMS shall, in an Active-Active SOA scenario when the Active-Active Indicator is TRUE, notify the non-originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.



Note:  Adding the echo-back of all modified data in the Attribute Value Change Notification (second Create of an SV, or modify-pending of an SV) allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).



R5‑27.1	Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:  (reference NANC 399)



· Location Routing Number (LRN) ‑ the identifier of the ported to switch (excluding setting or removing a pseudo-LRN).



· Due Date ‑ date on which transfer of service from old facilities‑based Service Provider to new facilities-based Service Provider is planned to occur.



· Class DPC



· Class SSN



· LIDB DPC



· LIDB SSN



· CNAM DPC



· CNAM SSN



· ISVM DPC



· ISVM SSN



· WSMSC DPC (if supported by the Service Provider SOA)



· WSMSC SSN (if supported by the Service Provider SOA)



· SV Type (if supported by the Service Provider SOA)



· Alternative SPID (if supported by the Service Provider SOA)



· Last Alternative SPID (if supported by the Service Provider SOA)



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· SMS URI (if supported by the Service Provider SOA)



· New SP Medium Timer Indicator (if supported by the Service Provider SOA)



· Cross-Reference ID (if supported by the Service Provider SOA)



R5-27.2	Modify “porting to original” Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending, or conflict Subscription Version for a “porting to original” port by the new Service Provider or NPAC personnel:



· Due Date - New Service Provider date on which “port to original” is planned to occur.



· New SP Medium Timer Indicator (if supported by the Service Provider SOA)



· Cross-Reference ID (if supported by the Service Provider SOA)



R5‑28	Modify (non-PTO) Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version, when the Porting to Original flag is set to False:  (reference NANC 399)



· Billing Service Provider ID



· [snip]



· MMS URI (if supported by the Service Provider SOA)



· SMS URI (if supported by the Service Provider SOA)



· Cross-Reference ID (if supported by the Service Provider SOA)



RR5-181	Modify (PTO) Subscription Version – New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from the NPAC Personnel or the new Service Provider, when the Porting to Original flag is set to True, upon modification of a pending or conflict subscription version:



· Billing Service Provider ID



· End‑User Location ‑ Value



· End‑User Location ‑ Type



· Cross-Reference ID (if supported by the Service Provider SOA)



R5‑29.1	Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.  (reference NANC 399)



· LNP Type



· [snip]



· New SP Medium Timer Indicator (if supported by the New Service Provider SOA)



· Old SP Medium Timer Indicator (if supported by the Old Service Provider SOA)



· Cross-Reference ID (if supported by the Service Provider SOA)



R5‑31.3	Modify Subscription Version - Successful Modification Notification



NPAC SMS shall send an appropriate message to the old and new Service Providers upon successful modification of a Subscription Version.



Note:  Pending Subscription Version notifications for pseudo-LRN are only sent if the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE and the NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.



Note:  Pending Subscription Version notifications for active-active SOA scenarios will include all modified Subscription Version data  to the non-Initiator New Service Provider SOA.



R5-40.3	Modify Active Subscription Version - Modification Success User Notification



NPAC SMS shall notify the originating user indicating successful modification of an active Subscription Version.



Note:  Active Subscription Version notifications for active-active SOA scenarios will include all modified Subscription Version data to the non-Initiator New Service Provider SOA.



R5-74.3	Query Subscription Version - Output Data - SOA



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:  (reference NANC 399)



· Subscription Version ID



· [snip]



· New SP Medium Timer Indicator (if supported by the Service Provider SOA)



· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)



· Cross-Reference ID (if supported by the Service Provider SOA)



Note: If the New SP Medium Timer Indicator value or Old SP Medium Timer Indicator value is not set on the Subscription Version, then it will not be returned in the query response.



R5-74.4	Query Subscription Version - Output Data - LSMS



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:  (reference NANC 399)



· Subscription Version ID



· [snip]



· MMS URI (if supported by the Service Provider LSMS)



· SMS URI (if supported by the Service Provider LSMS)



Cross-Reference ID (if supported by the Service Provider LSMS)











[bookmark: _Toc415487460]6.14	XML Message and CMIP Message Delegation



With the implementation of NANC 449, Active-Active SOA, the NPAC Delegation function applies to both the CMIP Interface and the XML Interface.







RR6-237	XML Message and CMIP Message Delegation – Functionality



NPAC SMS shall support a delegation mechanism in the XML interface and the CMIP Interface that allows a delegate SPID SOA to submit a request on behalf of a request SPID SOA.  (Previously NANC 372, Req 32)



Note:  Upon validation of the SOA delegation relationship, the request is evaluated as if received from the request SPID.  The response to a request is sent to the delegate SPID, not the request SPID.  Delegation applies to the SOA, not to the LSMS.



RR6-238	XML Message and CMIP Message Delegation – Relationship Establishment



NPAC SMS shall provide a mechanism for NPAC Personnel to establish the SOA delegation relationship of a delegate SPID to a request SPID via the NPAC Administrative Interface.  (Previously NANC 372, Req 33)



Note:  The SOA delegation relationship can be from any one SPID to any other SPID.  Delegation applies to the XML SOA, the CMIP SOA, and NPAC Low-Tech Interface, not to the LSMS.



RR6-239	XML Message and CMIP Message Delegation – Relationship Removal by NPAC Personnel



NPAC SMS shall provide a mechanism for NPAC Personnel to remove the SOA delegation relationship of the delegate SPID to the request SPID via the NPAC Administrative Interface.  (Previously NANC 372, Req 34)



Note:  Messages queued for the request SPID as a result of an activity from the delegate SPID will not be affected.



RR6-240	XML Message and CMIP Message Delegation – Relationship Removal upon SPID Removal



NPAC SMS shall remove the SOA delegation relationship of the delegate SPID to the request SPID upon deletion of the delegate SPID.  (Previously NANC 372, Req 35)



RR6-241	XML Message and CMIP Message Delegation – Notifications



NPAC SMS shall send all notifications for a request SPID to both the request SPID and the delegate SPID(s).  (Previously NANC 372, Req 36)



Note:  The delegate SPID(s) must support the notification in order to receive it.



RR6-242	XML SPID and CMIP SPID Delegation – Audit Requests



NPAC SMS shall not allow an audit request to be submitted by a delegate on behalf of a request SPID.  (Previously NANC 372, Req 37)



Note:  Delegates should request audits using their own SPID value.



RR6-243	SPID Delegation – NPAC Personnel



NPAC SMS shall allow NPAC Personnel to view all request SPIDs related to a delegate SPID via the NPAC Administrative Interface.  (Previously NANC 372, Req 38)
















IIS:



Update section 2.2 (updated text in yellow highlight).



Multiple associations per service provider to the NPAC SMS can be supported when using different function masks.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.  The secure association establishment is described in Section 5.







Update section 5.6 (updated text in yellow highlight).



[bookmark: _Toc116975748][bookmark: _Toc294800220]Single Association for SOA/LSMS



A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.







Part II, update the following flow descriptions to indicate Cross-Reference ID as an optional attribute.  Add a note to the descriptions that notifications for Active-Active scenarios are sent to both New Service Provider SOAs (only non-Initiator gets full echo-back of data), and that modify scenarios have notifications that include all modified attributes to the non-Initiator:



1. B.4.4.1, Number Pool Block Create/Activate by the SOA



2. B.4.4.33, Number Pool Block Query by the Block Holder SOA



3. B.5.1.2, Subscription Version Create by the Initial SOA (New Service Provider)



4. B.5.1.3, Subscription Version Create by the Second SOA (New Service Provider)



5. B.5.2.3, Subscription Version Modify Prior to Activate Using M-ACTION



6. B.5.2.4, Subscription Version Modify Prior to Activate Using M-SET



7. B.5.6, Subscription Version Query
















GDMO:



-- 21.0 LNP NPAC Subscription Version Managed Object Class







subscriptionVersionNPAC MANAGED OBJECT CLASS



    DERIVED FROM subscriptionVersion;



    CHARACTERIZED BY



        subscriptionVersionNPAC-Pkg;



    REGISTERED AS {LNP-OIDS.lnp-objectClass 21};



   



subscriptionVersionNPAC-Pkg PACKAGE



    BEHAVIOUR



        subscriptionVersionNPAC-Definition,



        subscriptionVersionNPAC-Behavior-1,



        subscriptionVersionNPAC-Behavior-2;



    ATTRIBUTES



        subscriptionVersionStatus GET-REPLACE,



        subscriptionOldSP GET-REPLACE,



        subscriptionNewSP-DueDate GET-REPLACE,



        subscriptionNewSP-CreationTimeStamp GET-REPLACE,



        subscriptionOldSP-DueDate GET-REPLACE,



        subscriptionOldSP-Authorization GET-REPLACE,



        subscriptionStatusChangeCauseCode GET-REPLACE,



        subscriptionOldSP-AuthorizationTimeStamp GET-REPLACE,



        subscriptionBroadcastTimeStamp GET-REPLACE,



        subscriptionConflictTimeStamp GET-REPLACE,



        subscriptionCustomerDisconnectDate GET-REPLACE,



        subscriptionEffectiveReleaseDate GET-REPLACE,



        subscriptionDisconnectCompleteTimeStamp GET-REPLACE,



        subscriptionCancellationTimeStamp GET-REPLACE,



        subscriptionCreationTimeStamp GET-REPLACE,



        subscriptionFailed-SP-List GET-REPLACE,



        subscriptionModifiedTimeStamp GET-REPLACE,



        subscriptionOldTimeStamp GET-REPLACE,



        subscriptionOldSP-CancellationTimeStamp GET-REPLACE,



        subscriptionNewSP-CancellationTimeStamp GET-REPLACE,



        subscriptionOldSP-ConflictResolutionTimeStamp GET-REPLACE,



        subscriptionNewSP-ConflictResolutionTimeStamp GET-REPLACE,



        subscriptionPortingToOriginal-SPSwitch GET-REPLACE,



        subscriptionPreCancellationStatus GET-REPLACE,



        subscriptionTimerType GET-REPLACE,



        subscriptionBusinessType GET-REPLACE,



        subscriptionNewSPMediumTimerIndicator GET-REPLACE,



        subscriptionOldSPMediumTimerIndicator GET-REPLACE,



        subscriptionCrossRefId GET-REPLACE,



        subscriptionRequestSP GET-REPLACE,



        subscriptionInitiatorSuppIndicator GET-REPLACE,



        subscriptionRequestorSuppIndicator GET-REPLACE,



        subscriptionOtherSuppIndicator GET-REPLACE;



[snip]



subscriptionVersionNPAC-Behavior-1 BEHAVIOUR



    DEFINED AS !



        NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS to



        NPAC SMS interface.



[snip]



  



        New service provider SOAs can only modify the following attributes:



  



        subscriptionLRN



        subscriptionNewSP-DueDate



        subscriptionCLASS-DPC



        subscriptionCLASS-SSN



        subscriptionLIDB-DPC



        subscriptionLIDB-SSN



        subscriptionCNAM-DPC



        subscriptionCNAM-SSN



        subscriptionISVM-DPC



        subscriptionISVM-SSN



        subscriptionWSMSC-DPC



        subscriptionWSMSC-SSN



        subscriptionEndUserLocationValue



        subscriptionEndUserLocationType



        subscriptionBillingId



        subscriptionSvType



        subscriptionOptionalData



        subscriptionNewSPMediumTimerIndicator



        subscriptionCrossRefId



    !;



  



subscriptionVersionNPAC-Behavior-2 BEHAVIOUR



    DEFINED AS !



[snip]



        The subscriptionCrossRefId is only returned on SOA/LSMS queries



        to service providers that support the cross-reference ID.







        The Delegation function is supported through the use of the



        Request SPID attribute.







        The Notification Suppression function is supported, and can



        suppress notifications for Grantor, Delegates, and Other



        Service Provider.



[snip]











-- 30.0 Number Pool Block NPAC Data Managed Object Class



--



numberPoolBlockNPAC MANAGED OBJECT CLASS



    DERIVED FROM numberPoolBlock;



    CHARACTERIZED BY



        numberPoolBlockNPAC-Pkg;



    REGISTERED AS {LNP-OIDS.lnp-objectClass 30};







numberPoolBlockNPAC-Pkg PACKAGE



    BEHAVIOUR



        numberPoolBlockNPAC-Definition,



        numberPoolBlockNPAC-Behavior;



    ATTRIBUTES



        numberPoolBlockBroadcastTimeStamp GET,



        numberPoolBlockCreationTimeStamp GET,



        numberPoolBlockDisconnectCompleteTimeStamp GET,



        numberPoolBlockModifiedTimeStamp GET,



        numberPoolBlockSOA-Origination GET-REPLACE,



        numberPoolBlockStatus GET,



        numberPoolBlockFailed-SP-List GET,



        numberPoolBlockCrossRefId GET,



        numberPoolBlockRequestSP GET-REPLACE,



        numberPoolBlockInitiatorSuppIndicator GET-REPLACE,



        numberPoolBlockRequestorSuppIndicator GET-REPLACE,



        numberPoolBlockOtherSuppIndicator GET-REPLACE;



    NOTIFICATIONS



        numberPoolBlockStatusAttributeValueChange,



        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":attributeValueChange



            accessControlParameter numberPoolBlockNPA-NXX-XParameter,



        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":objectCreation



            accessControlParameter;



    ;







numberPoolBlockNPAC-Definition BEHAVIOUR



    DEFINED AS !



        The numberPoolBlock class is the managed object



        used to identify number pool block NPAC information.



    !;







numberPoolBlockNPAC-Behavior BEHAVIOUR



    DEFINED AS !



[snip]



        The numberPoolBlockCrossRefId is only returned on SOA/LSMS queries



        to service providers that support the cross-reference ID.







        The Delegation function is supported through the use of the



        Request SPID attribute.







        The Notification Suppression function is supported, and can



        suppress notifications for Grantor, Delegates, and Other



        Service Provider.



[snip]











-- 999.0 LNP Subscription Cross Ref Id







subscriptionCrossRefId ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.CrossRefId;



    MATCHES FOR EQUALITY;



    BEHAVIOUR subscriptionCrossRefIdBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 999};







subscriptionCrossRefIdBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the Cross Reference Id for the



        subscription version.



!;  











-- 999.0 LNP Subscription Initiator Suppression Indicator







subscriptionInitiatorSuppIndicator ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.SelfNotifSuppIndicator;



    MATCHES FOR EQUALITY;



    BEHAVIOUR subscriptionInitiatorSuppBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};







subscriptionInitiatorSuppBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the subscription version Initiator



        Notification Suppression indicator on whether or not notifications



        should be suppressed.



!;











-- 999.0 LNP Subscription Requestor Suppression Indicator







subscriptionRequestorSuppIndicator ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;



    MATCHES FOR EQUALITY;



    BEHAVIOUR subscriptionRequestorSuppBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};







subscriptionRequestorSuppBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the subscription version Requestor



        Notification Suppression indicator on whether or not notifications



        should be suppressed.



!;











-- 999.0 LNP Subscription Other Suppression Indicator







subscriptionOtherSuppIndicator ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;



    MATCHES FOR EQUALITY;



    BEHAVIOUR subscriptionOtherSuppBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};







subscriptionOtherSuppBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the subscription version Other



        Notification Suppression indicator on whether or not notifications



        should be suppressed.



!;















-- 999.0 LNP Subscription Request Service Provider







subscriptionRequestSP ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.ServiceProvId;



    MATCHES FOR EQUALITY, ORDERING;



    BEHAVIOUR subscriptionRequestSPBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 999};







subscriptionRequestSPBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the subscription Request



        Service Provider for a subscription version.







        This attribute is also used to store the Request service provider



        id for a service provider request.



!;











-- 999.0 LNP Number Pool Block Cross Ref Id







numberPoolBlockCrossRefId ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.CrossRefId;



    MATCHES FOR EQUALITY;



    BEHAVIOUR numberPoolBlockCrossRefIdBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 999};







numberPoolBlockCrossRefIdBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the Cross Reference Id for the



        number pool block.



!;  











-- 999.0 LNP Number Pool Block Initiator Suppression Indicator







numberPoolBlockInitiatorSuppIndicator ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.SelfNotifSuppIndicator;



    MATCHES FOR EQUALITY;



    BEHAVIOUR numberPoolBlockInitiatorSuppBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};







numberPoolBlockInitiatorSuppBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the Number Pool Block Initiator



        Notification Suppression indicator on whether or not notifications



        should be suppressed.



!;











-- 999.0 LNP Number Pool Block Requestor Suppression Indicator







numberPoolBlockRequestorSuppIndicator ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;



    MATCHES FOR EQUALITY;



    BEHAVIOUR numberPoolBlockRequestorSuppBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};







numberPoolBlockRequestorSuppBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the Number Pool Block Requestor



        Notification Suppression indicator on whether or not notifications



        should be suppressed.



!;











-- 999.0 LNP Number Pool Block Other Suppression Indicator







numberPoolBlockOtherSuppIndicator ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.NotifSuppIndicator;



    MATCHES FOR EQUALITY;



    BEHAVIOUR numberPoolBlockOtherSuppBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute xxx};







numberPoolBlockOtherSuppBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the Number Pool Block Other



        Notification Suppression indicator on whether or not notifications



        should be suppressed.



!;











-- 999.0 LNP Number Pool Block Request Service Provider







numberPoolBlockRequestSP ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.ServiceProvId;



    MATCHES FOR EQUALITY, ORDERING;



    BEHAVIOUR numberPoolBlockRequestSPBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 999};







numberPoolBlockRequestSPBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the Number Pool Block Request



        Service Provider for a Number Pool Block.







        This attribute is also used to store the Request service provider



        id for a service provider request.



!;











-- 3.0 LNP Subscription Version Activate Action







subscriptionVersionActivate ACTION



    BEHAVIOUR



        subscriptionVersionActivateDefinition,



        subscriptionVersionActivateBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.ActivateAction;



    WITH REPLY SYNTAX LNP-ASN1.ActivateReply;



    REGISTERED AS {LNP-OIDS.lnp-action 3};



   



subscriptionVersionActivateDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionActivate action is the action that can be



        used by the SOA of the new service provider to activate a



        subscription version id, tn or a range of tns via the SOA to



        NPAC SMS interface.



    !;







subscriptionVersionActivateBehavior BEHAVIOUR



    DEFINED AS !



[snip]



        The Delegation function is supported through the use of the



        Request SPID attribute.







        The Notification Suppression function is supported, and can



        suppress notifications for Grantor, Delegates, and Other



        Service Provider.



[snip]











-- 4.0 LNP Subscription Version Cancel Action







subscriptionVersionCancel ACTION



    BEHAVIOUR



        subscriptionVersionCancelDefinition,



        subscriptionVersionCancelBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.CancelAction;



    WITH REPLY SYNTAX LNP-ASN1.CancelReply;



    REGISTERED AS {LNP-OIDS.lnp-action 4};



   



subscriptionVersionCancelDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionCancel action is the action that can be



        used by the SOA to cancel a subscription version via the SOA to



        NPAC SMS interface.



    !;







subscriptionVersionCancelBehavior BEHAVIOUR



    DEFINED AS !



[snip]



        The Delegation function is supported through the use of the



        Request SPID attribute.







        The Notification Suppression function is supported, and can



        suppress notifications for Grantor, Delegates, and Other



        Service Provider.



[snip]











-- 5.0 LNP Subscription Version Disconnect Action







subscriptionVersionDisconnect ACTION



    BEHAVIOUR



        subscriptionVersionDisconnectDefinition,



        subscriptionVersionDisconnectBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.DisconnectAction;



    WITH REPLY SYNTAX LNP-ASN1.DisconnectReply;



    REGISTERED AS {LNP-OIDS.lnp-action 5};



   



subscriptionVersionDisconnectDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionDisconnect action is the action that is



        used by the SOA to disconnect a subscription version via the SOA to



        NPAC SMS interface.



    !;







subscriptionVersionDisconnectBehavior BEHAVIOUR



    DEFINED AS !



[snip]



        The Delegation function is supported through the use of the



        Request SPID attribute.







        The Notification Suppression function is supported, and can



        suppress notifications for Grantor, Delegates, and Other



        Service Provider.



[snip]











-- 7.0 LNP Subscription Version Modify Action







subscriptionVersionModify ACTION



    BEHAVIOUR



        subscriptionVersionModifyDefinition,



        subscriptionVersionModifyBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;



    WITH REPLY SYNTAX LNP-ASN1.ModifyReply;



    REGISTERED AS {LNP-OIDS.lnp-action 7};



   



subscriptionVersionModifyDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionModify action is the action that can be



        used by the SOA to modify a subscription version via the SOA to



        NPAC SMS interface.



    !;







subscriptionVersionModifyBehavior BEHAVIOUR



    DEFINED AS !







[snip]







        New service providers may specify modified valid values for the



        following attributes,



        on a pending or conflict subscription version,



        when the service provider's "Cross Ref ID”



        indicator is TRUE, and may NOT specify these values when the



        indicator is set to FALSE:







        subscriptionCrossRefId







        The Delegation function is supported through the use of the



        Request SPID attribute.







        The Notification Suppression function is supported, and can



        suppress notifications for Grantor, Delegates, and Other



        Service Provider.







[snip]











-- 8.0 LNP New Service Provider Cancellation Acknowledge Request







subscriptionVersionNewSP-CancellationAcknowledge ACTION



    BEHAVIOUR



        subscriptionVersionNewSP-CancellationAcknowledgeDefinition,



        subscriptionVersionNewSP-CancellationAcknowledgeBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.CancellationAcknowledgeAction;



    WITH REPLY SYNTAX LNP-ASN1.CancellationAcknowledgeReply;



    REGISTERED AS {LNP-OIDS.lnp-action 8};



   



subscriptionVersionNewSP-CancellationAcknowledgeDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionNewSP-CancellationAcknowledge action



        is the action that is used via the SOA to NPAC



        SMS interface by the new service provider to acknowledge



        cancellation of a subscriptionVersionNPAC with a status of



        cancel-pending.



    !;







subscriptionVersionNewSP-CancellationAcknowledgeBehavior BEHAVIOUR



    DEFINED AS !



[snip]



        The Delegation function is supported through the use of the



        Request SPID attribute.







        The Notification Suppression function is supported, and can



        suppress notifications for Grantor, Delegates, and Other



        Service Provider.



[snip]











-- 10.0 LNP Subscription Version Remove From Conflict







subscriptionVersionRemoveFromConflict ACTION



    BEHAVIOUR



        subscriptionVersionRemoveFromConflictDefinition,



        subscriptionVersionRemoveFromConflictBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.RemoveFromConflictAction;



    WITH REPLY SYNTAX LNP-ASN1.RemoveFromConflictReply;



    REGISTERED AS {LNP-OIDS.lnp-action 10};







subscriptionVersionRemoveFromConflictDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionRemoveFromConflict action



        is the action that is used via the SOA to NPAC



        SMS interface by either the old or new service provider to set the



        subscription version status from conflict to pending.



    !;







subscriptionVersionRemoveFromConflictBehavior BEHAVIOUR



    DEFINED AS !



[snip]



        The Delegation function is supported through the use of the



        Request SPID attribute.







        The Notification Suppression function is supported, and can



        suppress notifications for Grantor, Delegates, and Other



        Service Provider.



[snip]











-- 11.0 LNP New Service Provider Subscription Version Create







subscriptionVersionNewSP-Create ACTION



    BEHAVIOUR



        subscriptionVersionNewSP-CreateDefinition,



        subscriptionVersionNewSP-CreateBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;



    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReply;



    REGISTERED AS {LNP-OIDS.lnp-action 11};



   



subscriptionVersionNewSP-CreateDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionNewSP-Create action is the action that is



        used via the SOA to NPAC SMS interface by the



        new service provider to create a new subscriptionVersionNPAC.



    !;







subscriptionVersionNewSP-CreateBehavior BEHAVIOUR



    DEFINED AS !







[snip]







        The new service provider may optionally specify valid values for the



        following attributes, when the service provider's "Cross Ref ID"



        indicator is TRUE, and must NOT specify these values when the 



        indicator is set to FALSE:







        subscriptionCrossRefId







        The Delegation function is supported through the use of the



        Request SPID attribute.







        The Notification Suppression function is supported, and can



        suppress notifications for Grantor, Delegates, and Other



        Service Provider.







[snip]











-- 12.0 LNP Old Service Provider Cancellation Acknowledge Request







subscriptionVersionOldSP-CancellationAcknowledge ACTION



    BEHAVIOUR



        subscriptionVersionOldSP-CancellationAcknowledgeDefinition,



        subscriptionVersionOldSP-CancellationAcknowledgeBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.CancellationAcknowledgeAction;



    WITH REPLY SYNTAX LNP-ASN1.CancellationAcknowledgeReply;



    REGISTERED AS {LNP-OIDS.lnp-action 12};



   



subscriptionVersionOldSP-CancellationAcknowledgeDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionOldSP-CancellationAcknowledge action



        is the action that is used via the SOA to NPAC



        SMS interface by the old service provider to acknowledge



        cancellation of a subscriptionVersionNPAC with a status of



        cancel-pending.



    !;







subscriptionVersionOldSP-CancellationAcknowledgeBehavior BEHAVIOUR



    DEFINED AS !



[snip]



        The Delegation function is supported through the use of the



        Request SPID attribute.







        The Notification Suppression function is supported, and can



        suppress notifications for Grantor, Delegates, and Other



        Service Provider.



[snip]











-- 14.0 LNP Old Service Provider Subscription Version Create







subscriptionVersionOldSP-Create ACTION



    BEHAVIOUR



        subscriptionVersionOldSP-CreateDefinition,



        subscriptionVersionOldSP-CreateBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.OldSP-CreateAction;



    WITH REPLY SYNTAX LNP-ASN1.OldSP-CreateReply;



    REGISTERED AS {LNP-OIDS.lnp-action 14};



   



subscriptionVersionOldSP-CreateDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionOldSP-Create action is the action that is



        used via the SOA to NPAC SMS interface by the



        old service provider to create a new subscriptionVersionNPAC.



    !;







subscriptionVersionOldSP-CreateBehavior BEHAVIOUR



    DEFINED AS !



[snip]



        The Delegation function is supported through the use of the



        Request SPID attribute.







        The Notification Suppression function is supported, and can



        suppress notifications for Grantor, Delegates, and Other



        Service Provider.



[snip]











-- 16.0 LNP Service Provider Number Pool Block Create







numberPoolBlock-Create ACTION



    BEHAVIOUR



        numberPoolBlock-CreateDefinition,



        numberPoolBlock-CreateBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.NumberPoolBlock-CreateAction;



    WITH REPLY SYNTAX LNP-ASN1.NumberPoolBlock-CreateReply;



    REGISTERED AS {LNP-OIDS.lnp-action 16};







numberPoolBlock-CreateDefinition BEHAVIOUR



    DEFINED AS !



        The numberPoolBlock-Create action is the action that is



        used on the NPAC SMS via the SOA to NPAC SMS interface by the



        block holder SOA to create a new numberPoolBlockNPAC.



    !;







numberPoolBlock-CreateBehavior BEHAVIOUR



    DEFINED AS !



[snip]



        The new service provider may optionally specify valid values for the



        following attributes, when the service provider's "Cross Ref ID"



        indicator is TRUE, and must NOT specify these values when the 



        indicator is set to FALSE:







        numberPoolBlockCrossRefId







        The Delegation function is supported through the use of the



        Request SPID attribute.







        The Notification Suppression function is supported, and can



        suppress notifications for Grantor, Delegates, and Other



        Service Provider.



 [snip]












ASN.1:



CrossRefId ::= GraphicString25











NewSP-CreateData ::= SEQUENCE {



    chc1 [0] EXPLICIT CHOICE {



        subscription-version-tn [0] PhoneNumber,



        subscription-version-tn-range [1] TN-Range



    },



    subscription-lrn       [1] LRN OPTIONAL,



    subscription-new-current-sp [2] ServiceProvId,



    subscription-old-sp    [3] ServiceProvId,



    subscription-new-sp-due-date [4] GeneralizedTime,



    subscription-class-dpc [6] EXPLICIT DPC OPTIONAL,



    subscription-class-ssn [7] EXPLICIT SSN OPTIONAL,



    subscription-lidb-dpc  [8] EXPLICIT DPC OPTIONAL,



    subscription-lidb-ssn  [9] EXPLICIT SSN OPTIONAL,



    subscription-isvm-dpc [10] EXPLICIT DPC OPTIONAL,



    subscription-isvm-ssn [11] EXPLICIT SSN OPTIONAL,



    subscription-cnam-dpc [12] EXPLICIT DPC OPTIONAL,



    subscription-cnam-ssn [13] EXPLICIT SSN OPTIONAL,



    subscription-end-user-location-value [14]



        EndUserLocationValue OPTIONAL,



    subscription-end-user-location-type [15] EndUserLocationType OPTIONAL,



    subscription-billing-id    [16] BillingId OPTIONAL,



    subscription-lnp-type      [17] LNPType,



    subscription-porting-to-original-sp-switch [18]



        SubscriptionPortingToOriginal-SPSwitch,



    subscription-wsmsc-dpc     [19] EXPLICIT DPC OPTIONAL,



    subscription-wsmsc-ssn     [20] EXPLICIT SSN OPTIONAL,



    subscription-sv-type       [21] EXPLICIT SVType OPTIONAL,



    subscription-optional-data [22] EXPLICIT OptionalData OPTIONAL,



    subscription-med-ind       [23] EXPLICIT MediumTimerIndicator OPTIONAL,



    subscription-cross-ref-id  [24] CrossRefId OPTIONAL,



    subscription-request-sp [25] ServiceProvId OPTIONAL,



    subscription-initiator-suppression  [26]



                        EXPLICIT SelfNotifSuppIndicator OPTIONAL,



    subscription-request-sp-suppression [27]



                        EXPLICIT NotifSuppIndicator OPTIONAL,



    subscription-other-sp-suppression   [28]



                        EXPLICIT NotifSuppIndicator OPTIONAL



}











NewSP-CreateInvalidData ::= CHOICE {



    subscription-version-tn [0] EXPLICIT PhoneNumber,



    subscription-version-tn-range [1] EXPLICIT TN-Range,



    subscription-lrn       [2] EXPLICIT LRN,



    subscription-new-current-sp [3] EXPLICIT ServiceProvId,



    subscription-old-sp    [4] EXPLICIT ServiceProvId,



    subscription-new-sp-due-date [5] EXPLICIT GeneralizedTime,



    subscription-class-dpc [6] EXPLICIT DPC,



    subscription-class-ssn [7] EXPLICIT SSN,



    subscription-lidb-dpc  [8] EXPLICIT DPC,



    subscription-lidb-ssn  [9] EXPLICIT SSN,



    subscription-isvm-dpc [10] EXPLICIT DPC,



    subscription-isvm-ssn [11] EXPLICIT SSN,



    subscription-cnam-dpc [12] EXPLICIT DPC,



    subscription-cnam-ssn [13] EXPLICIT SSN,



    subscription-end-user-location-value [14] EXPLICIT EndUserLocationValue,



    subscription-end-user-location-type [15] EXPLICIT EndUserLocationType,



    subscription-billing-id    [16] EXPLICIT BillingId,



    subscription-lnp-type      [17] EXPLICIT LNPType,



    subscription-porting-to-original-sp-switch [18]



       EXPLICIT SubscriptionPortingToOriginal-SPSwitch,



    subscription-wsmsc-dpc     [19] EXPLICIT DPC,



    subscription-wsmsc-ssn     [20] EXPLICIT SSN,



    subscription-sv-type       [21] EXPLICIT  SVType,



    subscription-optional-data [22] EXPLICIT OptionalData,



    subscription-med-ind       [23] EXPLICIT MediumIndicatorError,



    subscription-cross-ref-id  [24] EXPLICIT CrossRefId,



    subscription-request-sp [25] EXPLICIT ServiceProvId,



    subscription-initiator-suppression  [26]



                           EXPLICIT NotifSuppIndicatorError,



    subscription-request-sp-suppression [27]



                           EXPLICIT NotifSuppIndicatorError,



    subscription-other-sp-suppression   [28]



                           EXPLICIT NotifSuppIndicatorError



}











NotifSuppIndicatorError ::= CHOICE {



       indicator-value [0] BOOLEAN,



       no-value        [1] NULL



}











NumberPoolBlock-CreateAction ::= SEQUENCE {



    block-npa-nxx-x NPA-NXX-X,



    block-holder-sp ServiceProvId,



    block-lrn LRN,



    block-class-dpc DPC,



    block-class-ssn SSN,



    block-lidb-dpc DPC,



    block-lidb-ssn SSN,



    block-isvm-dpc DPC,



    block-isvm-ssn SSN,



    block-cnam-dpc DPC,



    block-cnam-ssn SSN,



    block-wsmsc-dpc [0] DPC OPTIONAL,



    block-wsmsc-ssn [1] SSN OPTIONAL,



    block-sv-type [2]  SVType OPTIONAL,



    block-optional-data [3] OptionalData OPTIONAL,



    block-cross-ref-id  [4] CrossRefId OPTIONAL,



    block-request-sp [5] ServiceProvId OPTIONAL



}







NumberPoolBlock-CreateInvalidData ::= CHOICE {



    block-npa-nxx-x [0] EXPLICIT NPA-NXX-X,



    block-lrn [1] EXPLICIT LRN,



    block-class-dpc [2] EXPLICIT DPC,



    block-class-ssn [3] EXPLICIT SSN,



    block-lidb-dpc [4] EXPLICIT DPC,



    block-lidb-ssn [5] EXPLICIT SSN,



    block-isvm-dpc [6] EXPLICIT DPC,



    block-isvm-ssn [7] EXPLICIT SSN,



    block-cnam-dpc [8] EXPLICIT DPC,



    block-cnam-ssn [9] EXPLICIT SSN,



    block-wsmsc-dpc [10] EXPLICIT DPC,



    block-wsmsc-ssn    [11] EXPLICIT SSN,



    block-sv-type      [12] EXPLICIT SVType,



    block-optional-data [13] EXPLICIT OptionalData,



    block-cross-ref-id  [14] EXPLICIT CrossRefId,



    block-request-sp [15] EXPLICIT ServiceProvId



}











OldSP-CreateData ::= SEQUENCE {



    chc1 [0] EXPLICIT CHOICE {



        subscription-version-tn [0] PhoneNumber,



        subscription-version-tn-range [1] TN-Range



    },



    subscription-new-current-sp [1] ServiceProvId,



    subscription-old-sp [2] ServiceProvId,



    subscription-old-sp-due-date [3] GeneralizedTime,



    subscription-old-sp-authorization [4] ServiceProvAuthorization,



    subscription-status-change-cause-code [5] SubscriptionStatusChangeCauseCode,



    subscription-lnp-type [6] LNPType,



    subscription-med-ind  [7] EXPLICIT MediumTimerIndicator OPTIONAL,



    subscription-request-sp [8] ServiceProvId OPTIONAL,



    subscription-initiator-suppression  [9]



                        EXPLICIT SelfNotifSuppIndicator OPTIONAL,



    subscription-request-sp-suppression [10]



                        EXPLICIT NotifSuppIndicator OPTIONAL,



    subscription-other-sp-suppression   [11]



                        EXPLICIT NotifSuppIndicator OPTIONAL



}











OldSP-CreateInvalidData ::= CHOICE {



    subscription-version-tn [0] EXPLICIT PhoneNumber,



    subscription-version-tn-range [1] EXPLICIT TN-Range,



    subscription-new-current-sp [2] EXPLICIT ServiceProvId,



    subscription-old-sp [3] EXPLICIT ServiceProvId,



    subscription-old-sp-due-date [4] EXPLICIT GeneralizedTime,



    subscription-old-sp-authorization [5] EXPLICIT ServiceProvAuthorization,



    subscription-status-change-cause-code [6]



       EXPLICIT SubscriptionStatusChangeCauseCode,



    subscription-lnp-type [7] EXPLICIT LNPType,



    subscription-med-ind  [8] EXPLICIT MediumIndicatorError,



    subscription-request-sp [9] EXPLICIT ServiceProvId,



    subscription-initiator-suppression  [10]



                              EXPLICIT NotifSuppIndicatorError,



    subscription-request-sp-suppression [11]



                              EXPLICIT NotifSuppIndicatorError,



    subscription-other-sp-suppression   [12]



                              EXPLICIT NotifSuppIndicatorError



}















NotifSuppIndicator ::= ENUMERATED {



    provider (0),



    delegates (1),



    provider-and-delegates (2)



}











SelfNotifSuppIndicator ::= BOOLEAN











SubscriptionData ::= SEQUENCE {



    subscription-lrn [1] LRN OPTIONAL,



    subscription-new-current-sp [2] ServiceProvId OPTIONAL,



    subscription-activation-timestamp [3] GeneralizedTime OPTIONAL,



    subscription-class-dpc [4] EXPLICIT DPC,



    subscription-class-ssn [5] EXPLICIT SSN,



    subscription-lidb-dpc [6] EXPLICIT DPC,



    subscription-lidb-ssn [7] EXPLICIT SSN,



    subscription-isvm-dpc [8] EXPLICIT DPC,



    subscription-isvm-ssn [9] EXPLICIT SSN,



    subscription-cnam-dpc [10] EXPLICIT DPC,



    subscription-cnam-ssn [11] EXPLICIT SSN,



    subscription-end-user-location-value [12]



         EndUserLocationValue OPTIONAL,



    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,



    subscription-billing-id      [14] BillingId OPTIONAL,



    subscription-lnp-type        [15] LNPType,



    subscription-download-reason [16] DownloadReason,



    subscription-wsmsc-dpc       [17] EXPLICIT DPC OPTIONAL,



    subscription-wsmsc-ssn       [18] EXPLICIT SSN OPTIONAL,



    subscription-sv-type         [19] EXPLICIT  SVType OPTIONAL,



    subscription-optional-data   [20] EXPLICIT OptionalData OPTIONAL,







}











SubscriptionModifyData ::= SEQUENCE {



    subscription-lrn [0] LRN OPTIONAL,



    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,



    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,



    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,



    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,



    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,



    subscription-lidb-dpc  [6] EXPLICIT DPC OPTIONAL,



    subscription-lidb-ssn  [7] EXPLICIT SSN OPTIONAL,



    subscription-isvm-dpc  [8] EXPLICIT DPC OPTIONAL,



    subscription-isvm-ssn  [9] EXPLICIT SSN OPTIONAL,



    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,



    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,



    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,



    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,



    subscription-billing-id [14] BillingId OPTIONAL,



    subscription-status-change-cause-code [15]



        SubscriptionStatusChangeCauseCode OPTIONAL,



    subscription-wsmsc-dpc      [16] EXPLICIT DPC OPTIONAL,



    subscription-wsmsc-ssn      [17] EXPLICIT SSN OPTIONAL,



    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,



    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,



    new-version-status          [20] VersionStatus OPTIONAL,



    subscription-sv-type        [21]  EXPLICIT SVType OPTIONAL,



    subscription-optional-data  [22] EXPLICIT OptionalData OPTIONAL,



    subscription-new-sp-med-ind [23] EXPLICIT MediumTimerIndicator OPTIONAL,



    subscription-old-sp-med-ind [24] EXPLICIT MediumTimerIndicator OPTIONAL,



    subscription-cross-ref-id   [25] CrossRefId OPTIONAL,



    subscription-request-sp [26] ServiceProvId OPTIONAL,



    subscription-initiator-suppression  [27]



                        EXPLICIT SelfNotifSuppIndicator OPTIONAL,



    subscription-request-sp-suppression [28]



                        EXPLICIT NotifSuppIndicator OPTIONAL,



    subscription-other-sp-suppression   [29]



                        EXPLICIT NotifSuppIndicator OPTIONAL



}











SubscriptionModifyInvalidData ::= CHOICE {



    subscription-lrn [0] EXPLICIT LRN,



    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,



    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,



    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,



    subscription-class-dpc [4] EXPLICIT DPC,



    subscription-class-ssn [5] EXPLICIT SSN,



    subscription-lidb-dpc  [6] EXPLICIT DPC,



    subscription-lidb-ssn  [7] EXPLICIT SSN,



    subscription-isvm-dpc  [8] EXPLICIT DPC,



    subscription-isvm-ssn  [9] EXPLICIT SSN,



    subscription-cnam-dpc [10] EXPLICIT DPC,



    subscription-cnam-ssn [11] EXPLICIT SSN,



    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,



    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,



    subscription-billing-id [14] EXPLICIT BillingId,



    subscription-status-change-cause-code [15]



          EXPLICIT SubscriptionStatusChangeCauseCode,



    subscription-wsmsc-dpc      [16] EXPLICIT DPC,



    subscription-wsmsc-ssn      [17] EXPLICIT SSN,



    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,



    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,



    new-version-status          [20] EXPLICIT VersionStatus,



    subscription-sv-type        [21] EXPLICIT SVType,



    subscription-optional-data  [22] EXPLICIT OptionalData,



    subscription-new-sp-med-ind [23] EXPLICIT MediumIndicatorError,



    subscription-old-sp-med-ind [24] EXPLICIT MediumIndicatorError,



    subscription-cross-ref-id   [25] EXPLICIT CrossRefId,



    subscription-request-sp [26] EXPLICIT ServiceProvId,



    subscription-initiator-suppression  [27]



                           EXPLICIT NotifSuppIndicatorError,



    subscription-request-sp-suppression [28]



                           EXPLICIT NotifSuppIndicatorError,



    subscription-other-sp-suppression   [29]



                           EXPLICIT NotifSuppIndicatorError



}








XML:







The cross-reference ID will be added to the following XML messages:







NewSpCreateRequest



NewSpCreateReply (InvalidData only)



ModifyRequest (Modify pending new)



ModifyReply (InvalidData only)



SvObjectCreationNotification



SvAttributeChangeNotification



SvQueryReply



NpbCreateRequest



NpbObjectCreationNotification



NpbQueryReply
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Business Need



An Inactive SPID is being used, causing SV data issues.



In some cases, upon completion of the pre-port process (LSR/FOC, WPR/WPRR), the Service Provider currently serving the TN (soon to be the Old SP) immediately submits a “release” message to the NPAC (Old SP Create Subscription Version Request).  Consequently, a pending SV is established at the NPAC based on this Request.



Sometimes, the Old SP replies on the New SP name to select the SPID value to enter on its “release” message to the NPAC.  Because some SPs have more than one valid SPID at the NPAC, the Old SP might not select the New SP SPID value that was included on the LSR, but a different SPID value for the same Service Provider.  Further complicating the port transaction, the New SP SPID entered by the Old SP may be a SPID that the New SP has decomissioned.  Untangling the message involves substantial manual effort and results in a delay in establishing the consumer's new telephone service.



Current NPAC business rules require that the NPAC retain a SPID as long as it is associated with any network data, such as an LRN, or it appears in any active-like SV record.  That is, even if the SPID appears only as the "Old SP" in an SV record, the SPID cannot be decommissioned in the NPAC in such a way that the error described above can be prevented.  Hence, the “inactive” SPID is not inactive in the NPAC.



The business need is to provide some mechanism that would disallow the use of a SPID that has been decommissioned by the Service Provider, but still remains in the NPAC because of the current business rules.







Description of Change:



This change order is being created to resolve the issue of incorrectly using an “inactive” SPID.



The proposed change is to allow a SPID to be deleted if it is listed as the Old SP on an active-like SV.  This change would not affect functionality in the NPAC (ability to port, PTO) as this decommissioned SPID does not own any codes, pooled blocks, or SVs.  Yet, it would prevent the incorrect usage/reference of this decommissioned SPID when creating new SVs.



There are both a short-term solution and a long-term solution to this “inactive” SPID delete scenario where the only data that exists for this decommissioned SPID are the active-like SVs where they are the Old SP value.  In the description below, the decommissioned SPID is 1111, and the newer/current a temporary placeholder SPID for the Service Provider (not used by any Service Provider in that region) is 2222:



1. Short-term – Execute a script during the maintenance window (or a pre-defined and agreed-upon window while the system is up and running) that performs a work-around for the current requirements functionality.  At a high-level, this would involve the following:



a. Clean-up any pending SVs that list 1111 as the new SP.



b. Enter maintenance.



c. Update the Old SP value from 1111 to 2222 on the applicable SVs.



d. Delete 1111 (this will cause the delete download to all Service Providers).



e. Restore the Old SP value from 2222 to 1111 on the applicable SVs.



f. Bring the region back up.



g. All Service Providers will recover the delete download.



h. Decommissioned SPID 1111 is no longer valid for SV create messages.



2. Long-term – Discuss two options (2a and 2b), then decide.  Make corresponding software changes to the NPAC:



a. Allow the delete of a SPID in the NPAC, even when there are active SVs that use that SPID value in the Old SP field.



b. Add an NPAC setting/status that prevents a SPID from being specified in the New SP field on SV Create messages.



c. During the July 2013 LNPA WG meeting, it was decided by the group that there was benefit to having both 2a and 2b for the long-term solution.  As such, new requirements will be added to this document.




[bookmark: _Toc59881639]Requirements:



TBD.



Existing Requirements.



(RR4-3.1 is not changing, but is included for reference purposes to define “affected” SVs in R4-22.1, R4-22.2, and R4-22.3)



RR4-3.1	Removal of NPA-NXX – Subscription Version Check



NPAC SMS shall allow removal of an NPA-NXX by NPAC personnel only if no Subscription Versions, except for Old without a Failed SP List or Canceled Subscription Versions, exist for the NPA-NXX.



R4-22.1	No Subscription Versions during Service Provider Delete



NPAC SMS shall perform the deletion of the Service Provider data, notify the user that the deletion request was successful, if there are no affected Subscription Versions, and write the Service Provider data to a history file.



Note:  The Subscription Versions that are allowed to exist include Cancelled, Old with an empty Failed SP List, and Active where the Old Service Provider value is the SPID.



R4-22.2	Subscription during Service Provider Delete



NPAC SMS shall notify the user that the request to delete the Service Provider data cannot be completed until the affected individual Subscription Versions are modified, if affected Subscription Versions are found.



Note:  The Subscription Versions that are allowed to exist include Cancelled, Old with an empty Failed SP List, and Active where the Old Service Provider value is the SPID.



R4-22.3	Service Provider subscription restrictions during Network Data Delete.



NPAC SMS shall determine if there are any Subscription Versions being affected by the NPA-NXX and/or LRN data being deleted.



Note:  The Subscription Versions that are allowed to exist include Cancelled, and Old with an empty Failed SP List.



R5-18.5	Create Subscription Version - Service Provider ID Validation



NPAC SMS shall verify that the old and new Service Provider IDs exist in the NPAC SMS system and are available for porting, upon Subscription Version creation for an Inter-Service Provider port.



New Requirements.



Req 1	Service Provider – No new Subscription Versions as New Service Provider



NPAC SMS shall allow NPAC personnel to mark a Service Provider as not-available for use as the New Service Provider in Subscription Versions Create Requests.



Req 2	Create “Intra-Service ” Subscription Version - Service Provider ID Validation



NPAC SMS shall verify that the old and new Service Provider IDs exist in the NPAC SMS system and are available for porting, upon Subscription Version creation for an Intra-Service Provider port.











IIS:



No Change Required.



Flow B.3.2, Service Provider Deletion by the NPAC.



Check the database to see if the service provider has associated with it NPA-NXX data, LRN data, or subscription versions with status other than old with an empty failed SP List cancelled, or Active where the Old Service Provider value is the SPID.  If so, deny the request.











XIS:



No Change Required.











GDMO:



No Change Required.











ASN.1:



No Change Required.











XML:



No Change Required.
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Business Need



During the discussion of NANC 372 and the XML Interface, it was stated that two types of messages in the CMIP interface were not used:



1. The NPAC does not use the CMIP message to indicate scheduled downtime.



2. The SOA and LSMS do not use the CMIP message for creating their own NPA-NXX Filters



For scheduled downtime, Neustar has contractual arrangements with the NAPM and the CLNPC on the dates and times involved in regularly scheduled downtime (Sunday morning, various durations).  Therefore a CMIP message mechanism is not needed.



For NPA-NXX Filters, all Service Providers utilize the NPAC Help Desk procedures where NPAC Personnel manage NPA-NXX Filters for the given Service Providers.  Although part of the original system design, Neustar is unaware of any Service Provider that has the self-management of NPA-NXX Filters in their local systems today.







Description of Change:



This change order is being created to remove unused CMIP messages from the NPAC.



The proposed change is to delete the following:



1. The notification, lnpNPAC-SMS-Operational-Information.  This is sent from the NPAC to the SOA, and the NPAC to the LSMS.



2. The management of the lsmsFilterNPA-NXX object.  This includes creating (M-CREATE Request), deleting (M-DELETE Request), querying (M-GET Request).



















[bookmark: _Toc59881639]Requirements:



Remove narrative and requirements.



2.5, Disaster Recovery and Backup Process.



3.6.1 NPA-NXX Level Filters, RR3-5, RR3-6, RR3-7, RR3-8, RR3-9, RR3-768, RR3-769.



6.7.1, Notification Recovery, lnpNPAC-SMS-Operational-Information.



Appendix E, Download Files, lnpNPAC-SMS-Operational-Information.











IIS:



Remove narrative and flows.



Several references to lnpNPAC-SMS-Operational-Information.



Reference to LSMS Filter NPA-NXX Create.



Reference to LSMS Filter NPA-NXX Delete.



Reference to LSMS Filter NPA-NXX Query.



Flow B.8.1, SOW/Local SMS Notification of Scheduled NPAC Downtime.



Flows in B.6, LSMS Filter NPA-NXX Scenarios (SOA/LSMS Create, Delete, and Query their own NPA-NXX Filters).







XIS:



No Change Required.











GDMO:



Remove objects, notifications, and behavior description.



Several references to lnpNPAC-SMS-Operational-Information.



Several references to SOA/LSMS creating or deleting their own lsmsFilterNPA-NXX data.







ASN.1:



Remove references.



Several refences to lnp-npac-sms-operational-information.



XML:



No Change Required.
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Business Need



During the May 2013 LNPA WG meeting, participants discussed a pending request for a SPID Migration of 840,000 SV records, that included 880 Number Pool Blocks.  Since all LSMSs are now EDR, the actual number of records to be updated was approximately 1000, and not 840,000, but the SPID Migration needed exception processing because it exceeded the TN threshold of 500,000.  This led to a July 2013 LNPA WG discussion about the “count” method.  The consensus of the WG was that in the current all-EDR environment, the quantity of pooled SVs is no longer relevant, and as such the count should use Number Pool Block records and not pooled SV records.







Description of Change:



This change order is being created to change the definition of TN threshold for a SPID Migration.  Pooled SVs will no longer be factored into the count of SV records affected by a SPID Migration.








[bookmark: _Toc59881639]Requirements:



(no actual requirement is updated, just a note under requirement RR3-612.  All requirements related to quota are included here for context)







RR3-602	SPID Migration Update – Quota Management



NPAC SMS shall apply quota to SPID Migration operations for Total US SPID Migrations, Total Regional Migrations, and Regional SV Counts when NPAC Personnel approve a SPID migration.  (previously NANC 408, Req X34)



RR3-603	SPID Migration Update – Quota Management – Quota Exceeded Rejection for Service Provider Personnel



NPAC SMS shall check quota to SPID Migration operations when a Service Provider creates or modifies a SPID Migration and reject the request if any of the quotas have been exceeded.  (previously NANC 408, Req X35)



RR3-604	SPID Migration Update – Quota Management – Quota Exceeded Warning for NPAC Personnel



NPAC SMS shall check quota to SPID Migration operations when NPAC Personnel creates or modifies a SPID Migration and provide a warning if any of the quotas have been exceeded.  (previously NANC 408, Req X35.5)



RR3-605	SPID Migration Update – Quota Management – Quota Exceeded Warning Content



NPAC SMS shall include the Pending and Approved counts for all exceeded quotas in the Quota Exceeded Warning Message.  (previously NANC 408, Req X36)



RR3-606	SPID Migration Update – Migration Quota Tunable Parameter



NPAC SMS shall provide a SPID Migration Quota tunable parameter, which is defined as the maximum number of SPID Migration timeslots within a region for a given SPID Migration maintenance window.  (previously NANC 408, Req 27)



RR3-607	SPID Migration Update – Migration Quota Tunable Parameter Default



NPAC SMS shall default the SPID Migration Quota tunable parameter to seven (7) migrations.  (previously NANC 408, Req 28)



RR3-608	SPID Migration Update – Migration Quota Tunable Parameter Modification



NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration Quota tunable parameter.  (previously NANC 408, Req 29)



RR3-609	SPID Migration Update – All Regions Migration Quota Tunable Parameter



NPAC SMS shall provide an All Regions SPID Migration Quota tunable parameter, which is defined as the maximum number of SPID Migrations timeslots for all regions for a given SPID Migration maintenance window.  (previously NANC 408, Req 30)



RR3-610	SPID Migration Update – All Regions Migration Quota Tunable Parameter Default



NPAC SMS shall default the All Regions SPID Migration Quota tunable parameter to twenty-five (25) migrations.  (previously NANC 408, Req 31)



RR3-611	SPID Migration Update – All Regions Migration Quota Tunable Parameter Modification



NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the All Regions SPID Migration Quota tunable parameter.  (previously NANC 408, Req 32)



RR3-612	SPID Migration Update – SV Quota Tunable Parameter



NPAC SMS shall provide a SPID Migration SV Quota tunable parameter, which is defined as the maximum number of SVs and NPBs within a region for a given SPID Migration maintenance window.  (previously NANC 408, Req 35)



NOTE:  The number includes both ported and pooled SVs plus number pool blocks.  The number of pooled SVs are NOT included.



NOTE:  The quantity of SVs and NPBs can be dynamic, so the quantity is based on the number of SVs and NPBs for a given migration at the time of the SPID Migration request.  For subsequent migrations in a given window, the previous SPID Migration SV quantities are not recalculated.  Modifying a SPID Migration will cause SV and NPB quantities to be recalculated.



RR3-613	SPID Migration Update – SV Quota Tunable Parameter Default



NPAC SMS shall default the SPID Migration SV Quota tunable parameter to five hundred thousand (500,000) SVs and NPBs.  (previously NANC 408, Req 36)



RR3-614	SPID Migration Update – SV Quota Tunable Parameter Modification



NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration SV Quota tunable parameter.  (previously NANC 408, Req 37)











IIS:



No Change Required.











GDMO:



No Change Required.











ASN.1:



No Change Required.











XIS:



No Change Required.











XSD:



No Change Required.
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LNPA WG – Potential Sunset List



LNPA WG Agenda Item – Determine what NPAC Functionality should be considered for sunset



Service Provider Data



Sunset the ability for Service Providers to update their CMIP network data in their customer profile







The NPAC Customer Network Address information allows Service Providers to modify their own data, such as NSAP, TSAP, SSAP, PSAP, and Internet Address.  It would be more secure to only allow NPAC Personnel to modify this data on behalf of the Service Provider, as an incorrect modification would cause the Service Provider to lose connectivity to the NPAC.




NPAC LOE:  Low-Medium.







				



				iconectiv



				Neustar



				Oracle







				SOA LOE



				Low



				Medium



				N/A







				LSMS LOE



				None



				None



				Medium















Usage:  No Service Provider has updated their CMIP Network Data in their customer profile in the past year. 







Local System Impact:  Either an operations change (if disabled in the NPAC only) or a functionality change (if removed from the interface) would be required to sunset this capability.  June 2017 update: The NPAC would be changed to return an existing application-level error (if application-level errors are supported by the system / SPID) or a primitive error (if application-level errors are not supported by the system / SPID) if any NPAC Customer Network Address information is provided in an otherwise valid modification request.  This change would eliminate any impacts to local system interfaces for sunset of this item.



Removed



Sunset unused Customer Contact information on NPAC Admin GUI and LTI







The NPAC Customer Contact information has categories for Billing, Conflict Resolution, LSMS, NPAC Customer, Network and Communications Facilities, Operations, and Repair Center.  Many of these are either left blank, or populated with the same information for all categories, rendering them not helpful to other Service Providers that are looking to get the appropriate contact information. At one time this information was used to populate the NPAC secure website, however today all contact info for the secure website is pulled from a different system. The contact info in the NPAC customer profile can only be viewed by the profile SPID and NPAC Personnel.




NPAC LOE:  Low-Medium.











				



				Iconectiv



				Neustar



				Oracle







				SOA LOE



				Low



				Low



				N/A







				LSMS LOE



				None



				None



				None















Usage:  There were 3 Service Providers that requested to change the contact information in their profile in 2014.







Local System Impact:  Currently, the Customer Contact information can be queried over the XML and CMIP interfaces and updated over the CMIP interface.  Either an operations change (if disabled in the NPAC only) or a functionality change (if removed from the interface) would be required to sunset this capability.  June 2017 update:  The NPAC would be changed to return an existing application-level error (if application-level errors are supported by the system / SPID) or a primitive error (if application-level errors are not supported by the system / SPID) if any NPAC Customer Contact information is provided in an otherwise valid CMIP modification request.  This change would eliminate any impacts to local system interfaces for sunset of this item.



Sunset ability for SOA to use a separate channel for notifications (NANC 383)







During the May/Jul 2016 LNPA WG meetings, a discussion took place regarding the current usage of NANC 383 functionality, Separate SOA Channel for Notifications.  As it was determined that no SP was currently using the functionality, it was requested that this be placed on the Sunset List for future consideration.




NPAC LOE:  TBD.











				



				Iconectiv



				Neustar



				Oracle







				SOA LOE



				TBD



				TBD



				TBD







				LSMS LOE



				TBD



				TBD



				TBD















Usage:  None as of the Jul 2016 LNPA WG meeting.







Local System Impact:  TBD.







Network Data



Removed



Removed








Subscription Data



Sunset single TN Notifications







In R3.1 (Oct 2001), the NPAC implemented NANC 179, TN Range Notifications.  For SOAs/LSMSs that do not support ranges, individual TN notifications are used.  Ranged notifications are beneficial for updates to multiple SVs because the notification information is consolidated into a single notification.  This functionality is optional in the XML interface.  For 1 TN, a range notification of 1 is used.




NPAC LOE:  Low-Medium.







				



				Iconectiv



				Neustar



				Oracle







				SOA LOE



				None



				None



				N/A







				LSMS LOE



				None



				None



				None















Usage:  5 SOA SPIDs (3 Service Providers) in the 7 U.S. NPAC Regions currently do not support range notifications.  The vendor(s) for these 3 Service Providers do support range notifications.







Removed 







[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Removed







Sunset the ability for SOA to not support Cause Code 2 (automatic conflict from cancellation notification)







In R3.3 (Feb 2006), the NPAC implemented NANC 138, Definition of Cause Codes.  A new cause code was added to differentiate 1.) automatic cancellation, from 2.) automatic conflict from cancellation.  For SOAs that do not support cause code #2, the cause code was set to #1 in all cases, thereby limiting the effectiveness of cause code #1 (is it really #1, or #2 defaulted to #1?).  This functionality is still optional in the XML interface.







NPAC LOE:  Low.







				



				iconectiv



				Neustar



				Oracle







				SOA LOE



				None



				None



				N/A







				LSMS LOE



				None



				None



				None















Usage:  11 SOA SPIDs (10 Service Providers) in the 7 U.S. NPAC Regions currently do not support Cause Code 2.  The vendor(s) for these 10 Service Providers do support Cause Code 2.












Sunset the ability for SOA to not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2







NANC change order 373 was created and discussed in Dec 2002.  The NPAC documentation did NOT initially list the AttributeValueChange notification when the NPAC automatically sets an SV from cancel-pending to conflict at expiration of the T2 timer. To reconcile this, a doc only change was made to include it and the AVC notification was optional. If this feature is sunset it would no longer be optional. All systems would receive the notification. This is required in the XML interface.




NPAC LOE:  Low.







				



				iconectiv



				Neustar



				Oracle







				SOA LOE



				None



				None



				N/A







				LSMS LOE



				None



				None



				None















Usage:  11 SOA SPIDs (5 Service Providers) in the 7 U.S. NPAC Regions currently do not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2.  The vendor(s) for these 5 Service Providers do support receiving the AVC.







Pool Block Data



Removed







Audits



Removed







Removed







Recovery



Removed



BDDs



Sunset BDD Response Files







In R3.2 (May 2003), the NPAC implemented NANC 322, Clean up Failed SP List based on Service Provider’s BDD Response File.  This allowed a failed LSMS to bypass the receipt of SV data during an SV Recovery Request if the LSMS already received the SVs in a BDD File.  This functionality is not interface specific. It could be used by providers regardless of what interface they support.




NPAC LOE:  Low.







				



				Iconectiv



				Neustar



				Oracle







				SOA LOE



				None



				None



				N/A







				LSMS LOE



				None



				None



				None















Usage:  No provider has ever sent a BDD response file to the NPAC for processing.  At the January 2015 LNPA WG meeting, the group determined that this is a strong candidate for sunsetting.







Reports



Removed







Sunset Data Integrity Sample (Audit and report)







The Data Integrity Sample functionality is no longer needed (both the audit and the report).  This is defined in section 8.7, Data Integrity Sampling, of the FRS.  It was designed to monitor data integrity between the NPAC SMS and the Local SMS.  Data integrity has never been an issue, as failed SP Lists with corresponding recovery requests, and audits are self-cleaning mechanisms.




NPAC LOE:  Low.







				



				iconectiv



				Neustar



				Oracle







				SOA LOE



				None



				None



				N/A







				LSMS LOE



				None



				None



				None















Usage:  The Sample Audit is run every 7 days, but the report is never generated. 







Other Data



Removed



Removed



Sunset the following (highlighted in yellow) unused billing categories (like mass storage, audits, etc.)







Some billing data and billing reports are not used (e.g., R11-4, Usage Measurements for Allocated Mass Storage, NPAC SMS shall generate usage measurements for the allocated mass storage – number of records stored – for each Service Provider).




From the FRS (NOTE:  Only the following functionality highlighted in yellow is being considered for sunsetting):







[bookmark: _Toc357417121][bookmark: _Toc361567576][bookmark: _Toc364226300][bookmark: _Toc365874913][bookmark: _Toc367618328][bookmark: _Toc368561434][bookmark: _Toc368728378][bookmark: _Toc380829238][bookmark: _Toc436023431][bookmark: _Toc436025494][bookmark: _Toc376766656]11.2	System Functionality



R11‑2	Generating Usage Measurements for NPAC Resources



NPAC SMS shall measure and record the usage of NPAC resources on a per Service Provider basis.



R11‑3	Generating Usage Measurements for Allocated Connections



NPAC SMS shall generate usage measurements for allocated connections for each Service Provider.



R11‑4	Generating Usage Measurements for Allocated Mass Storage



NPAC SMS shall generate usage measurements for the allocated mass storage (number of records stored) for each Service Provider.



R11-9	Billing Report Types



NPAC SMS shall be capable of creating the following billing reports:



· Login Session Per Service Provider



· Allocated Mass Storage



· Messages Processed by type (to include download data and data resent by request)



· Audits Requested and Processed



· Requested Report Generation



· Service Establishment (to include Service Provider establishment, user login ID addition to the NPAC SMS, and mechanized Interface Activation)



R11-13	NPAC Personnel Billing Report Destination



· NPAC SMS shall allow NPAC personnel to determine the output destination of the billing report. The destinations will include: on-line (on screen), printer, file, or FAX. The default selection is on-line.







NPAC LOE:  Low.







				



				Iconectiv



				Neustar



				Oracle







				SOA LOE



				None



				None



				N/A







				LSMS LOE



				None



				None



				None















Usage:  None.







Removed



GUI



Clarify Requirements for Unused User ID disable period tunable/feature







The NPAC has a feature that “disables” LTI user IDs that are not used on a regular basis.  As some Service Providers only maintain LTI connections for back-up purposes, some user IDs may go many months in between usage.  The FRS requirements for this “disabling” feature should be clarified through a Doc Only change to state that the LTI User can and must access their “disabled” account using their old password, and reset to a new password, in order to reactivate their account.  Until activated, resetting to a new password is the only accessible functionality for the account.  This is consistent with current functionality for this feature.







NPAC LOE:  Low.







				



				Iconectiv



				Neustar



				Oracle







				SOA LOE



				None



				None



				N/A







				LSMS LOE



				None



				None



				None















Usage:  Currently there are 834 User IDs that are disabled due to lack of use and their password needing to be changed before they can login again.  In the past year, 46 Users reset their password.
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LNPA WG – Potential Sunset List



LNPA WG Agenda Item – Determine what NPAC Functionality should be considered for sunset



Service Provider Data



Sunset the ability for Service Providers to update their CMIP network data in their customer profile







The NPAC Customer Network Address information allows Service Providers to modify their own data, such as NSAP, TSAP, SSAP, PSAP, and Internet Address.  It would be more secure to only allow NPAC Personnel to modify this data on behalf of the Service Provider, as an incorrect modification would cause the Service Provider to lose connectivity to the NPAC.




NPAC LOE:  Low-Medium.







				



				iconectiv



				Neustar



				Oracle







				SOA LOE



				Low



				Medium



				N/A







				LSMS LOE



				None



				None



				Medium















Usage:  No Service Provider has updated their CMIP Network Data in their customer profile in the past year. 







Local System Impact:  Either an operations change (if disabled in the NPAC only) or a functionality change (if removed from the interface) would be required to sunset this capability.  June 2017 update: The NPAC would be changed to return an existing application-level error (if application-level errors are supported by the system / SPID) or a primitive error (if application-level errors are not supported by the system / SPID) if any NPAC Customer Network Address information is provided in an otherwise valid modification request.  This change would eliminate any impacts to local system interfaces for sunset of this item.



Removed



Sunset unused Customer Contact information on NPAC Admin GUI and LTI







The NPAC Customer Contact information has categories for Billing, Conflict Resolution, LSMS, NPAC Customer, Network and Communications Facilities, Operations, and Repair Center.  Many of these are either left blank, or populated with the same information for all categories, rendering them not helpful to other Service Providers that are looking to get the appropriate contact information. At one time this information was used to populate the NPAC secure website, however today all contact info for the secure website is pulled from a different system. The contact info in the NPAC customer profile can only be viewed by the profile SPID and NPAC Personnel.




NPAC LOE:  Low-Medium.











				



				Iconectiv



				Neustar



				Oracle







				SOA LOE



				Low



				Low



				N/A







				LSMS LOE



				None



				None



				None















Usage:  There were 3 Service Providers that requested to change the contact information in their profile in 2014.







Local System Impact:  Currently, the Customer Contact information can be queried over the XML and CMIP interfaces and updated over the CMIP interface.  Either an operations change (if disabled in the NPAC only) or a functionality change (if removed from the interface) would be required to sunset this capability.  June 2017 update:  The NPAC would be changed to return an existing application-level error (if application-level errors are supported by the system / SPID) or a primitive error (if application-level errors are not supported by the system / SPID) if any NPAC Customer Contact information is provided in an otherwise valid CMIP modification request.  This change would eliminate any impacts to local system interfaces for sunset of this item.



Sunset ability for SOA to use a separate channel for notifications (NANC 383)







During the May/Jul 2016 LNPA WG meetings, a discussion took place regarding the current usage of NANC 383 functionality, Separate SOA Channel for Notifications.  As it was determined that no SP was currently using the functionality, it was requested that this be placed on the Sunset List for future consideration.




NPAC LOE:  TBD.











				



				Iconectiv



				Neustar



				Oracle







				SOA LOE



				TBD



				TBD



				TBD







				LSMS LOE



				TBD



				TBD



				TBD















Usage:  None as of the Jul 2016 LNPA WG meeting.







Local System Impact:  TBD.







Network Data



Removed



Removed








Subscription Data



Sunset single TN Notifications







In R3.1 (Oct 2001), the NPAC implemented NANC 179, TN Range Notifications.  For SOAs/LSMSs that do not support ranges, individual TN notifications are used.  Ranged notifications are beneficial for updates to multiple SVs because the notification information is consolidated into a single notification.  This functionality is optional in the XML interface.  For 1 TN, a range notification of 1 is used.




NPAC LOE:  Low-Medium.







				



				Iconectiv



				Neustar



				Oracle







				SOA LOE



				None



				None



				N/A







				LSMS LOE



				None



				None



				None















Usage:  5 SOA SPIDs (3 Service Providers) in the 7 U.S. NPAC Regions currently do not support range notifications.  The vendor(s) for these 3 Service Providers do support range notifications.







Removed 







[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Removed







Sunset the ability for SOA to not support Cause Code 2 (automatic conflict from cancellation notification)







In R3.3 (Feb 2006), the NPAC implemented NANC 138, Definition of Cause Codes.  A new cause code was added to differentiate 1.) automatic cancellation, from 2.) automatic conflict from cancellation.  For SOAs that do not support cause code #2, the cause code was set to #1 in all cases, thereby limiting the effectiveness of cause code #1 (is it really #1, or #2 defaulted to #1?).  This functionality is still optional in the XML interface.







NPAC LOE:  Low.







				



				iconectiv



				Neustar



				Oracle







				SOA LOE



				None



				None



				N/A







				LSMS LOE



				None



				None



				None















Usage:  11 SOA SPIDs (10 Service Providers) in the 7 U.S. NPAC Regions currently do not support Cause Code 2.  The vendor(s) for these 10 Service Providers do support Cause Code 2.












Sunset the ability for SOA to not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2







NANC change order 373 was created and discussed in Dec 2002.  The NPAC documentation did NOT initially list the AttributeValueChange notification when the NPAC automatically sets an SV from cancel-pending to conflict at expiration of the T2 timer. To reconcile this, a doc only change was made to include it and the AVC notification was optional. If this feature is sunset it would no longer be optional. All systems would receive the notification. This is required in the XML interface.




NPAC LOE:  Low.







				



				iconectiv



				Neustar



				Oracle







				SOA LOE



				None



				None



				N/A







				LSMS LOE



				None



				None



				None















Usage:  11 SOA SPIDs (5 Service Providers) in the 7 U.S. NPAC Regions currently do not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2.  The vendor(s) for these 5 Service Providers do support receiving the AVC.







Pool Block Data



Removed







Audits



Removed







Removed







Recovery



Removed



BDDs



Sunset BDD Response Files







In R3.2 (May 2003), the NPAC implemented NANC 322, Clean up Failed SP List based on Service Provider’s BDD Response File.  This allowed a failed LSMS to bypass the receipt of SV data during an SV Recovery Request if the LSMS already received the SVs in a BDD File.  This functionality is not interface specific. It could be used by providers regardless of what interface they support.




NPAC LOE:  Low.







				



				Iconectiv



				Neustar



				Oracle







				SOA LOE



				None



				None



				N/A







				LSMS LOE



				None



				None



				None















Usage:  No provider has ever sent a BDD response file to the NPAC for processing.  At the January 2015 LNPA WG meeting, the group determined that this is a strong candidate for sunsetting.







Reports



Removed







Sunset Data Integrity Sample (Audit and report)







The Data Integrity Sample functionality is no longer needed (both the audit and the report).  This is defined in section 8.7, Data Integrity Sampling, of the FRS.  It was designed to monitor data integrity between the NPAC SMS and the Local SMS.  Data integrity has never been an issue, as failed SP Lists with corresponding recovery requests, and audits are self-cleaning mechanisms.




NPAC LOE:  Low.







				



				iconectiv



				Neustar



				Oracle







				SOA LOE



				None



				None



				N/A







				LSMS LOE



				None



				None



				None















Usage:  The Sample Audit is run every 7 days, but the report is never generated. 







Other Data



Removed



Removed



Sunset the following (highlighted in yellow) unused billing categories (like mass storage, audits, etc.)







Some billing data and billing reports are not used (e.g., R11-4, Usage Measurements for Allocated Mass Storage, NPAC SMS shall generate usage measurements for the allocated mass storage – number of records stored – for each Service Provider).




From the FRS (NOTE:  Only the following functionality highlighted in yellow is being considered for sunsetting):







[bookmark: _Toc357417121][bookmark: _Toc361567576][bookmark: _Toc364226300][bookmark: _Toc365874913][bookmark: _Toc367618328][bookmark: _Toc368561434][bookmark: _Toc368728378][bookmark: _Toc380829238][bookmark: _Toc436023431][bookmark: _Toc436025494][bookmark: _Toc376766656]11.2	System Functionality



R11‑2	Generating Usage Measurements for NPAC Resources



NPAC SMS shall measure and record the usage of NPAC resources on a per Service Provider basis.



R11‑3	Generating Usage Measurements for Allocated Connections



NPAC SMS shall generate usage measurements for allocated connections for each Service Provider.



R11‑4	Generating Usage Measurements for Allocated Mass Storage



NPAC SMS shall generate usage measurements for the allocated mass storage (number of records stored) for each Service Provider.



R11-9	Billing Report Types



NPAC SMS shall be capable of creating the following billing reports:



· Login Session Per Service Provider



· Allocated Mass Storage



· Messages Processed by type (to include download data and data resent by request)



· Audits Requested and Processed



· Requested Report Generation



· Service Establishment (to include Service Provider establishment, user login ID addition to the NPAC SMS, and mechanized Interface Activation)



R11-13	NPAC Personnel Billing Report Destination



· NPAC SMS shall allow NPAC personnel to determine the output destination of the billing report. The destinations will include: on-line (on screen), printer, file, or FAX. The default selection is on-line.







NPAC LOE:  Low.







				



				Iconectiv



				Neustar



				Oracle







				SOA LOE



				None



				None



				N/A







				LSMS LOE



				None



				None



				None















Usage:  None.







Removed



GUI



Clarify Requirements for Unused User ID disable period tunable/feature







The NPAC has a feature that “disables” LTI user IDs that are not used on a regular basis.  As some Service Providers only maintain LTI connections for back-up purposes, some user IDs may go many months in between usage.  The FRS requirements for this “disabling” feature should be clarified through a Doc Only change to state that the LTI User can and must access their “disabled” account using their old password, and reset to a new password, in order to reactivate their account.  Until activated, resetting to a new password is the only accessible functionality for the account.  This is consistent with current functionality for this feature.







NPAC LOE:  Low.







				



				Iconectiv



				Neustar



				Oracle







				SOA LOE



				None



				None



				N/A







				LSMS LOE



				None



				None



				None















Usage:  Currently there are 834 User IDs that are disabled due to lack of use and their password needing to be changed before they can login again.  In the past year, 46 Users reset their password.
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NANC 467 - iconectiv6 - ASN.1 - lnpRecoveryComplete V1.docx


NANC TBD467 –V1



Origination Date:  09/03/15



Originator:  iconectiv



[bookmark: _Toc72227019]Change Order Number:  NANC TBD467



Description:  ASN.1 – CMIP lnpRecoveryComplete Action reply



Functional Backwards Compatible:  Yes







IMPACT/CHANGE ASSESSMENT











				DOC



				FRS



				IIS







				



				N



				N















				CMIP



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				



				N



				Y



				N



				N



				N















				XML



				XIS



				XSD



				NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



















Business Need



Recovery - CMIP lnpRecoveryComplete Action reply - RecoveryCompleteReply definition in ASN.1  contains subscriber-data, network-data, block-data.  However, all of the subscription, network and block data is recovered via other messages, not the recovery complete message.  These attributes seem to be unnecessary, and if so, can they be removed from ASN.1?







Description of Change:



Delete attributes.












[bookmark: _Toc59881639]ASN.1:



RecoveryCompleteReply ::= SEQUENCE {



    status ResultsStatus,



    subscriber-data [1] SubscriptionDownloadData OPTIONAL,



    network-data [2] NetworkDownloadData OPTIONAL,



    block-data [3] BlockDownloadData OPTIONAL,



    error-code [41] LnpSpecificErrorCode OPTIONAL -- present if status not success



}
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NANC 471 - iconectiv22 - ASN.1 - SV DisconnectReply V1.docx


NANC TBD471 –V1



Origination Date:  09/03/15



Originator:  iconectiv



[bookmark: _Toc72227019]Change Order Number:  NANC TBD471



Description:  ASN.1 – SV DisconnectReply



Functional Backwards Compatible:  Yes







IMPACT/CHANGE ASSESSMENT











				DOC



				FRS



				IIS







				



				N



				N















				CMIP



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				



				N



				Y



				N



				N



				N















				XML



				XIS



				XSD



				NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



















Business Need



SV Disconnects - the ASN.1 DisconnectReply definition includes an optional "version-id SET OF SubscriptionVersionId".  However, there are no details in the FRS, IIS, EFD, or GDMO that describe under what condition this set of version IDs is populated.  iconectiv team assumes this is not used, as other reply structures (SV modify, SV create) do not include this.  XML interface does not include this information in its disconnect reply.







Description of Change:



Delete attributes.












[bookmark: _Toc59881639]ASN.1:







DisconnectReply ::= SEQUENCE {



    status SubscriptionVersionActionReply,



    version-id SET OF SubscriptionVersionId OPTIONAL,



    error-code LnpSpecificErrorCode OPTIONAL -- present if status not success



}
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NANC 472 - iconectiv25 - ASN.1 - Audit Discrepancy Report V1.docx


NANC TBD472 –V1



Origination Date:  09/03/15



Originator:  iconectiv



[bookmark: _Toc72227019][bookmark: _GoBack]Change Order Number:  NANC TBD472



Description:  ASN.1 – Audit Discrepancy Report



Functional Backwards Compatible:  No







IMPACT/CHANGE ASSESSMENT











				DOC



				FRS



				IIS







				



				N



				N















				CMIP



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				



				N



				Y



				N



				N



				N















				XML



				XIS



				XSD



				NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



















Business Need



Audit Processing - the discrepancy report for CMIP (MismatchAttributes definition in ASN.1) indicates that the SV Type can be reported as discrepant.  However, the ASN.1 definition for SVType does not support a "no-value-needed" choice, which means that the SV Type could not be reported as null in either NPAC/LSMS or non-null in the other system, even though SV Type, from an interface perspective, is optional for downloads.







Description of Change:



Modify SV Type to support a "no-value-needed" choice.  This will be used in a scenario where an LSMS that supports SV Type does not return a value in response to an audit query.  A correction for the SV Type value will be sent to the LSMS, and the notification to the auditing SOA will indicate that the LSMS sent back a NULL value for the SV Type attribute.












[bookmark: _Toc59881639]ASN.1:











SVType ::= CHOICE {



  value [0] ENUMERATED {



    wireline                      (0),



    wireless                      (1),



    class2VoIP-noNumAssgnmt       (2),



    voWiFi                        (3),



    prepaid-wireless              (4),



    class1And2VoIP-WithNumAssgnmt (5),



    sv-type-6                     (6),



    sv-type-7                     (7),



    sv-type-8                     (8),



    sv-type-9                     (9)



  },



  no-value-needed [1] NULL



}
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NANC 473 - iconectiv46 - ASN.1 - Address Information V1.docx


NANC TBD473 –V1



Origination Date:  09/03/15



Originator:  iconectiv



[bookmark: _Toc72227019]Change Order Number:  NANC TBD473



Description:  ASN.1 – AddressInformation



Functional Backwards Compatible:  Yes







IMPACT/CHANGE ASSESSMENT











				DOC



				FRS



				IIS







				



				N



				N















				CMIP



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				



				N



				Y



				N



				N



				N















				XML



				XIS



				XSD



				NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



















Business Need



The ASN.1 AddressInformation definition does not indicate that any attributes are optional, while the FRS data model indicates that several attributes are optional (province, fax, pager, etc.).  Which is correct?







Description of Change:



The data model is correct. Currently, required fields that should be optional are populated with NULL characters.  The ASN.1 will be updated.








[bookmark: _Toc59881639]ASN.1:







AddressInformation ::= SEQUENCE {



    line1 GraphicString40,



    line2  GraphicString40,



    city   GraphicString20,



    state  GraphicString(SIZE(2)),



    zip  GraphicString(SIZE(9)),



    province GraphicString(SIZE(2)) OPTIONAL,



    country GraphicString20,



    contactPhone  PhoneNumber,



    contact  GraphicString40,



    contactFax  PhoneNumber OPTIONAL,



    contactPager  PhoneNumber OPTIONAL,



    contactPagerPIN  DigitString OPTIONAL, -- value should be no more than 10 digits



    contactE-mail  GraphicString60 OPTIONAL



}



Page 2 of 2






image13.emf


NANC 474 -  iconectiv79 - ASN.1 - SWIM Recovery V1.docx
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NANC TBD474 –V1



Origination Date:  09/03/15



Originator:  iconectiv



[bookmark: _Toc72227019]Change Order Number:  NANC TBD474



Description:  ASN.1 – SWIM Recovery



Functional Backwards Compatible:  Yes







IMPACT/CHANGE ASSESSMENT











				DOC



				FRS



				IIS







				



				N



				N















				CMIP



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				



				N



				Y



				N



				N



				N















				XML



				XIS



				XSD



				NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



















Business Need



Is the additionalInformation field in the M-EVENT-REPORT Reply SwimProcessing-RecoveryResponse ever populated?



Description of Change:



Remove the additionlInformation attribute from the ASN.1.








[bookmark: _Toc59881639]ASN.1:







SwimProcessing-RecoveryResponse ::= SEQUENCE {



    status                [0] SwimResultsStatus,



    error-code            [1] LnpSpecificErrorCode OPTIONAL, -- present if status not success



    stop-date         [2] GeneralizedTime OPTIONAL, -- present if SWIM data collection turned off



    additionalInformation [3] AdditionalInformation OPTIONAL



}
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NANC 477 - iconectiv139 - GDMO - Service Provider Type V1.docx


NANC TBD477 –V1



Origination Date:  09/15/15



Originator:  iconectiv



[bookmark: _Toc72227019]Change Order Number:  NANC TBD477



Description:  GDMO – Service Provider Type Definition



Functional Backwards Compatible:  No







IMPACT/CHANGE ASSESSMENT











				DOC



				FRS



				IIS







				



				N



				N















				CMIP



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				



				Y



				N



				N



				N



				N















				XML



				XIS



				XSD



				NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



















Business Need



GDMO:  There appears to be a typo in the GDMO (extra space between “LNP-ASN1.” and “ServiceProviderType”).







Description of Change:



Remove extra space.












[bookmark: _Toc59881639]GDMO:



-- 151.0 LNP Service Provider Type



serviceProviderType ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1. ServiceProviderType;



    MATCHES FOR EQUALITY;



    BEHAVIOUR serviceProviderTypeBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 151};
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NANC 478 - iconectiv143 - FRS ASN.1 - pre cancellation status of dp V1.docx


NANC TBD478 –V1



Origination Date:  09/15/15



Originator:  iconectiv



[bookmark: _Toc72227019]Change Order Number:  NANC TBD478



Description:  FRS ASN.1 – Pre Cancellation Status of Disconnect Pending



Functional Backwards Compatible:  Yes







IMPACT/CHANGE ASSESSMENT











				DOC



				FRS



				IIS







				



				Y



				N















				CMIP



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				



				N



				Y



				N



				N



				N















				XML



				XIS



				XSD



				NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



















Business Need



If a Pre-Cancellation Status of Disconnect Pending is never used, can the FRS/GDMO/ASN.1 be updated to remove the value?







Description of Change:



Remove Disconnect Pending value.












[bookmark: _Toc59881639]FRS:



Subscription Version Data Model:







				Pre-Cancellation Status



				E



				



				Status of the Subscription Version prior to cancellation.  Valid enumerated values are:



· X	-	Conflict (0)



· P	-	Pending (2)



· DP	-	Disconnect Pending (6)



















GDMO:



No change.







ASN.1:



SubscriptionPreCancellationStatus ::= ENUMERATED {



    conflict (0),



    pending (2),



    disconnect-pending (6)



}
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NANC 481 –V34



Origination Date:  01/21/16



Originator:  iconectiv



[bookmark: _Toc72227019]Change Order Number:  NANC 481



Description:  GDMO Behavior Doc-Only Clarifications



Functional Backwards Compatible:  Yes







IMPACT/CHANGE ASSESSMENT











				DOC



				FRS



				IIS







				



				N



				N















				CMIP



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				



				Y



				N



				N



				N



				N















				XML



				XIS



				XSD



				NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



















Business Need



Documentation updates.







Description of Change:



Changes detailed below.












[bookmark: _Toc59881639]Requirements:



GDMO Behavior (changed text in yellow highlights)











-- 12.0 LNP NPAC SMS Managed Object Class







[snip]







lnpNPAC-SMS-Behavior BEHAVIOUR



    DEFINED AS !



        NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS



        to NPAC SMS interface.







        [snip]







        A SOA or LSMS may implement an Application Level Heartbeat



        functionality.  With this functionality the NPAC SMS will send a



        periodic Heartbeat message when a quiet period between the SOA/LSMS



        and the NPAC SMS exceeds the tunable value.  If a SOA/LSMS fails to



        respond to the Heartbeat message within a timeout period, the



        association will be aborted by the NPAC SMS.  If a SOA/LSMS



        implements the Heartbeat message, it should be used on every



        association.







    !;







-- 25.0 LNP Service Provider Filter NPA-NXX Managed Object Class







[snip]







lsmsFilterNPA-NXX-Definition BEHAVIOUR



    DEFINED AS !



        The lsmsFilterNPA-NXX class is the managed object



        used to identify the NPA-NXX values for which a service provider



        does not want to be informed of subscription version broadcasts, 



        network downloads, NPA-NXX broadcasts, NPA-NXX-X broadcasts, Number Pool Block broadcasts,or SOA notifications.



    !;











-- 31.0 Service Provider NPA-NXX-X Data Managed Object Class







serviceProvNPA-NXX-X-Behavior BEHAVIOUR







[snip]







        The serviceProvNPA-NXX-X-ModifiedTimeStamp is set to the current



        date and time of when the object is created on the NPAC SMS or when the NPAC SMS last modified the object.











-- 8.0  LNP Audit Discrepancy Version Id







auditDiscrepancyVersionId ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.SubscriptionVersionId;



    MATCHES FOR EQUALITY;



    BEHAVIOUR auditDiscrepancyVersionId-Behavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 8};







auditDiscrepancyVersionId-Behavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to store the version id for the TN for



        which the discrepancy was found in an audit discrepancy



        notification in a log record.







        The NPAC SMS uses a 32-bit signed integer for the Naming ID Value.  ID



        value interpretation is based on the way an LNP system treats binary



        integer numbers.  Signed interpretation will see negative numbers when



        the 32nd bit is used.  Unsigned interpretation will always see



        positive numbers.



                    Binary                      Signed         Unsigned



                    Numbers                     Numbers         Numbers



        00000000000000000000000000000001           1               1



        00000000000000000000000000000010           2               2



        00000000000000000000000000000011           3               3



                     (cont')                    (cont')         (cont')



        01111111111111111111111111111110      2147483646      2147483646



        01111111111111111111111111111111      2147483647      2147483647



                                               Rollover



        10000000000000000000000000000000     -2147483648      2147483648



        10000000000000000000000000000001     -2147483647      2147483649



        10000000000000000000000000000010     -2147483646      2147483650



        10000000000000000000000000000011     -2147483645      2147483651



                     (cont')                    (cont')         (cont')







Change below from Microsoft Word quote signs to straight ascii quote signs.  Same change in several more places in GDMO behavior.







        Rollover will take place when the ID exhausts the 32-bit values (or



        prior to for operational considerations).  Using a signed



        interpretation, a “sign” rollover occurs when the ID increments from



        31-bit to 32-bit.







-- 35.0 LNP Service Provider Name







serviceProvName ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.ServiceProvName;



    MATCHES FOR EQUALITY, ORDERING;



    BEHAVIOUR serviceProvNameBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 35};







serviceProvNameBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is the English name for the service provider (including slash indicator, 38 +2’\’ and 1 digit).



!;











-- 138.0 LNP Service Provider NPA-NXX-X Modified Timestamp







[snip]







serviceProvNPA-NXX-X-ModifiedTimeStampBehavior BEHAVIOUR



    DEFINED AS !



        This attribute provides the date and time the



        serviceProvNPA-NXX-X object was last modified on the NPAC SMS or when the object is created on the NPAC SMS.



!;











-- 159.0 LNP Service Provider NPA-NXX Modification Time Stamp







[snip]







serviceProvNPA-NXX-ModifiedTimeStampBehavior BEHAVIOUR



    DEFINED AS !



        This attribute provides the date and time the serviceProvNPA-NXX



        object was last modified on the NPAC SMS (either the subscriptionVersionNewNPA-NXX notification is sent or the serviceProvNPA-NXX-EffectiveTimeStamp is updated).  It is initially null when the serviceProvNPA-NXX object is created.



!;







-- 1.0 LNP Download Action







[snip]







lnpDownloadBehavior BEHAVIOUR



    DEFINED AS !



        Preconditions: This action is issued from an lnpSubscriptions



        or an lnpNetwork object and all objects to be downloaded



        are specified in the action request.







        [snip]







        The SOA or LSMS is capable of recovering data based on the 



        association functions. The SOA recovers service provider data and 



        network data using the data download association function 



        (dataDownload). The SOA recovers notification data using the 



        network data management association function (networkDataMgmt).



        soa management association function (soaMgmt).



        The LSMS recovers service provider data and network data, 



        subscription data,and number pool block using the data download



        association function (dataDownload) and recovers notification data 



        using the network data management association function 



        (networkDataMgmt). If a SOA supports a separate SOA channel, the SOA 



        recovers notification data using the notification download 



        association function (notificationDownload).











-- 6.0 LNP Subscription Version Local SMS Create Action







[snip]







subscriptionVersionLocalSMS-CreateBehavior BEHAVIOUR



    DEFINED AS !



        [snip]







        For Release 1.4 Number Pooling Support:







        There will be no need on the part of the LSMS to validate



        the TN-range.  The LSMS will use the subscriptionVersionObjects



        to create the subscription versions for the TN range in the LSMS.



        This is done to insure that the subscription version ids used



        in the NPAC SMS and the Local SMS are the same.  With the



        implementation by all LSMSs to EDR, the TN-range attribute is



        no longer used.



        !;
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NANC TBD483 –V1



Origination Date:  03/31/16



Originator:  10x People



[bookmark: _Toc72227019]Change Order Number:  NANC TBD483



Description:  FRS – Doc-only BDD Notification File



Functional Backwards Compatible:  Yes







IMPACT/CHANGE ASSESSMENT











				DOC



				FRS



				IIS







				



				Y



				N















				CMIP



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N















				XML



				XIS



				XSD



				NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



















Business Need



Documentation update for the BDD Notification File.







Description of Change:



Changes detailed below.








[bookmark: _Toc59881639]FRS:







Notifications Download File



The Notification download file contains records for notifications as they are defined in the IIS.  Each record contains required and optional attributes and data is logged at the time of notification generation based on the reason the notification was generated as well as NPAC Customer profile settings.  The inclusion of TN/TN Range/NPA-NXX-X in respective notifications is not dependent on the NPAC Customer settings for Subscription Version TN Attribute Flag and Number Pool Block NPA-NXX-X Attribute Flag indicators.



The Notifications download file example (Figure E- 8 – Notification Download File Example, below) contains two records in the file, individual fields are pipe delimited, with a carriage return (CR) after each Notification record.  The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.



The “Value in Example” column in Table E-7 directly correlates to the values for the hypothetical Notification in the download file example, as seen in Figure E-8.



The file name for the Notifications download file will be in the format:



	Notifications.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS (The Notifications portion is the literal string " Notifications".)



The first timestamp in the filename is the time the download begins. The second and third timestamps are the beginning and ending time ranges respectively.



The Notifications file given in the example would be named:



	Notifications.15-10-2004081122.12-10-2004080000.13-10-2004133022



The file contents for the Notifications download file will be specific for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File.  If support is TRUE, it will include pipes with the supplied value or blank (if no value was specified).  If support is FALSE, it will NOT contain empty pipes as placeholders:



1. SOA supports SV Type



2. SOA supports Optional Data attributes and associated parameters



In the download file each notification can be identified by the combination of the Notification ID and Object ID fields.  LNP specific notifications are defined with a unique Notification ID in the GDMO however some notifications sent across the interface are CMIP primitives and do not have unique Notification IDs.  In order to uniquely identify these notifications in the download file, the original CMIP primitive Notification ID has been augmented with a 1000-series number to create a unique Notification ID/Object ID combination.  For example, the subscriptionVersionNPAC-ObjectCreation notification is a CMIP primitive notification that uses a Notification ID of (6) and Object ID of (21) across the interface.  At the same time the LNP specific notification, subscriptionVersionDonorSP-CustomerDisconnectDate as defined in the GDMO uses the same Notification ID and Object ID.  In order to uniquely identify the subscriptionVersionNPAC-ObjectCreation notification for the download file we have augmented the Notification ID to a 1000-series number of, (1006).  The Object ID remains the same (21).  The affected notifications are:



1. SubscriptionVersionNPAC-ObjectCreation (Notification ID 1006, Object ID 21)



2. SubscriptionVersionNPAC-attributeValueChange (Notification ID 1001, Object ID 21)



3. SubscriptionAudit-objectCreation (Notification ID 1006, Object ID 19)



4. Subscription Audit-objectDeletion (Notification ID 1007, Object ID 19)



5. NumberPoolBlock-objectCreation (Notification ID 1006, Object ID 30)



6. NumberPoolBlock-attributeValueChange (Notification ID 1001, Object ID 30)







Data for the following attributes are included if the attribute is supported at the time of BDD file generation.  If the Service Provider supports that attribute at the time of BDD file generation the attribute is included with values.  If the Service Provider does not support that attribute at the time of BDD file generation the attribute is not included (no empty pipe placeholder).



1. WSMSC DPC



2. WSMSC SSN



3. SV Type



4. Optional Data (with applicable parameters within this attribute)







In certain NPAC operation scenarios where both AVC and SAVC notifications are generated for a CMIP SPID (e.g., modify pending SV to conflict), only an AVC notification is generated for an XML SPID.  The AVC notification that is sent to the SPID over the XML interface will include the status and cause code.  To allow for backward compatibility of the BDD, the BDD file will contain the following, even for an XML SPID:



 - One line for AVC without the status and cause code



 - One line for SAVC with the status and cause code







In NPAC audit operation scenarios where both subscriptionAudit-DiscrepancyRpt and subscriptionAuditResults notifications are generated for a CMIP SPID, only a subscriptionAuditResults notification is generated for an XML SPID.  The subscriptionAuditResults notification that is sent to the SPID over the XML interface will include the discrepant LSMSs.  To allow for backward compatibility of the BDD, the BDD file will contain the following, even for an XML SPID:



 - One audit results notification, and



 - One audit discrepancy notification for each discrepant LSMS











[bookmark: _GoBack]
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NANC TBD484 –V1



Origination Date:  03/10/16



Originator:  10x People



[bookmark: _Toc72227019]Change Order Number:  NANC TBD484



Description:  XML – Removal of Optional Data values



Functional Backwards Compatible:  No







IMPACT/CHANGE ASSESSMENT











				DOC



				FRS



				IIS







				



				N



				N















				CMIP



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N















				XML



				XIS



				XSD



				NPAC



				SOA



				LSMS







				



				Y



				Y



				N



				N



				N



















Business Need



The current XML schema definition of the Optional Data attribute on subscription version and number pool block modify operations incorrectly indicate the values can be removed in their entirety.  Since the Optional Data attribute could contain multiple parameters (with values), the XML schema should be changed to prevent a mistake where all of the values in all of the parameters are removed, when only one or more are meant to removed.  As such, the current behavior requires that each parameter within the Optional Data attribute be individually identified for modification, including a modification where the existing value is being removed.







Description of Change:



Update XIS.  Update XML schema.








[bookmark: _Toc59881639]XIS:



0. [bookmark: _Toc336959525][bookmark: _Toc338686192][bookmark: _Toc394492798]  NPAC Rules for Handling of Optional Data Fields



Information is provided on how the NPAC handles the XML string as well as how providers system should deal with Activate and Modify downloads that contain the XML structure svb_optional_data. Disconnects are not covered here because they don’t contain the XML svb_optional_data structure. If a SOA request contains multiple optional data fields with the same field name, the first of the duplicates will be used.



· Activate – The svb_optional_data structure contains only those fields supported by the provider and specified in the create request.



· Provider systems should store the fields specified in the message.



· Modify - The svb_optional_data structure contains only those fields supported by the provider and that were modified in the modify request. 



· If the modify removed a value from an optional field, it is included in the svb_optional_data structure with an od_value of nil.



· Provider systems should modify only the fields specified in the message. Any other optional fields should be retained.



· Downloads resulting from an Audit - The svb_optional_data structure is included only for fields supported by the provider.



· Only the optional data fields supported by an LSMS are audited.



· Only the optional data fields supported by the auditing SOA are returned to the SOA in the discrepancy notifications



· For Modify downloads that result from an Audit:



· The svb_optional_data contains all fields supported by the provider, regardless of whether or not that individual field was discrepant, and regardless of whether or not the NPAC’s subscription version has values for those fields. 



· Fields not supported by the provider are omitted even if they were returned in the Audit query reply from the LSMS.



· Fields supported by the provider but not present in the NPAC’s subscription version are included with a od_value of nil.



· Provider systems should store the fields as specified above for Activate or Modify downloads.



· Notifications – 



· For a create notification (Number Pool Block only), the svb_optional_data structure contains only fields supported by the provider and specified in the create request.



· For an AVC the svb_optional_data structure contains only those fields supported by the provider that were modified. If a supported field is removed, it is included in the structure with a od_value of nil.



· BDD - Each field supported by the provider has a position in the BDD record.



· For fields supported by the provider but not present in the NPAC’s subscription version, the field is included in the string with an empty value (two adjacent pipe characters).



· For fields not supported by the provider, no field placeholder is included in the string (no adjacent pipe characters).



· Provider systems should replace all fields with those in the BDD.



· Field Removal – Provider modify requests that remove optional data fields using the svb_optional_data structure from Number Pool Blocks or Subscription Versions:



· Each optional data field must be removed individually using the svb_optional_data structure with an od_value specified as nil.



· Removal of the entire svb_optional_data field using nil is not supported.















XSD:







<xs:complexType name="NumberPoolBlockModifyRequestData">



<xs:sequence>



        		<xs:choice>



            		<xs:element name="block_id" type="BlockId"/>



            		<xs:element name="block_dash_x" type="NpaNxxX"/>



        		</xs:choice>



        		<xs:element name="svb_lrn" type="Lrn" minOccurs="0"/>



        		<xs:element name="svb_class_dpc" type="Dpc" nillable="true" minOccurs="0"/>



        		<xs:element name="svb_class_ssn" type="Ssn" nillable="true" minOccurs="0"/>



        		<xs:element name="svb_lidb_dpc" type="Dpc" nillable="true" minOccurs="0"/>



        		<xs:element name="svb_lidb_ssn" type="Ssn" nillable="true" minOccurs="0"/>



        		<xs:element name="svb_isvm_dpc" type="Dpc" nillable="true" minOccurs="0"/>



        		<xs:element name="svb_isvm_ssn" type="Ssn" nillable="true" minOccurs="0"/>



        		<xs:element name="svb_cnam_dpc" type="Dpc" nillable="true" minOccurs="0"/> 



        		<xs:element name="svb_cnam_ssn" type="Ssn" nillable="true" minOccurs="0"/>



        		<xs:element name="svb_wsmsc_dpc" type="Dpc" nillable="true" minOccurs="0"/>



        		<xs:element name="svb_wsmsc_ssn" type="Ssn" nillable="true" minOccurs="0"/>



        		<xs:element name="svb_sv_type" type="SVType" minOccurs="0"/>



        		<xs:element name="svb_optional_data" type="OptionalData" nillable="true" minOccurs="0"/>



    	</xs:sequence>



</xs:complexType>







<xs:complexType name="SvModifyPendingNewData">



	<xs:sequence>



		<xs:element name="svb_lrn" type="Lrn" minOccurs="0"/>



		<xs:element name="svb_new_sp_due_date" type="xs:dateTime" minOccurs="0"/>



		<xs:element name="svb_class_dpc" type="Dpc" nillable="true" minOccurs="0"/>



		<xs:element name="svb_class_ssn" type="Ssn" nillable="true" minOccurs="0"/>



		<xs:element name="svb_lidb_dpc" type="Dpc" nillable="true" minOccurs="0"/>



		<xs:element name="svb_lidb_ssn" type="Ssn" nillable="true" minOccurs="0"/>



		<xs:element name="svb_isvm_dpc" type="Dpc" nillable="true" minOccurs="0"/>



		<xs:element name="svb_isvm_ssn" type="Ssn" nillable="true" minOccurs="0"/>



		<xs:element name="svb_cnam_dpc" type="Dpc" nillable="true" minOccurs="0"/>



		<xs:element name="svb_cnam_ssn" type="Ssn" nillable="true" minOccurs="0"/>



		<xs:element name="svb_end_user_location_value" type="EndUserLocationValue" nillable="true" minOccurs="0"/>



		<xs:element name="svb_end_user_location_type" type="EndUserLocationType" nillable="true" minOccurs="0"/>



		<xs:element name="svb_billing_id" type="BillingId" nillable="true" minOccurs="0"/>



		<xs:element name="svb_wsmsc_dpc" type="Dpc" nillable="true" minOccurs="0"/>



		<xs:element name="svb_wsmsc_ssn" type="Ssn" nillable="true" minOccurs="0"/>



		<xs:element name="sv_customer_disconnect_date" type="xs:dateTime" minOccurs="0"/>



		<xs:element name="sv_effective_release_date" type="xs:dateTime" minOccurs="0"/>



		<xs:element name="svb_sv_type" type="SVType" minOccurs="0"/>



		<xs:element name="svb_optional_data" type="OptionalData" nillable="true" minOccurs="0"/>



		<xs:element name="sv_new_sp_medium_timer_indicator" type="xs:boolean" minOccurs="0"/>



	</xs:sequence>



</xs:complexType>







<xs:complexType name="SvModifyActiveNewData">



	<xs:sequence>



		<xs:element name="svb_lrn" type="Lrn" minOccurs="0"/>



		<xs:element name="svb_class_dpc" type="Dpc" nillable="true" minOccurs="0"/>



		<xs:element name="svb_class_ssn" type="Ssn" nillable="true" minOccurs="0"/>



		<xs:element name="svb_lidb_dpc" type="Dpc" nillable="true" minOccurs="0"/>



		<xs:element name="svb_lidb_ssn" type="Ssn" nillable="true" minOccurs="0"/>



		<xs:element name="svb_isvm_dpc" type="Dpc" nillable="true" minOccurs="0"/>



		<xs:element name="svb_isvm_ssn" type="Ssn" nillable="true" minOccurs="0"/>



		<xs:element name="svb_cnam_dpc" type="Dpc" nillable="true" minOccurs="0"/>



		<xs:element name="svb_cnam_ssn" type="Ssn" nillable="true" minOccurs="0"/>



		<xs:element name="svb_end_user_location_value" type="EndUserLocationValue" nillable="true" minOccurs="0"/>



		<xs:element name="svb_end_user_location_type" type="EndUserLocationType" nillable="true" minOccurs="0"/>



		<xs:element name="svb_billing_id" type="BillingId" nillable="true" minOccurs="0"/>



		<xs:element name="svb_wsmsc_dpc" type="Dpc" nillable="true" minOccurs="0"/>



		<xs:element name="svb_wsmsc_ssn" type="Ssn" nillable="true" minOccurs="0"/>



		<xs:element name="svb_sv_type" type="SVType" minOccurs="0"/>



		<xs:element name="svb_optional_data" type="OptionalData" nillable="true" minOccurs="0"/>



	</xs:sequence>



</xs:complexType>
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Business Need



Documentation updates.







Description of Change:



Changes detailed below.








[bookmark: _Toc59881639]XIS:







[bookmark: _Toc336959561][bookmark: _Toc338686204][bookmark: _Toc394492811]5.1	Message Structure



[snip]



The message header consists of 5 mandatory fields:







				Header Field Name



				Description







				schema_version



				The version of the schema being used by the message originator.  This may be used in future versions to provide for backward compatibilityfield is used to ensure the XML schema used by the originator is compatible with the schema used by the recipient.  The message originator should populate this field with the version of the schema it is using.  The version number must be of the form A.B, where A is the major version and must be an integer greater than 0, and B is the minor version and must be an are integers greater than or equal to 0.  In addition to this syntactic checking, the NPACrecipient mayshould reject messages with an un-recognizeddifferent major schema version.  Messages containing the same major version but a different minor version are expected to be backward compatible and should be accepted by the recipient.







For reference, tThe schema version can be found in the schema itself, in a comment section near the beginning of the document, in a line that looks like this:



 



	Schema Version: 1.1		











				[snip]



				























5.6.41 through 48	Notifications



[snip]



range_notif_tn_id_info:







This field is a structure that identifies the subscription versions affected by this notification message. It’s a choice between one or more lists of TNs with associated SVIDs, or one or more lists of TN ranges with associated SVID ranges, or both.















5.8.x	NPAC to LSMS Messages



5.8.16, NpbCreateDownload



5.8.17, NpbDeleteDownload (dr_delete instead of dr_new below)



5.8.18, NpbModifyDownload (dr_modified instead of dr_new below)



5.6.27, SvCreateDownload



5.6.28, SvDeleteDownload (dr_delete instead of dr_new below)



5.6.29, SvModifyDownload (dr_modified instead of dr_new below)







Download_reason:



This field specifies the reason for the download of the block – should always be dr_new (except for downloads resulting from an audit where the value will be dr_audit_discrepancy)















5.x	Query Response



5.6.49, SvQueryReply



5.8.30, SvQueryReply







Download_reason:



This required field indicates the reason for the most recent download for this SV.  The valid values include:



· dr_new



· dr_delete



· dr_modified



· dr_audit_discrepancy
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[bookmark: _Toc59881639]IIS:



NPAC SMS (changed text in yellow highlights)







5.2.1.8 Association Functions



The Association Function(s) must be specified on the initial association request (AARQ PDU). The following table lists the possible Association Functions that can be specified for each of the Association Request Initiators and the associated bit mask value:







Exhibit 135 Association Functions



					Association Request Initiator







Association Function 



				SOA







				Local SMS







				SOA Management (Audit and Subscription Version)



Classes:



lnpNPAC-SMS



lnpSubscriptions



numberPoolBlock



numberPoolBlockNPAC



subscriptionAudit



subscriptionVersion



subscriptionVersionNPAC



				0x01



				







				Service Provider and Network Data Management



Classes:



lnpNetwork



lnpNPAC-SMS



lnpServiceProvs



lsmsFilterNPA-NXX



serviceProv



serviceProvLRN



serviceProvNetwork



serviceProv-NPA-NXX



serviceProvNPA-NXX-X



				0x02



				0x04







				LSMS Network and Subscription Data Download



Classes:



lnpNetwork



lnpNPAC-SMS



lnpSubscriptions



				











				0x08







				SOA Network Data Download 



Classes:



LnpNetwork



lnpNPAC-SMS







				0x20



				























					Association Request Initiator







Association Function 



				SOA







				Local SMS







				Query Outbound from the NPAC SMS



Classes:



All



				



				0x10







				SOA Notifications (only applicable for SOAs supporting a separate notification association)



Classes:



lnpNPAC-SMS



lnpSubscriptions



numberPoolBlockNPAC



subscriptionAudit



subscriptionVersionNPAC



				0x40



				















The association functions specified upon association are stored.  Then all subsequent operations performed by that association are then validated against that data to verify that they are 'legal'. All outbound messages from the NPAC are also validated against the association functions and if a service provider does not have the correct masking set, they will not receive the transmission.  Note that the multiple Association Functions can be specified for an association. For example, a Local SMS can establish an association for both the process audit and network and subscription data download association functions.



SOA Notifications have been separated out to support SOAs that wish to implement a separate SOA Channel for Notifications.  Based on the Service Provider tunable (SOA Notification Channel Service Provider Tunable), this function may be included in a SOA association, even if the Service Provider does not bind with that function mask.  This allows SOA notifications to be sent down a single SOA channel.







IIS Section 5.2.2



In CMIP certification testing, there are security tests where invalid access control data is inserted into NPAC responses to SOA/LSMS requests to bind (establish an association).  The tests call for the local system to abort the association.  It was discovered that some local systems could not abort the association during these tests since the local system never established the association due to the invalid data.  Instead the local system retried binding to the NPAC, where NPAC seeing the new association request aborted the previous invalid association and successfully established the new association.  The IIS should be updated to reflect this alternative behavior.



Last paragraph of Section 5.2.2



[snip]



When the Local SMS receives the association response it validates the data received.  The data is validated as follows: 



· Ensure the systemId is present and valid for the association. (Note: the userId field is not required for Local SMS and NPAC SMS associations).



· Ensure the sequence number is 0.



· Ensure the cmipDepartureTime is within 5 minutes of the current Local SMS GMT time.



· Find the key specified and decrypt the signature insuring that the systemId, systemType, userId, cmipDepartureTime, and sequenceNumber are the same as those specified in the PDU.



If validation of the AARE PDU fails then an A-ABORT will be issued by the Local SMS or the Local SMS will attempt to re-associate with the NPAC SMS.  If validation is successful then a secure association has been established.











EFD, Error Codes







				5009



				LrnId is required if no customer id, on delete lrn action.



				2



6



				accessDenied_er (CMIP)



invalidAttributeValue_er (XML)







				5015



				Npa required for delete if no NpaNxxId.



				2



6



				accessDenied_er (CMIP)



invalidAttributeValue_er (XML)







				5016



				Nxx required for delete if no NpaNxxId.



				2



6



				accessDenied_er (CMIP)



invalidAttributeValue_er (XML)







				5017



				Lrn required for delete if no lrnId.



				2



6



				accessDenied_er (CMIP)



invalidAttributeValue_er (XML)







				5073



				Delete denied due to associated NPA-NXX-Xs.



				2



6



				accessDenied_er (CMIP)



invalidAttributeValue_er (XML)















When a CMIP interface request fails validations, the error response returned to the originating system only includes the error code (application error code if supported, else the CMIP error code).   When an XML interface request fails validations, the error response returned to the originating system includes both the error code and the error textual description.  Therefore, iconectiv proposes that a note be added to the EFD application error code mapping table indicating that only a single error code file with CMIP error code/description mappings only will be produced for retrieval by local systems.



Section A.3 of the EFD, note added after paragraph before the error code mapping table:



 [snip] 



The CMIP errors listed in the table should be used as a general guideline. Due to interaction of the different request types (M-ACTION, M-CREATE, M-SET, M-DELETE) and the internal handling of errors, some messages may be delivered to the SOA/LSMS using a different CMIP error than those listed in the table.



Note, some application errors in this table map to two different CMIP errors: one used for CMIP interface messages and a different one used for XML interface messages.  When the NPAC provides a soft format version of this table for use by local systems, the table produced will only contain CMIP errors.



[snip]







[bookmark: _Toc387211418][bookmark: _Toc387214331][bookmark: _Toc387214616][bookmark: _Toc387655311][bookmark: _Toc387722723][bookmark: _Toc411837848][bookmark: _Toc483807860][bookmark: _Toc16523114][bookmark: _Toc271026929][bookmark: _Toc380064189][bookmark: _Toc438029654]EFD, Flow B.5.1.9, Create Subscription Version: Resend Successful to Local SMS Action



NPAC SMS sets the subscriptionVersionStatus to “active” in the subscriptionVersionNPAC object, subscriptionFailedSP-List, subscriptionBroadcastTimeStamp, and the subscriptionModifiedTimeStamp.















[bookmark: _Toc483807874][bookmark: _Toc16523133][bookmark: _Toc271026951][bookmark: _Toc380064211][bookmark: _Toc438029676]EFD, Flow B.5.1.17.6, Port-to-Original Activation Partial Failure Broadcast of a Pooled TN



Step 1 and step 2, picture, reverse arrow direction.















EFD, Flow B.5.1.17.9, Successful Resend Broadcast of a Port-to-Original of a Pooled TN



Step 1 and step 2, picture, reverse arrow direction.
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Changes detailed below.
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NPAC Tunable Data







Appendix C.  System Tunables.







				Short Business Day Start Time



				132:00 UTC daylight savings time



143:00 UTC standard time



				hh:mm



				00:00 - 24:00







				Cross-Regional Session Timeout



				1440



				minutes



				0-1440







				The maximum duration a user may continuously use a Cross-Regional GUI session.



















Clarification   Duplicate Requirement Numbers



There are two assumptions with the same requirements number AR5-2.







AR5-2                Conflict Resolution Tunable due date value  (in section 1.5)



The time used for the conflict restriction tunable calculation relies on the time value specified in the New Service Provider due date.







AR5-2                Conflict Restriction Window Tunable due date value (Section 5.1.2.2.3.1)



The date used for the Conflict Restriction Window Tunable calculation relies on the date value specified in the New Service Provider due date.



The Conflict Resolution Tunable is the length of time after an SV is initially placed into conflict before the New SP can remove the conflict.



The Conflict Restriction Window is the time on the business day before the New SP due date after which an SV can not be placed into conflict given T2 has expired (wireline involved ports).



The AR5-2 assumption in Section 5.1.2.2.3.1 is valid.  The AR5-2 assumption in Section 1.5 either has a mistake in the title or a mistake in the text.



· If the Section 1.5 AR5-2 assumption should be about the Conflict Restriction Window Tunable, then it doesn’t make sense since the calculation does not depend on the time specified in the New SP due date.



· If the Section 1.5 AR5-2 assumption is correct, the text should also refer to the conflict resolution tunable calculation, but that doesn’t make sense either, since the conflict resolution tunable calculation does not rely on the time in the New SP Due date (it doesn’t rely on the due date, it relies on when the SV was initially placed in conflict).



Recommendation: The first AR5-2 assumption in section 1.5 will be deleted, as agreed on Feb 15, 2018 LNPA TOSC Conference Call.







Clarification.  Requirement Deletion Inconsistency



Assumption AR4-1.1 exists in Section 1.5 of the FRS, but it also exists on the Deleted Requirements list in Appendix G of the FRS.







AR4-1.1    Service Provider ID



All NPAC Customers will obtain a unique Service Provider ID from a proper source.



Recommendation: Assumption AR4-1.1 will be deleted from Section 1.5, as agreed on Feb 15, 2018 LNPA TOSC Conference Call.



Clarification.   SV Due Date Validations against NPA-NXX Effective Date



Requirements RR5-44 for inter-SP SV create and RR5-45 for intra-SP SV creates were re-instated due to the 5-day waiting period between the first SV/NPA-NXX-X create in the NPA-NXX and it due date/effective date being reduced to 0.  When these requirements were re-instated, they were put in the FRS SV requirements section associated with placing an SV in Conflict, leaving duplicate requirements numbers in the Inter-SP and Intra-SP SV Create with a Requirements deleted label.  This change puts them back in their proper place.  Also, the requirement for the NPA-NXX-X create validation against the NPA-NXX Effective Date was not re-instated, but needs to be also, with an additional clarification that it applies to both Block Create and Block Modify operations.



3.12.2  NPA-NXX-X Holder Information



[snip]



RR3-64    Number Pool NPA-NXX-X Holder Information – NPA-NXX Effective Date



 



DELETED NPAC SMS shall validate that the effective date of the NPA-NXX-X is equal to, or greater than, the effective date of the NPA-NXX as defined in the NPAC SMS when an NPA-NXX-X is created or modified.  (Previously N-40)







5.1.2.2.1.1  Subscription Version Creation - Inter-Service Provider Ports



[snip]



RR5-44  Create Subscription Version – Due Date Validation for NPA-NXX effective date



 



DELETED  NPAC SMS shall verify that the due date is greater than, or equal to, the NPA-NXX effective date upon Subscription Version creation for an Inter-Service Provider Port.



[snip]



5.1.2.2.1.2  Subscription Version Creation - Intra-Service Provider Ports



[snip]



RR5-45  Create Subscription Version – Due Date Validation for NPA-NXX effective date



 



DELETED  NPAC SMS shall verify that the due date is greater than, or equal to, the NPA-NXX effective date upon Subscription Version creation for an Inter-Service Provider Port.



[snip]



Section 5.1.2.2.3.1  Placing a Subscription Version in Conflict



[snip]



RR5-44 Create Subscription Version – Due Date Validation for NPA-NXX effective date



 



NPAC SMS shall verify that the due date is greater than, or equal to, the NPA-NXX effective date upon Subscription Version creation for an Inter-Service Provider Port. 







RR5-45 Create “Intra-Service Provider Port” Subscription Version – Due Date Validation for NPA-NXX effective date 







NPAC SMS shall verify that the due date is greater than, or equal to, the NPA-NXX effective date upon Subscription Version creation for an Intra-Service Provider port.



[snip]







Appendix G.    Deleted Requirements 







[snip]



RR3-64    







Clarification.   NPA-NXX BDD Inconsistency



The NPA-NXX Download File example in Figure E-3 shows the NPA-NXX field to contain a dash (e.g., 303-123), but table E-3 depicts for the NPA-NXX field example value displays the NPA-NXX without the dash (303123).  The NPA-NXX in the file contains the dash between the NPA and the NXX, so table E-3 will be updated to display the NPA-NXX example value with the dash.



Appendix E, NPA/NXX Download File



[snip]



The NPA-NXX file given in the example would be named:



	NPANXX.13-10-1996081122.12-10-1998080000.13-10-1998133022



0001|2853|303-123|19960101155555|19960105000000|0(CR) 	(NPA-NXX 1)



0001|2864|303-124|19960101155556|19960105000000|0(CR) 	(NPA-NXX 2)



0001|2870|303-125|19960101155557|19960105000000|0(CR)	(NPA-NXX 3)











[bookmark: _Toc393050097][bookmark: _Ref393047475][bookmark: _Toc113173902][bookmark: _Toc113174081][bookmark: _Toc438031705]Figure E–3 -- Network NPA-NXX Download File Example







				EXPLANATION OF THE FIELDS IN THE NETWORK NPA/NXX DOWNLOAD FILE







				Field Number



				Field Name



				Value in Example







				1



				Service Provider Id



				0001







				2



				NPA-NXX Id



				2853







				3



				NPA-NXX Value



				303-123







				4



				Creation TimeStamp



				19960101155555







				5



				Effective TimeStamp



				19960105000000







				6



				Download Reason



				0







				7



				Modified TimeStamp



				Not present if LSMS or SOA does not support the Modified feature (NANC 355) as shown in this example.  If it were present the value would be in the same format as other TimeStamp data.







				8



				Last Activity Timestamp 



				19960916152337.123  (yyyymmddhhmmss.fff)



Not present if LSMS or SOA does not support the Last Activity TS as shown in this example.  If it were present the value would be in Timestamp format (and include milliseconds).











[bookmark: _Toc438245070]Table E–3 -- Explanation of the Fields in the Network NPA/NXX Download File
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Turn-up Test Plan (changed text in yellow highlights)







Chapter 8, test case 8.1.2.1.1.30, update step 4.



The NPAC SMS issues an objectCreation notification in CMIP (or VOCN – SvObjectCreationNotification in XML) containing:



subscriptionVersionID



subscriptionTN



subscriptionOldSP



subscriptionNewCurrentSP



subscriptionOldSP-Authorization



subscriptionOldSP-AuthorizationTimeStamp



subscriptionVersionStatus



subscriptionOldSP-DueDate



subscriptionStatusChangeCauseCode – if subscriptionOldSP-Authorization is false



subscriptionTimerType – if supported by the Service Provider SOA



subscriptionBusinessType – if supported by the Service Provider SOA



subscriptionOldSPMediumTimerIndicator – if supported by the Service Provider SOA.



















Chapter 8, test case 8.1.2.1.1.31, update step 4.



The NPAC SMS issues an objectCreation notification in CMIP (or VOCN – SvObjectCreationNotification in XML) containing:



subscriptionVersionID



subscriptionTN



subscriptionOldSP



subscriptionNewCurrentSP



subscriptionNewSP-CreationTimeStamp



subscriptionOldSP-Authorization



subscriptionOldSP-AuthorizationTimeStamp



subscriptionVersionStatus



subscriptionNewSP-DueDate



subscriptionOldSP-DueDate



subscriptionStatusChangeCauseCode – if subscriptionOldSP-Authorization is false



subscriptionTimerType – if supported by the Service Provider SOA



subscriptionBusinessType – if supported by the Service Provider SOA



subscriptionNewSPMediumTimerIndicator – if supported by the Service Provider SOA



subscriptionOldSPMediumTimerIndicator – if supported by the Service Provider SOA



















Chapter 8, test case 8.1.2.1.1.32, update step 4.



The NPAC SMS issues an objectCreation notification in CMIP (or VOCN – SvObjectCreationNotification in XML) containing:



subscriptionVersionID



subscriptionTN



subscriptionOldSP



subscriptionNewCurrentSP



subscriptionNewSP-CreationTimeStamp



subscriptionOldSP-Authorization



subscriptionOldSP-AuthorizationTimeStamp



subscriptionVersionStatus



subscriptionNewSP-DueDate



subscriptionOldSP-DueDate



subscriptionStatusChangeCauseCode – if subscriptionOldSP-Authorization is false



subscriptionTimerType – if supported by the Service Provider SOA



subscriptionBusinessType – if supported by the Service Provider SOA



subscriptionNewSPMediumTimerIndicator – if supported by the Service Provider SOA



subscriptionOldSPMediumTimerIndicator – if supported by the Service Provider SOA



















Chapter 8, test case 8.1.2.1.1.33, update step 4.



The NPAC SMS issues an objectCreation notification in CMIP (or VOCN – SvObjectCreationNotification in XML) containing:



subscriptionVersionID



subscriptionTN



subscriptionOldSP



subscriptionNewCurrentSP



subscriptionNewSP-CreationTimeStamp



subscriptionOldSP-Authorization



subscriptionOldSP-AuthorizationTimeStamp



subscriptionVersionStatus



subscriptionNewSP-DueDate



subscriptionOldSP-DueDate



subscriptionStatusChangeCauseCode – if subscriptionOldSP-Authorization is false



subscriptionTimerType – if supported by the Service Provider SOA



subscriptionBusinessType – if supported by the Service Provider SOA



subscriptionNewSPMediumTimerIndicator – if supported by the Service Provider SOA



subscriptionOldSPMediumTimerIndicator – if supported by the Service Provider SOA



















Chapter 8, test case 8.1.2.1.1.34, update step 4.



The NPAC SMS issues an objectCreation notification in CMIP (or VOCN – SvObjectCreationNotification in XML) containing:



subscriptionVersionID



subscriptionTN



subscriptionOldSP



subscriptionNewCurrentSP



subscriptionNewSP-CreationTimeStamp



subscriptionOldSP-Authorization



subscriptionOldSP-AuthorizationTimeStamp



subscriptionVersionStatus



subscriptionNewSP-DueDate



subscriptionOldSP-DueDate



subscriptionStatusChangeCauseCode – if subscriptionOldSP-Authorization is false



subscriptionTimerType – if supported by the Service Provider SOA



subscriptionBusinessType – if supported by the Service Provider SOA



subscriptionNewSPMediumTimerIndicator – if supported by the Service Provider SOA



subscriptionOldSPMediumTimerIndicator – if supported by the Service Provider SOA



















Chapter 8, test case 8.1.2.1.1.36, update step 4.



The NPAC SMS issues an objectCreation notification in CMIP (or VOCN – SvObjectCreationNotification in XML) containing:



subscriptionVersionID



subscriptionTN



subscriptionOldSP



subscriptionNewCurrentSP



subscriptionNewSP-CreationTimeStamp



subscriptionOldSP-Authorization



subscriptionOldSP-AuthorizationTimeStamp



subscriptionVersionStatus



subscriptionNewSP-DueDate



subscriptionOldSP-DueDate



subscriptionStatusChangeCauseCode – if subscriptionOldSP-Authorization is false



subscriptionTimerType – if supported by the Service Provider SOA



subscriptionBusinessType – if supported by the Service Provider SOA



subscriptionNewSPMediumTimerIndicator – if supported by the Service Provider SOA



subscriptionOldSPMediumTimerIndicator – if supported by the Service Provider SOA



















Chapter 8, test case 8.1.2.1.1.37, update step 4.



The NPAC SMS issues an objectCreation notification in CMIP (or VOCN – SvObjectCreationNotification in XML) containing:



subscriptionVersionID



subscriptionTN



subscriptionOldSP



subscriptionNewCurrentSP



subscriptionNewSP-CreationTimeStamp



subscriptionOldSP-Authorization



subscriptionOldSP-AuthorizationTimeStamp



subscriptionVersionStatus



subscriptionNewSP-DueDate



subscriptionOldSP-DueDate



subscriptionStatusChangeCauseCode – if subscriptionOldSP-Authorization is false



subscriptionTimerType – if supported by the Service Provider SOA



subscriptionBusinessType – if supported by the Service Provider SOA



subscriptionNewSPMediumTimerIndicator – if supported by the Service Provider SOA



subscriptionOldSPMediumTimerIndicator – if supported by the Service Provider SOA



















Chapter 8, test case 8.1.2.2.1.14, update purpose section.







New Service Provider issues a modify for each of the required fields for a ‘pending’ port which is in conflict using valid data.  



The following are the required fields:



LRN



Due Date (the due date is set to a value greater than or equal to the NPA-NXX Effective Date)



SV Type – if supported by the Service Provider SOA



Medium Timer Indicator – if supported by the Service Provider SOA



















Chapter 8, test case 8.1.2.2.1.18, update purpose section.







New Service Provider issues a modify for each of the required fields for a ‘pending’ port request which is in conflict using valid data.  



The following are the required fields:



LRN



Due Date (the due date is set to a value greater than or equal to the NPA-NXX Effective Date)



SV Type – if supported by the Service Provider SOA



Medium Timer Indicator – if supported by the Service Provider SOA



















Chapter 8, test case 8.1.2.4.1.10, update steps 13 and 14.







NPAC SMS sends a status attribute value change message in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the oldnew Service Provider for the previous ‘active’ Subscription Version setting the status to ‘old’, upon receiving successful acknowledgment from all involved LSMSs.



OldNew Service Provider acknowledges the status attribute value change message in CMIP (or NOTR – NotificationReply in XML).



















Chapter 8, test case 8.1.2.4.1.21, update steps 12 and 14.







NPAC SMS sends a status attribute value change message in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the new Service Provider setting the status of the PTO Subscription Version to oldpartial failure and the list of failed LSMSs, upon disconnect failure.



NPAC SMS sends a status attribute value change message in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the old Service Provider setting the status of the PTO Subscription Version to oldpartial failure and the list of failed LSMSs, upon disconnect failure.



















Chapter 8, test case 8.1.2.4.1.24, update steps 12 and 14.







NPAC SMS sends a status attribute value change message in CMIP (or VATN – SvAttributeValueChangeNotification in XML), for each PTO Subscription Version, to the new Service Provider setting the status to oldpartial failure and the list of failed LSMSs, upon disconnect failure.



NPAC SMS sends a status attribute value change message in CMIP (or VATN – SvAttributeValueChangeNotification in XML), for each PTO Subscription Version, to the old Service Provider setting the status to oldpartial failure and the list of failed LSMSs, upon disconnect failure.



















Chapter 9, test case 48-5, update steps 3, 5, 7, 13, 14, and 18.







The NPAC SMS issues an M-ACTION Response to the SPID ‘A’s’ SOA with the following information for (Primary) SPID ‘A’:



· objectCreation for SV1



· subscriptionVersionNewSP-ConcurrenceCreate Request for SV1



· subscriptionVersionNewSP-FinalConcurrenceCreate Window Expiration for SV1



· subscriptionVersionStatusAttributeValueChange for SV1 updating the SV status to ‘cancelled’



· lnpNPAC-SMS-Operational-Information







The NPAC SMS issues an M-ACTION Response to the SPID ‘A’s’ SOA with the following information for (Associated) SPID ‘B’:



· objectCreation for SV1



· subscriptionVersionNewSP-FinalCreate Window Expiration for SV1



· subscriptionVersionStatusAttributeValueChange for SV1 updating the SV status to ‘cancelled’



· subscriptionVersionDonorSPCustomerDisconnectDate for SV2



· subscriptionVersionStatusAttributeValueChange for SV3 updating the SV status to ‘active’



· lnpNPAC-SMS-Operational-Information



· objectCreation for SV4



· subscriptionVersionOldSPFinalConcurrence Window Expiration for SV4







NOTE: If the Service Provider under test supports Medium Timer Indicator or Optional Data information and these attributes were included in the requests that initiated notifications, these attributes will be included in the appropriate notifications.







The NPAC SMS issues an M-ACTION Response to the SPID ‘A’s’ SOA with the following information for (Associated) SPID ‘C’: 



· subscriptionVersionStatusAttributeValueChange for SV3 updating the SV status to ‘active’



· lnpNPAC-SMS-Operational-Information



· subscriptionStatusAttributeValueChange setting SV32 to ‘old’



· objectCreation for SV4



· subscriptionVersionOldSP-ConcurrenceRequest for SV4



· subscriptionVersionOldSP-FinalConcurrenceWindowExpiration for SV4



NOTE: If the Service Provider under test supports Medium Timer Indicator or Optional Data information and these attributes were included in the requests that initiated notifications, these attributes will be included in the appropriate notifications.







SPID ‘A’ Service Provider Personnel perform a local query for the subscriptionVersionNewSP-ConcurrenceCreate Request message for SV1.







SPID ‘A’ Service Provider Personnel perform a local query for the subscriptionVersionNewSP-FinalConcurrenceCreate Window Expiration message for SV1.







SPID ‘C’ Service Provider Personnel perform a local query for the subscriptionVersionStatusAttributeValueChange message for SV32.



















Chapter 9, test case 48-9, update pre-req 6, and step 2.







Verify that SPID ‘C’ is configured with a SOA Network Data Download Indicator and LSMS Network and Subscription Data Download Indicator  set to ‘ON’.  SPID ‘C’ has a filter set such that it WILL NOT receive downloads for this NPA-NXX.



Issues an M-ACTION Response in CMIP (or NCRR – NewSpCreateReply in XML) back to SPID ‘A’ (for SPID ‘BC’) indicating success for the TN’s in the range.



















Chapter 9, test case 48-10, update step 2.







The NPAC SMS determines the request is valid and performs the following:



· Creates the subscriptionVersionNPAC object.



· Sets the subscription version status to ‘pending’.



· Sets the subscriptionVersionModifiedTimeStamp, subscriptionCreationTimeStamp, subscriptionNewSP-AuthorizationCreationTimeStamp and subscriptionOldSP-AuthorizationTimeStamp to the current date and time.



Issues an M-ACTION Response in CMIP (or NCRR – NewSpCreateReply in XML) back to SPID ‘A’ (for SPID ‘B’) indicating success.



















Chapter 9, test case 48-12, update pre-req test case, step 15.







NANC 48-131 SOA – ‘Primary’ SPID ‘A’ issues a Port-To-Original Subscription Version Create to the NPAC SMS for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success







No data will be returned because SPID ‘C’ is neither the Old nor the New Service Provider Verify that the subscription versions (SV1 and SV2) exist with a status of ‘old’.



















Chapter 9, test case 48-15, update pre-req test case, and description, update step 13.







NANC 48-16 SOA – ‘Associated’ Service Provider ‘A’ issues a Subscription Version Create for a ‘Pooled’ TN, where they are the New Service Provider and SPID ‘B’ is the Old Service Provider – Success



NANC 48-14 SOA – ‘Associated’ Service Provider ‘B’ issues a Subscription Version Create for a ‘Pooled’ TN, where they are the New Service Provider and SPID ‘A’ is the Old Service Provider – Success







No data will be returned because SPID ‘C’ is neither the Old nor the New Service Provider Verify that the subscription version exists with a status of ‘active’.



















Chapter 9, test case 48-16, update pre-req test case, and description, update steps 18, 19.







NANC 48-17 SOA – ‘Associated’ Service Provider ‘A’ issues a Subscription Version Activate for a ‘Pooled’ TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success



NANC 48-15 SOA – ‘Associated’ Service Provider ‘B’ issues a Subscription Version Activate for a ‘Pooled’ TN, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success







No data is returned because SPID ‘C’ is not the Current Service Provider Verify that SV1 exists with a status of ‘old’ and an empty failed-SP List.







No data will be returned because SPID ‘C’ is neither the Old nor the New Service Provider Verify that SV2 exists with a status of ‘active’, an LNP type of ‘POOL’ and SPID ‘A’ is the Current Service Provider.



















Chapter 9, test case 139-9, update step 4.







The SOA receives the M-CREATEDELETE and sends an M-CREATEDELETE response back to the NPAC SMS.  



















Chapter 9, test case 201-21, update pre-req 2.







Verify that the Conflict Restriction Window has not been reached.



















Chapter 9, test case 201-33, update step 1.







The NPAC SMS rejects the Subscription Version Modify Request and issues an Error Response (M-ACTION Error Response) in CMIP (or MODR - ModifyReply in XML) back to the Old Service Provider system indicating the reason for failure (invalid data value).



















Chapter 10, test case 3.4.1, update pre-req 1.







3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and the NPAC SMS schedules the Number Pool Block create, and the NPAC SMS activates upon scheduled date and time.- Success Success



















Chapter 10, test case 4.1.5, update pre-req 1.







Verify that the NPA-NXX-X for the Number Pool Block that Service Provider Personnel will attempt to create during this Test Case exists and the Effective Date has passed.  The code holder should be different than the block holder.



















Chapter 10, test case 4.2.1, delete step 11.



				11.



				SP – Conditional



				Service Provider Personnel verify that the ‘old’ Number Pool Block that was created as a result of the modification did not get broadcast.



				SP



				Verify the ‘old’ Number Pool Block did not get broadcast.



























Chapter 10, test case 4.2.5, update step 4.







Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.







1. Verify the Number Pool Block has not been modified.



1. Verify the 1K Block of Subscription Versions has NOT been modified.



















Chapter 10, test case 4.2.6, update step 4.







Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.







1. Verify the Number Pool Block has not been modified. 



1. Verify the 1K of Subscription Versions with LNP Type set to ‘POOL’ has not been modified.















Chapter 10, test case 4.2.9, delete test case.



















Chapter 10, test case 4.2.10, delete test case.



















Chapter 10, test case 4.4.1, update step 3.







Service Provider personnel view the Number Pool Blocks that the NPAC SMS returned and verify the following Number Pool Block attributes are provided for each Number Pool Block:



· Block Id



· Block Holder SPID



· NPA-NXX-X



· LRN



· SV Type - if supported by the Service Provider SOA



· CLASS DPC



· CLASS SSN



· LIDB DPC



· LIDB SSN



· CNAM DPC



· CNAM SSN



· ISVM DPC



· ISVM SSN



· WSMSC DPC - if supported by the Service Provider SOA



· WSMSC SSN – if supported by the Service Provider SOA



· Optional Data attributes – if supported by the Service Provider SOA



· Creation Date



· Activation Start TimeStamp



· Activation Broadcast TimeStamp



· Last Modified TimeStamp



· Disconnect Broadcast Complete TimeStamp



· Modify Broadcast Complete TimeStamp



· SOA Origination Indicator



· Status



· Download Reason



· Failed-SP-List



· Activity TimeStamp (XML only)



















Chapter 10, test case 6.2.13, update pre-req test case.







8.1.2.4.1.21 Activate porting to original ‘pending’ port of a single TN. – Partial Failure



8.1.2.4.1.20 Activate porting to original ‘pending’ port of a single TN. – Failure



















Chapter 10, test case 6.4.1, update steps 1, 4.



1. Using the SOA, Block Holder Service Provider Personnel submit a an Immediate Disconnect Request to the NPAC SMS for a Subscription Versions of LNP Type set to ‘POOL’.
The request must specify the Subscription Version ID, or Subscription Version TN and also has future dated the subscriptionEffectiveReleaseDate and the subscriptionCustomerDisconnectDate.



1. The Current Service Provider SOA system issues an M-ACTION Request subscriptionVersionDisconnect in CMIP (or DISQ – DisconnectRequest in XML) to the NPAC SMS. The Current Service Provider SOA system issues an M-ACTION Request subscriptionVersionDisconnect in CMIP (or DISQ – DisconnectRequest in XML) to the NPAC SMS.







1. On the Block Holder SOA, verify that the Subscription Version was not deleted.



1. On the LSMS, verify that the Subscription Version is part exists as part of the 1K Block.



















Chapter 10, test case 6.5.1, update step 11.







1. On the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ status of ‘old’ exists with an empty Failed SP List.



2. On the LSMS, verify that the Subscription Version Number Pool Block exists as part of the 1K Block.



















Chapter 10, test case 6.5.2, insert step between 1 and 2, update step 11.







The NPAC SMS issues an M-CREATE Request for SV2 to itself and populates the default routing information from the numberPoolBlock object.  The subscriptionVersionStatus for SV2 is set to 'sending'.



The NPAC SMS receives the M-CREATE for SV2 and issues an M-CREATE Response for SV2 to itself.







1. On the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ status of ‘old’ exists with an empty Failed SP List.



2. On the LSMS, verify that the Subscription Version Number Pool Block exists as part of the 1K Block.



















Chapter 10, test case 6.5.3, update step 2, insert step between 2 and 3, update step 10, 11.







The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionCustomerDisconnectDate according to the disconnect action.  The NPAC SMS also sets the subscriptionVersionStatus for SV1 to 'sendingdisconnect-pending' and updates the subscriptionModifiedTimeStamp and the subscriptionEffectiveReleaseTimeStamp accordingly.







The NPAC SMS issues an M-CREATE Request to itself for SV2 and populates the default routing information from the numberPoolBlock object.  The subscriptionVersionStatus for SV2 is set to 'sending'.



The NPAC SMS receives the M-CREATE for SV2 and issues an M-CREATE Response for SV2 to itself.







NPAC Personnel verify that a Subscription Version SV2 with a status of ‘partial failure’ and an empty Failed SP List that reflects all Service Provider LSMSs that did not successfully respond to the request exists on the NPAC SMS.



On the Block Holder SOA, verify that a Subscription Version SV2 with a status of ‘partial failure’ exists with an empty Failed SP List that reflects all Service Providers that did not successfully respond to the request.



From the Block Holder SOA, verify that SV1 exists with a Failed SP List that reflects all Service Providers that did not successfully respond to the request on the NPAC SMS and the status of the Subscription Version is ‘old.’























Chapter 10, test case 6.5.6, update step 10, 11 and 12.







NPAC Personnel verify that SV2 with a status of ‘failed’ and an empty Failed SP List that reflects all Service Providers that did not successfully respond to the request exists on the NPAC SMS.







On the Block Holder SOA, verify that SV1 with a status of ‘active’ exists with an empty Failed SP List that reflects all Service Providers that did not successfully respond to the request exists on the NPAC SMS.







From the Block Holder SOA, verify that SV2 with LNP Type ‘POOL’ exists with an empty Failed SP List that reflects all Service Providers that did not successfully respond to the request on the NPAC SMS.



















Chapter 10, test case 8.6, update steps 4 and 5.







Verify that the following updates were not sent:



· 1 At least 2 Number Pool Block create



· 1 At least 2 Number Pool Block modify



· 1 At least 2 Number Pool Block delete







Verify that the following updates were made:



· 1 At least 2 Number Pool Block create



· 1 At least 2 Number Pool Block modify



· 1 At least 2 Number Pool Block delete



















Chapter 10, test case 9.2, update pre-req 3.







Verify the SOA LSMS Supports SV Type and all Optional Data element Indicators are set to their production values for the Service Provider under test.  In this test case the service provider should indicate any Optional Data elements they support and SV Type data (if they support it) for the number pool block.



















Chapter 10, test case 9.4, update pre-req 3 and 4.







Verify the SOA LSMS Supports SV Type and all Optional Data element Indicators are set to their production values for the Service Provider under test.  In this test case the service provider should indicate any Optional Data elements they support and SV Type data (if they support it) for the number pool block.







A discrepancy for some of the GTT data and, if supported by the service provider LSMS – a discrepancy for SV Type and/or Optional Data elements  information between a Subscription Version of LNP Type, 'LSPP' and one of the LSMSs.  The LSMS will be on the Failed SP List for this SV.



A discrepancy where one of the LSMSs does not have the respective Number Pool Block in their database.  This Number Pool Block has the SOA ORIGINATION set to 'FALSETRUE' and the status currently is ‘partial failure’ with a Failed SP-List.



















Chapter 11, test case 2.3, update steps 15 and 17 (one for NSP, one for OSP).







NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionTimerType (if supported and the value changed as a result of the OldSP-Create Action)



· subscriptionBusinessType (if supported and the value changed as a result of the OldSP-Create Action)



· subscriptionOldSPMediumTimerIndicator (if supported)



If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT attributeValueChange notification in CMIP (or VATN – SvAttributeValueChangeNotification in XML) for the TN.















Chapter 11, test case 2.15, update steps 8, 9, and 10.







The subscription version exists with a status of ‘pending’ and the new due date for the New Old SP.







The subscription version exists with a status of ‘pending’ and the new due date for the New Old SP.







The subscription version exists with a status of ‘pending’ and the new due date for the New Old SP on the NPAC SMS.



















Chapter 11, test case 2.20, update step 8.







NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New SP SOA (SPID A) for the range of 5 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· TN range



· subscriptionVersionStatus = ‘old’



















Chapter 11, test case 2.23, update step 4.







NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Current SP SOA for the range of 1000 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· TN range



· subscriptionVersionStatus = ‘disconnect-pending’



















Chapter 11, test case 2.26, update steps 4 and 6.











NPAC SMS issues M-EVENT-REPORTs to the Old SP SOA based on their Customer TN Range Notification Indicator.



If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORTs subscriptionVersionRangeStatusAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) is sent for the range of 5000 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· TN range



· subscriptionVersionStatus = ‘cancelled’



If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) for each TN in the range of 5000 indicating the status is ‘cancelled’.







NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New SP SOA for the range of 5000 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· TN range



· subscriptionVersionStatus = ‘cancelled’



















Chapter 12, test case 169-1, update step 7.







LSMS receives the resend requests from the NPAC SMS and issues a ‘duplicate object’ response to the NPAC SMS for:



· SV group a



· SV group c



· SV group d



· SV group g



















Chapter 14, test case 441-8, update test priority.







SOA	N/A Conditional



LSMS	Optional N/A



















Chapter 17, test case NANC 372-Security-5, update Objective, Result 1, Result 2.







Test SOA’s ability (both acting as server and acting as client) to reject an incoming connection request from NPAC, or not establish an outgoing connection with NPAC, when NPAC’s certificate is invalid (revoked Certificate).



Note: SOA will act as client when it attempts to send a message to NPAC, and it will act as server when NPAC attempts to send a message to SOA.







SOA (acting as server) does not accept NPAC’s certificate rejects the connection request, or SOA responds with a synchronous error (access_denied).







SOA (acting as serverclient) does not accept NPAC’s certificate terminates the connection request, or SOA responds with a synchronous error (access_denied).



















Chapter 17, test case NANC 372-Security-9, update Objective, Result 1, Result 2.







Test LSMS’s ability (both acting as server and acting as client) to reject an incoming connection request from NPAC, or not establish an outgoing connection with NPAC, when NPAC’s certificate is invalid (wrong CA – signed by CA other than NPAC).



Note: LSMS will act as client when it attempts to send a message to NPAC, and it will act as server when NPAC attempts to send a message to LSMS.







LSMS (acting as server) does not accept NPAC’s certificate rejects the connection request, or LSMS responds with a synchronous error (access_denied).







LSMS (acting as client) does not accept NPAC’s certificate (access_denied) terminates the connection request, or LSMS responds with a synchronous error (access_denied).



















Chapter 17, test case NANC 372-Security-10, update Objective, Result 1, Result 2.







Test LSMS’s ability (both acting as server and acting as client) to reject an incoming connection request from NPAC, or not establish an outgoing connection with NPAC, when NPAC’s certificate is invalid (wrong SPID – different than what is listed in the CN of NPAC’s certificate).



Note: LSMS will act as client when it attempts to send a message to NPAC, and it will act as server when NPAC attempts to send a message to LSMS.







LSMS (acting as server) does not accept NPAC’s certificate rejects the connection request, or LSMS responds with a synchronous error (access_denied).







LSMS (acting as client) does not accept NPAC’s certificate (access_denied) terminates the connection request, or LSMS responds with a synchronous error (access_denied).



















Chapter 17, test case NANC 372-Security-11, update Objective, Result 1, Result 2.







Test LSMS’s ability (both acting as server and acting as client) to reject an incoming connection request from NPAC, or not establish an outgoing connection with NPAC, when NPAC’s certificate is invalid (wrong Region ID – Region ID in certificate does not match what LSMS is expecting).



Note: LSMS will act as client when it attempts to send a message to NPAC, and it will act as server when NPAC attempts to send a message to LSMS.







LSMS (acting as server) does not accept NPAC’s certificate rejects the connection request, or LSMS responds with a synchronous error (access_denied).







LSMS (acting as client) does not accept NPAC’s certificate (access_denied) terminates the connection request, or LSMS responds with a synchronous error (access_denied).



















Chapter 17, test case NANC 372-Security-12, update Objective, Result 1, Result 2.







Test LSMS’s ability (both acting as server and acting as client) to reject an incoming connection request from NPAC, or not establish an outgoing connection with NPAC, when NPAC’s certificate is invalid (wrong System Type – System Type in certificate is incorrectly specified as something other than NPAC).



Note: LSMS will act as client when it attempts to send a message to NPAC, and it will act as server when NPAC attempts to send a message to LSMS.







LSMS (acting as server) does not accept NPAC’s certificate rejects the connection request, or LSMS responds with a synchronous error (access_denied).







LSMS (acting as client) does not accept NPAC’s certificate (access_denied) terminates the connection request, or LSMS responds with a synchronous error (access_denied).



















Chapter 17, test case NANC 372-Security-13, update Objective, Result 1, Result 2.







Test LSMS’s ability (both acting as server and acting as client) to reject an incoming connection request from NPAC, or not establish an outgoing connection with NPAC, when NPAC’s certificate is invalid (revoked certificate).



Note: LSMS will act as client when it attempts to send a message to NPAC, and it will act as server when NPAC attempts to send a message to LSMS.







LSMS (acting as server) does not accept NPAC’s certificate rejects the connection request, or LSMS responds with a synchronous error (access_denied).







LSMS (acting as client) does not accept NPAC’s certificate (access_denied) terminates the connection request, or LSMS responds with a synchronous error (access_denied).



















Chapter 17, test case NANC 372-Security-14, update Objective, Result 1, Result 2.







Test LSMS’s ability (both acting as server and acting as client) to reject an incoming connection request from NPAC, or not establish an outgoing connection with NPAC, when NPAC’s certificate is invalid (revoked Signature).



Note: LSMS will act as client when it attempts to send a message to NPAC, and it will act as server when NPAC attempts to send a message to LSMS.







LSMS (acting as server) does not accept NPAC’s certificate rejects the connection request, or LSMS responds with a synchronous error (access_denied).







LSMS (acting as client) does not accept NPAC’s certificate (access_denied) terminates the connection request, or LSMS responds with a synchronous error (access_denied).
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Business Need



Changes detailed below.







Description of Change:



Changes detailed below.












Audits



Sunset Delete Audit notifications in CMIP Interface







During the development of the XML documentation, it was agreed that the notification from the NPAC to the SOA that created the audit would NOT be included in the XML interface.  The M-EVENT-REPORT objectCreation of the subscriptionAudit object is not a candidate for sunset in CMIP because it contains the Audit ID.  Therefore, only the M-EVENT-REPORT objectDeletion of the subscriptionAudit object is a candidate for sunset in CMIP.







NPAC LOE:  Low-Medium.







				



				iconectiv



				Neustar



				Oracle







				SOA LOE



				Medium



				High



				N/A







				LSMS LOE



				None



				None



				None















Usage:  DECEMBER 2014:  During a 45 day period in November-December, 2014, the NPACs in the 7 U.S. Regions sent an M-EVENT-REPORT objectDeletion for the subscriptionAudit object 2,495 times.



DECEMBER 2016 UPDATE:  During the period from October 13, 2016 through November 28, 2016, the NPACs in the 7 U.S. Regions sent an M-EVENT-REPORT objectDeletion for the subscriptionAudit object 905 times.




















Sunset separate Audit Discrepancy notification in CMIP Interface (this will result in the consolidation of the data in the Audit Discrepancy results notification into the Audit results notification. 







During the development of the XML documentation, it was agreed to combine two CMIP notifications (subscriptionAudit-DiscrepancyRpt and subscriptionAuditResults) into one XML notification (subscriptionAuditResults), from the NPAC to the current SOA.  Making the same change to the CMIP interface and removing the M-EVENT-REPORT subscriptionAudit-DiscrepancyRpt notification is a candidate for sunset.







NPAC LOE:  Medium.







				



				iconectiv



				Neustar



				Oracle







				SOA LOE



				High



				High



				N/A







				LSMS LOE



				None



				None



				None















Usage:  DECEMBER 2014:  Every time an Audit is completed and results sent to SOA.



DECEMBER 2016 UPDATE:  No change.







Local System Impact:  SOA will have to support new format to accept discrepancy results data in Audit results notification.
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Business Need



Documentation updates.







Description of Change:



Changes detailed below.












[bookmark: _Toc59881639]IIS:



NPAC SMS (changed text in yellow highlights)







5.3.4 Recovery



The SOA and Local SMS associations [snip]



During the recovery processing, other messages [snip]



While recovering subscription data, the NPAC SMS [snip]



The SOA or LSMS is capable of recovering data based on the association functions.  The SOA recovers service provider data and network data using the data download association function (dataDownload).  The SOA recovers notification data using the network data soa management association function (networkDataMgmt soaMgmt).  The LSMS recovers service provider data and network data, subscription data, and number pool block using the data download association function (dataDownload), and recovers notification data using the network data management association function (networkDataMgmt).  If a SOA supports a separate SOA channel, the SOA recovers notification data using the notification download association function (notificationDownload).



Service Provider and Notification recovery requests [snip]



NPAC data may be recovered in three ways, [snip]



















GDMO:







-- 1.0 LNP Download Action







[snip]







lnpDownloadBehavior BEHAVIOUR



    DEFINED AS !



        Preconditions: This action is issued from an lnpSubscriptions



        or an lnpNetwork object and all objects to be downloaded



        are specified in the action request.







        [snip]







        The SOA or LSMS is capable of recovering data based on the 



        association functions. The SOA recovers service provider data and 



        network data using the data download association function 



        (dataDownload). The SOA recovers notification data using the 



        network data management association function (networkDataMgmt).



        soa management association function (soaMgmt).



        The LSMS recovers service provider data and network data, 



        subscription data,and number pool block using the data download



        association function (dataDownload) and recovers notification data 



        using the network data management association function 



        (networkDataMgmt). If a SOA supports a separate SOA channel, the SOA 



        recovers notification data using the notification download 



        association function (notificationDownload).
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Business Need



Documentation updates.







Description of Change:



Changes detailed below.












[bookmark: _Toc59881639]Requirements:











Subscription Data







RR6-237	XML Message Delegation – Functionality



NPAC SMS shall support a delegation mechanism in the XML interface that allows a delegate SPID SOA to submit a request on behalf of a request SPID SOA.  (Previously NANC 372, Req 32)



Note:  Upon validation of the SOA delegation relationship, the request is evaluated as if received from the request SPID with the exception of SV Type, Pseudo LRN, and the Optional Data Parameters, which are validated based on the delegate’s profile.  The response to a request is sent to the delegate SPID, not the request SPID.  Delegation applies to the SOA, not to the LSMS.
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Business Need



Documentation updates.







Description of Change:



Changes detailed below.












[bookmark: _Toc59881639]Requirements:







FRS Functional Overview







In section, 1.2 (NPAC SMS Functional Overview), a new sub-section will be added to clarify the FTP.



FTP Connectivity – Local Service Providers use the NPAC Secure-FTP Site for various reasons such as, exchanging keys, getting reports, getting BDD files, etc.  Local systems should be capable of connecting to different FTP locations for different NPAC regions.







Section 1.2.7 Audit Request Functionality



In addition, Local Service Providers will be responsible for comparing database extracts of Subscription data written to a Secure-FTP site(s) by the NPAC SMS with their own versions of the same Subscription data.



















NPAC Customer Data Model







				NPAC Customer SPID Migration Secure Site(s) FTP Subdirectory



				B



				



				A Boolean that indicates whether the NPAC Customer will have a subdirectory for each SPID Migration created.



The default value is FALSE.



























Secure-FTP Requirements







R3-15	Secure FTP Site for Database Extracts



NPAC SMS shall store database extract files at the NPAC SMS Secure FTP site(s) for Local SMS file retrieval.







RR3-328	Processing of the Service Provider BDD Response File for Subscription Versions



NPAC SMS shall process the Service Provider BDD Response File, containing “positive” response records for the original BDD file, received from a Service Provider’s Secure FTP site(s) as a result of the Service Provider receiving and processing a Bulk Data Download File or a Delta Bulk Data Download File for Subscription Versions.  (previously NANC 322 Req 1)







RR3-330	Processing of the Service Provider BDD Response File for Number Pooling Blocks



NPAC SMS shall process the Service Provider BDD Response File, containing “positive” response records for the original BDD file, received from a Service Provider’s Secure FTP site(s) as a result of the Service Provider receiving and processing a Bulk Data Download File or a Delta Bulk Data Download File for Number Pooling Blocks.  (previously NANC 322 Req 2)



















Section 8.1 Audit Administration Overview







The local SMS will be responsible for comparing database extracts written to a Secure FTP site(s) by the NPAC SMS with its own version of that same data.  Note that the Service Provider network may contain several network nodes designated for local number portability and may also choose to keep its own copy in its respective SMS.  In the second scenario, the NPAC SMS will select a random sample of active Subscription Versions from its own database, then compare those samples to the representation of that same data in the various Local SMS databases.  Requirements pertaining to periodic audits are given in Section 8.7.



















Appendix D Encryption Key Exchange







Key Exchange Using PGP



At this point, the NPAC can encrypt a file containing the keys for the Service Provider. This file may be emailed, put on the Secure FTP site(s), or put on a disk for the Service Provider.
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Business Need



iconectiv requests the following update to the FRS requirements to make clear the current implementation of the validation of Conflict Restriction for the Old Service Provider.  Changes are highlighted in yellow with red text.







Description of Change:



Changes detailed below.












[bookmark: _Toc59881639]Requirements:







RR5-51              Conflict Subscription Version – Conflict Restriction Rules for Old Service Provider



NPAC SMS shall restrict a Subscription Version from being placed into Conflict by the Old Service Provider, when the Conflict Restriction Window Tunable Time is reached AND either:



a) both service providers have sent successful subscription version create requests, or



b) the Final Concurrence Timer (T2) has expired.
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Business Need



Documentation updates to clarify use of NPAC Customer ID in CMIP key files.  







Description of Change:



Changes detailed below.












[bookmark: _Toc59881639]FRS:



NPAC SMS (changed text in yellow highlights)











Appendix D. Encryption Key Exchange



The CMIP  interface to NPAC SMS requires an exchange of the encryption keys used to verify digital signatures. This exchange will consist of a file containing the 1000 key list, and an acknowledgment of receipt of the list will consist of a file containing the MD5 checksum value of each key in the list.  This is a CMIP specific concept and applies only to the CMIP interface.  The formats for these files is described here.



Key Exchange File



The following table shows the format of the encryption key exchange file. This file consists of some header information, followed by 1000 instances of key information. There are no separators of any kind between the individual fields, between the header and key data, or between each set of key data.



When this file is generated by the NPAC SMS, the NPAC Customer Id field contains the region identifier of the NPAC region, as defined in IIS Exhibit 13. When this file is generated by the local system, the NPAC Customer Id field should contain the identifier of the NPAC Customer.  











				ENCRYPTION KEY EXCHANGE FILE FORMAT







				Field Number



				Field Name



				Type



				Size (bytes)



				Format







				1



				NPAC Customer Id 



				ASCII



				4



				Character String







				[snip]



				



				



				



				



























Key Acknowledgment File



Before a key list may be used, the sender must receive a key acknowledgment file. The key acknowledgment file serves two purposes:



1. Verify that the key list has been received by the intended recipient.



2. Verify the correctness of each key in the list.



Furthermore, the need for an acknowledgment of this kind is specified in requirement R7-108.2. Once this file has been received, the sender of the key list can put the list into active use.



Table D-1 below shows the format of the encryption key acknowledgment file. This file consists of some header information, followed by 1000 instances of key hash information. There are no separators of any kind between the individual fields, between the header and key hash data, or between each set of key hash data. The MD5 hash value will be calculated from the public modulus value of the key.



When this file is generated by the NPAC SMS, the NPAC Customer Id field contains the region identifier of the NPAC region, as defined in IIS Exhibit 13. When this file is generated by the local system, the NPAC Customer Id field should contain the identifier of the NPAC Customer.  







				ENCRYPTION KEY ACKNOWLEDGEMENT FILE FORMAT







				Field Number



				Field Name



				Type



				Size (bytes)



				Format







				1



				NPAC Customer Id 



				ASCII



				4



				Character String







				[snip]
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Business Need



iconectiv proposes changes to the FRS, IIS, and GDMO to clarify and document the behavior for multiple simultaneous CMIP associations for a given SPID/system type (system type is SOA or LSMS), particularly with regard to recovery.   The IIS currently contains this statement in IIS Section 5.3.4:  “one association should be established for recovery and no other associations should be established in normal mode until recovery is complete”.  iconectiv believes that additional details of the NPAC behavior around this statement should be provided in the IIS/GDMO and requirements updates to reflect the intent of the existing IIS statement should be added to the FRS.







Description of Change:



Changes detailed below.







FRS Changes:



…



6.7 Recovery 



…



Add the following new requirements:







Req. 1  Accept Attempt to Establish Only Association, or to Establish an Association When Association Functions on an Existing Association Intersect 



[bookmark: OLE_LINK25][bookmark: OLE_LINK26][bookmark: OLE_LINK27]NPAC SMS shall accept the bind request, and will abort any previous association(s) using the same association function(s), if a service provider using a SOA or Local SMS attempts to establish an association with NPAC SMS in normal mode or recovery mode, and no other association exists for the same service provider and local system or the only associations that exist for the same service provider and local system have intersecting association functions. This requirement applies for the CMIP interface only.







Req. 2  Abort Attempt to Establish an Association in Recovery Mode When Association Functions on an Existing Association do not Intersect 



NPAC SMS shall return an abort for a bind request if a service provider using a SOA or Local SMS attempts to establish an association with NPAC SMS in recovery mode, and an association that does not have intersecting association functions already exists in either normal mode or recovery mode for the same service provider and local system. This requirement applies for the CMIP interface only.







Req. 3  Abort Attempt to Establish an Association in Normal Mode When Association Functions on an Existing Association in Recovery do not Intersect



NPAC SMS shall return an abort for a bind request if a service provider using a SOA or Local SMS attempts to establish an association with NPAC SMS in normal mode, and an association that does not have intersecting association functions already exists in recovery mode for the same service provider and local system. This requirement applies for the CMIP interface only.







The new requirements supersede requirement RR6-186, which can then be deleted:



RR6-186	Treatment of Multiple Associations when there is an Intersection of Association Function



NPAC SMS shall accept an association bind request, in the case of an intersection of the association functions of an existing SOA association, and abort any previous associations that use that same function.  (previously NANC 383, Req 9)DELETED







IIS Changes:



…



[bookmark: _Toc476614341][bookmark: _Toc483803327][bookmark: _Toc116975696][bookmark: _Toc438032415]4.3.1 Action Interface Functionality



The table below contains the mapping of the SOA to NPAC SMS and the Local SMS to NPAC SMS actions to the interface functionality.



[bookmark: _Toc356376318][bookmark: _Toc356376944][bookmark: _Toc356644840][bookmark: _Toc360241138]Exhibit 10. The Action Interface Functionality Table



				Action Name



				Interface Requirements Mapping







				lnpRecoveryComplete



				This action is used to specify the system has recovered from down time, the association established for recovery by a Local SMS or SOA shall resume normal mode, and the transactions performed since the association establishment can now be sent to the Local SMS from the NPAC SMS using the Local SMS to NPAC SMS interface or the SOA from the NPAC SMS using the SOA to NPAC SMS interface.















…



…



[bookmark: _Toc476614382][bookmark: _Toc483803368][bookmark: _Toc116975739][bookmark: _Toc438032459]5.3.4 Recovery 



The SOA and Local SMS associations are viewed to be permanent connections by the NPAC SMS. Thus when the association is broken for any reason, the system connecting to the NPAC SMS must assume responsibility to recover and resynchronize themselves with the NPAC SMS.  



A primary SPID using a SOA, or a SPID using a Local SMS, may establish more than one association with the NPAC SMS under the following constraints regarding recovery. NPAC SMS will allow only One one association from a given service provider and local system (SOA or LSMS) should to be established for recovery, and no will not allow other associations should to be established in normal mode until recovery is complete. More specifically:



a) For a service provider and local system (SOA or LSMS) attempting to establish an association in recovery mode:



i) If an association that does not have intersecting association functions already exists (in either normal mode or recovery mode) for the same service provider and local system, NPAC SMS will reject the bind request.



ii) If no other association exists for the same service provider and local system, or the only associations that exist for the same service provider and local system have intersecting association functions, NPAC SMS will accept the bind request. NPAC SMS will abort any previous association(s) using the same association function(s).



[bookmark: OLE_LINK7][bookmark: OLE_LINK8][bookmark: OLE_LINK9]b) For a service provider and local system (SOA or LSMS) attempting to establish an association in normal mode:



i) If an association that does not have intersecting association functions already exists in recovery mode for the same service provider and local system, NPAC SMS will reject the bind request.



ii) If no other association exists for the same service provider and local system, or the only associations that exist for the same service provider and local system either exist in normal mode or have intersecting association functions, NPAC SMS will accept the bind request. NPAC SMS will abort any previous association(s) using the same association function(s).







…



Upon completion of recovery, the SOA/LSMS should issue an lnpRecoveryComplete message indicating the end of the missed data, and processing between the SOA/LSMS and NPAC SMS will resume normal mode. Since only one association for a given SPID/local system is allowed to be in recovery mode, and no other associations for that SPID/local system are allowed to be established in normal mode while the association is in recovery mode, the lnpRecoveryComplete message indicates that both the association and the local system (SOA/LSMS) have resumed normal mode.















GDMO Changes:



…







lnpNPAC-SMS-Behavior BEHAVIOUR



    DEFINED AS !



        NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS



        to NPAC SMS interface.







        A Local SMS and SOA can M-GET any lnpNPAC-SMS object.







        The lnpNPAC-SMS-Name attribute is read only and can not be



        changed via either Interface once the object has been created. 







        The lnpRecoveryComplete-Pkg is used to indicate the



        recovery mode for of the association established for recovery by a Local SMS or SOA is complete and to send all



        updates made since the recovery mode began.  (Data Download Functional



        Group).







        The lnpNotificationRecoveryPkg is used to recover notifications



        in recovery mode by the Local SMS or SOA. (Data Download



        Functional Group).







        Only one of these objects will exist and it will only be



        created at startup of the CMIP agent software on the NPAC SMS.







        The lnpNPAC-SMS-Operational-Information will be used to notify



        service provider SOA and Local SMS systems of planned outages.







        The subscriptionVersionNewNPA-NXX is used to support



        number pooling.







        A SOA or LSMS may implement an Application Level Heartbeat functionality.



        With this functionality the NPAC SMS will send a periodic Heartbeat



        message when a quiet period between the SOA/LSMS and the NPAC



        SMS exceeds the tunable value.  If a SOA/LSMS fails to respond to the



        Heartbeat message within a timeout period, the association will be



        aborted by the NPAC SMS.







    !;







…



…



lnpRecoveryCompleteBehavior BEHAVIOUR



    DEFINED AS !



        Preconditions: This action is issued from an LSMS or SOA that



        specified the recovery mode flag in the access control as true at



        association establishment.







        Postconditions: After this action has been executed by the Local



        SMS or SOA specifying recovery is complete, the single association that was established in recovery mode, and therefore the Local SMS and SOA, will resume normal mode. tThe NPAC SMS will



        forward those updates requested which took place for the network



        subscription and number pool block data as well as any notifications



        since the association was established. The



        NPAC SMS will queue up all new events while the Local SMS is in



        recovery mode and send them to the Local SMS at the next 



        scheduled retry interval after responding with the lnpRecoveryComplete 



        action reply.







        If a recovery complete request fails in the NPAC SMS the failure reason



        will be returned in the reply.







        The NPAC SMS will queue up all new events while the Local SMS is in



        recovery mode, and send them to the Local SMS after responding with the



        lnpRecoveryComplete action reply.



    !;



…



…







ASN.1 Changes







None.
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Business Need



Current NPAC SMS FRS requirements for modifying SVs validate that the due date on a modify must be greater than or equal to the NPA-NXX Live Timestamp (the date/time the first SV is created or first NPA-NXX-X is created within the NPA-NXX plus the First Usage Effective Date Window tunable parameter).  With the industry decision to modify the First Usage Effective Date Window tunable parameter to “0”, the FRS requirement for validating SV due date when the SV is created was changed from only validating the SV due date must be greater than or equal to the NPA-NXX Live Timestamp to validating against the NPA-NXX Live Timestamp as well as validating the SV due date must be greater than or equal to the NPA-NXX Effective Date.  The similar FRS requirement for validating the due date on an SV modify should also have changed but was not.







Description of Change:



Changes detailed below.



	



[bookmark: _Toc59881639]Requirements:







Section 5.1.2.2.2.1 of FRS: Modification of a Pending or Conflict Subscription Version 



Re-instate Requirement RR5-54 for validating the due date for SV on modify to be against the NPA-NXX Effective Date and remove requirement RR5-163 concerning the validation against the NPA-NXX Live Timestamp.



RR5-54	Modify Subscription Version - Due Date Validation for NPA-NXX Effective Date



NPAC SMS shall allow a request to modify the due date of a Subscription Version, when the new value is equal to, or greater than, the corresponding NPA-NXX effective date.



[bookmark: _GoBack]RR5-163 Modification of Subscription Version Due Date – Validation



 



NPAC SMS shall verify that the Due Date is equal to, or greater than, the NPA-NXX Live TimeStamp, and equal to or greater than the current date, when modifying a Subscription Version. (previously NANC 394, Req 7)
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Business Need



As part of the transition of LNPA Services, Vendors of local CMIP SOA and LSMS systems need to certify their local systems with the iconectiv NPAC.  During certification testing of some local systems, it was discovered that the User ID field in the access control structure of messages being sent from the CMIP local system to the iconectiv NPAC contained a User ID field that did not conform to the CMIP Interoperable Interface Specification (IIS) (minimum length of 1) and the iconectiv NPAC failed the message.  A resolution to this issue is needed so that CMIP local system messages to the iconectiv NPAC will not fail validations.







Description of Change:



Changes detailed below.



	



[bookmark: _Toc59881639]Requirements:



Although the User ID field in the access control structure of CMIP messages is an optional field, the IIS currently indicates that when the User ID field is present in the message, it must contain a value between 1 and 60 characters long.



To accommodate this issue, the iconectiv NPAC will remove the minimum length validation on the User ID field.  But for security reasons (e.g., to prevent buffer overflows), the iconectiv NPAC will validate that if the User ID field is populated in a CMIP message from SOA or LSMS, it does conform to the maximum length of the field (60) as specified in the IIS.  iconectiv reserves the right to implement the minimum length validation at some future date as agreed upon by the LNPA WG.



IIS changes:



Section 5.2.1.3 of the IIS on User Id will be updated as follows:



The user Id of the user of the interface can optionally be specified in the userId field for the SOA interface. This is the 60 character graphics string user identifier for a user on a SOA system. It is not validated on the NPAC SMS, except for maximum length, however, it is used for logging purposes.  Even though defined as a minimum length of 1, zero length is permitted.
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Business Need



As part of the transition of LNPA Services, Vendors of local CMIP SOA and LSMS systems need to certify their local systems with the iconectiv NPAC.  During certification testing of some local systems, it was discovered that the optional Synchronization field in the messages being sent from the CMIP local system to the iconectiv NPAC contained a Synchronization field (with an unknown value) that did not conform to the CMIP Interoperable Interface Specification (IIS) and the iconectiv NPAC failed the message.  A resolution to this issue is needed so that CMIP local system messages to the iconectiv NPAC will not fail validations.







Description of Change:



Changes detailed below.



	



[bookmark: _Toc59881639]Requirements:



The Synchronization field in CMIP messages is based CMIP Standards X.711 definitions.  The standards define Syncronization to be data type of CMISSync.  CMISSynch is defined as an enumeration with 2 possible values: best effort (0) or atomic (1). 



To accommodate the issue of some local systems sending a value not equal to one of these 2 possible enumerations, the iconectiv NPAC will remove the validation on the enumeration.  iconectiv reserves the right to implement validation of the allowed possible enumerations at some future date as agreed upon by the LNPA WG.



This change order documents the exception that is required.







IIS Changes:



Section 4.2.2 of the IIS concerning Filtering, the last bullet under Limitations will be modified as follows:



· CMISSync is not supported for any scoped/filtered CMIP operation nor is its value validated.
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Business Need



As part of the transition of LNPA Services, Vendors of local CMIP SOA and LSMS systems need to certify their local systems with the iconectiv NPAC.  During certification testing of some local systems, it was discovered that these systems were not conforming to the Optional Data XML XSD when modifying an Optional Data field to have no value or when replying to an NPAC query with Optional Data XML fields that had no value. The Optional Data XSD indicates using the nillable attribute of elements (fields) should be used for this purpose, which some local systems were not using and caused requests to fail.  A resolution to this issue is needed so that CMIP local system messages to the iconectiv NPAC will not fail validations.







Description of Change:



Changes detailed below.



	



[bookmark: _Toc59881639]Requirements:



IIS changes:



Section 4.9 of the IIS on Rules for Handling Optional Data:



[bookmark: _GoBack]Information is provided on how the NPAC handles the XML string as well as how providers system should deal with Activate and Modify downloads that contain XML optionalData strings.  Disconnects are not covered here because they don’t contain XML strings. Support for empty attribute values beyond the Optional Data XSD specification (i.e, the nillable attribute) will be accommodated to support current industry implementation.  Note: however, at some future date, support for this accommodation may be removed given it conflicts with the XSD specification regarding the implementation of the XML string for Optional Data.



· Activate - String contains only those fields supported by the provider and specified in the create request.



· Provider systems should store the fields specified in the message.



· Modify - String contains only those fields supported by the provider and were modified in the modify request. 



· If the modify removed a value from an optional field, it is included in the string with a value of nil or the attribute value is empty.



· Provider systems should modify only the fields specified in the message.  Any other optional fields should be retained.



· Audit - String is included only if there was at least one discrepancy in the fields supported by the provider.



· Only the OptionalData attribute/parameters supported by an LSMS are audited.  If a supported field has no value and is returned by the LSMS, it may be included in the string with a value of nil or with an empty attribute value.



· Only the OptionalData attribute/parameters supported by the auditing SOA are returned to the SOA in the discrepancy notifications.



…
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				N
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				N















				XML
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				N



				N



				N



				Y



				N



				N



















Business Need



Current NPAC SMS FRS requirements for providing the NPAC SMS Error Code file in “soft format” are not clear on the exact content of the file.  Clarity is needed so that Mechanized SOA and LSMS Users can successfully retrieve and load the file in their local systems in order to properly identify the error encountered when a request to the NPAC results in an error response.







Description of Change:



Changes detailed below.












[bookmark: _Toc59881639]Requirements:







FRS Changes:







RR6-112 	NPAC SMS Application Level Error Details in soft format



 



NPAC SMS shall provide CMIP application level error and XML extended errors code-to-text details in a pipe-delimited, soft format, at the Secure FTP sub-directory for each Service Provider. (previously ILL 130, Req 3) 







Note: This code-to-text mapping is designed to allow a SOA/LSMS to decode an error code received from the NPAC, into its corresponding text description.  The code-to-text mapping contains the same information as defined in the NPAC SMS Errors and Message Flow Diagrams (EFD) Specification, Section A.3, Exhibit 3: CMIP Error Mapping to NPAC SMS Errors.  The code-to-text mapping will identify the following information in the following order:



NPAC SMS Application Level Error Code



NPAC SMS Application Level Error Code Description



CMIP/XML  Error Code



CMIP/XML  Error Descirption







Need clarification if there are separate files for CMIP and XML, given the following documentation only updates from NANC 489:



EFD, Error Codes







				5009



				LrnId is required if no customer id, on delete lrn action.



				2



6



				accessDenied_er (CMIP)



invalidAttributeValue_er (XML)







				5015



				Npa required for delete if no NpaNxxId.



				2



6



				accessDenied_er (CMIP)



invalidAttributeValue_er (XML)







				5016



				Nxx required for delete if no NpaNxxId.



				2



6



				accessDenied_er (CMIP)



invalidAttributeValue_er (XML)







				5017



				Lrn required for delete if no lrnId.



				2



6



				accessDenied_er (CMIP)



invalidAttributeValue_er (XML)







				5073



				Delete denied due to associated NPA-NXX-Xs.



				2



6



				accessDenied_er (CMIP)



invalidAttributeValue_er (XML)
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				SOA



				LSMS







				



				Y



				N



				N



				Y



				N



				N















				XML



				XIS



				XSD



				Neustar NPAC



				iconectiv NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



				N



















Business Need



Some local systems provide a timestamp value in the format YYYYMMDDHHMMSS.0Z.0Z.  This value is not in the format specified in the IIS, which is YYYYMMDDHHMMSS.0Z.  In order to avoid changes to the local system, the NPAC will be modified to support a format of YYYYMMDDHHMMSS.0Z.0Z for the time-of-completion attribute value in the swimProcessing-RecoveryResults notification received from the local system.  Also see PIM 91.







Description of Change:



Changes detailed below.












[bookmark: _Toc59881639]IIS:







NPAC SMS (changed text in yellow highlights)







Section 2.1 Overview



[snip]



All timestamps (GeneralizedTime fields) that are sent over the SOA to NPAC SMS interface and NPAC SMS to Local SMS interface, shall use Greenwich Mean Time (GMT).  The universal time format (YYYYMMDDHHMMSS.0Z) is used. The default value is a non-specific format of 00000000000000.0Z.  One exception to the universal time format is permitted in requests from local systems: in swimProcessing-RecoveryResults notifications sent by the local system, the time-of-completion may either use the universal time format described above or may use the format YYYYMMDDHHMMSS.0Z.0Z.  The NPAC SMS will store the received value in the format YYYYMMDDHHMMSS.0Z. In messages sent by the NPAC SMS to the local systems, the universal time format will always be used.











GDMO:







GDMO Behavior (changed text in yellow highlights)







-- 25.0 Swim Processing Recovery Results







swimProcessing-RecoveryResults NOTIFICATION



    BEHAVIOUR swimProcessing-RecoveryResultsBehavior;



    WITH INFORMATION SYNTAX LNP-ASN1.SwimProcessing-RecoveryResults



    AND ATTRIBUTE IDS



        actionId actionId,



        status swimResultsStatus,



        time-of-completion resultsCompletionTime,



        accessControl accessControl;



    WITH REPLY SYNTAX LNP-ASN1.SwimProcessing-RecoveryResponse;



    REGISTERED AS {LNP-OIDS.lnp-notification 25};







swimProcessing-RecoveryResultsBehavior BEHAVIOUR



    DEFINED AS !



        This notification contains the recovery results of a SWIM lnpDownload



        action or SWIM lnpNotificationRecovery action from a SOA/LSMS.  It



        contains the id of the swim action, the success or failure of the



        action, and the completion time.  While the NPAC expects all 



  generalizedTime values to be of the form YYYYMMDDHHMMSS.0Z, an



  exception is allowed for the time-of-completion, which may have a 



  format of YYYYMMDDHHMMSS.0Z.0Z.







        NPAC populates the error-code and stop-date in the



        SwimProcessing-RecoveryResponse with the reason and timestamp, when



        stopping SWIM data collection.  This occurs when the service provider



        exceeds the SWIM accumulation maximum tunable.







        NPAC populates the error-code in the SwimProcessing-RecoveryResponse



        with the reason, when the recovery request encounters an error situation.



    !;
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				N



				N



				Y



				N



				N















				XML
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				iconectiv NPAC



				SOA
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				N



				N



				N



				N



				N



				N



















Business Need



Some local systems expect the NPAC SMS to support the NOT operator in filtered CMIP requests.  The IIS described this as optional functionality for the NPAC SMS.  Also see PIM 94.







Description of Change:



Changes detailed below.












[bookmark: _Toc59881639]IIS:







NPAC SMS (changed text in yellow highlights)







Section 4.2.2 Filtering



Filtering on the NPAC SMS is supported as defined in the GDMO.  The NPAC SMS requires the Local SMS to support at a minimum the filter criteria specified below. 



Limitations:



· OR and NOT filter support is not required for the Local SMS or SOA.



· NOT filter support is not required for the NPAC SMS. The NPAC will support filtering using the NOT operator for M-GET requests from the local systems, but will not support filtering using the NOT operator for any other operations (e.g., M-SET, M-DELETE).



· Filtering requests with a scope will not be issued to the Local SMS or SOA by the NPAC SMS for any object other than the subscriptionVersion and numberPoolBlock objects. No query will be used that requests both subscription versions and number pool blocks at the same time..



[snip]
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NANC 507 – Effective Release Date Disc
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				N



				N



				Y



				N



				N



















Business Need



The FRS and IIS (EFD) are not clear on the behavior of the NPAC SMS when the the NPAC receives a disconnect request with an effective release date (ERD) that is in the past.  Also see PIM 95.







Description of Change:



Changes detailed below.
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Subscription Version (changed text in yellow highlights)







Section 5.1.1.1 Version Status







Table 5-1 -- Subscription Version Status Interaction Descriptions



				



				[snip]



				



				







				23



				Active to
Disconnect Pending



				NPAC Administrative Interface - NPAC Personnel



				User disconnects an active Subscription Version and supplies an future effective release date.







				



				



				SOA to NPAC SMS Interface and NPAC SOA Low-tech Interface- Current Service Provider



				User sends a disconnect request for an active Subscription Version and supplies an future effective release date.







				



				[snip]



				



				



















R5‑1.1	Subscription Version Statuses



NPAC SMS Subscription Version instances shall at any given time have one of the following statuses:



[snip]



· Disconnect Pending - Version is awaiting the effective release date, at which time the version will be set to sending and the disconnect request will be sent to all Local SMSs.  If a disconnect request specifies an effective release date that is in the past, the version will transition to this status and then immediately change to sending status.



[snip]



















Section 5.1.2.2.5 Subscription Version Disconnect







RR5-23.2	Disconnect Subscription Version - Optional Input Data



NPAC SMS shall accept the following optional input data upon a Subscription Version disconnect:



· Effective Release Date - Future Date upon which the disconnect should be broadcast to all Local SMSs.







IIS:



Subscription Version (changed text in yellow highlights)







Section 9 Subscription Version Status







				



				[snip]



				



				







				23



				Active to
Disconnect Pending



				NPAC Operations Interface - NPAC Personnel



				User disconnects an active Subscription Version and supplies an future effective release date.







				



				



				SOA to NPAC SMS Interface - Current Service Provider



				User sends a disconnect request for an active Subscription Version and supplies an future effective release date.







				



				[snip]



				



				



















GDMO:







GDMO Behavior (changed text in yellow highlights)







- 5.0 LNP Subscription Version Disconnect Action







subscriptionVersionDisconnect ACTION



    BEHAVIOUR



        subscriptionVersionDisconnectDefinition,



        subscriptionVersionDisconnectBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.DisconnectAction;



    WITH REPLY SYNTAX LNP-ASN1.DisconnectReply;



    REGISTERED AS {LNP-OIDS.lnp-action 5};



   



[snip]



subscriptionVersionDisconnectBehavior BEHAVIOUR



    DEFINED AS !



        [snip]      



        If the version is active, no outstanding versions exist,



        and an effective release date is specified the time stamp 



        for disconnect has not been reached, the



        subscription version will be modified with a version status of



        disconnect-pending and the subscriptionEffectiveReleaseDate



        set to the effective release date specified in the action.







        If the version is active, there are no outstanding versions, and



        the time stamp for effective release has not been specified, the



        subscription version will be updated with a version status of



        sending.



       



        When the new subscription version status is set to sending either



        immediately or at/after the date and time specified in the



        subscriptionEffectiveReleaseDate, the broadcast time stamp is



        set to the current time when the disconnect version sending starts



        to the Local SMSs via the NPAC SMS to Local SMS interface.



        [snip]
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NANC 508 – Recovery SPName
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				N
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				N



















Business Need



When recovering network data – either using SWIM or time/record-based recovery – some local systems expect to receive a value for the optional service-prov-name (service provider name) attribute, even though the service provider name is not included in non-recovery download messages to create/modify/delete network data.  Providing the service provider name in network recovery messages allows local systems to create a service provider object if they do not support recovery of service provider data (or prior to the implementation of service provider data recovery introduced in NANC 352).  Also see PIM 96.







Description of Change:



Changes detailed below.











[bookmark: _Toc59881639]FRS:







Section 6.7.2 Network Data Recovery







Req 1		Network Data Recovery – Inclusion of NPAC Customer Name



When a network data object is recovered, the NPAC SMS shall include in the message to the SOA or LSMS the NPAC Customer Name associated with the NPAC Customer ID of the network data object recovered.



Note:  The NPAC Customer Name is not provided in non-recovery download messages to the SOA/LSMS.











GDMO:







GDMO Behavior (changed text in yellow highlights)







-- 1.0 LNP Download Action



lnpDownload ACTION



    BEHAVIOUR



        lnpDownloadDefinition,



        lnpDownloadBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.DownloadAction;



    WITH REPLY SYNTAX LNP-ASN1.DownloadReply;



    REGISTERED AS {LNP-OIDS.lnp-action 1};



   



[snip]







lnpDownloadBehavior BEHAVIOUR



    DEFINED AS !







        [snip]







        Criteria for a network data download is a time range, service



        provider id or all service providers, an npa-nxx range or all



        npa-nxx data, an npa-nxx-x range or all npa-nxx-x data, an LRN



        range or all LRN data, or all network data. Specifying



        "all-network-data" includes the serviceProvNPA-NXX-X object if the



        Local SMS supports the object according to their service provider



        profile NPAC Customer LSMS NPA-NXX-X Indicator. The SOA supports



        the object according to their service provider profile NPAC Customer



        SOA NPA-NXX-X Indicator.



       



In response messages from the NPAC where network data is returned to the local system (SOA or LSMS), the NPAC will populate the service-prov-name with the name of the service provider specified in the service-prov-id field.  This applies to both SWIM and non-SWIM recovery methods.







 	  [snip]
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				[bookmark: _GoBack]N



				N



				N



				Y



				N



				N















				XML



				XIS



				XSD



				Neustar NPAC



				iconectiv NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



				N



















Business Need



The specific issue herein needing resolution concerns Modifying the Old SP Authorization by the Old SP.  The local system expected different results than were exhibited.  Also see PIM 97.







Description of Change:



Changes detailed below.







Update FRS to include exception for providing OSP Auth = true when SV is pending.







[bookmark: _Toc59881639]
Requirements:







FRS Changes:







R5‑47	Conflict Resolution Subscription Version - Invalid Status Notification



NPAC SMS shall send an error message to the originating user if the Subscription Version status is not in conflict upon attempting to set the Subscription Version to pending.



Exception to this requirement is if the OSP Auth attribute is present and is TRUE in addition to other valid attributes for modifying pending SV.  The OSP Auth attribute will be ignored.
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NANC 510 –Network Data Delete Recovery
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				SOA
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				Y



				N



				N



				Y



				N



				N















				XML



				XIS



				XSD



				Neustar NPAC



				iconectiv NPAC



				SOA



				LSMS







				



				N



				N



				N



				N



				N



				N



















Business Need



[bookmark: _GoBack]When recovering – either using SWIM or time-based recovery – network data that have a download reason indicating the object was deleted, some local systems expect to receive a value for the optional service-prov-npa-nxx-value/service-prov-lrn-value/service-prov-npa-nxx-x attribute, even though the attribute is not included in non-recovery download messages to delete network data.  Also see PIM 98.







Description of Change:



Changes detailed below.















GDMO:







GDMO Behavior (changed text in yellow highlights)







-- 1.0 LNP Download Action



lnpDownload ACTION



    BEHAVIOUR



        lnpDownloadDefinition,



        lnpDownloadBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.DownloadAction;



    WITH REPLY SYNTAX LNP-ASN1.DownloadReply;



    REGISTERED AS {LNP-OIDS.lnp-action 1};



   



[snip]







lnpDownloadBehavior BEHAVIOUR



    DEFINED AS !







        [snip]







        Criteria for a network data download is a time range, service



        provider id or all service providers, an npa-nxx range or all



        npa-nxx data, an npa-nxx-x range or all npa-nxx-x data, an LRN



        range or all LRN data, or all network data. Specifying



        "all-network-data" includes the serviceProvNPA-NXX-X object if the



        Local SMS supports the object according to their service provider



        profile NPAC Customer LSMS NPA-NXX-X Indicator. The SOA supports



        the object according to their service provider profile NPAC Customer



        SOA NPA-NXX-X Indicator.



       



In response messages from the NPAC where network data with a DownloadReason of delete1 is returned to the local system (SOA or LSMS), the NPAC will populate the optional service-prov-npa-nxx-value (NPA-NXX recovery), service-prov-lrn-value (LRN recovery), and service-prov-npa-nxx-x (NPA-NXX-X recovery) attributes.  Unless otherwise specified, the local system should not expect other optional attributes for NPA-NXX, LRN, and NPA-NXX-X objects to be populated in the recovery response from NPAC when the DownloadReason is delete1.  This applies to both SWIM and non-SWIM recovery methods.







 	  [snip]
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Business Need:




The original request(s) to provide NPAC services was more than twelve years ago.  Since that initial selection of two providers, the industry hasn’t had any choice in NPAC vendors.  In all other aspects of number portability in North America, Service Providers have a choice of vendors.  The Telecommunications Act implemented vendor competition as well, and the FCC specifically favored competition in NPAC services in originally approving multiple NPAC administrators.  The FCC noted in the order that competition between vendors for NPAC would stimulate innovation and it would provide the other expected benefits of competition, including economic benefits and enhanced service levels.  Since that order, the NPAC has become more critical to Service Provider networks with the addition of pooling and the pending change orders for URI information.  The transactions at NPAC continue to grow at a large rate.  If the rate of transaction growth continues, NPAC billable transaction will exceed more than one billion annually before the expiration of the current contract.  Carrier choice in NPAC services can and should be implemented now to provide the benefits of competition to Service Providers before the NPAC grows so large that a transition would be higher risk than desirable.




Competition will lead not only to carrier choice but vendor diversity.  In the current economic conditions, having multiple vendors versus a single source contract to support critical infrastructure services is becoming more essential.  Multiple vendors assure business continuity of services in the event of vendor business failure.  This diversity will not only reduce the business risk of these services being delivered in an uninterrupted manner but will also enhance the commercial management of the vendors.  Carriers have experienced that multi sourced services and associated carrier choice results in more competitive pricing.  Multiple competitive vendors also offer faster response to industry needs with more innovative services that further enhance the service currently being offered.  The current NPAC service is working effectively, but opening it up to competition and carrier choice can only result in enhanced benefits to the industry.  Selecting two or more vendors will drive the benefits to the users of a multi vendor solution that will result in carriers in each region being able to choose their vendor based on the values it offers in savings and enhanced services.




In summary, especially in today’s economic conditions, carriers more than ever need the benefits of competition that include:




· Carrier Choice




· Vendor Diversity




· Enhanced and Innovative Services




· Reduced Costs to the Industry




Description of Change:



While a Multi-Vender NPAC Solution, hereafter referred to as Multi-Administrator Peering Model, and impacts the NPAC SMS, the technical approach described in this change order minimizes the impacts to Service Provider systems and operations. 




The following high-level peering technical implementation goals related to Service Providers and the NPAC Services provided under a Multi-Administrator Peering Model implementation:




· No SOA and LSMS to NPAC SMS CMIP Interface Modifications




· No User LTI GUI Changes




· Minimize Service Provider operational changes




· Limit Service Provider operational interactions to only their chosen NPAC vendor




· Limit NPAC to NPAC connections to reduce complexity




· Allow communication of all NPAC data for network data and active subscription versions




· Support any additional information needed for Inter-NPAC SMS porting events




The following diagram illustrates the Solution approach proposed in this change order by showing a Multi-Administrator Peering Model with two NPAC SMS to visually introduce the terminology used:









The terminology used in the diagram is defined as follows: 




· Primary NPAC SMS – The NPAC SMS that provides service directly to a specific Service Provider SOA, LSMS, or LTI GUI for a transaction.




· Peered NPAC SMS – An NPAC SMS system that communicates with another NPAC SMS in the same Region in a Multi-Administrator Peering Model. 




· Inter-NPAC Peering – The Multi-Administrator Peering Model implementation discussed in this solution document that leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging 




· Inter-NPAC SMS Messaging – CMIP messaging between Peered NPAC SMS systems within the same Region as a result of Service Provider activity initiated from the LTI GUI, SOA, and/or LSMS interface connections.  Inter-NPAC messages include all messages required for completion of requests. 




· Inter-NPAC SMS Associations – CMIP associations between Peered NPAC SMS




· Inter-NPAC SMS LSMS Association – A CMIP association between two Peered NPAC SMSs that is used to communicate LSMS activity such as Subscription Version activation and Network Data creation from a Primary NPAC SMS to a Peered NPAC SMS.




· Inter-NPAC SMS SOA Association – A CMIP association between two Peered NPAC SMSs that is used to communicate SOA activity, such as porting activity between Service Providers in different Peered NPAC SMS.




Major points/processing flow/high-level requirements:




Inter-NPAC Peering leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging.   This approach simplifies implementation of the Inter-NPAC SMS messaging and does not require the introduction of a different messaging protocol.  While interface impacts for Inter-NPAC Peering are avoided for the existing Service Provider SOA and LSMS to NPAC SMS interfaces, additional data would need to be communicated between peered NPAC SMS systems to improve efficiency. Areas for extensions to Inter-NPAC SMS messaging will be identified in the detailed specifications to be provided.




Two diagrams are provided to give a high level view of the interactions for that would occur between Peered NPAC SMS in a Multi-Administrator Peering Model for porting activity between two Service Providers. The two types of ports that are described are an Intra NPAC Port and an Inter NPAC Port.




Intra-NPAC SMS Port




A port is an Intra-NPAC SMS port when only one NPAC SMS serves both of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of the same NPAC SMS:








Service Providers porting in the same NPAC SMS (Intra-NPAC port):




1. SOA 1 and SOA 2 served by Vendor A create a pending port for the TN porting form SOA 2




2. SOA 1 activates the TN on the due date




3. TN Activation broadcast is sent to the peered Vendor B




4. TN Activation broadcast is sent to LSMS’ serviced by Vendor A




5. TN Activation broadcast is sent to LSMS’ serviced by Vendor B




Inter-NPAC SMS Port




A port is an Inter-NPAC SMS port when each NPAC SMS serves one of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of different NPAC SMS:




























Service Providers porting in the different NPAC SMS (Inter-NPAC):




1. SOA 1 serviced by Vendor A creates a pending port for a TN porting from SOA 2




2. Vendor A forwards the create request to Vendor B that serves SOA 2




3. Vendor B creates the pending subscription version and sends notifications to both SOA 1 and SOA 2




4. SOA 1 activates the TN on the due date (SOA 2 concurrence is not shown to reduce complexity of the diagram)




5. TN Activation broadcast is sent from Vendor A to the peered Vendor B




6. TN Activation broadcast is sent to the LSMS’ served by Vendor A




7. TN Activation broadcast is sent to LSMS’ served by Vendor B




Requirements:




TBD




IIS




TBD




GDMO:




TBD




ASN.1:




TBD




Inter-NPAC SOA Associations











Inter-NPAC LSMS Association











Inter-NPAC Associations used for Inter-NPAC Messaging











Peered NPAC SMS Vendor A 	











SOA











LSMS











Peered NPAC SMS Vendor B 	











SOA 











LSMS











Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor A











Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor B
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Peered NPAC SMS Vendor B
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Peered NPAC SMS Vendor B
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Business Need



Some LSMS systems do not return any Managed Object Instance information or return incorrect Managed Object Instance data in M-GET (query) responses sent to the NPAC as part of audit processing.  Additionally, some LSMS systems return incorrect Managed Object Class data in M-GET (query) responses containing subscription version or number pool block data.  Relaxing the NPAC validations and modifying the processing in NPAC in order to allow incorrect/missing Managed Object Instance and incorrect Managed Object Class information would allow these local systems to remain unmodified while supporting general NPAC audit processing.   Also see PIM 99.







Description of Change:



Changes detailed below.




[bookmark: _Toc59881639]IIS:







New Section:  4.10 LSMS Responses to Queries Initiated by NPAC SMS



During audit processing, the NPAC SMS queries Local SMS systems to retrieve Subscription Version (subscriptionVersion) and Number Pool Block (numberPoolBlock) object instances.  As described in Section 4.2, the NPAC SMS sends scoped and filtered M-GET requests to the Local SMS system with a base managed object of lnpSubscriptions and a scope of 1, indicating a scope of the first level under the base managed object.  ITU-T X.710 specifications for M-GET responses indicate that both the managed object class and managed object instance must be provided if the managed object is not the base object alone, which would be the case if the Local SMS returns any subscriptionVersion or numberPoolBock objects.  However, the NPAC SMS will support a variation from the ITU-T X.710 specification in this regard and allow for the managed object instance to be unspecified or specified with a managed object instance containing an identifier other than that of a subscriptionVersion or numberPoolBlock.  The NPAC SMS will also allow for the managed object class to be lnpSubscriptions when Subscription Version or Number Pool Block is returned, in addition to the expected managed object classes of subscriptionVersion and numberPoolBlock.  This variation from the ITU-T X.710 specification is supported in addition to the standard managed object instance defined in the specification.











GDMO:







GDMO Behavior (changed text in yellow highlights)







-- 20.0 LNP subscription Version Managed Object Class







subscriptionVersion MANAGED OBJECT CLASS



[snip]



   



subscriptionVersionBehavior BEHAVIOUR



    DEFINED AS !



        Local SMS Managed Object used for the NPAC SMS to Local SMS



        Interface.







        [snip]







        Filtering Support for M-GET:



        TN Query with greaterOrEqual and lessOrEqual, and equality must be



        supported for auditing.  The fields used with greaterOrEqual and



        lessOrEqual filters are subscriptionTN and



        subscriptionActivationTimeStamp.  The field used with equality is



        subscriptionTN.  Filters supported contain either a greaterOrEqual and



        lessOrEqual filter, or equality filter, for subscriptionTN only or a



        more complex filter.  The more complex filter uses two criteria for



        filtering.  The first criteria used is greaterOrEqual and lessOrEqual



        filters with subscriptionTN.  The second criteria uses greaterOrEqual



        and lessOrEqual filters for subscriptionActivationTimeStamp. Both



        criteria must be matched for the data being queried (logical and).







For responses to M-GET requests, ITU-T X.710 indicates that the managed object class and managed object instance must be supplied if the Local SMS returns a subscriptionVersion object.  The NPAC SMS will also support receiving responses that contain either no managed object instance or a managed object instance that does not identify a subscriptionVersion object when subscriptionVersion data is returned.  The NPAC SMS will also support an M-GET response containing a managed object class of lnpSubscriptions, in addition to the preferred subscriptionVersion object class. 







        [snip]















-- 29.0 Number Pool Block Data Managed Object Class



--



numberPoolBlock MANAGED OBJECT CLASS



    [snip]







numberPoolBlock-Behavior BEHAVIOUR



    DEFINED AS !



        [snip]







        Filtering Support for M-GET:



        Number Pool Block Query with greaterOrEqual and lessOrEqual, and



        equality for EDR support.  The fields used with greaterOrEqual and



        lessOrEqual filters are numberPoolBlockNPA-NXX-X and



        numberPoolBlockActivationTimeStamp.  The field used with equality is



        numberPoolBlockNPA-NXX-X.  Filters supported contain either a



        greaterOrEqual and lessOrEqual filter, or equality filter, for



        numberPoolBlockNPA-NXX-X only or a more complex filter.  The more



        complex filter uses two criteria for filtering.  The first criteria used



        is equality filter with numberPoolBlockNPA-NXX-X.  The second criteria



        uses greaterOrEqual and lessOrEqual filters for



        numberPoolBlockActivationTimeStamp.  Both criteria must be matched for



        the data being queried (logical and).  The scope for the filters is



        level 1 only with a base managed object class of lnpSubscriptions.







For responses to M-GET requests, ITU-T X.710 indicates that the managed object class and managed object instance must be supplied if the Local SMS returns a numberPoolBlock object.  The NPAC SMS will also support receiving responses that contain either no managed object instance or a managed object instance that does not identify a numberPoolBlock object when numberPoolBlock data is returned.  The NPAC SMS will also support an M-GET response containing a managed object class of lnpSubscriptions, in addition to the preferred numberPoolBlock object class.



	  [snip]



        



    !;
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Business Need



Some local systems specify the incorrect base object instance in lnpDownload M-ACTION requests to the NPAC SMS.  Rather than specifying the identifier of the lnpNetwork object when recovering network data, the local system specifies the identifier of a serviceProv object.  The change modifies NPAC SMS process to allow for this specific exception to the expected base object instance.  Also see PIM 100.







Description of Change:



Changes detailed below.












[bookmark: _Toc59881639]IIS:







Section 4.1.1. Exhibit 8. Primary NPAC Mechanized Interface Operations Table



				Function



				Direction
(To/From)



				CMIP Operation



				Referenced
Object Type







				[snip]



				



				



				







				[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3]Network Data Download



				from LOCAL SMS



or 



from SOA



				M-ACTION:
lnpDownload



or



M-GET:
scoped and filtered for intended serviceProvLRN, serviceProvNPA-NXX
serviceProvNPA-NXX-X, service provider attributes



				lnpNetwork1







				[snip]



				



				



				















1. The NPAC SMS will support an exception to lnpDownload M-ACTION requests that allows for the base object instance to specify a serviceProv object, rather than the lnpNetwork object.  Base object class is always expected to be lnpNetwork.











GDMO:







GDMO Behavior (changed text in yellow highlights)







-- 11.0 LNP Network Managed Object Class







lnpNetwork MANAGED OBJECT CLASS



[snip]



lnpNetworkBehavior BEHAVIOUR



    DEFINED AS !



        Local SMS, SOA, and NPAC SMS Managed Object used for the Local SMS to



        NPAC SMS and the SOA to NPAC SMS interfaces.







        The Local SMS, SOA, and the NPAC SMS can M-GET any lnpNetwork



        object (Data Download Association Function).  The lnpNetworkName



        attribute is read only and can not be changed via the NPAC SMS



        to Local SMS or SOA to NPAC SMS Interfaces once the object



        has been created.  The  value of lnpNetworkName will always



        be "lnpNetwork".







        Only one of these objects will exist and it will only be



        created at startup of the CMIP agent software on the NPAC SMS



        the Local SMS or SOA.







        The lnpDownloadPkg will only be used for an lnpNetwork object



        instantiated on the NPAC SMS.  This package is used for initiating



        downloading of NPA-NXX and LRN object creation or deletion to the Local



        SMS (Data Download Association Function).  Also, the package is used for



        initiating downloading of NPA-NXX-X object creation, modification, or



deletion to the Local SMS (Data Download Association Function). While the base object instance specified in lnpDownload requests should specify the instance of lnpNetwork with lnpNetworkName of "lnpNetwork", the NPAC SMS will also support a base object instance that specifies the distinguished name of a serviceProv managed object instance.  The base object class of lnpDownload requests for NPA-NXX, LRN, and NPA-NXX-X is always expected to be lnpNetwork.



    !;
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Business Need



Some LSMS systems return attributes that are applicable only to the NPAC SMS view of Subscription Versions and Number Pool Blocks when queried by the NPAC SMS as part of audit processing.  To avoid changes to local systems, the NPAC SMS will permit these attributes to be present in M-GET replies received by the NPAC SMS during audit processing, but the NPAC SMS will not use such extra attributes during audit processing.   Also see PIM 101.







Description of Change:



Changes detailed below.












[bookmark: _Toc59881639]IIS:







New Section:  4.10 LSMS Responses to Queries Initiated by NPAC SMS



As described in Section 4.1.1, when Subscription Versions are downloaded to the Local SMS, the subscriptionVersion is the object class referenced in the download messages, and when Number Pool Blocks are downloaded to the Local SMS, the numberPoolBlock is the object class referenced in the download messages.  During audit processing, the NPAC SMS compares only the attributes defined for these objects against the attributes in the corresponding NPAC SMS subscriptionVersionNPAC and numberPoolBlockNPAC objects.  The NPAC SMS will accept attributes defined only for subscriptionVersionNPAC and numberPoolBlockNPAC objects in M-GET replies from the Local SMS, but the NPAC SMS will ignore such attributes and not consider them during audit processing.   











GDMO:







GDMO Behavior (changed text in yellow highlights)







-- 20.0 LNP subscription Version Managed Object Class







subscriptionVersion MANAGED OBJECT CLASS



[snip]



   



subscriptionVersionBehavior BEHAVIOUR



    DEFINED AS !



        Local SMS Managed Object used for the NPAC SMS to Local SMS



        Interface.







        [snip]







        Filtering Support for M-GET:



        TN Query with greaterOrEqual and lessOrEqual, and equality must be



        supported for auditing.  The fields used with greaterOrEqual and



        lessOrEqual filters are subscriptionTN and



        subscriptionActivationTimeStamp.  The field used with equality is



        subscriptionTN.  Filters supported contain either a greaterOrEqual and



        lessOrEqual filter, or equality filter, for subscriptionTN only or a



        more complex filter.  The more complex filter uses two criteria for



        filtering.  The first criteria used is greaterOrEqual and lessOrEqual



        filters with subscriptionTN.  The second criteria uses greaterOrEqual



        and lessOrEqual filters for subscriptionActivationTimeStamp. Both



        criteria must be matched for the data being queried (logical and).







For responses to M-GET requests, the NPAC SMS will permit attributes from the subscriptionVersionNPAC object class to be specified in the message.  However, the NPAC SMS will ignore all attributes applicable only to the subscriptionVersionNPAC object class during audit processing.







        [snip]















-- 29.0 Number Pool Block Data Managed Object Class



--



numberPoolBlock MANAGED OBJECT CLASS



    [snip]







numberPoolBlock-Behavior BEHAVIOUR



    DEFINED AS !



        [snip]







        Filtering Support for M-GET:



        Number Pool Block Query with greaterOrEqual and lessOrEqual, and



        equality for EDR support.  The fields used with greaterOrEqual and



        lessOrEqual filters are numberPoolBlockNPA-NXX-X and



        numberPoolBlockActivationTimeStamp.  The field used with equality is



        numberPoolBlockNPA-NXX-X.  Filters supported contain either a



        greaterOrEqual and lessOrEqual filter, or equality filter, for



        numberPoolBlockNPA-NXX-X only or a more complex filter.  The more



        complex filter uses two criteria for filtering.  The first criteria used



        is equality filter with numberPoolBlockNPA-NXX-X.  The second criteria



        uses greaterOrEqual and lessOrEqual filters for



        numberPoolBlockActivationTimeStamp.  Both criteria must be matched for



        the data being queried (logical and).  The scope for the filters is



        level 1 only with a base managed object class of lnpSubscriptions.







For responses to M-GET requests, the NPAC SMS will permit attributes from the numberPoolBlockNPAC object class to be specified in the message.  However, the NPAC SMS will ignore all attributes applicable only to the numberPoolBlockNPAC object class during audit processing.



	  [snip]
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Business Need



The NPAC SMS XML Interface Specification (XIS) is based on the W3C standards, which defines the boolean data type  to have allowed values of ‘false’ or ‘true’ or ‘0’ or ‘1’.  The boolean data type is used to represent the port-to-original indicator, the Old SP Authorization, and the Old and New SP Medium Timer Indicator in SV related requests and to represent the SOA Origination Indicator for Number Pool Block related requests on the NPAC SMS and in its mechanized interface messages. Some local systems can support sending ‘false, ‘true, ‘0’ or ‘1’ for boolean attributes in XML  interface messages to NPAC SMS, but can only support receiving a ‘0’ or ‘1’ for boolean attributes in XML interface messages from the NPAC SMS.  The iconectiv NPAC implemented sending ‘false’ or ‘true’ for boolean attributes in XML interface messages to SOAs/LSMSs as allowed by the standards.  To avoid changes to local systems, the iconectiv NPAC SMS will provide an accommodation by only sending a ‘0’ or ‘1’ for boolean attributes in XML interface messages to SOAs and LSMSs (but will still support, per the standards, receiving ‘false’, ‘true’, ‘0’, or ‘1’ for boolean attributes in XML interface messages from local systems).







Description of Change:



Changes detailed below.







[bookmark: _Toc59881639]XIS:







Section 4 on XML Interface Schema:







[snip]







There are several conventions used in the schema in an attempt to provide a consistent and logical representation of the messages:



· Requests from the SOA/LSMS to the NPAC all end with “Request”.  For example, NpbQueryRequest and ActivateRequest.



[snip]



· There are several lexical conventions used in the schema:



· A prefix of Npb in a message name indicates the message is related to a Number Pooled Block.



· A prefix of Sv in a message name indicates the message is related to a Subscription Version.



· A prefix of svb is used for any attribute that can exist in either a Subscription Version or a Number Pooled Block.



· Attribute names are lower-case and have segments separated with underscores (e.g. svb_lrn).  Message names and data types are mixed case, with segments using upper-case (e.g. SpidCreateDownload, NumberString).



· [bookmark: boolean-lexical-representation]An instance of a datatype that is defined as boolean can have the following legal literals {true, false, 1, 0} in interface messages originating from SOAs/LSMSs to the NPAC SMS, .  bBut, when NPAC SMS sends messages to the SOAs/LSMSs, the NPAC SMS will only use the legal literals {1, 0} for boolean attributes in those interface messages from the NPAC SMS to SOAs/LSMSs.







Section 5.6 on NPAC to SOA Interface Messages.







In the following sections that depict example XML interface messages from NPAC to SOA that contain one or more boolean attributes with a value of ‘false’ or ‘true’, the value of the boolean attributes will be changed to ‘0’ or ‘1’.



· 5.6.33.2 NpbQueryReply XML Example: <block_soa_origination>false0</block_soa_origination>



· 5.6.41.2 SvAttributeValueChangeNotification XML Example: <sv_old_sp_authorization>true1</sv_old_sp_authorization>
<sv_new_sp_medium_timer_indicator>true1</sv_new_sp_medium_timer_indicator>
<sv_old_sp_medium_timer_indicator>true1</sv_old_sp_medium_timer_indicator>



· [bookmark: _Toc338686415]5.6.44.2 SvNewSpCreateNotification XML Example:
<sv_old_sp_authorization>true1</sv_old_sp_authorization>



· 5.6.45.2 SvNewSpFinalCreateWindowExpirationNotification XML Example:
<sv_old_sp_authorization>true1</sv_old_sp_authorization>



· 5.6.46.2 SvObjectCreationNotification XML Example:
<sv_old_sp_authorization>true1</sv_old_sp_authorization>
<sv_new_sp_medium_timer_indicator>true1</sv_new_sp_medium_timer_indicator>
<sv_old_sp_medium_timer_indicator>true1</sv_old_sp_medium_timer_indicator>



· 5.6.49.2 SvQueryReply XML Example
<sv_old_sp_authorization>true1</sv_old_sp_authorization>
<sv_porting_to_original_sp_switch> true1</sv_porting_to_original_sp_switch>
<sv_new_sp_medium_timer_indicator>true1</sv_new_sp_medium_timer_indicator>
<sv_old_sp_medium_timer_indicator>true1</sv_old_sp_medium_timer_indicator>







[bookmark: OLE_LINK1][bookmark: OLE_LINK2]In Section 5.8 on NPAC to LSMS Interface Messages, the following sections that depict example XML interface messages from NPAC to LSMS that contain one or more boolean attributse with a value of ‘false’ or ‘true’, the value of the boolean attributes will be changed to ‘0’ or ‘1’.




· 5.8.19.2 NpbQueryReply XML Example: <block_soa_origination>true1</block_soa_origination>



· 5.8.30.2 SvQueryReply XML Example
<sv_old_sp_authorization>true1</sv_old_sp_authorization>
<sv_porting_to_original_sp_switch> true1</sv_porting_to_original_sp_switch>
<sv_new_sp_medium_timer_indicator>true1</sv_new_sp_medium_timer_indicator>
<sv_old_sp_medium_timer_indicator>true1</sv_old_sp_medium_timer_indicator>
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Overview: SPID assignment and naming
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One function of the LNPA is to assign SPIDs (NPAC Customer ID) and Names for approved applicants to NPAC





This informational presentation gives a summary of how iconectiv will be handling this function 





There will be no changes to existing SPIDs or names in the current production NPAC





FRS requirements and current LNPA convention are included as a reference on subsequent slides
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What’s not changing…
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Follow applicable FRS requirements – noted on subsequent slide


No existing SP names will be changed in the NPAC production database at the time of a regional transition


If providers want to change their SP names after their region(s) has transitioned they may work with the iconectiv Help Desk to do so


No existing SPID values will be changed in the NPAC production database


Service Provider SPIDs will be assigned based on the company’s OCN


Assignment of the SPID value for altSPID, VoIP, and PTRS will continue to start with X


See exception on following slide


Inclusion of Service Bureau abbreviation in the SP name will remain 


The SP name will continue to be suffixed with the customer type (/1, /2, /3, /4)
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The SPID value will no longer be embedded in the SP name unless needed for regional uniqueness


iconectiv will not use a Y as the first character in an SP name to denote XML (SPIDs will start with X)*


There are SPIDs that are authorized in the current NPAC but not in the production database


There are 303 SPIDs in this situation; covering 1553 regional entries


iconectiv will add those that have chosen to continue with LNPA services to the production database with the same SPID value


iconectiv will apply the standard naming convention as needed for the SP name


The impacted customers will be notified of their new SP name if necessary





*existing Y SPIDs will not be changed
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The FRS Data Model states that a User must have two things:


R4-6 An NPAC Customer ID (4 characters): An alphanumeric code which uniquely identifies an NPAC Customer.


R4-8 A NPAC Customer Name (40 characters): A unique NPAC Customer Name (including slash indicator, 38 +2)


In the current NPAC, the standard naming convention is:


SPs – have 4 numeric digits or 3 numeric digits and 1 alphabetic digit as their identifier (typically the company’s OCN)


PTRS/altSPIDs/VOIP – start with X followed by 3 numeric digits


XML – Start with a Y followed by 3 numeric digits


Service Bureaus – are imbedded in the name of the SPID with 3 or 4 letter abbreviation


As noted on the “What’s not changing” slide the current LNPA maintains a list of SPIDs that are not currently in the production NPAC


These providers are assigned NPAC customer IDs and a customer name


The customer name does not include the 1 digit indicator value of the type
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Examples
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Going forward SP Name will no longer include the SPID value


SPID 0135 - Warwick Valley Telephone 0135/1


Under iconectiv this SPID would have been named Warwick Valley Telephone/1


Y will no longer be used to specify XML


10x People/3 – SPID Y042


Existing SPIDs are not being changed


Naming of SPIDs not in current NPAC production database


SPID X356 - Current name:  Evercom Systems, Inc., a wholly owned Subsidiary of SECURUS Technologies, Inc.


SPID X356 - Name under iconectiv: Securus Technologies, Inc./3


SP name with Service bureau abbreviation:


SPID 0043: Dunbarton Telephone Company-ICORE/1 


SPID 1259: Northern Iowa Telephone Company - JSI/1


SPID 1306: Sully Telephone Association:1306 - SVR/1


No Change
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		Bob Bruce

		Syniverse
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		Dave Malfara

		LNP Alliance

		

		







Action Item Discussion

· Action Item 03062018-05:  MUMP related action item for SPs and Vendors to look at the impact to their systems for having two different versions of the MUMP forms and the impact on local system or provider’s automated processes. Determine if processes have been already changed and what additional impacts might there be to having a different form.  

· There will be no impact on the iconectiv local system. Comcast, Sprint, ATT, Verizon, and Syniverse all stated that there would be no impact to them. Charter deferred to their SOA vendor, Neustar. 

· Mubeen Saifullah Neustar explained that if there is an automation component to processing MUMP forms, changes will be necessary to allow for two different forms. 

· Doug Babcock, iconectiv local system vendor, explained that existing systems with automated MUMP forms may support both formats and that the answer is not just yes or no. The process was originally a manual process with workbooks manually populated. 

· Neustar provided the attached written response.





· Action Item 03062018-06:  SPs and Vendors to determine impact assessment of this situation and the impact of not having Hold/Replay available for CMIP systems. 

· iconectiv was not aware of the fact that the NPAC supported a CMIP hold/replay function. This also was the response for NetNumber, Verizon, Syniverse, and ATT. 

· A question was raised about why there is such an issue with LSMSs not being up and available. After discussion, it was clarified that it isn’t the LSMS software, but network connections that cause most of the issues. There is a dashboard available to check to see if LSMS systems are active or down. 



· [bookmark: _GoBack]Action Item 03062018-07:  iconectiv to explain how inbound processes are being handled while a system is on hold and to provide the behavior of inbound messages in general. iconectiv’s response to this action item was that the messages are ignored – not rejected – and they are just not processed. The current behavior will be documented in PIM 108 updates. 



Change Management and PIM Review

· Minor updates were made to PIM 106 - BDD File SSN Field and PIM 107 – MUMP File Layouts.

· Two new PIMs were reviewed – PIM 108 – Hold/Replay Long Duration and PIM TBD – CMIP only Hold/Replay. 

· The PIM TBD was accepted and assigned PIM # 109.  

· Discussion took place to help participants gain an understanding of how the iconectiv NPAC will handle Hold/Replay in the near term while the PIMs are being worked. iconectiv will handle the situation operationally and will provide more details in PIM 108 at a future meeting. A suggestion was made for contributions to be provided to enhance the PIM where participants felt the PIM needed additional detail. 



New Business 

Participants had no objections to having iconectiv post the LNPA TOSC contact list on the iconectiv portal with the other LNPA TOSC documents. 



The meeting was adjourned at 11:00 AM ET.



Next Full Meeting …April 24 - 25, 2018:  Overland Park, KS hosted by Sprint
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March 19, 2018 – Neustar Response to LNPA TOSC Action Items





LNPA TOSC - MUMP related action item: 


SPs and Vendors to look at the impact to their systems for having two different versions of the MUMP forms and the impact on local system or provider’s automated processes. Determine if processes have been already changed and what additional impacts might there be to having a different form.  





Neustar OMS Vendor Response:


· The Neustar SB has over 200 users and has automated the population of MUMP form according to the FRS documentation.  Some of our clients utilize the MUMP process daily and weekly.


· The iconectiv change to the MUMP forms will break our automation.


· The template provided by iconectiv for uploading the NPAC has different columns, the Scheduled Date field is missing the time component and the Request Data tab is not populated with values such LRN and several DPC/SSN combinations.    These are explicitly defined in the FRS.  


· The automation we utilize will allow our solution to continue working for the 6 other regions, however will not work for the SE region which is planned for transition on April 8, 2018.


· Impact:


· Changes in MUMP forms will require our Service Bureau to maintain 2 different sets of automation code for two different NPAC Administrators


· From a Service Bureau development perspective, the changes will result in approximately 5-6 weeks of work to accommodate these changes to the MUMP form.  


· Changes in the MUMP form will force our support teams to engage in manual processing, which is labor intensive.





LNPA TOSC - Hold/Replay action items:


SPs and Vendors to determine impact assessment of this situation and the impact of not having Hold/Replay available for CMIP systems.





Neustar OMS Vendor Response:


· Neustar as OMS Vendor have both XML and CMIP clients who extensively used Hold & Replay.


· Impact:


· The alternative for Hold & Replay is to have our clients and our SB take BDD files and Delta BDD files from the NPAC and manually load them into our solution’s database.  This process is labor intensive and generally takes between 3-4 hours per BDD file.  This has the potential of incurring 6-8 hours of manual work to load files for a single outage.


· The lack of support for Hold & Replay has large staffing implications for both our customers and our Service Bureau.  There is also an added complication to identify any duplicate messages. 





Summary of Hold & Replay.  


· Hold & Replay is applicable to CMIP carriers and XML carriers. 


· It is understood that LSMS systems are supposed to remain “Up” during non-maintenance hours.


· iconectiv has indicated that the on-hold period of time should be “brief.”


· There is a long history of LSMS systems going up and down (practically every day), for various lengths of time.  Therefore, “up” and “brief” are not reflective of the real world.





· For an LSMS that is experiencing trouble, there really are three clear options:


1. Do Nothing


0. Allow the LSMS to miss messages until they are operational again without a BDD file. 


0. This causes more partial-failures which impacts the whole ecosystem.


0. Broadcast failures propagate and will cause ecosystem problems.


0. Allow the LSMS to remain active despite their inability to process messages.  This cannot be sustained for more than a few hours due to the operational impact of the broadcast failures that build up and prevent further porting on those failure.


0. The LSMS system will likely struggle much longer than if the NPAC puts the local system on Hold.








1. Turn them off (Marking them Inactive)


1. As compared to Hold, this option is equivalent in terms of ecosystem visibility to failed broadcasts.  It side-steps the failures at the expense of reducing their visibility.


1. As compared to Hold, this places a greater burden on the local system because a BDD file is necessary to reconcile their system.


1. Since doing nothing is not an option for an LSMS outage of a greater duration, without questions Hold and Replay is a superior mechanism.





1. Put them on Hold


2. Temporarily halt traffic headed to the LSMS, but retain the messages that would have been sent for later delivery.


2. This allows the LSMS to catch up when they are back up 


2. This is the best of both worlds – the impact to the ecosystem is mitigated without requiring a BDD path to restore operational soundness.





----------------------------------------------------------------------------------------------------------------------------------------





Detailed Explanation:


The following points describe how the Hold/Reply feature should ideally work, regardless of when that feature, in its new form, is made available.  The current NPAC implementation has features not present in the new iconectiv implementation, and avoids operational issues that are apparent in the new iconectiv implementation.  We hope that the industry will consider these points to arrive at the best solution so we can move forward without losing ground. 





The current NPAC implementation provides an ability to handle a down LSMS system by minimizing the impacts to the LSMS itself as well as the larger NPAC user ecosystem.  Specifically, messages intended for the LSMS are held, which means the LSMS does not need to go through the burdensome process of rebuilding their database with a BDD.  Additionally, the ecosystem does not suffer from a large buildup of failed broadcasts that prevent further porting of those SVs and Pooled Blocks.





There has been some discussion about potential problems associated with putting an LSMS on hold and giving the appearance that a broadcast was fully successful when in fact an LSMS was not part of the broadcast.  The following points are relevant to that discussion:


· Alternatives to putting the LSMS on hold include: (1) doing nothing (letting broadcast failures occur on an increasing set of SVs and Pooled Blocks) or (2) making the provider inactive (turning off their messages). 


· LSMS systems have been seen to be down for days at a time.  Allowing the LSMS to remain active while not responding to downloads will lead to a population of un-portable and unmodifiable SVs/Blocks that is operationally unworkable.  Porting patterns show that re-porting of a number and modification of an SV within a short period of time, while not the normal use case, is a frequent occurrence.


· As an extreme example: Imagine that an LSMS is down for 5 days, and over those 5 days there are 100,000 ports per day.  This means that there will be 500,000 SVs with a failed LSMS, and therefore those 500,000 SVs can't be ported until those failures are cleared.  Eventually the NPAC administrator needs to take some kind of action to prevent a struggling LSMS from creating failures on the SVs.


· The process of putting an LSMS on Hold should include an industry notification similar to when an LSMS is down and is marked as inactive, or is contributing to broadcast failures.  If there is a concern that the specific LSMS in question needs be known or announced, that data should be put in the notification.  This should provide visibility to any providers that are trying to troubleshoot issues.


· Making an LSMS inactive has the same effect as putting the LSMS on hold in terms of the status of the SV/Block, and the associated SOA status change notification.  In both cases the SV will not contain the failure, and the notification will not indicate a failure.  Making an LSMS inactive incurs the arguable cost of lost visibility without gaining any of the benefit of the hold feature and its associated ease of recovery for the impacted LSMS.


· Not all LSMS systems are equal in terms of their impact on the ability to complete calls.  Many LSMS systems exist for reasons other than call routing.  The Hold solution offers the industry the possibility of distinguishing between these two categories of LSMS, placing less critical systems on hold, while continuing to generate broadcast failures for more ecosystem-critical LSMS. 


The new iconectiv NPAC implementation of the Hold feature suffers from the flaw of keeping broadcasted SVs/Blocks in “sending” status for as long as an LSMS is on hold.  Since a sending SV/Block cannot have any further porting activity or modifications completed, staying in sending status for an extended duration is an operational problem.  This is why the FRS has a requirement (rollup activity timer - RR6-157) that mandates that an SV/Block will NOT remain in “sending” under any condition for longer than 1 hour.  





This 1 hour limitation imposed by the FRS applies even to the case where an LSMS is stuck in recovery, which is what the new iconectiv implementation is modeled after.  This means that in order to be compliant with the FRS, the implementation needs to change to either complete the rollup of the broadcasted SVs/Blocks within the 1 hour, even when an LSMS is on hold, or to not keep the SVs/Blocks in sending status when an LSMS is on hold.





The current NPAC implementation allows for an LSMS to be on hold for an indefinite period of time.  In the new iconectiv implementation, because a held LSMS causes SVs/Blocks to remain in “sending” status, the PIM indicates that the period for which an LSMS can be on hold should be “brief”.  This time period needs to be qualified to clarify how long an LSMS can remain on hold.





Finally, since the initial purpose of the Hold feature was to allow for a smooth transition from CMIP to XML via the same SPID, we believe the PIM should address in detail how the new implementation achieves that.  These details should include whether or not the SPID needs to be placed in an inactive status, and if so how the broadcasts that occur while the SPID is inactive are eventually recovered.
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PIM Review and Approval – iconectiv

Implicit NPAC SMS Requirements:  This PIM was introduced on 3/19/18.







John Malyar explained the PIM for the group. The goal is to accept the PIM and start working on change orders to get appropriate changes into the documents.  The intent is to add requirements to properly document the expected behavior. Functionality was previously added to the system, however because there were no requirements added for the functionality, the new system was developed without it.  Changes will be required at the LNPA level and not at the local system level. iconectiv will need to change the way their NPAC handles these items and the release notes describing service restrictions and workarounds will include additional information for vendors and Service Providers. 

There were no objections to accepting the PIM to work and it was assigned PIM # 110. iconectiv will draft a change order for this PIM for the full meeting at the end of the April.



Action Item 04042018-01: iconectiv to develop a Change Order to accompany PIM 110.  



Go Live Release Notes Review 

Review of transition related incidents and associated activity (document to be distributed 3/28/18 via the Cross-Regional distribution list).

John Malyar gave some background on the Release Notes and explained that they are service restrictions. Service Providers who are concerned about not receiving the document via the Cross-Regional distribution list may add themselves to the list by accessing the numberportability.com portal.  

None of the items reviewed were classified as critical or high severity and none would prevent the execution of porting use cases required by the industry. 



Items included in the service restrictions are classified into the following categories: 

· Transition

· Functionality

· CMIP Messaging

· LTI Usability

· NANC/LNPA TOSC PIMs



[bookmark: _GoBack]Transition items are related to governing MUMP and Audit submissions via the portal for 24 to 48 hours after the transition maintenance ends. Submission/execution must be requested through the Help Desk for MUMP jobs. Audits should be limited to specific TN maintenance and only when necessary. The industry will be informed when this restriction is lifted via the Cross-Regional email notification. Queries will not be limited, but providers were asked to use due diligence. It was clarified that the audit being referenced was the NPAC audit.



Functionality items reviewed included the following:

· Activation Broadcast Timestamp on Pooled SVs – to view this information query and view the associated Number Pool Block object to view this timestamp

· Scheduling Multiple Modifies for Number Pool Blocks via the Pooling Administrative Interface may generate multiple notifications – Service Providers should only consider the latest Part 1B as completed and ignore the other notifications

· Origination Timestamp versus Activity Timestamp for XML Interface Transactions may be a few milliseconds off from one another

· Pseudo LRN SVs/Blocks in BDD files – files may contain additional unexpected pseudo LRN SVs or Blocks

· BDD files contain an extra line feed – Service Providers were encouraged to let iconectiv know if editing the BDD file to remove the extra line feed is problematic for them. iconectiv was asked if they could remove the extra line feed before the files are downloaded.

· Audit of PTO SVs that are in a partial failure status does not clear the failed SP list – LSMSs can recover and clear these and resyncs will clear them, too. 

· Immediate Disconnect MUMP Jobs do not send AVC notifications to an XML SOA – the iconectiv system will accept effective release dates in the past. For this item, the behavior is that the disconnect will be treated like a pending disconnect with an immediate disconnect. 

· Housekeeping resends of partially failed Number Pool Blocks that contain Pseudo LRNs are not being sent to the LSMSs so audits or manual resends are needed

· Unconstrained report generation could create performance impacts

· DPC/SSN validations are not working properly for mechanized users so users should ensure that DPCs and SSNs are properly populated

· Non-existent secondary SPIDs do not fail validation so users should ensure that valid data is used for secondary SPIDs

· NOT filters for TN attribute on SV queries over XML interface may generate large query results – users are requested to refrain from using the NOT filter on TN attribute in SV queries over the XML interface to avoid long lasting query processing

	

CMIP Messaging items reviewed included the following:

· CMIP Request Bind Failure if the Bind request uses an IP Port number between 1 and 10 (system will automatically retry)

· CMIP query of an Associated SPID fails – the Help Desk can provide this data if needed



LTI Usability items reviewed included the following:

· LTI display of MUMP job details requires a double click

· Resetting data on Subscription Version Page isn’t reset when the button is clicked. Overtyping the values or closing and opening the portal will do the reset.

· Notification log query may time out based on the quantity of notifications in the default time frame (seven days). The default time range should be changed to less than 1 week and/or select a specific notification to query on this page.

· Subscription Version Page will show errors on Due Date/Time fields if the second provider to do an SV create doesn’t exactly match the first provider’s input

· Dashboard may have long loading times – click the retry button to load the Dashboard

· Querying Audits with Audit Names that contain an underscore character – use different search criteria on the LTI Audit window to find the audit



NANC/LNPA TOSC items reviewed included the following:

· PIM 109 – Hold/Replay situation for CMIP

· PIM 108 – Long duration Hold/Replay capability for XML local systems

· PIM 110 – iconectiv will address these item operationally until the PIM and Change Orders are completed

· XML requests contain origination timestamp later than departure timestamp

· SV Create Broadcasts resulting in Duplicate Managed object replies from LSMS

· SV Delete Broadcasts resulting in No Such Object replies from LSMS



Regional Cutover Review 

Dave Gorton walked the group through the attached NPAC Transition Regional Cutover deck.







After the TOM bridge ends at 7PM Central, any additional notifications will be Business As Usual. iconectiv will proactively monitor and fixing partial failures. Associations will be managed group by group during the cutover. 



No new business was introduced.



The meeting was adjourned at 1:07 pm ET



Next Meeting …April 24 - 25, 2018:  Overland Park, KS hosted by Sprint
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NPAC Transition Update
Regional Cutover Overview
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David R. Gorton
Program Manager – NPAC Transition
iconectiv – NPAC
dgorton@iconectiv.com
732-699-4836
4/4/2018
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Southeast Regional Cutover


© 2018 Telcordia Technologies, Inc. dba iconectiv. 


All rights reserved.


Southeast Region Transition is this weekend (4/8/18) 


Watch for TOM email notifications


Watch for iconectiv notifications to CROSS-REGIONAL and MECH-USER-SE  email lists


Tune into the TOM’s Industry Status Bridge


800-201-6394 access code: 521857


 https://lnpatransition.webex.com/lnpatransition/onstage/g.php?MTID=ebdeead81598583cec8584f8ecc6b5bee


Join your iconectiv Mechanized User Bridge at the prescribed time
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Regional NPAC Cutover Event
Maintenance Window


© 2018 Telcordia Technologies, Inc. dba iconectiv. 
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All times are CT

















Friday - 4/6/2018








Saturday -  4/7/2018
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Regional Cutover Timeline


Friday and Saturday


			Start Time			End Time			Activity


			1:00 pm CT 			1:00 pm CT			iconectiv confirms readiness for Cutover Weekend











Industry 


Notifications


© 2018 Telcordia Technologies, Inc. dba iconectiv. 


All rights reserved.


			Start Time			End Time			Activity


			10:00 pm CT 			10:00 pm CT			iconectiv and TOM confirm ready to start Cutover























5


Regional Cutover Timeline


Sunday, 4/8/2018


			Start Time			End Time			Activity


			12:00 am CT			12:00 am CT			TOM opens the Industry Status Bridge


			12:00 am CT			12:00 am CT			Neustar NPAC and Local Systems enter maintenance mode


			 1:00 am CT			 1:00 am CT			iconectiv confirms Cutover is on schedule


			12:00 am CT			 2:00 am CT			Neustar creates final Data Migration delta files


			12:00 am CT			 2:00 am CT			Users update Local Systems to install keys and change network addresses using the MOPs they’ve developed or received from their local system vendor


			  2:00 am CT			 4:00 am CT			iconectiv downloads Final Data Migration files, loads and verifies data


			  1:45 am CT			 1:45 am CT			Mechanized Users join their respective Conference Bridges


			  2:00 am CT			 4:00 am CT			Local System Connectivity Verification
Local systems should attempt to connect
Connection will be refused as NPAC is in maintenance
iconectiv NPAC will send XML Keep Alive message to XML systems
Progress on successful connectivity will be monitored and reported to Bridge


			  4:00 am CT			 4:00 am CT			iconectiv confirms Cutover is on schedule














Industry 


Notifications
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Regional Cutover Timeline
Sunday, 4/8/2018
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			Start Time			End Time			Activity


			  4:00 am CT			 7:00 am CT			iconectiv assists Users with Connectivity issues


			  7:00 am CT			 7:00 am CT			iconectiv takes NPAC out of maintenance 


			  7:00 am CT			 8:30 am CT			LSMS systems will be gradually connected to the NPAC
in scheduled groups, each with their own bridge


			  8:30 am CT			10:00 am CT			SOA systems will be gradually connected to the NPAC
in scheduled groups, each with their own bridge


			10:00 am CT			10:00 am CT
			iconectiv announces End of Service Provider Maintenance Window
Reminder:  PIM 2 is in effect every Sunday during the predefined Industry Maintenance Window: “No routine porting activity involving a SOA Notification or LSMS broadcast (to include all Creates, SV and Pooled Blocks Activates, Modifies, Disconnects, Audits and Recovery) will be performed during the maintenance window.” 


			10:00 am CT			10:00 am CT
			Begin normal porting operations
LTI, Help Desk Users
BDDs and Reports


			1:00 pm CT			1:00 pm CT			iconectiv announces end of regional cutover











Industry 


Notifications
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Transition Considerations for All Users


© 2018 Telcordia Technologies, Inc. dba iconectiv. 


All rights reserved.


Service Providers that have subscription versions with a Failed Service Provider List should try to clear their failed lists prior to entering the maintenance window, either through auditing the TNs associated with those Subscription Versions or asking the LNPA to resend the Subscription Versions to the LSMSs on the Failed SP List. 





Where possible, do not submit any large porting transactions after 10:30 PM CDT and no porting transactions after 11:30 PM CDT on April 7, 2018 (except as required to clean up the Failed List).  Limiting porting transactions after 10:30 will allow long running transactions to complete before Neustar puts their NPAC in maintenance mode at 12:00 AM CDT on April 8.





Notification information 


Notifications generated by Neustar before the transition will not be available for viewing in the GUI or recovery by a SOA after the transition 


Providers that use notifications for their workflow could save the information from the incumbent LNPA GUI or get the latest via a BDD from the incumbent LNPA before the transition of the region
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Transition Considerations for Mechanized Users


© 2018 Telcordia Technologies, Inc. dba iconectiv. 
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If you manage an LSMS, 


please make sure it is not in a failed state going into the maintenance window at 12:00 AM CDT on April 8th, and that


you’ve completed all recovery or clean-up activities by then.  


This will reduce the amount of recovery effort coming out of the maintenance window.





For both SOAs and LSMSs, after you do the initial bind attempt during the 2:00 AM CDT – 4:00 AM CDT window on April 8, 	


please make sure your system(s) remain in production mode so they continue to attempt to rebind with the iconectiv NPAC.
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Transition Restrictions from 2/28 Release Notes


© 2018 Telcordia Technologies, Inc. dba iconectiv. 
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During the first 24 hours (and possibly extended to 48 hours) after the transition maintenance window ends, the Release notes listed 


  two restrictions:


MUMP


The ability to submit MUMP Jobs through the LTI Portal will be temporarily disabled.


Submission/execution must be requested through the Help Desk. 


Audit


The ability to submit Audits through the LTI Portal will be temporarily disabled.


Submission/execution must be requested through the Help Desk. 


The industry will be informed when these restrictions are lifted via a Cross-Regional email notification.
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Other Restrictions from 2/28 Release Notes


© 2018 Telcordia Technologies, Inc. dba iconectiv. 
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Reports:


Certain User Generated reports will be not be available for request on the LTI Portal.  If needed, contact the Help Desk. 


 There are 4 reports impacted by this constraint: 


Service Provider Subscription List By Status


Subscriptions Listed by Service Provider by Status


Subscriptions Listed by Status


Active-Like TNs in a NPA-NXX-X











Industry and Other Stakeholders


Communications and Status





Regional Cutover Communications
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 Data Migrations, NOC/SOC, Networks, 


System Administration, Security


Help Desk


All Users


Tech Bridges


Tech Bridges


Tech Bridges


Mechanized Users


For issues and requests, not status





Operations 


© 2018 Telcordia Technologies, Inc. dba iconectiv. 


All rights reserved.





Industry Communications Bridge (TOM/NAPM)


Project Management











Transition Email Notifications
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Planned notifications triggered by checkpoints will be sent via:


Cross Regional email list and Regional Mechanized User email list


You can register by visiting https://maillist.numberportability.com/ and 


clicking on the CROSS-REGIONAL or MECH-USERS-SE list


then clicking subscribe under “Options”


			Estimated Timing			Content


			Friday 1:00 PM CT			Cutover Weekend is a Go


			Saturday 10:00 PM CT			Cutover is a Go, Industry Communication Bridge is open


			Sunday 4:00 AM CT			Cutover is on schedule


			Sunday 7:00 AM CT			Cutover is on schedule


			Sunday 9:00 AM CT			NPAC Maintenance Window is ending


			Sunday 10:00 AM CT			Industry Service Provider Maintenance Window is ending


			Sunday 1:00 PM CT			Cutover is successful














LNPA Transition Documents


To access these documents on the iconectiv NPAC Customer Portal 


Log in at  https://portal.numberportability.com/


Select “Support”


Select “Knowledge Base”


Select “Transition” from the KB Categories





Mechanized User Regional Cutover Playbook:  updated 4/3/2018 
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Summary
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Be Prepared – People, Processes, Procedures, Systems, Vendor Support





Be On Time – for your system turn-up





Be Informed – via Conference Bridges, WebEx, Email Notifications
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  03/12/2018


Company(s) Submitting Issue: iconectiv


Contact(s):  Name John Malyar



         Contact Number 732-699-7192



         Email Address jmalyar@iconectiv.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



In a typical Software Development process, requirements are explicitly defined and numbered so that such requirements can be developed and fully tested and the traceability to verify that every requirement has been appropriately developed and tested can be tracked.  Some NPAC SMS requirements are implicit in that the explicit behavior of the NPAC SMS needs to be inferred from narratives defined in non-FRS NPAC SMS documents, such as in error code descriptions in interface specifications.  This can lead to requirement needs not fully being understood and implementation having differences.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue:    When an Activation Broadcast is sent to LSMSs and an LSMS responds with a “duplicate managed object” or “object already exists” error, the iconectiv NPAC will put the LSMS on the failed SP list and set the SV or Block to a partial failure status when rollup occurs, based on current FRS and IIS requirements, i.e., there is no explicit requirements for NPAC SMS to consider this behavior a “success” reply in any CMIP related documentation.  In the XML interface specification in an error code and error handling section, there is a description that identifies that the NPAC SMS should treat this situation as a success reply from the LSMS.  Although this would have no immediate impact on customer service (the SV is in the LSMS/network), a subsequent modify of this SV would fail or could not occur until the LSMS is removed from the failed list (a resend would detect the same error, but an audit or resend exclusion would remove the LSMS from the failed SP list). 



B. When a Disconnect Broadcast is sent to LSMSs and an LSMS responds with a “no such object” or “object not found” error, the iconectiv NPAC will put the LSMS on the failed SP list and set the SV or Block to an old status when rollup occurs.  This situation is similar to Example A above in terms of documentation.  Although this would have no impact on customer service (the SV does not exist in the LSMS/network), a manual intervention would be required to remove the LSMS from the failed SP list (a resend would detect the same error, but an audit or resend exclusion would remove the LSMS from the failed SP list).



C. XML interface messages contain both a departure timestamp (when the message left the sending system) and an origination timestamp (when the message was created (as opposed to delivered) in the sending system).  The definition of the origination timestamp in the XML Interface Specification has a sentence indicating “This should never be later than the departure timestamp”, but no explicit requirement to reject such a message in the FRS nor XIS (e.g, not explicit mention in Table 2 concerning synch ack errors).


B.   Frequency of Occurrence:
Whenever a Local System interacts with the NPAC SMS that may be missing functionality for certain scenarios associated with “implicit” requirements.  For the examples cited above, whenever an LSMS responds that it already has an SV/Block (with the same SV/Block ID) that is being activated or resent or an LSMS responds that it does not have an SV/Block that is being disconnected.  Whenever a SOA/LSMS sends a message with a origination timestamp later than the departure timestamp.


C. NPAC Regions Impacted:



 Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___ ALL US regions_X__


D.  Rationale why existing process is deficient: 
Implicit requirements are not readily identified and can lead to missing functionality/capabilities in the development and delivery of software. 


E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



F.   Any other descriptive items: 


As identified in: Requirements Management Using IBM® Rational® RequisitePro® (http://www.informit.com/articles/article.aspx?p=1152528&seqNum=4), characteristics of a good requirement includes the requirement is: unambiguous, testable (verifiable), clear, correct, understandable, feasible, independent, atomic, necessary and implementation-free).   

Often, requirements coverage matrices are used in the software development process to help identify and test requirements of the solution as identified in a Sigma Software article (https://sigma.software/about/media/using-requirements-coverage-matrices), and includes: Requirement Number (unique identifier for each requirements), Link to source of requirement, Statement of the requirement, Link to test cases (where the requirement is covered with test cases).



____________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



If it is determined that this is an issue to be worked, a change order for future implementation should be worked that explicitly defines and implements the implicit requirements defined here. 


LNPA WG: (only)



Item Number: PIM XXX




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  03/06/2018

Company(s) Submitting Issue: iconectiv

Contact(s):  Name Pat White


         Contact Number 732-699-4985


         Email Address pwhite@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


iconeciv implemented the BDD files based on the NPAC SMS FRS BDD requirements and examples in Appendix E.  During certification and regression testing of the iconectiv NPAC                                    vendors and mechanized service providers, no one identified any issues with iconectiv’s BDD implementation.  While onboarding non-mechanized BDD file only users, a small set of users identified issues with the content and format of some fields in the SV BDD file as compared to the incumbent NPAC implementation.  This particular issue concerns the content of the SSN field in SV and Number Pool Block BDD files.  iconectiv would like clarification on the correct behavior for producing BDD files that contain the SSN fields.

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:  
The FRS identifies the content of the SV BDD file in Appendix E, and in particular identifies, via example, how each field in the file is formatted.  The FRS for the SSN fields, as identified in Table E-1, indicates the following (this is for the CLASS SSN field, identifying the field and a sample value for that field):

       CLASS SSN - 123 (This value is 1 octet and usually set to 000)

Based on the BDD requirements and description in FRS Appendix E, the iconectiv NPAC outputs SSNs as 3 numeric characters when populated (in the US these 3 digits are “000”).  But customers who obtain full BDDs have indicated that in BDD files produced by the incumbent LNPA NPAC the SSN fields are represented as a single “0” digit when the SSN is “000”.

B.   Frequency of Occurrence:
Whenever SV or Block BDD files are produced.  Many NPAC BDD users obtain BDD files nightly.

C. NPAC Regions Impacted:


 Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___ ALL US regions_X__

D. Rationale why existing process is deficient: 

Current incumbent LNPA SV/Block BDD files obtained by BDD users are inconsistent with current FRS documentation.  Using “0” for SSN field also makes the size of the file smaller, which can decrease the time for clients to process the files.

E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: ____________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


If it is determined that this is an issue to be worked, a change order for future implementation should be developed. 

LNPA WG: (only)


Item Number: PIM 106



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1
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