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LNPA TRANSITION OVERSIGHT SUBCOMMITTEE MEETING MINUTES:

In order to align more closely with the Federal Advisory Committee Act (FACA) the FCC has received a list of nominees for membership and membership approval was completed. Below are the names of vetted and approved voting members of the LNPA Transition Oversight Subcommittee


LNPA TOSC
Approved Chair    Deborah Tucker, Verizon


	Organization 
	Primary 
	Alternate 

	800 Response
	David Greenhaus
	N/A

	AT&T
	Teresa Patton
	N/A

	ATL
	Brian Lynott
	N/A

	Bandwidth.com
	Lisa Jill Freeman
	Anna-Valeria Kafka

	CenturyLink
	Joy McConnell-Couch
	Phil Linse

	Charter
	Glenn Clepper
	Allyson Blevins

	Comcast
	Randee Ryan
	N/A

	Cox
	Jennifer Hutton
	Beth O’Donnell

	Integra Holdings/Zayo
	Kim Isaacs
	Laurie Roberson

	JSI
	Bridget Alexander White
	N/A

	LNP Alliance
	Dave Malfara
	James Falvey

	Minnesota DOC
	Bonnie Johnson
	N/A

	SIP Forum
	Richard Shockey
	N/A

	Sprint
	Hollie Carrender-Sheppard
	

	T-Mobile
	Luke Sessions
	

	Verizon
	Deborah Tucker
	Jason Lee

	Vonage
	Imanu Hill
	N/A

	Windstream
	Scott Terry
	N/A

	
	
	

	
	
	




March 5-6, 2019 Draft LNPA TOSC Meeting Notes Review:

The March 5-6, 2019, LNPA TOSC DRAFT notes were reviewed and approved.  The notes were issued as FINAL.

April 10, 2019 Draft LNPA TOSC Conference Call Notes Review:
The April 10, 2019, LNPA TOSC DRAFT notes were reviewed and approved.  The notes were issued as FINAL.

Updates from Other Industry Groups:
OBF (ORDERING AND BILLING FORUM COMMITTEE) - Randee Ryan – Comcast
WIRELESS SERVICE ORDERING COMMITTEE
The committee met April 25, 2019. No issues related to wireless porting were brought before the subcommittee for consideration.
The next check point meeting is scheduled for August 15, 2019 

LOCAL SERVICE ORDERING COMMITTEE
The Local Service Order Subcommittee met March 11, 2019, March 22, 2019 and April 15th, 2019.
New Issues - Issue 3631, LSOG:  Valid Value Note cleanup for support of Valid Value of N. Issue 3631 was accepted and put into final closure.  
Participants agreed to set a tentative release date for the next version of the LSOG for May 31, 2019.

Next Meetings:
LSO will meet May 9th 11:00 a.m. ET – 1:00 p.m. ET 
		May 13th 11:00 a.m. ET – 1:00 p.m. ET
		June 10th 11:00 a.m. ET – 1:00 p.m. ET


INC (Industry Numbering Committee) – Michael Doherty
INC met April 30 & May 1, 2019 in La Jolla, CA at AMOC
Discussion Points:
· Chris Drake from iconectiv presented on Robocalling
· Updates were provided by a member of the COSC on several open action items taken at the last meeting
· An issue was raised to modify the Part 1A form to allow multiple block requests on a single Part 1A form.  
· A suggestion was made that the PAS would split the requests into separate Part 1B forms (1 per block) to be sent to the NPAC.
· This would avoid the need to modify the NPAC processes
· Issue 839, Combine the Central Office Code (NXX) Assignment Guidelines (COCAG) and the Thousands-Block (NXX-X) Administration Guidelines (TBPAG) into One Document (TBCOCAG)
· The issue remains in Initial Pending.  
· The NAOWG recommended that this INC issue be approved.
· This issue is related to TOSC NANC 534

Next Meetings of INC:
· There is a call scheduled for May 21 to discuss CIC guidelines
· INC will meet in Littleton, CO the week of August 13-15, 2019

Transition Business
Continued Future Release Planning
· Release 5.0 Discussion (2020) 
· Release Timeline 
· Release Documentation recap
· Vendor feedback (Per 4-3-19 CMA document distribution)
· Service Providers were encouraged to work with their vendors to support testing
· Neustar wanted clarification on NANC 494 – XML Message Delegation
· iconectiv clarified that there is no local system impact

· NANC 528 - GDMO-ASN.1-XSD updates - V3
· Vendor feedback
· iconectiv – no issue
· Neustar – no issue
· NetNumber – no issue.
· 10X People – no issue
· Agreement was reached to move this CO to Requested status
· NANC TBD – Vendor Certification and Regression Test Plan– Doc Only Updates for Release 5.0 


· This is the anticipated final version of the transition related changes to the Test Plans as a result of NANC 528 (sunset interface changes)
· Vendor feedback
· 10X People – No issues
· Neustar - No issues
· iconectiv – No Issues
· NetNumber – No Issues
· This CO was accepted and assigned NANC 543
· Agreement was reached to move this CO to Requested
· Since COs 528 & 543 are Requested – the vendor requests that the LNPA TOSC chairperson forward this to NAPM to request an SOW
· New Action Item 05072019-01 – LNPA TOSC Chair to forward a request for an SOW for NANC 528 and 543 to the NAPM LLC (completed 5/10/2019)
· NANC 539 - Vendor Certification and Regression Test Plan Updates – Doc Only Updates for Release 4.1a
· Reviewed 4.1a Vendor Certification Test Plan Chapters 1-7, 8, 9, 10, 11 version 2
· No issues regarding the updates were identified.  Final version will be uploaded to the website
· NANC 478 - FRS ASN.1 – Pre Cancellation Status of Disconnect Pending
· Agreement was reached to move this CO to Requested 
· NANC 497 - NPAC Customer ID in CMIP Key Exchange Files
· New Action Item 05072019-02 - Neustar will submit an alternative proposed solution for NPAC Customer ID in CMIP Key Exchange Files.
LNPA WG website updates 
· CMA reviewed presentation from October ’18 TOSC meeting
· Target implementation is before our next face to face meeting

Change Management Summary - Change Management Administrator
· CO Summaries – CMA Reviewed Open & Implemented CO Summaries
· NANC TBD – Time Based Recovery Limits – CMA reviewed this new CO
· This CO was accepted and assigned NANC 541
· 

· NANC TBD – Retry Timer Intervals – Doc Only Change – CMA reviewed this new CO
· This CO was accepted and assigned NANC 542
· 

· BP 074 – Retry Timer Intervals – CMA reviewed this new Best Practice
· There were no objections to accepting and posting this new Best Practice
· 

· NANC TBD – Vendor Certification and Regression Test Plan – Doc Only Updates for Release 4.1b – CMA reviewed this CO
· This CO was accepted and assigned NANC 540
· 


Action Items
· 04102019-01 - Closed
· 03052019-02 – NANC 403 was reviewed and this AI and associated AI (12052018-02) were both closed
· 03052019-03 - Closed
· 03052019-04 - Closed
· 03052019-05 - Closed
· 03052019-06 – Closed

Review of Other Outstanding Action Items:
LNPA TOSC Chair Action Item:
· 01092018-01:  Deb Tucker to discuss with the FCC DFO requirements regarding proper reference of this NANC Sub-Committee and to see if use of “LNPA WG” may continue.  This item remains open.

Unfinished/New Business:
· New Action Item 05072019-03 – LNPA TOSC Chair to discuss with DFO future plans needed at a NANC level to address interface issues with SPs and vendors regarding the NPAC.

NPAC Clean-up Sub-team Update
· PIM 118 - Not Onboarding SPIDs with Active SV data – ongoing work effort
· iconectiv provided a review of the current status
· Sub-team is at a natural ending but will provide a final update at the July meeting
· 


Transition PIM review – CMA Reviewed presentation 
· Suggestion was made to update PIM 116 from iconectiv to “The LNPA” in the Final Resolution section
· Suggestion was made to add a final Resolution date to the PIMs
· New Action Item 05072019-04 - The LNPA will create a new Resolution Date field and populate the information
· 

PIM Review - CMA
· PIM TBD – Multiple Simultaneous Requests – CMA reviewed this draft PIM
· Sprint – There is value to creating a Best Practice.  
· This PIM was accepted and assigned PIM 124
· 


May 7-8, 2019 Meeting Adjourned:
Having completed the agenda for the May 7-8, 2019, LNPA Transition Oversight Sub-Committee meeting the meeting adjourned at 11:00 AM EST.  


Next Full Meeting…July 9-10, 2019:  Location Denver, CO…Hosted by Comcast
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NANC TBD – Time Based Recovery Limit

Origination Date:  5/7/19

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC TBD

Description:  Time Based Recovery Limit

Functional Backwards Compatible:  Not Applicable



IMPACT/CHANGE ASSESSMENT
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Business Need

iconectiv developed recovery capabilities based on NPAC SMS FRS requirements to allow CMIP-based local systems to recover Subscription Version and Network data elements.  During industry discussions, some industry participants expressed a need for clarification for what is the 24 hour period. Agreement was understood regarding the interval of 24 hours.  However, the start time of the recovery was not bound and therefore could have mislead local systems regarding how far back Time Based Recovery could be facilitated before requiring a Bulk Data download.  See also PIM 123



Description of Change:

Define the Time Based Recovery process and supported timeframes in more detail in the Industry documentation as highlighted below, to remove the ambiguity surrounding the current Time Based Recovery process.  The current tunables for Time Based Recovery will remain unchanged, however, an additional tunable will be added regarding  when a Time Based Recovery request can be submitted relative to current date/time.



FRS Changes

[Snip]



Section 6.7 – Recovery

The following will be added in Section 6.7 – Recovery prior to the beginning of sub section 6.7.1.  



The following identifies the NPAC SMS capabilities to limit the length of time a Local system can be down and subsequently utilize Time Based Recovery to recover data miussed during that downtime.  If a Local system is down longer that the tunable limit then Bulk Data Download files should be utilized to recover data.



Req 1	Maximum Time Based Recovery Start Time Limit

NPAC SMS shall provide a Time Based Recovery – Maximum Time Based Recovery Start Time Limit tunable parameter which defines how far back a SOA or LSMS is allowed to request a Time Based Recovery.  Local systems that are down for greater than the Maximum Time Based Recovery Start Time Limit tunable will need to utilize the Bulk Data Download process to recover missing data.

Req 2	Maximum Time Based Recovery Start Time Limit Default

NPAC SMS shall default the Time Based Recovery – Maximum Time Based Recovery Start Time Limit tunable parameter to 1440 minutes.

Req 3	Maximum Time Based Recovery Start Time Limit Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Maximum Time Based Recovery Start Time Limit tunable parameter.

Req 4	Maximum Time Based Recovery Start Time Limit 

NPAC SMS shall utilize the Maximum Time Based Recovery Start Time Limit tunable to limit when the Local System can initiate the Time Based Recovery request to recover data missed during that downtime.  If a time based recovery request is received with a Start Time of recovery that is prior to the current system date/time minus the Time Based Recovery - Maximum Time Based Recovery Start Time Limit, the request shall be rejected. 



Appendix C updates



		Communication Tunables



		Tunable Name

		Default Value

		Units

		Valid Range



		Maximum Time Based Recovery Start Time Limit

		1440

		minutes

		1-5760



		The maximum time between the start time of a Time Based Recovery request and the current system date and time.







GDMO changes

[Snip]

-- 1.0 LNP Download Action

lnpDownloadBehavior BEHAVIOUR



           [Snip]

Failed - go into retry mode. Re-issue the request a configurable

              number of additional retry attempts with an "x" amount of delay

              between requests ("x" is a configurable amount of time after

              receiving the failure for each request). If a failed response

              is received for the final retry request, abort the association 

              and re-start the recovery process. Note: It is recommended that

              the Local SMS or SOA use the same value that the NPAC SMS uses

              for the retry interval. It is also recommended that the Local SMS

              use a value of at least two (2) for configurable number of 

              additional retry attempts.

OR

Failed – if the failure is related to a violation of the Maximum Time Based Recovery Start Time Limit tunable, do not retry the request.  The Local System has been down longer than the allowable timeframe for Time Based Recovery and therefore the Local system must utilize other means to recover data  e.g., Bulk Data Download files.   

[Snip]

-- 15.0 Notification Recovery Action

lnpNotificationRecoveryBehavior BEHAVIOUR

           [Snip]

Failed - go into retry mode. Re-issue the request a configurable

              number of additional retry attempts with an "x" amount of delay

              between requests ("x" is a configurable amount of time after

              receiving the failure for each request). If a failed response

              is received for the final retry request, abort the association 

              and re-start the recovery process. Note: It is recommended that

              the Local SMS or SOA use the same value that the NPAC SMS uses

              for the retry interval. It is also recommended that the Local SMS

              use a value of at least two (2) for configurable number of 

              additional retry attempts.

OR

Failed – if the failure is related to a violation of the Maximum Time Based Recovery Start Time Limit tunable, do not retry the request.  The Local System has been down longer than the allowable timeframe for Time Based Recovery and therefore the Local system must utilize other means to recover data  e.g., Bulk Data Download files.   



IIS Changes

[Snip]

5.3.4	Recovery

‘Time-Based’ Recovery Requests

All 'time-based' recovery requests specifying time range criteria are limited to the NPAC SMS tunable, “Maximum Download Duration”.  When the SOA or LSMS issues a recovery request (whether Service Provider, Network, Subscription, Number Pool Block, or Notification Data) with time-based criteria, the NPAC SMS will compare the time range indicated in the request to the “Maximum Download Duration” tunable.

Additionally all 'time-based' recovery requests specifying time range criteria are limited to the NPAC SMS tunable, “Maximum Time Based Recovery Start Time Limit”.  When the SOA or LSMS issues a recovery request (whether Service Provider, Network, Subscription, Number Pool Block, or Notification Data) with time-based criteria, if the Start Time of recovery is prior to the current system date/time minus the Maximum Time Based Recovery Start Time Limit tunable, the request shall be rejected.  If a Local system is down longer than the tunable limit then Bulk Data Download files should be utilized to recover data.

For service providers that do not support linked replies, Subscription data 'time-based' recovery requests specifying time range criteria are also limited to the number of TNs specified in the Service Provider specific tunable, “Maximum TN Download in Recovery Request”.  Therefore, a valid request will fall within both the duration,  the Maximum Time Based Recovery Start Time Limit and the quantity tunable values.  

For service providers that do not support linked replies, Notification data 'time-based' recovery requests specifying time range criteria are also limited to the number of notifications specified in the NPAC SMS tunable, “Maximum Number of Download Notifications”.  Therefore, a valid request will fall within both the duration, the Maximum Time Based Recovery Start Time Limit time and the quantity tunable values.

For service providers that do not support linked replies, for all types of 'time-based' recovery requests, where the tunable value is exceeded, an appropriate error message is issued over the interface from the NPAC SMS to the originating system.  This applies to both duration overages (“Maximum Download Duration”), “the Maximum Time Based Recovery Start Time Limit”) and number of record overages (“Maximum TN Download in Recovery Request” for subscription data, and “Maximum Number of Download Notifications” for notification data).



EFD Changes

[Snip]

B.7	Local SMS and SOA Recovery

For all download requests in this section, the Local SMS or SOA should behave as follows in response to the possible download M-ACTION response from the NPAC SMS:

Success – process the data received from the NPAC SMS, continue processing.

No-data-selected – no data was found, continue processing.

Criteria-too-large (using the Maximum Number of Download Records tunable) – break up the request into a smaller time range and re-issue the request to the NPAC SMS (only applies to SV requests).

OR

Criteria-too-large (using the Maximum Number of Download Notifications tunable) – break up the request into a smaller time range and re-issue the request to the NPAC SMS (only applies to notification requests).

Time-range-invalid (using the Maximum Download Duration tunable) – break up the request into shorter time ranges and re-issue the request to the NPAC SMS.

Failed – go into retry mode.  Re-issue the request configurable number of additional retry attempts with an “x” amount of delay between requests (“x” is based on a configurable amount of time after receiving the failure for each request).  If a failed response is received for the final retry request, abort the association and re-start the recovery process.  Note: It is recommended that the Local SMS or SOA use the same value that the NPAC SMS uses for retry interval.

OR

Failed – if the failure is related to a violation of the Time Based Recovery - Maximum Time Based Recovery Start Time Limit, do not retry the request.  The Local System has been down longer than the allowable timeframe for Time Based Recovery and therefore the Local system must utilize other means to recover data  e.g., Bulk Data Download files.   



Appendix A. Errors

[Snip]

 Exhibit 13  CMIP Error Mapping to NPAC SMS Errors

		MS Error

		Description

		CMIP Error

		Description



		5138

		OCN of NPANXX does not match SPID

		2

		accessDenied_er



		5139

		NpaNxx modify new effective date is in the past

		10

		processingFailure_er



		5140

		SPID Migration request error

		6

		invalidAttributeValue_er



		5200

		Maximum Time Based Recovery Start Time Limit

		20

		complexityLimitation



		5500

		One or more subscriptions will be affected by change. Require user acknowledgment to proceed.

		2

		accessDenied_er
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NANC TBD – Retry Timer Intervals – Doc Only Change

Origination Date:  5/7/19

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC TBD

Description:  Retry Timer Intervals – Doc Only Change

Functional Backwards Compatible:  Not Applicable



IMPACT/CHANGE ASSESSMENT
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Business Need

The Industry, through a series of discussions (dating back approximately 20+ years), concluded that the appropriate retry and time interval would be 1x15 due to messages not lost on interface so retries are not necessitated.  This has been the adopted methodology prior to Transition.  Post Transition it was observed that at least one local system is not replicating the NPAC behavior and has chosen to continue to implement the original retry interval of 3x5.  This does not take advantage of the reduced messaging. See also PIM 122



Description of Change:

1. Draft a Best Practice to reinforce the Industry recommended approach of utilizing a time interval of 1x15. 

2. Modify the default values in Sections 5 and 6 of the FRS for the following 8 Retry Tunables

a. Subscription Activation Retry Attempts

b. Subscription Activation Retry Interval

c. Subscription Disconnect Retry Attempts

d. Subscription Disconnect Retry Interval

e. Local SMS Retry Attempts

f. Local SMS Retry Interval

g. SOA Retry Attempts

h. SOA Retry Interval



3. Modify the default values in Appendix C Table C-1 of the FRS of the following 10 retry tunables:

a. Subscription Activation Retry Attempts

b. Subscription Activation Retry Interval

c. Subscription Modification Retry Attempts

d. Subscription Modification Retry Interval

e. Subscription Disconnect Retry Attempts

f. Subscription Disconnect Retry Interval

g. Local SMS Retry Attempts

h. Local SMS Retry Interval

i. SOA Retry Attempts

j. SOA Retry Interval

[Snip]

5.1.2  Subscription Administration Requirements

5.1.2.1	User Functionality

R5-60.5	Subscription Activation Retry Attempts - Tunable Parameter Default

NPAC SMS shall default the Subscription Activation Retry Attempts tunable parameter to 3 1 times.

R5-60.6	Subscription Activation Retry Interval - Tunable Parameter Default

NPAC SMS shall default the Subscription Activation Retry Interval tunable parameter to 2 15 minutes.

R5-68.2	Disconnect Pending Subscription Version - Subscription Disconnect Retry Attempts - Tunable Parameter Default

NPAC SMS shall default the Subscription Disconnect Retry Attempts tunable parameter to 3 1 times. 

R5-68.4	Disconnect Subscription Version - Subscription Disconnect Retry Interval - Tunable Parameter Default

NPAC SMS shall default the Subscription Disconnect Retry Interval tunable parameter to 2 15 minutes. 

[bookmark: _Toc436023386][bookmark: _Toc436025449][bookmark: _Toc438031633]6.6 Request Retry Requirements

[bookmark: _Toc438031634]6.6.1	CMIP Request Retry Requirements

Note:  This sub-section is a CMIP specific concept and applies only to the CMIP interface.  For the XML interface, messages are retried until successful.



[Snip]

RR6‑19	SOA Retry Attempts - Tunable Parameter Default

NPAC SMS shall default the SOA Retry Attempts tunable parameter to 3 1 times.

RR6‑20	SOA Retry Interval - Tunable Parameter Default

NPAC SMS shall default the SOA Retry Interval tunable parameter to 2 15 minutes.

RR6‑26	LSMS Retry Attempts - Tunable Parameter Default

NPAC SMS shall default the LSMS Retry Attempts tunable parameter to 3 1 times.

RR6‑27	LSMS Retry Interval - Tunable Parameter Default

NPAC SMS shall default the LSMS Retry Interval tunable parameter to 2 15 minutes.



[Snip]

Appendix C.  System Tunables

		COMMUNICATIONS TUNABLES



		Tunable Name

		Default Value

		Units

		Valid Range



		Subscription Activation Retry Attempts

		31

		attempts

		1-10



		The number of times a new subscription version will be sent to a Local SMS which has not acknowledged receipt of the activation request.



		Subscription Activation Retry Interval

		215

		minutes

		1-60



		The delay between sending new Subscription Versions to a Local SMS that has not acknowledged receipt of the activation request.



		Subscription Modification Retry Attempts

		31

		attempts

		1-10



		The number of times a modified active subscription version will be sent to a Local SMS which has not acknowledged receipt of the modification request.



		Subscription Modification Retry Interval

		215

		minutes

		1-60



		The delay between sending modified active subscription versions to a Local SMS that has not acknowledged receipt of the modification request.



		Subscription Disconnect Retry Attempts

		31

		attempts

		1-10



		The number of times the NPAC SMS will resend a subscription disconnect message to an unresponsive Local SMS.



		Subscription Disconnect Retry Interval

		215

		minutes

		1-60



		The amount of time that shall elapse between subscription disconnect retries.



		Local SMS Retry Attempts

		31

		attempts

		1-10



		The default number of times the NPAC SMS will resend a message to an unresponsive Local SMS.



		Local SMS Retry Interval

		215

		minutes

		1-60



		The default delay between sending messages to an unresponsive Local SMS.



		SOA Retry Attempts

		31

		attempts

		1-10



		The default number of times the NPAC SMS will resend a message to an unresponsive SOA.



		SOA Retry Interval

		215

		minutes

		1-60
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BP TBD - Retry Timer Intervals.docx
[bookmark: 0057]0074 Retry Timers and Intervals

Submitted By Team: LNPA-WG | Date Logged: 05-06-19

[bookmark: eztoc60040_2_58_5_120]Background: The Industry, through a series of discussions (dating back approximately 20+ years), concluded that the appropriate retry attempts for messages on the interface that have not been acknowledged by the other side and time interval in minutes between retries would be 1x15 due to messages not lost on interface so retries are not necessitated (“retry’ attempts is a bit of a misnomer - it really means total message send attempts and includes the initial attempt plus any retries).  This has been the adopted methodology prior to Transition.  Post Transition it was observed that at least one local system is not replicating the NPAC behavior and has chosen to continue to implement the original retry attempts and time interval of 3x5.  This does not take advantage of the reduced messaging.  See also PIM 122.

Recommend Change to Requirements: Modify FRS to reflect current default values.  This is assumed to be a “Doc-Only” change for informational purposes only given the default settings have been the updated values across all regions prior to and after the transition of the NPAC to iconectiv in 2018.

[bookmark: eztoc60040_2_58_5_121]Decisions/Recommendations:

The “x by y” retry functionality (where “x” is the number of attempts, and “y” is the interval in number of minutes in between attempts) utilized by the local systems should be in alignment with the agreed to and documented values utilized by the NPAC SMS.  If the SOA or LSMS retries faster than the NPAC can process the request, redundant requests are queued which exacerbates the problem and may result in timeouts and failures. This is more likely to occur when the NPAC is processing data intensive requests under heavy loads.

[bookmark: _GoBack]Service Providers should utilize the recommended Retry Timer Intervals documented in the Functional Requirements Specification (FRS) – Appendix C – System Tunables.  

In addition utilizing a single retry timer (i.e. 1 x 15 timer) instead of multiple retries would eliminate unnecessary retries and additional traffic to a local system when NPAC is processing and responding to a previous data-intensive request. 
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NANC TBD - Vendor Certification and Regression Test Plan - doc only updates for Release 4.1b.docx
NANC TBD – Vendor Certification and Regression Test Plan Updates

Origination Date:  03/05/2019

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC TBD

Description:  Vendor Certification and Regression Test Plan – doc-only updates

Functional Backwards Compatible:  Yes
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Business Need

Documentation Updates associated with the implementation of NANC 527 (Attribute Value Change or AVC notifications associated with modify pending SV requests) in NPAC SMS documentation release 4.1b are needed.  Existing Modify (Pending) Test Cases to be modified in the Vendor Certification and Regression Test Plan.



Description of Change:

Changes listed below.



[bookmark: _Toc59881639]Vendor Certification and Regression Test Plan Updates:


With NANC 527,  whenever a modify request for a pending or conflict SV is submitted, if the request contains a due date, SV type, and/or Medium Timer Indicator parameter, then those parameters will be sent in the AVC notification to the SOA, regardless if their value is changing or not.  This change order proposes modifying existing test cases to support NANC 527 testing.

Chapter 8 Test Cases:



		[bookmark: A812212]8.1.2.2.1.2  Modify optional fields for a single TN ‘pending’ port for a New Service Provider. – Success



		Purpose:

		New Service Provider issues a modify Action for the following optional fields for a single TN ‘pending’ port with valid data:

Class DPC

Class SSN

LIDB DPC

LIDB SSN

CNAM DPC

CNAM SSN

ISVM DPC

ISVM SSN

WSMSC-DPC – if supported by the Service Provider SOA

WSMSC-SSN – if supported by the Service Provider SOA

Billing Service Provider ID

End-User Location - Value

End-User Location – Type

Optional Data parameters defined in the Optional Data XML – if supported by the Service Provider SOA and only if the PTO flag is set to False.



The modify request may optionally include the New SP Due Date and/or Medium Timer Indicator (if the Old SP has not concurred) with values that do not change. 



		Requirements:

		R5-27.1, R5-28, R5-29.1, R5-31.3



		Prerequisites:

		Pending port exists for the TN.

Pending port is not in conflict.



		Expected Results:

		RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies to the M-ACTION in CMIP (or MODR - ModifyReply in XML) with success. 

NOTE: Results 4 – 7 will only occur if at least one of the following attributes appear in the modify request even if their value is not changing:

subscriptionNewSP-DueDate
subscriptionNewSPMediumTimerIndicator – if supported by the Service Provider SOA

RESULT-4:  NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old Service Provider.  

RESULT-5:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.

RESULT-6:  NPAC SMS issues M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New Service Provider SOA.  

RESULT-7:  The New Service Provider SOA returns M-EVENT-REPORT confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS. 





		Actual Results:

		











		8.1.2.2.1.3  Modify “porting to original” due date for a single TN ‘pending’ port. – Success



		Purpose:

		New Service Provider issues a modify for the “porting to original” due date field for a ‘pending’ port using valid data.



Note: the modify request may optionally include the Medium Timer Indicator (if the Old SP has not concurred) with values that do not change.



		Requirements:

		R5-27.2, R5-29.2, R5-31.3



		Prerequisites:



		Expected Results:

		RESULT-1:  [bookmark: OLE_LINK23][bookmark: OLE_LINK24]NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response to itself.

RESULT-3:  NPAC SMS replies to the M-SET or M-ACTION in CMIP (or MODR – ModifyReply in XML) with success.

NOTE: Results 4 – 7 will only occur when one of the following attributes are modified or if one of the asterisked (*) attributes appears in the modify request with the same value for that attribute that appears on the subscription version:

subscriptionNewSP-DueDate*
subscriptionOldSP-DueDate*
subscriptionOldSP-Authorization*
subscriptionOldSP-AuthorizationTimeStamp
subscriptionStatusChangeCauseCode
subscriptionTimerType – if supported by the Service Provider SOA
subscriptionBusinessType – if supported by the Service Provider SOA
subscriptionOldSPMediumTimerIndicator – if supported by the Service Provider SOA*
subscriptionNewSPMediumTimerIndicator – if supported by the Service Provider SOA*

RESULT-4:  NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValuechange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old Service Provider for the modified New SP Due Date. The notification includes the Medium Timer Indicator if supplied in the modify request.

RESULT-5:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation in CMIP (or NOTR – NotificationReply) to the NPAC SMS.

RESULT-6:  NPAC SMS issues M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New Service Provider SOA for the modified New SP Due Date. The notification includes the Medium Timer Indicator if supplied in the modify request.

RESULT-7:  The New Service Provider SOA returns M-EVENT-REPORT confirmation in CMIP (or NOTR – NotificationReply) to the NPAC SMS.



		Actual Results:

		















		[bookmark: A812219]8.1.2.2.1.9  Modify optional fields for ‘pending’ ports for a range of TNs for a New Service Provider – Success



		Purpose:

		New Service Provider issues a modify for the following optional fields for ‘pending’ ports for a range of TNs with valid data:

Class DPC

Class SSN

LIDB DPC

LIDB SSN

CNAM DPC

CNAM SSN

ISVM DPC

ISVM SSN

WSMSC-DPC – if supported by the Service Provider SOA

WSMSC-SSN – if supported by the Service Provider SOA

Billing Service Provider ID

End-User Location - Value

End-User Location – Type

Optional Data parameters defined in the Optional Data XML – if supported by the Service Provider SOA and only if the PTO flag is set to False.



The modify request may optionally include the New SP Due Date and/or Medium Timer Indicator (if the Old SP has not concurred) with values that do not change.



		Requirements:

		R5-28, R5-29.1, R5-31.3



		Prerequisites:

		Pending ports exist for the range of TNs.

Pending ports are not in conflict.



		Expected Results:

		RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies in CMIP (or MODR – ModifyReply in XML) to the M-ACTION with success.

NOTE: Results 4 – 7 will only occur if at least one of the following attributes appear in the modify request even if their value is not changing:

subscriptionNewSP-DueDate
subscriptionNewSPMediumTimerIndicator – if supported by the Service Provider SOA

RESULT-4:  NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old Service Provider.  

RESULT-5:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.

RESULT-6:  NPAC SMS issues M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New Service Provider SOA.  

RESULT-7:  The New Service Provider SOA returns M-EVENT-REPORT confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS. 





		Actual Results:

		











		[bookmark: A8122115]8.1.2.2.1.15  Modify optional fields for a single TN ‘pending’ port which is in conflict for a New Service Provider. – Success



		Purpose:

		New Service Provider issues a modify for the following optional fields for a single TN ‘pending’ port request with valid data:

Class DPC

Class SSN

LIDB DPC

LIDB SSN

CNAM DPC

CNAM SSN

ISVM DPC

ISVM SSN

WSMSC-DPC – if supported by the Service Provider SOA

WSMSC-SSN – if supported by the Service Provider SOA 

Billing Service Provider ID

End-User Location - Value

End-User Location – Type

Optional Data parameters defined in the Optional Data XML – if supported by the Service Provider SOA and only if the PTO flag is set to False.



The modify request may optionally include the New SP Due Date with a value that does not change.



		Requirements: 

		R5-28, R5-29.1, R5-31.3



		Prerequisites:

		Pending port exists for the TN.

Pending port is in conflict.



		Expected Results:

		RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies to the M-ACTION in CMIP (or MODR – ModifyReply in XML) with success.



NOTE: Results 4 – 7 will only occur if the New SP Due Date appears in the modify request even if its value is not changing.



RESULT-4:  NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old Service Provider.  

RESULT-5:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.

RESULT-6:  NPAC SMS issues M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New Service Provider SOA. 

RESULT-7:  The New Service Provider SOA returns M-EVENT-REPORT confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS. 





		Actual Results:

		













		[bookmark: A8122119]8.1.2.2.1.19  Modify optional fields for ‘pending’ ports for a range of TNs which are in conflict for a New Service Provider. – Success



		Purpose:

		New Service Provider issues a modify for the following optional fields for a ‘pending’ port request for a range of TNs which are in conflict with valid data:

Class DPC

Class SSN

LIDB DPC

LIDB SSN

CNAM DPC

CNAM SSN

ISVM DPC

ISVM SSN

WSMSC-DPC – if supported by the Service Provider SOA

WSMSC-SSN – if supported by the Service Provider SOA

Billing Service Provider ID

End-User Location - Value

End-User Location – Type

Optional Data parameters defined in the Optional Data XML – if supported by the Service Provider SOA and only if the PTO flag is set to False.



The modify request may optionally include the New SP Due Date with a value that does not change.



		Requirements: 

		R5-28, R5-29.1, R5-31.3



		Prerequisites:

		Pending ports exist for the range of TNs.  

Pending ports are in conflict.



		Expected Results:

		RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies to the M-ACTION in CMIP (or MODR – ModifyReply in XML) with success.

NOTE: Results 4 – 7 will only occur if the New SP Due Date appears in the modify request even if its value is not changing.



RESULT-4:  NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old Service Provider.  The notification includes the New SP Due Date if supplied in the modify request.

RESULT-5:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.

RESULT-6:  NPAC SMS issues M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New Service Provider SOA.  The notification includes the New SP Due Date if supplied in the modify request.

RESULT-7:  The New Service Provider SOA returns M-EVENT-REPORT confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS. 





		Actual Results:

		

















Chapter 9 Test Cases:





		A.

		TEST IDENTITY



		

		Test Case Number:

		ILL 75 - 25

		Priority:

		Conditional



		

		Objective:



		SOA – Old Service Provider Personnel, using a range of TNs, modify Inter-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXX Effective Date – Success



		

		

[snip]



		

		



		E.

		TEST STEPS and EXPECTED RESULTS



		

		NPAC or SP

		Test Step



		NPAC or SP

		Expected Result





		1.

		SP

		Using the SOA, Old Service Provider personnel take action to modify the subscriptionOldSP-DueDate of Inter-Service Provider Subscription Versions for a range of TNs with a due date that is equal to the NPA-NXX Effective Date.

The modify request may optionally include the Old SP Authorization and/or Medium Timer Indicator, with values that do not change.

		SP

		The SOA issues an M-ACTION Request subscriptionVersionModify in CMIP (or MODQ – ModifyRequest in XML) to the NPAC SMS.



		2.

		NPAC

		The NPAC SMS accepts the M-ACTION Request in CMIP (or MODQ – ModifyRequest in XML) from the Service Provider SOA.

		NPAC

		1. The NPAC SMS successfully validates the Subscription Versions due date.  

2. The NPAC SMS issues an M-SET Request to itself to modify the subscriptionVersionNPAC objects and set the subscriptionModifiedTimeStamp.  

3. The NPAC SMS issues an M-SET Response to itself.  

4. The NPAC SMS issues an M-ACTION Success Response in CMIP (or MODR – ModifyReply in XML) to the Service Provider SOA.



		3.

		NPAC

		The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) for the TN range to the Old Service Provider SOA.

Note: the notification includes the Old SP Authorization and/or Medium Timer Indicator if supplied in the modify request.

		SP

		The Service Provider SOA sends confirmation for the TN range in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.







		4.

		NPAC

		The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) for the TN range to the New Service Provider SOA.

Note: the notification includes the Old SP Authorization and/or Medium Timer Indicator if supplied in the modify request.

		SP

		The New Service Provider SOA sends confirmation for the TN range in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.





[snip]











		A.

		TEST IDENTITY



		

		Test Case Number:

		ILL 75 - 26

		Priority:

		Conditional



		

		Objective:



		SOA – New Service Provider Personnel, using a range of TNs, modify Inter-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXXEffective Date – Success



		

		

[snip]



		

		



		E.

		TEST STEPS and EXPECTED RESULTS



		

		NPAC or SP

		Test Step



		NPAC or SP

		Expected Result





		1.

		SP

		Using the SOA, New Service Provider personnel take action to modify the subscriptionNewSP-DueDate of Inter-Service Provider Subscription Versions for a range of TNs with a due date that is equal to the NPA-NXX Effective Date.

If the Old SP has not concurred, the modify request may optionally include the Medium Timer Indicator, with a value that does not change.

		SP

		The SOA issues an M-ACTION Request subscriptionVersionModify in CMIP (or MODQ – ModifyRequest in XML) to the NPAC SMS.



		2.

		NPAC

		The NPAC SMS accepts the M-ACTION Request in CMIP (or MODQ – ModifyRequest in XML) from the Service Provider SOA.

		NPAC

		1. The NPAC SMS successfully validates the Subscription Versions due date.  

2. The NPAC SMS issues an M-SET Request to itself to modify the subscriptionVersionNPAC objects and set the subscriptionModifiedTimeStamp.  

3. The NPAC SMS issues an M-SET Response to itself.  

4. The NPAC SMS issues an M-ACTION Success Response in CMIP (or MODR – ModifyReply in XML) to the Service Provider SOA.



		3.

		NPAC

		The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) for the TN range to the Old Service Provider SOA.

Note: the notification includes the Medium Timer Indicator if supplied in the modify request.

		SP

		The Service Provider SOA sends confirmation for the TN range in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.



		4.

		NPAC

		The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) for the TN range to the New Service Provider SOA.

Note: the notification includes the Medium Timer Indicator if supplied in the modify request.

		SP

		The New Service Provider SOA sends confirmation for the TN range in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.





[snip]





Chapter 11 Test Cases





		A.

		TEST IDENTITY

		



		

		Test Case Number:

		2.15

		SUT Priority:

		SOA 

		R



		

		

		

		

		LSMS

		N/A



		

		Objective:



		SOA – Old Service Provider Personnel modify one pending SV.  - Success



		

		

[snip]

		



		

		

		



		D.

		TEST STEPS and EXPECTED RESULTS



		Row #

		NPAC or SP

		Test Step



		NPAC or SP

		Expected Result





		1.

		SP

		1. Using the SOA, Old SP Personnel submit a request to the NPAC to modify the due date for a pending Inter-Service Provider subscription version.  Specify the TN described in the prerequisites above.

2. The SOA issues an M-ACTION subscriptionVersionModify Request in CMIP (or MODQ – ModifyRequest in XML) to the NPAC SMS and specifies the TN.

Note: if you modify the due date, specify a due date that is greater than or equal to the NPA-NXX Live Timestamp. The modify request may optionally include the Old SP Authorization and/or Medium Timer Indicator, with values that do not change.

		NPAC

		NPAC SMS receives the M-ACTION Request in CMIP (or MODQ – ModifyRequest in XML) from the Old SP SOA. 



		

		

		[snip]

		

		



		4.

		NPAC

		· NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old SP SOA for the TN that contains the following attributes:

· start TN

· end TN (CMIP only)

· start SVID

· end SVID (CMIP only)

· subscriptionOldSP-DueDate.

Note: the notification includes the Old SP Authorization and/or Medium Timer Indicator if supplied in the modify request.

		SP

		Old SP SOA receives the M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification in CMIP (or VATN – SvAttributeValueChangeNotification in XML) from the NPAC SMS.



		5.

		SP

		Old SP SOA issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.

		NPAC

		NPAC SMS receives the M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML).



		6.

		NPAC

		NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New SP SOA for the TN that contains the following attributes:

· start TN

· end TN (CMIP only)

· start SVID

· end SVID (CMIP only)

· subscriptionOldSP-DueDate 

Note: the notification includes the Old SP Authorization and/or Medium Timer Indicator if supplied in the modify request.

		SP

		New SP SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) from the NPAC SMS.





		7.

		SP

		New SP SOA issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.

		NPAC

		NPAC SMS receives the M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML).



		

		

		[snip]

		

		











		A.

		TEST IDENTITY

		



		

		Test Case Number:

		2.28

		SUT Priority:

		SOA 

		R



		

		

		

		

		LSMS

		N/A



		

		Objective:



		SOA – Old Service Provider Personnel modify a range of 100 ‘pending’, Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. Ensure that the SVIDs for the TNs in the ranges are contiguous. The modify request is submitted as one range and results in one notification with contiguous TNs and SVIDs – Success 







[snip]



		D.

		TEST STEPS and EXPECTED RESULTS



		Row #

		NPAC or SP

		Test Step



		NPAC or SP

		Expected Result





		1.

		SP

		1. Using the SOA, Old SP Personnel submit a request to the NPAC SMS to modify the authorization flag from TRUE to FALSE for a range of 100 Inter-Service Provider subscription versions.  Specify the range of 100 consecutive TNs described in the pre-requisites above.

2. The SOA issues an M-ACTION subscriptionVersionModifyRequest in CMIP (or MODQ – ModifyRequest in XML) to the NPAC SMS for the range of TNs to set the subscriptionOldSP-Authorization to FALSE.

Note: the modify request may optionally include the Old SP Due Date and/or Medium Timer Indicator, with values that do not change.

		NPAC

		NPAC SMS receives the M-ACTION Request in CMIP (or MODQ – ModifyRequest in XML) from the Old SP SOA. 





[snip]



		8.

		NPAC

		NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old SP SOA for the range of 100 TNs that contains the following attributes:

· start TN

· end TN

· start SVID

· end SVID

· subscriptionOldSP-authorization = ‘false’

· subscriptionVersionStatus = ‘conflict’ (XML only)

· subscriptionStatusChangeCauseCode (XML only)

Note: the notification includes the Old SP Due Date and/or Medium Timer Indicator if supplied in the modify request.

		SP

		Old SP SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) from the NPAC SMS.



		9.

		SP

		Old SP SOA issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS for the range of 100 TNs.

		NPAC

		NPAC SMS receives the M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML).



		10.

		NPAC

		NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New SP SOA that contains the following attributes:

· start TN

· end TN

· start SVID

· end SVID

· subscriptionOldSP-authorization = ‘false’

· subscriptionVersionStatus = ‘conflict’ (XML only)

· subscriptionStatusChangeCauseCode (XML only)

Note: the notification includes the Old SP Due Date and/or Medium Timer Indicator if supplied in the modify request.

		SP

		New SP SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) from the NPAC SMS.





		11.

		SP

		New SP SOA issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.

		NPAC

		NPAC SMS receives the M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) from the New SP SOA.











		A.

		TEST IDENTITY

		



		

		Test Case Number:

		2.29

		SUT Priority:

		SOA 

		R



		

		

		

		

		LSMS

		N/A



		

		Objective:



		SOA – Old Service Provider Personnel modify a range of 1000 ‘pending’ Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The modify request is submitted as one range. The modify request results in one notifications containing a list of the SVIDs. – Success







[snip]



		D.

		TEST STEPS and EXPECTED RESULTS



		Row #

		NPAC or SP

		Test Step



		NPAC or SP

		Expected Result





		1.

		SP

		1. Using the SOA, Old SP Personnel submit a request to the NPAC SMS to modify the authorization flag from TRUE to FALSE for a range of 1000 Inter-Service Provider subscription versions.  Specify the range of 1000 consecutive TNs described in the pre-requisites above.

2. The SOA issues an M-ACTION subscriptionVersionModifyRequest in CMIP (or MODQ – ModifyRequest in XML) to the NPAC SMS for the range of TNs to set the subscriptionOldSP-Authorization to FALSE.

Note: the modify request may optionally include the Old SP Due Date and/or Medium Timer Indicator, with values that do not change.

		NPAC

		NPAC SMS receives the M-ACTION Request in CMIP (or MODQ – ModifyRequest in XML) from the Old SP SOA. 





[snip]



		8.

		NPAC

		NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old SP SOA for the range of 1000 TNs that contains the following attributes:

· TN Range and list of SV IDs (CMIP Only)

· paired list of TNs and SVIDs (XML Only)

· subscriptionOldSP-authorization = ‘false’

· subscriptionVersionStatus = 'conflict' (XML only)

· subscriptionStatusChangeCauseCode (XML only) 

Note: the notification includes the Old Due Date and/or Medium Timer Indicator if supplied in the modify request.

		SP

		Old SP SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) from the NPAC SMS.





		9.

		SP

		Old SP SOA issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.

		NPAC

		NPAC SMS receives the M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML).



		10.

		NPAC

		NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New SP SOA for the range of 1000 TNs that contains the following attributes:

· TN Range and list of SV IDs (CMIP Only)

· paired list of TNs and SVIDs (XML Only)

· subscriptionOldSP-authorization = ‘false’

· subscriptionVersionStatus = 'conflict' (XML only)

· subscriptionStatusChangeCauseCode (XML only)

Note: the notification includes the Old SP Due Date and/or Medium Timer Indicator if supplied in the modify request.

		SP

		New SP SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) from the NPAC SMS.





		11.

		SP

		New SP SOA issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS. 

		NPAC

		NPAC SMS receives the M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) from the New SP SOA.





[snip]





		A.

		TEST IDENTITY

		



		

		Test Case Number:

		2.30

		SUT Priority:

		SOA 

		R



		

		

		

		

		LSMS

		N/A



		

		Objective:



		SOA – Old Service Provider Personnel modify a single ‘pending’ Inter-Service Provider subscription version to change the authorization flag from TRUE to FALSE.– Success 





[snip]



		D.

		TEST STEPS and EXPECTED RESULTS



		Row #

		NPAC or SP

		Test Step



		NPAC or SP

		Expected Result





		1.

		SP

		1. Using the SOA, Old SP Personnel submit a request to the NPAC to modify the authorization flag from TRUE to FALSE for a single Inter-Service Provider subscription version.  Specify the TN described in the prerequisites above.

2. The SOA issues an M-ACTION subscriptionVersionModify Request in CMIP (or MODQ – ModifyRequest in XML) to the NPAC SMS for the TN to set the subscriptionOldSP-Authorization to FALSE.

Note: the modify request may optionally include the Old SP Due Date and/or Medium Timer Indicator, with values that do not change.

		NPAC

		NPAC SMS receives the M-ACTION Request in CMIP (or MODQ – ModifyRequest in XML) from the Old SP SOA and determines that it is valid. 





[snip]



		8.

		NPAC

		NPAC SMS issues a subscriptionVersionRangeAttributeValueChange notification in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old SP SOA that contains the following attributes:

· start TN

· end TN (CMIP Only)

· start SV ID

· end SV ID (CMIP Only)

· subscriptionOldSP-authorization = ‘false’

· subscriptionVersionStatus = ‘conflict’ (XML Only)

· subscriptionStatusChangeCauseCode (XML Only)

Note: the notification includes the Old SP Due Date and/or Medium Timer Indicator if supplied in the modify request.

		SP

		Old SP SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) from the NPAC SMS.



		9.

		SP

		Old SP SOA issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS for the TN.

		NPAC

		NPAC SMS receives the M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) from the Old SP SOA.



		10.

		NPAC

		NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification in CMIP (or VATN – SvAttributeValueChangeNotification in XML)  that contains the following attributes:

· start TN

· end TN (CMIP Only)

· start SVID

· end SVID (CMIP Only)

· subscriptionOldSP-authorization = ‘false’

· subscriptionVersionStatus = ‘conflict’ (XML Only)

· subscriptionStatusChangeCauseCode (XML Only)

Note: the notification includes the Old SP Due Date and/or Medium Timer Indicator if supplied in the modify request.

		SP

		New SP SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) from the NPAC SMS.

 



		11.

		SP

		New SP SOA issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.

		NPAC

		NPAC SMS receives the M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) from the New SP SOA.





[snip]





Chapter 12 Test Cases



		A.

		TEST IDENTITY

		



		

		Test Case Number:

		NANC 218-1

		SUT Priority:

		SOA 

		Required



		

		

		

		

		LSMS

		N/A



		

		Objective:



		SOA – (Old) Service Provider Personnel submit a single TN, subscription version modify request specifying Authorization (FALSE) and a valid status change cause code, setting the subscription version status to conflict after both Service Providers have created/concurred to the port, and prior to the Conflict Restriction Window – SUCCESS



Note: Per IIS3_4_1aPart2, the flow for scenario B.5.2.4 is not available over the XML interface.  This functionality is handled by flow B.5.2.3, “SubscriptionVersion Modify Prior to Activate Using M-ACTION”..





[snip]

		D.

		TEST STEPS and EXPECTED RESULTS



		Row #

		NPAC or SP

		Test Step



		NPAC or SP

		Expected Result





		1.

		SP

		1.    Using their SOA system, Old Service Provider Personnel submit a Subscription Version Modify request for a ‘Pending’ Subscription Version that has previously been created by the New Service Provider and concurred to by the Old Service Provider.  Specify the TN identified in the prerequisite steps above.

2.    The SOA sends either an M-ACTION Request subscriptionVersionModify in CMIP (or MODQ – ModifyRequest in XML) or an M-SET Request subscriptionVersionNPAC in CMIP (not available over the XML interface) specifying the TN identified in the prerequisite above and setting the subscriptionOldSP-Authorization to FALSE and indicating a valid subscriptionStatusChangeCauseCode.

Note: the modify request may optionally include the Old SP Due Date and/or Medium Timer Indicator, with values that do not change.

		NPAC

		NPAC SMS receives the M-ACTION request in CMIP (or MODQ – ModifyRequest in XML)/M-SET Request in CMIP (not available over the XML interface) from the Old SP SOA and verifies that each attribute specified is valid according to system requirements.





[snip]



		3.

		NPAC

		NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old SP SOA including:

· subscriptionNewSP-DueDate

· subscriptionOldSP-Authorization (set to FALSE)

· subscriptionOldSP-AuthorizationTimeStamp

· subscriptionStatusChangeCauseCode – XML only

· subscriptionVersionStatus (Conflict) – XML only

· subscriptionConflictTimeStamp

Note: the notification includes the Old SP Due Date and/or Medium Timer Indicator if supplied in the modify request.

		SP

		The Old Service Provider SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) from the NPAC SMS.



		4.

		SP

		Old SP SOA issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS indicating it successfully received the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) from the NPAC SMS.

		NPAC

		NPAC SMS receives the M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) from the Old SP SOA.





[snip]



		7.

		SP 

		NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old SP SOA including:

· subscriptionNewSP-DueDate

· subscriptionOldSP-Authorization (set to FALSE)

· subscriptionOldSP-AuthorizationTimeStamp

· subscriptionStatusChangeCauseCode – XML only

· subscriptionVersionStatus (Conflict) – XML only

Note: the notification includes the Old SP Due Date and/or Medium Timer Indicator if supplied in the modify request.

		SP

		The New Service Provider SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) from the NPAC SMS.



		8.

		SP

		New SP SOA issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS indicating it successfully received the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) from the NPAC SMS.

		NPAC

		NPAC SMS receives the M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) from the New SP SOA.





[snip]





Chapter 14 Test Cases





		A.

		TEST IDENTITY

		



		

		Test Case Number:

		NANC 441-3

		SUT Priority:

		SOA 

		Conditional



		

		

		

		

		LSMS

		N/A



		

		Objective:



		NANC 440/441 – 3: SOA – New Service Provider modifies the MTI from False to True for a single TN, Inter-SP, Pending subscription version after the T1 Timer has expired (before the Old Service Provider has issued their release).  – Success

Let T2 timer expire; NSP will receive T2 expiry notification based on their support of the L-12.0b notification priority.

Note: Per IIS3_4_1aPart2, the flow for scenario B.5.2.4 is not available over the XML interface. This functionality is handled by flow B.5.2.3, “SubscriptionVersion Modify Prior to Activate Using M-ACTION”.







[snip]



		D.

		TEST STEPS and EXPECTED RESULTS



		Row #

		NPAC or SP

		Test Step



		NPAC or SP

		Expected Result





		1.

		SP

		New Service Provider SOA issues an M-ACTION Request subscriptionVersionModify in CMIP (or MODQ – ModifyRequest in XML) for a Pending Subscription Version in which the Old Service Provider has not yet issued their release.  The Medium Timer Indicator is currently set to False.

Although the New Service Provider SOA should specify only the subscriptionNewSPMediumTimerIndicator (TRUE) in the subscriptionVersionModify, the New SP Due Date may optionally be specified in the modify request with a value that does not change.

		NPAC

		NPAC SMS receives the M-ACTION Request subscriptionVersionModify in CMIP (or MODQ – ModifyRequest in XML) from the New Service Provider SOA.

NPAC SMS verifies the request is valid and issues an M-SET to itself for the modified attributes in the subscriptionVersionNPAC object as well as sets the subscriptionModifiedTimeStamp.

NPAC SMS issues an M-SET Response to itself.



		2.

		NPAC

		NPAC SMS issues an M-ACTION Response in CMIP (or MODR – ModifyReply in XML) to the New Service Provider SOA indicating the request was successfully processed.

		SP

		New Service Provider SOA receives the M-ACTION Response in CMIP (or MODR – ModifyReply in XML) from the NPAC SMS.



		3.

		NPAC

		NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old Service Provider SOA for the attributes modified:

· subscriptionTimerType – if supported by the Service Provider SOA (MEDIUM)

· subscriptionBusinessHours – if supported by the Service Provider SOA (MEDIUM)

· subscriptionNewSPMediumTimerIndicator (TRUE)

Note: the notification includes the New SP Due Date if supplied in the modify request.

		SP

		Old Service Provider SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) and issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.



		4.

		NPAC

		NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New Service Provider SOA for the attributes modified:

· subscriptionTimerType – if supported by the Service Provider SOA (MEDIUM)

· subscriptionBusinessHours – if supported by the Service Provider SOA (MEDIUM)

· subscriptionNewSPMediumTimerIndicator (TRUE)

Note: the notification includes the New SP Due Date if supplied in the modify request.

		SP

		New Service Provider SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) and issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.







[snip]





		A.

		TEST IDENTITY

		



		

		Test Case Number:

		NANC 441-4

		SUT Priority:

		SOA 

		Conditional



		

		

		

		

		LSMS

		N/A



		

		Objective:



		NANC 440/441 – 4: SOA – Old Service Provider modifies the MTI for a range of TNs from True to False, Inter-SP, Pending (or Conflict) subscription version before the New Service Provider has issued their create – Success

Note: Per IIS3_4_1aPart2, the flow for scenario B.5.2.4 is not available over the XML interface. This functionality is handled by flow B.5.2.3, “SubscriptionVersion Modify Prior to Activate Using M-ACTION”.





[snip]



		D.

		TEST STEPS and EXPECTED RESULTS



		Row #

		NPAC or SP

		Test Step



		NPAC or SP

		Expected Result





		1.

		SP

		Old Service Provider SOA issues an M-ACTION Request subscriptionVersionModify in CMIP (or MODQ – ModifyRequest in XML) for a range of Pending and/or Conflict Subscription Versions in which the New Service Provider has not yet issued their create.  The Medium Timer Indicator is currently set to True.

Although the Old Service Provider SOA should specify only the subscriptionOldSPMediumTimerIndicator (FALSE) in the subscriptionVersionModify, the Old SP Due Date may optionally be specified in the modify request with a value that does not change.

		NPAC

		NPAC SMS receives the M-ACTION Request subscriptionVersionModify in CMIP (or MODQ – ModifyRequest in XML) from the Old Service Provider SOA.

NPAC SMS verifies the request is valid and issues an M-SET to itself for the modified attributes in the subscriptionVersionNPAC object as well as sets the subscriptionModifiedTimeStamp.

NPAC SMS issues an M-SET Response to itself.



		2.

		NPAC

		NPAC SMS issues an M-ACTION Response in CMIP (or MODR – ModifyReply in XML) to the Old Service Provider SOA indicating the request was successfully processed.

		SP

		Old Service Provider SOA receives the M-ACTION Response in CMIP (or MODR – ModifyReply in XML) from the NPAC SMS.



		3.

		NPAC

		NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old Service Provider SOA for the attributes modified:

· subscriptionTimerType – if supported by the Service Provider SOA (LONG or SHORT depending on the Port Out/Port In Timer Type in the Old and New Service Provider profiles)

· subscriptionBusinessHours – if supported by the Service Provider SOA (LONG or SHORT depending on the Port Out/Port In Timer Type in the Old and New Service Provider profiles)

· subscriptionOldSPMediumTimerIndicator (FALSE)

Note: the notification includes the Old SP Due Date if supplied in the modify request.

		SP

		Old Service Provider SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) and issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.



		4.

		NPAC

		NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New Service Provider SOA for the attributes modified:

· subscriptionTimerType – if supported by the Service Provider SOA (LONG or SHORT depending on the Port Out/Port In Timer Type in the Old and New Service Provider profiles)

· subscriptionBusinessHours – if supported by the Service Provider SOA (LONG or SHORT depending on the Port Out/Port In Timer Type in the Old and New Service Provider profiles)

· subscriptionOldSPMediumTimerIndicator – if supported by the Service Provider SOA (FALSE)

Note: the notification includes the Old SP Due Date if supplied in the modify request.

		SP

		New Service Provider SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) and issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.





[snip]





		A.

		TEST IDENTITY

		



		

		Test Case Number:

		NANC 441-5

		SUT Priority:

		SOA 

		Conditional



		

		

		

		

		LSMS

		N/A



		

		Objective:



		SOA – New Service Provider modifies the MTI from False to True for an Inter-SP, Porting to Original subscription version (before the Old Service Provider has issued their release) – Success

Note: Per IIS3_4_1aPart2, the flow for scenario B.5.2.4 is not available over the XML interface. This functionality is handled by flow B.5.2.3, “SubscriptionVersion Modify Prior to Activate Using M-ACTION”.





[snip]



		D.

		TEST STEPS and EXPECTED RESULTS



		Row #

		NPAC or SP

		Test Step



		NPAC or SP

		Expected Result





		1.

		SP

		New Service Provider SOA issues an M-ACTION Request subscriptionVersionModify in CMIP (or MODQ – ModifyRequest in XML) for a Pending Subscription Version in which the Old Service Provider has not yet issued their release.  The Medium Timer Indicator is currently set to False.

Although the New Service Provider SOA should specify only the subscriptionNewSPMediumTimerIndicator (TRUE) in the subscriptionVersionModify, the New SP Due Date may optionally be specified in the modify with a value that does not change.

		NPAC

		NPAC SMS receives the M-ACTION Request subscriptionVersionModify in CMIP (or MODQ – ModifyRequest in XML) from the New Service Provider SOA.

NPAC SMS verifies the request is valid and issues an M-SET to itself for the modified attributes in the subscriptionVersionNPAC object as well as sets the subscriptionModifiedTimeStamp.

NPAC SMS issues an M-SET Response to itself.



		2.

		NPAC

		NPAC SMS issues an M-ACTION Response in CMIP (or MODR – ModifyReply in XML) to the New Service Provider SOA indicating the request was successfully processed.

		SP

		New Service Provider SOA receives the M-ACTION Response in CMIP (or MODR – ModifyReply in XML) from the NPAC SMS.



		3.

		NPAC

		NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old Service Provider SOA for the attributes modified:

· subscriptionTimerType – if supported by the Service Provider SOA (MEDIUM)

· subscriptionBusinessHours – if supported by the Service Provider SOA (MEDIUM)

· subscriptionNewSPMediumTimerIndicator (TRUE)

Note: the notification includes the New SP Due Date if supplied in the modify request.

		SP

		Old Service Provider SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) and issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.



		4.

		NPAC

		NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New Service Provider SOA for the attributes modified:

· subscriptionTimerType – if supported by the Service Provider SOA (MEDIUM)

· subscriptionBusinessHours – if supported by the Service Provider SOA (MEDIUM)

· subscriptionNewSPMediumTimerIndicator (TRUE)

Note: the notification includes the New SP Due Date if supplied in the modify request.

		SP

		New Service Provider SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) and issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.





[snip]





		A.

		TEST IDENTITY

		



		

		Test Case Number:

		NANC 441-7

		SUT Priority:

		SOA 

		Optional



		

		

		

		

		LSMS

		N/A



		

		Objective:



		NANC 440/441 – 7: SOA – Old Service Provider modifies the MTI for a single TN, Inter-SP, Pending (or Conflict) subscription version after both Service Providers issued their initial create and prior to the activate – Success

Note: Per IIS3_4_1aPart2, the flow for scenario B.5.2.4 is not available over the XML interface. This functionality is handled by flow B.5.2.3, “SubscriptionVersion Modify Prior to Activate Using M-ACTION”.





[snip]



		D.

		TEST STEPS and EXPECTED RESULTS



		Row #

		NPAC or SP

		Test Step



		NPAC or SP

		Expected Result





		1.

		SP

		Old Service Provider SOA issues an M-ACTION Request subscriptionVersionModify in CMIP (or MODQ – ModifyRequest in XML) for a single Pending or Conflict Subscription Version in which the New Service Provider has also issued their create.  The Medium Timer Indicator is currently set to True.

Although the Old Service Provider SOA should specify only the subscriptionOldSPMediumTimerIndicator (FALSE) in the subscriptionVersionModify, the Old SP Due Date may optionally be specified in the modify request with a value that does not change.

		NPAC

		NPAC SMS receives the M-ACTION Request subscriptionVersionModify in CMIP (or MODQ – ModifyRequest in XML) from the Old Service Provider SOA.

NPAC SMS verifies the request is valid and issues an M-SET to itself for the modified attributes in the subscriptionVersionNPAC object as well as sets the subscriptionModifiedTimeStamp.

NPAC SMS issues an M-SET Response to itself.



		2.

		NPAC

		NPAC SMS issues an M-ACTION Response in CMIP (or MODR – ModifyReply in XML) to the Old Service Provider SOA indicating the request was successfully processed.

		SP

		Old Service Provider SOA receives the M-ACTION Response in CMIP (or MODR – ModifyReply in XML) from the NPAC SMS.



		3.

		NPAC

		NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old Service Provider SOA for the attributes modified:

· subscriptionTimerType – if supported by the Service Provider SOA (LONG or SHORT depending on the Port Out/Port In Timer Type in the Old and New Service Provider profiles)

· subscriptionBusinessHours – if supported by the Service Provider SOA (LONG or SHORT depending on the Port Out/Port In Timer Type in the Old and New Service Provider profiles)

· subscriptionOldSPMediumTimerIndicator (FALSE)

Note: the notification includes the Old SP Due Date if supplied in the modify request.

		SP

		Old Service Provider SOA receives the M-EVENT-REPORT CMIP (or VATN – SvAttributeValueChangeNotification in XML) and issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.



		4.

		NPAC

		NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New Service Provider SOA for the attributes modified:

· subscriptionTimerType – if supported by the Service Provider SOA (LONG or SHORT depending on the Port Out/Port In Timer Type in the Old and New Service Provider profiles)

· subscriptionBusinessHours – if supported by the Service Provider SOA (LONG or SHORT depending on the Port Out/Port In Timer Type in the Old and New Service Provider profiles)

· subscriptionOldSPMediumTimerIndicator – if supported by the Service Provider SOA (FALSE)

Note: the notification includes the Old SP Due Date if supplied in the modify request.

		SP

		New Service Provider SOA receives the M-EVENT-REPORT in CMIP (or VATN – SvAttributeValueChangeNotification in XML) and issues an M-EVENT-REPORT Confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.
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Summary

3

Ongoing Update from the Sub-Team …

A set of SPIDs that were deemed out of business (OOB) during the NPAC transition as per the due diligence of the iconectiv Onboarding team OR choose not to Onboard and informed iconectiv of that decision still had Active NPAC data in the regional database at the cut-over point.

iconectiv Account Management team collected and analyzed the scope of this Active Data: NPA-NXX codes, LRNs, NPA-NXX-X codes, SVs, NPBs

The TOSC formed a sub-team which has reviewed the original analysis and provided a set of proposals (now closed Action Item 10102018-02) as to how further progress in data cleanup can be achieved

Other numbering administrators (NANPA, PA) have supported the sub-team. Continued thanks to them. 

Overall GOAL: to the best of our ability ensure that resources that support porting flows are correctly defined and assigned in NPAC to ensure smoothest porting operations

Secondary GOAL: remove unused data from NPAC where applicable
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Several more SPID Migrations have occurred since the last update in March.

At this time just 1 additional Migration is scheduled for June. This will resolve one more obsolete SPID.

Re-queried all  226 “open” NPA-NXX codes on NANPA site to check if Owner has changed

Identified 1 Code that has very recently changed Owner to a new OCN but for which a SPID Migration has yet not been requested by the New Code Owner in NPAC – hopefully forthcoming? 

Have raised the concern/finding during past updates. We also sent out an Industry Notifications on March 15

Still have 6 (was 7) NPA-NXX codes that are NOT on the NANPA site, but are in NPAC – and assigned to an obsolete SPID – and have Active Data

Only 2 SPIDs are involved here

Re-queried the 60 NPA-NXX-X codes – no changes identified

Worked/ing with a few Service Providers to resolve the gap for SVs in Disconnect Pending where the Old SPID is one of the now obsolete SPIDs.

Much thanks to those SPs that replied and have agreed to the workaround procedures

Worked with a few Service Providers to resolve their use of Obsolete SPIDs in the altSPID field on SVs.

Again, thanks to those SPs that have assisted this aspect of the cleanup effort

Removed unused LRNs and disconnected SVs for TNs not in service as approved at the previous TOSC meeting

4

Recent Activity 







Bottom Line: 72% of the OOB/Did Not Onboard SPIDs that had Active Data are now fully resolved. (November this was 3%, January was 44%, March was 63%)

Progress since March report: 8% of NPA-NXXs re-assigned, 82% of LRNs removed, and 24% of the SVs disconnected/snapped back

5

Active Data Summary thru 5/6/2019

§ Only 10 SPIDs for NPBs/NPA-NXX-Xs/POOL SVs where 1 SPID represents 50% and another 25%

$ 2 SPIDs represent 80%



		 		Overall Data Status						NPA-NXX
Count								LRN
Count				NPA-NXX-X
Count				NPB
Count		SV Count				

		SPID
Determination		Total		Open		Closed/
Complete		Original		Current		Codes in
Scheduled SPID Migrations		Remaining		Original		Current		Original		Current		Current		Original
All Types		Current
LSPP/LISP		Current
POOL

		Out of Business		117		35		82		580		126		0		126		439		29		67		25		25		96941		25853$		24925

		Did Not Onboard		100		26		74		296		110		0		110		248		13		57		37		37		53556		2147		35393

		Totals		217		61		156		876		236		10		236		687		42		124		62		62§		150497		28000		60318

																																

		Started Onboarding,
Did Not Finish		13		10		 		103		100		2		98		458		152		47		47		47		39381		5324		33947









There are still 226 NPA-NXX Codes across 55 SPIDs which the NANPA currently reflects assigned to an OCN which maps to an NPAC SPID and that SPID is OOB or did not Onboard

Resolve further the obsolete SPIDs populated as Old SPID on Disconnect Pending SVs

At most there are 15 SPIDs left to resolve in this condition. 

Some may not be feasible to apply the procedure due to multiple New SPIDs; or a single NSP may not agree – resolution is an ‘all or nothing’ for a given obsolete SPID

Obsolete SPIDs that currently have no Active Data left (have been resolved) – BUT the obsolete SPID is used in the altSPID field by another Service Provider

We started with about 20 such SPIDs and now there are 7 SPIDs -  such SPIDs cannot be removed unless the New SP agrees to update the SVs and remove or change the altSPID

There are 5 New SPIDs involved that populated the obsolete SPID in the altSPID. Unfortunately 2 of these are OOB SPIDs, 1 is a company that may no longer be in service, 1 SPID responded to outreach but no action taken yet, the last SPID has not responded to the outreach

The set of SPIDs with Active Data that Started to Onboard but simply never completed is now down to 10.

6

What is Left?







Feedback on one case with interesting message

Calling the TNs marked as Active results in message “… Calls to these area codes have been restricted…”. Multiple sub-team members received the same result

Total of 51 SVs in: 270-230, 270-242, 270-259, 270-287, 270-465, 270-699

Manually call more TNs that are marked as Active in NPAC, but likely no longer in Service

Now left with ~5 SPIDs to consider this option, the rest have too many records

This is a FUN activity!

NANPA continues to work their processes; eventually this will result in progress towards the original goal(s)

7

Next Steps
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Steps Taken

Created PIM status report

Identified all PIMs related to Transition

Associated PIMs to NANC CO #

Reviewed all associated COs - Status = Implemented

Verified resolution status in NPAC as applicable

Verified that documents/Industry specifications updated

Verified latest version of document posted to website
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PIM Resolution Summary

33 Transition related PIMS 

28 – Resolved (i.e., associated NANC COs were implemented, or Industry consensus was of no value or no NANC CO was required to resolve the issue)

5 – Open

3 - Related NANC CO all Status = Requested (PIMs – 112, 115, 121)

1 - Being worked by iconectiv (PIM 118)

1 - Pending closure – Doc Only updates (PIM 119)
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PIM Details

4

		PIM #		PIM Date Originated/Submitted		PIM Status		CO #		CO Date Accepted		Description		CO Status

		89		7/11/17		Resolved		NANC 500		7/27/17		CMIP User ID Field Validation - v2		Implemented

		90		7/11/17		Resolved		NANC 501		7/27/17		CMIP Synchronizaton Field Validation - v2		Implemented

		91		7/11/17		Resolved		NANC 505		9/12/17		Date Time Stamp Format		Implemented

		92		7/11/17		Resolved		NANC 502		7/27/17		XML Optional Data Validation		Implemented

		93		7/11/17		Resolved		NANC 518		2/14/18		PTO SV Create FRS Doc-Only Change		Implemented

		94		7/11/17		Resolved		NANC 506		9/12/17		Not Filter		Implemented

		95		7/11/17		Resolved		NANC 507		9/12/17		Effective Release Date Disc		Implemented

		96		7/31/17		Resolved		NANC 508		9/12/17		Recovery SPName		Implemented

		97		7/31/17		Resolved		NANC 509		9/12/17		Modify Pending Old SP Auth		Implemented

		98		8/4/17		Resolved		NANC 510		9/12/17		Network Data Delete Recovery		Implemented

		99		8/4/17		Resolved		NANC 511		9/12/17		LSMS SV Query Response RDN		Implemented

		100		8/4/17		Resolved		NANC 512		9/12/17		SP Recovery Request RDN		Implemented

		101		8/22/17		Resolved		NANC 513		9/12/17		LSMS Query Response Attributes		Implemented

		102		8/22/17		Resolved		NANC 504		8/22/17		Recovery of Modified SVs		 Industry consensus was no value

		103		7/11/17		Resolved		NANC 516		1/9/18		XML Messages - Extraneous SPIDs		Implemented

		104		1/26/18		Resolved		NANC 519		3/6/18		BDD File Compression		Implemented

		105		2/14/18		Resolved		NANC 520		3/6/18		SIC SMURF Naming Convention – Doc Only Changes		Implemented

		106		3/6/18		Resolved		NANC 522		6/5/18		BDD File SSN Field		Implemented

		107		3/6/18		Resolved		NANC 525		7/10/18		MUMP Mass Pooling - v4  related: NANC 532, 536, 537		Requested

		107		3/6/18		 Resolved		NANC 524		7/10/18		MUMP capabilities- Near Term		Implemented

		108		3/6/18		Resolved		NANC 530		9/11/18		Hold/Replay Clarifications - v2		Implemented

		109		3/12/18		Resolved		N/A		 		CMIP Only Hold – Replay		Industry consensus was no value

		110		3/12/18		Resolved		NANC 523		4/24/18		Implicit NPAC SMS Requirements		Implemented

		111		4/24/18		Resolved		NANC 526		6/5/18		SIC SMURF File Production		Implemented

		112		4/24/18		Open		NANC 531		9/11/18		Recovery/Roll up		Requested

		113		5/9/18		Resolved		NANC 527		6/5/18		Modify SV No AVC Notifications		Implemented

		114		5/9/18		Resolved		NANC 529		9/11/18		Multiple SVs for TNs in BDD file 		Implemented

		115		5/9/18		Open		NANC 533		11/6/18		Audits with Activation Timestamp Range 		Requested

		116		7/5/18		Resolved				 		Customer Typing - SPIDs		 

		117		7/5/18		Resolved				 		SPID Naming		 

		118		7/5/18		Open				 		Not Onboarding SPIDS with Active SV Data 		 

		119		9/11/18		Open		NANC 534		11/6/18		Reference Data updates for new NPA-NXX - Doc Only Change		Open

		120		9/11/18		Resolved				 		Alt SPID cleanup		 

		121		9/11/18		Open		NANC 535		11/6/18		SP Deletion Validations for Alt SPID and Last Alt SPID		Requested



© 2019  iconectiv.  All rights reserved.







 



4



Process Improvement Recommendations

Add the following fields to the PIM form:

Related Documents (e.g., Best Practices, NANC CO, etc.)

For an example of proposed Related Documents format see [snip] below in blue

Final Resolution Description

 For an example of proposed Final Resolution format see [snip] below in blue

[snip]
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Next Steps

Add Final Resolution field to PIM form

Populate Final Resolution information for all Transition related PIMs

e.g., This issue resulted in the creation and acceptance of a NANC Change Order.  For further detail refer to the Change Order(s) identified in the Related Documents field below. 

Add Related Documents field to PIM form

Populate Related Documents field on all Transition related PIMs

e.g., NANC 524 

Post updated documents to LNPA WG website

Continue to track and facilitate PIM/CO process to achieve closure of all outstanding issues

6
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Final Resolution Summary

28 Resolved Transition PIMS – Final Resolution added

24 PIMs - Standard wording

23 PIMs - Final Resolution wording - This issue resulted in the creation and acceptance of a NANC Change Order.  For further detail refer to the NANC Change Order(s) identified in the Related Documents field below.

1 PIM (107) – Final Resolution wording - This issue resulted in the creation and acceptance of two NANC Change Orders.  For further detail refer to the NANC Change Order(s) identified in the Related Documents field below.

4 PIMs – Non-Standard wording (109, 116, 117, 120)
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PIM_124_-_Multiple_Simultaneous_Requests.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  03/5/2019

Company(s) Submitting Issue: iconectiv (LNPA)

Contact(s):  Name John P. Malyar_



         Contact Number 7 3 2 /6 9 9 /7192


         Email Address   jmalyar@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)

The LNPA has observed that on several occasions that the current service provider has attempted to modify an active subscription version (SV) by simultaneously submitting both a modify active request and a new LISP activation request. This may result in a rare occurrence of two active SVs for the same telephone number. 

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


The LNPA has observed that on several occasions that the current service provider has attempted to modify an active subscription version (SV) by simultaneously submitting both a modify active request and a new LISP activation request. This may result in a rare occurrence of two active SVs for the same telephone number. 


The routing information in both requests are identical. The potential race condition that could occur due to submitting these two distinct requests concurrently may result in the unintended consequence of having two active subscriptions with identical routing information. Either request achieves the intended result of modifying the routing information. There is no reason to submit the “logically” duplicate request. 

B.   Frequency of Occurrence:

This situation has occurred very infrequently. It has occurred at least once via the SOA messaging and during the MUMP by two different service providers. 

C. NPAC Regions Impacted:


 Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL X

D.  Rationale why existing process is deficient: 


The two requests are redundant and may have the unfortunate result of creating two different active SVs for the same telephone number.

E.   Identify action taken in other committees / forums: 


F.   Any other descriptive items: 

3. Suggested Resolution: 


Inform the Service Providers that the two simultaneous requests are unnecessary and not only increase the workload but could result in an error condition due to the concurrent processing. A best practice could provide the enforcement regarding what is expected for modifying an active subscription version. Also reviewing the current FRS to ensure this situation has the appropriate requirements to take action to prevent the duplicate active SV situation.  

4. Final Resolution:

LNPA WG: (only)


Item Number: PIM #
124


Related Documents:

Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NANC TBD - Vendor Certification and Regression Test Plan - doc only updates for Release 5.0.docx
NANC TBD – Vendor Certification and Regression Test Plan Updates

Origination Date:  05/07/2019

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC TBD

Description:  Vendor Certification and Regression Test Plan – doc-only updates

Functional Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT



		DOC

		FRS

		IIS



		

		N

		N







		CMIP

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N







		XML

		XIS

		XSD

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N









Business Need

Documentation Updates associated with the implementation of NANC 528 (GDMO-ASN.1-XSD Updates associated with the sunsetting of features in the iconectiv NPAC SMS implementation) in NPAC SMS documentation release 5.0 are needed.  NANC 528 is a conglomeration of interface changes associated with a host of change orders, including the sunset change orders NANC 460 and 461.  Although many updates to the Vendor Certification and Regression Test Plan have already been made due to sunsetting of these features, a few additional updates to test cases are needed associated with the sunsetting of Customer Contact Data in NANC 461.



Description of Change:

Changes listed below.



[bookmark: _Toc59881639]Vendor Certification and Regression Test Plan Updates:


Chapter 8 Test Cases:

With NANC 461 and the deprecation of the capability to modify Customer Contact Data on the CMIP interface, a set of Test Cases associated with modifying Customer Contact Data were deprecated (NANC 517), although error processing was introduced to return a specific type of error.  With NANC 528 and the removal of the Customer Contact Data from the NPAC SMS, the specialized error processing is no longer needed and normal CMIP error processing will apply (trying to modify an attribute that doesn’t exist).  The following test cases are being updated.



		[bookmark: Case81123_2]8.1.1.2.1.2  Modify an existing service provider’s profile by adding contact data via the SOA Mechanized Interface. – Success

Note: Per IIS3_4_1aPart2 scenario B.3.5, this flow is not available over the XML interface.







Test Case was removed with implementation of NANC 461 (sunset capability to modify customer contact data) and NANC 528.  Note, if a SOA or LSMS issues a modify request to modify customer contact data via the CMIP mechanized interface, an error will be returned. 



		[bookmark: Case81123_3]8.1.1.2.1.3  Modify an existing service provider’s profile by deleting non-required contact data via the SOA Mechanized Interface. – Success

Note: Per IIS3_4_1aPart2 scenario B.3.5, this flow is not available over the XML interface.







Test Case was removed with implementation of NANC 461 (sunset capability to modify customer contact data) and NANC 528.  Note, if a SOA or LSMS issues a modify request to modify customer contact data via the CMIP mechanized interface, an error will be returned.



		[bookmark: Case81123_4]8.1.1.2.1.4  Modify an existing service provider’s profile by modifying network address data via the SOA Mechanized Interface. – Success

Note: Per IIS3_4_1aPart2 scenario B.3.5, this flow is not available over the XML interface.







Test Case was removed with implementation of NANC 461 (sunset capability to modify customer network address data) and NANC 528.  Note, if a SOA or LSMS issues a modify request to modify customer network address data via the CMIP mechanized interface, an error will be returned.



		[bookmark: Case81123_5]8.1.1.2.1.5  Modify an existing service provider’s profile with invalid contact data via the SOA Mechanized Interface. – Error

Note: Per IIS3_4_1aPart2 scenario B.3.5, this flow is not available over the XML interface.







Test Case was removed with implementation of NANC 461 (sunset capability to modify customer contact data) and NANC 528.  Note, if a SOA or LSMS issues a modify request to modify customer contact data via the CMIP mechanized interface, an error will be returned.









		8.1.1.2.2.2  Modify an existing service provider’s profile by adding contact data via the LSMS Mechanized Interface. – Success

Note: Per IIS3_4_1aPart2 scenario B.3.5, this flow is not available over the XML interface.







Test Case was removed with implementation of NANC 461 (sunset capability to modify customer contact data) and NANC 528.  Note, if a SOA or LSMS issues a modify request to modify customer contact data via the CMIP mechanized interface, an error will be returned. 



		8.1.1.2.2.3  Modify an existing service provider’s profile by deleting non-required contact data via the LSMS Mechanized Interface. – Success

Note: Per IIS3_4_1aPart2 scenario B.3.5, this flow is not available over the XML interface.







Test Case was removed with implementation of NANC 461 (sunset capability to modify customer contact data) and NANC 528.  Note, if a SOA or LSMS issues a modify request to modify customer contact data via the CMIP mechanized interface, an error will be returned.



		8.1.1.2.2.4  Modify an existing service provider’s profile by modifying network address data via the LSMS Mechanized Interface. – Success

Note: Per IIS3_4_1aPart2 scenario B.3.5, this flow is not available over the XML interface.







Test Case was removed with implementation of NANC 461 (sunset capability to modify customer network address data) and NANC 528.  Note, if a SOA or LSMS issues a modify request to modify customer network address data via the CMIP mechanized interface, an error will be returned.



		8.1.1.2.2.5  Modify an existing service provider’s profile with invalid contact data via the LSMS Mechanized Interface. – Error

Note: Per IIS3_4_1aPart2 scenario B.3.5, this flow is not available over the XML interface.







Test Case was removed with implementation of NANC 461 (sunset capability to modify customer contact data) and NANC 528.  Note, if a SOA or LSMS issues a modify request to modify customer contact data via the CMIP mechanized interface, an error will be returned.





Currently, the XML interface supports querying Service Provider data for your own SPID and other service providers’ SPIDs (CMIP only allows querying for your own SPID).  When a SOA or LSMS queries for service provider data associated with other service providers’ SPIDs, short-form data (primarily SPID, SP Name, and SP Type) is returned in XML but when you query your own SPID, long-form data including the short-form data plus Customer Contact Data is returned.  With NANC 528 and the removal of the Customer Contact Data from the NPAC SMS, all XML queries will now only return short-form data and hence the XML distinction of short-form and long-form data for the Service Provider Query Reply is being removed from the XML interface.  The following Test Cases need updating.  Also update the Chapter 7 Title/Description for these Test Cases too.



		[bookmark: Case81141_4]
8.1.1.4.1.4a  Service Provider Query to the NPAC for another Service Provider's data via the SOA. – Error (CMIP), Short-FormSuccess (XML)



		Purpose:

		The SOA queries the NPAC for another service provider data.



		Requirements:

		R4-5.1, R4-5.2, R4-24.1, R4-25, R4-26.2, R4-27, R4-29



		Prerequisites:

		Service Provider data exists.



		Expected Results:

		RESULT-1:  The SOA takes action to query in CMIP (or SPQQ – SpidQueryRequest in XML) other service provider data.

RESULT-2:  NPAC SMS verifies the Service Provider queried exists on the NPAC.  

For CMIP, NPAC SMS verifies the service provider information to be retrieved is owned by the Service Provider that initiated the request.  M-Get Error is issued in CMIP to SOA of Access Denied.  

In XML, SPQR – SpidQueryReply contains a successful response with short-formthe appropriate data.



		Actual Results: 

		













		
8.1.1.4.1.4b  Service Provider Query to the NPAC for another Service Provider's data via the LSMS. – Error (CMIP), Short-FormSuccess (XML)



		Purpose:

		The LSMS queries the NPAC for another service provider data.



		Requirements:

		R4-5.1, R4-5.2, R4-24.1, R4-25, R4-26.2, R4-27, R4-29



		Prerequisites:

		Service Provider data exists.



		Expected Results:

		RESULT-1:  The LSMS takes action to query in CMIP (or SPQQ – SpidQueryRequest in XML) other service provider data.

RESULT-2:  NPAC SMS verifies the Service Provider queried exists on the NPAC.

For CMIP, NPAC SMS verifies the service provider information to be retrieved is owned by the Service Provider that initiated the request.  M-Get Error is issued in CMIP to LSMS of Access Denied.  

In XML, SPQR – SpidQueryReply contains a successful response with short-formthe appropriate data.



		Actual Results: 

		











Chapter 12 Test Cases



Test Cases NANC 322-1 and NANC 322-2, concerning BDD Response Files, associated with NANC 460, have been deleted in Chapter 12, but they also need to be identified as deprecated and no longer applicable from the Test Case listing in Chapter 7.
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