


AUGUST 9, 2017 LNPA WORKING GROUP ACTION ITEMS ASSIGNED:

NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:
· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL
· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL
· THIRD TWO (or FOUR) DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL
· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER

NEW ACTION ITEMS OPENED DURING THE AUGUST 9, 2017 LNPA WG and APT MEETINGs:

08092017-01:  SOA and LSMS Vendors that use the application error code file in their systems are to state which columns in the error code file they are dependent upon. Change Order 503 was accepted because a 4 column error code file is needed instead of the 2 column file currently produced by iconectiv.  



08092017-02:  SOA and LSMS vendors are to determine if they have an impact from this Change Order and to determine by the next meeting if CO 498 needs to be updated. The mechanized users of these vendors also need to respond. Long term implementation planning is underway. 


[bookmark: _MON_1564548165]

08092017-03:  Tri-chairs will forward Change Orders 499, 500, 501, and 502 to the NAPM LLC to request SOWs from iconectiv.  (COMPLETED 8/9)

08092017-04:  Jim Rooks/Neustar to provide a date by which a response could be provided to iconectiv’s request for requirements on the implementation of the logical operator ‘NOT’ in the Neustar NPAC CMIP interface. (COMPLETED 8/16)

ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA WG MEETINGS:
Project Executive Action Item (as a result of the APT meeting):
07112017-19 – Project Executives will discuss document changes that will be needed to address removal of item h from requirements listed in section 1.7 of the NPAC SMS Turn Up Test Plan as it relates to complicating factors from cloud computing endeavors.

(h) When the hardware of a local product (SOA/LSMS) is changed, then Turn-Up Testing by local system developers and (optionally) Users is required.  In this situation, standard regression test cases shall be performed.

Service Provider/Local System Vendor Action Items:
07112017-02 - Service Providers are to determine if it is necessary for them to receive a “Disconnect Pending” message when the Effective Release Date is in the past.  REVISED: All impacted users are requested to identify if a work around can be devised and how long can it be sustained after Go-Live. Expected response by 8/22. 

07112017-03 - Service Providers/Vendors to determine if they use the “NOT” operand in scoped and filtered queries.  If so, determine if they have a work around. REVISED: All impacted users are requested to identify how the NOT operand is used, which objects and which fields. If a work around can be devised, how long can it be sustained after Go-Live. Expected response by 8/22.

Neustar Action Items:
07112017-11 - Neustar action item to move NANC 495 to the Implemented List.

07112017-14- Neustar action item to review Chapter 10 Test Case 6.5.3 regarding the failed list being on the pooled SV in Step 12 (same concern as Test Case 6.5.6).

07112017-15 - Neustar action item to review Chapter 10 Test Case 6.5.6 regarding the failed list being on the pooled SV in Step 12 (same concern as Test Case 6.5.3).

Transition Oversight Manager (TOM) Action Items:
07112017-16 - TOM to work with iconectiv and local vendors on the Release B testing schedule.


COMPLETED ACTION ITEMS FROM THE JULY 2017 LNPA WG and APT MEETINGs:
Tri-Chair Action Item:
07112017-01 - Tri-Chairs to inform the NAPM LLC that NANC Change Orders 461, 493, 494, and 496 are approved and ready to forward to iconectiv to request SOWs.  Completed

Service Provider/Local System Vendor Action Items:
07112017-20 - captured for stakeholders to consider implications to not having a SPID migration blackout on 6/3/2018.  Sprint brought this up in general terms.  Completed on 8/9 call

iconectiv Action Items:
07112017-04 - iconectiv took an action item to provide clarified interpretation to the Tri-Chairs regarding how testing issues may be introduced at the LNPA WG and APT meetings. COMPLETED DURING THE MEETING.
iconectiv will provide items to the Industry in support of all parties given it is iconectiv confidential information.

07112017-05 - iconectiv will overlay their proposed transition-related SPID migration blackout schedule onto the usual 1st Sunday of the month and Holiday blackouts for 2018.  This document will be reviewed on the August 9, 2017 LNPA WG call. Completed on 8/9 call

07112017-06 - iconectiv action item to put NANC 497 in Change Order format and set the Neustar NPAC impact to N.  COMPLETED DURING THE MEETING.

07112017-07 - iconectiv to send a write-up to Neustar regarding Chapter 13 Test Case 394-3. COMPLETED DURING THE MEETING.

07112017-18 – iconectiv to develop Change Orders 500 and 501 on behalf of PIMs 89 and 90 respectively. The Change Orders were shared during the July 27th APT meeting. COMPLETED

Neustar Action Items:
07112017-08 - Neustar action item to revise NANC 493 to create two NPAC impact boxes, one for Neustar and one for iconectiv, and change the GDMO impact to Y.  COMPLETED DURING THE MEETING.

07112017-09 - Neustar action item to revise NANC 494 (XML Message Deletion Requirement) to create two NPAC impact boxes, one for Neustar and one for iconectiv.  COMPLETED DURING THE MEETING.

07112017-10 - Neustar took an action item to revise NANC 495 to create a new NPAC impact box for iconectiv = N, and to set SOA and LSMS impacts to Y.  COMPLETED DURING THE MEETING.

07112017-12 - Neustar action item to put NANC 496 in Change Order format and set the iconectiv NPAC impact to Y.  COMPLETED DURING THE MEETING.

07112017-13 - Neustar action item to put NANC 498 in Change Order format.  COMPLETED DURING THE MEETING.

Bridget Alexander Action Item:
07112017-17 – Bridget will provide an informational summary of the July open commission meeting NPRM’s. Completed on 8/9 call
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Option 1:  3 Simultaneous Associations for SPID / System Type

Step 1.   Bind with Recovery with soaMgmt/dataDownload (SOA) or dataDownload/networkDataMgmt (LSMS) function.



Step 2.  Perform desired recovery.



Step 3:  Issue lnpRecoveryComplete.  Association is now in Normal mode.



Step 4.  Release association.  Store time of association release.  



Step 5. Bind with Recovery with whichever function that has recoverable messages that was not used in Step 1.  That is dataDownload/soaMgmt (SOA) or networkDataMgmt/dataDownload (LSMS).



Step 6.  Perform desired recovery.



Step 7.  Issue lnpRecoveryComplete.  Association is now in Normal mode.  



Step 8.  Bind without Recovery with function used in Step 1.  That is, soaMgmt/dataDownload (SOA) or dataDownload/networkDataMgmt (LSMS).



Step 9.  If desired, perform time-based recovery requests, where supported, starting at the time recorded in Step 4 and ending at the time of association establishment in Step 8.



Step 10 (may be done in parallel with Step 8).  Bind without Recovery with function unit not yet used in steps above:  networkDataMgmt (SOA) or query (LSMS).  



Step 11.  All associations are in Normal mode with processing that is BAU.  






Option 2:  2 Simultaneous Associations for SPID / System Type, with both functions that have “recoverable” messages on the same association.

Step 1.   Bind with Recovery with soaMgmt AND dataDownload (SOA) or dataDownload AND networkDataMgmt (LSMS) function.



Step 2.  Perform desired recovery.



Step 3:  Issue lnpRecoveryComplete.  Association is now in Normal mode.



[bookmark: _GoBack]Step 4.  Bind without Recovery with function unit not yet used in steps above:  networkDataMgmt (SOA) or query (LSMS).  



Step 5.  All associations are in Normal mode with processing that is BAU.  
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NANC 498 - Muliple Associations.docx
NANC 498 –V1

Origination Date:  07/11/17

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC 498

Description:  Muliple Associations



Functional Backwards Compatible:  TBD



IMPACT/CHANGE ASSESSMENT



		DOC

		FRS

		IIS



		

		Y

		Y







		CMIP

		GDMO

		ASN.1

		Neustar NPAC

		iconectiv NPAC

		SOA

		LSMS



		

		Y

		N

		N

		Y

		TBD

		TBD







		XML

		XIS

		XSD

		Neustar NPAC

		iconectiv NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N

		N









Business Need

iconectiv proposes changes to the FRS, IIS, and GDMO to clarify and document the behavior for multiple simultaneous CMIP associations for a given SPID/system type (system type is SOA or LSMS), particularly with regard to recovery.   The IIS currently contains this statement in IIS Section 5.3.4:  “one association should be established for recovery and no other associations should be established in normal mode until recovery is complete”.  iconectiv believes that additional details of the NPAC behavior around this statement should be provided in the IIS/GDMO and requirements updates to reflect the intent of the existing IIS statement should be added to the FRS.



Description of Change:

Changes detailed below.



FRS Changes:

…

6.7 Recovery 

…

Add the following new requirements:



Req. 1  Accept Attempt to Establish Only Association, or to Establish an Association When Association Functions on an Existing Association Intersect 

[bookmark: OLE_LINK25][bookmark: OLE_LINK26][bookmark: OLE_LINK27]NPAC SMS shall accept the bind request, and will abort any previous association(s) using the same association function(s), if a service provider using a SOA or Local SMS attempts to establish an association with NPAC SMS in normal mode or recovery mode, and no other association exists for the same service provider and local system or the only associations that exist for the same service provider and local system have intersecting association functions. This requirement applies for the CMIP interface only.



Req. 2  Abort Attempt to Establish an Association in Recovery Mode When Association Functions on an Existing Association do not Intersect 

NPAC SMS shall return an abort for a bind request if a service provider using a SOA or Local SMS attempts to establish an association with NPAC SMS in recovery mode, and an association that does not have intersecting association functions already exists in either normal mode or recovery mode for the same service provider and local system. This requirement applies for the CMIP interface only.



Req. 3  Abort Attempt to Establish an Association in Normal Mode When Association Functions on an Existing Association in Recovery do not Intersect

NPAC SMS shall return an abort for a bind request if a service provider using a SOA or Local SMS attempts to establish an association with NPAC SMS in normal mode, and an association that does not have intersecting association functions already exists in recovery mode for the same service provider and local system. This requirement applies for the CMIP interface only.



The new requirements supersede requirement RR6-186, which can then be deleted:

RR6-186	Treatment of Multiple Associations when there is an Intersection of Association Function

NPAC SMS shall accept an association bind request, in the case of an intersection of the association functions of an existing SOA association, and abort any previous associations that use that same function.  (previously NANC 383, Req 9)DELETED



IIS Changes:

…

[bookmark: _Toc476614341][bookmark: _Toc483803327][bookmark: _Toc116975696][bookmark: _Toc438032415]4.3.1 Action Interface Functionality

The table below contains the mapping of the SOA to NPAC SMS and the Local SMS to NPAC SMS actions to the interface functionality.

[bookmark: _Toc356376318][bookmark: _Toc356376944][bookmark: _Toc356644840][bookmark: _Toc360241138]Exhibit 10. The Action Interface Functionality Table

		Action Name

		Interface Requirements Mapping



		lnpRecoveryComplete

		This action is used to specify the system has recovered from down time, the association established for recovery by a Local SMS or SOA shall resume normal mode, and the transactions performed since the association establishment can now be sent to the Local SMS from the NPAC SMS using the Local SMS to NPAC SMS interface or the SOA from the NPAC SMS using the SOA to NPAC SMS interface.







…

…

[bookmark: _Toc476614382][bookmark: _Toc483803368][bookmark: _Toc116975739][bookmark: _Toc438032459]5.3.4 Recovery 

The SOA and Local SMS associations are viewed to be permanent connections by the NPAC SMS. Thus when the association is broken for any reason, the system connecting to the NPAC SMS must assume responsibility to recover and resynchronize themselves with the NPAC SMS.  

A primary SPID using a SOA, or a SPID using a Local SMS, may establish more than one association with the NPAC SMS under the following constraints regarding recovery. NPAC SMS will allow only One one association from a given service provider and local system (SOA or LSMS) should to be established for recovery, and no will not allow other associations should to be established in normal mode until recovery is complete. More specifically:

a) For a service provider and local system (SOA or LSMS) attempting to establish an association in recovery mode:

i) If an association that does not have intersecting association functions already exists (in either normal mode or recovery mode) for the same service provider and local system, NPAC SMS will reject the bind request.

ii) If no other association exists for the same service provider and local system, or the only associations that exist for the same service provider and local system have intersecting association functions, NPAC SMS will accept the bind request. NPAC SMS will abort any previous association(s) using the same association function(s).

[bookmark: OLE_LINK7][bookmark: OLE_LINK8][bookmark: OLE_LINK9]b) For a service provider and local system (SOA or LSMS) attempting to establish an association in normal mode:

i) If an association that does not have intersecting association functions already exists in recovery mode for the same service provider and local system, NPAC SMS will reject the bind request.

ii) If no other association exists for the same service provider and local system, or the only associations that exist for the same service provider and local system either exist in normal mode or have intersecting association functions, NPAC SMS will accept the bind request. NPAC SMS will abort any previous association(s) using the same association function(s).



…

Upon completion of recovery, the SOA/LSMS should issue an lnpRecoveryComplete message indicating the end of the missed data, and processing between the SOA/LSMS and NPAC SMS will resume normal mode. Since only one association for a given SPID/local system is allowed to be in recovery mode, and no other associations for that SPID/local system are allowed to be established in normal mode while the association is in recovery mode, the lnpRecoveryComplete message indicates that both the association and the local system (SOA/LSMS) have resumed normal mode.







GDMO Changes:

…



lnpNPAC-SMS-Behavior BEHAVIOUR

    DEFINED AS !

        NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS

        to NPAC SMS interface.



        A Local SMS and SOA can M-GET any lnpNPAC-SMS object.



        The lnpNPAC-SMS-Name attribute is read only and can not be

        changed via either Interface once the object has been created. 



        The lnpRecoveryComplete-Pkg is used to indicate the

        recovery mode for of the association established for recovery by a Local SMS or SOA is complete and to send all

        updates made since the recovery mode began.  (Data Download Functional

        Group).



        The lnpNotificationRecoveryPkg is used to recover notifications

        in recovery mode by the Local SMS or SOA. (Data Download

        Functional Group).



        Only one of these objects will exist and it will only be

        created at startup of the CMIP agent software on the NPAC SMS.



        The lnpNPAC-SMS-Operational-Information will be used to notify

        service provider SOA and Local SMS systems of planned outages.



        The subscriptionVersionNewNPA-NXX is used to support

        number pooling.



        A SOA or LSMS may implement an Application Level Heartbeat functionality.

        With this functionality the NPAC SMS will send a periodic Heartbeat

        message when a quiet period between the SOA/LSMS and the NPAC

        SMS exceeds the tunable value.  If a SOA/LSMS fails to respond to the

        Heartbeat message within a timeout period, the association will be

        aborted by the NPAC SMS.



    !;



…

…

lnpRecoveryCompleteBehavior BEHAVIOUR

    DEFINED AS !

        Preconditions: This action is issued from an LSMS or SOA that

        specified the recovery mode flag in the access control as true at

        association establishment.



        Postconditions: After this action has been executed by the Local

        SMS or SOA specifying recovery is complete, the single association that was established in recovery mode, and therefore the Local SMS and SOA, will resume normal mode. tThe NPAC SMS will

        forward those updates requested which took place for the network

        subscription and number pool block data as well as any notifications

        since the association was established. The

        NPAC SMS will queue up all new events while the Local SMS is in

        recovery mode and send them to the Local SMS at the next 

        scheduled retry interval after responding with the lnpRecoveryComplete 

        action reply.



        If a recovery complete request fails in the NPAC SMS the failure reason

        will be returned in the reply.



        The NPAC SMS will queue up all new events while the Local SMS is in

        recovery mode, and send them to the Local SMS after responding with the

        lnpRecoveryComplete action reply.

    !;

…

…



[bookmark: _GoBack]ASN.1 Changes



None.
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NANC TBD - Error Code File clarification.docx
NANC TBD

Origination Date:  08/04/17

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC 495

Description:  Error Code File Clarification

Functional Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT





		DOC

		FRS

		IIS



		

		Y

		N







		CMIP

		GDMO

		ASN.1

		Neustar NPAC

		iconectiv NPAC

		SOA

		LSMS



		

		N

		N

		N

		Y

		N

		N







		XML

		XIS

		XSD

		Neustar NPAC

		iconectiv NPAC

		SOA

		LSMS



		

		N

		N

		N

		Y

		N

		N









Business Need

Current NPAC SMS FRS requirements for providing the NPAC SMS Error Code file in “soft format” are not clear on the exact content of the file.  Clarity is needed so that Mechanized SOA and LSMS Users can successfully retrieve and load the file in their local systems in order to properly identify the error encountered when a request to the NPAC results in an error response.



Description of Change:

Changes detailed below.






[bookmark: _Toc59881639]Requirements:



FRS Changes:



RR6-112 	NPAC SMS Application Level Error Details in soft format

 

NPAC SMS shall provide CMIP application level error and XML extended errors code-to-text details in a pipe-delimited, soft format, at the Secure FTP sub-directory for each Service Provider. (previously ILL 130, Req 3) 



Note: This code-to-text mapping is designed to allow a SOA/LSMS to decode an error code received from the NPAC, into its corresponding text description.  The code-to-text mapping will identify the following information in the following order:

1. NPAC SMS Application Level Error Code

2. NPAC SMS Application Level Error Code Description

3. CMIP/XML  Error Code

4. CMIP/XML  Error Descirption

Need clarification if there are separate files for CMIP and XML, given the following documentation only updates from NANC 489:

EFD, Error Codes



		5009

		LrnId is required if no customer id, on delete lrn action.

		2

6

		accessDenied_er (CMIP)

invalidAttributeValue_er (XML)



		5015

		Npa required for delete if no NpaNxxId.

		2

6

		accessDenied_er (CMIP)

invalidAttributeValue_er (XML)



		5016

		Nxx required for delete if no NpaNxxId.

		2

6

		accessDenied_er (CMIP)

invalidAttributeValue_er (XML)



		5017

		Lrn required for delete if no lrnId.

		2

6

		accessDenied_er (CMIP)

invalidAttributeValue_er (XML)



		5073

		Delete denied due to associated NPA-NXX-Xs.

		2

6

		accessDenied_er (CMIP)

invalidAttributeValue_er (XML)





[bookmark: _GoBack]
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