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MEETING MINUTES:

Attached are the Action Items assigned at the June, 2003 LNPA meeting.  Also included are the remaining open Action Items from previous meetings.




NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “JUNE 2003 LNPA ACTION ITEMS” FILE ATTACHED ABOVE.

05/03 Minutes Review:

The following changes were made to the DRAFT May, 2003 LNPA Minutes during the June meeting and will be reflected in the FINAL May, 2003 version.

· Add lists of attendees for Wednesday and Thursday.

Wireless Number Portability Operations (WNPO) Committee Report as reported by Sean Hawkins, WNPO Co-Chairperson:

· Testing update:  The Wireless Testing Subcommittee (WTSC) reported that testing is ongoing.

· Ordering & Billing Forum (OBF) Jurisdictional Information Parameter (JIP) issue (identifying the call origination of wireless roaming customers for intra-state vs. inter-state settlements):  JIP population and modification of JIP standards to identify originating cell site is now viewed as the long-term solution.  No short-term solution has been put forth yet.  JIP population is currently optional in wireless signaling standards.  The OBF Wireless Workshop will investigate the cost of not populating the JIP.  Another conference call among the OBF Wireless Workshop, the WNPO, and other interested parties is planned.  This issue remains open and will continue to be discussed in the industry.

· OBF Inter-Species Task Force (ITF) update:
· At their 5/29/03 meeting, the ITF discussed the use of the 10-digit trigger on inter-species ports.  It was noted that wireless providers perform an immediate disconnect instead of the 10-digit trigger.  It was also noted that use of a coordinated cut vs. use of the 10-digit trigger on wireline to wireless ports must be resolved in order to ensure customers’ service is not impacted.  The ITF also discussed the “mixed service” issue where calls can be originated for a period from both the wireless and wireline set.
· Not all wireless providers are able to accept a mechanized Local Service Request (LSR) at this time for porting out.  Some providers are discussing this with their vendors to determine what is necessary for support.  It was noted that for a wireline to wireless port, an LSR will be used by the wireless provider.

· NeuStar reported that the NANC Change Order 191/291 cleanup is continuing.  These Change Orders added edits to NPAC in Release 3.2 related to Destination Point Code (DPC) and Sub-System Number (SSN) data.  The cleanup of existing erroneous DPC and SSN data is taking place before the edits are activated.  NeuStar reported that 120 service providers have SVs with DPC values that will fail the edits.  There is currently no date projected yet when the cleanup will be complete.

· The Type One Task Operations (TOTO) group, formed to address the porting of Type 1 Cellular numbers in the NANC LNP Provisioning Flows, has concluded their work and has determined that the flows currently in LNPA review are sufficient for porting Typed 1 numbers.

· Audrey Herrel, NeuStar gave the attached presentation on NPAC Help Desk readiness to support wireless number portability.  Beginning on 11/24/03, the Help Desk hours will be expanded to 7am-11pm Central on Monday-Friday, and 8am-11pm Central on Saturday and Sunday.  This expansion has been approved by the LLC.  The WNPO will issue a revised matrix reflecting these new hours.  NeuStar is soliciting service provider input on their Help Desk staffing model.  Audrey Herrell, NeuStar, is sending out a questionnaire to obtain information related to staffing up the NPAC Help Desk for wireless porting.




· The WNPO requested that a readout of the previous month’s Architecture Planning Team (APT) meeting become a regular agenda item at the WNPO.  This readout will be provided by a WNPO member who also attends the APT meeting.

· The NPAC 3.1 test platform will be updated to Release 3.2 on 7/16/03.  NOTE:  Subsequent to the June LNPA meeting, the 3.1 test platform was updated to Release 3.2 on 6/29/03.

· NENA is exploring what happens to those carriers who are not compliant with MIN/MDN separation and advises that non-compliant carriers can be held accountable.

· Sprint presented the attached contribution on the impacts of the mixed service issue on E911.  A subcommittee is being formed to develop  customer education information explaining the mixed service 911 issue.



· The Wireless Conflict Timer, previously raised from 6 business hours to 24 business hours, will revert back to 6 business hours on 11/24/03 if no further action is taken.

· The current wireless porting Implementation Guideline and Narrative are attached.
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TOTO Report (Jim Grasser, Cingular Wireless):

· The TOTO Group met on 5/28/03.

· The group has determined that the current process flows under review within the LNPA accurately reflect the process necessary for porting Type 1 Cellular numbers.
.
· The group has no objection to the New Service Provider sending an LSR to the Old 
Wireline Service Provider and the Old Wireline Service Provider sending a confirming FOC to the New Service Provider.  It is not a requirement for the confirming FOC to include identification that it is a Type 1 number and who the current wireless service provider is.  After port activation, the Old Wireline Service Provider sends a loss notification to the Old Wireless Service Provider.

· This was the final meeting for the TOTO Group and they have officially disbanded. 

Architecture Planning Team (APT) Report (Jim Rooks, NeuStar):

· Mission Statement:  To assess Number Portability industry production technical issues within the purview of the LNPA Working Group and develop recommendations for the strategic direction of the Number Portability architecture.

· The APT met on 06/10/03.  Attached is the meeting agenda.



· NeuStar presented the attached revised team working document to serve as a framework for the APT’s continued discussions on the strategic direction of the LNP architecture. 




· Discussion of Performance Requirements:
· Discussion of NPAC Forecasting Group’s Forecasting Model:



Paul LaGattuta, AT&T and LNPA Co-Chair, led the APT in a discussion of the document.  NeuStar will maintain and update the document based on input from the industry.  It was stressed that this is not a NeuStar LNP traffic model, but it is a tool under development by the industry for potential use by industry members for network and database capacity sizing and relief timing.  All providers are to review the model in detail in order to understand it for future discussion.

NeuStar presented graphics of actual data showing the quantity of cumulative operations and  individual operations types, by cumulative region and individual region, by day and by hour.  Since it is actual data, it does not currently include wireless porting volumes.  This type of data could be key in determining capacity requirements.  The group needs to determine the assumptions necessary for determining busy month/day/hour, including wireless porting.  NeuStar will survey the wireless industry for load distribution of LNP transaction information and consolidate responses for use by the LNPA’s Architecture Planning Team in its work to develop forecasts for the design/sizing of the NPAC Users’ LSMSs.  To the extent that the data provides insight into month-to-month variations, the information also will be used to refine the NPAC Forecasting Group’s Forecasting Model.

· CMIP Interface Improvements:
· The following Change Orders were completed last month by the APT and are now in the pool of Change Orders under consideration in the LNPA Working group:
· NANC 347/350 – 15/60 Minute Abort Changes
· NANC 348 – BDD for Notifications
· NANC 352 – Recovery of SPID
· NANC 368 – Outbound Flow Control

· NANC 351 – Send Me What I Missed – This will be discussed further next month.  We need to identify in requirements the trigger mechanism for resetting the collection mechanism.

· The group then discussed the following new Change Orders.  These will be discussed in further detail at next month’s meeting.
· NANC 349 – Batch File Processing – This would enable service providers to send a file of LSMS/SOA requests and notifications to NPAC for processing in batch mode at a later time.  It would not be sent over the mechanized interface.  Interest in the Change Order was  expressed.  It will be carried forward and discussed in more detail next month.
· NANC 353 - Round Robin Broadcasts Across SOA and LSMS Associations with separate SOA channel for notifications.

· Analysis of Provider Use and/or Efficiency of Past Change Orders:
· Evolving Systems (ESI) presented the attached contribution which proposes metrics for evaluating the effectiveness, in terms of performance, of NANC Change Orders.  The group reviewed the contribution and agreed that the members should take it back for review in order to facilitate future discussion of the proposed metrics and test methodology.



· Current Issues:
· Production Issues:
· Currently, the effective date of NPA/NXXs involved in a split cannot be changed in NPAC.  In the Southwest Region, a problem occurred, due to previous erroneous service provider input, with an NPA split already underway when NPAC Release 3.2 went into production.  Release 3.2 contains NANC Change order 192, which establishes a mechanized feed from the LERG to the NPAC split tables to set up an NPA split.  This particular split had been previously established in NPAC via service provider input prior to Release 3.2 production.  A number of codes had the wrong start and end dates for the Permissive Dialing Period (PDP).  This had to be reconciled with the LERG-effective date for the new NPA/NXX and old NPA/NXX with the implementation of NANC 192.  It was stated that, in retrospect, we should have implemented NANC Change Order 355 with NANC 192.  This would have provided the capability to modify the effective dates.  NeuStar stated this will not be an issue with the split in the Northeast Region when Release 3.2 goes into production.

· Verizon Wireless discussed a PIM they will be presenting to the LNPA seeking to have the NPAC timers run on holidays for wireless to wireless ports.  Many holidays are heavy sales days for wireless carriers.  This PIM was also discussed in the WNPO and service providers agreed to take it back internally for review.  NeuStar stated they would need to be able to tie this to an existing NPAC feature, such as short timers, long business days, etc., to enable timers to run on holidays, or develop a new feature entirely.  NeuStar stated that one possibly clean approach would be to say that this holiday is or is not supported by short timers.

NANC LNP Provisioning Flows:

· The LNPA reviewed the revisions and approved the current version of the flows with a minor typo correction.  Service providers have an action to do a final internal review before the July meeting and send any comments to NeuStar.  The group will  draft a letter to NANC announcing the approval of the flows at the July LNPA meeting.




May NANC Meeting Readout (Gary Sacra, Verizon and LNPA Co-Chair):

· Multiple LRN Issue: This issue was raised by the Pool Administrator at the January NANC meeting.  It addresses service providers requesting additional CO Codes for LRN assignments in LATAs where they already have an assigned LRN.  At the January meeting, NANC requested the LNPA Working Group investigate the issue and any appropriate resolution(s).  In the May LNPA Report to NANC, Gary Sacra provided a readout of the LNPA’s view that service providers have a legitimate need for multiple LRNs in a LATA where that provider has multiple Points of Interconnection (POIs) in that LATA due to multiple tandems.  The LNPA sent a liaison to the INC requesting that they review their LRN Assignment Practices (attached) to ensure it is explicitly clear that service providers have a legitimate need for multiple LRNs in a LATA due to Points Of Interconnection (POIs) to multiple tandems in the LATA.  The liaison suggested the possible inclusion to the guidelines of approaches to mitigate the impact on the numbering resource, e.g.:
1. Assign any new code needed for an LRN to a rate center needing additional number inventory.  The LERG-assignee - the service provider needing an LRN - returns unneeded blocks to the pool.
2. If available, the service provider will use an existing code already homed to the tandem where the LRN is needed for the POI.
NANC raised no objection to the LNPA’s approach and the INC has accepted this issue.

[bookmark: _MON_1735457801]		
· Gary Sacra also gave a readout of the discussion that took place at the May NANC on the INC’s Procedures for Code Holder/LERG Assignee Exit that reflect making an NXX code, scheduled for disconnect in the LERG, non-portable in NPAC 15 business days before scheduled disconnect.  It was explained to NANC that this is to prevent customers who have ported their number after a point in time where the disconnect can be stopped from losing their service.  The NANC approved this 15 business day cutoff in the guidelines.  Gary Sacra took an action to check the May, 2003 NANC minutes to make sure they reflect NANC’s approval of the cutoff.  If that approval is not reflected in the minutes, Gary will send a note to the NANC Secretary asking that the minutes be appended to reflect approval.

PIMs:

· PIMs 14, 15, 20, and 21 – The INC has addressed these issues in their Procedures for Code Holder/LERG Assignee Exit.  The LNPA agreed at the June meeting to close all four PIMs.  The LNPA will send a note to the INC advising of their closure and thanking the INC for their prompt and thorough efforts in resolving these issues.
			
· PIM 18 - The LNPA reviewed the revisions and approved the current version of the flows with a minor typo correction.  Service providers have an action to do a final internal review before the July meeting and send any comments to NeuStar.  The group will  draft a letter to NANC announcing the approval of the flows at the July LNPA meeting.
.
· PIM 22 – PIM 22 remains open.  Verizon reported that they are still experiencing approximately 20 occurrences of inadvertently ported customers per month in the Northeast and Mid-Atlantic Regions.  Some of these customers had multiple numbers inadvertently ported.  A number of these customers are continuing to request that Verizon provide them assurances that this will not happen again, and how that will be accomplished.  BellSouth is also investigating the number of occurrences.  Verizon continues to request that the LNPA explore ways to satisfactorily resolve this issue.  Service Providers have an open action item to investigate internally how often the scenario described in PIM 22 occurs for further discussion at the LNPA.

[bookmark: _MON_1110013683]		
· NEW PIM 23 – This PIM, submitted by the Common Interest Group on Rating and Routing (CIGRR), addresses inconsistencies between data in the LERG and NPAC.  CIGRR is seeking data validation between the LERG and NPAC for LRN, NXX, NXX-X, effective date, and Service Provider ID data that is entered into the two databases.  There is still no consensus to accept this PIM.  It was reported in the LNPA by some members that this PIM was not unanimously supported at CIGRR.  Adam Newman, Telcordia, will report this back to CIGRR.  One question raised in the LNPA was why the LRNs needed to match.  Mary Beth Degeorgis, Telcordia, took an action item to talk to CIGRR about identifying the problems that these mismatches are causing and report this back to the LNPA.  There was no report provided at the June LNPA meeting.  This will be discussed at the July meeting.



· PIM 24 – This PIM, submitted by the Pool Administrator and AT&T Wireless, addresses instances where service providers are not following guidelines for block donation.  For example, in some instances, contaminated blocks are being donated as non-contaminated blocks, or blocks with greater than 10% contamination are being donated.  This is causing customers to be taken out of service or blocks to be exchanged for a less contaminated or non-contaminated block.


The LNPA and NAPM/LLC approved the sharing of information between NPAC and the Pool Administrator  whereby the Pool Administrator is able to obtain the necessary information from NPAC to ensure, to the extent possible, that service providers are complying with the pooled block donation process.  The Pool Administrator (PA) has provided requirements to NPAC.  The next step is for the PA to prepare a Change Order for FCC consideration.  The FCC Change Order will present pricing options to the FCC, e.g. one report per day, one per week, etc.  One report will entail multiple blocks.  It was suggested that the report would reflect the count of active and pending Subscription Versions (SVs) and the count of intra-SP ports for all blocks requested in a particular region.  If approved by the FCC, the reports will be billed through NBANC and paid by the PA.  The PIM will remain open pending the FCC’s decision on the Change Order.

· New PIM 25:  This PIM was submitted by Verizon Wireless.  NPAC timers do not run on key holidays, which are big retail days for the wireless industry.  This PIM proposes that the timers run on these holidays for wireless to wireless ports only.   It was suggested that this would not be a factor if the Old Service Provider concurs on all ports.  It was also suggested that the CTIA petition to the FCC, which addresses the porting interval, needs to be factored into this discussion.  The WNPO gave an action item to wireless service providers to go back internally and determine if there is a need for the timers to run on holidays, e.g., is there a need if they are going to concur on ports, or is it acceptable to let the port take place the next day if the provider does not concur.  Verizon Wireless will add another option where providers can indicate on which holidays they would support the timers running.  The PIM is to be updated and resubmitted.  It was not accepted at this time and is pending WNPO feedback next month.




NANC 323 (Migration of SPID) Sunrise Date Discussion:  

· The group discussed the impacts of at least one service provider not successfully migrating.  It was mentioned that a service provider not doing the migration could possibly impact the ability to port numbers when they are involved in the port.  It was further suggested that this could affect call routing on a subsequent SV modify  because some service provider systems may verify the SPID on a modify of an active SV.  If the local system rejects the modify of an LRN, that service provider will not have the proper LRN.  It is likely that after a SPID migration, modifies will take place.

· Service providers in the LNPA were asked to provide the earliest date by which they will be able to support a SPID migration in all regions where they operate using NANC 323 functionality.  Following are the responses provided at the June meeting:
· Bell South -  5/23/04
· SBC – 6/26/04
· Nextel – March, 2004
· MCI – 3/1/04, possibly sooner
· AT&T – Ready now
· Qwest – 4/1/04
· Verizon – tentatively 6/30/04

· Gary Sacra, LNPA Co-Chair, will report to the July NANC that the LNPA has determined by consensus that 6/30/04 is the required industry readiness date for support of NANC 323, SPID Migration, and the need for all service providers to support this functionality before it can be implemented in a region.  The report to NANC will request that all associations represented on NANC, e.g. USTA, OPASTCO, CTIA, ATIS, broadcast this to their membership.  NeuStar will publicize this on the X-Regional conference call.  Charles Ryburn, LNPA Co-Chair, will contact and advise NANC Chairman Atkinson prior to the July NANC meeting regarding the need for all service providers to support this functionality before it can be implemented in a region.  Local system vendors have an action to report at the July LNPA meeting if their platform contains any edits that would reject a modify of an active Subscription Version (SV) if there is a mismatch in current SPID owner between the broadcasted SV Modify and the local system database.

Port Protection Change Order (NANC 382):

· This Change Order proposes a system and process for preventing inadvertent ports.  It proposes giving end-users the ability to define their portable telephone numbers as “not-portable.”

· NeuStar explained that this proposal was submitted in response to Verizon’s need to respond to customers who are demanding how the industry can prevent these inadvertent ports from happening again.  NeuStar stated that previous suggested resolutions seemed to shift the balance of control over porting activity.  This places control in the hands of the end user.

· It was suggested that the Change Order be modified to allow either the Old or New  Service Provider to place and remove numbers on list, and not require customers to contact NPAC.  NeuStar has an action to resubmit the Change Order with this change.


THURSDAY 06/12/03
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Change Order Discussion:

· The group briefly discussed document only updates to NANC 380 and 381.

· NANC 351 is completed in the APT and will be on next month’s LNPA Change Order list.

· NANC 370:
· The group discussed questions that were raised at the May LNPA meeting.  At that meeting, NeuStar stated that NANC 370 will require significant development.  NeuStar suggested the following factors they feel mitigate the need for NANC 370 and asked that service providers consider the following questions for future discussion:
1. Service provider recovery function has improved significantly according to NeuStar.
2. NeuStar stated that it is an FRS and IIS requirement that service provider systems auto re-bind when their SOA or LSMS association is lost.
3. Question:  Is there still interest in shutting down porting activity during the service provider maintenance window?
4. Question:  If shutting down porting during the service provider maintenance window is still a priority, is there still a need to keep the gate open for queries given the development this will require?  NeuStar stated that there are ways other than NANC 370 to prevent porting during the maintenance window.

As a result of this discussion, the group agreed that NANC 370 will be withdrawn.  An agenda item will be added to next month’s meeting to discuss the entire issue of maintenance to accommodate all applicable parameters, e.g., wireless timers, NPAC maintenance, etc.  This may lead to development of a new Change Order.  
Service providers have an action item to discuss internally their maintenance  window needs for software and database maintenance.

· Some wireless providers expressed concern with the overlap of wireless business hours during the extended Sunday maintenance window.  Their process calls for not porting until the window is over, however, some systems will auto activate when NPAC timers expire during the maintenance window.  Their concern is that they will not comply with PIM 2, which advises that no porting activity is to take place during the Sunday maintenance window.  This will also be addressed in the overall maintenance discussion.  It was suggested that redefining the maintenance window may be appropriate.  Options discussed were:
· Change timer expiration for the extended maintenance window,
· Modify PIM 2,
· Shorten the extended maintenance window.

· NANC 192:  NeuStar advised that, based on NANC 192 requirements, there will be deletes of NXXs in NPAC due to changes in LERG effective dates for NXXs involved in splits.  NANC 355, the ability to modify the NXX effective date over the interface, would not prevent codes from being deleted in this scenario.  In the Southwest Region’s 3-way split, the LERG disconnect date for the new NPA/NXX was added (6/22) by mistake.  When NPAC received the LERG feed, NPAC no longer considered that code to be part of the split, so the new NPA/NXX was deleted.

NPAC Forecasting Model Discussion:

· Paul LaGattuta, AT&T and LNPA Co-Chair, led the discussion. 



· Neither NeuStar nor the NPAC Forecasting Group (NFG) takes any ownership of this model.  Alan Stiffler, NeuStar, will serve as the single-point-of-contact for updating this document.

· Anyone wanting the public document with pricing information must request it from NeuStar.  As the public document is updated, NeuStar will send it to the LNPA Co-Chairs, copying Tim Decker, Verizon and NFG Chair.  The LNPA Co-Chairs will distribute the public document to the LNPA and WNPO.  Tim Decker will forward it to the NFG.  Updating will be an ongoing process as more actuals become available.

Review of May Action Items:




· Item 0503-01:  This item was completed and is Closed.

· Item 0503-02:  This item was completed and is Closed.

· Item 0503-03:  No report was provided at the June LNPA.  This item remains Open.

· Item 0503-04:  This item was completed and is Closed.

· Item 0503-05:  This item was completed and is Closed.

· Item 0503-06:  This item was completed and is Closed.  The INC responded thanking the LNPA.

· Item 0503-07:  This item was completed and is Closed.

· Item 0503-08:  This item was completed and is Closed.

· Item 0503-09:  This item was completed and is Closed.

· Item 0503-10:  This item remains Open.  At the June meeting, additions to these questions were added and are reflected in red.  This will be an agenda item for the July LNPA meeting.

The LNPA will determine the following with regard to the implementation of NANC Change Order 323, Mass Update of SPID:
1. Does it matter which service provider(s), e.g. the ILEC, have not successfully migrated when deciding to back out or move forward?
2. How many codes, LRNs, blocks, -Xs, and SVs can we migrate in a window?
3. The group needs to discuss further the proximity of LERG effective date and SPID migration date.  Are there any local system requirements that assume the two dates are tied together?
4. The group needs to identify the various scenarios that drive SPID migration, e.g. acquiring another service provider’s switch with the code and LRN remaining intact, or absorbing another service provider’s code into your switch, and identify the steps that need to take place in the appropriate order to minimize customer impact, e.g. LRN change, DPC changes, etc.  We must identify each possible scenario driving a migration, identify any differences in process based on the scenario, and identify the migration process steps and their appropriate order for each scenario.
5. Do we need a backout strategy and timeline before and after migration commit?
Need to understand if there are any call processing impacts when provider(s) do not migrate, e.g. any local systems that reject modifies if they have not migrated (see Action Item 0603-10).

· Item 0503-11:  This item was completed and is Closed.

· Item 0503-12:  This item was completed and is Closed.

· Item 0103-11:  Item remains Open.  PIM 22 remains open.  Verizon reported that they are still experiencing approximately 20 occurrences of inadvertently ported customers per month in the Northeast and Mid-Atlantic Regions.  Some of these customers had multiple numbers inadvertently ported.  A number of these customers are continuing to request that Verizon provide them assurances that this will not happen again, and how that will be accomplished.  BellSouth is also investigating the number of occurrences.  Verizon continues to request that the LNPA explore ways to satisfactorily resolve this issue.

· Item 0203-11:  This item was completed and is Closed.

New Business:

· No new business was presented at the June LNPA meeting.

Remaining 2003 Meeting Schedule:

PLEASE NOTE THE SWAP BETWEEN THE SEPTEMBER AND OCTOBER LNPA MEETINGS.  ALL DATES REMAIN THE SAME.

· Wireless will meet on Mondays and Tuesdays, the Architecture Planning Team will meet on Tuesdays from 1pm-5pm local time, and the LNPA will meet on Wednesdays and Thursdays.
· Jun.  Week of 6/9.  No NANC meeting.  Hosted by AT&T in New York.
· Jul.  Week of 7/7.  NANC meets on 7/15.  Hosted by Cingular in Chicago.
· Aug.  Week of 8/11.  No NANC meeting.  Hosted by AT&T Wireless in Seattle.
· Sep.  Week of 9/15.  NANC meets on 9/25.  Hosted by Canadian Consortium in Banff, Alberta, Canada.
· Oct.  Week of 10/13.  No NANC meeting.  Hosted by Verizon (DETAILS TO FOLLOW).
· Nov.  Week of 11/10.  NANC meets on 11/5.  Hosted by VeriSign in Overland Park, Kansas.
· Dec.  Week of 12/8.  No NANC meeting.  Hosted by Telcordia in San Diego.
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NPAC Help Desk 



Readiness for Wireless  Portability



Audrey Herrel
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NPAC Help Desk Readiness for Wireless Portability 

		Reasons to call the NPAC Help Desk:

		New and Existing Customer Provisioning (e.g., SP Profile Changes, Secure Website Logon ID)

		Schedule New User Testing

		Key Exchange

		FTP Site Requests

		Bulk & Delta Data Downloads

		Filter Set-up & Emergency Filters

		LTI Logon Ids

		Mass Updates

		Connectivity or Circuit Problems (Dial-up port or Secure Token or T1)

		GUI Access Problems 

		Porting or Call Routing Problems (SV in Sending more than 15 min. or Partial Fails)

		Large Port Notifications

		SP Maintenance Notifications

		Porting in Error/Failure to Port

		Ad Hoc Reports

		Dedicated Technical Support











*



NPAC Help Desk Readiness for Wireless Portability 

		NPAC Hours of Operation

		The NPAC Help Desk hours of operation will be extended, effective November 24, 2003:

		Mon – Fri: 7 am - 11 pm CT

		Sat - Sun: 8 am – 11 pm CT

		The Help Desk may be reached after regular hours of operation or on NPAC holidays by calling 1888-672-2435 and paging the on-call USA.

		NPAC contractual holidays are: New Years Day, Memorial Day, July 4th, Labor Day, Thanksgiving, Christmas Eve and Christmas Day.

		Readiness plans for extending the hours of operation include adding resources, providing web-based training modules to wireless SPs for ‘When to Contact the NPAC,’ continued attendance at monthly WNPO meetings and meetings with wireless operation managers. 
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NPAC Help Desk Readiness for Wireless POrtability

		SPID/Authorization Contact List

		SPs must provide the NPAC Help with the contact information for their users authorized to contact the Help Desk for assistance 

		Only the primary contact may submit adds, changes or deletes to their list of authorized users

		The Authorized Contact List is posted on the secure web site. 

		Adds, changes or delets to the list are submitted via the Secure Web site, click on Customer Contact Lists

		Authorized users are provided with a pin no.

		When contacting the Help Desk the user is to provide the USA with their name, SPID and pin no. 

		If any of the information provided by the caller does not match our records or if the caller is not on the Authorized List the Help Desk will not provide assistance
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NPAC Help Desk Readiness for Wireless Portability 

		Background:

		The 1997 roll out of Portability for the wireline industry is different than what is anticipated for wireless industry:

		Wireline networks were immature	

		LNP Regions were not all deployed at the same time 

		Fewer wireline SPs at roll out 

		Inexperienced SPs





		The November 24th 2003 roll out of LNP for the wireless industry is expected to be different:

		Wireless networks are more mature

		All 7 US LNP Regions are operational  

		Wireless SPs have gained porting experience through Pooling

		Pent up demand for wireless ported nos.
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NPAC Help Desk Readiness for Wireless Portability

		Background continued:

		54 out of some 60 companies have signed NPAC User Agreements

		10 out of 54 companies use service bureaus during regular business hours

		Calls to LNP Help Desk will come through service bureaus during regular business hours

		505 PINs assigned (505 total wireless users authorized to use the LNP Help Desk)



		Note: presently there are approximately 800 active pins assigned to 	wireline users. 

		No wireless SPs have given or have plans to give PINs to agents/resellers

		No wireless SPs appear to have increased the sizes of their order and provisioning help desks to handle increased call volumes

		Per Wireless SPs attending WNPO, new service orders will peak in each time zone at 10 am, 12 noon and 6 pm, otherwise will remain consistent across the retail business day.

		Wireless porting volume projections:



	- WNPO 

	- NGF 
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NPAC Help Desk

Readiness for Wireless Portability

		Where we are today:

			In 2002, 40,824 calls were placed to the LNP Help Desk by authorized wireline 	users (4,943); 3,402 calls per/mo, 154.63 calls per day, 12.9 calls per hour, 	6.45 per half hour.  Average call duration plus after call work is 7 minutes.

		Mature users

		Many CLECs in the marketplace

		Frequent occurrence of operational issues such as partial fails, NPAC and SP  performance problems

		In January – April 2003 call volumes are down over 2002 and are averaging 1,125 calls per month, 51 calls per day, 4.2 calls per hour or 2.1 calls per half hour.  Average duration of call plus after call work is 7 minutes.

		Mature users

		Fewer CLECs in the marketplace

		Few operational issues such as partial fails, NPAC and/or SP performance problems

		Six experienced USAs on available to handle SP contacts to the Help Desk. (One new hire 512/03.)
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NPAC Help Desk Readiness for Wireless Portability 

		Assumptions:	



-  Inexperienced Users will call more frequently than experienced Users

		Call Duration & After Call Work will increase due to newly hired USAs and inexperienced Users 

		More USAs will be required to staff the extended hours of operation to handle increased call volumes

		Call traffic will peak in each time zone at 10 am, 12 noon and 6 pm, otherwise it will remain consistent

		505 wireless users authorized to call the NPAC Help Desk

		Must meet contractual SLRs
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NPAC Help Desk Readiness for Wireless  Portability 

		Estimated Call Volume Models

		Scenario 1

		100% of the 505 authorized wireless users, plus 60 wireline users call the help desk once a day Sunday - Saturday

		565 calls per day

		35.3 calls per hour 

		17.7 calls per half hour

		Call Duration + After Call Work = 8 minutes

		Based on experience, highly unlikely
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NPAC Help Desk Readiness for Wireless Portability 

		Estimated Call Volume Models

		Scenario 2 

		50% or 252 authorized wireless users, plus 60 wireline users call the help desk once a day Sunday - Saturday

		312 calls per day

		19.5 calls per hour

		9.75 calls per half hour

		Call Duration + After Call Work = 8 minutes

		Based on experience – unlikely, but possible
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NPAC Help Desk Readiness for Wireless Portability 

		Estimated Call Volume Models

		Scenario 3 

		25% or 141 authorized wireless users call the help desk once a day Sunday – Saturday

		141 calls per day

		8.8 calls per hour 

		4.4 calls per half hour

		Call Duration + After Call Work = 8 minutes

		Based on experience, likely
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NPAC Help Desk Readiness for Wireless Portability 

		Resource Requirement

		Based on our call volume analysis, NeuStar’s experience managing call centers with Users of varying degrees of experience, contractual SLRs and the additional 50 hours of operation being requested, we are planning to add 5 additional USAs to the NPAC Help Desk, for a total of 13

		Currently have 6 USA and two open positions

		Will hire one position immediately to ensure compliance with SLRs, cover potential increased call volumes resulting from 3.2 deployment

		Hire 6 new positions on September 15th

		45 days required for training

		A blended staff of Senior USAs and new USAs will be Staffed during the extended hours of operation
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NPAC Help Desk Readiness for Wirless Portability 

		Plan/Schedule for Wireless Support



TASK					Start	End

		Resource analysis			4/7	5/30

		Develop staffing models			5/1	5/20

		Develop SP training modules  		5/26	8/18

		Deliver SP training 			8/18	9/12

		Recruit & Hire new USAs		7/21	9/1

		Train new USAs			9/15	10/31

		Coach & Monitor new USAs		on-going

		Extend hours of operation		11/24
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NPAC Help Desk Readiness for Wireless Portability

		Initiatives are planned to mitigate call volumes in advance of 11/24

		Visits to wireless carriers and service bureaus June – September

		Meet with operations managers, tour facilities, continue to gather information

		Continued monthly attendance at WNPO to share information

		Internet training modules to be developed and rolled out

		Training schedule August 18th – September 12th 
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NPAC Help Desk Readiness for Wireless Portability 

		Wireless Training Modules will focus on ‘When to Contact the NPAC’ for assistance

		4 hour Web-based training seminars (Train the Trainer) will be conducted for wireless SPs

		Seminars will be conducted on Monday, Wednesday and Friday from 1pm – 5 pm (ET), August 18th – September 12th.

		Small groups (4-5 carriers) of SPs per seminar 

		An email will be sent to WNPO distribution list providing more information and asking SPs to sign up to reserve a seat.
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NPAC Help Desk Readiness for Wireless Portability 

		Wireless training will cover the following topics from the ‘SP Reference Guide for Dealing with the NPAC:’

		General Information

		Hours of Operation & Holidays

		After Hours Procedures

		Escalation Path 

		Contact List Management

		Automated TN Lookup System

		Billable Charges & Billing Disputes

		Problem Resolution

		How to trouble shoot Mechanized or LTI interface Before Contacting the NPAC

		Authorization Pin 

		Opening a trouble ticket & Ticket Priorities

		NPAC Services (Reasons to call the NPAC Help Desk)

		New and Existing Customer Provisioning (SP Profile Changes, Secure Website Logon & Password)

		New User Testing

		New Release Testing

		Key Exchange

		FTP Site Requests

		Bulk & Delta Data Downloads

		Filter Set-up & Emergency Filters
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NAPC Help Desk Readiness for Wireless Portability 

		NPAC Services continued

		LTI Logon Ids

		Mass Updates

		Connectivity or Circuit Problems (Dial-up port or Secure token or T1)

		Porting or Routing Problems (e.g., unable to create SV, SV in sending more than 15 min.)

		GUI Access Problems 

		Large Port Notifications

		SP Maintenance Notifications

		Porting in Error/Failure to Port

		Standard and Ad Hoc Reports

		Dedicated Technical Support

		Other Manual USA Assistance

		SV Provisioning – Audits, SV in Sending or Partial Fail Status

		NPA-NXX Management

		NPA Splits

		LRN Management
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NPAC Help Desk Readiness for Wireless Portability 

		How to Navigate the NPAC Secure Web-Site

		Contact List Management

		SP Methods & Procedures (M&Ps)

		Fucntional Requirement Specification

		Interoperability Interface Specification

		NPAC SMS Tunable Parameters

		Industry Meeting Minutes 

		LNPA WG

		WNPO

		WTSC
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NPAC Help Desk Readiness for Wireless Portability 

Chargeable Contacts 

Billable Items	Description of Activity

Create SV		New SP asks Help Desk to issue new SP Create, for single TN or range of 		TN's						

Create SV		Old SP asks Help Desk to issue old SP Create, for single TN or range of TN‘

Prevent SV Activation	Old SP asks Help Desk to change concur flag to "false" on pending SV (or 		SVs, for range of TNs)

Activate SV	New SP asks Help Desk to activate a pending SV for a single TN (or SVs, for a range of TNs)

Remove Prevention 	Old SP (or New SP, after due date or t2 timer's expiration) asks Help Desk to of SV Pending	change concur flag to "true" on pending SV (or SVs, for range of TNs)

Modify Pending SV	New SP asks Help Desk to modify single SV (or SVs, for a range of TNs)

Disconnect TN	Current SP asks Help Desk to issue disconnect for TN (or range of TNs)

Cancel Pending SV	Old SP or New SP asks Help Desk to issue its cancel for pending SV (or SVs, 		for a range of TNs)
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NPAC Help Desk Readiness for Wireless Portability 

	Chargeable Contacts continued:

	Billable Items		Description of Activity

	Cancel Pending SV	Old SP or New SP asks Help Desk to issue its cancel for pending 			SV (or SVs, for range of TNs)

	Look Up SV 		SP asks Help Desk to look up active SV for a TN (or SVs, for 			range of TNs) 

	Modify Active SV		Current SP asks Help Desk to modify single active SV for a TN (or 			SVs, for range of TNs)

	Audit SV		SP asks Help Desk to issue audit request for a TN, or range of 			TNs, with SV(s) in active state

	Look Up Network Data	SP asks Help Desk to look up NPA-NXX, NPA-NXX ID, LRN or 			LRN ID to determine associated SPID and/or ID

	Change Network Data	SP asks Help Desk to add, modify, or delete an NPA-NXX or LRN 			in its network data

	NPA NXX Correction	SP asks Help Desk to correct an NPA NXX opened in an incorrect 			region.

	Change GUI Password	SP asks Help Desk to change its GUI Password

	Re-enter GUI Logon	SP asks Help Desk to re-enter its GUI Logon which SP has 			allowed to expire
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NPAC Help Desk Readiness for Wireless Portability

		NPAC User Methods & Procedures (M&Ps)

		SP Reference Guide for Dealing with the NPAC – is posted on the NPAC Secure Website and provides a summary of SP M&Ps for interacting with the NPAC. 

		Detail SP M&Ps providing step by step instructions are posted on the NPAC Secure Website

		Monthly Cross Regional Conference Call minutes and Testing Call minutes are other sources of up-to-date information about the NPAC.

		Other sources of NPAC SMS information on the Secure Website are the Functional Requirements Specifications (FRS) and Interoperability Interface Specifications (IIS).

		To obtain a logon and password for the Secure Website, please contact cc@neustar.biz.
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NPAC Help Desk Readiness for Wireless Portability 

		Risks

		Wireless call volumes are double or triple what is currently expected

		Wireless SPs allow agents/resellers to call the LNP Help Desk

		Contingency Plan

		Stop-gap:  Extend on-call hours for staff normally on during regular business hours, route FAQs to another group 

		Identify additional potential hires early

		Ensure support services groups– facilities, telecommunications, etc. have contingency plans in place
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WIRELESS NUMBER PORTABILITY OPERATIONS TEAM (WNPO)


CONTRIBUTION FORM


CONTRIBUTION TITLE:


If this contribution relates to an existing open issue, please identify the issue number: _______


SOURCE:

Name

:Susan Tiffany




Company
:Sprint  

Address
:6160 Sprint Pkwy, Overland Park, KS 66251  KSOPHI0204




Phone number
:913-762-8024




e-mail address
:stiffa01@sprintspectrum.com

CONTACT:

Name

:Susan Tiffany




Company
:Sprint  

Address
:6160 Sprint Pkwy, Overland Park, KS 66251  KSOPHI0204




Phone number
:913-762-8024


e-mail address
:stiffa01@sprintspectrum.com

DATE:


June 6th, 2003


ABSTRACT:

Brief (one sentence) description of contribution 


The NANC has identified several risks to the E911system during porting, and those risks increase when interspecies porting begins.

CONTRIBUTION: 



Detailed description of the issue, alternative solutions, and recommended solution.


I    Introduction:

The NANC has identified several risks to the E911 system during porting, and those risks increase when interspecies porting begins: First, if a wireless phone is activated for service prior to the completed port activation by the NPAC, and the customer calls 911, a call back attempt by a PSAP would be routed through the old wireline switch to the fixed location, not the wireless caller.  Second, a different risk could arise during the “mixed service” period if a call is placed from the wireline phone and the 911 operator attempts to reestablish connectivity; the PSAP’s call could be routed to the wireless phone instead of the wireline phone from which the emergency was reported.

See NANC Second Report at 29-30 (& 5/3) and NANC Third Report at 14-16 (&4.1.3).

II   Discussion & Alternative Solutions:

Industry discussion regarding this issue did not identify any practical technical solutions.  It has been suggested that the immediate requirement for this problem is to prepare customer and PSAP education scripts and procedures.

OPTION 1


Prepare customer education scripts and guidelines at an industry level that can be used by the individual carriers to educate their customers.  There will also need to be education scripts and procedures developed for the PSAP.  Preparing the data at the industry level removes any perception that this may be an individual carrier’s problem.

OPTION 2


Customer and PSAP education be prepared by each individual carrier.  As mentioned previously, this has the risk of the problem being identified as the specific carrier’s problem.

III Recommendation:

Option 1 is recommended to be accepted by WNPO for further discussion at the June LNPA WG meeting and forwarded to the NENA. 










Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a


basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically


reserve the right to add to, amend, or withdraw its contents.
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WIRELESS NUMBER PORTABILITY 


IMPLEMENTATION GUIDELINE


Update as of 01/14/03


It is now assumed that all milestones that had end dates in 2002 have been met.  These milestones include Critical Network Elements Available, All Other Vendor Products Available, and NPAC Agreement Complete.  It is assumed that for any new service providers, those milestones which had end dates in 2002 would be met as quickly as possible.  It is further assumed that each service provider has access to a test bed for the purpose of testing with the NPAC.


Milestone: Internal Development and Testing – targeted for completion 09/03


Status: 


· Development and testing to implement Version 2.0 of the WICIS maintained by OBF


· Development and testing to support NPAC Version 3.2


· Development and testing of back-office software


· Development and testing of vendor patches and upgrades


Milestone: Final Adjustments – targeted for completion 11/24/03


Status: 


· Start date of 09/03


· Development and testing of vendor patches and upgrades will occur during this time


· Porting deployment – includes, but is not limited to OSS upgrades, Port Center implementation, final training, final network upgrades


Milestone: Intercarrier Test Logistics – targeted for completion 08/03 with contingency to extend to 10/03


Status: 


· There are eight wireless carriers and three wireline carriers represented on the testing schedule.  


· Intercarrier testing is currently planned within 7 CMSAs/MSAs for 2002.  


· The Wireless Testing Subcommittee met on November 11-12, 2002 to continue the coordination of testing logistics.


· Inter-carrier test logistics have been extended due to FCC 02-215.


· Service providers need to remain aware of the impacts of testing and implementation of NPAC Release 3.2 and changes included in WICIS 2.0


Milestone: Intercarrier Testing – targeted for completion 09/03 with contingency to extend to 11/03


Status:  


· Intercarrier network testing and call validation has been completed in 6 MSAs.


· Full end-to-end will start in 2003.


· Problems/issues identified during testing have been referred to appropriate vendors for the development


of patches and upgrades.
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LNPA Working Group Meeting Schedule


June 10, 2003


AT&T


32 Avenue of the Americas (6th Av)


7th Floor Conference Room 2


New York, NY


Agenda


Architecture Planning Team - 7th Floor - Conference Room 2

Tuesday, June 10, 1:00 PM – 5:00 PM


Conference Bridge – 517-267-1044, passcode: 395367

1:00 – 1:15 
Introductions/Agenda Review/Minutes Review


1:15 – 3:15
Performance Requirements

· NPAC busy day and busy hour info


· LNPA Traffic Model


· Next Steps?


· ACTION: all should consider the measurements/operations needed for performance metrics. Consider what is required to justify any improvements that might be needed to a particular system. Consider collection mechanism for the suggestions.


3:15 - 3:30
break

3:30 – 4:30
CMIP Interface Improvements

Completed last month:


NANC 351 – Send me what I missed recovery - to be worked next month.


NANC 352 – Recovery of SPID – complete in the architecture group


NANC 368 – Outbound flow control – complete


NANC 348 – BDD for notifications – complete


NANC 347/350 – 15/60 minute abort – complete


This month:


New change order on dedicated SOA notification association


NANC 349 - Batch processing - 


ILL 130 - Enhanced error messaging


4:30 – 5:00
Current Issues



Production Issues


· Modify of the effective date on NPA-NXXs




Analysis of provider use and/or efficiency of past NPAC changes


· Prioritization of past changes based on benefit.


Future Meeting Topics:


· Interface Requirements (moved to low priority)


Defining business principles and base assumptions
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I. Mission Statement



To assess Number Portability industry production technical issues within the purview of the LNPA Working Group and develop recommendations for the strategic direction of the Number Portability architecture.



II. Discussion Topic Categories for June 2003 Meeting



t(items highlighted in yellow are considered higher priority and will be discussed):



Current Issues (45 minutes discussion during each meeting)



· Making EDR required for pooling



· Production issues


a. Mar ’03 APT: An SP wants to discuss current issue (experience, congestion at the NPAC, multiple regions).  Response, until root-cause analysis is completed, no details available.



b. Apr ’03 APT: NeuStar is gathering data to present to the LLC to show the large number of queries initiated by service providers and the associated impact on performance.  In current monthly operations, 40-60% of transactions are queries.  On average, there are 5 TNs per query.



· Enforcing a sunset policy, removing SP flags, performance impacts



a. Apr ’03 APT: yes, the group agreed that sunsetting would be beneficial (in this case non-EDR), however, enforcement becomes an issue when systems other than our three (NPAC, SOA, LSMS) are affected.  This will need to be evaluated on a case-by-case basis.  With the FRS for the next software release, a table will be added addressing the sunset of dual-supported change orders (both old method and new method) by the NPAC.



· Non-critical LSMSs and avoiding partial failures (receive only LSMSs, not used for routing)



a. Apr ’03 APT: the group agreed that all LSMSs hooked to the NPAC need to keep up and take timely downloads from the NPAC.



· Third party product issues



· NPAC Maintenance Mode – allowed requests? (NANC 370)



· Analysis of provider use and/or efficiency of past NPAC changes


a. Feb ’03 APT:



i. Lively discussion on collecting NPAC data, which of the past NPAC changes to collect, identification of top 5, collecting meaningful data, is the issue with new performance needs or lack of previous changes not implemented on SP side, need for systematic approach of taking previous performance related change orders – listing expected improvements, then capturing data to identify which SPs implemented the changes and what were the positive impacts, negative impact of SP queries on production system.



ii. The final agreement was a NeuStar ACTION ITEM:  Build a list of the top five performance change orders (or changes), and provide a couple of sentences on the description of the problem, and the expected improvement.  See Appendix A.



Interface Requirements (30 minutes discussion during each meeting) 



· Defining base assumptions



· Business principles


a. Feb ’03 APT:



i. Need to discuss/define the basis for the basic principals of the interface, and the requirements that we’re driving towards for the future interface.  Real time versus batch/FTP.



ii. Need to understand the requirements or the assumption of the interface.  Maybe need to reverse engineer the current interface to understand what needs to be supported.  Look at what were the initial requirements that needed to be met, and this would help us when we look at alternatives.



iii. Some of the initial needs included:  real-time capability, 15 minute download response, security - digital signature vs. encrypted messages, private network, confirmed mode, recovery capability, throughput, having a local copy of the NPAC data on the SP side (managed object model, network element management), TMN principals, multiple versions of the interface (maybe not initially, but has evolved into this) for backwards compatibility.



iv. Look at the current requirements, extract out the principles, see if we still need it, then see how that applies to both CMIP and an alternative.



iii. ACTION ITEM:  look for original RFP that would contain the original requirements.  Once we get this, we can provide more detail to the list.



b. Mar ’03 APT:  Need to determine next step.



· Protocol alternatives (NANC 372).  Sub-tasks still need to be prioritized.  Need to discuss business drivers.



a. Feb ’03 APT:  need list of business drivers.



b. Mar ’03 APT:  group agreed to put this on back-burner until better understand what we have today and why we have it today.



· Interface OID changes



Interface Improvements (2 hours discussion during each meeting)



· 


· 


· 


· Round-Robin Broadcasts (ILL 5, NANC 353)



· Batch processing for LSMS/SOA Requests and Notifications



· Enhanced Error Messaging, e.g., application level errors (NANC 130)



· NPAC and SOA/LSMS data integrity, syncing up all SPs and their DBs (why seeing lots of audits)



· May ’03 APT:



a. Migrate the completed change orders (delete from this doc and move to the regular change management list):


i. NANC 368, Outbound Flow Control



ii. NANC 352, Recovery of SPID



iii. NANC 348, BDD for Notifications



iv. NANC 347/350, 15/60 Minute Abort Behavior



b. We will begin discussing the following at the June meeting:



i. NANC 349, Batch File Processing



ii. NANC 353, Round Robin Broadcasts across SOA and LSMS Associations with separate SOA channel for notifications


iii. NANC 383, Separate SOA channel for notifications



iv. ILL 130, Application Level Errors


Performance Requirements (30 minutes discussion during each meeting)



· NPAC/SOA/LSMS performance/availability requirements, measurements (testing), enforcement (compliance)


a. Feb ’03 APT:



i. Lively discussion reminiscing about the slow horse days.  We did have requirements for availability, but nothing for performance.  NeuStar is currently working on a revamped exhibit N, using three months of production data and industry forecasts to get to new numbers for future.  Need to identify performance metrics, build in the business drivers, and get to the performance requirements.  In the past, the big stumbling block was identifying the volumes.  What is the importance of the requirements if we don’t have a biz need/driver?  This topic will be continued at the March ’03 APT meeting.



· Efficient Data Gathering (e.g., vendor metrics, LLC requests) (NANC 362)



III. Recovery Changes – “Send What I Missed” recovery message (NANC 351)



A. Business Need:



The NPAC SMS and Service Provider SOA/LSMS exchange messages and a response is required for each message.  The current NPAC architecture requires a response to every message within a 15-minute window, or the requestor will abort the association.



If a Service Provider fails to respond to an NPAC message, the NPAC aborts that specific association and the Service Provider must re-associate in recovery mode, request a “best guess” time range of missed messages from the NPAC, receive and process all missed messages, then start processing in normal mode until they are totally caught up with the backlog of messages.



One problem of the current “best guess” approach is the trial-and-error recovery processing that a Service Provider must perform in certain circumstances (e.g., when there is too much data to send in a response to a single request).  This can create unnecessary workload on both the NPAC and the Service Provider.



A better method is to implement the “Send What I Missed” approach (SWIM).  Service Providers can optionally use this new message to perform the recovery function.  This improves the efficiency of recovery processing for the NPAC and Service Providers because guesswork is eliminated.



B. Description of Change:



Create a new process that incorporates the ability for a Service Provider to request that the NPAC send missed messages.  In order to accomplish this, the NPAC will need to keep track of messages that were both “not sent” and “not responded to” from the NPAC to the SOA/LSMS.



The behavior of the “Send What I Missed” message (SWIM) which will be initiated by a SOA/LSMS, is the same as the current recovery process (i.e., request from the SP, response from the NPAC includes the recoverable data).  The implementation would use the existing recovery message, and incorporate a new attribute (SWIM, to go along with time range and TN range).  When this is received, the NPAC would send back a SWIM Response which contains the missed messages.  With the new SWIM attribute, the NPAC would use the same Blocking Factor tunables as used in 187-Linked Replies in order to send data to the SOA/LSMS in “chunks”.



C. Major points/processing flow/high-level requirements:



1) This recovery enhancement will use the current recovery process and ASN.1 definitions.  Any exceptions will be noted.



2) This recovery enhancement will implement a new attribute in the current recovery ACTION messages (lnpDownload, lnpNotificationRecovery).  Both of these are optional functionality.



a) Add a new Send What I Missed criteria (SWIM).  This new criteria is initiated by a recovering SOA/LSMS, and allows for the recovery of network, subscription, number pool block, and notification data.  SWIM will be sent by the recovering SOA/LSMS as part of their association bind request.  The NPAC will reply back to the originating SOA/LSMS with the missed data, by using linked replies.  This message can only be sent when the SOA/LSMS is in recovery.



b)  The recovering SP will be required to submit SWIM requests for the different types of data, e.g., SWIM for network data, then SWIM for SV data, then SWIM for notification data.



c) An action ID will be added.  This will be generated by the NPAC and sent in the SWIM response linked replies.  Upon completion of each type of data, the requesting SOA/LSMS will respond back with the action ID (for each type of data, using an ACTION with the action ID).  Upon receipt, the NPAC will remove the SP from the failed list and the “missed” list.
May ’03 – Action ID is optional.  It will be sent in the last message with data (then followed by empty reply).  A separate M-EVENT-REPORT will be sent back by the SP with the Action ID to indicate the replies were successfully processed.  This is similar to the current behavior for range activates.


3) No reports are required for this recovery enhancement.



4) NPAC regional tunables.



a) For SWIM requests, the existing 187 Blocking Factor and Maximum tunables will be used by the requesting SOA/LSMS.



b) A new “SWIM Maximum” tunable will be added that will allow a larger number of missed messages than the current 187 Maximum.  However, these will need to be recovered in separate requests.  A new M&P will be added to inform an SP when they reach 80% (tunable value) of this SWIM Maximum.
May ’03 – In the scenario where a SOA/LSMS reaches the maximum (“crit-too-large” msg), the NPAC would clear out the list, and set some indicator that they can’t recover using this mechanism anymore.  Additionally, have functionality to be able to reset the collection mechanism, and start capturing missed messages again.


c) A new “continuation” indicator will be added to the 187 functionality to inform the requesting SOA/LSMS that they exceeded the 187 maximums and need to perform an additional request(s).



5) A new SP profile flag is added to define whether or not an SP supports the SWIM message set.  Once the flag is set to TRUE, history data will be stored that allows for the implementation of SWIM.


6) Service Providers can continue to use the existing recovery mechanism/messages (lnpDownload, lnpNotificationRecovery) to recover missed data between the SOA/LSMS and the NPAC, using the current Time Range or TN Range criteria.



7) The NPAC will keep track of messages destined for a SOA/LSMS that were NOT successfully responded to by the SOA/LSMS, once the SP Profile Flag is set to TRUE, and as long as it remains TRUE.  If modified from TRUE to FALSE, the NPAC will no longer maintain a “missed messages” list for that SOA/LSMS.



8) SOA/LSMS associates to the NPAC and uses SWIM criteria.  The NPAC:



a) Determines the messages missed by the requesting SOA/LSMS



b) Uses SP Profile flags for ranges, notification types, EDR



c) Applies appropriate NPA-NXX filters



d) Packages up and sends the maximum data given the different variables and tunable settings (NPAC SWIM Response to SOA/LSMS Recovery Request message).  The recovering SOA/LSMS processes each SWIM Response message (separate messages by type of data, and possibly multiple messages for any given type of data).  This process continues until all missed data has been sent to the requesting SOA/LSMS.



e) Updates status/failed SP list, and sends notifications to SOAs



9) Upon completion of recovery, SOA/LSMS sends an lnpRecoveryComplete message (current functionality) indicating the end of the missed data.  At this point in time, processing between SOA/LSMS and NPAC continues in normal mode.



10) If implemented in conjunction with or after NANC 352 (Recovery of SPID), then that functionality will also be included in this change order.



D. Requirements:



TBD.



E. Message Flows:



TBD.



IV. Batch File Processing (NANC 349)


F. Business Need:


Service Providers periodically generate large porting activity.  The current definition includes ports with 500 or more TNs.



The NPAC receives these large port requests via an online mechanism (CMIP interface or LTI), and processes them at that point in time.  The current requirements do not allow for “off-line” processing of activity.



As an alternative to generating all the messages associated with large porting activity, and sending them across a Service Provider’s CMIP interface, a batch mode can be implemented whereby a Service Provider can send a batch request to the NPAC, and request that it be processed after a certain date and time.



With this change order, the NPAC and the Service Provider can offload processing that can be worked separately, but still meet the need to incorporate that work after a specified date and time.  Since all large porting activity is known well in advance, both planning and processing can be addressed, thereby benefiting risk management.



The functionality covered in this change order could be any activity that is not time critical and typically done over a 24 hour period (e.g., pooled blocks where not time sensitive, or an LSMS for DPC codes).


G. Description of Change:


The NPAC would incorporate an offline batch processing engine that handles batch requests from a requesting Service Provider.  The Service Provider would place the request in their ftp site directory.  The NPAC would periodically scan for requests, pick them up, and process them offline.



After reaching the Service Provider’s requested date and time, the request would become “active” and the NPAC would process this request during off hours (e.g., during nightly housekeeping).  Upon completion, the requested activity would be incorporated into the production database. Updates or notifications could be either placed in a response file at the Service Provider’s ftp site directory, or sent across the interface to the Service Provider.



A new indicator would be added to the customer profile record.  This would indicate whether the Service Provider supports batch processing.  If yes, any batch requests would be responded back to the Service Provider in batch mode, via a “processing done, here are the details” response file (placed in the ftp site directory).  If the Service Provider does not support batch processing, the NPAC would send the responses to the requested activity over the interface.


H. Major points/processing flow/high-level requirements:


TBD.



I. Requirements:



TBD.



J. Message Flows:



TBD.


V. Round Robin Broadcasts Across SOA and LSMS Associations with separate SOA channel for notifications – son of ILL 5 (NANC 353)


This change order is a extension of ILL 5, Round-Robin Broadcasts Across SOA/LSMS Associations, with the addition of a separate channel for notification data.  The business need and description of change are the same as ILL 5.



Additional text will be added to capture the separation of notification data versus other data to a SOA utilizing this optional feature.



K. Business Need:


Currently, most SOAs/LSMSs have one association to the NPAC SMS over which all interface traffic is sent and received.  As performance increases over the interface, a SOA/LSMS may need to distribute their interface processing across multiple machines to gain additional memory, processor speed and stack resources.  This change order would enable an SOA/LSMS to distribute their interface processing across multiple machines.  This change order would also enable the NPAC SMS to accept multiple associations of the same function type from different NSAPs and distribute outbound traffic in a round robin algorithm across the multiple associations.



A benefit of allowing an SP to establish additional associations during heavy activity periods is that if one of the associations goes down, the other association still remains connected, thereby alleviating (in whole or in part) partial failures as a result of the downed association.



Additionally, an SP may desire to have a separate SOA channel for notification data versus other SOA-related data.



L. Description of Change:


The NPAC SMS would support additional SOA/LSMS associations and manage the distribution of transactions in a round robin algorithm across the associations.  For example, due to performance conditions a Service Provider may want to start another SOA association for notification data, or another LSMS association for network/subscription downloads.  The NPAC SMS would accept the association, manage security, and distribute network/subscription PDUs across the 2 or more associations using the round robin algorithm (One unique PDU will be sent over one association only.)



For a Service Provider that establishes a separate SOA channel for notification data versus other SOA-related data, the NPAC SMS would support sending the notification data to the notification channel and all other SOA-related data to the other channel.



M. Major points/processing flow/high-level requirements:



TBD.



N. Requirements:



Req 1
Multiple Associations of the Same Association Function From different NSAPs



NPAC SMS shall accept multiple associations of the same association function from different Service Provider NSAPs.



Req 2
Security Management of Multiple Associations of the Same Association Function 



NPAC SMS shall manage security for multiple associations of the same association function from different Service Provider NSAPs.



Note to Service Providers:  Each association with the same association function from different Service Provider NSAPs would need to associate using the same security key.


Req 3
Distribution of PDUs across Multiple Associations of the Same Association Function 



NPAC SMS shall distribute transactions for a particular Service Provider across multiple associations of the same association function (when they exist) in a round robin algorithm.



Note: The round robin algorithm means that one unique PDU will be sent over one association only.



Req 4
Treatment of Multiple Associations of the Same Association Function during Congestion  



NPAC SMS shall treat multiple associations of the same association function for a particular Service Provider as independent physical CMIP connections for congestion management.



Req 5
Treatment of Multiple Associations of the Same Association Function during Recovery  



NPAC SMS shall treat multiple associations of the same association function for a particular Service Provider as one logical CMIP connection for recovery.



Req 6
Treatment of Multiple Associations when there is an Intersection of Association Function 



NPAC SMS shall, in the case of an intersection of the association functions on multiple associations for a particular Service Provider, distribute transactions in a round robin algorithm.



Note:  This requirement may be impacted by the implementation of NANC 219.



O. Message Flows:



TBD.


VI. Separate SOA channel for notifications – subset of NANC 353 (NANC 383)


P. Business Need:


TBD.



Q. Description of Change:


TBD.



R. Major points/processing flow/high-level requirements:


TBD.


S. Requirements:



TBD.



T. Message Flows:



TBD.


VII. Application Level Errors (ILL 130)


U. Business Need:


The current interface has very limited error message detail.  This change order will allow understanding of errors more rapidly by returning a text explanation of the error.  This will reduce the amount of time it takes work centers to manually research errors and resolve troubles.


V. Description of Change:


Errors in the SOA and LSMS interfaces are being treated as CMIP errors and it may sometimes be difficult for a SOA to know the true reason for an error from the NPAC SMS and therefore indicate a meaningful error message to its users.  It has been requested that application level error be defined where appropriate and returned as text to the requestor (SOA/LSMS).



January 2000: During the LNPAWG meeting additional information regarding the error processing has been requested.  The following text describes the difference in current error processing and future error processing with the requested functionality of this change order (italics indicates the differences between today’s functionality and the proposed future functionality).



Today:



When the NPAC SMS experiences an error when processing any of the actions defined in the GDMO/ASN.1, the appropriate error data is returned. (example NewSP-CreateReply).



ActionResult  ::= SEQUENCE {



   managedObjectClass                 ObjectClass    OPTIONAL ,



   managedObjectInstance              ObjectInstance OPTIONAL ,



   currentTime           [5] IMPLICIT GeneralizedTime  OPTIONAL ,



   actionReply           [6] IMPLICIT ActionReply    OPTIONAL



}



ActionReply  ::= SEQUENCE {



   actionType       ActionTypeId,



   actionReplyInfo  [4] ANY DEFINED BY actionType



}



ActionTypeId  ::= CHOICE {



   globalForm   [2] IMPLICIT OBJECT IDENTIFIER ,



   localForm    [3] IMPLICIT INTEGER



}



NewSP-CreateReply ::= SEQUENCE {



    status [0] SubscriptionVersionActionReply,



    invalid-data [1] NewSP-CreateInvalidData OPTIONAL



}



Note: the object id in the globalForm of the ActionTypeId indicates the NewSP-CreateReply action reply specified in the LNP asn.



With ILL 130:



When the NPAC SMS experiences an application level error when processing any of the actions defined in the GDMO/ASN.1, a processing failure will be returned with LnpSpecificInfo containing the error text.



ActionResult  ::= SEQUENCE {



   managedObjectClass     ObjectClass    OPTIONAL ,



   managedObjectInstance  ObjectInstance OPTIONAL ,



   currentTime            [5] IMPLICIT GeneralizedTime  OPTIONAL ,



   actionReply            [6] IMPLICIT ActionReply    OPTIONAL



}



ActionReply  ::= SEQUENCE {



   actionType       ActionTypeId,



   actionReplyInfo  [4] ANY DEFINED BY actionType



}



ActionTypeId  ::= CHOICE {



   globalForm   [2] IMPLICIT OBJECT IDENTIFIER ,



   localForm    [3] IMPLICIT INTEGER



}



ProcessingFailure  ::= SEQUENCE {



   managedObjectClass     ObjectClass ,



   managedObjectInstance  ObjectInstance  OPTIONAL ,



   specificErrorInfo      [5] SpecificErrorInfo



}



SpecificErrorInfo ::= SEQUENCE {



   errorId   OBJECT IDENTIFIER,



   errorInfo ANY DEFINED BY errorId



}



LnpSpecificInfo ::= GraphicString255



February 2000:  The group discussed on the 2/9/00 conference call that a flash cut has a high degree of risk, so we should be looking at another option.  During the February LNPA WG meeting, it was discussed and agreed that a backwards compatible approach was needed.  The current approach is to create duplicate “sister” ACTIONs that will return the error text string to the requesting SP.  A sunset period will allow SPs time to upgrade their systems.  At the end of the sunset period, the original ACTIONs will be removed, and the new ACTIONs (with the error text string) will be the only method of sending the requested ACTIONs to the NPAC SMS.



Optionally, at the end of the sunset period the structure of the original ACTIONs can be modified to mirror the duplicate “sister” ACTIONs, for one major release of the NPAC SMS (this allows SPs to use either the original or new ACTIONs with the error text string).  At the time the subsequent release is implemented, the duplicate ACTIONs can be deleted.  At this point in time, the original ACTION names with the new error text string will be the only valid ACTIONs in the NPAC SMS.


W. Major points/processing flow/high-level requirements:



TBD.



X. Requirements:


Req 1 – NPAC SMS Application Level Errors



NPAC SMS shall provide application level errors in the CMIP messaging in the SOA to NPAC SMS Interface and NPAC SMS to Local SMS Interface.



Req 2 – NPAC SMS Application Level Errors Details



NPAC SMS shall use the application level errors defined in Table TBD in the IIS.



Y. Message Flows:



TBD.



VIII. Appendix A – Change Order Efficiency Analysis



Z. Impact on Aborts: Retry Timer Change (3x2, 1x15)



The NPAC’s initial retry behavior (three attempts using two minute intervals) was adequate for the initial rollout, but as porting volumes increased and response time increased, the industry agreed to a five minute interval, still using three attempts.  The current setting of one attempt using a fifteen minute interval was designed to alleviate the problem associated with a slow response such that additional retry attempts only exacerbated the problem, and the additional work needed by the recipient for retry attempts.  Anecdotal evidence indicated that a SOA/LSMS that failed to respond to the initial broadcast message from the NPAC, would likely fail the second and third attempt as well.  The expected improvement was a decreased load on both the SOA/LSMS and the NPAC, by eliminating the additional work with sending and/or processing retry attempts.  Mar ’03 APT:  SP action item to look at their settings internally, and see if they changed from 3x2 to 1x15 (or some other change), and what impact that changed made.  Both A and B go hand-in-hand because of race condition on the SP aborting for retry before the invalid departure time response comes back.



Apr ’03 NeuStar action item:  Service Provider benefit – Service Providers are encouraged to check their own settings for retry timers.  Increasing them to 1x15 would provide an expected benefit of a decreased workload on the SOA/LSMS, by eliminating the additional work associated with sending and/or processing additional retry attempts to the NPAC.



AA. Impact on Aborts: Invalid Departure Time Change (5 to 15)



The NPAC’s initial invalid departure time edit behavior (five minute differential) was adequate for the initial rollout, but for SOA/LSMSs that have a system clock that is out of sync with the NPAC, it was causing unnecessary invalid departure time aborts.  The current setting of a fifteen minute differential was designed to alleviate the problem associated with an out-of-sync SOA/LSMS.  The expected improvement was a decreased number of invalid departure time aborts.  Mar ’03 APT: Data presented in the Feb ’03 meeting showed a 90% reduction in aborts from the NPAC side due to this specific reason.  SP action item to look at their settings internally, and see if they changed from 5 to 15, and what impact that changed made.  Both A and B go hand-in-hand because of race condition on the SP aborting for retry before the invalid departure time response comes back. 



Apr ’03 NeuStar action item:  Service Provider benefit – Service Providers are encouraged to check their own settings for departure time aborts.  Increasing them to 15 minutes would provide an expected benefit of a decreased number of invalid departure time aborts.



AB. LSMS Support of EDR (Efficient Data Representation)



With the implementation of National Number Pooling in R3.0, LSMSs had an option of supporting either individual SVs of type POOL (1000 per 1K block), or a Number Pool Block (“NPB”, 1 per 1K Block representing all 1000 TNs in the block).  Hence the name “EDR” was developed to indicate that a single object (one NPB) could represent the same thing as 1000 objects (1000 SVs of type POOL).  The expected improvement was twofold:  the primary expected improvement was for SCP capacity, and the second areas was for an LSMS that supported EDR could easily handle a single message containing a single NPB object, whenever a pooled block was activated, rather than the large message that contained a list of every TN-to-SVID pair within the block.  Mar ’03 APT:  NeuStar action item on EDR settings.  NeuStar provided the SP numbers several months ago, need to provide current values. 



Apr ’03 NeuStar action item:  Service Provider benefit – Service Providers that have not upgraded to an EDR implementation for Number Pooling are encouraged to check their LSMS performance in the area of Number Pool Blocks (NPB).  By implementing EDR, Service Providers will receive a smaller single object (one NPB), rather than one or more large objects containing a subset of the 1000 Pooled SVs (breakups around contaminated numbers).



AC. SOA Support of Range Notifications



With the implementation of range notifications in R3.1, SOAs had an option of supporting either individual SV notifications (one notification for each SV within the range), or a single SV range notification (one notification representing all SVs within the range).  Range notifications were incorporated for the following types of notifications (ObjectCreation, AttributeValueChange, StatusAttributeValueChange, ReturnToDonor, SVCancellationResolution, SVNewSPCreate, SVOldSPConcurrence, SVOldSPFinalConcurrenceTimerExpiration).  The expected improvement was a SOA that supported range notifications could easily handle a single message containing a single notification object, whenever a range activity was performed, since the number of messages received and the time required by the SOA to process these messages would be greatly reduced.  Mar ’03 APT: NeuStar action item, provide numbers for how many SOAs have implemented this.  Also SP action item to provide any input to help the discussion. 



Apr ’03 NeuStar action item:  Service Provider benefit – Service Providers that have not upgraded to a Range Notification implementation are encouraged to check their SOA performance in the area of large numbers of notifications that are part of a range.  By implementing Range Notifications, Service Providers will receive a smaller single object (one Range Notification), rather than one object for each SV within a range.  May ’03 APT:  This is related to the congestion issue.  This upgrade will help with both a real and perceived perspective on performance.


AD. NPAC Prioritization of Notifications



With the implementation of prioritization of notifications in R3.1, the NPAC implemented a four category assignment of all notifications in a given NPAC region.  The four categories included: high, medium, low, none (all of these settable on an individual SP basis).  Notifications were processed in a “first-in, first-out” basis within each of the categories.  For example, all high priority notifications would be processed before any of the medium notifications, even if the medium notifications were older based on the creation timestamp.  The expected improvement was a SOA that received the most important notifications before receiving less important notifications.  Mar ’03 APT: NeuStar action item, provide data on how many SPs have turned off notifications versus just changing the priority. 



Apr ’03 NeuStar action item:  Service Provider benefit – Service Providers that have not performed analysis on their received notifications and modified their individual prioritization list are encouraged to check their SOA performance in the area of notifications.  By implementing Prioritization of Notifications, Service Providers can determine levels of priority and those they wish to quit receiving altogether.



AE. Linked Replies for Recovery



With the implementation of linked replies for recovery in R3.2, the NPAC implemented a mechanism that allows a SOA/LSMS to recover data in smaller multiple linked messages.  Linked replies were separated for SOA and LSMS, so a Service Provider has separate indicators for these two systems.  Also, type of data (network, SV, notification) has separate tunables to indicate the size of each message (Blocking Factor), and the maximum number of objects that can be recovered.



Apr ’03 NeuStar action item:  Service Provider benefit – Service Providers can receive large recovery data in smaller, more manageable chunks, rather than one large message.  The expected benefit would be a leveling of the workload on the SOA/LSMS, during recovery.


AF. Delta BDD Files



With the implementation of delta BDDs in R3.2 (NANC 169 and NANC 354), the NPAC implemented a mechanism that allows a Service Provider to request partial (or delta) BDD files.  This functionality is available for both network data and subscription version data.  The expected improvement is the SOA/LSMS would process a partial BDD file easier than a full BDD file.


LNPA Working Group, Architecture Team
-9
Rev 5, June 2, 2003









image8.wmf
"NFG Transactions 

Forecasting Model v1.2 Public 6-9-03.xls"


Microsoft_Excel_97-2003_Worksheet.xls
Disclaimer

		The information contained in this document, including any forecasts, represents a non-binding opinion of the NPAC Forecasting Group (NFG). The NFG is an informal association of interested parties from the telecommunications industry. This document was developed as an informal tool for predicting future levels of TN porting transactions, which forecasts can vary substantially depending on the underlying assumptions.  Neither the NFG, NeuStar, Inc. nor any individual or company associated with the NFG makes any representations or warranties about the information contained herein, including its accuracy.  No party associated with the NFG accepts, and each expressly disclaims, any liability associated with this document, including its use and reliance on any of its contents.





Key Assumptions Summary

		Wireline Portability				Tab		Cell

				"Mature" market, 21 million transactions expected in 2003, 22 million in 2004.		Transactions Analysis Data		T7, AL7

				Monthly disconnects will be approximately 0.7 percent of active SVs.		NPAC SVs		S16, AK16

				Monthly modifies will be about 2.2 to 2.4 percent of active SVs.		NPAC SVs		S22, AK22

				Active SVs at end of 2003 estimated at 32 million.		NPAC SVs		S3

				Approximately 80 percent of all activates are new SVs.		NPAC SVs		S10

		Wireline Pooling

				Little or no growth; 8 million transactions expected in 2003, 8 million in 2004.		Transactions Analysis Data		T8, AL8

				Monthly disconnects will be 1.4 percent of active SVs in 2003, declining to 0.9 percent in 2004.		NPAC SVs		S17, AK17

				Monthly modifies will be about 1.8 percent of active SVs.		NPAC SVs		S23, AK23

				Active SVs at end of 2003 estimated at 17 million.		NPAC SVs		S4

				Approximately 85 percent of all activates are new SVs.		NPAC SVs		S11

		Wireless Portability

				Subscriber growth rate of 8.2 percent in 2004.		WNP Model		D5, R5

				Subscriber churn rate will increase to 50 percent when WNP begins.		WNP Model		C11

				Addressable market for WNP is 85 percent of all subscribers.		WNP Model		D8

				Porting activity related to network modifications, expansions, inter-species porting etc. is accounted for by increasing the addressable market to 100 percent.

				Marketplace is fully aware of WNP and systems are fully capable beginning 11/24/03.		WNP Model		C16

				Monthly disconnects will be 0.7 percent of active SVs in 2003, declining to 0.6 percent in 2004.		NPAC SVs		S18, AK18

				Monthly modifies will be about 0.6 percent of active SVs in 2003, declining to 0.4 percent in 2004.		NPAC SVs		S24, AK24

				Active SVs at end of 2003 estimated at 15 million.		NPAC SVs		S5

				Approximately 100 percent of all activates are new SVs in 2003, declining to an average of 98 percent in 2004.		NPAC SVs		AK12

		Wireless Pooling

				Little or no additional growth; 8 million transactions expected in 2003, 8 million in 2004.		Transactions Analysis Data		T16, AL16

				Monthly disconnects will be 0.9 percent of active SVs.		NPAC SVs		S19, AK19

				Monthly modifies will be about 4.3 percent of active SVs in 2003, declining to 1.4 percent in 2004.		NPAC SVs		S25, AK25

				Active SVs at end of 2003 estimated at 8 million.		NPAC SVs		S6

				Approximately 96 percent of all activates are new SVs in 2003, declining to 86 percent in 2004.		NPAC SVs		S13, AK13

		Notes

				Consolidation in the wireless industry is likely to generate additional transactions but is not expected to be significant in 2003-2004.

				Some state PUCs are likely to increased pressure for more pool block donations.

				Data shaded in yellow can be changed by the user and will flow through the entire model.  Most shaded areas are in collapsed columns.  Click "+" to expand columns or rows; "-" to collapse.
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Transactions Analysis Data

								Jan-03		Feb-03		Mar-03		Q1 2003		Apr-03		May-03		Jun-03		Q2 2003		Jul-03		Aug-03		Sep-03		Q3 2003		Oct-03		Nov-03		Dec-03		Q4 2003		2003 Total				Jan-04		Feb-04		Mar-04		Q1 2004		Apr-04		May-04		Jun-04		Q2 2004		Jul-04		Aug-04		Sep-04		Q3 2004		Oct-04		Nov-04		Dec-04		Q4 2004		2004 Total

								Actual		Actual		Actual		Actual		Actual		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Act/Forecast				Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast

		Wireline		Non-Pooled		Activates		890.1		687.4		799.7		2,377.3		834.7		806.0		836.0		2,476.7		839.4		842.3		840.8		2,522.5		866.2		870.5		875.8		2,612.5		9,989.0				745.4		647.2		763.7		2,156.2		805.8		827.6		859.5		2,492.9		891.4		918.3		945.3		2,755.1		972.3		949.3		981.4		2,903.0		10,307.2

						Disconnects		198.8		144.0		168.7		511.5		177.1		185.6		189.0		551.7		211.6		205.4		199.0		616.0		232.8		176.4		209.4		618.5		2,297.7				202.4		185.1		239.2		626.6		231.9		213.7		238.6		684.2		231.2		258.3		238.4		727.9		242.2		234.2		237.9		714.3		2,753.1

						Modifies		927.3		696.9		702.7		2,326.9		698.6		785.3		744.6		2,228.5		848.8		747.4		495.9		2,092.2		553.7		540.7		548.3		1,642.7		8,290.3				596.7		642.7		705.2		1,944.6		728.5		749.3		780.1		2,257.9		803.4		834.6		855.0		2,493.0		865.9		874.0		884.9		2,624.8		9,320.3

						Total		2,016.3		1,528.3		1,671.1		5,215.6		1,710.4		1,776.9		1,769.6		5,256.9		1,899.9		1,795.1		1,535.7		5,230.7		1,652.7		1,587.5		1,633.5		4,873.8		20,577.0				1,544.5		1,475.0		1,708.0		4,727.4		1,766.1		1,790.7		1,878.2		5,435.1		1,926.0		2,011.2		2,038.7		5,975.9		2,080.4		2,057.6		2,104.2		6,242.2		22,380.6

				Pooled		Activates		829.6		808.8		830.0		2,468.4		515.8		556.4		597.7		1,670.0		662.7		648.3		633.0		1,944.0		699.7		574.6		670.8		1,945.0		8,027.4				560.0		520.0		660.0		1,740.0		645.0		600.0		665.0		1,910.0		645.0		720.0		665.0		2,030.0		675.0		650.0		655.0		1,980.0		7,660.0

						Disconnects		99.5		640.3		256.6		996.4		112.9		135.4		139.3		387.6		158.2		155.4		152.0		465.5		180.2		137.2		164.6		481.9		2,331.4				136.1		125.6		164.2		425.9		160.8		149.2		168.0		478.0		163.8		184.7		171.4		519.9		175.0		170.0		173.3		518.3		1,942.0

						Modifies		284.4		207.8		395.2		887.4		224.2		173.8		238.2		636.2		232.9		229.9		226.7		689.5		264.1		241.3		278.0		783.3		2,996.5				280.8		285.0		315.2		881.0		323.1		326.7		346.5		996.3		354.0		374.8		377.5		1,106.2		389.1		396.2		407.7		1,193.0		4,176.5

						Total		1,213.5		1,656.9		1,481.8		4,352.2		853.0		865.7		975.2		2,693.8		1,053.7		1,033.5		1,011.7		3,099.0		1,143.9		953.1		1,113.3		3,210.3		13,355.3				976.9		930.5		1,139.5		3,046.9		1,128.9		1,075.9		1,179.5		3,384.3		1,162.8		1,279.4		1,213.8		3,656.1		1,239.1		1,216.1		1,236.0		3,691.3		13,778.5

		Wireless		Non-Pooled		Activates		37.4		49.4		50.4		137.2		277.8		275.0		210.0		762.8		303.3		353.3		303.3		960.0		303.3		303.3		12,835.2		13,441.8		15,301.9				3,700.8		3,720.0		3,739.2		11,160.0		3,758.4		3,777.6		3,796.8		11,332.8		3,835.2		3,854.4		3,873.6		11,563.2		3,892.8		13,104.0		13,232.0		30,228.8		64,284.8

						Disconnects		6.4		4.9		5.6		16.8		5.8		5.8		7.1		18.7		10.0		11.9		13.2		35.0		17.3		14.5		97.7		129.5		200.1				115.5		124.7		184.8		425.1		201.2		204.9		249.7		655.8		261.5		312.9		307.3		881.7		330.2		389.1		462.5		1,181.8		3,144.5

						Modifies		86.7		2.5		4.0		93.2		13.8		1.8		2.2		17.8		3.1		3.6		4.1		10.8		5.3		4.5		30.1		39.8		161.6				62.4		80.6		107.0		250.0		120.7		132.5		154.7		407.9		166.7		190.0		198.2		554.9		212.3		236.5		265.9		714.7		1,927.6

						Total		130.5		56.8		60.0		247.3		297.4		282.6		219.3		799.3		316.4		368.8		320.6		1,005.8		326.0		322.2		12,963.0		13,611.2		15,663.5				3,878.7		3,925.3		4,031.0		11,835.0		4,080.3		4,115.0		4,201.2		12,396.5		4,263.4		4,357.4		4,379.1		12,999.8		4,435.3		13,729.6		13,960.5		32,125.4		69,356.8

				Pooled		Activates		382.0		680.0		622.1		1,684.1		1,302.3		606.0		600.0		2,508.3		600.0		600.0		600.0		1,800.0		600.0		600.0		600.0		1,800.0		7,792.4				544.6		503.3		646.8		1,694.6		630.0		584.1		651.1		1,865.3		632.4		704.7		652.5		1,989.7		662.5		641.5		651.1		1,955.1		7,504.7

						Disconnects		26.8		5.9		39.5		72.3		39.3		41.2		45.8		126.4		55.4		57.5		59.1		172.0		72.9		57.9		71.7		202.4		573.1				71.8		67.8		91.2		230.8		91.4		86.5		99.5		277.4		98.8		113.5		107.1		319.4		111.1		109.5		113.3		333.9		1,161.5

						Modifies		56.7		30.9		100.0		187.6		211.1		473.4		473.1		1,157.6		490.3		486.9		111.9		1,089.1		134.2		113.8		124.1		372.2		2,806.5				134.7		129.0		149.7		413.4		158.1		151.5		160.9		470.6		167.8		176.9		168.5		513.2		178.8		174.3		173.7		526.7		1,923.9

						Total		465.6		716.8		761.6		1,944.0		1,552.7		1,120.6		1,118.9		3,792.3		1,145.7		1,144.4		771.0		3,061.1		807.1		771.7		795.8		2,374.6		11,172.0				751.1		700.1		887.6		2,338.8		879.6		822.2		911.4		2,613.2		899.0		995.2		928.1		2,822.3		952.5		925.3		938.0		2,815.8		10,590.1

						Unidentified/New Uses		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-				-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-

						Grand Total		3,825.8		3,958.8		3,974.4		11,759.1		4,413.4		4,045.8		4,083.1		12,542.3		4,415.7		4,341.9		3,639.1		12,396.6		3,929.7		3,634.5		16,505.5		24,069.8		60,767.8				7,151.2		7,030.9		7,766.0		21,948.2		7,854.9		7,803.8		8,170.3		23,829.0		8,251.2		8,643.2		8,559.7		25,454.1		8,707.4		17,928.6		18,238.7		44,874.6		116,106.0

						Wireline Transactions		3,229.8		3,185.2		3,152.8		9,567.8		2,563.3		2,642.6		2,744.9		7,950.8		2,953.6		2,828.7		2,547.4		8,329.7		2,796.6		2,540.6		2,746.8		8,084.0		33,932.3				2,521.4		2,405.5		2,847.5		7,774.4		2,895.0		2,866.6		3,057.7		8,819.3		3,088.8		3,290.6		3,252.5		9,632.0		3,319.5		3,273.7		3,340.2		9,933.4		36,159.1

						Wireless Transactions		596.0		773.6		821.6		2,191.2		1,850.1		1,403.2		1,338.3		4,591.6		1,462.0		1,513.2		1,091.6		4,066.9		1,133.1		1,093.9		13,758.7		15,985.8		26,835.5				4,629.8		4,625.4		4,918.5		14,173.8		4,959.8		4,937.2		5,112.6		15,009.7		5,162.4		5,352.6		5,307.2		15,822.2		5,387.8		14,654.9		14,898.5		34,941.2		79,946.9

						Unidentified/New Uses		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-				-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-

						Total		3,825.8		3,958.8		3,974.4		11,759.1		4,413.4		4,045.8		4,083.1		12,542.3		4,415.7		4,341.9		3,639.1		12,396.6		3,929.7		3,634.5		16,505.5		24,069.8		60,767.8				7,151.2		7,030.9		7,766.0		21,948.2		7,854.9		7,803.8		8,170.3		23,829.0		8,251.2		8,643.2		8,559.7		25,454.1		8,707.4		17,928.6		18,238.7		44,874.6		116,106.0

						Wireline Transactions		84%		80%		79%		81%		58%		65%		67%		63%		67%		65%		70%		67%		71%		70%		17%		34%		56%				35%		34%		37%		35%		37%		37%		37%		37%		37%		38%		38%		38%		38%		18%		18%		22%		31%

						Wireless Transactions		16%		20%		21%		19%		42%		35%		33%		37%		33%		35%		30%		33%		29%		30%		83%		66%		44%				65%		66%		63%		65%		63%		63%		63%		63%		63%		62%		62%		62%		62%		82%		82%		78%		69%

						Unidentified/New Uses		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%				0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%

						Total		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%				100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%
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NPAC SVs

						Jan-03		Feb-03		Mar-03		Q1 2003		Apr-03		May-03		Jun-03		Q2 2003		Jul-03		Aug-03		Sep-03		Q3 2003		Oct-03		Nov-03		Dec-03		Q4 2003		2003 Total				Jan-04		Feb-04		Mar-04		Q1 2004		Apr-04		May-04		Jun-04		Q2 2004		Jul-04		Aug-04		Sep-04		Q3 2004		Oct-04		Nov-04		Dec-04		Q4 2004		2004 Total

		Active SVs				Actual		Actual		Actual		Actual		Actual		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Act/Forecast				Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast

				Wireline Non-Pooled		26,604.8		26,995.6		27,520.2				28,053.1		28,556.2		29,076.5				29,596.9		30,101.4		30,609.7				31,143.5		31,653.6		32,213.2				32,213.2				32,642.0		32,997.8		33,460.7				33,914.0		34,390.6		34,907.2				35,429.4		35,979.1		36,528.7				37,115.9		37,681.6		38,279.3				38,279.3

				Wireline Pooled		12,179.7		12,782.6		12,943.9				13,164.3		13,541.3		13,934.3				14,379.1		14,795.7		15,201.7				15,667.2		16,002.5		16,456.1				16,456.1				16,792.2		17,118.5		17,572.7				17,981.4		18,354.7		18,793.2				19,198.6		19,671.4		20,079.7				20,507.8		20,911.5		21,323.8				21,323.8

				Wireless Non-Pooled		263.5		306.5		352.1				624.2		893.5		1,097.6				1,393.8		1,737.2		2,028.7				2,315.9		2,596.2		15,032.3				15,032.3				18,635.4		22,239.9		25,854.3				29,427.9		32,968.6		36,524.6				40,074.2		43,595.2		47,084.7				50,598.5		62,605.9		74,421.3				74,421.3

				Wireless Pooled		1,776.2		2,429.4		3,045.5				4,295.7		4,851.1		5,393.1				5,925.1		6,442.4		6,952.4				7,455.4		7,940.4		8,433.7				8,433.7				8,859.3		9,243.3		9,752.8				10,221.6		10,645.4		11,125.3				11,578.3		12,093.3		12,551.5				13,023.6		13,474.4		13,934.7				13,934.7

				Total Active SVs		40,824.3		42,514.2		43,861.8				46,137.3		47,842.1		49,501.5				51,294.9		53,076.7		54,792.5				56,582.1		58,192.7		72,135.3				72,135.3				76,929.0		81,599.5		86,640.6				91,545.0		96,359.3		101,350.3				106,280.6		111,339.1		116,244.5				121,245.7		134,673.3		147,959.2				147,959.2

		New Activates as % of all Activates

				Wireline Non-Pooled		80%		80%		80%				80%		80%		80%				80%		80%		80%				80%		80%		80%				80%				80%		80%		80%				80%		80%		80%				80%		80%		80%				80%		80%		80%				80%

				Wireline Pooled		85%		85%		85%				85%		85%		85%				85%		85%		85%				85%		85%		85%				85%				85%		85%		85%				85%		85%		85%				85%		85%		85%				85%		85%		85%				85%

				Wireless Non-Pooled		100%		100%		100%				100%		100%		100%				100%		100%		100%				99%		98%		97%				100%				100%		100%		100%				100%		99%		99%				99%		98%		98%				98%		94%		92%				98%

				Wireless Pooled		100%		100%		100%				99%		98%		97%				96%		95%		94%				93%		92%		91%				96%				90%		89%		88%				87%		86%		85%				85%		85%		85%				85%		85%		85%				86%

		Disconnects as a % of Active SVs

				Wireline Non-Pooled		0.7%		0.5%		0.6%				0.6%		0.7%		0.7%				0.7%		0.7%		0.7%				0.7%		0.6%		0.7%				0.7%				0.6%		0.6%		0.7%				0.7%		0.6%		0.7%				0.7%		0.7%		0.7%				0.7%		0.6%		0.6%				0.7%

				Wireline Pooled		0.8%		5.0%		2.0%				0.9%		1.0%		1.0%				1.1%		1.1%		1.0%				1.2%		0.9%		1.0%				1.4%				0.8%		0.7%		0.9%				0.9%		0.8%		0.9%				0.9%		0.9%		0.9%				0.9%		0.8%		0.8%				0.9%

				Wireless Non-Pooled		2.4%		1.6%		1.6%				0.9%		0.7%		0.7%				0.7%		0.7%		0.7%				0.7%		0.6%		0.7%				0.7%				0.6%		0.6%		0.7%				0.7%		0.6%		0.7%				0.7%		0.7%		0.7%				0.7%		0.6%		0.6%				0.6%

				Wireless Pooled		1.5%		0.2%		1.3%				1.0%		0.9%		0.9%				0.9%		0.9%		0.9%				1.0%		0.7%		0.9%				0.9%				0.8%		0.7%		0.9%				0.9%		0.8%		0.9%				0.9%		0.9%		0.9%				0.9%		0.8%		0.8%				0.9%

		Modifies as a % of Active SVs

				Wireline Non-Pooled		3.5%		2.6%		2.6%				2.5%		2.8%		2.6%				2.9%		2.5%		1.6%				1.8%		1.7%		1.7%				2.4%				1.8%		1.9%		2.1%				2.1%		2.2%		2.2%				2.3%		2.3%		2.3%				2.3%		2.3%		2.3%				2.2%

				Wireline Pooled		2.3%		1.6%		3.1%				1.7%		1.3%		1.7%				1.6%		1.6%		1.5%				1.7%		1.5%		1.7%				1.8%				1.7%		1.7%		1.8%				1.8%		1.8%		1.8%				1.8%		1.9%		1.9%				1.9%		1.9%		1.9%				1.8%

				Wireless Non-Pooled		32.9%		0.8%		1.1%				2.2%		0.2%		0.2%				0.2%		0.2%		0.2%				0.2%		0.2%		0.2%				0.6%				0.3%		0.4%		0.4%				0.4%		0.4%		0.4%				0.4%		0.4%		0.4%				0.4%		0.4%		0.4%				0.4%

				Wireless Pooled		3.2%		1.3%		3.3%				5.4%		9.8%		8.8%				8.3%		7.6%		1.6%				1.8%		1.4%		1.5%				4.3%				1.5%		1.4%		1.5%				1.5%		1.4%		1.4%				1.4%		1.5%		1.3%				1.4%		1.3%		1.2%				1.4%
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WNP Model

		Wireless Non-Pooling LNP Transaction Estimate

								Jan		Feb		Mar		2004		Apr		May		Jun				Jul		Aug		Sep				Oct		Nov		Dec

		Statistic/Factor		Source/Basis		Variable								Q1								Q2								Q3								Q4		Total

		Subscribers						155,000,000		155,800,000		156,600,000		156,600,000		157,400,000		158,200,000		159,000,000		159,000,000		160,600,000		161,400,000		162,200,000		162,200,000		163,800,000		165,400,000		167,000,000		167,000,000		N/A

		Growth						800,000		800,000		800,000		2,400,000		800,000		800,000		800,000		2,400,000		800,000		800,000		800,000		2,400,000		1,600,000		1,600,000		1,600,000		4,800,000		12,000,000

		Addressable Market						100.0%		100.0%		100.0%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100.0%

		Industry Roll-out				5%		100.0%		100.0%		100.0%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100.0%

		Total Subscriber Churn				50%

		% of total churn resulting in a ported TN				80%

		Wireless Churn Rate		(line 11 x line 12)		40%		2.4%		2.4%		2.4%		7.2%		2.4%		2.4%		2.4%		7.2%		2.4%		2.4%		2.4%		7.2%		2.4%		8.0%		8.0%		18.4%		40.0%

		Market Adoption*				100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%

		Wireless LNP Transactions

		Estimated Activates						3,700,800		3,720,000		3,739,200		11,160,000		3,758,400		3,777,600		3,796,800		11,332,800		3,835,200		3,854,400		3,873,600		11,563,200		3,892,800		13,104,000		13,232,000		30,228,800		64,284,800
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WNPO Model

		NEW - This is the WNPO model, updated with more current industry statistics.  This data is not to be construed as NeuStar's position or official projection.

				Wireless Pooling and Porting Demand for the NPDB With FCC Data

								DRAFT - DRAFT - DRAFT

				NATIONAL				2001		2002		2003		2004		2005		2006		2007

				growth rate				27		109.3		109.8		108.2		106.4		106.4		106.4

				Subscribers				128,500,000		140,500,000		154,269,000		166,919,058		177,601,878		188,968,398		201,062,375

				West Coast		0.1347		17308950		18925350		20780034		22483997		23922973		25454043		27083102

				Mid Atlantic		0.1345		17283250		18897250		20749181		22450613		23887453		25416250		27042889

				Western		0.1283		16486550		18026150		19792713		21415715		22786321		24244645		25796303

				North East		0.1117		14353450		15693850		17231847		18644859		19838130		21107770		22458667

				South East		0.2161		27768850		30362050		33337531		36071208		38379766		40836071		43449579

				Mid West		0.1536		19737600		21580800		23695718		25638767		27279648		29025546		30883181

				South West		0.1211		15561350		17014550		18681976		20213898		21507587		22884073		24348654

						1		128500000		140500000		154269000		166919058		177601878		188968398		201062375

												6739000

		National Annual Blocks						0		1379		6739		7292		7758		8255		8783

		growth rate						27.00		9.30		9.80		8.20		6.40		6.40		6.40

		% with LRN total 1K blocks in NPDB										100.00		100.00		100.00		100.00		100.00

		total 1K blocks in NPDB				50%		0		276		6,739		7,292		7,758		8,255		8,783

		For Data Base Sizing

		Total Pooling and Ported #s in NPDB without EDR								1,604,666		20,585,031		47,927,568		69,776,455		85,464,935		94,114,982

		Total Pooling and Ported #s in NPDB with EDR								225,942		12,841,920		39,549,522		60,862,214		75,980,182		84,023,205

		For link load SOA & LSMS Speed

		Total Annual Wireless Ports										12,835,181		66,767,623		71,040,751		75,587,359		80,424,950

		Total Annual Wireless Ports Transactions (waiting factor)* see footnote										0		0		0		0		0

		*footnote: Should the factor include both messages and notifications?

		% of Intra-SP ports (blocks *1000*.15)								15		15		15		15		15		15

		Total Intra-SP ports								225,666		1,010,850		1,093,740		1,163,739		1,238,218		1,317,464

		NPAC Wireless Porting Demand		West Coast				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						17,308,950		18,925,350		20,780,034		22,483,997		23,922,973		25,454,043		27,083,102

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		Total Annual Ports										1,728,899		8,993,599		9,569,189		10,181,617		10,833,241

		Total Transactions per port (need factor)

		Total Transactions for link load, and SOA and LSMS speed (waiting for factor)										0		0		0		0		0

		% new ported numbers						0		0		100		40		30		20		10

		Total annual new ported numbers								0		1,728,899		3,597,440		2,870,757		2,036,323		1,083,324

		Cumulative new ported numbers for DB sizing						0		0		1,728,899		5,326,338		8,197,095		10,233,419		11,316,743

		Portable TN - (D6) Total TNs Based upon the actual subscriber based posted on the CTIA wowcom.com web site.

		Portable TNs per region (D34, D66, D82, D98, D114, D131, D147)  is % of total wireless numbers per region times D5.

		Growth Rate - for 2002 was Actual Growth and '03 Extrapolated from 1st QTR '03  Remainder from previous Yankee Study

		Churn Rate % -  provided by CTIA taken from data collected from wireless carriers,

		and international studies for wireless number portability

		Assumption port % - percent of total churn that will also port

		Total Annual Ports - Portable TN  * % churn * % porting - this represents all ported numbers even those that have previously ported

		Total Transactions per port - Factor to account for Creates, activates, modifies, disconnects, & cancels (need factor from NeuStar)

		Total Transactions for link load, and SOA and LSMS speed - total annual wireless ports * total transactions per port

		% New Ported Numbers - this represents the % of ported numbers that will be "new" numbers in the NPAC/LSMS assumes some ported numbers already have a prior port - it is used for data base sizing

		Total Annual New Ported Numbers - wireless ported numbers - first appearance in the NPDB

		Cumulative new ported numbers for data base sizing - this represents the running sum of total annual new ported numbers (for NPDB sizing)

		NPAC Wireless Porting Demand		Mid-West				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						19,737,600		21,580,800		23,695,718		25,638,767		27,279,648		29,025,546		30,883,181

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		Total Annual Ports										1971483.77088		10255506.92352		10911859.3666253		11610218.3660893		12353272.341519

		Total Transactions per port (need factor)

		Total Transactions for link load, and SOA and LSMS speed (waiting for factor)										0		0		0		0		0

		% new ported numbers										100		40		30		20		10

		Total annual new ported numbers								0		1,971,484		4,102,203		3,273,558		2,322,044		1,235,327

		Cumulative new ported numbers for DB sizing						0		0		1,971,484		6,073,687		9,347,244		11,669,288		12,904,615

		NPAC Wireless Porting Demand		Mid-Atlantic				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						17,283,250		18,897,250		20,749,181		22,450,613		23,887,453		25,416,250		27,042,889

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		Total Annual Ports										1726331.8176		8980245.3204		9554981.0209056		10166499.8062436		10817155.7938431

		Total Transactions per port (need factor)

		Total Transactions for link load, and SOA and LSMS speed (waiting for factor)										0		0		0		0		0

		% new ported numbers						0		0		100		40		30		20		10

		Total annual new ported numbers								0		1,726,332		3,592,098		2,866,494		2,033,300		1,081,716

		Cumulative new ported numbers for DB sizing						0		0		1,726,332		5,318,430		8,184,924		10,218,224		11,299,940

		NPAC Wireless Porting Demand		Northeast				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						14,353,450		15,693,850		17,231,847		18,644,859		19,838,130		21,107,770		22,458,667

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		Total Annual Ports										1433689.69536		7457943.51144		7935251.89617216		8443108.01752718		8983466.93064892

		Total Transactions per port (need factor)

		Total Transactions for link load, and SOA and LSMS speed (waiting for factor)										0		0		0		0		0

		% new ported numbers						0		0		100		40		30		20		10

		Total annual new ported numbers								0		1,433,690		2,983,177		2,380,576		1,688,622		898,347

		Cumulative new ported numbers for DB sizing						0		0		1,433,690		4,416,867		6,797,443		8,486,064		9,384,411

		NPAC Wireless Porting Demand		Southeast				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						27,768,850		30,362,050		33,337,531		36,071,208		38,379,766		40,836,071		43,449,579

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		Total Annual Ports										2773682.57088		14428483.37352		15351906.3094253		16334428.3132285		17379831.7252751

		Total Transactions per port (need factor)

		Total Transactions for link load, and SOA and LSMS speed (waiting for factor)										0		0		0		0		0

		% new ported numbers						0		0		100		40		30		20		10

		Total annual new ported numbers								0		2,773,683		5,771,393		4,605,572		3,266,886		1,737,983

		Cumulative new ported numbers for DB sizing						0		0		2,773,683		8,545,076		13,150,648		16,417,533		18,155,517

		NPAC Wireless Porting Demand		Southwest				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						15,561,350		17,014,550		18,681,976		20,213,898		21,507,587		22,884,073		24,348,654

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		Total Annual Ports										1554340.39488		8085559.16952		8603034.95636928		9153629.19357692		9739461.46196584

		Total Transactions per port (need factor)

		Total Transactions for link load, and SOA and LSMS speed (waiting for factor)										0		0		0		0		0

		% new ported numbers						0		0		100		40		30		20		10

		Total annual new ported numbers								0		1,554,340		3,234,224		2,580,910		1,830,726		973,946

		Cumulative new ported numbers for DB sizing						0		0		1,554,340		4,788,564		7,369,475		9,200,200		10,174,147

		NPAC Wireless Porting Demand		Western				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						16,486,550		18,026,150		19,792,713		21,415,715		22,786,321		24,244,645		25,796,303

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		Total Annual Ports										1646753.69664		8566286.05656		9114528.36417984		9697858.17948735		10318521.1029745

		Total Transactions per port (need factor)

		Total Transactions for link load, and SOA and LSMS speed (waiting for factor)										0		0		0		0		0

		% new ported numbers						0		0		100		40		30		20		10

		Total annual new ported numbers								0		1,646,754		3,426,514		2,734,359		1,939,572		1,031,852

		Cumulative new ported numbers for DB sizing						0		0		1,646,754		5,073,268		7,807,627		9,747,198		10,779,050
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ABSTRACT:
This contribution proposes specific metrics for evaluating the operating characteristics of the NPAC RSMS, based on characteristics that have a direct impact on individual carriers cost of operations.  It is expected that proposed change orders to NPAC RSMS could be evaluated based on projected improvements to the measurement of one or more of these metrics.  Projected improvements in these measurements would be used by individual carriers to justify the cost associated with specific change orders. 


CONTRIBUTION: 



As local number portability matures in its processes and supporting systems, and as telecommunications carriers continue to implement significant financial controls on their expenses, carriers are increasingly looking for justification for particular investments.  The table below represents a list of 6 characteristic metrics that can be measured at the NPAC RSMS and have a direct impact on an individual carriers’ cost of operation.  It is proposed that this set of metrics be used for regular reporting of NPAC RSMS performance capabilities, and that proposed change orders be evaluated by the potential improvement that the change may have on one or more of these metrics.


The second table represents an example of the measurements that should be captured to create a baseline measurement set and delta measurements for individual changes. These represent only estimates, and are included to illustrate the estimate or measurement data that could be provided going forward, for use in allowing businesses to make informed investment decisssions with respect to LNP capabilities.


Metrics


		Metric

		Units

		Measurement Technique



		Throughput Capacity


Reflects the steady-state porting capacity of the NPAC without queuing (assuming infinitely fast LSMS and SOA systems)

		TNs/Second

		Test Technique 1, item 3



		Individual Create Processing Time


Measurement in seconds of the time from receipt to SOA notification of create activity

		Seconds

		Test Technique 1, item 4



		Individual Activate Processing Time


Measurement in seconds of the time from receipt to SOA notification of activate activity (assuming no late LSMS notifications)

		Seconds

		Test Technique 1, item 4



		Individual Modify Processing Time


Measurement in seconds of the time from receipt to SOA notification of modify activity

		Seconds

		Test Technique 1, item 4



		Query Response Rate


Measurement in Queries/Second that represent the steady-state capacity of the NPAC.

		Query Requests/ Second

		Test Technique 1, item 3



		Individual Query Response Time


Measurement in seconds of the time it takes the NPAC to respond to a representative query

		Seconds

		Test Technique 1, item 4





Test Technique 1:


1. Establish a representative traffic load that includes a production-like proportion of Create, Concur, Activate, Modify, and Query operations.


2. Subject the NPAC to the representative proportions of traffic at increasingly high TN/seconds rates, and measure the output LSMS notification rate (the combined rate of SV Activate, SV Modify, and SV Disconnect requests, also in TNs/second).


3. At sufficiently low rates, the NPAC will reach a steady-state where the input rate and the output rate are approximately equal.  As the input rate increases, there will come a point where the input rate exceeds the output rate, indicating that the NPAC is queuing activities internally.  The maximum input rate without queuing represents an effective through-put of the system, measured in TNs/second.


4. When the NPAC loaded at its effective through-put rate, individual transactions each have a start and end time, the difference of which yields a duration calculation for the individual transaction.  An average transaction processing time can be calculated for each transaction type from these individual records.  The measurement of the start and end time are most accurately measured by a tool placed external to the NPAC.  However, it may be acceptable to do initial measurements from transaction log records internal to the NPAC RSMS application software.  This is measured in seconds.


Change Order Effectiveness Estimates


		Metric

		Units

		Assumed Current Value

		NPAC Prioritization of Notifications

		NANC 179 - Ranged Notifications

		NANC 347/350 - 15/60 minute abort timers

		NANC 348 - BDD for notifications

		NANC 351 - Send what I missed

		NANC 352 - SPID recovery

		NANC 368 - NPAC OBFC



		Throughput Capacity

		TNs/Second

		25

		+3

		+20

		

		

		

		

		+5



		Individual Create Processing Time

		Seconds

		1

		No change

		No change

		

		

		

		

		No change



		Individual Activate Processing Time

		Seconds

		2

		No change

		No change

		

		

		

		

		No change



		Individual Modify Processing Time

		Seconds

		2

		No change

		No change

		

		

		

		

		No change



		Query Response Rate

		Query Requests/ Second

		12

		+1

		+14

		

		

		

		

		+2



		Individual Query Response Time

		Seconds

		2

		No change

		No change

		

		

		

		

		No change





Notice: This contribution includes information that has been prepared to assist the LNPA WG Strategic Architecture Planning Sub-committee.  


This document is submitted as a basis for discussion and is not a binding proposal on the Source or the Contact.  


The author specifically reserves the right to add to, amend, or withdraw its contents.
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Inter-Service Provider LNP Operations Flows - Narratives
version 0.10






Narratives:  Following are the textual descriptions of the Inter-Service Provider LNP Operations Flows.  These narratives provide a detailed description of the step-by-step flows.



Legend:



NLSP = New Local Service Provider



NNSP = New Network Service Provider



OLSP = Old Local Service Provider



ONSP = Old Network Service Provider



SV = Subscription Version



SP = Service Provider



FRS = Functional Requirements Specification



IIS = Interoperability Interface Specifications



LSR = Local Service Request



FOC = Firm Order Confirmation



ICP = Intercarrier Communication Process



WPR = Wireless Port Request



WPRR = Wireless Port Request Response 



CSR = Customer Service Record



TN = Telephone Number



“via the SOA interface” = generic description for one of the following:  the SOA CMIP association, LTI, or contacting NPAC personnel



Provisioning With LRN



Main Flow, Figure 1



			Flow Step


			Description





			1. START: End User Contact with NLSP


			
The process begins with an end-user requesting service from the NLSP.



· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting (If code is not open, refer to Inter-Service Provider LNP Operations Flows – Code Opening Process, Figure 13.).





			2. End User agrees to change to NLSP


			
End-user agrees to change to NLSP and requests retention of current telephone number (TN).





			3. NLSP obtains end user authorization


			
NLSP obtains authority (Letter of Authorization - LOA) from end-user to act as the official agent on behalf of the end-user.  The NLSP is responsible for demonstrating necessary authority.





			4. (Optional) NLSP requests CSR from OLSP


			· As an optional step, the NLSP requests a Customer Service Record (CSR) from the OLSP.  No service agreement between the NLSP and OLSP should be required for CSR.





			5. Are both NNSP and ONSP wireless?


			· If yes, go to Step 7.



· If no, go to Step 6.





			6. LSR/FOC – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows – Wireline LSR/FOC Process, Figure 2.





			7. ICP – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 3.





			8. Are NNSP and ONSP the same SP?


			· If yes, go to Step 10.



· If no, go to Step 9.





			9. NNSP coordinates all porting activities


			
The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.  Upon completion of the LSR/FOC or ICP Process, and when ready to initiate service orders, go to Step 12.





			10. Is NPAC processing required?


			· If yes, go to Step 11.



· If no, go to Step 20.





			11. Perform intra-provider port or modify existing SV


			
SP enters intra-provider SV create data into the NPAC via the SOA interface for porting of end-user in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, go to Step 20.





			12. NNSP and ONSP create and process service orders


			
Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.





			13. Create – Service Provider Port Request


			· Inter-Service Provider LNP Operations Flows – Service Provider Create Process, Figure 4.





			14. Was port request canceled?


			
The port was canceled by the ONSP, the NNSP, or automatically by an NPAC process.




If yes, go to Step 17.




If no, go to Step 15.





			15. Did ONSP place the order in Conflict?


			
If yes, go to Step 16.




If no, go to Step 18.




Check Concurrence Flag, Yes or No.  If No, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.  




For wireline SPs, the conflict request can be initiated up to the later of a.) the tunable time (Conflict Restriction Window, current value of 12:00) one business day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.




For wireless SPs using short timers for this SV, the conflict request can be initiated up to the time the T2 Timer (Final Concurrence Window tunable parameter) has expired.



If Yes, the ONSP agrees to the port.





			16. NPAC logs request to place the order in conflict, including cause code


			
Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 8.





			17. Notify Reseller – NPAC notifies NNSP and ONSP that port is canceled


			
Upon cancellation, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			18. NNSP coordinates physical changes with ONSP


			
The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 8.




If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If no coordination indication is given, then by default, the 10-digit trigger is applied as defined by inter-company agreements between the involved service providers.  If the NNSP requests a coordinated order and specifies ‘no’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.





			Is the unconditional 10 digit trigger being used?


			
If yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 7.




If no, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 6.




The unconditional 10-digit trigger is an option assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN to reside in both donor and recipient switches at the same time.




The unconditional 10-digit trigger may be applied by the NNSP.  A 10-digit trigger is applied by the ONSP one day before the due date.





			19. END


			· End of the Inter-Service Provider LNP Operations Flows – Main Flow.


· This is also the re-entry point from various flows, tie point Z.








Wireline LSR/FOC Service Provider Communication



Flow LSR/FOC, Figure 2



			Flow Step


			Description





			1. Is end user porting all TNs?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, LSR/FOC Process, Step 6, Figure 1.




The NLSP determines if customer is porting all TN(s).



· If yes, go to Step 3.



· If no, go to Step 2.





			2. NLSP notes “Not all TNs are being ported” in the remarks field of LSR


			
The NLSP makes a note in the remarks section of the LSR to identify that the end-user is not porting all TN(s). This can affect the due date interval due to account rearrangements necessary prior to service order issuance.





			3. Is NLSP a Reseller?


			· If yes, go to Step 4.



· If no, go to Step 5.





			4. NLSP sends LSR or LSR information to NNSP for resale service


			· NLSP (Reseller) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			5. NNSP sends LSR to ONSP


			
The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			6. Is OLSP a Reseller or is a Type 1 wireless number involved?


			· In a wireline flow scenario, these are numbers that use a Type 1 wireless interconnection.



· If yes, go to Step 7.



· If no, go to Step 9.





			7. Notify Reseller – (conditional) ONSP sends LSR, LSR information, or Loss Notification to OLSP


			· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information, or Loss Notification to the OLSP (Reseller or if a Type 1 number is involved) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.



· (conditional, based on any service agreement between the involved service providers) – If a Loss Notification is sent to the OLSP, this may be in addition to, or in lieu of, an LSR.



· (conditional, , based on any service agreement between the involved service providers) – If a Loss Notification is sent to the OLSP, it may be sent at the same time as the LSR, or it may be sent upon receipt of the FOC from the NNSP.  The specific timing will be based on the requirements of any service agreement between the involved service providers.





			8. (conditional) OLSP sends FOC or FOC information to ONSP


			· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.





			9. ONSP sends FOC to NNSP


			
ONSP sends the firm order confirmation (FOC, local response) to the NNSP for the porting LSR.



· For wireline to wireline service providers, and between wireline and wireless service providers, the minimum expectation is that the FOC is returned within 24 hours excluding weekends unless otherwise defined by inter-company agreements, between the involved service providers.  It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the 24 hour expectation for transmitting the FOC.  If the FOC is not received by the NNSP within 24 hours, then the NNSP contacts the ONSP.  When the OLSP is a reseller or a Type 1 number is involved, the LSR/FOC process time could take longer than 24 hours.




The due date of the first TN ported in an NPA-NXX is no earlier than five (5) business days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) business days after FOC receipt.  It is assumed that the porting interval is not in addition to intervals for other requested services (e.g., unbundled loops) related to the porting request.  The interval becomes the longest single interval required for the services requested.




The FOC process is defined by the OBF and the electronic interface by the TCIF.





			10. Is NLSP a Reseller?


			· If yes, go to Step 11.



· If no, go to Step 12.





			11. NNSP forwards FOC or FOC Information to NLSP


			· NNSP forwards FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.





			12. Return to Figure 1


			· Return to main flow, LSR/FOC Process, Step 6.








Wireless ICP Service Provider Communication



Flow ICP (Intercarrier Communication Process), Figure 3



			Flow Step


			Description





			1. Is NLSP a Reseller?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, ICP Process, Step 7.




The NLSP determines if customer is porting all TN(s).



· If yes, go to Step 2.



· If no, go to Step 3.





			2. NLSP sends WPR or WPR information to NNSP for resale service


			· NLSP (Reseller) sends a WPR (Wireless Port Request) or WPR information to the NNSP (may vary slightly depending on provider agreement between the involved service providers).



· For wireless to wireless service providers the WPR/WPRR (Wireless Port Request/Wireless Port Request Response) initial response time frame is 30 minutes.



· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after a confirming WPRR receipt date.



· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.





			3. NNSP sends WPR to ONSP


			· The NNSP notifies the ONSP of the port request using the WPR and sends the information via CORBA or FAX.



· ICP response interval, currently set to 30 minutes, begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.





			4. Is a Type 1 wireless number involved?


			· If yes, go to Step 5


· If no, go to Step 8.





			5. ONSP sends WPRR rejection to NNSP


			· ONSP identifies the number as using a Type 1 wireless interconnection, and returns a WPRR to the NNSP rejecting the request for this Type 1 number.





			6. Change code owner to Old Wireline SP in NPAC and possibly LERG, as neccessary


			· The code holder of the NPA-NXX is not the Old Wireline SP.



· To maintain proper NPA-NXX ownership reference, the NPAC data must reflect the  Old Wireline SP as the code holder, therefore update as necessary.  This allows the NNSP to determine the recipient ONSP of the resultant LSR (Figure 2, Wireline LSR/FOC Process).


· An NNSP may alternatively use the LERG for NPA-NXX ownership reference to determine the recipient ONSP of the resultant LSR (Figure 2, Wireline LSR/FOC Process).  Therefore, in the case of a shared code, the LERG data should also be updated to reflect the Old Wireline SP as the code holder.  NOTE:  In the case of a dedicated code, the LERG data should not be changed as this would violate LERG assignment guidelines.


NOTE:  Once the migration of Type 1 interconnected telephone numbers is complete, the number is no longer a Type 1 number (there is no such thing as a “migrated Type 1 number”), but is now considered Type 2.





			7. Re-start process, return to Figure 1


			· The NNSP reference to the recipient of the WPR has been changed to a wireline SP, and must now follow the LSR/FOC process.



· Re-start the intercarrier communication process by returning to main flow Figure 1, Steps 5/6, since this is no longer a “both are wireless carriers” scenario.





			8. Is OLSP a reseller?


			· If yes, go to Step 9.



· If no, go to Step 11.





			9. ONSP sends WPR or WPR information to OLSP


			· The ONSP notifies the OLSP of the port request using the WPR or WPR information.





			10. OLSP sends WPRR or WPRR information to ONSP


			· The OLSP sends the ONSP the WPRR or WPRR information.





			11. ONSP sends WPRR to NNSP


			· ONSP sends the WPRR to the NNSP.



· IC terminates upon receipt of WPRR by NNSP.





			12. Is NLSP a reseller?


			· If yes, go to Step 13.



· If no, go to Step 14.





			13. NNSP forwards WPRR or WPRR information to NLSP


			· The NNSP sends the WPRR to the NLSP.





			14. Is WPRR a Delay?


			· If yes, go to Step 15.


· If no, go to Step 16.





			15. Is OLSP a reseller?


			· If yes, go to Step 10.



· If no, go to Step 11.





			16. Is WPRR confirmed?


			· If yes, Return to Figure 1.


· If no, go to Step 17 – WPRR must be a Resolution Required.





			17. WPRR is a resolution response


			· Return to Step 1.





			18. Return to Figure 1


			· Return to main flow Figure 1, ICP Process, Step 7.








Service Provider Port Request


Flow Create, Figure 4



			Flow Step


			Description





			1. NNSP and (optionally) ONSP notify NPAC with Create message


			
Due date of the create message is the due date on the FOC, where wireline due date equals date and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date applies.  Any change of due date to the NPAC is usually the result of a change in the FOC due date.




SPs enter SV data into the NPAC via the SOA interface for porting of end-user in accordance with the NANC FRS and the NANC IIS.





			2. Is Create message valid?


			
NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.




If yes, go to Step 4.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create notifications are sent to both the ONSP and NNSP.




If no, go to Step 3.





			3. NPAC notifies appropriate Service Provider that create message is invalid


			
If the data is not valid, the NPAC sends error notification to the SP for correction.




The SP, upon notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 1.





			4. NPAC starts T1 timer


			
Upon receipt of the first valid create message, the NPAC starts the T1 Timer (Initial Concurrence Window tunable parameter).  The value for the T1 Timer is configurable (one of two values) for SPs.  SPs will use either long or short timers.  The current value for the long timer (typically any wireline involved porting) is nine (9) business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) business hour.





			5. T1 expired?


			
If yes, go to Step 10.




If no, go to Step 6.




NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominate time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.





			6. Received Second Create?


			
If yes, go to Step 7.




If no, return to Step 5.





			7. Is Create message valid?


			
If yes, go to Step 8.




If no, go to Step 9.





			8. Return to Figure 1


			
The porting process continues.




Return to main flow Figure 1, Create Process, Step 13.





			9. NPAC notifies appropriate Service Provider that Create message is invalid


			
The NPAC informs the SP of an invalid create.  If necessary, the Service Provider notified coordinates the correction.





			10. NPAC notifies both NNSP and ONSP that T1 has expired, and then starts T2 Timer


			
The NPAC informs both the NNSP and ONSP of the expiration of the T1 Timer.




Upon expiration, the NPAC starts the T2 Timer (Final Concurrence Window tunable parameter).





			11. T2 Expired?


			
The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the expiration of the T1 Timer.




The value for the T2 Timer (Final Concurrence Window tunable parameter) is configurable (one of two values) for Service Providers.  Service Providers will use either long or short timers.  The current value for the long timer is nine (9) hours.  The current value for the short timer is one (1) hour.




NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominate time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.




If yes, go to Step 15.




If no, go to Step 12.





			12. Receives Second Create?


			
If yes, go to Step 13.




If no, return to Step 11.









			13. Is Create message valid?


			
If yes, go to Step 21.




If no, go to Step 14.





			14. NPAC notifies appropriate service provider that Create message is invalid


			
The NPAC notifies the service provider that errors were encountered during the validation process.




Return to Step 11.





			15. Did NNSP send Create?


			
If yes, go to Step 20.




If no, go to Step 16.





			16. NPAC notifies NNSP and ONSP that T2 has expired


			
The NPAC notifies both NNSP and ONSP of T2 expiration.





			17. Has cancel window for pending SVs expired?


			
If yes, go to Step 18.




If no, return to Step 12.





			18. NPAC notifies NNSP and ONSP that port is canceled 


			
The SV is canceled by NPAC by tunable parameter (30 days).  Both SPs take appropriate action related to internal work orders.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





			19. Return to Figure 1


			
Return to main flow Figure 1, Create Process, Step 13.





			20. NPAC notifies ONSP that porting proceeds under the control of the NNSP


			
A notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.





			21. Return to Figure 1


			
Return to main flow Figure 1, Create Process, Step 13.








Reseller Notification Process



Reseller Notification Flow, Figure 5


			Flow Step


			Description





			1. Is OLSP a reseller?


			
If yes, go to Step 2.




If no, go to Step 4.





			2. Does OLSP need message?


			
If yes, go to Step 3.




If no, go to Step 4.





			3. ONSP sends information and/or message to OLSP


			
NSP (Network Provider) sends an information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement between the involved service providers.





			4. Is NLSP a reseller?


			
If yes, go to Step 5.




If no, go to Step 7.





			5. Does NLSP need message?


			
If yes, go to Step 6.




If no, go to Step 7.





			6. NNSP sends information and/or message to NLSP


			
NSP (Network Provider) sends an information and/or message to the NLSP (Reseller) fulfilling all requirements of any service agreement between the involved service providers.





			7. Return


			Return to previous flow.








Provisioning Without Unconditional 10-Digit Trigger



Flow A, Figure 6



			Flow Step


			Description





			NOTE:  Steps 1 and 2 are worked concurrently.





			1.
NNSP activates port (locally)


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point A, Figure 1.




The Wireline NNSP activates its own Central Office translations.




As an optional step, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).





			NOTE:  Steps 2 and 3 may be worked concurrently.





			2.  NNSP and ONSP make physical changes (where necessary)


			
Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.




Mobile Station (handset) changes are completed.




The NNSP is now providing dial tone to ported end user.





			3.  NNSP notifies NPAC to activate the port


			
The NNSP sends an activate message to the NPAC via the SOA interface.




No NPAC SV may activate before the SV due date/time.




If not done in step 1 above, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).





			NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.





			4.  NPAC downloads (real time) to all Service Providers


			
The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.





			5.  NPAC records date and time in history file


			
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new SV.





			6.  Wireline ONSP removes translations in Central Office.  Wireless ONSP removes subscriber from switch/HLR


			
The Wireline ONSP initiates the removal of translation either at designated Due Date and Time, or if the order was designated as coordinated, upon receipt of a call from the NNSP.




The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.




As an optional step, if the OLSP is a reseller, the ONSP should send a Loss Notification to the OLSP (indicator to stop billing).





			7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP


			
The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC SMS attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a notification via the SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.





			8.  All service providers update routing databases (real time download)


			
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).





			9.  NNSP may verify completion


			
The NNSP may make test calls to verify that calls to ported numbers complete as expected.





			Z.  END


			
Return to main flow, tie point Z, Figure 1.








Provisioning With Unconditional 10-Digit Trigger



Flow AA, Figure 7



			Flow Step


			Description





			1. ONSP activates unconditional 10 digit trigger in the central office


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point AA, Figure 1.




The actual time for trigger activation is defined on a regional basis.




The unconditional 10-digit trigger may optionally be applied by the NNSP.





			NOTE:  Steps 2 and 3 may be worked concurrently.





			2.  NNSP activates central office translations


			
The NNSP activates its own Central Office translations.





			3. NNSP and ONSP make physical changes (where necessary)


			
Any physical work or changes are made by either NNSP or ONSP, as necessary.




Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.



· The NNSP is now providing dial-tone to ported in user





			4. NNSP notifies NPAC to activate the port


			
The NNSP sends an activate message via the SOA interface to the NPAC.




No NPAC SV may activate before the SV due date/time.





			NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.





			5.  NPAC downloads (real time) to all service providers


			
The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.





			6.  NPAC records date and time in history file


			
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new subscription version.





			7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP


			
The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a notification via the SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.





			8.  All service providers update routing data (real time download)


			
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).





			9.  ONSP removes appropriate translations


			
After update of its databases the ONSP removes translations associated with the ported TN(s).  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM one day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.




As an optional step, if the OLSP is a reseller, the ONSP should send a Loss Notification to the OLSP (indicator to stop billing).  





			10.  NNSP may verify completion


			
The NNSP may make test calls to verify that calls to ported numbers complete as expected.





			Z.  END


			
Return to main flow, tie point Z, Figure 1.








Conflict Flow for the Service Creation Provisioning Process



Flow B, Figure 8



			Flow Step


			Description








			1. Is conflict restricted?


			
The conflict flow is entered through the Provisioning process flow (Main Flow) through tie point (B), Figure 1, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.




Conflict is restricted (i.e., SV may not be placed into conflict by the ONSP) if one of the following:




The ONSP previously placed the subscription into conflict, or




The ONSP never sent a create message for this subscription, or




The request was initiated too late:




For wireline SPs the request was initiated after the tunable time (Conflict Restriction Window, current value of 12:00) one business day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.




For wireless SPs using short timers for this SV, the request was initiated after the T2 Timer (Final Concurrence Window tunable parameter) has expired.




If yes, go to Step 2.




If no, go to Step 3.





			2. NPAC rejects the conflict request


			
NPAC notifies SP of rejection.




The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.





			3. NPAC changes the subscription status to conflict and notifies NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.




SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.





			4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation


			
The escalation process is defined in the inter-company agreements between the involved service providers.





			5. Was conflict resolved within conflict expiration window?


			
From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, current value of 30-calendar day limit after the due date) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.





			6. NPAC initiates cancellation and notifies both NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			7. Was the port request canceled to resolve the conflict?


			
Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point C, Figure 9.  If the conflict is otherwise resolved, go to Step 8.





			8. Was resolution message from ONSP?


			
If yes, go to Step 9.




If no, go to Step 10.





			9. NPAC notifies both NNSP and ONSP of ‘conflict off’ via SOA


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.





			10. Did the NNSP send the resolution message during the restriction window?


			
If conflict was resolved within tunable business hours (current values of six hours for wireline [Long Conflict Resolution New Service Provider Restriction], and twenty-four hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.



In order for the porting process to continue at least one SP must remove the SV from conflict.




If yes, go to Step 11.




If no, go to Step 9.





			11. NPAC rejects the conflict resolution request from NNSP


			
NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.





			Z.  END


			
Return to main flow, tie point Z, Figure 1.








Cancellation Flows for Provisioning Process



Cancel Flow, Figure 9



Introduction



A service order and/or subscription may be canceled through the following processes:



· The end-user contacts the NLSP or OLSP and requests cancellation of their porting request.



· Conflict Flow for the Service Creation Provisioning Process – Flow B, Figure 8:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.



			Flow Step


			Description





			End-user request to cancel


			
The Cancellation Process may begin with an end-user requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the end-user wishes to revert back to the former SP, it is accomplished via the Provisioning Process.





			1. Did end-user contact NLSP?


			
The end-user contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP or OLSP can initiate this transaction, not another SP.




The contacted SP gathers information necessary for sending the supplemental request to the other SP noting cancellation, and for sending the cancellation request to NPAC.




If yes, go to Step 3.




If no, go to Step 7.





			2. Is NLSP a Reseller?


			· If yes, go to Step 4.



· If no, go to Step 6.





			3. NLSP sends cancel request to NNSP


			
The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be canceled.





			4. NNSP sends SUPP to ONSP noting cancellation as soon as possible and prior to activation


			
The end-user contacts the NLSP to cancel the porting request.  The NNSP fills out and sends the supplemental request form to the ONSP via their inter-company interface, indicating cancellation of the porting request.





			5. NNSP sends cancel request to the NPAC


			
The NNSP notifies the NPAC, via the SOA interface, indicating that the porting request is to be canceled.





			6. OLSP obtains end-user authorization


			
The OLSP obtains actual authority from the end-user to act as the official agent on behalf of the end-user to cancel the porting request.  The OLSP is responsible for demonstrating such authority as necessary.





			7. Is OLSP a Reseller?


			· If yes, go to Step 9.



· If no, go to Step 10.





			8. OLSP sends cancel request to ONSP


			
The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be canceled.





			9. ONSP sends cancel request to NPAC


			The OLSP, contacted directly by the end-user or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.




The ONSP notifies the NPAC, via the SOA interface, indicating that the porting request is to be canceled.




The ONSP takes appropriate action related to internal work orders.





			10. Did the provider requesting cancel send a Create message to NPAC?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow, tie point C, Figure 8.




This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.



· If yes, go to Step 13.



· If no, go to Step 12.





			11. NPAC rejects the cancel request


			· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.





			Did both NNSP and ONSP send Create message to NPAC?


			
The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.



· If yes, go to Step 15.



· If no, go to Step 14.





			12. NPAC cancels subscription, logs cancel, and notifies both NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



· For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to tie point Z.  Both NNSP and ONSP are notified of this change in status via the SOA interface.





			13. NPAC updates subscription to cancel-pending, logs cancel-pending, and notifies both NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.









			14. Did NNSP send cancel to NPAC?


			
If yes, go to Step 17.




If no, go to Step 21.









			15. Did NPAC receive cancel ACK from ONSP within first cancel window timer?


			· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.




NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominate time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.



· If yes, go to Step 20.



· If no, go to Step 18.





			16. NPAC notifies ONSP that cancel ACK is missing


			
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from ONSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.





			17. NPAC waits for either cancel ACK from ONSP or expiration of second cancel window timer


			
The NPAC applies a nine (9) business hours [tunable parameter] time limit on receiving cancellation acknowledgment messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.




NPAC SMS processing timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominate time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays. Holidays and business hours are defined for each NPAC Region.




Either upon receipt of the concurring ACK notification or the expiration of the second cancel window timer, go to Step 20.





			18. NPAC cancels subscription, logs cancel and notifies both NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




The porting request is canceled by changing the subscription status to canceled.  Both Service Providers are notified of the cancellation via the SOA interface.





			19. Did NPAC receive cancel ACK from NNSP within first cancel window?


			The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.




NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominate time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.



· If yes, go to Step 20.



· If no, go to Step 22.





			20. NPAC notifies NNSP that cancel ACK is missing


			
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from NNSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.





			21. Did NPAC receive cancel ACK from NNSP within second cancel window timer?


			· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.




NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominate time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.



· If yes, go to Step 20.



· If no notification is received prior to second cancel window timer expiration, proceed to tie-point CC, “Cancellation Conflict Process Flow”, Figure 8.





			Z.
END


			
Return to main flow, tie point Z, Figure 1.








Cancellation Conflict Flow for Provisioning Process



Cancel-Conflict Flow due to missing Cancellation ACK from New SP, Figure 10



			Flow Step


			Description





			Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.





			1. NPAC places subscription in conflict, logs conflict, and notifies both NNSP and ONSP


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow, tie point CC, Figure 8.




If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			2. Did NPAC receive cancel message from NNSP?


			
Only “missing cancellation ACK from New SP” subscriptions reach this point in the process flow.  The subscription will transition to pending or cancel.




With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.




If yes, go to Step 3.




If no, go to Step 5.





			3. NNSP notifies NPAC to cancel subscription


			
The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.





			4. NPAC cancels subscription, logs cancel, and notifies NNSP and ONSP


			
Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			5. Has conflict expiration window expired?


			
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, current value of 30 days).




If yes, go to Step 6.




If no, go to Step 7.





			6. NPAC cancels the subscription, and notifies both NNSP and ONSP


			
After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to canceled and notifies both SPs of the change in status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			7. Did NPAC receive resolve conflict message from NNSP


			
The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the end-user’s request, and each is apparently getting a different request from that end-user, each should ensure the accuracy of the request.




If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.




It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.




If yes, go to Step 8.




If no, return to Step 2.





			8. Has NNSP conflict resolution restriction expired?


			
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Resolution Restriction Window, current value of 6 hours).




The conflict resolution restriction window is only applicable the first time a subscription is placed into conflict, whether the conflict is invoked by the NPAC due to this process, or placed into conflict by the ONSP.




If yes, go to Step 9.




If no, go to Step 10.





			9. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 1.





			10. NPAC rejects the resolve conflict request from NNSP


			
The NNSP has sent the resolve conflict message before the expiration of the conflict resolution restriction window.  NPAC returns an error message back via the SOA interface.





			Z.
END


			
Return to main flow, tie point Z, Figure 1.








Disconnect Process for Ported TN(s)



Disconnect Flow, Figure 11



			Flow Step


			Description





			1. End-user initiates disconnect


			
The end-user provides disconnect date and negotiates intercept treatment with current SP.





			2. Is NLSP a reseller?


			
If yes, go to Step 3.




If no, go to Step 4.





			3. NLSP sends disconnect request to NNSP


			
Current Local SP sends disconnect request to current Network SP, per inter-company processes.





			4. NNSP initiates disconnect


			
NNSP initiates disconnect of service based on request from NLSP or end-user.




NNSP initiates disconnect of service based on regulatory authority(s).





			5. NNSP arranges intercept treatment when applicable


			
NNSP arranges intercept treatment as negotiated with the end user, or, when the disconnect is SP initiated, per internal processes.





			6. NNSP creates and processes service order


			
NNSP follows existing internal process flows to ensure the disconnect within its own systems.





			7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2


			
NNSP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.




If no effective release date is given, the broadcast from the NPAC is immediate.  The maximum interval between disconnect date and effective release date is 18 months.





			8. Has effective release date been reached?


			
If yes, go to Step 9.




If no, repeat Step 8.





			9. NPAC broadcasts subscription deletion to all applicable SPs


			
On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via the LSMS interface.





			10. NPAC notifies code/block holder of disconnected TN(s) disconnect and release dates


			
On effective release date, the NPAC notifies code/block holder of the disconnected TN(s), effective release and disconnect dates via the SOA interface.





			11. NPAC deletes TN(s) from active database


			
On effective release date, the NPAC removes telephone number from NPAC database.





			12. END


			








Audit Process



Audit Flow, Figure12



			Flow Step


			Description





			1. Service Provider requests NPAC for audit


			
An SP may request an audit to assist in resolution of a repair problem reported by an end-user.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements between the involved service providers.  Failing to resolve the trouble following these activities, the SP requests an audit.





			2. NPAC issues queries to appropriate LSMSs


			
The NPAC issues queries to the LSMSs involved in the customer port.





			3. NPAC compares own SV to LSMS SV


			
Upon receipt of the LSMS SV, the comparison of the NPAC and LSMS SVs is made to determine if there are discrepancies between the two databases.




If an LSMS does not respond, it is excluded from the audit.





			4. NPAC downloads updates to LSMSs with SV differences


			
If inaccurate routing data is found, the NPAC broadcasts the correct SV data to any involved SPs networks to correct inaccuracies.





			5. Are all audits completed?


			
If no, return to Step 4.




If yes, go to Step 6.





			6. NPAC reports audit completion and discrepancies to requestor


			
The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.




 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.





			7. END


			








Code Opening Processes



NPA-NXX Code Opening, Figure 13


			Flow Step


			Description





			1.
NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting


			
The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.



In the case of numbers that use a Type 1 wireless interconnection, the corresponding NPA-NXX needs to be opened by the Old Wireline SP.





			2.
NPAC updates its NPA-NXX database


			
The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.





			3.
NPAC sends notice of code opening to all SPs


			
The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.





			4.
End


			








Code Opening Processes



First TN Ported in NPA-NXX, Figure 14


			Flow Step


			Description





			1. NPAC successfully processes create request for TN subscription version


			
SP notifies the NPAC of SV creation for a TN in an NPA-NXX.





			2. NPAC successfully processes create request for NPA-NXX-X


			
NPAC successfully processes an NPA-NXX-X for a Number Pool Block.





			3. First SV activity in NPA-NXX?


			
If yes, go to Step 4.




If no, go to Step 5.





			4. NPAC sends notification of first TN ported to all SPs via SOA and LSMS


			
When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) business days, will complete the opening for the NPA-NXX code for porting in all switches.





			5. End


			








			Tunable Name


			Current Tunable Value





			T1, Short Initial Concurrence Window


			1 hour





			T1, Long Initial Concurrence Window


			9 hour





			T2, Short Final Concurrence Window


			1 hour





			T2, Long  Final Concurrence Window


			9 hour





			Conflict Restriction Window


			12:00pm (noon)





			Conflict Expiration Window


			30 days





			Long Conflict Resolution New Service Provider Restriction


			6 hours





			Short Conflict Resolution New Service Provider Restriction


			24 hours





			Long Cancellation-Initial Concurrence Window


			9 hours





			Short Cancellation-Initial Concurrence Window


			9 hours





			Long Cancellation-Final Concurrence Window


			9 hours





			Short Cancellation-Final Concurrence Window


			9 hours
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LOCATION ROUTING NUMBER


ASSIGNMENT PRACTICES


These practices are issued in connection with the resolution to INC Issue 310.





Location Routing Number Assignment Practices 



A Location Routing Number (LRN) is a 10-digit number, in the format NPA-NXX-XXXX,  that uniquely identifies a switch or point of interconnection (POI). The NPA-NXX portion of the LRN is used to route calls to numbers that have been ported.

The following LRN assignment criteria should be considered when a service provider selects and assigns an LRN:

1. A unique LRN is required only for LNP capable switches that serve subscriber lines or otherwise terminate traffic.


2. A unique LRN may be assigned to every LNP equipped switch (and potentially to each CLLI listed  in the LERG).  A service provider should select and assign one (1) LRN per LATA within their switch coverage area.  Any other LRN use would be for internal purposes.  Additional LRNs should not be used to identify US wireline rate centers.


3. Remote switches that have a unique, assigned NPA-NXX may also have a unique LRN assigned to the remote switches. 


4. The LRN must be selected and assigned from a valid NPA/NXX that has been uniquely assigned to the service provider by the Central Office Code Administrator and published in the LERG. An LRN should be selected and assigned with the following considerations:


· Do not select and assign the LRN from an NPA/NXX that is planned to be re-homed to another switch.


· Do not select and assign the LRN from an NPA/NXX that has a majority of the NXX numbers assigned to a single customer.


· 

· Do not assign the LRN from an NPA/NXX that is assigned to the local choke network.


· Do not assign the same telephone number as both an LRN for a switch and a working number for a customer.


· Do not assign any TLDN or ESRD/ESRK wireless administrative number as an LRN.

5. An LRN may have to be changed due to any of the following:


· switch replacements


· code moves or LERG reassignments


· NPA Splits  (As a result of an NPA-NXX split, a service provider may have to change their assigned LRN)


6. If a switch serves multiple NPA/NXXs, wherever possible, do not select and assign the LRN from an NPA that  has been identified for area code relief.   


7. The LRN will be published in the LERG. 


8. The LRN will be published in the Test Line and Test Number Directories as a separate LRN category for informational purposes only.  Service providers may choose to identify LRNs as a separate category in their TN inventories.


9. Shared service provider NPA-NXXs, as currently defined  in the LERG, should not be used for LRN assignments.


10. For Number pooling, the LRN shall only be selected and used by the LERG assignee from their allocated 1000 block(s).


11. An NXX will not be assigned to a service provider for the sole purpose of establishing an LRN unless that service provider’s switch or POI does not yet have an LRN for the LATA where they intend to provide service.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  08/28/2002


Company(s) Submitting Issue:  Verizon


Contact(s):  Name   Gary Sacra



         Contact Number   410-736-7756



         Email Address   gary.m.sacra@verizon.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that has been placed into Conflict by the Old Service Provider after the 6 hour timer has expired, instead of investigating why the port was placed into Conflict.                                                        


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


When Verizon receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of a Verizon customer, Verizon checks to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, Verizon places the port into Conflict status with a Cause Code set to “LSR Not Received.”  We are seeing an increasing rate of instances where the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and proceeding with porting the number.  This has led to Verizon customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC. 


B. Frequency of Occurrence:


In the MA and NE Regions, 15-20 customers have been taken out of service per month on average as a result of this problem.  Some of these customers have had multiple TNs taken out of service.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X_


D. Rationale why existing process is deficient: 


Section 1.2.4 of the FRS document states, “If Service Providers disagree on who will serve a particular line number, the NPAC SMS will place the request in the “conflict” state and notify both Service Providers of the conflict status and the Status Change Cause Code.  The Service Providers will determine who will serve the customer via internal processes.  When a resolution is reached, the NPAC will be notified and will remove the request from the “conflict” state by the new Service Provider.  The new Service Provider can cancel the Subscription Version.”  In addition, Section 2.4.2 of the FRS states that the New Service Provider coordinates conflict resolution activities, and further states, “The New and Old Service Providers use internal and inter-company processes to resolve the conflict.  If the conflict is resolved, the new Service Provider sets the Subscription Version status to pending.  If the conflict is not resolved with the tunable maximum number of days, the NPAC SMS cancels the Subscription Version, and sets the Cause Code for the Subscription Version.”


Clearly, the intent here is to resolve the conflict before the port takes place.  Allowing the New Service Provider to remove the Conflict status after the 6 hour timer expires bypasses the need to resolve the conflict.


E. Identify action taken in other committees / forums: 


N/A


F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The LNPA should revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements should be modified to require both service providers to concur before a Subscription Version can be moved from Conflict status to Pending.


LNPA WG: (only)


Item Number: 0022



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  02/18/2003


Company(s) Submitting Issue:  1) Telcordia; 2) Company Name2?; 3) Company Name 3?; 4)etc.


Contact(s):  Name   1) Adam Newman; 2)?; 3)?; 4) etc



         Contact Number   1) 732-758-4962; 2)



         Email Address   1) anewman@telcordia.com; 2)


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


The LRNs and other data (e.g., portable NXXs, pooled NXX-Xs) in the NPAC are not always in synch with those in the Telcordia Business Integrated Routing and Rating Database System (BIRRDS).                                                          


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


It was brought to Telcordia’s and CIGRR’s attention that in at least one region (Western) that there were several hundred LRNs in the NPAC which were not in the LERG Routing Guide.


The LRN Assignment Practices require that SPs record their LRNs in the LERG Routing Guide.


Not having the LRN published in the Telcordia™ LERG Routing Guide makes trouble shooting of routing problems and administrative validations significantly more difficult to perform.  The LERG Routing Guide is used by many service providers to provision many of their back office systems.  H


aving accurate data in the LERG Routing Guide is important to the industry.


Due to variations in the definition of portability there are inconsistencies in various industry databases (e.g., an NXX marked as portable in the LERG Routing Guide may not mean that there are ported out customers in that NXX nor does it mean necessarily that customers can be ported out of that NXX).  In addition with all the activity surrounding returns of portable NXXs and NXX-Xs, there is a need to line up the processes the industry uses.  Comparing databases allows for determination of the extent of the problem and allows for root cause analysis and process improvement.


B. Frequency of Occurrence: 


Ongoing


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_X_     


 West Coast___  ALL_X__


D. Rationale why existing process is deficient:


There is no current process for synchronizing the LRNs and other BIRRDS data provisioned manually by service providers in the NPAC SMS and in the Telcordia Business Integrated Routing and Rating Database System (BIRRDS) by separate groups.  


E. Identify action taken in other committees / forums: 


Issue raised a Telcordia Common Interest Group on Rating and Routing.


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The following actions are proposed to resolve this issue:


· Similar to the data exchange Telcordia Routing Administration performs with NECA, have a data file, in an agreed to format, sent from NPAC to Telcordia Routing Administration (TRA) with all relevant data that is separately entered in both databases.  This format should be able to be processed for data validations e.g., fixed text format.  Telcordia Routing Administration will validate that all the relevant data is consistent.  When any data is inconsistent, TRA will provide a report on the inconsistencies to the AOCN of the company associated with the NXX, NXX-X, or LRN.  This information could be copied (by either TRA or the AOCN) to the LNP contact of the company on request to facilitate communication between the routing group and the portability group.


LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  03/07/03


PIM # 


Company(s) Submitting Issue:  NeuStar Pooling,  AT& T Wireless


Contact(s):  Name    Barry Bishop, Stephen Sanchez



         Contact Number   847-698-6167, 425-288-7051



         Email Address   barry.bishop@neustar.biz, stephen.sanchez@attws.com 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Blocks that are being assigned to Service Providers are either contaminated when they are donated as a non-contaminated block or the blocks have been contaminated over 10%.  This is causing customers to be out of service or blocks being exchanged for a less contaminated or non-contaminated block.     


In addition when the PA has assigned a block, at times the block is being rejected in the NPAC for not having the NXX as opened in the NPAC as portable.                                                     


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


When a SP donates a block they mark the block as either contaminated or not contaminated.  They do not indicate how many TN’s are contaminated.  SP’s are suppose to do a Intra SP port on their contaminated TN’s prior to donating a block so that the block can be ported to the new SP and they can begin using the block on the effective date.  The new SP should query the NPAC prior to assigning any TNs to determine which TN’s are contaminated and exclude those from their inventory assignment. 


 In one situation what is happening is that a block is assigned, the new SP goes to put those numbers in service, the old SP has not done their Intra SP ports causing their customers to be out of service.  To resolve this, the 1000 block has to be deported, so that the old SP can Intra SP port their numbers then the 1000 block is reported to the new SP.  


In another situation a block has been assigned either uncontaminated or contaminated and it is discovered the block has over 10% contamination.  In this case the block has to be deported and a new block has to be assigned to the SP.  


When a block is assigned and the NXX is not opened for porting in the NPAC, the block is rejected.  The SP of the code then has to go into the NPAC and add their code as portable so that the block can be then ported.  Even though this may take a matter of minutes to add, getting a hold of the correct person at a company to do this may take some time.


B. Frequency of Occurrence: 


Ongoing


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_ _     


 West Coast___  ALL_X__


D. Rationale why existing process is deficient:


It is up to the SP’s to do their INTRA SP ports and make sure they take the 1000 block out of their inventories when donating the block.  This is not always happening.


It is up to the SP to add their NXX to the NPAC as a portable NXX prior to donating blocks.  They indicate so on their donation form.  However, this has not been the case in many situations.


E. Identify action taken in other committees / forums: 


Issue raised at INC on two different occasions, they felt the guidelines already addressed the issue by leaving the responsibility to the SP to do the necessary work when they donated the blocks.


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The following actions are proposed to resolve this issue:


Provide the PA access to the NPAC to check for contamination prior to the assignment of a thousands block.


Provide the PA access to the NPAC to check if the code is opened as portable.


LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date 6/6/03


PIM # 


Company(s) Submitting Issue:  Verizon Wireless


Contact(s):  Name    Julie Groenen



         Contact Number   425-603-2282



         Email Address   Julie.Groenen@Verizonwireless.com
 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


NPAC timers are currently not set to run on the following holidays:  New Years Day, Memorial Day, July 4th, Labor Day, Thanksgiving, Christmas Eve and Christmas Day. Several of these holidays are high volume sales days  in the retail channel for Wireless providers. The NPAC timers need to follow Long Business Day hours for several of these holidays. 


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


Christmas Eve is one of the biggest sales days of the year. Other holidays such as Memorial Day, July 4th and Labor Day typically have targeted retail sales. 


B. Frequency of Occurrence: 


Ongoing


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_ _     


 West Coast___  ALL_X__


D. Rationale why existing process is deficient:


 By not having the timers run on key holidays wireless companies and vendors alike could see a backlog of orders on such days as the day after Christmas, one of the highest volume days of the year in retail sales.


Not being able to perform a normal business transaction such as porting on these holidays would affect all Wireless providers operationally.


It is likely to be seen as limiting and inconvenient by many customers to have to wait in order to port their number.


E. Identify action taken in other committees / forums: 


Issue will be presented at the June WNPO meeting. 


F. Any other descriptive items: 


It has been suggested that the LNPA WG Architecture team review this issue for urgent priority and that an emergency NANC order could facilitate the change occurring before 11/24/03. This issue has been initially reviewed at a high level by Neustar and they have indicated a change is likely possible for launch. 


3. Suggested Resolution: 


The following actions are proposed to resolve this issue:


OPTION 1


This option would have only Wireless – Wireless ports utilize timers on holidays.  Neustar has at a high level indicated it would be possible to check if the port were Wireless to Wireless then run the timers, and if the port was Wireless-Wireline, then do not run the timers. 


OPTION 2


While not likely, the option exists to run the timers for both Wireline and Wireless providers on holidays. 


LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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Disclaimer

		The information contained in this document, including any forecasts, represents a non-binding opinion of the NPAC Forecasting Group (NFG). The NFG is an informal association of interested parties from the telecommunications industry. This document was developed as an informal tool for predicting future levels of TN porting transactions, which forecasts can vary substantially depending on the underlying assumptions.  Neither the NFG, NeuStar, Inc. nor any individual or company associated with the NFG makes any representations or warranties about the information contained herein, including its accuracy.  No party associated with the NFG accepts, and each expressly disclaims, any liability associated with this document, including its use and reliance on any of its contents.





Key Assumptions Summary

		Wireline Portability				Tab		Cell

				"Mature" market, 21 million transactions expected in 2003, 22 million in 2004.		Transactions Analysis Data		T7, AL7

				Monthly disconnects will be approximately 0.7 percent of active SVs.		NPAC SVs		S16, AK16

				Monthly modifies will be about 2.2 to 2.4 percent of active SVs.		NPAC SVs		S22, AK22

				Active SVs at end of 2003 estimated at 32 million.		NPAC SVs		S3

				Approximately 80 percent of all activates are new SVs.		NPAC SVs		S10

		Wireline Pooling

				Little or no growth; 8 million transactions expected in 2003, 8 million in 2004.		Transactions Analysis Data		T8, AL8

				Monthly disconnects will be 1.4 percent of active SVs in 2003, declining to 0.9 percent in 2004.		NPAC SVs		S17, AK17

				Monthly modifies will be about 1.8 percent of active SVs.		NPAC SVs		S23, AK23

				Active SVs at end of 2003 estimated at 17 million.		NPAC SVs		S4

				Approximately 85 percent of all activates are new SVs.		NPAC SVs		S11

		Wireless Portability

				Subscriber growth rate of 8.2 percent in 2004.		WNP Model		D5, R5

				Subscriber churn rate will increase to 50 percent when WNP begins.		WNP Model		C11

				Addressable market for WNP is 85 percent of all subscribers.		WNP Model		D8

				Porting activity related to network modifications, expansions, inter-species porting etc. is accounted for by increasing the addressable market to 100 percent.

				Marketplace is fully aware of WNP and systems are fully capable beginning 11/24/03.		WNP Model		C16

				Monthly disconnects will be 0.7 percent of active SVs in 2003, declining to 0.6 percent in 2004.		NPAC SVs		S18, AK18

				Monthly modifies will be about 0.6 percent of active SVs in 2003, declining to 0.4 percent in 2004.		NPAC SVs		S24, AK24

				Active SVs at end of 2003 estimated at 15 million.		NPAC SVs		S5

				Approximately 100 percent of all activates are new SVs in 2003, declining to an average of 98 percent in 2004.		NPAC SVs		AK12

		Wireless Pooling

				Little or no additional growth; 8 million transactions expected in 2003, 8 million in 2004.		Transactions Analysis Data		T16, AL16

				Monthly disconnects will be 0.9 percent of active SVs.		NPAC SVs		S19, AK19

				Monthly modifies will be about 4.3 percent of active SVs in 2003, declining to 1.4 percent in 2004.		NPAC SVs		S25, AK25

				Active SVs at end of 2003 estimated at 8 million.		NPAC SVs		S6

				Approximately 96 percent of all activates are new SVs in 2003, declining to 86 percent in 2004.		NPAC SVs		S13, AK13

		Notes

				Consolidation in the wireless industry is likely to generate additional transactions but is not expected to be significant in 2003-2004.

				Some state PUCs are likely to increased pressure for more pool block donations.

				Data shaded in yellow can be changed by the user and will flow through the entire model.  Most shaded areas are in collapsed columns.  Click "+" to expand columns or rows; "-" to collapse.
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Transactions Analysis Data

								Jan-03		Feb-03		Mar-03		Q1 2003		Apr-03		May-03		Jun-03		Q2 2003		Jul-03		Aug-03		Sep-03		Q3 2003		Oct-03		Nov-03		Dec-03		Q4 2003		2003 Total				Jan-04		Feb-04		Mar-04		Q1 2004		Apr-04		May-04		Jun-04		Q2 2004		Jul-04		Aug-04		Sep-04		Q3 2004		Oct-04		Nov-04		Dec-04		Q4 2004		2004 Total

								Actual		Actual		Actual		Actual		Actual		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Act/Forecast				Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast

		Wireline		Non-Pooled		Activates		890.1		687.4		799.7		2,377.3		834.7		806.0		836.0		2,476.7		839.4		842.3		840.8		2,522.5		866.2		870.5		875.8		2,612.5		9,989.0				745.4		647.2		763.7		2,156.2		805.8		827.6		859.5		2,492.9		891.4		918.3		945.3		2,755.1		972.3		949.3		981.4		2,903.0		10,307.2

						Disconnects		198.8		144.0		168.7		511.5		177.1		185.6		189.0		551.7		211.6		205.4		199.0		616.0		232.8		176.4		209.4		618.5		2,297.7				202.4		185.1		239.2		626.6		231.9		213.7		238.6		684.2		231.2		258.3		238.4		727.9		242.2		234.2		237.9		714.3		2,753.1

						Modifies		927.3		696.9		702.7		2,326.9		698.6		785.3		744.6		2,228.5		848.8		747.4		495.9		2,092.2		553.7		540.7		548.3		1,642.7		8,290.3				596.7		642.7		705.2		1,944.6		728.5		749.3		780.1		2,257.9		803.4		834.6		855.0		2,493.0		865.9		874.0		884.9		2,624.8		9,320.3

						Total		2,016.3		1,528.3		1,671.1		5,215.6		1,710.4		1,776.9		1,769.6		5,256.9		1,899.9		1,795.1		1,535.7		5,230.7		1,652.7		1,587.5		1,633.5		4,873.8		20,577.0				1,544.5		1,475.0		1,708.0		4,727.4		1,766.1		1,790.7		1,878.2		5,435.1		1,926.0		2,011.2		2,038.7		5,975.9		2,080.4		2,057.6		2,104.2		6,242.2		22,380.6

				Pooled		Activates		829.6		808.8		830.0		2,468.4		515.8		556.4		597.7		1,670.0		662.7		648.3		633.0		1,944.0		699.7		574.6		670.8		1,945.0		8,027.4				560.0		520.0		660.0		1,740.0		645.0		600.0		665.0		1,910.0		645.0		720.0		665.0		2,030.0		675.0		650.0		655.0		1,980.0		7,660.0

						Disconnects		99.5		640.3		256.6		996.4		112.9		135.4		139.3		387.6		158.2		155.4		152.0		465.5		180.2		137.2		164.6		481.9		2,331.4				136.1		125.6		164.2		425.9		160.8		149.2		168.0		478.0		163.8		184.7		171.4		519.9		175.0		170.0		173.3		518.3		1,942.0

						Modifies		284.4		207.8		395.2		887.4		224.2		173.8		238.2		636.2		232.9		229.9		226.7		689.5		264.1		241.3		278.0		783.3		2,996.5				280.8		285.0		315.2		881.0		323.1		326.7		346.5		996.3		354.0		374.8		377.5		1,106.2		389.1		396.2		407.7		1,193.0		4,176.5

						Total		1,213.5		1,656.9		1,481.8		4,352.2		853.0		865.7		975.2		2,693.8		1,053.7		1,033.5		1,011.7		3,099.0		1,143.9		953.1		1,113.3		3,210.3		13,355.3				976.9		930.5		1,139.5		3,046.9		1,128.9		1,075.9		1,179.5		3,384.3		1,162.8		1,279.4		1,213.8		3,656.1		1,239.1		1,216.1		1,236.0		3,691.3		13,778.5

		Wireless		Non-Pooled		Activates		37.4		49.4		50.4		137.2		277.8		275.0		210.0		762.8		303.3		353.3		303.3		960.0		303.3		303.3		12,835.2		13,441.8		15,301.9				3,700.8		3,720.0		3,739.2		11,160.0		3,758.4		3,777.6		3,796.8		11,332.8		3,835.2		3,854.4		3,873.6		11,563.2		3,892.8		13,104.0		13,232.0		30,228.8		64,284.8

						Disconnects		6.4		4.9		5.6		16.8		5.8		5.8		7.1		18.7		10.0		11.9		13.2		35.0		17.3		14.5		97.7		129.5		200.1				115.5		124.7		184.8		425.1		201.2		204.9		249.7		655.8		261.5		312.9		307.3		881.7		330.2		389.1		462.5		1,181.8		3,144.5

						Modifies		86.7		2.5		4.0		93.2		13.8		1.8		2.2		17.8		3.1		3.6		4.1		10.8		5.3		4.5		30.1		39.8		161.6				62.4		80.6		107.0		250.0		120.7		132.5		154.7		407.9		166.7		190.0		198.2		554.9		212.3		236.5		265.9		714.7		1,927.6

						Total		130.5		56.8		60.0		247.3		297.4		282.6		219.3		799.3		316.4		368.8		320.6		1,005.8		326.0		322.2		12,963.0		13,611.2		15,663.5				3,878.7		3,925.3		4,031.0		11,835.0		4,080.3		4,115.0		4,201.2		12,396.5		4,263.4		4,357.4		4,379.1		12,999.8		4,435.3		13,729.6		13,960.5		32,125.4		69,356.8

				Pooled		Activates		382.0		680.0		622.1		1,684.1		1,302.3		606.0		600.0		2,508.3		600.0		600.0		600.0		1,800.0		600.0		600.0		600.0		1,800.0		7,792.4				544.6		503.3		646.8		1,694.6		630.0		584.1		651.1		1,865.3		632.4		704.7		652.5		1,989.7		662.5		641.5		651.1		1,955.1		7,504.7

						Disconnects		26.8		5.9		39.5		72.3		39.3		41.2		45.8		126.4		55.4		57.5		59.1		172.0		72.9		57.9		71.7		202.4		573.1				71.8		67.8		91.2		230.8		91.4		86.5		99.5		277.4		98.8		113.5		107.1		319.4		111.1		109.5		113.3		333.9		1,161.5

						Modifies		56.7		30.9		100.0		187.6		211.1		473.4		473.1		1,157.6		490.3		486.9		111.9		1,089.1		134.2		113.8		124.1		372.2		2,806.5				134.7		129.0		149.7		413.4		158.1		151.5		160.9		470.6		167.8		176.9		168.5		513.2		178.8		174.3		173.7		526.7		1,923.9

						Total		465.6		716.8		761.6		1,944.0		1,552.7		1,120.6		1,118.9		3,792.3		1,145.7		1,144.4		771.0		3,061.1		807.1		771.7		795.8		2,374.6		11,172.0				751.1		700.1		887.6		2,338.8		879.6		822.2		911.4		2,613.2		899.0		995.2		928.1		2,822.3		952.5		925.3		938.0		2,815.8		10,590.1

						Unidentified/New Uses		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-				-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-

						Grand Total		3,825.8		3,958.8		3,974.4		11,759.1		4,413.4		4,045.8		4,083.1		12,542.3		4,415.7		4,341.9		3,639.1		12,396.6		3,929.7		3,634.5		16,505.5		24,069.8		60,767.8				7,151.2		7,030.9		7,766.0		21,948.2		7,854.9		7,803.8		8,170.3		23,829.0		8,251.2		8,643.2		8,559.7		25,454.1		8,707.4		17,928.6		18,238.7		44,874.6		116,106.0

						Wireline Transactions		3,229.8		3,185.2		3,152.8		9,567.8		2,563.3		2,642.6		2,744.9		7,950.8		2,953.6		2,828.7		2,547.4		8,329.7		2,796.6		2,540.6		2,746.8		8,084.0		33,932.3				2,521.4		2,405.5		2,847.5		7,774.4		2,895.0		2,866.6		3,057.7		8,819.3		3,088.8		3,290.6		3,252.5		9,632.0		3,319.5		3,273.7		3,340.2		9,933.4		36,159.1

						Wireless Transactions		596.0		773.6		821.6		2,191.2		1,850.1		1,403.2		1,338.3		4,591.6		1,462.0		1,513.2		1,091.6		4,066.9		1,133.1		1,093.9		13,758.7		15,985.8		26,835.5				4,629.8		4,625.4		4,918.5		14,173.8		4,959.8		4,937.2		5,112.6		15,009.7		5,162.4		5,352.6		5,307.2		15,822.2		5,387.8		14,654.9		14,898.5		34,941.2		79,946.9

						Unidentified/New Uses		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-				-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-		-

						Total		3,825.8		3,958.8		3,974.4		11,759.1		4,413.4		4,045.8		4,083.1		12,542.3		4,415.7		4,341.9		3,639.1		12,396.6		3,929.7		3,634.5		16,505.5		24,069.8		60,767.8				7,151.2		7,030.9		7,766.0		21,948.2		7,854.9		7,803.8		8,170.3		23,829.0		8,251.2		8,643.2		8,559.7		25,454.1		8,707.4		17,928.6		18,238.7		44,874.6		116,106.0

						Wireline Transactions		84%		80%		79%		81%		58%		65%		67%		63%		67%		65%		70%		67%		71%		70%		17%		34%		56%				35%		34%		37%		35%		37%		37%		37%		37%		37%		38%		38%		38%		38%		18%		18%		22%		31%

						Wireless Transactions		16%		20%		21%		19%		42%		35%		33%		37%		33%		35%		30%		33%		29%		30%		83%		66%		44%				65%		66%		63%		65%		63%		63%		63%		63%		63%		62%		62%		62%		62%		82%		82%		78%		69%

						Unidentified/New Uses		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%				0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%		0%

						Total		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%				100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%
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NPAC SVs

						Jan-03		Feb-03		Mar-03		Q1 2003		Apr-03		May-03		Jun-03		Q2 2003		Jul-03		Aug-03		Sep-03		Q3 2003		Oct-03		Nov-03		Dec-03		Q4 2003		2003 Total				Jan-04		Feb-04		Mar-04		Q1 2004		Apr-04		May-04		Jun-04		Q2 2004		Jul-04		Aug-04		Sep-04		Q3 2004		Oct-04		Nov-04		Dec-04		Q4 2004		2004 Total

		Active SVs				Actual		Actual		Actual		Actual		Actual		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Act/Forecast				Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast		Forecast

				Wireline Non-Pooled		26,604.8		26,995.6		27,520.2				28,053.1		28,556.2		29,076.5				29,596.9		30,101.4		30,609.7				31,143.5		31,653.6		32,213.2				32,213.2				32,642.0		32,997.8		33,460.7				33,914.0		34,390.6		34,907.2				35,429.4		35,979.1		36,528.7				37,115.9		37,681.6		38,279.3				38,279.3

				Wireline Pooled		12,179.7		12,782.6		12,943.9				13,164.3		13,541.3		13,934.3				14,379.1		14,795.7		15,201.7				15,667.2		16,002.5		16,456.1				16,456.1				16,792.2		17,118.5		17,572.7				17,981.4		18,354.7		18,793.2				19,198.6		19,671.4		20,079.7				20,507.8		20,911.5		21,323.8				21,323.8

				Wireless Non-Pooled		263.5		306.5		352.1				624.2		893.5		1,097.6				1,393.8		1,737.2		2,028.7				2,315.9		2,596.2		15,032.3				15,032.3				18,635.4		22,239.9		25,854.3				29,427.9		32,968.6		36,524.6				40,074.2		43,595.2		47,084.7				50,598.5		62,605.9		74,421.3				74,421.3

				Wireless Pooled		1,776.2		2,429.4		3,045.5				4,295.7		4,851.1		5,393.1				5,925.1		6,442.4		6,952.4				7,455.4		7,940.4		8,433.7				8,433.7				8,859.3		9,243.3		9,752.8				10,221.6		10,645.4		11,125.3				11,578.3		12,093.3		12,551.5				13,023.6		13,474.4		13,934.7				13,934.7

				Total Active SVs		40,824.3		42,514.2		43,861.8				46,137.3		47,842.1		49,501.5				51,294.9		53,076.7		54,792.5				56,582.1		58,192.7		72,135.3				72,135.3				76,929.0		81,599.5		86,640.6				91,545.0		96,359.3		101,350.3				106,280.6		111,339.1		116,244.5				121,245.7		134,673.3		147,959.2				147,959.2

		New Activates as % of all Activates

				Wireline Non-Pooled		80%		80%		80%				80%		80%		80%				80%		80%		80%				80%		80%		80%				80%				80%		80%		80%				80%		80%		80%				80%		80%		80%				80%		80%		80%				80%

				Wireline Pooled		85%		85%		85%				85%		85%		85%				85%		85%		85%				85%		85%		85%				85%				85%		85%		85%				85%		85%		85%				85%		85%		85%				85%		85%		85%				85%

				Wireless Non-Pooled		100%		100%		100%				100%		100%		100%				100%		100%		100%				99%		98%		97%				100%				100%		100%		100%				100%		99%		99%				99%		98%		98%				98%		94%		92%				98%

				Wireless Pooled		100%		100%		100%				99%		98%		97%				96%		95%		94%				93%		92%		91%				96%				90%		89%		88%				87%		86%		85%				85%		85%		85%				85%		85%		85%				86%

		Disconnects as a % of Active SVs

				Wireline Non-Pooled		0.7%		0.5%		0.6%				0.6%		0.7%		0.7%				0.7%		0.7%		0.7%				0.7%		0.6%		0.7%				0.7%				0.6%		0.6%		0.7%				0.7%		0.6%		0.7%				0.7%		0.7%		0.7%				0.7%		0.6%		0.6%				0.7%

				Wireline Pooled		0.8%		5.0%		2.0%				0.9%		1.0%		1.0%				1.1%		1.1%		1.0%				1.2%		0.9%		1.0%				1.4%				0.8%		0.7%		0.9%				0.9%		0.8%		0.9%				0.9%		0.9%		0.9%				0.9%		0.8%		0.8%				0.9%

				Wireless Non-Pooled		2.4%		1.6%		1.6%				0.9%		0.7%		0.7%				0.7%		0.7%		0.7%				0.7%		0.6%		0.7%				0.7%				0.6%		0.6%		0.7%				0.7%		0.6%		0.7%				0.7%		0.7%		0.7%				0.7%		0.6%		0.6%				0.6%

				Wireless Pooled		1.5%		0.2%		1.3%				1.0%		0.9%		0.9%				0.9%		0.9%		0.9%				1.0%		0.7%		0.9%				0.9%				0.8%		0.7%		0.9%				0.9%		0.8%		0.9%				0.9%		0.9%		0.9%				0.9%		0.8%		0.8%				0.9%

		Modifies as a % of Active SVs

				Wireline Non-Pooled		3.5%		2.6%		2.6%				2.5%		2.8%		2.6%				2.9%		2.5%		1.6%				1.8%		1.7%		1.7%				2.4%				1.8%		1.9%		2.1%				2.1%		2.2%		2.2%				2.3%		2.3%		2.3%				2.3%		2.3%		2.3%				2.2%

				Wireline Pooled		2.3%		1.6%		3.1%				1.7%		1.3%		1.7%				1.6%		1.6%		1.5%				1.7%		1.5%		1.7%				1.8%				1.7%		1.7%		1.8%				1.8%		1.8%		1.8%				1.8%		1.9%		1.9%				1.9%		1.9%		1.9%				1.8%

				Wireless Non-Pooled		32.9%		0.8%		1.1%				2.2%		0.2%		0.2%				0.2%		0.2%		0.2%				0.2%		0.2%		0.2%				0.6%				0.3%		0.4%		0.4%				0.4%		0.4%		0.4%				0.4%		0.4%		0.4%				0.4%		0.4%		0.4%				0.4%

				Wireless Pooled		3.2%		1.3%		3.3%				5.4%		9.8%		8.8%				8.3%		7.6%		1.6%				1.8%		1.4%		1.5%				4.3%				1.5%		1.4%		1.5%				1.5%		1.4%		1.4%				1.4%		1.5%		1.3%				1.4%		1.3%		1.2%				1.4%
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WNP Model

		Wireless Non-Pooling LNP Transaction Estimate

								Jan		Feb		Mar		2004		Apr		May		Jun				Jul		Aug		Sep				Oct		Nov		Dec

		Statistic/Factor		Source/Basis		Variable								Q1								Q2								Q3								Q4		Total

		Subscribers						155,000,000		155,800,000		156,600,000		156,600,000		157,400,000		158,200,000		159,000,000		159,000,000		160,600,000		161,400,000		162,200,000		162,200,000		163,800,000		165,400,000		167,000,000		167,000,000		N/A

		Growth						800,000		800,000		800,000		2,400,000		800,000		800,000		800,000		2,400,000		800,000		800,000		800,000		2,400,000		1,600,000		1,600,000		1,600,000		4,800,000		12,000,000

		Addressable Market						100.0%		100.0%		100.0%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100.0%

		Industry Roll-out				5%		100.0%		100.0%		100.0%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100.0%

		Total Subscriber Churn				50%

		% of total churn resulting in a ported TN				80%

		Wireless Churn Rate		(line 11 x line 12)		40%		2.4%		2.4%		2.4%		7.2%		2.4%		2.4%		2.4%		7.2%		2.4%		2.4%		2.4%		7.2%		2.4%		8.0%		8.0%		18.4%		40.0%

		Market Adoption*				100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%		100%

		Wireless LNP Transactions

		Estimated Activates						3,700,800		3,720,000		3,739,200		11,160,000		3,758,400		3,777,600		3,796,800		11,332,800		3,835,200		3,854,400		3,873,600		11,563,200		3,892,800		13,104,000		13,232,000		30,228,800		64,284,800



&A

&L&F&C&P&R&A



WNPO Model

		NEW - This is the WNPO model, updated with more current industry statistics.  This data is not to be construed as NeuStar's position or official projection.

				Wireless Pooling and Porting Demand for the NPDB With FCC Data

								DRAFT - DRAFT - DRAFT

				NATIONAL				2001		2002		2003		2004		2005		2006		2007

				growth rate				27		109.3		109.8		108.2		106.4		106.4		106.4

				Subscribers				128,500,000		140,500,000		154,269,000		166,919,058		177,601,878		188,968,398		201,062,375

				West Coast		0.1347		17308950		18925350		20780034		22483997		23922973		25454043		27083102

				Mid Atlantic		0.1345		17283250		18897250		20749181		22450613		23887453		25416250		27042889

				Western		0.1283		16486550		18026150		19792713		21415715		22786321		24244645		25796303

				North East		0.1117		14353450		15693850		17231847		18644859		19838130		21107770		22458667

				South East		0.2161		27768850		30362050		33337531		36071208		38379766		40836071		43449579

				Mid West		0.1536		19737600		21580800		23695718		25638767		27279648		29025546		30883181

				South West		0.1211		15561350		17014550		18681976		20213898		21507587		22884073		24348654

						1		128500000		140500000		154269000		166919058		177601878		188968398		201062375

												6739000

		National Annual Blocks						0		1379		6739		7292		7758		8255		8783

		growth rate						27.00		9.30		9.80		8.20		6.40		6.40		6.40

		% with LRN total 1K blocks in NPDB										100.00		100.00		100.00		100.00		100.00

		total 1K blocks in NPDB				50%		0		276		6,739		7,292		7,758		8,255		8,783

		For Data Base Sizing

		Total Pooling and Ported #s in NPDB without EDR								1,604,666		20,585,031		47,927,568		69,776,455		85,464,935		94,114,982

		Total Pooling and Ported #s in NPDB with EDR								225,942		12,841,920		39,549,522		60,862,214		75,980,182		84,023,205

		For link load SOA & LSMS Speed

		Total Annual Wireless Ports										12,835,181		66,767,623		71,040,751		75,587,359		80,424,950

		Total Annual Wireless Ports Transactions (waiting factor)* see footnote										0		0		0		0		0

		*footnote: Should the factor include both messages and notifications?

		% of Intra-SP ports (blocks *1000*.15)								15		15		15		15		15		15

		Total Intra-SP ports								225,666		1,010,850		1,093,740		1,163,739		1,238,218		1,317,464

		NPAC Wireless Porting Demand		West Coast				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						17,308,950		18,925,350		20,780,034		22,483,997		23,922,973		25,454,043		27,083,102

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		Total Annual Ports										1,728,899		8,993,599		9,569,189		10,181,617		10,833,241

		Total Transactions per port (need factor)

		Total Transactions for link load, and SOA and LSMS speed (waiting for factor)										0		0		0		0		0

		% new ported numbers						0		0		100		40		30		20		10

		Total annual new ported numbers								0		1,728,899		3,597,440		2,870,757		2,036,323		1,083,324

		Cumulative new ported numbers for DB sizing						0		0		1,728,899		5,326,338		8,197,095		10,233,419		11,316,743

		Portable TN - (D6) Total TNs Based upon the actual subscriber based posted on the CTIA wowcom.com web site.

		Portable TNs per region (D34, D66, D82, D98, D114, D131, D147)  is % of total wireless numbers per region times D5.

		Growth Rate - for 2002 was Actual Growth and '03 Extrapolated from 1st QTR '03  Remainder from previous Yankee Study

		Churn Rate % -  provided by CTIA taken from data collected from wireless carriers,

		and international studies for wireless number portability

		Assumption port % - percent of total churn that will also port

		Total Annual Ports - Portable TN  * % churn * % porting - this represents all ported numbers even those that have previously ported

		Total Transactions per port - Factor to account for Creates, activates, modifies, disconnects, & cancels (need factor from NeuStar)

		Total Transactions for link load, and SOA and LSMS speed - total annual wireless ports * total transactions per port

		% New Ported Numbers - this represents the % of ported numbers that will be "new" numbers in the NPAC/LSMS assumes some ported numbers already have a prior port - it is used for data base sizing

		Total Annual New Ported Numbers - wireless ported numbers - first appearance in the NPDB

		Cumulative new ported numbers for data base sizing - this represents the running sum of total annual new ported numbers (for NPDB sizing)

		NPAC Wireless Porting Demand		Mid-West				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						19,737,600		21,580,800		23,695,718		25,638,767		27,279,648		29,025,546		30,883,181

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		Total Annual Ports										1971483.77088		10255506.92352		10911859.3666253		11610218.3660893		12353272.341519

		Total Transactions per port (need factor)

		Total Transactions for link load, and SOA and LSMS speed (waiting for factor)										0		0		0		0		0

		% new ported numbers										100		40		30		20		10

		Total annual new ported numbers								0		1,971,484		4,102,203		3,273,558		2,322,044		1,235,327

		Cumulative new ported numbers for DB sizing						0		0		1,971,484		6,073,687		9,347,244		11,669,288		12,904,615

		NPAC Wireless Porting Demand		Mid-Atlantic				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						17,283,250		18,897,250		20,749,181		22,450,613		23,887,453		25,416,250		27,042,889

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		Total Annual Ports										1726331.8176		8980245.3204		9554981.0209056		10166499.8062436		10817155.7938431

		Total Transactions per port (need factor)

		Total Transactions for link load, and SOA and LSMS speed (waiting for factor)										0		0		0		0		0

		% new ported numbers						0		0		100		40		30		20		10

		Total annual new ported numbers								0		1,726,332		3,592,098		2,866,494		2,033,300		1,081,716

		Cumulative new ported numbers for DB sizing						0		0		1,726,332		5,318,430		8,184,924		10,218,224		11,299,940

		NPAC Wireless Porting Demand		Northeast				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						14,353,450		15,693,850		17,231,847		18,644,859		19,838,130		21,107,770		22,458,667

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		Total Annual Ports										1433689.69536		7457943.51144		7935251.89617216		8443108.01752718		8983466.93064892

		Total Transactions per port (need factor)

		Total Transactions for link load, and SOA and LSMS speed (waiting for factor)										0		0		0		0		0

		% new ported numbers						0		0		100		40		30		20		10

		Total annual new ported numbers								0		1,433,690		2,983,177		2,380,576		1,688,622		898,347

		Cumulative new ported numbers for DB sizing						0		0		1,433,690		4,416,867		6,797,443		8,486,064		9,384,411

		NPAC Wireless Porting Demand		Southeast				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						27,768,850		30,362,050		33,337,531		36,071,208		38,379,766		40,836,071		43,449,579

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		Total Annual Ports										2773682.57088		14428483.37352		15351906.3094253		16334428.3132285		17379831.7252751

		Total Transactions per port (need factor)

		Total Transactions for link load, and SOA and LSMS speed (waiting for factor)										0		0		0		0		0

		% new ported numbers						0		0		100		40		30		20		10

		Total annual new ported numbers								0		2,773,683		5,771,393		4,605,572		3,266,886		1,737,983

		Cumulative new ported numbers for DB sizing						0		0		2,773,683		8,545,076		13,150,648		16,417,533		18,155,517

		NPAC Wireless Porting Demand		Southwest				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						15,561,350		17,014,550		18,681,976		20,213,898		21,507,587		22,884,073		24,348,654

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		Total Annual Ports										1554340.39488		8085559.16952		8603034.95636928		9153629.19357692		9739461.46196584

		Total Transactions per port (need factor)

		Total Transactions for link load, and SOA and LSMS speed (waiting for factor)										0		0		0		0		0

		% new ported numbers						0		0		100		40		30		20		10

		Total annual new ported numbers								0		1,554,340		3,234,224		2,580,910		1,830,726		973,946

		Cumulative new ported numbers for DB sizing						0		0		1,554,340		4,788,564		7,369,475		9,200,200		10,174,147

		NPAC Wireless Porting Demand		Western				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						16,486,550		18,026,150		19,792,713		21,415,715		22,786,321		24,244,645		25,796,303

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		Total Annual Ports										1646753.69664		8566286.05656		9114528.36417984		9697858.17948735		10318521.1029745

		Total Transactions per port (need factor)

		Total Transactions for link load, and SOA and LSMS speed (waiting for factor)										0		0		0		0		0

		% new ported numbers						0		0		100		40		30		20		10

		Total annual new ported numbers								0		1,646,754		3,426,514		2,734,359		1,939,572		1,031,852

		Cumulative new ported numbers for DB sizing						0		0		1,646,754		5,073,268		7,807,627		9,747,198		10,779,050
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MAY, 2003 LNPA WG ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


0503-01:  NeuStar reported in the May LNPA meeting that the current version of the 


Functional Requirements Spec (FRS) for NPAC Release 3.2 reflects too many digits for the start and end times in the example filename for NANC Change Order 169 – Delta Bulk Data Download (BDD).  This will be corrected in the next version of the FRS as a document only change.  NeuStar took an action to discuss this on the weekly testing call in addition to discussing with the service providers currently in group testing.


0503-02:  NeuStar took an action to obtain from the NANPA the quantity of wireless 


reseller numbers and Type 1 Cellular numbers reported on wireless carrier intermediate number NRUF utilization reports.  These counts were requested by the Type One Task Operations (TOTO) group in order to determine the penetration of these numbers.


NOTE:  This Action Item was completed subsequent to the May LNPA meeting.  See attached response from NeuStar.  In addition this response was forwarded to both the WNPO and LNPA distributions.
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MARY BETH DEGEORGIS (TELCORDIA) ACTION ITEMS:


0503-03:  Regarding proposed PIM 23, Mary Beth Degeorgis, Telcordia, took an action 


item to talk to the Common Interest Group on Rating and Routing (CIGRR) in order to identify the problems caused by the described mismatches between NPAC and the LERG.  Mary Beth will report this back to the LNPA.


MAGGIE LEE (VERISIGN AND WNPO CO-CHAIR) ACTION ITEMS:


0503-04:  Maggie Lee will send a letter from the WNPO to the LNPA Co-Chairs to serve 


as a reminder that the industry had previously agreed to extend the NPAC Help Desk hours beginning on 11/24/03 in order to accommodate wireless porting, and to request the LNPA’s assistance in facilitating this change.  See also related Action Item 0503-05.


NOTE:  This Action Item was completed subsequent to the May LNPA meeting.  Attached is the letter sent from the WNPO to the LNPA.
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CHARLES RYBURN (SBC AND LNPA CO-CHAIR) ACTION ITEMS:

0503-05:  Related to Action item 0503-04, Charles Ryburn, on behalf of the LNPA, will 


request that the NAPM/LLC approve the NPAC Help Desk extension requested by the WNPO in order to accommodate wireless porting.


NOTE:  This Action Item was completed subsequent to the May LNPA meeting.  At their May 15th meeting, the NAPM/LLC approved the extension of the NPAC Help Desk hours.  Beginning on 11/24/03, the new NPAC Help Desk hours will be 7am to 11pm Central for Monday through Friday, and 8am to 11pm Central for Saturday and Sunday.

0503-06:  The attached Industry Numbering Committee (INC) Issue 388 addresses 


modifications made to the Thousands Block Application Form – Part 1B to explain the SOA Origination field.  The INC sent a request to the LNPA to review the modified form and provide any comments.  Charles Ryburn will send a response to the INC stating that the LNPA has no issues with the modification.
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GARY SACRA (VERIZON AND LNPA CO-CHAIR) ACTION ITEMS:

0503-07:  Regarding the multiple LRN issue referred to the LNPA by NANC, Gary Sacra 


will send a liaison to the INC requesting that they review their LRN Assignment Practices (attached) to ensure it is explicitly clear that service providers have a legitimate need for multiple LRNs in a LATA due to Points Of Interconnection (POIs) to multiple tandems in the LATA.  The liaison will suggest the possible inclusion to the guidelines of approaches to mitigate the impact on the numbering resource, e.g.:


1. Assign any new code needed for an LRN to a rate center needing additional number inventory.  The LERG-assignee - the service provider needing an LRN - returns unneeded blocks to the pool.


2. If available, the service provider will use an existing code already homed to the tandem where the LRN is needed for the POI.
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0503-08:  Regarding PIM 24 (attached), Gary Sacra will notify the NAPM/LLC that the 


LNPA approves of the proposal whereby the Pool Administrator is able to obtain the necessary information from NPAC to ensure, to the extent possible, that service providers are complying with the pooled block donation process.




[image: image6.wmf]"PIM 


contamination.doc"


  


NOTE:  This Action Item was completed subsequent to the May LNPA meeting.  At their May 15th meeting, the NAPM/LLC instructed NeuStar to provide a proposal detailing their view of how this process would be developed and implemented, and what, if any, cost would be associated.

LNPA ACTION ITEMS:

0503-09:  The LNPA took an action to review the attached proposed NANC Change 


Order addressing a port protection system.  This will be discussed on Wednesday morning at the June LNPA meeting.
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0503-10:  The LNPA will determine the following with regard to the implementation of 


NANC Change Order 323, Mass Update of SPID:


1. Does it matter which service provider(s), e.g. the ILEC, have not successfully migrated when deciding to back out or move forward.


2. How many codes, LRNs, blocks, -Xs, and SVs can we migrate in a window?


3. The group needs to discuss further the proximity of LERG effective date and SPID migration date.


4. The group needs to identify the various scenarios that drive SPID migration, e.g. acquiring another service provider’s switch with the code and LRN remaining intact, or absorbing another service provider’s code into your switch, and identify the steps that need to take place in the appropriate order to minimize customer impact, e.g. LRN change, DPC changes, etc.


5. The group needs to develop a backout M&P for both NPAC and the local systems.


WIRELESS NUMBER PORTABILITY OPERATIONS (WNPO) ACTION ITEMS:


0503-11:  The WNPO will modify the matrix reflecting their input to the NAPM LLC 


regarding Timers, Help Desk Hours, and Maintenance Window Timeframes to reflect all times in Central. 


0503-12:  The WNPO will determine whether they want the NPAC timers to run based 


on standard time, or recognize changes to/from daylight savings time.


ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

0103-11:  Service Providers took an ACTION to investigate internally how often the 


 scenario described in PIM 22 occurs for further discussion at the LNPA.






[image: image8.wmf]"PIM 0022.doc"




May meeting update:  PIM 22 remains open.  Sprint PCS stated that over a 60 day period there were on average 2 identified inadvertent port attempts per day.  Sprint stated it is much higher across their entire company.  They are in the process of determining how many actual inadvertent ports are taking place.  BellSouth is also investigating the number of occurrences.


0203-11:  Service Providers are to come to the March LNPA meeting prepared to identify


      
 a specific date in 2Q04 when they will be ready to implement NANC 323 (Mass


 Update of SPID) functionality in their production systems.  Based on the latest 


 date provided, the LNPA will use the date of the next Sunday Maintenance 


 Window as the scheduled production implementation date of NANC 323.


May meeting update:  Discussion has been deferred to a subsequent LNPA 


meeting.
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Modification to the Thousands-Block Application Form – Part 1B




____________________________________________________________________









ISSUE ORIGINATOR: Florence Weber	ISSUE #: 388




COMPANY: NeuStar	DATE SUBMITTED: 10/28/02




TELEPHONE #: 925-363-8730	DATE ACCEPTED: November 6, 2002




REQUESTED RESOLUTION DATE: ASAP	WORKSHOP ASSIGNED: LNPA




	CURRENT STATUS: Initial Closure




	RESOLUTION DATE: 









1.	ISSUE STATEMENT:  Recently, NeuStar PA has received several questions regarding the SOA origination field in Section B of the Part 1B form.  Curently, there is no footnote on the Part 1B form that defines this field.  As a result, there is a need to define the purpose of the SOA origination field.    









2.	SUGGESTED RESOLUTION OR OUTPUT/SERVICE DESIRED:  Define the SOA Origination field in Section B of the Part 1B form.  Once defined add a footnote to the SOA Origination field.  If its been determined that this field is no longer needed, remove the SOA Origination field from the Part 1B.  




	




OTHER IMPACTS (If any):




Pooling Administration System (PAS)









CONTRIBUTIONS WORKED AGAINST ISSUE:




LNPA-433









CURRENT ACTIVITY:




INC 67:  Issue accepted for work by General Session but not worked (contribution LNPA-443 NeuStar, received but not worked)




INC 68: The PA requested that discussion of this issue be deferred to the next INC.




INC 69: Discussed LNPA-443. The contribution was accepted as proposed by participants and issue placed in Initial Closure.














RESOLUTION:









“The following footnote was added to the Part 1B form in the SOA field:









“The SOA Origination field must be populated with “No” if the NPAC Activate Block Range is marked “Yes” which specifies that the block applicant will not activate their own block range.””









          This resolves this issue.









	UPDATED: March 12, 2003




- � -
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To:
"Sean Hawkins (E-mail)" <sean.hawkins@attws.com>, GARY M. SACRA/EMPL/MD/Bell-Atl@VZNotes



cc:
"Charles Ryburn (E-mail)" <cr1551@txmail.sbc.com>, "Maggie Lee (E-mail)" <MaLee@verisign.com> 



Subject:
NeuStar Action Item for LNPA-WG - Provide count of type 1 numbers and wireless reseller numbers from NANPA



Gary,



Sean,



I was assigned an action item at last week's LNPA-WG meeting to obtain from



NANPA the NRUF data available on type 1 and wireless reseller numbers.



Questions about the quantity of "type 1" numbers and the quantity of



wireless reseller numbers arose at both the WNPO and LNPA-WG meetings last



week, so I'm sending both of you the results of NANPA's investigation.  The



NRUF report NANPA used to provide me this information is an EOY 2002



snapshot of number utilization.



Type 1 numbers (or more precisely, numbers associated with type 1 trunks)



that are assigned to end-users are reported by wireless carriers in the



"assigned" category on the U3 form (Non-Rural Intermediate Carriers).  The



NRUF data shows 262,376 such numbers.  Bear in mind that this is a count



only of those type 1 numbers that are working, so this figure understates



the quantity of numbers dedicated to type 1 arrangements.



Wireless numbers assigned to other entities are reported by wireless



carriers in the "intermediate" category on the U1 form (Non-Rural Primary



Carriers). The NRUF shows 285,482 such numbers.  This figure is a



combination of the total numbers assigned to other telecommunications



carriers and the non-working numbers assigned to non-carrier entities;



working numbers assigned to non-carrier entities show up in the "assigned"



category of the same form.  The figure thus understates the quantity of



numbers dedicated to reseller arrangements.



Let me know if there any questions.



Steve



NeuStar Inc.



46000 Center Oak Plaza



Sterling, Virginia  20166



(phone) 571-434-5499



(fax) 571-434-5401



(cell) 571-215-0284
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LOCATION ROUTING NUMBER



ASSIGNMENT PRACTICES



These practices are issued in connection with the resolution to INC Issue 310.








Location Routing Number Assignment Practices 





A Location Routing Number (LRN) is a 10-digit number, in the format NPA-NXX-XXXX,  that uniquely identifies a switch or point of interconnection (POI). The NPA-NXX portion of the LRN is used to route calls to numbers that have been ported.


The following LRN assignment criteria should be considered when a service provider selects and assigns an LRN:


1. A unique LRN is required only for LNP capable switches that serve subscriber lines or otherwise terminate traffic.



2. A unique LRN may be assigned to every LNP equipped switch (and potentially to each CLLI listed  in the LERG).  A service provider should select and assign one (1) LRN per LATA within their switch coverage area.  Any other LRN use would be for internal purposes.  Additional LRNs should not be used to identify US wireline rate centers.



3. Remote switches that have a unique, assigned NPA-NXX may also have a unique LRN assigned to the remote switches. 



4. The LRN must be selected and assigned from a valid NPA/NXX that has been uniquely assigned to the service provider by the Central Office Code Administrator and published in the LERG. An LRN should be selected and assigned with the following considerations:



· Do not select and assign the LRN from an NPA/NXX that is planned to be re-homed to another switch.



· Do not select and assign the LRN from an NPA/NXX that has a majority of the NXX numbers assigned to a single customer.



· 


· Do not assign the LRN from an NPA/NXX that is assigned to the local choke network.



· Do not assign the same telephone number as both an LRN for a switch and a working number for a customer.



· Do not assign any TLDN or ESRD/ESRK wireless administrative number as an LRN.


5. An LRN may have to be changed due to any of the following:



· switch replacements



· code moves or LERG reassignments



· NPA Splits  (As a result of an NPA-NXX split, a service provider may have to change their assigned LRN)



6. If a switch serves multiple NPA/NXXs, wherever possible, do not select and assign the LRN from an NPA that  has been identified for area code relief.   



7. The LRN will be published in the LERG. 



8. The LRN will be published in the Test Line and Test Number Directories as a separate LRN category for informational purposes only.  Service providers may choose to identify LRNs as a separate category in their TN inventories.



9. Shared service provider NPA-NXXs, as currently defined  in the LERG, should not be used for LRN assignments.



10. For Number pooling, the LRN shall only be selected and used by the LERG assignee from their allocated 1000 block(s).



11. An NXX will not be assigned to a service provider for the sole purpose of establishing an LRN unless that service provider’s switch or POI does not yet have an LRN for the LATA where they intend to provide service.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  03/07/03


PIM # 



Company(s) Submitting Issue:  NeuStar Pooling,  AT& T Wireless



Contact(s):  Name    Barry Bishop, Stephen Sanchez




         Contact Number   847-698-6167, 425-288-7051




         Email Address   barry.bishop@neustar.biz, stephen.sanchez@attws.com 



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Blocks that are being assigned to Service Providers are either contaminated when they are donated as a non-contaminated block or the blocks have been contaminated over 10%.  This is causing customers to be out of service or blocks being exchanged for a less contaminated or non-contaminated block.     



In addition when the PA has assigned a block, at times the block is being rejected in the NPAC for not having the NXX as opened in the NPAC as portable.                                                     



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



When a SP donates a block they mark the block as either contaminated or not contaminated.  They do not indicate how many TN’s are contaminated.  SP’s are suppose to do a Intra SP port on their contaminated TN’s prior to donating a block so that the block can be ported to the new SP and they can begin using the block on the effective date.  The new SP should query the NPAC prior to assigning any TNs to determine which TN’s are contaminated and exclude those from their inventory assignment. 



 In one situation what is happening is that a block is assigned, the new SP goes to put those numbers in service, the old SP has not done their Intra SP ports causing their customers to be out of service.  To resolve this, the 1000 block has to be deported, so that the old SP can Intra SP port their numbers then the 1000 block is reported to the new SP.  



In another situation a block has been assigned either uncontaminated or contaminated and it is discovered the block has over 10% contamination.  In this case the block has to be deported and a new block has to be assigned to the SP.  



When a block is assigned and the NXX is not opened for porting in the NPAC, the block is rejected.  The SP of the code then has to go into the NPAC and add their code as portable so that the block can be then ported.  Even though this may take a matter of minutes to add, getting a hold of the correct person at a company to do this may take some time.



B. Frequency of Occurrence: 



Ongoing



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_ _     



 West Coast___  ALL_X__



D. Rationale why existing process is deficient:



It is up to the SP’s to do their INTRA SP ports and make sure they take the 1000 block out of their inventories when donating the block.  This is not always happening.



It is up to the SP to add their NXX to the NPAC as a portable NXX prior to donating blocks.  They indicate so on their donation form.  However, this has not been the case in many situations.



E. Identify action taken in other committees / forums: 



Issue raised at INC on two different occasions, they felt the guidelines already addressed the issue by leaving the responsibility to the SP to do the necessary work when they donated the blocks.



F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



The following actions are proposed to resolve this issue:



Provide the PA access to the NPAC to check for contamination prior to the assignment of a thousands block.



Provide the PA access to the NPAC to check if the code is opened as portable.



LNPA WG: (only)



Item Number: __ __ __ __




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________



1
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Tracking Number:____    
                                                               Attachment 2



                                       March 4, 2002




Thousands-Block Application Form



Part 1B





************************************************************************************************



INC Workshop/Task Force:   
Contribution LNPA-443



************************************************************************************************



Source:  NeuStar

Author’s /Name:
Florence Weber








Email:


florence.weber@neustar.biz








Telephone #

925-363-8730








Fax #


925-363-7690



************************************************************************************************



Issue Number and Title:  
Issue 388 Modification to the Thousands-Block Application Form – Part 1B


Contribution Title: Modify the Part 1B form – SOA Origination field  




************************************************************************************************



Abstract: This contribution is proposing to define the SOA Origination field in Section B of the Part 1B form.  Once defined add a footnote to the SOA Origination field.  If its been determined that this field is no longer needed, remove the SOA Origination field from the Part 1B.  



************************************************************************************************



Submission Date:  10/28/02




************************************************************************************************


Disclosure Statement (if any):



This contribution has been prepared to assist the Industry Numbering 



Committee.  The contribution is offered to the committee as a basis for discussion and is not a binding proposal on NeuStar, Inc. which reserves the right to amend or withdraw the statements contained herein at any time.



NPAC BLOCK HOLDER DATA



(Submit one form per thousands-block request)



Activation Request:

___

Intra SP Block Porting Request _____



Or



Modification Request:
___


For Information Only:
___



Section A:



(If request is for Activation, the thousands-block applicant is to provide all data except Block Range, Block Effective Date and LERG Assignee/donating switch information; the PA will fill in those three fields.  For a Modification or Intra SP Block Porting Request, the requestor is to provide all information.)


Pooling Administrator


Name _______________________________________________________________________



Address______________________________________________________________________



City, State, ZIP ________________________________________________________________


Phone  __ __ __ - __ __ __ - __ __ __ __ Fax __ __ __ - __ __ __ - __ __ __ __



E-Mail  __________________________________________________________



Block Applicant



Company Name_______________________________________________________________



Contact Name________________________________________________________________



Address _____________________________________________________________________



City, State, ZIP________________________________________________________________



Phone  __ __ __ - __ __ __ - __ __ __ __ Fax __ __ __ - __ __ __ - __ __ __ __



E-Mail  __________________________________________________________



Service Provider NPAC SOA SPID

__ __ __ __



LRN

__ __ __ - __ __ __ - __ __ __ __



Block (1K) Range





__ __ __ - __ __ __ - __



Block Effective Date
 (MMDDYYYY)


             __ __ __ __ __ __ __ __



Is Block being allocated back to the LERG Assignee on the donating switch?           Yes____   No_____



If Yes, do not send Part 1B to the NPAC. If No, forward Part 1B to the NPAC.



NPAC Activate Block Range




Yes ___ 
No ___



Section B:



(Block Applicant to provide this data ONLY if NPAC Activate Block Range is marked ‘YES’)  For Intra SP Block Porting the Block Holder should reflect the routing information of the switch the block is being transferred to.



Class DPC




__ __ __ __ __ __ __ __ __



Class SSN




​​__ __ __ 



LIDB DPC




__ __ __ __ __ __ __ __ __



LIDB SSN




__ __ __



CNAM DPC




__ __ __ __ __ __ __ __ __



CNAM SSN




__ __ __



ISVM DPC




__ __ __ __ __ __ __ __ __



ISVM SSN




__ __ __



WSMSC DPC14



__ __ __ __ __ __ __ __ __



WSMSC SSN15



__ __ __



SOA Origination16



___ ___ ___


Section C: 



(To be filled out by the SP for Intra SP Block Porting)



To be completed if using 2.0


New SPID: _______________



New LRN:  _______________



To be completed if using 3.0 or higher



New LRN:  _______________



Do you want the BCD record updated? Y____  N______



Section D:



(NPAC is to Activate/Modify/Port the Block (1K), as indicated on this form. When the Block (1K) Activation/Modification/Port is complete and the data in this section inserted, NPAC sends a copy of the completed form to the Pooling Administrator and Block Holder.)



Block (1K) Request Complete 


Yes ___  No ___




Complete Date (MMDDYYYY)

__ __/ __ __/ __ __ __ __




Complete Time (HHMM)


__ __/ __ __



NPAC Personnel performing change __________________________________________



Block Holder sent Completed Form:


Yes ___ No ___




Mailed Date
(MMDDYYYY)

__ __/ __ __/ __ __ __ __




Mailed Time  (HHMM)


__ __/ __ __




Contact Name ______________________________________________________



Pooling Administrator sent Completed Form:

Yes ___ No ___




Mailed Date
(MMDDYYYY)

__ __/ __ __/ __ __ __ __




Mailed Time  (HHMM)


__ __/ __ __




Contact Name_____________________________________________________



Remarks: _______________________________________________________________



                _______________________________________________________________




   _______________________________________________________________________



Notes:



1) The requesting Block Applicant shall complete this form except for Block Range and Block Effective Date, when submitting PART 1 of the INC Thousands-Block Applicant form to the Pooling Administrator. A separate Part 1B form is to be completed for each 1K Block Range requested.



2) The Pooling Administrator will insert Block Range and Block Effective Date information, then submit this form to the regional NPAC at the same time PART 3 of the INC Thousands-Block Applicant form is returned to the requesting Block Applicant.



3) Pre- Block Activation:



a) If the Block Holder is requesting a modification, the Block Holder needs to complete Sections A and any applicable data in Section B of this form and send it to the Pooling Administrator (PA). The PA will review the form to insure correctness and forward it to the NPAC for processing.



b) If the Pooling Administrator (PA) is requesting the modification or intra SP block porting to the Block Range and/or Effective Date, the PA will review the change with the Block Holder. After receiving concurrence from the Block Holder, the PA will update the Block Range and/or Block Effective Date information on Section A and forward it to the NPAC for processing.  



4)
Post- Block Activation: If Block Holder requests NPAC to perform the Block Modification, then Sections A & B of this form should be completed and send to the Pooling Administrator. The Pooling Administrator will sent the information on to the NPAC. Upon completion of this request, NPAC sends a copy of the completed form to the Pooling Administrator and Block Holder. 



Foot Notes:


� The Service Provider ID of the block holder.  The SPID must be a valid SPID in the NPAC system.  If your company does not have a SPID, please call the NPAC at 1-888-NPAC-HEL(P) for assistance.   




� A Location Routing Number is a 10-digit number, in the format NPA-NXX-XXXX, that uniquely identifies a switch or point of interconnection (POI).  The NPA-NXX portion of the LRN is used to route calls to numbers that have been ported.




� The Pooling Administrator will insert Block information.  The Block will consist of NPA-NXX and the first digit of the 1K block.  




� The Pooling Administrator will insert Block Effective Date.  See section 9.2.4 of the Thousands-Block (NXX-X) Number Pooling Administration Guidelines for specifics on effective date.  This is the earliest date that the NPAC will broadcast the Block information to all Local SMS’s.




� If “YES” is marked the NPAC will activate the block range.  If “NO” is marked it will be the responsibility of the SP to activate the block range.




� Customer Local Area Signaling Services Destination Point Code for 10-digit GTT for CLASS features for the 1K block.  The CLASS DPC must be three sets of numbers where the value for each set ranges from 0 to 255




� Customer Local Area Signaling Services Subsystem Number for the 1K block.  The CLASS SSN must be a number between 0 and 255.




�  Line Information Database Destination Point Code for 10-digit GTT for LIDB features for the 1K block.  The LIDB DPC must be three sets of numbers where the value for each set ranges from 0 through 255.




� Line information Database Subsystem Number for the 1K block.  The LIDB DPC must be three sets of numbers where the value for each set ranges from 0 through 255.




� Calling Name Delivery Destination Point Code for 10-digit GTT for CNAM features for the 1K block.  The CNAM DPC must be three sets of numbers where the value for each set ranges from 0 through 255.




� Calling Name Delivery Subsystem Number for the 1K block.  The CNAM SSN must be a number between 0 and 255.




� Inter-Switch Voice Mail Destination Point Code for 10-digit GTT for ISVM features for the 1K Block.  The ISVM DPC must be three sets of numbers where the value for each set ranges from 0 through 255.




� Inter-Switch Voice Mail Services Subsystem Number for the 1K block.  The ISVM SSN must be a number between 0 and 255.




14 Wireless Short Message Service Center Destination Point Code for 10-digit GTT for WSMSC features.  This field is only required if the service provider supports WSMSC data.  The WSMSC must be three sets of numbers where the value for each set ranges from 0 through 255.




15 Wireless Short Message Service Center Subsystem Number for the 1K block.  This field is only required if the service provider supports WSMSC data.  The WSMSC must be a number between 0 and 255.









16 The SOA Origination field must be populated with “No” if the NPAC Activate Block Range is marked “Yes” which specifies that the block applicant will not activate their own block range.
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Proposed New Change Order






Origination Date:  4/28/03



Originator:  NeuStar



Change Order Number:  TBD


Description:  “Port-Protection” System



Pure Backwards Compatible:  TBD



IMPACT/CHANGE ASSESSMENT



FRS


IIS


GDMO


ASN.1


NPAC


SOA


LSMS





TBD


TBD


TBD


TBD


TBD


TBD


N/A





Overview:



The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports that gives end-users the ability to define their portable telephone numbers as “not-portable.”  The NPAC SMS enforces the “not-portable” status of a telephone number so long as it remains in effect.  No Local Service Provider (LSP) can invoke or revoke “port protection” on a working telephone number; end-users completely control the portability of their portable telephone numbers.



Business Need:


Inadvertent porting of working numbers is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that physical plant is operated without failure.  This is because any LSP by mistake may port a telephone number away from that number’s current serving switch. 



The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) when the wrong telephone number submitted to NPAC for a conventional inter-SP port, and (2.) when intra-SP ports are not done before a pooled block is created.  There is a similar inadvertent port problem for non-working numbers, but erroneous moves of non-working numbers are not directly service-affecting and are not addressed here.



NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working numbers.



Description of Change:



System Architecture



Changes to the NPAC SMS are required, to establish a table of “Port-Protected TNs” in which portable numbers that no longer can be ported are listed.  A step must be added to the NPAC SMS’s validation process in order to check this new table whenever an inter-SP port or pooled block create is attempted.
  An interface change could be required as well if industry wishes to know when a request’s rejection is due to the involved number being on the “Port Protection” list.



Creation of an IVR system is required, to receive end-user requests for protection of their numbers from porting (or to remove this protection) and to relay the information to the NPAC SMS.  The system would automatically modify the NPAC’s “Port-Protection” tables based on the end-user requests it receives.  Access to the IVR would be through the end-user’s current LSP customer rep.  Any other LSP willing to assist the end-user could be involved.



System Operation



The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.



The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)



Arrangements for security handshakes must be made in advance with each participating LSP.



A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.



To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could particpate, i.e., only the current LSP or a new LSP in a pending port request situation.



When the NPAC attempts to create a pending SV or a pooled block, the NPAC will check the “Port Protection” list in its validation process for inter-SP port (including Port-to-Original) and “-X” create requests. 



The “Port Protection” validation does not occur for intra-SP ports.  These may represent inadvertent ports, but validation necessary to determine whether override would be appropriate is not feasible.  The validation occurs for only those deletes that are “Port-to-Original” situations.



Process Flow



The end-user contacts an LSP (or an LSP contacts the end-user).  (It is not inherently necessary for there to be Service Provider involvement in this process, but NeuStar is not prepared to operate a system which does not involve LSP participation.)



End-user indicates desire to invoke (or revoke) “Port Protection.”



LSP customer rep places end-user on hold and calls the “Port-Protection” IVR.



LSP provides its pre-assigned ID information to IVR system.  (LSP arrange for security codes before attempting to assist end-users with the “Port-protection” process.)



LSP brings end-user on to the active line and leaves call; end-user interacts with IVR.



Using a standard script, the IVR confirms caller is authorized to make changes to the telephone number account, determines the caller’s name, and lists the telephone number(s) to be added to (or removed from) the “port-protection” table.  The customer may actually enter the TN desired.  The call is recorded.



The IVR system then enters this information into an automated ticket system.



Completion of the ticket automatically sends triggers an update of the NPAC’s “port-protection” table.



In the case of a number that has been entered in the port-protection table, but is no longer assigned to an end-user, the current Service Provider itself can ask that the number be removed from the “port-protection” table.  The provider would have to be recognized by the NPAC as the code/block owner and would have to state that the number is not assigned to an end-user.



� It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is “port-protected” since to allow the block’s creation would result in an inadvertent port of these numbers if the block eventually is assigned to another switch.  But the intra-SP porting activity required before creating a contaminated block must be allowed to occur without requiring end-users to temporarily lift the port restrictions on their numbers.  It therefore appears that an exception to the port protection validation is required, to allow a protected number to be intra-SP ported even if the number is “Port Protected.”  Without network data that is unavailable to NPAC today, the NPAC could not reliably determine whether an intra-SP port maintains the telephone number’s association with the same switch from which the number was served before the intra-SP port occurred.  A reasonable compromise appears to suppress the “Port-Protect” check when validating intra-SP ports rather than develop an elaborate validation process to address this scenario more completely.




� A modify of an active SV’s or block’s LRN can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  NeuStar is not proposing the “Port Protect” validation be applied to Modify actions because of the complexity of such validation.
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Charles Ryburn, LNPA-WG Co-chair



Gary Sacra, LNPA-WG Co-chair



Paul LaGattuta,  LNPA-WG Co-chair



May 12, 2003



Dear Charles, Gary and Paul:



At this time the WNPO (Wireless Number Portability Operations) team would like to request the LNPA-WG provide assistance in our request to modify the staffed NPAC business hours to accommodate wireless service providers.  



At the most recent meeting (May, 2003) the WNPO agreed to submit a request to LNPA-WG during the May meeting regarding the extension of the NPAC Help Desk hours in preparation for wireless number portability on November 24, 2003. For wireless carriers the need is to have the Help Desk staffed from 8:00 AM to 11:PM CT starting Nov. 24, 2003.  


Please respond with an acknowledgement that you received this note and will take the appropriate steps to ensure our request is addressed.  



Thank you for your assistance in this matter.



Sincerely,



Maggie Lee and Sean Hawkins



Co-chairs, Wireless Number Portability Operations team
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  08/28/2002



Company(s) Submitting Issue:  Verizon



Contact(s):  Name   Gary Sacra




         Contact Number   410-736-7756




         Email Address   gary.m.sacra@verizon.com



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that has been placed into Conflict by the Old Service Provider after the 6 hour timer has expired, instead of investigating why the port was placed into Conflict.                                                        



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



When Verizon receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of a Verizon customer, Verizon checks to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, Verizon places the port into Conflict status with a Cause Code set to “LSR Not Received.”  We are seeing an increasing rate of instances where the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and proceeding with porting the number.  This has led to Verizon customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC. 



B. Frequency of Occurrence:



In the MA and NE Regions, 15-20 customers have been taken out of service per month on average as a result of this problem.  Some of these customers have had multiple TNs taken out of service.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient: 



Section 1.2.4 of the FRS document states, “If Service Providers disagree on who will serve a particular line number, the NPAC SMS will place the request in the “conflict” state and notify both Service Providers of the conflict status and the Status Change Cause Code.  The Service Providers will determine who will serve the customer via internal processes.  When a resolution is reached, the NPAC will be notified and will remove the request from the “conflict” state by the new Service Provider.  The new Service Provider can cancel the Subscription Version.”  In addition, Section 2.4.2 of the FRS states that the New Service Provider coordinates conflict resolution activities, and further states, “The New and Old Service Providers use internal and inter-company processes to resolve the conflict.  If the conflict is resolved, the new Service Provider sets the Subscription Version status to pending.  If the conflict is not resolved with the tunable maximum number of days, the NPAC SMS cancels the Subscription Version, and sets the Cause Code for the Subscription Version.”



Clearly, the intent here is to resolve the conflict before the port takes place.  Allowing the New Service Provider to remove the Conflict status after the 6 hour timer expires bypasses the need to resolve the conflict.



E. Identify action taken in other committees / forums: 



N/A



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



The LNPA should revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements should be modified to require both service providers to concur before a Subscription Version can be moved from Conflict status to Pending.



LNPA WG: (only)



Item Number: 0022




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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JUNE, 2003 LNPA WG ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


0603-01:  NeuStar will determine if they will collect and aggregate estimates of annual 


activation and disconnect data from wireless service providers, with the data provided distributed by the service providers by month, day of week, and hour, for use in the development of the Porting/Pooling Forecasting Model.


0603-02:  NeuStar will revise and resubmit NANC Change Order 382, Port Protection, to 


reflect either the Old or New Service Provider’s ability to place and remove numbers on the protection list, and to not require the customer to contact NPAC to accomplish these actions.

0603-03:  The LNPA has determined by consensus that 6/30/04 is the required industry 


readiness date for support of NANC 323, SPID Migration.  NeuStar will publicize this on the X-Regional conference call.  See related Action Items 0603-04 and 0603-08.


NOTE:  This action item was completed by NeuStar on the 6/13/03 Cross-Regional conference call.  


CHARLES RYBURN (SBC AND LNPA CO-CHAIR) ACTION ITEMS:

0603-04:  The LNPA has determined by consensus that 6/30/04 is the required industry 


readiness date for support of NANC 323, SPID Migration.  Charles Ryburn will contact and advise NANC Chairman Atkinson prior to the July NANC meeting regarding the need for all service providers to support this functionality before it can be implemented in a region.  See related Action Items 0603-03 and 0603-08.


0603-05:  LNPA approval of revised NANC LNP Provisioning Flows:  Charles Ryburn 


will draft an advisory letter to NANC and distribute the draft to the LNPA membership prior to the July LNPA meeting.  This will be reviewed at the July LNPA meeting.


GARY SACRA (VERIZON AND LNPA CO-CHAIR) ACTION ITEMS:

0603-06:  Gary Sacra will check the May 2003 NANC meeting minutes to make sure 


they reflect NANC’s approval of the 15 business day cutoff prior to the LERG-effective disconnect date of an NXX code for porting numbers in that NXX code.  If the minutes do not reflect this approval, Gary Sacra will send a note to Debbie Blue asking that the minutes be modified to reflect NANC’s approval.


0603-07:  PIMs 14, 15, 20, and 21 were closed at the June LNPA meeting.  Gary Sacra 


will send a note to the INC Moderator advising of these PIM closures and thanking the INC for their support in resolving these issues in their Codeholder/LERG Assignee Exit Guidelines.


0603-08:  Gary Sacra will report to the July NANC that the LNPA has determined by 


consensus that 6/30/04 is the required industry readiness date for support of NANC 323, SPID Migration, and the need for all service providers to support this functionality before it can be implemented in a region.  In the report to NANC, Gary Sacra will request that all associations represented on NANC, e.g. USTA, OPASTCO, CTIA, ATIS, broadcast this to their membership.  See related Action Items 0603-03 and 0603-04. 


LNPA ACTION ITEMS:

0603-09:  The LNPA approved the current version of the revised NANC LNP 


Provisioning Flows (attached) at the June meeting.  Service providers are to do a final internal review before the July LNPA meeting and send any comments to John Nakamura, NeuStar.
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LOCAL SYSTEM VENDOR ACTION ITEMS:


0603-10:  Related to NANC Change Order 323, SPID Migration, local system vendors 


have an action to report at the July LNPA meeting if their platform contains any edits that would reject a modify of an active Subscription Version (SV) if there is a mismatch in current SPID  owner between the broadcasted SV Modify and the local system database.


SERVICE PROVIDER ACTION ITEMS:


0603-11:  NANC Change Order 370, NPAC Maintenance Mode, will be withdrawn by 


NeuStar based on the consensus of the LNPA.  A general discussion of maintenance window requirements and issues will be an agenda item for the July LNPA meeting.  Service providers are to come prepared at the July LNPA meeting to discuss their maintenance window needs for their local system platforms.


ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

0103-11:  Service Providers took an ACTION to investigate internally how often the 


 scenario described in PIM 22 occurs for further discussion at the LNPA.
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June meeting update:  PIM 22 remains open.  Verizon reported that they are still experiencing approximately 20 occurrences of inadvertently ported customers per month in the Northeast and Mid-Atlantic Regions.  Some of these customers had multiple numbers inadvertently ported.  BellSouth is also investigating the number of occurrences.


0503-03:  Regarding proposed PIM 23, Mary Beth Degeorgis, Telcordia, took an action 


item to talk to the Common Interest Group on Rating and Routing (CIGRR) in order to identify the problems caused by the described mismatches between NPAC and the LERG.  Mary Beth will report this back to the LNPA.


June meeting update:  A report was not available at the June meeting.  This action item remains open.


0503-10:  The LNPA will determine the following with regard to the implementation of 


NANC Change Order 323, Mass Update of SPID:


1. Does it matter which service provider(s), e.g. the ILEC, have not successfully migrated when deciding to back out or move forward?


2. How many codes, LRNs, blocks, -Xs, and SVs can we migrate in a window?


3. The group needs to discuss further the proximity of LERG effective date and SPID migration date.  Are there any local system requirements that assume the two dates are tied together?

4. The group needs to identify the various scenarios that drive SPID migration, e.g. acquiring another service provider’s switch with the code and LRN remaining intact, or absorbing another service provider’s code into your switch, and identify the steps that need to take place in the appropriate order to minimize customer impact, e.g. LRN change, DPC changes, etc.  We must identify each possible scenario driving a migration, identify any differences in process based on the scenario, and identify the migration process steps and their appropriate order for each scenario.

5. Do we need a backout strategy and timeline before and after migration commit?

6. Need to understand if there are any call processing impacts when provider(s) do not migrate, e.g. any local systems that reject modifies if they have not migrated (see Action Item 0603-10).


June meeting update:  Additions to these questions were added at the June LNPA meeting and are reflected above in red.  This will be an agenda item for the July LNPA meeting.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  08/28/2002



Company(s) Submitting Issue:  Verizon



Contact(s):  Name   Gary Sacra




         Contact Number   410-736-7756




         Email Address   gary.m.sacra@verizon.com



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that has been placed into Conflict by the Old Service Provider after the 6 hour timer has expired, instead of investigating why the port was placed into Conflict.                                                        



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



When Verizon receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of a Verizon customer, Verizon checks to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, Verizon places the port into Conflict status with a Cause Code set to “LSR Not Received.”  We are seeing an increasing rate of instances where the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and proceeding with porting the number.  This has led to Verizon customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC. 



B. Frequency of Occurrence:



In the MA and NE Regions, 15-20 customers have been taken out of service per month on average as a result of this problem.  Some of these customers have had multiple TNs taken out of service.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient: 



Section 1.2.4 of the FRS document states, “If Service Providers disagree on who will serve a particular line number, the NPAC SMS will place the request in the “conflict” state and notify both Service Providers of the conflict status and the Status Change Cause Code.  The Service Providers will determine who will serve the customer via internal processes.  When a resolution is reached, the NPAC will be notified and will remove the request from the “conflict” state by the new Service Provider.  The new Service Provider can cancel the Subscription Version.”  In addition, Section 2.4.2 of the FRS states that the New Service Provider coordinates conflict resolution activities, and further states, “The New and Old Service Providers use internal and inter-company processes to resolve the conflict.  If the conflict is resolved, the new Service Provider sets the Subscription Version status to pending.  If the conflict is not resolved with the tunable maximum number of days, the NPAC SMS cancels the Subscription Version, and sets the Cause Code for the Subscription Version.”



Clearly, the intent here is to resolve the conflict before the port takes place.  Allowing the New Service Provider to remove the Conflict status after the 6 hour timer expires bypasses the need to resolve the conflict.



E. Identify action taken in other committees / forums: 



N/A



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



The LNPA should revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements should be modified to require both service providers to concur before a Subscription Version can be moved from Conflict status to Pending.



LNPA WG: (only)



Item Number: 0022




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NANC Ops Flow Narrative v0.10.doc


Inter-Service Provider LNP Operations Flows - Narratives
version 0.10








Narratives:  Following are the textual descriptions of the Inter-Service Provider LNP Operations Flows.  These narratives provide a detailed description of the step-by-step flows.




Legend:




NLSP = New Local Service Provider




NNSP = New Network Service Provider




OLSP = Old Local Service Provider




ONSP = Old Network Service Provider




SV = Subscription Version




SP = Service Provider




FRS = Functional Requirements Specification




IIS = Interoperability Interface Specifications




LSR = Local Service Request




FOC = Firm Order Confirmation




ICP = Intercarrier Communication Process




WPR = Wireless Port Request




WPRR = Wireless Port Request Response 




CSR = Customer Service Record




TN = Telephone Number




“via the SOA interface” = generic description for one of the following:  the SOA CMIP association, LTI, or contacting NPAC personnel




Provisioning With LRN




Main Flow, Figure 1




				Flow Step



				Description







				1. START: End User Contact with NLSP



				
The process begins with an end-user requesting service from the NLSP.




· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting (If code is not open, refer to Inter-Service Provider LNP Operations Flows – Code Opening Process, Figure 13.).







				2. End User agrees to change to NLSP



				
End-user agrees to change to NLSP and requests retention of current telephone number (TN).







				3. NLSP obtains end user authorization



				
NLSP obtains authority (Letter of Authorization - LOA) from end-user to act as the official agent on behalf of the end-user.  The NLSP is responsible for demonstrating necessary authority.







				4. (Optional) NLSP requests CSR from OLSP



				· As an optional step, the NLSP requests a Customer Service Record (CSR) from the OLSP.  No service agreement between the NLSP and OLSP should be required for CSR.







				5. Are both NNSP and ONSP wireless?



				· If yes, go to Step 7.




· If no, go to Step 6.







				6. LSR/FOC – Service Provider Communication



				· Inter-Service Provider LNP Operations Flows – Wireline LSR/FOC Process, Figure 2.







				7. ICP – Service Provider Communication



				· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 3.







				8. Are NNSP and ONSP the same SP?



				· If yes, go to Step 10.




· If no, go to Step 9.







				9. NNSP coordinates all porting activities



				
The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.  Upon completion of the LSR/FOC or ICP Process, and when ready to initiate service orders, go to Step 12.







				10. Is NPAC processing required?



				· If yes, go to Step 11.




· If no, go to Step 20.







				11. Perform intra-provider port or modify existing SV



				
SP enters intra-provider SV create data into the NPAC via the SOA interface for porting of end-user in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, go to Step 20.







				12. NNSP and ONSP create and process service orders



				
Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.







				13. Create – Service Provider Port Request



				· Inter-Service Provider LNP Operations Flows – Service Provider Create Process, Figure 4.







				14. Was port request canceled?



				
The port was canceled by the ONSP, the NNSP, or automatically by an NPAC process.





If yes, go to Step 17.





If no, go to Step 15.







				15. Did ONSP place the order in Conflict?



				
If yes, go to Step 16.





If no, go to Step 18.





Check Concurrence Flag, Yes or No.  If No, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.  





For wireline SPs, the conflict request can be initiated up to the later of a.) the tunable time (Conflict Restriction Window, current value of 12:00) one business day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.





For wireless SPs using short timers for this SV, the conflict request can be initiated up to the time the T2 Timer (Final Concurrence Window tunable parameter) has expired.




If Yes, the ONSP agrees to the port.







				16. NPAC logs request to place the order in conflict, including cause code



				
Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 8.







				17. Notify Reseller – NPAC notifies NNSP and ONSP that port is canceled



				
Upon cancellation, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





Both SPs take appropriate action related to internal work orders.







				18. NNSP coordinates physical changes with ONSP



				
The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 8.





If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If no coordination indication is given, then by default, the 10-digit trigger is applied as defined by inter-company agreements between the involved service providers.  If the NNSP requests a coordinated order and specifies ‘no’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.







				Is the unconditional 10 digit trigger being used?



				
If yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 7.





If no, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 6.





The unconditional 10-digit trigger is an option assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN to reside in both donor and recipient switches at the same time.





The unconditional 10-digit trigger may be applied by the NNSP.  A 10-digit trigger is applied by the ONSP one day before the due date.







				19. END



				· End of the Inter-Service Provider LNP Operations Flows – Main Flow.



· This is also the re-entry point from various flows, tie point Z.











Wireline LSR/FOC Service Provider Communication




Flow LSR/FOC, Figure 2




				Flow Step



				Description







				1. Is end user porting all TNs?



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, LSR/FOC Process, Step 6, Figure 1.





The NLSP determines if customer is porting all TN(s).




· If yes, go to Step 3.




· If no, go to Step 2.







				2. NLSP notes “Not all TNs are being ported” in the remarks field of LSR



				
The NLSP makes a note in the remarks section of the LSR to identify that the end-user is not porting all TN(s). This can affect the due date interval due to account rearrangements necessary prior to service order issuance.







				3. Is NLSP a Reseller?



				· If yes, go to Step 4.




· If no, go to Step 5.







				4. NLSP sends LSR or LSR information to NNSP for resale service



				· NLSP (Reseller) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.







				5. NNSP sends LSR to ONSP



				
The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.







				6. Is OLSP a Reseller or is a Type 1 wireless number involved?



				· In a wireline flow scenario, these are numbers that use a Type 1 wireless interconnection.




· If yes, go to Step 7.




· If no, go to Step 9.







				7. Notify Reseller – (conditional) ONSP sends LSR, LSR information, or Loss Notification to OLSP



				· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information, or Loss Notification to the OLSP (Reseller or if a Type 1 number is involved) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.




· (conditional, based on any service agreement between the involved service providers) – If a Loss Notification is sent to the OLSP, this may be in addition to, or in lieu of, an LSR.




· (conditional, , based on any service agreement between the involved service providers) – If a Loss Notification is sent to the OLSP, it may be sent at the same time as the LSR, or it may be sent upon receipt of the FOC from the NNSP.  The specific timing will be based on the requirements of any service agreement between the involved service providers.







				8. (conditional) OLSP sends FOC or FOC information to ONSP



				· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.







				9. ONSP sends FOC to NNSP



				
ONSP sends the firm order confirmation (FOC, local response) to the NNSP for the porting LSR.




· For wireline to wireline service providers, and between wireline and wireless service providers, the minimum expectation is that the FOC is returned within 24 hours excluding weekends unless otherwise defined by inter-company agreements, between the involved service providers.  It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the 24 hour expectation for transmitting the FOC.  If the FOC is not received by the NNSP within 24 hours, then the NNSP contacts the ONSP.  When the OLSP is a reseller or a Type 1 number is involved, the LSR/FOC process time could take longer than 24 hours.





The due date of the first TN ported in an NPA-NXX is no earlier than five (5) business days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) business days after FOC receipt.  It is assumed that the porting interval is not in addition to intervals for other requested services (e.g., unbundled loops) related to the porting request.  The interval becomes the longest single interval required for the services requested.





The FOC process is defined by the OBF and the electronic interface by the TCIF.







				10. Is NLSP a Reseller?



				· If yes, go to Step 11.




· If no, go to Step 12.







				11. NNSP forwards FOC or FOC Information to NLSP



				· NNSP forwards FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.







				12. Return to Figure 1



				· Return to main flow, LSR/FOC Process, Step 6.











Wireless ICP Service Provider Communication




Flow ICP (Intercarrier Communication Process), Figure 3




				Flow Step



				Description







				1. Is NLSP a Reseller?



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, ICP Process, Step 7.





The NLSP determines if customer is porting all TN(s).




· If yes, go to Step 2.




· If no, go to Step 3.







				2. NLSP sends WPR or WPR information to NNSP for resale service



				· NLSP (Reseller) sends a WPR (Wireless Port Request) or WPR information to the NNSP (may vary slightly depending on provider agreement between the involved service providers).




· For wireless to wireless service providers the WPR/WPRR (Wireless Port Request/Wireless Port Request Response) initial response time frame is 30 minutes.




· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after a confirming WPRR receipt date.




· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.







				3. NNSP sends WPR to ONSP



				· The NNSP notifies the ONSP of the port request using the WPR and sends the information via CORBA or FAX.




· ICP response interval, currently set to 30 minutes, begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.







				4. Is a Type 1 wireless number involved?



				· If yes, go to Step 5



· If no, go to Step 8.







				5. ONSP sends WPRR rejection to NNSP



				· ONSP identifies the number as using a Type 1 wireless interconnection, and returns a WPRR to the NNSP rejecting the request for this Type 1 number.







				6. Change code owner to Old Wireline SP in NPAC and possibly LERG, as neccessary



				· The code holder of the NPA-NXX is not the Old Wireline SP.




· To maintain proper NPA-NXX ownership reference, the NPAC data must reflect the  Old Wireline SP as the code holder, therefore update as necessary.  This allows the NNSP to determine the recipient ONSP of the resultant LSR (Figure 2, Wireline LSR/FOC Process).



· An NNSP may alternatively use the LERG for NPA-NXX ownership reference to determine the recipient ONSP of the resultant LSR (Figure 2, Wireline LSR/FOC Process).  Therefore, in the case of a shared code, the LERG data should also be updated to reflect the Old Wireline SP as the code holder.  NOTE:  In the case of a dedicated code, the LERG data should not be changed as this would violate LERG assignment guidelines.



NOTE:  Once the migration of Type 1 interconnected telephone numbers is complete, the number is no longer a Type 1 number (there is no such thing as a “migrated Type 1 number”), but is now considered Type 2.







				7. Re-start process, return to Figure 1



				· The NNSP reference to the recipient of the WPR has been changed to a wireline SP, and must now follow the LSR/FOC process.




· Re-start the intercarrier communication process by returning to main flow Figure 1, Steps 5/6, since this is no longer a “both are wireless carriers” scenario.







				8. Is OLSP a reseller?



				· If yes, go to Step 9.




· If no, go to Step 11.







				9. ONSP sends WPR or WPR information to OLSP



				· The ONSP notifies the OLSP of the port request using the WPR or WPR information.







				10. OLSP sends WPRR or WPRR information to ONSP



				· The OLSP sends the ONSP the WPRR or WPRR information.







				11. ONSP sends WPRR to NNSP



				· ONSP sends the WPRR to the NNSP.




· IC terminates upon receipt of WPRR by NNSP.







				12. Is NLSP a reseller?



				· If yes, go to Step 13.




· If no, go to Step 14.







				13. NNSP forwards WPRR or WPRR information to NLSP



				· The NNSP sends the WPRR to the NLSP.







				14. Is WPRR a Delay?



				· If yes, go to Step 15.



· If no, go to Step 16.







				15. Is OLSP a reseller?



				· If yes, go to Step 10.




· If no, go to Step 11.







				16. Is WPRR confirmed?



				· If yes, Return to Figure 1.



· If no, go to Step 17 – WPRR must be a Resolution Required.







				17. WPRR is a resolution response



				· Return to Step 1.







				18. Return to Figure 1



				· Return to main flow Figure 1, ICP Process, Step 7.











Service Provider Port Request



Flow Create, Figure 4




				Flow Step



				Description







				1. NNSP and (optionally) ONSP notify NPAC with Create message



				
Due date of the create message is the due date on the FOC, where wireline due date equals date and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date applies.  Any change of due date to the NPAC is usually the result of a change in the FOC due date.





SPs enter SV data into the NPAC via the SOA interface for porting of end-user in accordance with the NANC FRS and the NANC IIS.







				2. Is Create message valid?



				
NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.





If yes, go to Step 4.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create notifications are sent to both the ONSP and NNSP.





If no, go to Step 3.







				3. NPAC notifies appropriate Service Provider that create message is invalid



				
If the data is not valid, the NPAC sends error notification to the SP for correction.





The SP, upon notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 1.







				4. NPAC starts T1 timer



				
Upon receipt of the first valid create message, the NPAC starts the T1 Timer (Initial Concurrence Window tunable parameter).  The value for the T1 Timer is configurable (one of two values) for SPs.  SPs will use either long or short timers.  The current value for the long timer (typically any wireline involved porting) is nine (9) business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) business hour.







				5. T1 expired?



				
If yes, go to Step 10.





If no, go to Step 6.





NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominate time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.







				6. Received Second Create?



				
If yes, go to Step 7.





If no, return to Step 5.







				7. Is Create message valid?



				
If yes, go to Step 8.





If no, go to Step 9.







				8. Return to Figure 1



				
The porting process continues.





Return to main flow Figure 1, Create Process, Step 13.







				9. NPAC notifies appropriate Service Provider that Create message is invalid



				
The NPAC informs the SP of an invalid create.  If necessary, the Service Provider notified coordinates the correction.







				10. NPAC notifies both NNSP and ONSP that T1 has expired, and then starts T2 Timer



				
The NPAC informs both the NNSP and ONSP of the expiration of the T1 Timer.





Upon expiration, the NPAC starts the T2 Timer (Final Concurrence Window tunable parameter).







				11. T2 Expired?



				
The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the expiration of the T1 Timer.





The value for the T2 Timer (Final Concurrence Window tunable parameter) is configurable (one of two values) for Service Providers.  Service Providers will use either long or short timers.  The current value for the long timer is nine (9) hours.  The current value for the short timer is one (1) hour.





NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominate time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.





If yes, go to Step 15.





If no, go to Step 12.







				12. Receives Second Create?



				
If yes, go to Step 13.





If no, return to Step 11.












				13. Is Create message valid?



				
If yes, go to Step 21.





If no, go to Step 14.







				14. NPAC notifies appropriate service provider that Create message is invalid



				
The NPAC notifies the service provider that errors were encountered during the validation process.





Return to Step 11.







				15. Did NNSP send Create?



				
If yes, go to Step 20.





If no, go to Step 16.







				16. NPAC notifies NNSP and ONSP that T2 has expired



				
The NPAC notifies both NNSP and ONSP of T2 expiration.







				17. Has cancel window for pending SVs expired?



				
If yes, go to Step 18.





If no, return to Step 12.







				18. NPAC notifies NNSP and ONSP that port is canceled 



				
The SV is canceled by NPAC by tunable parameter (30 days).  Both SPs take appropriate action related to internal work orders.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.







				19. Return to Figure 1



				
Return to main flow Figure 1, Create Process, Step 13.







				20. NPAC notifies ONSP that porting proceeds under the control of the NNSP



				
A notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.







				21. Return to Figure 1



				
Return to main flow Figure 1, Create Process, Step 13.











Reseller Notification Process




Reseller Notification Flow, Figure 5



				Flow Step



				Description







				1. Is OLSP a reseller?



				
If yes, go to Step 2.





If no, go to Step 4.







				2. Does OLSP need message?



				
If yes, go to Step 3.





If no, go to Step 4.







				3. ONSP sends information and/or message to OLSP



				
NSP (Network Provider) sends an information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement between the involved service providers.







				4. Is NLSP a reseller?



				
If yes, go to Step 5.





If no, go to Step 7.







				5. Does NLSP need message?



				
If yes, go to Step 6.





If no, go to Step 7.







				6. NNSP sends information and/or message to NLSP



				
NSP (Network Provider) sends an information and/or message to the NLSP (Reseller) fulfilling all requirements of any service agreement between the involved service providers.







				7. Return



				Return to previous flow.











Provisioning Without Unconditional 10-Digit Trigger




Flow A, Figure 6




				Flow Step



				Description







				NOTE:  Steps 1 and 2 are worked concurrently.







				1.
NNSP activates port (locally)



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point A, Figure 1.





The Wireline NNSP activates its own Central Office translations.





As an optional step, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).







				NOTE:  Steps 2 and 3 may be worked concurrently.







				2.  NNSP and ONSP make physical changes (where necessary)



				
Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.





Mobile Station (handset) changes are completed.





The NNSP is now providing dial tone to ported end user.







				3.  NNSP notifies NPAC to activate the port



				
The NNSP sends an activate message to the NPAC via the SOA interface.





No NPAC SV may activate before the SV due date/time.





If not done in step 1 above, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).







				NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.







				4.  NPAC downloads (real time) to all Service Providers



				
The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.







				5.  NPAC records date and time in history file



				
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new SV.







				6.  Wireline ONSP removes translations in Central Office.  Wireless ONSP removes subscriber from switch/HLR



				
The Wireline ONSP initiates the removal of translation either at designated Due Date and Time, or if the order was designated as coordinated, upon receipt of a call from the NNSP.





The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.





As an optional step, if the OLSP is a reseller, the ONSP should send a Loss Notification to the OLSP (indicator to stop billing).







				7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP



				
The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC SMS attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a notification via the SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.







				8.  All service providers update routing databases (real time download)



				
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).







				9.  NNSP may verify completion



				
The NNSP may make test calls to verify that calls to ported numbers complete as expected.







				Z.  END



				
Return to main flow, tie point Z, Figure 1.











Provisioning With Unconditional 10-Digit Trigger




Flow AA, Figure 7




				Flow Step



				Description







				1. ONSP activates unconditional 10 digit trigger in the central office



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point AA, Figure 1.





The actual time for trigger activation is defined on a regional basis.





The unconditional 10-digit trigger may optionally be applied by the NNSP.







				NOTE:  Steps 2 and 3 may be worked concurrently.







				2.  NNSP activates central office translations



				
The NNSP activates its own Central Office translations.







				3. NNSP and ONSP make physical changes (where necessary)



				
Any physical work or changes are made by either NNSP or ONSP, as necessary.





Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.




· The NNSP is now providing dial-tone to ported in user







				4. NNSP notifies NPAC to activate the port



				
The NNSP sends an activate message via the SOA interface to the NPAC.





No NPAC SV may activate before the SV due date/time.







				NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.







				5.  NPAC downloads (real time) to all service providers



				
The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.







				6.  NPAC records date and time in history file



				
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new subscription version.







				7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP



				
The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a notification via the SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.







				8.  All service providers update routing data (real time download)



				
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).







				9.  ONSP removes appropriate translations



				
After update of its databases the ONSP removes translations associated with the ported TN(s).  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM one day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.





As an optional step, if the OLSP is a reseller, the ONSP should send a Loss Notification to the OLSP (indicator to stop billing).  







				10.  NNSP may verify completion



				
The NNSP may make test calls to verify that calls to ported numbers complete as expected.







				Z.  END



				
Return to main flow, tie point Z, Figure 1.











Conflict Flow for the Service Creation Provisioning Process




Flow B, Figure 8




				Flow Step



				Description











				1. Is conflict restricted?



				
The conflict flow is entered through the Provisioning process flow (Main Flow) through tie point (B), Figure 1, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.





Conflict is restricted (i.e., SV may not be placed into conflict by the ONSP) if one of the following:





The ONSP previously placed the subscription into conflict, or





The ONSP never sent a create message for this subscription, or





The request was initiated too late:





For wireline SPs the request was initiated after the tunable time (Conflict Restriction Window, current value of 12:00) one business day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.





For wireless SPs using short timers for this SV, the request was initiated after the T2 Timer (Final Concurrence Window tunable parameter) has expired.





If yes, go to Step 2.





If no, go to Step 3.







				2. NPAC rejects the conflict request



				
NPAC notifies SP of rejection.





The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.







				3. NPAC changes the subscription status to conflict and notifies NNSP and ONSP



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





Both SPs take appropriate action related to internal work orders.





SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.







				4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation



				
The escalation process is defined in the inter-company agreements between the involved service providers.







				5. Was conflict resolved within conflict expiration window?



				
From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, current value of 30-calendar day limit after the due date) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.







				6. NPAC initiates cancellation and notifies both NNSP and ONSP



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





Both SPs take appropriate action related to internal work orders.







				7. Was the port request canceled to resolve the conflict?



				
Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point C, Figure 9.  If the conflict is otherwise resolved, go to Step 8.







				8. Was resolution message from ONSP?



				
If yes, go to Step 9.





If no, go to Step 10.







				9. NPAC notifies both NNSP and ONSP of ‘conflict off’ via SOA



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.







				10. Did the NNSP send the resolution message during the restriction window?



				
If conflict was resolved within tunable business hours (current values of six hours for wireline [Long Conflict Resolution New Service Provider Restriction], and twenty-four hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.




In order for the porting process to continue at least one SP must remove the SV from conflict.





If yes, go to Step 11.





If no, go to Step 9.







				11. NPAC rejects the conflict resolution request from NNSP



				
NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.







				Z.  END



				
Return to main flow, tie point Z, Figure 1.











Cancellation Flows for Provisioning Process




Cancel Flow, Figure 9




Introduction




A service order and/or subscription may be canceled through the following processes:




· The end-user contacts the NLSP or OLSP and requests cancellation of their porting request.




· Conflict Flow for the Service Creation Provisioning Process – Flow B, Figure 8:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.




				Flow Step



				Description







				End-user request to cancel



				
The Cancellation Process may begin with an end-user requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the end-user wishes to revert back to the former SP, it is accomplished via the Provisioning Process.







				1. Did end-user contact NLSP?



				
The end-user contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP or OLSP can initiate this transaction, not another SP.





The contacted SP gathers information necessary for sending the supplemental request to the other SP noting cancellation, and for sending the cancellation request to NPAC.





If yes, go to Step 3.





If no, go to Step 7.







				2. Is NLSP a Reseller?



				· If yes, go to Step 4.




· If no, go to Step 6.







				3. NLSP sends cancel request to NNSP



				
The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be canceled.







				4. NNSP sends SUPP to ONSP noting cancellation as soon as possible and prior to activation



				
The end-user contacts the NLSP to cancel the porting request.  The NNSP fills out and sends the supplemental request form to the ONSP via their inter-company interface, indicating cancellation of the porting request.







				5. NNSP sends cancel request to the NPAC



				
The NNSP notifies the NPAC, via the SOA interface, indicating that the porting request is to be canceled.







				6. OLSP obtains end-user authorization



				
The OLSP obtains actual authority from the end-user to act as the official agent on behalf of the end-user to cancel the porting request.  The OLSP is responsible for demonstrating such authority as necessary.







				7. Is OLSP a Reseller?



				· If yes, go to Step 9.




· If no, go to Step 10.







				8. OLSP sends cancel request to ONSP



				
The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be canceled.







				9. ONSP sends cancel request to NPAC



				The OLSP, contacted directly by the end-user or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.





The ONSP notifies the NPAC, via the SOA interface, indicating that the porting request is to be canceled.





The ONSP takes appropriate action related to internal work orders.







				10. Did the provider requesting cancel send a Create message to NPAC?



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow, tie point C, Figure 8.





This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.




· If yes, go to Step 13.




· If no, go to Step 12.







				11. NPAC rejects the cancel request



				· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.







				Did both NNSP and ONSP send Create message to NPAC?



				
The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.




· If yes, go to Step 15.




· If no, go to Step 14.







				12. NPAC cancels subscription, logs cancel, and notifies both NNSP and ONSP



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




· For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to tie point Z.  Both NNSP and ONSP are notified of this change in status via the SOA interface.







				13. NPAC updates subscription to cancel-pending, logs cancel-pending, and notifies both NNSP and ONSP



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.












				14. Did NNSP send cancel to NPAC?



				
If yes, go to Step 17.





If no, go to Step 21.












				15. Did NPAC receive cancel ACK from ONSP within first cancel window timer?



				· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.





NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominate time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.




· If yes, go to Step 20.




· If no, go to Step 18.







				16. NPAC notifies ONSP that cancel ACK is missing



				
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from ONSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.







				17. NPAC waits for either cancel ACK from ONSP or expiration of second cancel window timer



				
The NPAC applies a nine (9) business hours [tunable parameter] time limit on receiving cancellation acknowledgment messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.





NPAC SMS processing timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominate time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays. Holidays and business hours are defined for each NPAC Region.





Either upon receipt of the concurring ACK notification or the expiration of the second cancel window timer, go to Step 20.







				18. NPAC cancels subscription, logs cancel and notifies both NNSP and ONSP



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





The porting request is canceled by changing the subscription status to canceled.  Both Service Providers are notified of the cancellation via the SOA interface.







				19. Did NPAC receive cancel ACK from NNSP within first cancel window?



				The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.





NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominate time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.




· If yes, go to Step 20.




· If no, go to Step 22.







				20. NPAC notifies NNSP that cancel ACK is missing



				
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from NNSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.







				21. Did NPAC receive cancel ACK from NNSP within second cancel window timer?



				· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.





NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominate time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.




· If yes, go to Step 20.




· If no notification is received prior to second cancel window timer expiration, proceed to tie-point CC, “Cancellation Conflict Process Flow”, Figure 8.







				Z.
END



				
Return to main flow, tie point Z, Figure 1.











Cancellation Conflict Flow for Provisioning Process




Cancel-Conflict Flow due to missing Cancellation ACK from New SP, Figure 10




				Flow Step



				Description







				Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.







				1. NPAC places subscription in conflict, logs conflict, and notifies both NNSP and ONSP



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow, tie point CC, Figure 8.





If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





Both SPs take appropriate action related to internal work orders.







				2. Did NPAC receive cancel message from NNSP?



				
Only “missing cancellation ACK from New SP” subscriptions reach this point in the process flow.  The subscription will transition to pending or cancel.





With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.





If yes, go to Step 3.





If no, go to Step 5.







				3. NNSP notifies NPAC to cancel subscription



				
The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.







				4. NPAC cancels subscription, logs cancel, and notifies NNSP and ONSP



				
Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





Both SPs take appropriate action related to internal work orders.







				5. Has conflict expiration window expired?



				
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, current value of 30 days).





If yes, go to Step 6.





If no, go to Step 7.







				6. NPAC cancels the subscription, and notifies both NNSP and ONSP



				
After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to canceled and notifies both SPs of the change in status via the SOA interface.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





Both SPs take appropriate action related to internal work orders.







				7. Did NPAC receive resolve conflict message from NNSP



				
The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the end-user’s request, and each is apparently getting a different request from that end-user, each should ensure the accuracy of the request.





If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.





It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.





If yes, go to Step 8.





If no, return to Step 2.







				8. Has NNSP conflict resolution restriction expired?



				
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Resolution Restriction Window, current value of 6 hours).





The conflict resolution restriction window is only applicable the first time a subscription is placed into conflict, whether the conflict is invoked by the NPAC due to this process, or placed into conflict by the ONSP.





If yes, go to Step 9.





If no, go to Step 10.







				9. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 1.







				10. NPAC rejects the resolve conflict request from NNSP



				
The NNSP has sent the resolve conflict message before the expiration of the conflict resolution restriction window.  NPAC returns an error message back via the SOA interface.







				Z.
END



				
Return to main flow, tie point Z, Figure 1.











Disconnect Process for Ported TN(s)




Disconnect Flow, Figure 11




				Flow Step



				Description







				1. End-user initiates disconnect



				
The end-user provides disconnect date and negotiates intercept treatment with current SP.







				2. Is NLSP a reseller?



				
If yes, go to Step 3.





If no, go to Step 4.







				3. NLSP sends disconnect request to NNSP



				
Current Local SP sends disconnect request to current Network SP, per inter-company processes.







				4. NNSP initiates disconnect



				
NNSP initiates disconnect of service based on request from NLSP or end-user.





NNSP initiates disconnect of service based on regulatory authority(s).







				5. NNSP arranges intercept treatment when applicable



				
NNSP arranges intercept treatment as negotiated with the end user, or, when the disconnect is SP initiated, per internal processes.







				6. NNSP creates and processes service order



				
NNSP follows existing internal process flows to ensure the disconnect within its own systems.







				7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2



				
NNSP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.





If no effective release date is given, the broadcast from the NPAC is immediate.  The maximum interval between disconnect date and effective release date is 18 months.







				8. Has effective release date been reached?



				
If yes, go to Step 9.





If no, repeat Step 8.







				9. NPAC broadcasts subscription deletion to all applicable SPs



				
On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via the LSMS interface.







				10. NPAC notifies code/block holder of disconnected TN(s) disconnect and release dates



				
On effective release date, the NPAC notifies code/block holder of the disconnected TN(s), effective release and disconnect dates via the SOA interface.







				11. NPAC deletes TN(s) from active database



				
On effective release date, the NPAC removes telephone number from NPAC database.







				12. END



				











Audit Process




Audit Flow, Figure12




				Flow Step



				Description







				1. Service Provider requests NPAC for audit



				
An SP may request an audit to assist in resolution of a repair problem reported by an end-user.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements between the involved service providers.  Failing to resolve the trouble following these activities, the SP requests an audit.







				2. NPAC issues queries to appropriate LSMSs



				
The NPAC issues queries to the LSMSs involved in the customer port.







				3. NPAC compares own SV to LSMS SV



				
Upon receipt of the LSMS SV, the comparison of the NPAC and LSMS SVs is made to determine if there are discrepancies between the two databases.





If an LSMS does not respond, it is excluded from the audit.







				4. NPAC downloads updates to LSMSs with SV differences



				
If inaccurate routing data is found, the NPAC broadcasts the correct SV data to any involved SPs networks to correct inaccuracies.







				5. Are all audits completed?



				
If no, return to Step 4.





If yes, go to Step 6.







				6. NPAC reports audit completion and discrepancies to requestor



				
The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.





 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.







				7. END



				











Code Opening Processes




NPA-NXX Code Opening, Figure 13



				Flow Step



				Description







				1.
NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting



				
The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.




In the case of numbers that use a Type 1 wireless interconnection, the corresponding NPA-NXX needs to be opened by the Old Wireline SP.







				2.
NPAC updates its NPA-NXX database



				
The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.







				3.
NPAC sends notice of code opening to all SPs



				
The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.







				4.
End



				











Code Opening Processes




First TN Ported in NPA-NXX, Figure 14



				Flow Step



				Description







				1. NPAC successfully processes create request for TN subscription version



				
SP notifies the NPAC of SV creation for a TN in an NPA-NXX.







				2. NPAC successfully processes create request for NPA-NXX-X



				
NPAC successfully processes an NPA-NXX-X for a Number Pool Block.







				3. First SV activity in NPA-NXX?



				
If yes, go to Step 4.





If no, go to Step 5.







				4. NPAC sends notification of first TN ported to all SPs via SOA and LSMS



				
When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) business days, will complete the opening for the NPA-NXX code for porting in all switches.







				5. End



				











				Tunable Name



				Current Tunable Value







				T1, Short Initial Concurrence Window



				1 hour







				T1, Long Initial Concurrence Window



				9 hour







				T2, Short Final Concurrence Window



				1 hour







				T2, Long  Final Concurrence Window



				9 hour







				Conflict Restriction Window



				12:00pm (noon)







				Conflict Expiration Window



				30 days







				Long Conflict Resolution New Service Provider Restriction



				6 hours







				Short Conflict Resolution New Service Provider Restriction



				24 hours







				Long Cancellation-Initial Concurrence Window



				9 hours







				Short Cancellation-Initial Concurrence Window



				9 hours







				Long Cancellation-Final Concurrence Window



				9 hours







				Short Cancellation-Final Concurrence Window



				9 hours
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