LNPA WORKING GROUP
February 2007 Conference Call
Final Minutes


MONDAY 02/12/07
Monday, 02/12/07, Conference Call Attendance:
	Name
	Company
	Name
	Company

	Joe Kudo
	Alltel
	Charles Ryburn
	NeuStar

	Scotty McDonald
	Alltel
	John Nakamura
	NeuStar

	Tina Plaisance
	Alltel
	Jim Rooks
	NeuStar

	Dennis Nolan
	at&t
	Paul LaGattuta
	NeuStar

	Cyd McInerney
	at&t
	Mike Whaley
	Qwest

	Ron Steen
	at&t
	Lavinia Rotaru
	Sprint Nextel

	Richard Cahill
	at&t
	Susan Tiffany
	Sprint Nextel

	Mark Lancaster
	at&t
	Michael Klappa
	Sprint Nextel

	Marian Hearn
	Canadian Consortium
	Colleen Collard
	Tekelec

	Adele Johnson
	Cingular
	Adam Newman
	Telcordia

	Lonnie Keck
	Cingular
	Pat White
	Telcordia

	Vicki Goth
	Embarq
	Mohamed Samater
	T-Mobile

	Kathee Glodowski
	EmBarq
	Paula Jordan
	T-Mobile

	Jane Jackson
	Evolving Systems
	Maggie Lee
	VeriSign

	Laura Drury
	Evolving Systems
	Gary Sacra
	Verizon

	Crystal Hanus
	GVNW
	Max Rossley
	Verizon

	Connie Stufflebeem
	Iowa Network Services
	Earl Scott
	Verizon

	Shannon Sevigny
	NeuStar Pooling
	Nancy Briggs
	Verizon

	Stephen Addicks
	NeuStar 
	Deb Tucker
	Verizon Wireless

	Ed Barker
	NeuStar
	
	




Attached are the Action Items assigned on the February 2007 LNPA WG conference call.  Please note that these Action Items are in addition to the ones assigned at the January 2007 LNPA WG meeting.  Both sets of Action Items will be addressed at the March 2007 meeting.




NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “FEBRUARY 2007 LNPA ACTION ITEMS” FILE ATTACHED ABOVE.


CONFERENCE CALL MINUTES:

2007 LNPA WG Meeting/Call Schedule:

Following is the meeting schedule for the 2007 LNPA Meetings and calls.

	MONTH/
DATE
(2007)
	NANC
	LNPA-WG
	HOST
	LOCATION

	
	
	
	
	

	January 
	TBD
	9th-11th 
	Cingular
	Jackson, Mississippi

	February 
	2/13/07
	No meeting.
2/12/07 call from 3pm to 5pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#
	
	

	March
	TBD
	13th-15th
	Comcast
	Denver, Colorado

	April
	TBD
	No meeting.
4/10/07 call if necessary
	
	

	May
	TBD
	8th-10th 
	Canadian Consortium
	Banff, Canada

	June
	TBD
	No meeting.
6/12/07 call if necessary 
	
	

	July
	TBD
	10th-12th 
	NeuStar
	TBD

	August
	TBD
	No meeting.
8/7/07 call if necessary 
	
	

	September
	TBD
	11th-13th 
	Verizon Wireless
	Nashville, Tennessee

	October
	TBD
	No meeting.
10/9/07 call if necessary
	
	

	November
	TBD
	13th-15th 
	Sprint Nextel
	Ft. Lauderdale, Florida

	December
	TBD
	No meeting.
12/11/07 call if necessary
	
	

	
	
	
	
	



· Continuing evaluation during 2007 will determine if interim conference calls are needed or if the decision to meet face-to-face every other month should be revisited.

PIM 56 (Action Item 0706-11) (Sue Tiffany, Sprint Nextel):

Action Item 0706-11:  Regarding the attached PIM 56, Sue Tiffany, Sprint Nextel, will revise the PIM and provide text for the LNPA WG’s NP Best Practices document related to the suggested resolution to identify a step-by-step procedure for carriers to follow in order to resolve this issue.

[bookmark: _MON_1214819219]		
· Sue stated that text is being prepared for review at the March 2007 LNPA WG meeting.

PIM 32 Discussion (Action Item 0107-11) (All): 



[bookmark: _MON_1229360160]

Action Item 0107-11:  At the January LNPA WG meeting, it was proposed to clarify the attached PIM 32 report to NANC to reflect the following:
· Request the FCC to order that resellers can no longer prohibit the underlying network providers from providing CSR information if possible,
· If the underlying network provider cannot physically provide CSR information, provide the name of the reseller to the NNSP.  The NNSP would then submit the CSR request to the identified reseller,
Service Providers are to discuss internally with their NANC representatives and Legal representatives to determine if these proposals can be supported in a resolution statement to NANC and the FCC.

· Verizon and the “former” BellSouth both stated that they are continuing to work internally to explore ways to address the PIM 32 issue and opportunities to streamline the process.

· The next PIM 32 Subcommittee call will be held on Thursday, February 22nd, from 11-12 eastern.  The bridge number is 888-288-7572, pin 354355.  Action Item 0107-11 will continue to be discussed on the call.

Position Paper on Porting Obligations (Action Item 0107-04) (Gary Sacra, LNPA WG Co-Chair):

Action Item 0107-04:  Gary Sacra, LNPA WG Co-Chair, will revise the attached Position Paper to remove the specificity to VoIP providers and indicate that the underlying network provider is responsible for responding to an LSR.  This will be discussed on the February LNPA WG conference call for submission to the NANC.

[bookmark: _MON_1229360895]	

· Gary Sacra, LNPA WG Co-Chair, walked the group through the attached revised Position Paper on LNP porting obligations, explaining that this revision was a result of an action item assigned to the LNPA WG at the November 2006 NANC meeting.




· After reviewing the revised paper, the group agreed to accept it for presentation at the February 13th NANC meeting.  The stated position will be added to the LNPA WG’s NP Best Practices document.

· Action Item 0107-04 is closed.

Firm Order Confirmation Contribution (Action Items 0107-07, 08) (Gary Sacra, Verizon):	


[bookmark: _MON_1232287781][bookmark: _MON_1232799074][bookmark: _MON_1232289424]				

Action Item 0107-07:  Gary Sacra, Verizon, will revise the attached contribution on Firm Order Confirmation (FOC) per the following.  See related Action Item 0107-08.  
1. Revise the cites to reflect FCC Order 03-284A1 Par. 49 and the 3rd Wireless-Wireline Integration Report,
2. Add “holidays” to the exclusion in the Decisions/Recommendations,
3. Make it clear that either a response to an invalid LSR is due back within 24 hours, or the FOC in response to a valid LSR is due back within 24 hours.



Action Item 0107-08:  Gary Sacra, Verizon, will develop a contribution proposing revisions to Figure 2 Step 9 of the NANC LNP Provisioning Flows, consistent with the revised FOC contribution in Action Item 0107-07.

· Gary Sacra, Verizon, presented the attached revised draft Position Paper on the 24 hour FOC requirement and the attached revised accompanying text for the NANC LNP Provisioning Flows (see Figure 2 Step 9).




	
· After reviewing the contributions, the group accepted both.  The issue and the LNPA WG’s stated position will be added to the LNPA WG’s NP Best Practices document.  Further discussion will take place on how best to submit this issue and position to NANC.

NPAC 3.3.2 Point Release (NeuStar):

· NeuStar teed up a discussion on Point Release 3.3.2, which is an internal release.

· Industry regression testing starts 2/26/07 and will run to 3/9/07.  Regression testing is not mandatory.  To schedule, SPs and Service Bureaus should contact NeuStar at lnptesting@neustar.biz.

· Following is the rollout schedule:
· 3/18/07 MA Region
· 4/1/07   MW, WC, and WE Regions 
· 4/15/07 NE, SE Regions
· 4/29/07 SW Region
· 5/6/07   CA Region (proposed)

· Release 3.3.2 will not support Netscape 4.7 for the LTI GUI.  Internet Explorer v6 with Java 1.5.0 will be supported.

Discussion of Planned February 21st 10K TN Modify Test (Action Items 1106-14, 0107-12) (All):
 
Action Item 1106-14:  Regarding the discussion of development of production high volume port performance testing that took place at the November 2006 APT meeting, Service Providers are to come to the January 2007 APT meeting prepared to discuss what LSMS to SCP throughput statistics they could share.

· Marian Hearn, Canadian Consortium, stated that Canada is currently porting large volumes of numbers in preparation for wireless portability to be implemented during the middle of next month.  She will share provisioning data all the way down to the network element with the LNPA WG.

· There were no objections to the proposed February 21st date.  NeuStar will issue a
notification to the Cross-Regional distribution that the February 21st date has been confirmed by the LNPA WG.

NOTE:  This Action Item was subsequently completed and closed on 2-13-07.

· NeuStar stated that very soon after the test, they will identify the last TNs broadcast in each Region and notify the industry.  Providers are to provide the timestamp identifying when each TN was provisioned in their respective network elements.  This data will be submitted to Steve Addicks, NeuStar, who will compile the data for presentation to the LNPA WG.  Providers will not be identified before the LNPA WG.

· Action Item 1106-14 is closed.

Action Item 0107-12:  NeuStar action to contact LSMS users detailing the proposed 10K TN mass modify test to be conducted simultaneously in each region and the necessary SCP update interval data to be collected.

· This Action Item was completed and is closed.

PIM 53 Discussion (Tina Plaisance, Alltel):

· Tina Plaisance, Alltel, stated that they received an FOC back on a pager number in October 2006.  The number was then ported into Alltel.  Alltel was subsequently requested to return the number on November 30, 2006.  The ONSP said that it should not have been ported because it is a pager number.  The end user customer stated that they filed an FCC complaint.  It was stated that the FCC’s First Report & Order on LNP states that paging numbers are exempt but it does not say that they are precluded from being ported.


Next LNPA Meeting … March 13-15, 2007, Denver, Colorado – Hosted by Comcast
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Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  
5/3/2006

PIM# 56 v2

Company(s) Submitting Issue:  
Sprint Nextel

Contact(s):  Name:


Lavinia Rotaru, Sue Tiffany



Contact Number:


703-707-5202, 913-315-6923 




Email Address:


Lavnia.Rotaru@sprint.com, Sue.T.Tiffany@sprint.com    


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: Incorrectly provisioned LNP databases.

While all carriers receive updates in their LSMS when porting customers, some carriers are not provisioning their LNP databases correctly.  When this scenario occurs, customers are not able to terminate or receive calls from those carrier’s networks that did not provision their LNP databases. That is, when the ported customer makes a call, the callED Party’s Caller ID service may not work properly.  This would occur if the callED party’s network’s LNP data was not correct, since the callED party’s network might be unable to find the CNAM record for the calling party.  In a worst-case scenario, the callED party would automatically reject the unidentified call.  

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue: 


This type of problem typically impacts the ability of a customer to make or complete some of their calls.  Following are some examples:  

1) A number of customers were ported by Sprint Nextel, and after the port, Sprint Netxel found that the customers were unable to receive or complete calls to or from some of their friends and relatives.  The root cause of the problem turned out to be that one of the ILEC’s pair of Service Control Points (SCPs) was not updated.  The pair of SCPs alternated handling calls, and each time the SCP that had not been updated attempted to route the call, the call failed.  In these cases, it took more than a week after the customer reported the problem for the problem to be discovered and resolved.  

2) In another example, a customer ported from an ILEC to a wireless carrier and found that they could not complete calls that terminated in a third LECs territory.  The third LEC was able to prove that they were using the correct LRN for routing so the wireless carrier had to go to the first LEC to make sure that all their LNP databases had been updated correctly.  This activity took a couple of weeks before the customer was eventually able to complete their calls just as they had before porting their number.  

It is typical for this type of problem to take a week or more to resolve.

B. Frequency of Occurrence:  


We have had 3 occurrences in the last 60 days.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast_X__ Southwest___ Western___     


 West Coast___  ALL_X_


D. Rationale why existing process is deficient:  


We believe the existing process of receiving a response from a carriers’ LSMS acknowledging receipt of the port is deficient due to the fact that it does not indicate the network was provisioned correctly.  The customer that cannot make or receive calls as they had before they ported their number is unhappy and more than likely will have problems making their calls for a week or more while the carriers involved discover that they have not updated all their LNP databases. 

E.   Identify action taken in other committees / forums: ________________________________________________________________________  


F.  Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Similar to the LSMS partial failures we get today, identify a mechanism to receive a notification from carriers’ LNP databases that the switch provisioning failed or was successful.  A carrier’s SCP should respond to the LSMS when the update is completed and the carrier’s LSMS should return the SCP concurrence back to the NPAC.


[image: image1.emf]

Alternatively, identify a step by step procedure for carriers to follow when attempting to resolve this type of problem expeditiously after it has occurred.


Another suggestion would be to make test calls to validate the completion of calls originating from major local networks and through major IXCs to newly ported numbers. At a minimum, perform an analysis of possible LNP troubles.  The idea would be to institute a test call barrage in response to a trouble report, rather than with every port’s completion on routine basis.  But if a particular port involved a sensitive customer, then test calling could be initiated even absent a trouble report a few minutes after the port competed.




LNPA WG: (only)


Item Number: PIM 56 v2


Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________






Incorporate a industry update for LSMS to respond to the industry when the SCP’s have been updated.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy): 02/27/2004


Company(s) Submitting Issue: TSI


Contact(s):  Name: Rob Smith 


         Contact Number: 813-273-3319   



         Email Address: rsmith@tsiconnections.com 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Wireless carriers are not receiving customer service records (CSRs) from all wire line network service providers when a reseller is the local service provider.  Wireless port requests do not collect the needed information to complete a wire line local service request (LSR).  The CSR is a primary source of information needed to complete the LSR and port the number.

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


The current NANC flows suggest that when a number is porting from a reseller, the port request should be issued to the network service provider.


Developing a local service request (LSR) from a wireless port request (WPR) requires a customer service record (CSR) provided by the old network service provider (OSP).  When the OSP is a reseller and the number is porting from an old network service provider, the CSR is not always provided by the wire line network service provider and there is not enough information to complete the LSR.  


About half of the larger wire line carriers do provide the CSR on reseller numbers and the ports occur without incident.  The others wire line carriers simply reject the CSR request because it is not their customer and the port fails and is nearly impossible to resolve.

B. Frequency of Occurrence:


These problems may occur multiple times a day.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_x_


D. Rationale why existing process is deficient: 


For old network service providers that do not provide CSRs, the ports fail.


E. Identify action taken in other committees / forums: 


No other action has been taken by other groups.


F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Wire line network service providers should provide the customer service record on porting reseller numbers.  The response message to the CSR query should include a statement that the number being requested is a reseller number.


LNPA WG: (only)


Item Number: 0032v4



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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LNPA WG PIM 32 and 50 Report to NANC.doc
LNPA WG REPORT TO NANC


PIM 32 AND PIM 50



PORTING RESELLER NUMBERS and CUSTOMER SERVICE RECORD (CSR) TOO LARGE
NANC REPORT FROM LNPA WG


The LNPA WG has been unable to resolve PIMs 32, Reseller Ports, and PIM 50, CSR Too Large.  Following is more detailed information about the two issues and their impact.


PORTING RESELLER NUMBERS


PIM 32 seeks to address issues related to the process of obtaining a Customer Service Record (CSR) for wireline reseller customers.  The CSR contains information necessary to complete a Local Service Request (LSR) for porting a wireline number.  In some cases, carriers are not able to obtain an end user’s specific CSR information from some wireline network service providers when attempting to port telephone numbers (TNs) associated with reseller accounts.  For example, two of four RBOCs refuse to send the CSR information to the New Local Service Provider (NLSP) because they have been instructed by their resellers not to share the end user’s specific information which the resellers consider to be proprietary.

  


[image: image1.emf]PIM 32v4.doc


  

This is a critical problem.  For those reseller errors where there is a work around, many of the port requests are significantly delayed before completion.  In some cases there are no work around solutions and end users who want to port their number cannot.  Those customers either give up on porting their number, or cannot keep their number and must change to a new number.  It is not always possible to work with the resellers to obtain the information needed to populate the LSR.   It is often difficult to find someone with the reseller that can support a port and provide the needed information.

Customers are affected by this problem.  Customers are often frustrated by the delay experienced dealing with the issue cited above, and either cancel the port request altogether or reluctantly take a new number. The fact that ANY customer is denied the opportunity to port their number in a reasonable amount of time, or at all, goes against the nature of the FCC Order
, CC Docket No. 95-116.


Using the porting statistics provided in the FCC Numbering Resource Utilization in the United States as of June 30, 2005 Table 14, the monthly average landline to mobile ports is 50,500 or approximately 3% of ports.  Approximately twenty-five percent of those ports in 2005 were Type 1 porting migrations according to the service providers 

performing Type 1 migrations.  After removing the Type 1 migrations, the monthly average landline to mobile (intermodal) ports is 37,875.

Following are the statistics specific to landline to mobile (intermodal) ports gathered by the LNPA WG for the reseller issue:


40% to 50% of Intermodal ports fail due to errors – 



average 45%


35% of the rejects are due to reseller issues – 



35%


Of the rejected port requests due to reseller issues, 

40% to 50% fail remedial action and do not get ported – 


average 45%


Using the percentages above, that means that 2,684 reseller customers are unable to port their numbers.  The affected customers either take a new number or give up on the attempt to port their number to the new provider.


Formula:
37,875 x .45 = 17,044

Intermodal Ports that fall out to be processed 





manually




17,044 x .35 = 5,965

Reseller fall out 




  5,965 x .45 = 2,684

Reseller that fail to port


As stated previously, the fact that any customer is denied the opportunity to port their number in a reasonable amount of time, or at all, goes against the nature of the FCC Order
 CC Docket No. 95-116.  Direction by resellers to Old Network Service Providers (ONSPs) to provide the specific customer information where possible would greatly reduce the unsuccessful ports.  Resellers should not be allowed to withhold end user specific customer information necessary for the porting process.

CSR TOO LARGE ERRORS

PIM 50 addresses the issue of wireline to wireless (intermodal) ports failing the automated process because the TNs are from large accounts where the Old Network Service Provider’s  (ONSP) sends the entire Customer Service Record (CSR) and it is too large to return electronically on a CSR query.  However, information in the CSR is needed to facilitate the port request.   Primarily, this error message is received when the wireline carrier attempts to send the entire account’s CSR with directory and other customer data not needed for the port.  The LSOG guidelines give carriers the option of requesting a single TN without directory which is the minimum CSR information required to facilitate a port.  The problem occurs when there is no uniform implementation of LSOG Guidelines, and as a result carriers cannot get the information correctly.



[image: image2.wmf]"PIM 50.doc"


    

For the CSR Too Large errors where there is a work around, many of the port requests are also significantly delayed before completion.  In some cases there are no work around solutions and end users who want to port their number cannot.  Customers are also frustrated by the delay experienced dealing with the issue cited above, and either cancel the port request altogether or reluctantly take a new number.  

Customers are affected by this problem.  Most customers are not interested in waiting the time it takes to try to complete these manually and as noted above, either cancel the port request altogether or reluctantly take a new number.  This seems to contradict the intent of the FCC Order
, CC Docket No. 95-116.

Following are the statistics gathered by the CSR Too Large issue:


40% to 50% of Intermodal ports fail due to errors – 



average 45%


18% of the rejects are due to CSR Too Large issues – 


18%

Of the rejected port requests due to CSR Too Large, 40% 


to 50% fail remedial action and do not get ported – 



average 45%

*NOTE:  Using the porting statistics provided in the FCC Numbering Resource Utilization in the United States as of June 30, 2005 Table 14, the monthly average landline to mobile ports is 50,500 or approximately 3% of ports.  Approximately, twenty- five percent of those ports in 2005 were Type 1 porting migrations according to the service providers performing Type 1 migrations.  After removing the Type 1 migrations, the monthly average landline to mobile (intermodal) ports is 37,875.

Formula:
37,875 x .45 = 17,044

Intermodal Ports that fall out to be processed 





manually




17,044 x .18 =
3,068

CSR Too Large fall out




  3,068 x .45 = 1,381

CSR Too Large that fail to port


This issue would be resolved by requiring the ONSP to send the NNSP only the requested CSR information per the Local Service Order Guidelines Customer Service Inquiry (LSOG CSI).  Some wireline service providers are not following the LSOG CSI guidelines that allow a customer inquiry by account (one to many TNs) with or without directory and by individual TN with or without directory.  Wireless carriers request the CSR by TN without directory, but receive the CSR Too Large error because some wireline service providers send the entire account including directory.   If wireline carriers sent only the information requested in the customer inquiry per the LSOG CSI guidelines, this error would be greatly reduced if not eliminated.  

TOTAL IMPACT OF RESELLER AND CSR TOO LARGE ERRORS


Combined total of failed reseller and CSR Too Large port failures:




2,684 + 1,381 = 4,065 
Intermodal ports that fail to port per month 


Approximately 4,000 customers per month are unable to port their numbers due to these two problems.  As stated previously, the fact that any customer is denied the opportunity to port their number in a reasonable amount of time, or at all, goes against the intent of the FCC Order
 CC Docket No. 95-116.  

The failure to port wireline reseller TNs can be resolved.  Resellers should not be allowed to withhold end user specific customer information necessary for the porting process.

The CSR Too Large error would be resolved if wireline carriers sent only the information requested in the customer inquiry per the LSOG CSI guidelines.  


As stated previously, the LNPA WG has been unable to resolve PIM 32, Reseller Ports, and PIM 50, CSR Too Large.  The LNPA WG requests guidance from NANC to resolve these issues.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy): 01/17/2005



Company(s) Submitting Issue: Syniverse



Contact(s):  Name: Rob Smith




         Contact Number: 813.273.3319 



         Email Address: Robert.smith@syniverse.com



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



A large number of wire line to wireless ports fail the automated process because they are from large accounts where the customer service record (CSR) is too large to return on a CSR query.  The CSR is needed to complete an LSR.



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: The automated process for porting from wire line to wireless is dependent on obtaining the customer service record (CSR) that provides additional information needed to complete an LSR.  “CSR too large” is one of the more frequent causes of fall-out for intermodal ports.  It occurs when a number is being ported from a large account such as a hospital, school or large business.  There is a limit to the size of the CSR file that can be returned.  The current systems of wireline providers will return the entire CSR when only a small amount of data is relvant and needed.  Typically a file cannot exceed  1 MB.  Consequently these ports for numbers within large accounts fail and must be worked manually. 



B. Frequency of Occurrence: Between 100 and 200 ports each month



.


C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_x_



D. Rationale why existing process is deficient: These ports must be manually processed and require a lot of time and effort to process.


E. Identify action taken in other committees / forums: 



No other yet.



F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Porting systems could be designed within the ILECs so that only information relevant to the particular number being ported is returned in response to a CSR query.  


LNPA WG: (only)



Item Number: 0050



Issue Resolution Referred to: __________


Why Issue Referred:


____________________________________________________________________________________________________________________________________________________________________________



______________________________________________________________________________________



1


2







_1178535136.doc

NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy): 02/27/2004



Company(s) Submitting Issue: TSI



Contact(s):  Name: Rob Smith 



         Contact Number: 813-273-3319   




         Email Address: rsmith@tsiconnections.com 



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Wireless carriers are not receiving customer service records (CSRs) from all wire line network service providers when a reseller is the local service provider.  Wireless port requests do not collect the needed information to complete a wire line local service request (LSR).  The CSR is a primary source of information needed to complete the LSR and port the number.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



The current NANC flows suggest that when a number is porting from a reseller, the port request should be issued to the network service provider.



Developing a local service request (LSR) from a wireless port request (WPR) requires a customer service record (CSR) provided by the old network service provider (OSP).  When the OSP is a reseller and the number is porting from an old network service provider, the CSR is not always provided by the wire line network service provider and there is not enough information to complete the LSR.  



About half of the larger wire line carriers do provide the CSR on reseller numbers and the ports occur without incident.  The others wire line carriers simply reject the CSR request because it is not their customer and the port fails and is nearly impossible to resolve.


B. Frequency of Occurrence:



These problems may occur multiple times a day.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_x_



D. Rationale why existing process is deficient: 



For old network service providers that do not provide CSRs, the ports fail.



E. Identify action taken in other committees / forums: 



No other action has been taken by other groups.



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Wire line network service providers should provide the customer service record on porting reseller numbers.  The response message to the CSR query should include a statement that the number being requested is a reseller number.



LNPA WG: (only)



Item Number: 0032v4




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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VoIP Porting Obligations (Final).doc
March 9, 2005

LNPA WG Position on Porting of Telephone Numbers Used by VoIP Service Providers

It has been brought to the LNPA-WG’s attention that consumers who are served by some VoIP voice service providers have found it difficult to impossible to port their telephone number to another voice service provider.  Consumers who are served by a VoIP provider should not be forced to give up their number, whether it be ported in or native, if they subsequently decide to use a different service provider - whether VoIP, CMRS or wireline.

When discussing Local Number Portability, the FCC has consistently stated that  “number portability promotes competition between telecommunications service providers”.1   In the Telephone Number Portability order released in November of 2003, the FCC stated “number portability promotes competition between telecommunications service providers, allowing customers the flexibility to respond to price and service changes without changing their telephone numbers”.2   Recently in the Vonage Petition for Declaratory Ruling concerning an Order of the Minnesota PUC, the FCC compared DigitalVoice to CMRS (wireless) service “… we would find DigitalVoice far more similar to CMRS, which provides mobility, is often offered as an all distance service, and needs uniform national treatment on many issues”3   On February 1st, the FCC issued a waiver to SBCIS granting permission to obtain numbering resources directly from the North American Numbering Plan Administrator (NANPA) and/or Pooling Administrator (PA) for use in deploying IP-enabled services, including Voice over Internet Protocol (VoIP).  In that waiver, the FCC states that “SBCIS will be responsible for processing port requests directly rather than going through a LEC”.4 

The LNPA-WG members believe that these FCC rulings have made it clear that service providers offering voice services utilizing NANP numbers must allow consumers to port their telephone numbers.  Consequently, wireline and wireless service providers have been porting numbers to VoIP service providers as requested.  However, some VoIP providers are either not allowing customers to port their TNs to another carrier or are making it very difficult.

The LNPA-WG would like to work with NANC to provide guidance on this issue and believes a documented statement of clarification would be helpful.  The LNPA-WG has included the following statement in their Best Practice matrix, and the LNPA-WG requests that NANC forward the statement to the FCC with NANC’s endorsement.

“ VoIP service providers along with Wireless and Wireline service providers, have the obligation to port a telephone number to any other service provider when the consumer requests, and the port is within FCC mandates.  Porting of telephone numbers used by VoIP service providers should follow the industry porting guidelines and the NANC Inter-Service Provider LNP Operations flows. “


1 Telephone Number Portability, CC Docket No. 95-116, Third Report and Order , FCC 98-82, rel. May 12, 1998 at para. 4.

2 Telephone Number Portability, CC Docket No. 95-116, United States Telecom Association and CenturyTel of Colorado, Inc. Joint Petition for Stay Pending Judicial Review, FCC 03-298, Rel. November 20, 2003 at para. 7.


3 WC Docket No. 03-211, Vonage Holdings Corporation Petition for Declaratory Ruling Concerning an Order of the Minnesota Public Utilities Commission, FCC 04-267,  Rel. November 12, 2004,  at para. 22

4 CC Docket No. 99-200, Administration of the North American Numbering Plan, FCC 05-20,  Rel. February 1, 2005,  at para. 9
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LNPA WG POSITION PAPER



February 8, 2007

TOPIC:


LNPA WG Position on Local Number Portability Obligations

BACKGROUND:

On several occasions, the FCC has sought NANC’s recommendations with regard to implementation of local number portability obligations.  The FCC ordered “service provider portability” in the First Report and Order and Further Notice of Proposed Rulemaking, Telephone Number Portability, 11 F.C.C.R. 8352 (1996), in 1996 and adopted NANC recommendations on that process in 1997 in the Second Report and Order, Telephone Number Portability, 12 F.C.C.R. 12,281 (1997).  Wireless-to-wireless portability is required by Memorandum Opinion and Order, Telephone Number Portability, FCC 03-237 (rel. Oct. 7, 2003).  “Intermodal” porting is required by Memorandum Opinion and Order and Further Notice of Proposed Rulemaking, Telephone Number Portability, FCC 03-284 (rel. Nov. 10, 2003) (“Intermodal Porting Order”).  In the Second Report and Order, the FCC requested NANC to develop standards and procedures necessary to provide for wireless carriers participation in local number portability.  Id. at para. 90.  These intermodal porting obligations apply to entities that do not qualify as “small entities” under the Regulatory Flexibility Act.  See United States Telecom Ass’n v. FCC, No. 03-1414 (D.C. Cir. March 11, 2005).  In ordering intermodal portability, the FCC noted that “the industry, under the auspices of NANC, will probably need to make modifications to local number portability standards and processes as it gains experience in implementing number portability” on an intermodal basis.  In addition, in the Intermodal Porting Order, the FCC specifically asked for NANC’s input “on reducing the interval for intermodal porting”, including “corresponding updates to the NANC LNP process flows.”  Id. at para. 51.

It has been brought to the LNPA WG’s attention by a number of service provider participants (Qwest, Sprint Nextel, Verizon, T-Mobile, Verizon Wireless) that consumers who are served by some service providers that utilize an underlying network provider to provide numbering resources and service to their customers have found it difficult, and in some instances impossible, to port their telephone number to another service provider.  Some firms have indicated that carriers may be refusing to port numbers to another carrier on the basis that the “customer of record” for a particular service is not the end user customer but an information service provider, such as a provider of VoIP services.

The NANC has in place LNP Operations flows and Number Portability Best Practices documents that deal with analogous situations.  In particular, in July 2003, the LNPA WG revised the North American Numbering Council’s (NANC’s) Inter-Service Provider LNP Operations Flows to address the porting of numbers of consumers served by a retail provider (Reseller, Type 1 Cellular) who utilizes an underlying wholesale network provider to provide numbering resources and service to their customers.  The revised flows place the responsibility of issuing and responding to porting requests on the underlying wholesale network service provider.  These revised LNP Operations flows were endorsed by NANC in August 2003 and subsequently forwarded to the FCC with that endorsement.

NANC LNPA WG POSITION:

The LNPA WG members believe that the FCC has made it clear that local exchange carriers and CMRS providers are obligated to port local telephone numbers to other carriers, 47 C.F.R. § 52.23(b), 52.31(a), offering voice services utilizing NANP numbers on both an intramodal and intermodal basis.  The NANC believes that these obligations remain in place even if a service provider partners with an underlying network service provider to obtain numbering resources and provide service to their customers (such as a Reseller, Type 1 Cellular, or unlicensed VoIP provider).  In those situations, the underlying network service provider, if it is subject to the portability rules, has the obligation to port the number to another qualifying carrier when the end user consumer requests and the port is within FCC mandates.  NANC believes that its number portability process flows and its Number Portability Best Practices document should show that it is the responsibility of the underlying network provider to issue and respond to porting requests from competing carriers.  

In submitting this Position Paper, the LNPA WG wishes to bring this issue to the attention of the NANC and FCC as well as its proposed resolution.  The LNPA WG stands ready to revise the LNP Operations Flows consistent with this opinion should the NANC and/or FCC so direct.
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DRAFT LNPA WG POSITION PAPER



February 6, 2007

TOPIC:


LNPA WG Position on Service Providers Not Returning Firm Order Confirmation (FOC) Within 24 Hours for Simple Port Requests 

Issue:

It has been brought to the attention of the Local Number Portability Administration Working Group (LNPA WG) that a number of Service Providers participating in local number portability are failing to comply with the requirement that all simple wireline and intermodal port requests shall be confirmed by the Old Service Provider (OSP) within 24 hours, excluding weekends and holidays.

Background/History:

The Firm Order Confirmation (FOC) process is defined by the Alliance for Telecommunications Industry Solutions (ATIS) Ordering and Billing Forum (OBF).  The timing requirements for return of the FOC are cited in a number of industry and regulatory documents, including the North American Numbering Council Local Number Portability Administration Working Group’s 3rd Report on Wireless Wireline Integration, dated September 30, 2000, which states, “An LSR is submitted by the NSP (New Service Provider) to the OSP (Old Service Provider).  When an LSR is submitted to the OSP, the OSP will return either an error message or a LSC (FOC).  SPs are required to provide a LSC/FOC within 24 hours of receiving a LSR.”  In addition, in Paragraph 49 of its Memorandum Opinion and Order and Further Notice of Proposed Rulemaking (FCC 03-284A1), adopted November 7, 2003, the FCC stated, “the wireline NANC LNP Process Flows establish that the FOC must be finalized within 24 hours of receiving the port request.”

Decisions/Recommendations


It is the LNPA WG’s position that return of either the Firm Order Confirmation (FOC) in response to a valid Local Service Request (LSR), or an appropriate error message in response to an invalid LSR, by the Old Service Provider for a simple port request shall not exceed 24 hours, excluding weekends and holidays.

In submitting this Position Paper, the LNPA WG wishes to bring this issue to the attention of the NANC and the FCC.  The LNPA WG will place this issue and its position in its Number Portability Best Practices document.
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NANC Ops Flow Narratives v2.0a (FOC Draft Revision v1).doc
Inter-Service Provider LNP Operations Flows - Narratives




Narratives:  Following are the textual descriptions of the Inter-Service Provider LNP Operations Flows.  These narratives provide a detailed description of the step-by-step flows.


Legend:


NLSP = New Local Service Provider


NNSP = New Network Service Provider


OLSP = Old Local Service Provider


ONSP = Old Network Service Provider


SV = Subscription Version


SP = Service Provider


FRS = Functional Requirements Specification


IIS = Interoperability Interface Specifications


LSR = Local Service Request


FOC = Firm Order Confirmation


ICP = Intercarrier Communication Process


WPR = Wireless Port Request


WPRR = Wireless Port Request Response 


CSR = Customer Service Record


TN = Telephone Number


“via the SOA interface” = generic description for one of the following:  the SOA CMIP association, LTI, or contacting NPAC personnel


Provisioning With LRN


Main Flow, Figure 1


		Flow Step

		Description



		1. START: End User Contact with NLSP

		
The process begins with an end-user requesting service from the NLSP.


· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting (If code is not open, refer to Inter-Service Provider LNP Operations Flows – Code Opening Process, Figure 13.).



		2. End User agrees to change to NLSP

		
End-user agrees to change to NLSP and requests retention of current telephone number (TN).



		3. NLSP obtains end user authorization

		
NLSP obtains authority (Letter of Authorization - LOA) from end-user to act as the official agent on behalf of the end-user.  The NLSP is responsible for demonstrating necessary authority.



		4. (Optional) NLSP requests CSR from OLSP

		· As an optional step, the NLSP requests a Customer Service Record (CSR) from the OLSP.  A service agreement between the NLSP and OLSP may or may not be required for CSR.



		5. Are both NNSP and ONSP wireless?

		· If yes, go to Step 7.


· If no, go to Step 6.



		6. LSR/FOC – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows – Wireline LSR/FOC Process, Figure 2.



		7. ICP – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 3.



		8. Are NNSP and ONSP the same SP?

		· If yes, go to Step 10.


· If no, go to Step 9.



		9. NNSP coordinates all porting activities

		
The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.  Upon completion of the LSR/FOC or ICP Process, and when ready to initiate service orders, go to Step 12.



		10. Is NPAC processing required?

		· If yes, go to Step 11.


· If no, go to Step 20.



		11. Perform intra-provider port or modify existing SV

		
SP enters intra-provider SV create data into the NPAC via the SOA interface for porting of end-user in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, go to Step 20.



		12. NNSP and ONSP create and process service orders

		
Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.



		13. Create – Service Provider Port Request

		· Inter-Service Provider LNP Operations Flows – Service Provider Create Process, Figure 4.



		14. Was port request canceled?

		
The port was canceled by the ONSP, the NNSP, or automatically by an NPAC process.



If yes, go to Step 17.



If no, go to Step 15.



		15. Did ONSP place the order in Conflict?

		
Check Concurrence Flag.
If concurred, the ONSP agrees to the port.
If NOT concurred, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.



For wireline SPs, the conflict request can be initiated up to the later of a.) the tunable time (Conflict Restriction Window, current value of 12:00) one business day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.



For wireless SPs using short timers for this SV, the conflict request can be initiated up to the time the T2 Timer (Final Concurrence Window tunable parameter) has expired.



If yes, go to Step 16.



If no, go to Step 18.



		16. NPAC logs request to place the order in conflict, including cause code

		
Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 8.



		17. Notify Reseller – NPAC notifies NNSP and ONSP that port is canceled

		
Upon cancellation, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



Both SPs take appropriate action related to internal work orders.



		18. NNSP coordinates physical changes with ONSP

		
The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 8.



If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If no coordination indication is given, then by default, the 10-digit trigger is applied as defined by inter-company agreements between the involved service providers.  If the NNSP requests a coordinated order and specifies ‘no’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.



		Is the unconditional 10 digit trigger being used?

		
The unconditional 10-digit trigger is an option assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN to reside in both donor and recipient switches at the same time.



The unconditional 10-digit trigger may be applied by the NNSP.  A 10-digit trigger is applied by the ONSP no later than the day prior to the due date.



If yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 7.



If no, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 6.



		19. End

		· End of the Inter-Service Provider LNP Operations Flows – Main Flow.

· This is also the re-entry point from various flows, tie point Z.





Wireline LSR/FOC Service Provider Communication


Flow LSR/FOC, Figure 2


		Flow Step

		Description



		1. Is end user porting all TNs?

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, LSR/FOC Process, Step 6, Figure 1.



The NLSP determines if customer is porting all TN(s).


· If yes, go to Step 3.


· If no, go to Step 2.



		2. NLSP notes “Not all TNs are being ported” in the remarks field of LSR

		
The NLSP makes a note in the remarks section of the LSR to identify that the end-user is not porting all TN(s). This can affect the due date interval due to account rearrangements necessary prior to service order issuance.



		3. Is NLSP a Reseller?

		· If yes, go to Step 4.


· If no, go to Step 5.



		4. NLSP sends LSR or LSR information to NNSP for resale service

		· NLSP (Reseller) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.



		5. NNSP sends LSR to ONSP

		
The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.



		6. Is OLSP a Reseller or is a Type 1 wireless number involved?

		· In a wireline flow scenario, these are numbers that use a Type 1 wireless interconnection.


· If yes, go to Step 7.


· If no, go to Step 9.



		7. Notify Reseller – (conditional) ONSP sends LSR, LSR information, or Loss Notification to OLSP

		· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information, or Loss Notification to the OLSP (Reseller or if a Type 1 number is involved) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.


· (conditional, , based on any service agreement between the involved service providers) – A Loss Alert/Notification may be sent to the OLSP.  The specific timing will be based on the requirements of any service agreement between the involved service providers.



		8. (conditional) OLSP sends FOC or FOC information to ONSP

		· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		9. ONSP sends FOC to NNSP

		
ONSP sends the firm order confirmation (FOC, local response) to the NNSP for the porting LSR.


· For wireline to wireline service providers, and between wireline and wireless service providers, return of either the Firm Order Confirmation (FOC) in response to a valid Local Service Request (LSR), or an appropriate error message in response to an invalid LSR, by the ONSP for a simple port request shall not exceed 24 hours, excluding weekends and holidays, unless otherwise defined by inter-company agreements.  When the OLSP is a reseller or a Type 1 number is involved, the LSR/FOC process time could take longer than 24 hours.



The due date of the first TN ported in an NPA-NXX is no earlier than five (5) business days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) business days after FOC receipt.  It is assumed that the porting interval is not in addition to intervals for other requested services (e.g., unbundled loops) related to the porting request.  The interval becomes the longest single interval required for the services requested.



The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		10. Is NLSP a Reseller?

		· If yes, go to Step 11.


· If no, go to Step 12.



		11. NNSP forwards FOC or FOC Information to NLSP

		· NNSP forwards FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		12. Return to Figure 1

		· Return to main flow, LSR/FOC Process, Step 6.





Wireless ICP Service Provider Communication


Flow ICP (Intercarrier Communication Process), Figure 3


		Flow Step

		Description



		1. Is NLSP a Reseller?

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, ICP Process, Step 7.



The NLSP determines if customer is porting all TN(s).


· If yes, go to Step 2.


· If no, go to Step 3.



		2. NLSP sends WPR or WPR information to NNSP for resale service

		· NLSP (Reseller) sends a WPR (Wireless Port Request) or WPR information to the NNSP (may vary slightly depending on provider agreement between the involved service providers).


· For wireless to wireless service providers the WPR/WPRR (Wireless Port Request/Wireless Port Request Response) initial response time frame is 30 minutes.


· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after a confirming WPRR receipt date.


· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.



		3. NNSP sends WPR to ONSP

		· The NNSP notifies the ONSP of the port request using the WPR and sends the information via CORBA or FAX.


· ICP response interval, currently set to 30 minutes, begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.



		4. Is a Type 1 wireless number involved?

		· If yes, go to Step 5

· If no, go to Step 8.



		5. ONSP sends WPRR rejection to NNSP

		· ONSP identifies the number as using a Type 1 wireless interconnection, and returns a WPRR to the NNSP rejecting the request for this Type 1 number.



		6. Change code owner to Old Wireline SP in NPAC and possibly LERG, as necessary

		· The code holder of the NPA-NXX is not the Old Wireline SP.


· To maintain proper NPA-NXX ownership reference, the NPAC data must reflect the Old Wireline SP as the code holder, therefore update as necessary.  This allows the NNSP to determine the recipient ONSP of the resultant LSR (Figure 2, Wireline LSR/FOC Process).


· An NNSP may alternatively use the LERG for NPA-NXX ownership reference to determine the recipient ONSP of the resultant LSR (Figure 2, Wireline LSR/FOC Process).  Therefore, in the case of a shared code, the LERG data should also be updated to reflect the Old Wireline SP as the code holder.  NOTE:  In the case of a dedicated code, the LERG data should not be changed as this would violate LERG assignment guidelines.


NOTE:  Once the migration of Type 1 interconnected telephone numbers is complete, the number is no longer a Type 1 number (there is no such thing as a “migrated Type 1 number”), but is now considered Type 2.



		7. Re-start process, return to Figure 1

		· The NNSP reference to the recipient of the WPR has been changed to a wireline SP, and must now follow the LSR/FOC process.


· Re-start the intercarrier communication process by returning to main flow Figure 1, Steps 5/6, since this is no longer a “both are wireless carriers” scenario.



		8. Is OLSP a reseller?

		· If yes, go to Step 9.


· If no, go to Step 11.



		9. ONSP sends WPR or WPR information to OLSP

		· The ONSP notifies the OLSP of the port request using the WPR or WPR information.



		10. OLSP sends WPRR or WPRR information to ONSP

		· The OLSP sends the ONSP the WPRR or WPRR information.



		11. ONSP sends WPRR to NNSP

		· ONSP sends the WPRR to the NNSP.


· IC terminates upon receipt of WPRR by NNSP.



		12. Is NLSP a reseller?

		· If yes, go to Step 13.


· If no, go to Step 14.



		13. NNSP forwards WPRR or WPRR information to NLSP

		· The NNSP sends the WPRR or WPRR information to the NLSP.



		14. Is WPRR a Delay?

		· If yes, go to Step 15.

· If no, go to Step 16.



		15. Is OLSP a reseller?

		· If yes, go to Step 10.


· If no, go to Step 11.



		16. Is WPRR confirmed?

		· If yes, go to Step 18.

· If no, go to Step 17 – WPRR must be a Resolution Required.



		17. WPRR is a resolution response

		· Return to Step 1.



		18. Return to Figure 1

		· Return to main flow Figure 1, ICP Process, Step 7.





Service Provider Port Request

Flow Create, Figure 4


		Flow Step

		Description



		1. NNSP and (optionally) ONSP notify NPAC with Create message

		
Due date of the create message is the due date on the FOC, where wireline due date equals date and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date applies.  Any change of due date to the NPAC is usually the result of a change in the FOC due date.



SPs enter SV data into the NPAC via the SOA interface for porting of end-user in accordance with the NANC FRS and the NANC IIS.



		2. Is Create message valid?

		
NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.



If yes, go to Step 4.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create notifications are sent to both the ONSP and NNSP.



If no, go to Step 3.



		3. NPAC notifies appropriate Service Provider that create message is invalid

		
If the data is not valid, the NPAC sends error notification to the SP for correction.



The SP, upon notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 1.



		4. NPAC starts T1 timer

		
Upon receipt of the first valid create message, the NPAC starts the T1 Timer (Initial Concurrence Window tunable parameter).  The value for the T1 Timer is configurable (one of two values) for SPs.  SPs will use either long or short timers.  The current value for the long timer (typically any wireline involved porting) is nine (9) business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) business hour.



		5. T1 expired?

		
NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.



If yes, go to Step 10.



If no, go to Step 6.



		6. Received Second Create?

		
If yes, go to Step 7.



If no, return to Step 5.



		7. Is Create message valid?

		
If yes, go to Step 8.



If no, go to Step 9.



		8. Return to Figure 1

		
The porting process continues.



Return to main flow Figure 1, Create Process, Step 13.



		9. NPAC notifies appropriate Service Provider that Create message is invalid

		
The NPAC informs the SP of an invalid create.  If necessary, the notified Service Provider coordinates the correction.



		10. NPAC notifies NNSP and ONSP that T1 has expired, and then starts T2 Timer

		
The NPAC informs the NNSP and ONSP of the expiration of the T1 Timer.



Upon expiration, the NPAC starts the T2 Timer (Final Concurrence Window tunable parameter).



		11. T2 Expired?

		
The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the expiration of the T1 Timer.



The value for the T2 Timer (Final Concurrence Window tunable parameter) is configurable (one of two values) for Service Providers.  Service Providers will use either long or short timers.  The current value for the long timer is nine (9) hours.  The current value for the short timer is one (1) hour.



NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.



If yes, go to Step 15.



If no, go to Step 12.



		12. Receives Second Create?

		
If yes, go to Step 13.



If no, return to Step 11.



		13. Is Create message valid?

		
If yes, go to Step 19.



If no, go to Step 14.



		14. NPAC notifies appropriate service provider that Create message is invalid

		
The NPAC notifies the service provider that errors were encountered during the validation process.



Return to Step 11.



		15. Did NNSP send Create?

		
If yes, go to Step 20.



If no, go to Step 16.



		16. NPAC notifies NNSP and ONSP that T2 has expired

		
The NPAC notifies both NNSP and ONSP of T2 expiration.



		17. Has cancel window for pending SVs expired?

		
If yes, go to Step 18.



If no, return to Step 12.



		18. NPAC notifies NNSP and ONSP that port is canceled 

		
The SV is canceled by NPAC by tunable parameter (30 days).  Both SPs take appropriate action related to internal work orders.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



		19. Return to Figure 1

		
Return to main flow Figure 1, Create Process, Step 13.



		20. NPAC notifies ONSP that porting proceeds under the control of the NNSP

		
A notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.





Reseller Notification Process


Reseller Notification Flow, Figure 5

		Flow Step

		Description



		1. Is OLSP a reseller?

		
If yes, go to Step 2.



If no, go to Step 4.



		2. Does OLSP need message?

		
If yes, go to Step 3.



If no, go to Step 4.



		3. ONSP sends or provides information and/or message to OLSP

		
NSP (Network Provider) sends or provides information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement between the involved service providers.



		4. Is NLSP a reseller?

		
If yes, go to Step 5.



If no, go to Step 7.



		5. Does NLSP need message?

		
If yes, go to Step 6.



If no, go to Step 7.



		6. NNSP sends or provides information and/or message to NLSP

		
NSP (Network Provider) sends or provides information and/or message to the NLSP (Reseller) fulfilling all requirements of any service agreement between the involved service providers.



		7. Return

		
Return to previous flow.





Provisioning Without Unconditional 10-Digit Trigger


Flow A, Figure 6


		Flow Step

		Description



		NOTE:  Steps 1 and 2 are worked concurrently.



		1.
NNSP activates port (locally)

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point A, Figure 1.



The Wireline NNSP activates its own Central Office translations.



As an optional step, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).



		NOTE:  Steps 2 and 3 may be worked concurrently.



		2.  NNSP and ONSP make physical changes (where necessary)

		
Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.



Mobile Station (handset) changes are completed.



The NNSP is now providing dial tone to ported end user.



		3.  NNSP notifies NPAC to activate the port

		
The NNSP sends an activate message to the NPAC via the SOA interface.



No NPAC SV may activate before the SV due date/time.



If not done in step 1 above, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).



		NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.



		4.  NPAC downloads (real time) to all service providers

		
The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.



		5.  NPAC records date and time in history file

		
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new SV.



		6.  Wireline ONSP removes translations in Central Office.  Wireless ONSP removes subscriber from switch/HLR

		
The Wireline ONSP initiates the removal of translation either at designated Due Date and Time, or if the order was designated as coordinated, upon receipt of a call from the NNSP.



The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.



As an optional step, if the OLSP is a reseller, the ONSP should send a Loss Notification to the OLSP (indicator to stop billing).



		7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP

		
The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC SMS attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a notification via the SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.



		8.  All service providers update routing databases (real time download)

		
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).



		9.  NNSP may verify completion

		
The NNSP may make test calls to verify that calls to ported numbers complete as expected.



		Z.  End

		
Return to main flow, tie point Z, Figure 1.





Provisioning With Unconditional 10-Digit Trigger


Flow AA, Figure 7


		Flow Step

		Description



		1. ONSP activates unconditional 10 digit trigger in the central office

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point AA, Figure 1.



The actual time for trigger activation is defined on a regional basis.



The unconditional 10-digit trigger may optionally be applied by the NNSP.



		NOTE:  Steps 2 and 3 may be worked concurrently.



		2.  NNSP activates central office translations

		
The NNSP activates its own Central Office translations.



		3. NNSP and ONSP make physical changes (where necessary)

		
Any physical work or changes are made by either NNSP or ONSP, as necessary.



Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.


· The NNSP is now providing dial-tone to ported in user



		4. NNSP notifies NPAC to activate the port

		
The NNSP sends an activate message via the SOA interface to the NPAC.



No NPAC SV may activate before the SV due date/time.



		NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.



		5.  NPAC downloads (real time) to all service providers

		
The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.



		6.  NPAC records date and time in history file

		
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new subscription version.



		7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP

		
The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a notification via the SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.



		8.  All service providers update routing data (real time download)

		
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).



		9.  ONSP removes appropriate translations

		
After update of its databases the ONSP removes translations associated with the ported TN(s).  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM one day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.



As an optional step, if the OLSP is a reseller, the ONSP should send a Loss Notification to the OLSP (indicator to stop billing).  



		10.  NNSP may verify completion

		
The NNSP may make test calls to verify that calls to ported numbers complete as expected.



		Z.  End

		
Return to main flow, tie point Z, Figure 1.





Conflict Flow for the Service Creation Provisioning Process


Flow B, Figure 8


		Flow Step

		Description





		1. Is conflict restricted?

		
The conflict flow is entered through the Provisioning process flow (Main Flow) through tie point (B), Figure 1, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.



Conflict is restricted (i.e., SV may not be placed into conflict by the ONSP) if one of the following:



The ONSP previously placed the subscription into conflict, or



The ONSP never sent a create message for this subscription, or



The request was initiated too late:



For wireline SPs the request was initiated after the tunable time (Conflict Restriction Window, current value of 12:00) one business day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.



For wireless SPs using short timers for this SV, the request was initiated after the T2 Timer (Final Concurrence Window tunable parameter) has expired.



If yes, go to Step 2.



If no, go to Step 3.



		2. NPAC rejects the conflict request

		
NPAC notifies SP of rejection.



The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.



		3. NPAC changes the subscription status to conflict and notifies NNSP and ONSP

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



Both SPs take appropriate action related to internal work orders.



SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.



		4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation

		
The escalation process is defined in the inter-company agreements between the involved service providers.



		5. Was conflict resolved within conflict expiration window?

		
From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, current value of 30-calendar day limit after the due date) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.



		6. NPAC initiates cancellation and notifies NNSP and ONSP

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



Both SPs take appropriate action related to internal work orders.



		7. Was port request canceled to resolve conflict?

		
Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point C, Figure 9.  If the conflict is otherwise resolved, go to Step 8.



		8. Was resolution message from ONSP?

		
If yes, go to Step 9.



If no, go to Step 10.



		9. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.



		10. Did NNSP send resolution message during the restriction window?

		
If conflict was resolved within tunable business hours (current values of six hours for wireline [Long Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.


In order for the porting process to continue at least one SP must remove the SV from conflict.



If yes, go to Step 11.



If no, go to Step 9.



		11. NPAC rejects the conflict resolution request from NNSP

		
NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.



		Z.  End

		
Return to main flow, tie point Z, Figure 1.





Cancellation Flows for Provisioning Process


Cancel Flow, Figure 9


Introduction


A service order and/or subscription may be canceled through the following processes:


· The end-user contacts the NLSP or OLSP and requests cancellation of their porting request.


· Conflict Flow for the Service Creation Provisioning Process – Flow B, Figure 8:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.


		Flow Step

		Description



		1. End-user request to cancel

		
The Cancellation Process may begin with an end-user requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the end-user wishes to revert back to the former SP, it is accomplished via the Provisioning Process.



		2. Did end-user contact NLSP?

		
The end-user contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP or OLSP can initiate this transaction, not another SP.



The contacted SP gathers information necessary for sending the supplemental request to the other SP noting cancellation, and for sending the cancellation request to NPAC.



If yes, go to Step 3.



If no, go to Step 7.



		3. Is NLSP a Reseller?

		· If yes, go to Step 4.


· If no, go to Step 6.



		4. NLSP sends cancel request to NNSP

		
The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be canceled.



		5. NNSP sends SUPP to ONSP noting cancellation as soon as possible and prior to activation

		
The NNSP fills out and sends the supplemental request form to the ONSP via their inter-company interface, indicating cancellation of the porting request.



		6. NNSP sends cancel request to the NPAC

		
The NNSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.



		7. OLSP obtains end-user authorization

		
The OLSP obtains actual authority from the end-user to act as the official agent on behalf of the end-user to cancel the porting request.  The OLSP is responsible for demonstrating such authority as necessary.



		8. Is OLSP a Reseller?

		· If yes, go to Step 9.


· If no, go to Step 10.



		9. OLSP sends cancel request to ONSP

		
The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be canceled.



		10. ONSP sends cancel request to NPAC

		· The OLSP, contacted directly by the end-user or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.



The ONSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.



The ONSP takes appropriate action related to internal work orders.



		11. Did the provider requesting cancel send a Create message to NPAC?

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow, tie point C, Figure 8.



This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.


· If yes, go to Step 13.


· If no, go to Step 12.



		12. NPAC rejects the cancel request

		· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.



		13. Did both NNSP and ONSP send Create message to NPAC?

		
The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.



If yes, go to Step 15.



If no, go to Step 14.



		14. NPAC updates subscription to cancel, logs status change, and notifies NNSP and ONSP

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to tie point Z.  Both NNSP and ONSP are notified of this change in status via the SOA interface.



		15. NPAC updates subscription to cancel-pending, logs status change, and notifies NNSP and ONSP

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.



		16. Did NNSP send cancel to NPAC?

		
If yes, go to Step 17.



If no, go to Step 21.



		17. Did NPAC receive cancel ACK from ONSP within first cancel window timer?

		· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.



NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.


· If yes, go to Step 20.


· If no, go to Step 18.



		18. NPAC notifies ONSP that cancel ACK is missing

		
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from ONSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.



		19. NPAC waits for either cancel ACK from ONSP or expiration of second cancel window timer

		
The NPAC applies an additional nine (9) business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.



NPAC SMS processing timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays. Holidays and business hours are defined for each NPAC Region.



Either upon receipt of the concurring ACK notification or the expiration of the second cancel window timer, go to Step 20.



		20. NPAC updates subscription to cancel, logs cancel and notifies NNSP and ONSP

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



The porting request is canceled by changing the subscription status to canceled.  Both Service Providers are notified of the cancellation via the SOA interface.



		21. Did NPAC receive cancel ACK from NNSP within first cancel window?

		· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.



NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.


· If yes, go to Step 20.


· If no, go to Step 22.



		22. NPAC notifies NNSP that cancel ACK is missing

		
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from NNSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.



		23. Did NPAC receive cancel ACK from NNSP within second cancel window timer?

		· The NPAC applies an additional nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.



NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.


· If yes, go to Step 20.


· If no notification is received prior to second cancel window timer expiration, proceed to tie-point CC, “Cancellation Conflict Process Flow”, Figure 10.



		Z.
End

		
Return to main flow, tie point Z, Figure 1.





Cancellation Conflict Flow for Provisioning Process


Cancel-Conflict Flow due to missing Cancellation ACK from New SP, Figure 10


		Flow Step

		Description



		Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.



		1. NPAC updates subscription to conflict, logs conflict, and notifies NNSP and ONSP

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow, tie point CC, Figure 9.



If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



Both SPs take appropriate action related to internal work orders.



		2. Did NPAC receive cancel message from NNSP?

		
Only “missing cancellation ACK from New SP” subscriptions reach this point in the process flow.  The subscription will transition to pending or cancel.



With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.



If yes, go to Step 3.



If no, go to Step 5.



		3. NNSP notifies NPAC to cancel subscription

		
The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.



		4. NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP

		
Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



Both SPs take appropriate action related to internal work orders.



		5. Has conflict expiration window expired?

		
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, current value of 30 days).



If yes, go to Step 6.



If no, go to Step 7.



		6. NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP

		
After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to canceled and notifies both SPs of the change in status via the SOA interface.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



Both SPs take appropriate action related to internal work orders.



		7. Did NPAC receive resolve conflict message from NNSP

		
The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the end-user’s request, and each is apparently getting a different request from that end-user, each should ensure the accuracy of the request.



If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.



It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.



If yes, go to Step 8.



If no, return to Step 2.



		8. Has NNSP conflict resolution restriction expired?

		
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (current values of six hours for wireline [Long Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ).



The conflict resolution restriction window is only applicable the first time a subscription is placed into conflict, whether the conflict is invoked by the NPAC due to this process, or placed into conflict by the ONSP.



If yes, go to Step 9.



If no, go to Step 10.



		9. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 1.



		10. NPAC rejects the resolve conflict request from NNSP

		
The NNSP has sent the resolve conflict message before the expiration of the conflict resolution restriction window.  NPAC returns an error message back via the SOA interface.



		Z.
End

		
Return to main flow, tie point Z, Figure 1.





Disconnect Process for Ported TN(s)


Disconnect Flow, Figure 11


		Flow Step

		Description



		1. End-user initiates disconnect

		
The end-user provides disconnect date and negotiates intercept treatment with current SP.



		2. Is NLSP a reseller?

		
If yes, go to Step 3.



If no, go to Step 4.



		3. NLSP sends disconnect request to NNSP

		
Current Local SP sends disconnect request to current Network SP, per inter-company processes.



		4. NNSP initiates disconnect

		
NNSP initiates disconnect of service based on request from NLSP or end-user.



NNSP initiates disconnect of service based on regulatory authority(s).



		5. NNSP arranges intercept treatment when applicable

		
NNSP arranges intercept treatment as negotiated with the end user, or, when the disconnect is SP initiated, per internal processes.



		6. NNSP creates and processes service order

		
NNSP follows existing internal process flows to ensure the disconnect within its own systems.



		7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2

		
NNSP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.



If no effective release date is given, the broadcast from the NPAC is immediate.  The maximum interval between disconnect date and effective release date is 18 months.



		8. Has effective release date been reached?

		
If yes, go to Step 9.



If no, repeat Step 8.



		9. NPAC broadcasts subscription deletion to all applicable SPs

		
On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via the LSMS interface.



		10. NPAC notifies code/block holder of disconnected TN(s) disconnect and release dates

		
On effective release date, the NPAC notifies code/block holder of the disconnected TN(s), effective release and disconnect dates via the SOA interface.



		11. NPAC deletes TN(s) from active database

		
On effective release date, the NPAC removes telephone number from NPAC database.



		12. End

		





Audit Process


Audit Flow, Figure12


		Flow Step

		Description



		1. Service Provider requests an audit from NPAC

		
An SP may request an audit to assist in resolution of a repair problem reported by an end-user.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements between the involved service providers.  Failing to resolve the trouble following these activities, the SP requests an audit.



		2. NPAC issues queries to appropriate LSMSs

		
The NPAC issues queries to the LSMSs involved in the customer port.



		3. NPAC compares own subscription version to LSMS subscription version

		
Upon receipt of the LSMS subscription version, the comparison of the NPAC and LSMS subscription versions is made to determine if there are discrepancies between the two databases.



If an LSMS does not respond, it is excluded from the audit.



		4. NPAC downloads updates to LSMSs with subscription version differences

		
If inaccurate routing data is found, the NPAC broadcasts the correct subscription version data to any involved SPs networks to correct inaccuracies.



		5. Are all audits completed?

		
If yes, go to Step 6.



If no, return to Step 4.



		6. NPAC reports audit completion and discrepancies to requestor

		
The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.



 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.



		7. End

		





Code Opening Processes


NPA-NXX Code Opening, Figure 13

		Flow Step

		Description



		1.
NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting

		
The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.



In the case of numbers that use a Type 1 wireless interconnection, the corresponding NPA-NXX needs to be opened by the Old Wireline SP.



		2.
NPAC updates its NPA-NXX database

		
The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.



		3.
NPAC sends notice of code opening to all SPs

		
The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.



		4.
End

		





Code Opening Processes


First TN Ported in NPA-NXX, Figure 14

		Flow Step

		Description



		1. NPAC successfully processes create request for TN subscription version

		
SP notifies the NPAC of SV creation for a TN in an NPA-NXX.



		2. NPAC successfully processes create request for NPA-NXX-X

		
NPAC successfully processes an NPA-NXX-X for a Number Pool Block.



		3. First SV activity in NPA-NXX?

		
If yes, go to Step 4.



If no, go to Step 5.



		4. NPAC sends notification of first TN ported to all SPs via SOA and LSMS

		
When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) business days, will complete the opening for the NPA-NXX code for porting in all switches.



		5. End

		





		Tunable Name

		Current Tunable Value



		T1, Short Initial Concurrence Window

		1 hour



		T1, Long Initial Concurrence Window

		9 hours



		T2, Short Final Concurrence Window

		1 hour



		T2, Long Final Concurrence Window

		9 hours



		Conflict Restriction Window

		12:00pm (noon)



		Conflict Expiration Window

		30 days



		Long Conflict Resolution New Service Provider Restriction

		6 hours



		Short Conflict Resolution New Service Provider Restriction

		6 hours



		Long Cancellation-Initial Concurrence Window

		9 hours



		Short Cancellation-Initial Concurrence Window

		9 hours



		Long Cancellation-Final Concurrence Window

		9 hours



		Short Cancellation-Final Concurrence Window

		9 hours
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These are the flows the industry will use on November 24, 2003.  These flows are subject to change pending guidance from the FCC regarding intermodal porting intervals.  This is just one of the issues before the FCC that could affect these flows.
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LNPA WG Position on 24 Hour FOC v1.doc
DRAFT LNPA WG POSITION PAPER



January 2, 2007

TOPIC:


LNPA WG Position on Service Providers Not Returning Firm Order Confirmation (FOC) Within 24 Hours for Simple Port Requests 

Issue:

It has been brought to the attention of the Local Number Portability Administration Working Group (LNPA WG) that a number of Service Providers participating in local number portability are failing to comply with the requirement that all simple wireline and intermodal port requests shall be confirmed by the Old Service Provider (OSP) within 24 hours, excluding weekends.

Background/History:

The Firm Order Confirmation (FOC) process is defined by the Alliance for Telecommunications Industry Solutions (ATIS) Ordering and Billing Forum (OBF).  The timing requirements for returning the FOC by the Old Service Provider for local number portability requests are defined in the North American Numbering Council’s (NANC) Inter-Service Provider LNP Operations Flows.  In the April 25, 1997 version of these LNP Operations Flows, Step 7 of Figure 1 states, “The minimum expectation is that the FOC is returned within 24 hours excluding weekends unless otherwise defined by inter-company agreements.”  The April 25, 1997 LNP Operations Flows were included in the NANC LNPA Technical & Operational Requirements Task Force Report, also dated April 25, 1997 (reference Appendix B).  The NANC LNPA Technical & Operational Requirements Task Force was formed by the NANC LNPA Selection Working Group, and charged with, “Develop(ing) technical standards, including interoperability operational standards, network interface standards and technical specifications.”  The NANC forwarded its recommendations to the FCC on May 1, 1997, in a report from its Local Number Portability Administration Selection Working Group, dated April 25, 1997.  The FCC subsequently adopted the NANC recommendations as set forth in the Working Group Report in its Second Report & Order (Paragraph 3 of FCC 97-289).


Subsequent to the FCC’s adoption of the April 25, 1997 LNP Operations Flows, the LNPA WG revised the flows in a number of areas, including the step that defines the timing requirements for returning the FOC.  The revised flows were approved by the LNPA WG on July 9, 2003, and subsequently endorsed by the NANC in October, 2003.  The NANC forwarded these revised flows with its endorsement to the FCC on October 27, 2003, “recommend(ing) on NANC’s behalf that the Commission adopt these revised operations flows to replace the current process flows that are incorporated into rules.”

Step 9 of Figure 2 in the revised flows states, “For wireline to wireline service providers, and between wireline and wireless service providers, the minimum expectation is that the FOC is returned within 24 hours excluding weekends unless otherwise defined by inter-company agreements, between the involved service providers.  When the OLSP is a reseller or a Type 1 number is involved, the LSR/FOC process time could take longer than 24 hours.”


This last sentence in Step 9 of Figure 2 in the revised flows was a recognition by the LNPA WG that more complex ports may result in an interval longer than 24 hours to return the FOC.


Decisions/Recommendations


It is the LNPA WG’s position that return of the Firm Order Confirmation (FOC) by the Old Service Provider in response to a simple port request shall not exceed 24 hours, excluding weekends.

The LNPA WG respectfully requests that the North American Numbering Council (NANC) confirm and endorse its position on this issue.  The LNPA WG further requests NANC to forward this Position Paper with its endorsement to the FCC, requesting the FCC to reconfirm this requirement.  The LNPA WG will place this issue and its position in its Number Portability Best Practices document.
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LNPA WG Position on 24 Hour FOC v2.doc
DRAFT LNPA WG POSITION PAPER



February 6, 2007

TOPIC:


LNPA WG Position on Service Providers Not Returning Firm Order Confirmation (FOC) Within 24 Hours for Simple Port Requests 

Issue:

It has been brought to the attention of the Local Number Portability Administration Working Group (LNPA WG) that a number of Service Providers participating in local number portability are failing to comply with the requirement that all simple wireline and intermodal port requests shall be confirmed by the Old Service Provider (OSP) within 24 hours, excluding weekends and holidays.

Background/History:

The Firm Order Confirmation (FOC) process is defined by the Alliance for Telecommunications Industry Solutions (ATIS) Ordering and Billing Forum (OBF).  The timing requirements for return of the FOC are cited in a number of industry and regulatory documents, including the North American Numbering Council Local Number Portability Administration Working Group’s 3rd Report on Wireless Wireline Integration, dated September 30, 2000, which states, “An LSR is submitted by the NSP (New Service Provider) to the OSP (Old Service Provider).  When an LSR is submitted to the OSP, the OSP will return either an error message or a LSC (FOC).  SPs are required to provide a LSC/FOC within 24 hours of receiving a LSR.”  In addition, in Paragraph 49 of its Memorandum Opinion and Order and Further Notice of Proposed Rulemaking (FCC 03-284A1), adopted November 7, 2003, the FCC stated, “the wireline NANC LNP Process Flows establish that the FOC must be finalized within 24 hours of receiving the port request.”

Decisions/Recommendations


It is the LNPA WG’s position that return of either the Firm Order Confirmation (FOC) in response to a valid Local Service Request (LSR), or an appropriate error message in response to an invalid LSR, by the Old Service Provider for a simple port request shall not exceed 24 hours, excluding weekends and holidays.

In submitting this Position Paper, the LNPA WG wishes to bring this issue to the attention of the NANC and the FCC.  The LNPA WG will place this issue and its position in its Number Portability Best Practices document.
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NANC Ops Flow Narratives v2.0a (FOC Draft Revision v1).doc
Inter-Service Provider LNP Operations Flows - Narratives




Narratives:  Following are the textual descriptions of the Inter-Service Provider LNP Operations Flows.  These narratives provide a detailed description of the step-by-step flows.


Legend:


NLSP = New Local Service Provider


NNSP = New Network Service Provider


OLSP = Old Local Service Provider


ONSP = Old Network Service Provider


SV = Subscription Version


SP = Service Provider


FRS = Functional Requirements Specification


IIS = Interoperability Interface Specifications


LSR = Local Service Request


FOC = Firm Order Confirmation


ICP = Intercarrier Communication Process


WPR = Wireless Port Request


WPRR = Wireless Port Request Response 


CSR = Customer Service Record


TN = Telephone Number


“via the SOA interface” = generic description for one of the following:  the SOA CMIP association, LTI, or contacting NPAC personnel


Provisioning With LRN


Main Flow, Figure 1


		Flow Step

		Description



		1. START: End User Contact with NLSP

		
The process begins with an end-user requesting service from the NLSP.


· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting (If code is not open, refer to Inter-Service Provider LNP Operations Flows – Code Opening Process, Figure 13.).



		2. End User agrees to change to NLSP

		
End-user agrees to change to NLSP and requests retention of current telephone number (TN).



		3. NLSP obtains end user authorization

		
NLSP obtains authority (Letter of Authorization - LOA) from end-user to act as the official agent on behalf of the end-user.  The NLSP is responsible for demonstrating necessary authority.



		4. (Optional) NLSP requests CSR from OLSP

		· As an optional step, the NLSP requests a Customer Service Record (CSR) from the OLSP.  A service agreement between the NLSP and OLSP may or may not be required for CSR.



		5. Are both NNSP and ONSP wireless?

		· If yes, go to Step 7.


· If no, go to Step 6.



		6. LSR/FOC – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows – Wireline LSR/FOC Process, Figure 2.



		7. ICP – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 3.



		8. Are NNSP and ONSP the same SP?

		· If yes, go to Step 10.


· If no, go to Step 9.



		9. NNSP coordinates all porting activities

		
The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.  Upon completion of the LSR/FOC or ICP Process, and when ready to initiate service orders, go to Step 12.



		10. Is NPAC processing required?

		· If yes, go to Step 11.


· If no, go to Step 20.



		11. Perform intra-provider port or modify existing SV

		
SP enters intra-provider SV create data into the NPAC via the SOA interface for porting of end-user in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, go to Step 20.



		12. NNSP and ONSP create and process service orders

		
Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.



		13. Create – Service Provider Port Request

		· Inter-Service Provider LNP Operations Flows – Service Provider Create Process, Figure 4.



		14. Was port request canceled?

		
The port was canceled by the ONSP, the NNSP, or automatically by an NPAC process.



If yes, go to Step 17.



If no, go to Step 15.



		15. Did ONSP place the order in Conflict?

		
Check Concurrence Flag.
If concurred, the ONSP agrees to the port.
If NOT concurred, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.



For wireline SPs, the conflict request can be initiated up to the later of a.) the tunable time (Conflict Restriction Window, current value of 12:00) one business day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.



For wireless SPs using short timers for this SV, the conflict request can be initiated up to the time the T2 Timer (Final Concurrence Window tunable parameter) has expired.



If yes, go to Step 16.



If no, go to Step 18.



		16. NPAC logs request to place the order in conflict, including cause code

		
Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 8.



		17. Notify Reseller – NPAC notifies NNSP and ONSP that port is canceled

		
Upon cancellation, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



Both SPs take appropriate action related to internal work orders.



		18. NNSP coordinates physical changes with ONSP

		
The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 8.



If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If no coordination indication is given, then by default, the 10-digit trigger is applied as defined by inter-company agreements between the involved service providers.  If the NNSP requests a coordinated order and specifies ‘no’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.



		Is the unconditional 10 digit trigger being used?

		
The unconditional 10-digit trigger is an option assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN to reside in both donor and recipient switches at the same time.



The unconditional 10-digit trigger may be applied by the NNSP.  A 10-digit trigger is applied by the ONSP no later than the day prior to the due date.



If yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 7.



If no, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 6.



		19. End

		· End of the Inter-Service Provider LNP Operations Flows – Main Flow.

· This is also the re-entry point from various flows, tie point Z.





Wireline LSR/FOC Service Provider Communication


Flow LSR/FOC, Figure 2


		Flow Step

		Description



		1. Is end user porting all TNs?

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, LSR/FOC Process, Step 6, Figure 1.



The NLSP determines if customer is porting all TN(s).


· If yes, go to Step 3.


· If no, go to Step 2.



		2. NLSP notes “Not all TNs are being ported” in the remarks field of LSR

		
The NLSP makes a note in the remarks section of the LSR to identify that the end-user is not porting all TN(s). This can affect the due date interval due to account rearrangements necessary prior to service order issuance.



		3. Is NLSP a Reseller?

		· If yes, go to Step 4.


· If no, go to Step 5.



		4. NLSP sends LSR or LSR information to NNSP for resale service

		· NLSP (Reseller) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.



		5. NNSP sends LSR to ONSP

		
The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.



		6. Is OLSP a Reseller or is a Type 1 wireless number involved?

		· In a wireline flow scenario, these are numbers that use a Type 1 wireless interconnection.


· If yes, go to Step 7.


· If no, go to Step 9.



		7. Notify Reseller – (conditional) ONSP sends LSR, LSR information, or Loss Notification to OLSP

		· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information, or Loss Notification to the OLSP (Reseller or if a Type 1 number is involved) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.


· (conditional, , based on any service agreement between the involved service providers) – A Loss Alert/Notification may be sent to the OLSP.  The specific timing will be based on the requirements of any service agreement between the involved service providers.



		8. (conditional) OLSP sends FOC or FOC information to ONSP

		· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		9. ONSP sends FOC to NNSP

		
ONSP sends the firm order confirmation (FOC, local response) to the NNSP for the porting LSR.


· For wireline to wireline service providers, and between wireline and wireless service providers, return of either the Firm Order Confirmation (FOC) in response to a valid Local Service Request (LSR), or an appropriate error message in response to an invalid LSR, by the ONSP for a simple port request shall not exceed 24 hours, excluding weekends and holidays, unless otherwise defined by inter-company agreements.  When the OLSP is a reseller or a Type 1 number is involved, the LSR/FOC process time could take longer than 24 hours.



The due date of the first TN ported in an NPA-NXX is no earlier than five (5) business days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) business days after FOC receipt.  It is assumed that the porting interval is not in addition to intervals for other requested services (e.g., unbundled loops) related to the porting request.  The interval becomes the longest single interval required for the services requested.



The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		10. Is NLSP a Reseller?

		· If yes, go to Step 11.


· If no, go to Step 12.



		11. NNSP forwards FOC or FOC Information to NLSP

		· NNSP forwards FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		12. Return to Figure 1

		· Return to main flow, LSR/FOC Process, Step 6.





Wireless ICP Service Provider Communication


Flow ICP (Intercarrier Communication Process), Figure 3


		Flow Step

		Description



		1. Is NLSP a Reseller?

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, ICP Process, Step 7.



The NLSP determines if customer is porting all TN(s).


· If yes, go to Step 2.


· If no, go to Step 3.



		2. NLSP sends WPR or WPR information to NNSP for resale service

		· NLSP (Reseller) sends a WPR (Wireless Port Request) or WPR information to the NNSP (may vary slightly depending on provider agreement between the involved service providers).


· For wireless to wireless service providers the WPR/WPRR (Wireless Port Request/Wireless Port Request Response) initial response time frame is 30 minutes.


· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after a confirming WPRR receipt date.


· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.



		3. NNSP sends WPR to ONSP

		· The NNSP notifies the ONSP of the port request using the WPR and sends the information via CORBA or FAX.


· ICP response interval, currently set to 30 minutes, begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.



		4. Is a Type 1 wireless number involved?

		· If yes, go to Step 5

· If no, go to Step 8.



		5. ONSP sends WPRR rejection to NNSP

		· ONSP identifies the number as using a Type 1 wireless interconnection, and returns a WPRR to the NNSP rejecting the request for this Type 1 number.



		6. Change code owner to Old Wireline SP in NPAC and possibly LERG, as necessary

		· The code holder of the NPA-NXX is not the Old Wireline SP.


· To maintain proper NPA-NXX ownership reference, the NPAC data must reflect the Old Wireline SP as the code holder, therefore update as necessary.  This allows the NNSP to determine the recipient ONSP of the resultant LSR (Figure 2, Wireline LSR/FOC Process).


· An NNSP may alternatively use the LERG for NPA-NXX ownership reference to determine the recipient ONSP of the resultant LSR (Figure 2, Wireline LSR/FOC Process).  Therefore, in the case of a shared code, the LERG data should also be updated to reflect the Old Wireline SP as the code holder.  NOTE:  In the case of a dedicated code, the LERG data should not be changed as this would violate LERG assignment guidelines.


NOTE:  Once the migration of Type 1 interconnected telephone numbers is complete, the number is no longer a Type 1 number (there is no such thing as a “migrated Type 1 number”), but is now considered Type 2.



		7. Re-start process, return to Figure 1

		· The NNSP reference to the recipient of the WPR has been changed to a wireline SP, and must now follow the LSR/FOC process.


· Re-start the intercarrier communication process by returning to main flow Figure 1, Steps 5/6, since this is no longer a “both are wireless carriers” scenario.



		8. Is OLSP a reseller?

		· If yes, go to Step 9.


· If no, go to Step 11.



		9. ONSP sends WPR or WPR information to OLSP

		· The ONSP notifies the OLSP of the port request using the WPR or WPR information.



		10. OLSP sends WPRR or WPRR information to ONSP

		· The OLSP sends the ONSP the WPRR or WPRR information.



		11. ONSP sends WPRR to NNSP

		· ONSP sends the WPRR to the NNSP.


· IC terminates upon receipt of WPRR by NNSP.



		12. Is NLSP a reseller?

		· If yes, go to Step 13.


· If no, go to Step 14.



		13. NNSP forwards WPRR or WPRR information to NLSP

		· The NNSP sends the WPRR or WPRR information to the NLSP.



		14. Is WPRR a Delay?

		· If yes, go to Step 15.

· If no, go to Step 16.



		15. Is OLSP a reseller?

		· If yes, go to Step 10.


· If no, go to Step 11.



		16. Is WPRR confirmed?

		· If yes, go to Step 18.

· If no, go to Step 17 – WPRR must be a Resolution Required.



		17. WPRR is a resolution response

		· Return to Step 1.



		18. Return to Figure 1

		· Return to main flow Figure 1, ICP Process, Step 7.





Service Provider Port Request

Flow Create, Figure 4


		Flow Step

		Description



		1. NNSP and (optionally) ONSP notify NPAC with Create message

		
Due date of the create message is the due date on the FOC, where wireline due date equals date and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date applies.  Any change of due date to the NPAC is usually the result of a change in the FOC due date.



SPs enter SV data into the NPAC via the SOA interface for porting of end-user in accordance with the NANC FRS and the NANC IIS.



		2. Is Create message valid?

		
NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.



If yes, go to Step 4.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create notifications are sent to both the ONSP and NNSP.



If no, go to Step 3.



		3. NPAC notifies appropriate Service Provider that create message is invalid

		
If the data is not valid, the NPAC sends error notification to the SP for correction.



The SP, upon notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 1.



		4. NPAC starts T1 timer

		
Upon receipt of the first valid create message, the NPAC starts the T1 Timer (Initial Concurrence Window tunable parameter).  The value for the T1 Timer is configurable (one of two values) for SPs.  SPs will use either long or short timers.  The current value for the long timer (typically any wireline involved porting) is nine (9) business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) business hour.



		5. T1 expired?

		
NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.



If yes, go to Step 10.



If no, go to Step 6.



		6. Received Second Create?

		
If yes, go to Step 7.



If no, return to Step 5.



		7. Is Create message valid?

		
If yes, go to Step 8.



If no, go to Step 9.



		8. Return to Figure 1

		
The porting process continues.



Return to main flow Figure 1, Create Process, Step 13.



		9. NPAC notifies appropriate Service Provider that Create message is invalid

		
The NPAC informs the SP of an invalid create.  If necessary, the notified Service Provider coordinates the correction.



		10. NPAC notifies NNSP and ONSP that T1 has expired, and then starts T2 Timer

		
The NPAC informs the NNSP and ONSP of the expiration of the T1 Timer.



Upon expiration, the NPAC starts the T2 Timer (Final Concurrence Window tunable parameter).



		11. T2 Expired?

		
The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the expiration of the T1 Timer.



The value for the T2 Timer (Final Concurrence Window tunable parameter) is configurable (one of two values) for Service Providers.  Service Providers will use either long or short timers.  The current value for the long timer is nine (9) hours.  The current value for the short timer is one (1) hour.



NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.



If yes, go to Step 15.



If no, go to Step 12.



		12. Receives Second Create?

		
If yes, go to Step 13.



If no, return to Step 11.



		13. Is Create message valid?

		
If yes, go to Step 19.



If no, go to Step 14.



		14. NPAC notifies appropriate service provider that Create message is invalid

		
The NPAC notifies the service provider that errors were encountered during the validation process.



Return to Step 11.



		15. Did NNSP send Create?

		
If yes, go to Step 20.



If no, go to Step 16.



		16. NPAC notifies NNSP and ONSP that T2 has expired

		
The NPAC notifies both NNSP and ONSP of T2 expiration.



		17. Has cancel window for pending SVs expired?

		
If yes, go to Step 18.



If no, return to Step 12.



		18. NPAC notifies NNSP and ONSP that port is canceled 

		
The SV is canceled by NPAC by tunable parameter (30 days).  Both SPs take appropriate action related to internal work orders.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



		19. Return to Figure 1

		
Return to main flow Figure 1, Create Process, Step 13.



		20. NPAC notifies ONSP that porting proceeds under the control of the NNSP

		
A notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.





Reseller Notification Process


Reseller Notification Flow, Figure 5

		Flow Step

		Description



		1. Is OLSP a reseller?

		
If yes, go to Step 2.



If no, go to Step 4.



		2. Does OLSP need message?

		
If yes, go to Step 3.



If no, go to Step 4.



		3. ONSP sends or provides information and/or message to OLSP

		
NSP (Network Provider) sends or provides information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement between the involved service providers.



		4. Is NLSP a reseller?

		
If yes, go to Step 5.



If no, go to Step 7.



		5. Does NLSP need message?

		
If yes, go to Step 6.



If no, go to Step 7.



		6. NNSP sends or provides information and/or message to NLSP

		
NSP (Network Provider) sends or provides information and/or message to the NLSP (Reseller) fulfilling all requirements of any service agreement between the involved service providers.



		7. Return

		
Return to previous flow.





Provisioning Without Unconditional 10-Digit Trigger


Flow A, Figure 6


		Flow Step

		Description



		NOTE:  Steps 1 and 2 are worked concurrently.



		1.
NNSP activates port (locally)

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point A, Figure 1.



The Wireline NNSP activates its own Central Office translations.



As an optional step, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).



		NOTE:  Steps 2 and 3 may be worked concurrently.



		2.  NNSP and ONSP make physical changes (where necessary)

		
Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.



Mobile Station (handset) changes are completed.



The NNSP is now providing dial tone to ported end user.



		3.  NNSP notifies NPAC to activate the port

		
The NNSP sends an activate message to the NPAC via the SOA interface.



No NPAC SV may activate before the SV due date/time.



If not done in step 1 above, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).



		NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.



		4.  NPAC downloads (real time) to all service providers

		
The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.



		5.  NPAC records date and time in history file

		
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new SV.



		6.  Wireline ONSP removes translations in Central Office.  Wireless ONSP removes subscriber from switch/HLR

		
The Wireline ONSP initiates the removal of translation either at designated Due Date and Time, or if the order was designated as coordinated, upon receipt of a call from the NNSP.



The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.



As an optional step, if the OLSP is a reseller, the ONSP should send a Loss Notification to the OLSP (indicator to stop billing).



		7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP

		
The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC SMS attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a notification via the SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.



		8.  All service providers update routing databases (real time download)

		
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).



		9.  NNSP may verify completion

		
The NNSP may make test calls to verify that calls to ported numbers complete as expected.



		Z.  End

		
Return to main flow, tie point Z, Figure 1.





Provisioning With Unconditional 10-Digit Trigger


Flow AA, Figure 7


		Flow Step

		Description



		1. ONSP activates unconditional 10 digit trigger in the central office

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point AA, Figure 1.



The actual time for trigger activation is defined on a regional basis.



The unconditional 10-digit trigger may optionally be applied by the NNSP.



		NOTE:  Steps 2 and 3 may be worked concurrently.



		2.  NNSP activates central office translations

		
The NNSP activates its own Central Office translations.



		3. NNSP and ONSP make physical changes (where necessary)

		
Any physical work or changes are made by either NNSP or ONSP, as necessary.



Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.


· The NNSP is now providing dial-tone to ported in user



		4. NNSP notifies NPAC to activate the port

		
The NNSP sends an activate message via the SOA interface to the NPAC.



No NPAC SV may activate before the SV due date/time.



		NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.



		5.  NPAC downloads (real time) to all service providers

		
The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.



		6.  NPAC records date and time in history file

		
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new subscription version.



		7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP

		
The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a notification via the SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.



		8.  All service providers update routing data (real time download)

		
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).



		9.  ONSP removes appropriate translations

		
After update of its databases the ONSP removes translations associated with the ported TN(s).  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM one day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.



As an optional step, if the OLSP is a reseller, the ONSP should send a Loss Notification to the OLSP (indicator to stop billing).  



		10.  NNSP may verify completion

		
The NNSP may make test calls to verify that calls to ported numbers complete as expected.



		Z.  End

		
Return to main flow, tie point Z, Figure 1.





Conflict Flow for the Service Creation Provisioning Process


Flow B, Figure 8


		Flow Step

		Description





		1. Is conflict restricted?

		
The conflict flow is entered through the Provisioning process flow (Main Flow) through tie point (B), Figure 1, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.



Conflict is restricted (i.e., SV may not be placed into conflict by the ONSP) if one of the following:



The ONSP previously placed the subscription into conflict, or



The ONSP never sent a create message for this subscription, or



The request was initiated too late:



For wireline SPs the request was initiated after the tunable time (Conflict Restriction Window, current value of 12:00) one business day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.



For wireless SPs using short timers for this SV, the request was initiated after the T2 Timer (Final Concurrence Window tunable parameter) has expired.



If yes, go to Step 2.



If no, go to Step 3.



		2. NPAC rejects the conflict request

		
NPAC notifies SP of rejection.



The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.



		3. NPAC changes the subscription status to conflict and notifies NNSP and ONSP

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



Both SPs take appropriate action related to internal work orders.



SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.



		4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation

		
The escalation process is defined in the inter-company agreements between the involved service providers.



		5. Was conflict resolved within conflict expiration window?

		
From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, current value of 30-calendar day limit after the due date) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.



		6. NPAC initiates cancellation and notifies NNSP and ONSP

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



Both SPs take appropriate action related to internal work orders.



		7. Was port request canceled to resolve conflict?

		
Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point C, Figure 9.  If the conflict is otherwise resolved, go to Step 8.



		8. Was resolution message from ONSP?

		
If yes, go to Step 9.



If no, go to Step 10.



		9. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.



		10. Did NNSP send resolution message during the restriction window?

		
If conflict was resolved within tunable business hours (current values of six hours for wireline [Long Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.


In order for the porting process to continue at least one SP must remove the SV from conflict.



If yes, go to Step 11.



If no, go to Step 9.



		11. NPAC rejects the conflict resolution request from NNSP

		
NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.



		Z.  End

		
Return to main flow, tie point Z, Figure 1.





Cancellation Flows for Provisioning Process


Cancel Flow, Figure 9


Introduction


A service order and/or subscription may be canceled through the following processes:


· The end-user contacts the NLSP or OLSP and requests cancellation of their porting request.


· Conflict Flow for the Service Creation Provisioning Process – Flow B, Figure 8:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.


		Flow Step

		Description



		1. End-user request to cancel

		
The Cancellation Process may begin with an end-user requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the end-user wishes to revert back to the former SP, it is accomplished via the Provisioning Process.



		2. Did end-user contact NLSP?

		
The end-user contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP or OLSP can initiate this transaction, not another SP.



The contacted SP gathers information necessary for sending the supplemental request to the other SP noting cancellation, and for sending the cancellation request to NPAC.



If yes, go to Step 3.



If no, go to Step 7.



		3. Is NLSP a Reseller?

		· If yes, go to Step 4.


· If no, go to Step 6.



		4. NLSP sends cancel request to NNSP

		
The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be canceled.



		5. NNSP sends SUPP to ONSP noting cancellation as soon as possible and prior to activation

		
The NNSP fills out and sends the supplemental request form to the ONSP via their inter-company interface, indicating cancellation of the porting request.



		6. NNSP sends cancel request to the NPAC

		
The NNSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.



		7. OLSP obtains end-user authorization

		
The OLSP obtains actual authority from the end-user to act as the official agent on behalf of the end-user to cancel the porting request.  The OLSP is responsible for demonstrating such authority as necessary.



		8. Is OLSP a Reseller?

		· If yes, go to Step 9.


· If no, go to Step 10.



		9. OLSP sends cancel request to ONSP

		
The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be canceled.



		10. ONSP sends cancel request to NPAC

		· The OLSP, contacted directly by the end-user or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.



The ONSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.



The ONSP takes appropriate action related to internal work orders.



		11. Did the provider requesting cancel send a Create message to NPAC?

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow, tie point C, Figure 8.



This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.


· If yes, go to Step 13.


· If no, go to Step 12.



		12. NPAC rejects the cancel request

		· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.



		13. Did both NNSP and ONSP send Create message to NPAC?

		
The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.



If yes, go to Step 15.



If no, go to Step 14.



		14. NPAC updates subscription to cancel, logs status change, and notifies NNSP and ONSP

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to tie point Z.  Both NNSP and ONSP are notified of this change in status via the SOA interface.



		15. NPAC updates subscription to cancel-pending, logs status change, and notifies NNSP and ONSP

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.



		16. Did NNSP send cancel to NPAC?

		
If yes, go to Step 17.



If no, go to Step 21.



		17. Did NPAC receive cancel ACK from ONSP within first cancel window timer?

		· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.



NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.


· If yes, go to Step 20.


· If no, go to Step 18.



		18. NPAC notifies ONSP that cancel ACK is missing

		
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from ONSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.



		19. NPAC waits for either cancel ACK from ONSP or expiration of second cancel window timer

		
The NPAC applies an additional nine (9) business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.



NPAC SMS processing timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays. Holidays and business hours are defined for each NPAC Region.



Either upon receipt of the concurring ACK notification or the expiration of the second cancel window timer, go to Step 20.



		20. NPAC updates subscription to cancel, logs cancel and notifies NNSP and ONSP

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



The porting request is canceled by changing the subscription status to canceled.  Both Service Providers are notified of the cancellation via the SOA interface.



		21. Did NPAC receive cancel ACK from NNSP within first cancel window?

		· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.



NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.


· If yes, go to Step 20.


· If no, go to Step 22.



		22. NPAC notifies NNSP that cancel ACK is missing

		
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from NNSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.



		23. Did NPAC receive cancel ACK from NNSP within second cancel window timer?

		· The NPAC applies an additional nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.



NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.


· If yes, go to Step 20.


· If no notification is received prior to second cancel window timer expiration, proceed to tie-point CC, “Cancellation Conflict Process Flow”, Figure 10.



		Z.
End

		
Return to main flow, tie point Z, Figure 1.





Cancellation Conflict Flow for Provisioning Process


Cancel-Conflict Flow due to missing Cancellation ACK from New SP, Figure 10


		Flow Step

		Description



		Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.



		1. NPAC updates subscription to conflict, logs conflict, and notifies NNSP and ONSP

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow, tie point CC, Figure 9.



If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



Both SPs take appropriate action related to internal work orders.



		2. Did NPAC receive cancel message from NNSP?

		
Only “missing cancellation ACK from New SP” subscriptions reach this point in the process flow.  The subscription will transition to pending or cancel.



With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.



If yes, go to Step 3.



If no, go to Step 5.



		3. NNSP notifies NPAC to cancel subscription

		
The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.



		4. NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP

		
Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



Both SPs take appropriate action related to internal work orders.



		5. Has conflict expiration window expired?

		
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, current value of 30 days).



If yes, go to Step 6.



If no, go to Step 7.



		6. NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP

		
After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to canceled and notifies both SPs of the change in status via the SOA interface.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



Both SPs take appropriate action related to internal work orders.



		7. Did NPAC receive resolve conflict message from NNSP

		
The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the end-user’s request, and each is apparently getting a different request from that end-user, each should ensure the accuracy of the request.



If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.



It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.



If yes, go to Step 8.



If no, return to Step 2.



		8. Has NNSP conflict resolution restriction expired?

		
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (current values of six hours for wireline [Long Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ).



The conflict resolution restriction window is only applicable the first time a subscription is placed into conflict, whether the conflict is invoked by the NPAC due to this process, or placed into conflict by the ONSP.



If yes, go to Step 9.



If no, go to Step 10.



		9. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 1.



		10. NPAC rejects the resolve conflict request from NNSP

		
The NNSP has sent the resolve conflict message before the expiration of the conflict resolution restriction window.  NPAC returns an error message back via the SOA interface.



		Z.
End

		
Return to main flow, tie point Z, Figure 1.





Disconnect Process for Ported TN(s)


Disconnect Flow, Figure 11


		Flow Step

		Description



		1. End-user initiates disconnect

		
The end-user provides disconnect date and negotiates intercept treatment with current SP.



		2. Is NLSP a reseller?

		
If yes, go to Step 3.



If no, go to Step 4.



		3. NLSP sends disconnect request to NNSP

		
Current Local SP sends disconnect request to current Network SP, per inter-company processes.



		4. NNSP initiates disconnect

		
NNSP initiates disconnect of service based on request from NLSP or end-user.



NNSP initiates disconnect of service based on regulatory authority(s).



		5. NNSP arranges intercept treatment when applicable

		
NNSP arranges intercept treatment as negotiated with the end user, or, when the disconnect is SP initiated, per internal processes.



		6. NNSP creates and processes service order

		
NNSP follows existing internal process flows to ensure the disconnect within its own systems.



		7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2

		
NNSP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.



If no effective release date is given, the broadcast from the NPAC is immediate.  The maximum interval between disconnect date and effective release date is 18 months.



		8. Has effective release date been reached?

		
If yes, go to Step 9.



If no, repeat Step 8.



		9. NPAC broadcasts subscription deletion to all applicable SPs

		
On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via the LSMS interface.



		10. NPAC notifies code/block holder of disconnected TN(s) disconnect and release dates

		
On effective release date, the NPAC notifies code/block holder of the disconnected TN(s), effective release and disconnect dates via the SOA interface.



		11. NPAC deletes TN(s) from active database

		
On effective release date, the NPAC removes telephone number from NPAC database.



		12. End

		





Audit Process


Audit Flow, Figure12


		Flow Step

		Description



		1. Service Provider requests an audit from NPAC

		
An SP may request an audit to assist in resolution of a repair problem reported by an end-user.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements between the involved service providers.  Failing to resolve the trouble following these activities, the SP requests an audit.



		2. NPAC issues queries to appropriate LSMSs

		
The NPAC issues queries to the LSMSs involved in the customer port.



		3. NPAC compares own subscription version to LSMS subscription version

		
Upon receipt of the LSMS subscription version, the comparison of the NPAC and LSMS subscription versions is made to determine if there are discrepancies between the two databases.



If an LSMS does not respond, it is excluded from the audit.



		4. NPAC downloads updates to LSMSs with subscription version differences

		
If inaccurate routing data is found, the NPAC broadcasts the correct subscription version data to any involved SPs networks to correct inaccuracies.



		5. Are all audits completed?

		
If yes, go to Step 6.



If no, return to Step 4.



		6. NPAC reports audit completion and discrepancies to requestor

		
The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.



 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.



		7. End

		





Code Opening Processes


NPA-NXX Code Opening, Figure 13

		Flow Step

		Description



		1.
NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting

		
The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.



In the case of numbers that use a Type 1 wireless interconnection, the corresponding NPA-NXX needs to be opened by the Old Wireline SP.



		2.
NPAC updates its NPA-NXX database

		
The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.



		3.
NPAC sends notice of code opening to all SPs

		
The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.



		4.
End

		





Code Opening Processes


First TN Ported in NPA-NXX, Figure 14

		Flow Step

		Description



		1. NPAC successfully processes create request for TN subscription version

		
SP notifies the NPAC of SV creation for a TN in an NPA-NXX.



		2. NPAC successfully processes create request for NPA-NXX-X

		
NPAC successfully processes an NPA-NXX-X for a Number Pool Block.



		3. First SV activity in NPA-NXX?

		
If yes, go to Step 4.



If no, go to Step 5.



		4. NPAC sends notification of first TN ported to all SPs via SOA and LSMS

		
When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) business days, will complete the opening for the NPA-NXX code for porting in all switches.



		5. End

		





		Tunable Name

		Current Tunable Value



		T1, Short Initial Concurrence Window

		1 hour



		T1, Long Initial Concurrence Window

		9 hours



		T2, Short Final Concurrence Window

		1 hour



		T2, Long Final Concurrence Window

		9 hours



		Conflict Restriction Window

		12:00pm (noon)



		Conflict Expiration Window

		30 days



		Long Conflict Resolution New Service Provider Restriction

		6 hours



		Short Conflict Resolution New Service Provider Restriction

		6 hours



		Long Cancellation-Initial Concurrence Window

		9 hours



		Short Cancellation-Initial Concurrence Window

		9 hours



		Long Cancellation-Final Concurrence Window

		9 hours



		Short Cancellation-Final Concurrence Window

		9 hours
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These are the flows the industry will use on November 24, 2003.  These flows are subject to change pending guidance from the FCC regarding intermodal porting intervals.  This is just one of the issues before the FCC that could affect these flows.
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NEUSTAR ACTION ITEMS:


0207-01:  Regarding the planned 10K TN modify test in each region, NeuStar will issue a

notification to the Cross-Regional distribution that the February 21st date has been confirmed by the LNPA WG.

NOTE:  This Action Item was completed and closed on 2-13-07.
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