LNPA WORKING GROUP
August 2006 Conference Call
Final Minutes


WEDNESDAY 8/9/06
Wednesday, 8/9/06, Conference Call Attendance:
	Name
	Company
	Name
	Company

	Mark Lancaster
	at&t
	Mike Whaley
	Qwest

	Ron Steen
	BellSouth
	Lavinia Rotaru
	Sprint Nextel

	Dave Cochran
	BellSouth
	Susan Tiffany
	Sprint Nextel

	Tim Kagele
	Comcast
	Rosalee Pinnock
	Syniverse

	Lonnie Keck
	Cingular
	Adam Newman
	Telcordia

	Dennis Robins
	Electric Lightwave
	Paula Jordan
	T-Mobile

	Cyndi Jones
	Embarq
	Gary Sacra
	Verizon

	Therese Mooney
	Global Crossing
	Earl Scott
	Verizon

	Syed Saifullah
	NeuStar Clearinghouse
	Jason Lee
	Verizon

	Shannon Sevigny
	NeuStar Pooling
	Deb Tucker
	Verizon Wireless

	Stephen Addicks
	NeuStar 
	Sara Hooker
	Verizon Wireless

	Dave Garner
	NeuStar
	
	

	Tom McGarry
	NeuStar
	
	

	Paul LaGattuta
	NeuStar
	
	

	Jim Rooks
	NeuStar
	
	

	John Nakamura
	NeuStar
	
	

	
	
	
	




Attached are the Action Items assigned on the August 2006 LNPA WG conference call.  Please note that these Action Items are in addition to the ones assigned at the July 2006 LNPA WG meeting.  Both sets of Action Items will be addressed at the September 2006 meeting.




NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “AUGUST 2006 LNPA ACTION ITEMS” FILE ATTACHED ABOVE.

CONFERENCE CALL MINUTES:

2006 Meeting Schedule:

Following is the meeting schedule for the 2006 LNPA Meetings.

	MONTH/
DATE
(2006)
	NANC
	LNPA-WG
	HOST
	LOCATION

	
	
	
	
	

	January 
	24th
	10th-11th 
	Syniverse
	Tampa, Florida

	February 
	No meeting
	No meeting.
2/8/06 call from 11am to 3pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#
	
	

	March
	14th 
	7th-8th
	NeuStar
	San Diego, California

	April
	No meeting
	No meeting.
4/12/06 call from 11am to 3pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#
	
	

	May
	16th 
	9th-10th 
	Sprint Nextel
	Overland Park, Kansas

	June
	No meeting
	No meeting.
6/14/06 call from 10am to 5pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#.
	
	

	July
	18th 
	11th-12th 
	Canadian Consortium
	Edmonton

	August
	No meeting
	No meeting.
8/9/06 call from 11am to 1pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#.
	
	

	September
	19th 
	12th-13th 
	Verizon
	Baltimore

	October
	No meeting
	No meeting.
10/11/06 reserved for call, if necessary.
	
	

	November
	30th 
	14th-15th
	at&t
	San Antonio

	December
	No meeting
	No meeting.
12/6/06 reserved for call, if necessary.
	
	

	
	
	
	
	



· Continuing evaluation during 2006 will determine if interim conference calls are needed or if the decision to meet face-to-face every other month should be revisited.

NPAC Point Release 3.3.1 Schedule (Action Item 0706-16) – NeuStar:

Action Item 0706-16:  Service Providers are to determine if they can accept a 2 week industry testing interval for NPAC Point Release 3.3.1.

· A service provider raised a concern with the rollout schedule that would result from a 2 week testing interval due to potential interactions with scheduled major loads in their local systems.

· The group agreed to go with the original proposed schedule that included 3 weeks of industry regression testing, which will begin on 10/16/06.  This will place the rollout schedule of NPAC Point Release 3.3.1 as follows:
· 11/5/06	Region 1
· 11/12/06	Regions 2, 3, 4
· 11/19/06 	Regions 5, 6, 7, and SOW 34 Test Bed
· The group also agreed that the Southeast Region NPAC will be loaded with Release 3.3.1 on 11/19/06.

· It is recommended that service providers run the standard suite of regression tests, but testing is optional.

· Action Item 0706-16 is closed.

Prioritize Areas for LNPA WG to Address (Action Item 0706-07) – All:

Action Item 0706-07:  Gary Sacra, LNPA WG Co-Chair, will add the following to the LNPA WG’s list of Discussion Areas for LNPA WG to Address:
· Synch up NP Best Practices with NANC LNP Provisioning Flows
· Addressing throughput issues down to the SCP
· Next generation interface (NANC Change Order 372) 



· Action Item 0706-07 is closed.  The items listed above have been added to the list of discussion areas attached above.

· The LNPA WG discussed each of the suggested discussion areas in the attached document and decided on a High (H), Medium (M), and Low (L) prioritization scheme.  A number of the suggested areas were reworded and combined.  The following attached document reflects the revised list of suggested areas and the priority attached to each.



LRNs Not Open in Network (Action Items 0706-03, 0706-05) – Gary Sacra:

Action Item 0706-03:  Related to Action Item 0706-05, Shannon Sevigny, NeuStar Pooling, will send reminders out to the industry via the pooling Tip of the Month and Most Frequently Asked Questions indicating that providers receiving 1K blocks from the pool must ensure that the LRN associated with the pooled block is within an NPA-NXX that is active in the network.
· Action Item 0706-03 has been completed and is closed.

Action Item 0706-05:  Gary Sacra, Verizon, will draft proposed text for the pooling Part 3 form reminding providers receiving 1K blocks from the pool to ensure that the LRN associated with the pooled block is within an NPA-NXX that is active in the network.  This will be discussed on the August 2006 LNPA WG conference call.  See related Action Item 0706-03. 
· Gary Sacra, Verizon, presented the attached proposed text for the Part 3 pooling form.


· It was suggested that the proposed text be added to the Part 1A block request form in order to give the requesting provider more time to react to any issue with the effective date of the LRN.  The group agreed with this suggestion.

· Gary Sacra, LNPA Co-Chair, will send a liaison to the INC with proposed text for the Part 1A pooling form agreed upon on the August LNPA WG conference call reminding providers receiving 1K blocks from the pool to ensure that the LRN associated with the pooled block is within an NPA-NXX that is active in the network.

NOTE:  This Action Item has been completed.  The attached revised Part 1A proposing the text that was agreed upon on the August 9th conference call was sent to the INC on 8/9.  The INC has confirmed that the liaison will be discussed at their upcoming INC 89 meeting later this month.

[bookmark: _MON_1216717261][bookmark: _MON_1216717269]								
NANC 412 Discussion – NeuStar:

· NeuStar reported that they have determined that part of NANC Change Order 412 is not a Document Only change.  With regard to the BDD file for notifications, the Business Type and Timer Type attributes for Object Creation Notifications are not currently part of the BDD file even though they are sent to the SOA over the CMIP interface.  Adding them to the BDD file would require changes for both NPAC and any SOAs that have implemented this functionality.  SOA Vendors and Service Providers are to come prepared to the September LNPA WG meeting to discuss any concerns.  See the attached Change Order document regarding NANC 412.

				
· NeuStar stated that what is currently in the FRS is what is implemented.

· This will be on the September 2006 meeting agenda for further discussion.

July 2006 LNPA WG Action Items:




· The following July 2006 LNPA WG Action Items were completed and closed:
· 0706-01:  NeuStar reported that 14 Change Orders were discussed in the APT and brought to the full LNPA with an APT recommendation.  Nine of the fourteen Change Orders were included in NPAC Release 3.3.  Four of the fourteen have been deleted.  This leaves 1 of the original 14 in the Accepted category.  A discussion will be on the agenda for the September 2006 meeting to discuss if we want to reopen the APT to address current architecture-related Change Orders in the Accepted category.

· 0706-02
· 0706-03
· 0706-05
· 0706-07
· 0706-10:  Sprint Nextel reported that they want to pursue PIM 51.
· 0706-16



Next LNPA Meeting … September 12-13, 2006, Baltimore, Maryland – Hosted by
                                                                                                                      Verizon
1
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Discussion of Areas for LNPA WG to Address (Action Item 0706-07):


Action Item 0706-07:  Gary Sacra, LNPA WG Co-Chair, will add the following to the LNPA WG’s list of Discussion Areas for LNPA WG to Address:


· Synch up NP Best Practices with NANC LNP Provisioning Flows


· Addressing throughput issues down to the SCP


· Next generation interface (NANC Change Order 372) 


· It was agreed that we will eventually put together a list for presentation to NANC to get their input on what they would like us to pursue.


· Areas that were suggested for study:


· Revisit NANC flows (for VoIP, for wireless issues)


· Look at FoN WG topics to see where there are LNP impacts/input – 


· why do numbers need to be geographic?


· Synching ENUM and the NPAC


· Uniform Dialing Plan (INC issue)


· Geographic Portability


· Voice Response Service for the deaf and hearing impaired.


· Service Portability


· Look at definitions of portability types to see if we still agree with them.  It was suggested that we should obtain the INC report on Number Portability for definitions.


· Two SPs assigning the same number for different services.  Complexities of porting.


· Resellers going out of business


· Synch up NP Best Practices with NANC LNP Provisioning Flows


· Addressing throughput issues down to the SCP


· Next generation interface (NANC Change Order 372)
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PRIORITIZED AREAS FOR LNPA WG TO ADDRESS



SUGGESTED STUDY AREAS:

HIGH PRIORITY:

· Revisit NANC LNP Provisioning Flows:


· Porting with VoIP providers


· Wireless porting issues


· Undo Cancel functionality


· Synch flows with NP Best Practices document

· Research industry definitions, e.g. INC documentation, FCC Orders, etc., of the various types of portability, e.g., Service Portability, Location Portability, and Geographic Portability in order to reach consensus on the LNPA WG’s definition of these porting types.  Develop a White Paper defining these porting types, analyzing their current state of implementation, or what would be required to implement them and what issues need to be addressed

· A suggested reference is FCC Order 96-286, beginning with Paragraph 172 

· Synching up ENUM databases with the NPAC


· Addressing throughput issues and quantifying throughput down to the SCP


· It was agreed that we will revisit this item at the September LNPA WG meeting to determine if this will remain a high priority.


MEDIUM PRIORITY:

· Monitor NANC Future of Numbering (FoN) Working Group discussions and topics to see where there is LNP impacts/input. 


· Sue Tiffany, Sprint Nextel, and Cyndi Jones, Embarq, agreed to give readouts at the LNPA WG meetings.

· Video Relay Service for the deaf and hearing impaired.


· Adam Newman, Telcordia, will include an update in the INC report to the LNPA WG

· Next generation interface (NANC Change Order 372)


LOW PRIORITY:

· Two SPs assigning the same number for different services.  Complexities of porting.


· Renee Dillon, Cingular, will be asked to provide an example.  It was agreed to make this a low priority for now.


· Resellers going out of business


· It was agreed to give this a low priority since Sprint Nextel will bring in a PIM on this issue.  This is not a reflection on the priority of the incoming PIM.
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November 21, 2003

Attachment 3

ATIS-0300066.at3


Pooling Administrator's Response/Confirmation

TBPAG Part 3



Date of Application ___________________
 Block Effective Date 2  ______________


Date of Receipt 
_____________________ 
 Date of Response _______________



Service Provider Name 










(Telcordia™ LERG™ Routing Guide) OCN-_______________________________


NPAC SOA SPID__________________________________

Pooling Administrator Contact Information:


__________________________________________

Phone
________________________


Signature of Pooling Administrator




________________________________


Fax   _____________________


Name (print)




E-mail









___
NPA-NXX _____
Block Assigned _____________ 


                                                          Block Disconnected _____________



Block Contaminated (Yes or No) _____________



Block Allocation Date ___________ 



Switch Identification (Switching Entity / POI)
 ______________________________________  



Rate Center __________________



Rate Center Sub Zone __________________


___
Form complete, block request denied


Explanation: _______________________________________________________________________


_______________________________________________________________________


___
Assignment activity suspended by the administrator


Explanation: _______________________________________________________________________


_______________________________________________________________________



Further Action: 



_______________________________________________________________________


Remarks:  ______________________________________________________________


_______________________________________________________________________

� This is an eleven-character descriptor provided by the owning entity for the purpose of routing calls. This must be the CLLI( Location Identification Code of the switching entity/POI shown on the Part 1A form. (Telcordia, LERG Routing Guide and CLLI are trademarks of Telcordia Technologies, Inc.)



2 Please ensure that the NPA-NXX of the LRN to be associated with this block(s) is/will be active in the network prior to the effective date of the block(s).
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Attachment-1-Part-1A-Final-11-21-03 (LNPA WG LRN Liaison 8-9-06).doc
Tracking Number: ____
                                             TBPAG Attachment 1 – November 21, 2003

ATIS-0300066.at1

Thousands-Block Application Form


Part 1A



Type of Application (check one):               ( New               ( Change
                  ( Disconnect   


GENERAL APPLICATION INFORMATION


1.1 Contact Information:


Block Applicant:


Company Name: ___________________________________________________________


Headquarters Address: _________________________________City___________________State___________Zip______________

Contact Name: ___________________________________________________________________________


Contact Address:     _________________________________City___________________State___________Zip___________

Phone: ___________________________Fax:__________________________


E-Mail: ___________________________________


Pooling Administrator
:


Contact Name: ________________________________________________________________________


Contact Address: 


_________________________________City___________________ State___________Zip___________

Phone: ___________________________Fax: __________________________


E-Mail: ____________________________________


1.2 General Information


Check one:  No LRN needed__________ LRN needed
_________    


NPA: ______ LATA:_________OCN
: _______  Parent Company’s OCN____


Number of Thousands-Blocks Requested: __________


Switch Identification (Switching Entity/POI)
: ___________City or Wire Center Name__________


Rate Center
: ________________________Rate Center Sub Zone: _________________________

1.3 Dates


Date of Application
: _______________Requested Block Effective Date
: __________________


Request Expedited Treatment? (See Section 8.6)     Yes______ No_______

1.4 Type of Service Provider Requesting the Thousands-Block:


a) Type of Service Provider: __________________________________ (LEC,  IXC, CMRS, Other)


b) Primary type of service Blocks to be used for: _____________________________ 


       c) Thousands-Block(s)  (NXX-X) assignment preference (optional) _______________________


       d) Thousands-Block(s)  (NXX-X) that are undesirable for this assignment, if any ____________


e) If requesting a code for LRN purposes, indicate which block(s) you will be keeping (the remainder of the blocks will be given to the pool) ____________________.


1.5 Type of Request 


Initial block for rate center: Yes___, If Yes attach evidence of authorization and proof of capability to provide


Service within 60 days


Growth block for rate center: Yes____, If Yes, attach months to exhaust worksheet


Change block: Yes_____, If Yes, indicate NPA-NXX-X, type of and reason for change: __________________________________________________________________________


Disconnect block: Yes_____, If Yes, list NPA-NXX-X _______________________


I hereby certify that the above information requesting an NXX-X block is true and accurate to the best of my knowledge and that this application has been prepared in accordance with the Thousands-Block (NXX-X) Pooling Administration Guidelines (ATIS-0300066).

__________________________      ___________________________       __________________


  Signature of Block Applicant                                Title                                             Date


Instructions for filling out each Section of the Part 1A form:


Section 1.1
Contact information requires that Service Providers supply under “Block Applicant” the company name, company headquarters address, a contact within the company, an address where the contact person may be reached, in addition to the correct phone, fax, and e-mail address.  The Pooling Administrator section also requires the Service Provider to fill in the Pooling Administrator’s name, address, phone, fax and e-mail.


Section 1.2
Service Providers who need a thousands-block assignment or for an Location Routing Number (LRN)are required to fill in this section. If needed for an LRN, a CO Code Application needs to also be submitted to the PA. The Service Provider should supply the Numbering Plan Area (NPA); the Local Access Transport Area (LATA), which is a three-digit number that can be found in the Telcordia™ LERG™ Routing Guide.  The Operating Company Number (OCN) assigned to the service provider and the OCN its parent company.  An OCN is a four-character alphanumeric assigned by Telcordia™ Routing Administration (TRA). In addition, the number of thousands-blocks requested should be supplied.  The Switch Identification as well as the city or wire center name, rate center, rate center sub zone, homing tandem and CLLI( tandem of the facilities based provider
.  Explanations of these terms may be found in the footnotes. 


Section 1.3
The date the Service Provider completes the application should be entered in this section, as well as the Effective Date of the requested thousands-block.


Section 1.4
Service Providers should indicate their type, e.g., local exchange carrier, competitive local exchange carrier, interexchange carrier, CMRS.  The also indicate the primary type of business in which the numbering resource is to be used. Service Providers also may indicate their preference for a particular thousands-block, e.g., 321-9XXX, or indicate any thousands-blocks that may be undesirable, e.g., 321-6XXX.


Section 1.5
Service Providers indicate the type of request.  Initial requests are for first applications for thousands-blocks in a rate center, growth for additional thousands-blocks in a rate center in which the applicant already has numbering resources, and provide the required evidence as ordered by the FCC.


The thousands-block applicant certifies veracity of this form by signing their name, and providing their title and date.


Foot Notes:


� Identify type of and reason for change(s) in Section 1.5.



�   The Pool Administrator is available to assist in completing these forms.



� A CO Code application will also need to be submitted to the PA



�  Operating Company Number (OCN) assignments must uniquely identify the applicant.  Relative to CO Code assignments, NECA-assigned Company Codes may be used as OCNs.  Companies with no prior CO Code or Company Code assignments should contact NECA (800 524-1020) to be assigned a Company Code(s).  Since multiple OCNs and/or Company Codes may be associated with a given company, companies with prior assignments should direct questions regarding appropriate OCN usage to (TRA) (732-699-6700).



�  This is an eleven-character descriptor of the switch provided by the owning entity for the purpose of routing calls.  This is the 11 character CLLI™ code of the switch /POI.



�   Rate Center name must be a tariffed Rate Center.



vii Acknowledgment and indication of disposition of this application will be provided to applicant within seven calendar days from the date of receipt of this application.  An incomplete form may result in delays in processing this request.



� Please ensure that the NPA-NXX of the LRN to be associated with this block(s) is/will be active in the network prior to the effective date of the block(s).



�  Telcordia, LERG Routing Guide, and CLLI are trademarks of Telcordia Technologies, Inc.
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NANC Change Orders 06-30-06.doc

NANC CHANGE ORDER SUMMARY



FOR



NPAC SMS FUNCTIONALITY



Rev: 117
to be used for July 2006 (Edmonton) meeting



06/30/06


Table of Contents



3Open Change Orders



Accepted Change Orders
11


Next Documentation Release Change Orders
32


Next Release (TBD) Change Orders
33


Cancel – Pending Change Orders
34


Current Release Change Orders
35


Summary of Change Orders
36






Open Change Orders



			Open Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC


			SOA LSMS





			NANC 372


			Bellsouth 11/15/02


			SOA/LSMS Interface Protocol Alternatives


Business Need:


Currently the only interface protocol supported by the NPAC to SOA and NPAC to LSMS interface is CMIP.  The purpose of this change order is to request analysis be done to determine the feasibility of adding other protocol support such as CORBA or XML. The primary reasons for looking into a change would be 1) Performance, and 2) Implementation complexity.


			


			


			TBD



Dec ’02 LNPAWG, discuss this change order in January ’03 in the new arch review meeting.






			TBD


			TBD / TBD





			NANC 388 v2


			NeuStar


5/11/06


			Un-do a “Cancel Pending” SV



Business Need:


As discussed during the May ’06 LNPAWG meeting, a doc-only update needs to be incorporated to correct the behavior of the current implementation of the un-do functionality.


			


			


			See attached.  Change bars indicate new text.
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			N/A


			N/A / N/A





			NANC 396


			LNPA WG



9/9/04


			NPAC Filter Management – NPA-NXX Filters



Business Need:


The existing NPAC Filter Management process only allows a filter to be applied for a particular NPA-NXX if that particular NPA-NXX has previously been opened within NPAC.  The NPAC also supports the ability for a SOA/LSMS to manage their own filters over the CMIP interface.  Using this method, however, SOA/LSMS administrators must still wait upon receipt of a new code opening from the NPAC to create a new filter for those cases where they do not want to receive any Subscription Versions for that NPA-NXX.  Because of how the NPAC Filter Management process works in conjunction with the SOA/LSMS implementation options, SOA/LSMS administrators are manually unable to efficiently filter out unnecessary Subscription Versions based on NPA-NXX for the purpose of SOA/LSMS capacity management.  As a result, unnecessary Subscription Versions are sent to a SOA/LSMS or an unnecessary amount of resources are spent by the end user monitoring NPA-NXX activity at the NPAC in real-time to ensure Subscription Versions that are not needed are indeed not being sent to their SOA/LSMS.  An unnecessary amount of resources are also spent by the NPAC maintaining these filters for carriers.



Alternatively, a SOA/LSMS could implement an automated mechanism to manage filters over the CMIP interface, based on a local database table (or file).  This table (or file) would contain codes that the SOA/LSMS wishes to filter out.  So, when a new code is opened in NPAC and broadcast to the SOA/LSMS, the automated mechanism could issue a new filter request to the NPAC over the CMIP interface.  The issue with this approach is that it requires every SOA/LSMS (that wishes to use this functionality) to implement this feature.





			TBD


			FRS, IIS


			Func Backwards Compatible:  YES



This Change order proposes that filters may be implemented for an NPA-NXX before it is entered into the NPAC or a filter should be able to be implemented at the NPA level to account for any NXX in a particular NPA, even before an NXX may exist under that NPA within NPAC.





			N/A


			N/A / N/A





			NANC 396 (con’t)


			Proposed Solution (continued):



Major points/processing flow/high-level requirements:



1. The NPAC will continue to support filters at the NPA-NXX level.


a. The NPAC will keep the existing edit rule where an NPA-NXX must already exist in the NPAC in order to create a filter for that NPA-NXX.



b. The existing NPA-NXX filters will continue to be supported for NPAC personnel to maintain, via the NPAC GUI, for a requesting Service Provider.



c. The existing NPA-NXX filters will continue to be supported across the CMIP interface.



2. The NPAC will add support of filters at the NPA level.


a. The NPAC existing “NPA-NXX must exist” edit rule will NOT apply when creating NPA filters.



b. The new NPA filters will be supported for NPAC personnel to maintain, via the NPAC GUI, for a requesting Service Provider.



c. The new NPA filters will be supported across the CMIP interface (same as the NPA-NXX filter is currently).



d. Once an NPA filter is added, all subordinate NPA-NXX filters will be deleted.



3. Existing filter functionality related to broadcasts will remain in the NPAC (i.e., the NPAC will NOT broadcast data to an LSMS that has a filter for a given NPA or NPA-NXX).



4. No modifications required to local systems (SOA, LSMS).



5. No tunable changes.



6. No report changes.









			


			





			











			


			


			








			


			





			NANC 402


			Nextel



2/9/05


			Validate Code Owner (SPID) Before Opening Code



Business Need:


Refer to separate document (NANC 402 ver zeroDOTone.doc, dated 4/1/05).





			TBD


			TBD


			Func Backwards Compatible:  Yes






			


			





			NANC 408


			T-Mobile



10/20/05


			SPID Migration Automation Change



Business Need:


Refer to separate document (NANC TBD ver zeroDOTone.doc, dated 10/20/05).





			TBD


			TBD


			Func Backwards Compatible:  Yes






			


			





			NANC 411


			NeuStar 04/30/06


			Doc Only Change Order: IIS



The current documentation needs to be updated:



1.  Part II of IIS, SV Create flows in B.5.1.1 and B.5.1.2, object creation notifications include timer type if supported by the SOA, and business type if supported by the SOA.  This is added to the list in step 5.  This is already refected in the GDMO under subscription version NPAC behavior, so no corresponding GDMO change is needed.


2.  Part I of IIS, Section 5.3.4, Recovery.  The current text incorrectly indicates a failure error (two places), and instead should indicate an abort.  “Service Provider and Notification recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message abort is returned.”, and “SWIM based recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message abort is returned.”

Also, add the following text to the SWIM section:
If the Service Provider system returns an invalid ACTION_ID, the NPAC will abort the association.


3.  Part II of IIS, Disconnect flows in B.5.4.1 and B.5.4.2.  A note should be added to clarify the meaning of donor service provider.
NOTE:  The “donor service provider“ is the NPA-NXX Holder, or in cases of a TN within a Number Pool Block, it is the NPA-NXX-X Holder.


4.  NANC 399 data, current status.  The current documentation lists 399 as “inactive in the NPAC”.  This note should be removed from the IIS.





			


			IIS


			Func Backwards Compatible:  YES



Correct the current documentation.






			N/A


			N/A / N/A





			NANC 411 (con’t)


			


			Doc Only Change Order: IIS



5.  Part II of IIS, Exhibit 3, CMIP Error Mapping to NPAC SMS Errors.  Several entries need to be updated with the June ’06 version of the error file.


6.  Part II of IIS, Disconnect flow in B.5.4.1.  The extra M-SET steps should be removed.  The M-SET that indicates “disconnect-pending” is incorrect.  This should be changed to 


“sending”.  The second set of M-SETs should be removed.





			


			IIS


			Func Backwards Compatible:  YES



Correct the current documentation.





			N/A


			N/A / N/A





			NANC 412


			NeuStar 05/31/06


			Doc Only Change Order: FRS



The current documentation needs to be updated:



1.  NANC 399 data, SV Type and Alternative SPID are incorrectly shown in the NPA-NXX-X Data Model (Table 3-13).  These should be removed from here, and placed in the Number Pool Block Data Model instead (Table 3-8).  The change order definition for NANC 399 correctly shows these two items in the Number Pool Block Data Model.


2.  NANC 399 data, SV Type and Alternative SPID, Appendix E: Download File Examples.  These two items should be added to the numberPoolBlock-objectCreation and numberPoolBlock-attributeValueChange.


3.  NANC 352 data, SPID Recovery.  Service Provider specific tunables need to be added to the NPAC Customer Data Model (Table 3-2).  These two items include:  SOA Supports SPID Recovery, LSMS Supports SPID Recovery.  The default for both is FALSE.  These should also be added to the SP data elements requirement (R4-8), and also new requirements to define the tunables (similar to RR6-123, 4, 5).


4.  NANC 399 data, current status.  The current documentation lists 399 as “inactive in the NPAC”.  This note should be removed from the FRS.





			


			FRS


			Func Backwards Compatible:  YES



Correct the current documentation.



For #2, detailed updates attached:
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			N/A


			N/A / N/A





			NANC 412 (con’t)


			


			Doc Only Change Order: FRS (continued)


5.  Appendix E, BDD File for Notifications.  The current documentation does NOT list Business Type and Timer Type for Object Creation Notifications, even though these two attributes are currently sent to the SOA over the CMIP interface.


6.  NANC 138, Definition of Cause Code.  Service Provider specific tunables need to be added to the NPAC Customer Data Model (Table 3-2).  These two items include:  SOA Supports Cancel-Pending to Conflict, LSMS Supports Cancel-Pending to Conflict.  The default for both is FALSE.  These should also be added to the SP data elements requirement (R4-8), and also new requirements to define the tunables (similar to RR6-123, 4, 5).  In order to maintain backwards-compatibility, the return response is slightly different for SOA and LSMS.  SOA:  if true, return on a query and return on a notification; if false, do not return on a query and return a replacement value of “1” on a notification.  LSMS:  if true, return on a query; if false, do not return on a query.





			


			FRS


			Func Backwards Compatible:  YES



For #5, detailed updates attached:
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			N/A


			N/A / N/A





			NANC 413


			NeuStar 05/31/06


			Doc Only Change Order: GDMO


The current documentation needs to be updated:



1.  






			


			GDMO


			Func Backwards Compatible:  YES



Correct the current documentation.






			N/A


			N/A / N/A








Accepted Change Orders



			Accepted Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC


			SOA LSMS





			


			


			








			


			


			











			


			





			NANC 147


			AT&T



8/27/97


			Version ID Rollover Strategy



Currently there is no strategy defined for rollover if the maximum value for any of the id fields (sv id, lrn id, or npa-nxx id) is reached.  One should be defined so that the vendor implementations are in sync.  Currently the max value used by Lockheed is a 4 byte-signed integer and for Perot it is a 4 byte-unsigned integer. 



Sep 99 LNPA-WG (Chicago), since the version ID for all data is driven by the NPAC SMS, the rollover strategy should be developed by Lockheed.  SPs/vendors can provide input, but from a high level, the requirement is to continue incrementing the version ID until the maximum ([2**31] –1) is achieved, then start over at 1, and use all available numbers at that point in time when a new version ID needs to be assigned (e.g., new SV-ID for a TN).



Dec ’05 comments:  NeuStar provided a list of five record types that could have numbers that roll over (since they come across the interface).  Local vendors have action item to determine if they will have a prob with numbers that come “out of order”.






			High


			FRS


			Func Backwards Compatible:  NO



A strategy on how we look for conflicts for new version id’s must be developed as well as a method to provide warnings when conflicts are found.



Oct 98 LNPAWG (Kansas City), it was requested that we begin discussing this in detail starting with the Jan 99 LNPAWG meeting.  Beth will be providing some information on current data for the ratio of SV-ID to active TNs (so that we can get a feel for how much larger the SV-ID number is compared to the active TNs).



Sep 99 LNPA-WG (Chicago), Lockheed will begin developing a strategy for this.



Jun 00 LNPA-WG (Chicago), AT&T analysis and calculation (using current and projected porting volumes) indicate that a need for a version ID rollover strategy is more than five years away.  Therefore, this change order is removed from R5, and will be discussed internally by NeuStar technical staff.



Jul 00 LNPAWG: NeuStar will track the problem.  It will be a NeuStar internal design.  Change order to stay on open list for possible later Document Only changes.



Jan 06 LNPAWG: Moved to accepted.





			High


			High? / High?





			NANC 147 (con’t)


			


			


			


			


			Mar  06 LNPAWG:  Action IDs and Audit IDs are now expected to rollover in 7 months in the SE Region.  NANC 147 will document the rollover strategy.  There will be no initiative to go to 64 bit IDs..


			


			





			


			


			











			


			


			


























			








			





			





			




















			


			





			

















			


			


			




















			


			





			NANC 355


			SBC 4/12/02


			Modification of NPA-NXX Effective Date (son of ILL 77)



Business Need:


When the NPAC inputs an NPA Split requested by the Service Provider and the effective date and/or time of the new NPA-NXX does not match the start of PDP, the NPAC cannot create the NPA Split in the NPAC SMS.  To correct this problem the NPAC can contact the Service Provider and have them delete and re-enter the new NPA-NXX specified by the NPA Split at the correct time, or the NPAC can delete and re-enter the NPA-NXX for the Service Provider.



However, the NPA-NXX may already be associated with the NPA Split at the Local SMS, and the subsequent deletion of the NPA-NXX will cause that specific record to be old time-stamped.  When the NPA-NXX is re-created, that new record will have a different time stamp, and it requires a manual task for the Service Provider to search for new NPA-NXX records which might match the NPA Split.  If identified and corrected, it will be added.  If not identified, it will affect call routing after PDP.






			


			FRS, IIS, GDMO


			Func Backwards Compatible:  NO



This activity would only be allowed by NPAC personnel, via the GUI, to modify the NPA-NXX Effective Date.



At the time of modification request, all existing pending subscription versions must have a due date greater than the new effective date in order for the change to occur.  If one or more pending subscription versions have a due date less than the new effective date, a change would not be made and an error message would be returned to the NPAC user.



It would be the responsibility of the owner of the NPA-NXX to resolve issues of pending versions with due dates prior to the new effective date before a change could be made.



For valid requests, the NPAC will notify the SOA/LSMS of a modified effective date (M-SET). 



Jan ’03 LNPAWG, approved, move to accepted category.


			Med-Low


			TBD / TBD





			NANC 363


			NeuStar 6/14/02


			Lockheed-to-NeuStar private enterprise number: Change to NeuStar registration number.


Business Need:


The current ASN.1 uses the Lockheed Martin private enterprise number.  This needs to be changed to the NeuStar registration number, as was provided by IANA (Internet Assigned Number Authority).



The following three areas in the ASN.1 will be changed:



LNP-OIDS



  {iso(1) org(3) dod(6) internet(1) private(4) enterprises(1)



   lockheedMartin(103) cis(7) npac(0) iis(0) oids(0)}



lnp-npac OBJECT IDENTIFIER ::=



  {iso(1) org(3) dod(6) internet(1) private(4) enterprises(1)



   lockheedMartin(103) cis(7) npac(0)}



-- LNP General ASN.1 Definitions



LNP-ASN1



  {iso(1) org(3) dod(6) internet(1) private(4) enterprises(1)



   lockheed(103) cis(7) npac(0) iis(0) asn1(1)}






			


			ASN.1


			Func Backwards Compatible:  NO



Change the current ASN.1 definition from lockheedMartin (103) to NeuStar (13568). 



Jan ’03 LNPAWG, approved, move to accepted category.  Need to get SOA/LSMS vendor feedback during Feb ’03 LNPAWG meeting.



Feb ’03 LNPAWG, SOA/LSMS vendor feedback.  Colleen Collard (Tekelec), more than a recompile, but LOE is low.  Logistical implementation an issue since non-backwards compatible (for vendors with single platform and different regions with different implementation dates).  Need to consider efficiency of roll-out.  To alleviate this problem would need all regions upgraded at same time.  Burden will be somewhere for someone to support both (either NPAC or vendor side).  This change should be incorporated at the next regular release, and not during it’s own release.


			TBD (change to TBD, since NPAC may support both old and new number.  Would set short sunset


			Low / Low





			NANC 382


			NeuStar 4/4/03


			“Port-Protection” System



(The following is the original request.  Subsequent modifications were made during several LNPAWG meetings.  Refer to the bottom of this change order for the current version.)



Overview:



The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports that gives end-users the ability to define their portable telephone numbers as “not-portable.”  The NPAC SMS enforces the “not-portable” status of a telephone number so long as it remains in effect.  No Local Service Provider (LSP) can invoke or revoke “port protection” on a working telephone number; end-users completely control the portability of their portable telephone numbers.



Business Need:



Inadvertent porting of working numbers is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that physical plant is operated without failure.  This is because any LSP by mistake may port a telephone number away from that number’s current serving switch.



The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) when the wrong telephone number submitted to NPAC for a conventional inter-SP port, and (2.) when intra-SP ports are not done before a pooled block is created.  There is a similar inadvertent port problem for non-working numbers, but erroneous moves of non-working numbers are not directly service-affecting and are not addressed here.



NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.


			TBD


			FRS, IIS, GDMO, ASN.1


			Interface and Functional Backwards Compatible:  NO



Description of Change:



(The following is the original request.  Subsequent modifications were made during several LNPAWG meetings.  Refer to the bottom of this change order for the current version.)



See next page.






			TBD


			TBD / TBD





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



-- System Architecture -- 



Changes to the NPAC SMS are required, to establish a table of “Port-Protected TNs” in which portable numbers that no longer can be ported are listed.  A step must be added to the NPAC SMS’s validation process in order to check this new table whenever an inter-SP port or pooled block create is attempted.
  An interface change could be required as well if industry wishes to know when a request’s rejection is due to the involved number being on the “Port Protection” list.



Creation of an IVR system is required, to receive end-user requests for protection of their numbers from porting (or to remove this protection) and to relay the information to the NPAC SMS.  The system would automatically modify the NPAC’s “Port-Protection” tables based on the end-user requests it receives.  Access to the IVR would be through the end-user’s current LSP customer rep.  Any other LSP willing to assist the end-user could be involved.



The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.



The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)



Arrangements for security handshakes must be made in advance with each participating LSP.



A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.



To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could participate, i.e., only the current LSP or a new LSP in a pending port request situation.



(con’t)





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



-- System Operation -- 



The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.



The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)



Arrangements for security handshakes must be made in advance with each participating LSP.



A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.



To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could participate, i.e., only the current LSP or a new LSP in a pending port request situation.



When the NPAC attempts to create a pending SV or a pooled block, the NPAC will check the “Port Protection” list in its validation process for inter-SP port (including Port-to-Original) and “-X” create requests. 



The “Port Protection” validation does not occur for intra-SP ports.  These may represent inadvertent ports, but validation necessary to determine whether override would be appropriate is not feasible.  The validation occurs for only those deletes that are “Port-to-Original” situations.



(con’t)





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



 -- Process Flow -- 



The end-user contacts an LSP (or an LSP contacts the end-user).  (It is not inherently necessary for there to be Service Provider involvement in this process, but NeuStar is not prepared to operate a system which does not involve LSP participation.)



End-user indicates desire to invoke (or revoke) “Port Protection.”



LSP customer rep places end-user on hold and calls the “Port-Protection” IVR.



LSP provides its pre-assigned ID information to IVR system.  (LSP arrange for security codes before attempting to assist end-users with the “Port-protection” process.)



LSP brings end-user on to the active line and leaves call; end-user interacts with IVR.



Using a standard script, the IVR confirms caller is authorized to make changes to the telephone number account, determines the caller’s name, and lists the telephone number(s) to be added to (or removed from) the “port-protection” table.  The customer may actually enter the TN desired.  The call is recorded.



The IVR system then enters this information into an automated ticket system.



Completion of the ticket automatically sends triggers an update of the NPAC’s “port-protection” table.



In the case of a number that has been entered in the port-protection table, but is no longer assigned to an end-user, the current Service Provider itself can ask that the number be removed from the “port-protection” table.  The provider would have to be recognized by the NPAC as the code/block owner and would have to state that the number is not assigned to an end-user.









			Continuation of NANC 382, “Port-Protection” System



This change order was reviewed and revised during the May through Sep ’03 LNPAWG meetings.  The final version of the open change order at the time of acceptance (for development of more detailed information) is shown below:



Overview:



The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports.  The system makes it possible for end-users to define their portable telephone numbers as “not-portable.”  The NPAC SMS prevents the port of a “not-portable” telephone number (TN) through its automated validation processes.  A Local Service Provider (LSP) can invoke or revoke “port protection” for a working TN, but only at the end-user’s request.



Business Need:



Inadvertent porting of working TNs is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that the physical plant is operated without failure.  This is because another LSP by mistake may port a TN away from that number’s current serving switch. 



The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) the wrong TN is submitted to the NPAC SMS for a conventional inter-SP port, and (2.) intra-SP ports are not done before a thousands-block is created. There are similar inadvertent port scenarios for non-working TNs, but erroneous moves of non-working TNs are not immediately service-affecting and are not addressed here.



NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.


			Interface and Functional Backwards Compatible:  NO



This change order was reviewed and revised during the May through Sep ’03 LNPAWG meetings.  The final version of the open change order at the time of acceptance (for development of more detailed information) is shown below:



Description of Change:



 -- System Architecture -- 



Changes to the NPAC SMS are required to establish a table of “Port Protected” TNs, in which portable numbers that no longer can be ported are listed, and to add a validation step that rejects attempts to port a TN that is on the list.  The validation is performed on the new-SP’s Create message for an inter-SP port, when a thousands block is created, and, optionally, for an intra-SP port.  (The optional intra-SP port validation is invoked on a SPID-specific basis.)   The rejection notification sent when a request fails this NPAC SMS validation will indicate that the TN is on the Port Protection list.  No interface change is required for this rejection message, since a new optional attribute will be added to accommodate the new error text.



LSP requests to add TNs to the Port Protection table are made to the NPAC Help Desk via e-mail (the TNs involved are shown on an Excel attachment to the e-mail message).  LSPs use the same approach to delete TNs from the table.



(con’t)





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



-- System Operation -- 



A TN is added to the NPAC’s Port Protection table when an LSP requests this action.  The same process applies when an LSP requests the removal of a TN from the table.



The NPAC Help Desk accepts requests to change Port Protection table entries only from pre-authorized representatives of an LSP.  (The LSP need not be a facility-based provider.)  A TN may be added to or removed from the “Port Protection” list as often as required.



When the NPAC SMS receives the new SP’s Create request, it will check the Port Protection table during the Pending SV Create validation process for inter-SP ports (including Port-to-Original SV deletes). Optionally
, the validation is performed for intra-SP ports.



The NPAC SMS also will make this validation check in connection with “-X” create requests.
 


The validation is not applied to Modify requests



In the disconnect scenario, the NPAC SMS will check the Port Protection list and, if the TN is found, will remove the involved disconnected ported TN from the list.  This automatic removal of a disconnected TN from the Port Protection list can occur only in the case of a disconnected TN that was ported.  A non-ported TN that is disconnected must be removed from the list by the LSP having the disconnected non-ported TN in its inventory.



(con’t)





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



-- Process Flow -- 



NPAC Help Desk



· The end-user contacts an LSP (or an LSP contacts the end-user). 



· End-user indicates to LSP his desire to invoke (or revoke) “Port Protection.”



· LSP contacts NPAC Help Desk via e-mail to request change.



· The NPAC Help Desk updates the Port Protection table.



NPAC SMS


· NPAC SMS applies the Port Protection validation (1.) to the new-SP Create request of an inter-SP port, (2.) to a Block Creation request, and (3.) optionally at the individual SPID level, to an intra-SP port request.  If the TN is found on the Port Protection list, NPAC SMS rejects the request and indicates that a Port Protection validation failure is the reason for the request’s rejection.



· Disconnect of a ported TN results in automatic removal of the TN from the Port Protection list; disconnect of a non-ported TN requires owning LSP to request the disconnected TN’s removal from the list.



· An LSP’s regional NPAC SMS Profile indicates whether the Port Protection validation should be applied also to its intra-SP port requests.









			382 (cont)


			Nov ’03 LNPAWG, discussion:


The group discussed the high-level steps.  There were a couple of updates that were requested.  These steps will be evaluated once the policy issues/questions are discussed:



1. For intra-ports, let the port go through and keep them on the list.



2. In steps 4.b, no need to look at the list, just allow the Old SP Create to happen.  If they are on the list, then for now, leave it on the list.



3. For step 8, add that this does NOT apply to PTO.



Policy issues/questions:  (at the Jan ’04 LNPAWG, we would discuss if and how, we might Tee this up at NANC).



1. What types/classes of numbers can be placed on the list?  What criteria?  What kind of criteria.



2. Who can put it on the list and remove it from the list?  This is an authorization question.



3. What is the PROCESS for getting them on and off the list?  How mechanically, do you put/remove it on the list.



4. Who can access the list, need a process to access the list.  What is shown when they access the list    (police, other authority)



Other points discussed:



1. Want more than just the IVR way to get numbers on/off the list.



2. Want some type of pre-validation process to “ping” the list and see if someone is on the PPL.



3. Want the ability to audit the list.









			NANC 390


			Qwest



10/16/03


			New Interface Confirmation Messages SOA/LSMS – to - NPAC



Business Need:


Service Provider systems (SOA/LSMS) need to know (in the form of a positive acknowledgement from the NPAC) that the NPAC has received their request message, so the systems (SOA/LSMS) do not unnecessarily resend the message and cause duplicate transactions for the same request.



Based on the current requirements for the NPAC, the NPAC acknowledgement message (generally referred to as "a response to a request" from the SOA/LSMS) is not returned until AFTER the NPAC has completed the activity required by that request.  During heavy porting periods, transactions that require many records to be updated may take longer than normal for a response to be received from the NPAC.  In the case of a delayed response, the SOA/LSMS may abort the association to the NPAC (e.g., after the 15 minute Abort timer expires).  When the association is re-established, the SOA/LSMS may resend messages to the NPAC because they haven’t received a response to the first message and thus believe the NPAC did not receive the original message.  This behavior can lead to a duplicate transaction for the same request thus:  1.) causing a heavy volume of transactions over the NPAC to SOA/LSMS interface, 2.) slowing Porting completion, 3.) causing an increase of Porting costs, 4.) causing duplicate message processing at the NPAC, and 5.) possibly causing manual intervention by NPAC and Service Provider personnel, etc.


			TBD


			FRS, IIS, GDMO, ASN.1


			Func Backwards Compatible:  NO



A new message will be explored during the Nov ’03 LNPAWG meeting.



Additionally, a discussion item needs to occur regarding the possible inclusion of Service Provider profile settings to support this new feature.


			N/A


			N/A  / N/A





			NANC 390 (con’t)


			Nov ’03 LNPAWG, discussion:


Explained the current functionality, and the fact that higher priority transactions will be worked before other requested work, which can cause delays in responses.  In the case where previously submitted work was re-sent to the NPAC, the NPAC may have to re-do work it has already done.



Providers may see a backup in their SOA traffic, thereby causing them to process extra data as well.



A toggle would need to be added for backwards compatibility.  Providers that support the new confirmation message would use the new method/flow, and other providers would continue to use the current method/flow.  There is definitely a benefit to this, but to obtain the benefit would require changes to the SOA as well.



It was agreed that this would be accepted as a change order, and would continue to be worked with the Architecture group in December.



Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.





			NANC 397


			Verizon Wireless and SNET Diversif’d Group


7/28/04


			Large Volume Port Transactions and SOA Throughput



Overview:



Service Providers have voiced concerns about the volume of port transactions that the NPAC can process per second when mass changes need to be made and broadcasted to the industry.  Now that wireless service providers are porting throughout the United States, the volume of port transactions has increased and will continue to increase in general, and mass changes will need to be made more frequently as well. The consolidations of Carriers and Switches will also generate an increase in the number of Mass Modifications for the update of the Network Data Tables (LIDB, CNAM, CLASS, ISVM and SMSSC).



Business Need:



As wireless service providers are continually managing their networks and load-balancing the traffic and subscribers on them, the need for HLR and DPC database changes may become more frequent and of larger volumes in the future.  For example, the wireless carrier may need to modify LRNs for 100,000 ported in subscribers to effectively change their switch designations.  Ultimately, the NPAC must be able to handle those 100,000 transactions in a short amount of time.  The desired process would be to modify all the records in one evening rather than having to split up the changes over a period of days or weeks. Similarly, Service Providers who have consolidated or have changed business plans need to update the Network Tables in order to ensure proper routing to Database Storage (LIDB, CNAM, etc.).



(continued)


			TBD


			N/A


			Func Backwards Compatible:  YES



The performance impacts to the SOAs, NPAC, and LSMSs need to be determined for large volume ports.



As porting volumes increase, it will be very important for all systems to be capable of reliably receiving downloads while retaining their association under heavier loads.


All systems should be able to maintain their current required availability level under heavy loads.  Large volume porting should not require scheduled downtime.  



The current plan is for service providers to start compiling technology migration forecast estimates and provide this information to Steve Addicks by March ’05.  At that time, the Architecture Team will begin a review of the data (without service provider names) and begin some analysis on next steps.






			TBD


			N/A / N/A





			NANC 397 con’t


			Large Volume Port Transactions and SOA Throughput  (Description section, continued)



Intense coordination is required to effect the changes necessary to properly route the queries associated with these databases, including LERG, LARG and CNARG updates, GTT changes in STPs and end office routing changes.  Additionally, modifications need to be made to the Network Tables in the NPAC and the transaction limitations force such modifications to be spread over weeks and/or months straining the resources of an industry already processing changes on a 24X7 basis. The two methods available for large volume NPAC changes are 1) modifications done through the SOA and 2) modifications done using the industry Mass Modification process.  Processing through the SOA, at the current rate of 4 to 6 transactions per second, it could take more than 4 hours to make LRN changes to 100,000 subscribers. If something goes wrong and the Service Provider needs to back out of the changes, then another 4 hours would be required to make the corrections.  This could start to creep into regular business hours in large volume ports. There is a concern about technology migrations and the current 25K/night operational limitation (originally submitted as PIM 43, and now turned into a change order).  This is not an immediate need, but something that should be planned for the three-five years out timeframe.



The industry Mass Modification process is limited to 25,000 changes per region per day Monday through Friday and 50,000 changes per region per day Saturday and Sunday. This limitation applies to all service providers requesting a change, so if more than one service provider wishes to make changes on a particular day, the limitation encompasses all service providers wishing to modify records. A wireless subscriber migration involves more than just that service provider; it also involves each of that service provider’s roaming partners updating their networks on the same night, resulting in a very large coordinated effort among many parties.  



There are also concerns about multiple wireless service providers doing these same types of migrations on the same nights and what coordination needs to take place to ensure that all service providers are able to manage their networks as needed and when needed.  Using the Mass Modification method for large volume projects requires a high level of coordination and scheduling especially if other service providers in the region also need to do large modifications at the same time.  



Additional updates between the NPAC and the SOA may be needed using the Mass Modification process.  This adds additional time and coordination to fully complete a large volume project.  



Jan 06 – moved to Accepted per LNPAWG discussion





			NANC 400


			NeuStar



1/5/05


			URI Fields



Business Need:


Refer to separate document (NANC 400 ver zeroDOTthree.doc, dated 3/15/05).





			TBD


			TBD


			Func Backwards Compatible:  Yes



Dec 05 – moved to Accepted per LNPAWG discussion


			


			





			NANC 401


			VeriSign



1/13/05


			Separate LSMS Association for OptionalData Fields



Business Need:


Refer to separate document (NANC 401 ver zeroDOTtwo.doc, dated 4/1/05).





			TBD


			TBD


			Func Backwards Compatible:  Yes



Jan 06 – moved to Accepted per LNPAWG discussion


			


			





			NANC 403


			NeuStar



3/30/05


			Only allow Recovery Messages to be sent during Recovery


The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.



This will require some operational changes for Service Providers that utilize Network Data and/or Subscription Data recovery while in normal mode.


			TBD


			TBD


			Func Backwards Compatible:  Yes



The proposed solution is to update the FRS, IIS and GDMO recovery description to indicate that network data and subscription data recovery requests sent during normal mode will be rejected.



No sunset policy will be implemented with this change order.






			


			





			NANC 403



(con’t)


			Proposed Solution:



FRS, new requirements:



Req 1       All Data Recovery Only in Recovery Mode



NPAC SMS shall allow a SOA or LSMS to recover data ONLY in recovery mode.



Req 2       Recovery Restriction Tunable Parameter


NPAC SMS shall provide a Regional Recovery Restriction in Recovery Mode Only tunable parameter which is defined as an indicator on whether or not the restriction of recovery requests only be allowed while in recovery mode is supported by the NPAC SMS for a particular NPAC Region.



Req 3       Recovery Restriction Tunable Parameter Default


NPAC SMS shall default the Regional Recovery Restriction in Recovery Mode Only tunable parameter to TRUE.



Req 4       Recovery Restriction Tunable Parameter Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Regional Recovery Restriction in Recovery Mode Only tunable parameter.



IIS, section 5.2.1.9, add the following text:



All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



IIS, section 5.3.4, change the following text:



Service Provider and Notification All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



GDMO, lnpDownload notification, add the following text in the behavior section:



All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



Dec 05 – moved to Accepted per LNPAWG discussion.








			


			


			


			


			


			


			


			








Next Documentation Release Change Orders



			Next Documentation Release Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC


			SOA LSMS





			


			


			


			


			


			


			


			





			


			


			


			


			


			


			


			








Next Release (TBD) Change Orders



			Next Release (TBD) Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC


			SOA LSMS





			


			


			


			


			


			


			


			





			


			


			


			


			


			


			


			








Cancel – Pending Change Orders



			Cancel - Pending Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC


			SOA LSMS





			ILL 5


			AT&T 10/15/96


			Round-Robin Broadcasts Across LSMS Associations 



The NPAC SMS would support additional LSMS associations and manage the distribution of transactions in a round robin algorithm across the associations.  For example, due to performance conditions a Service Provider may want to start another LSMS association for network/subscription downloads.  The NPAC SMS would accept the association, manage security, and distribute network/subscription PDUs across the 2 or more associations using the round robin algorithm (One unique PDU will be sent over one association only.)



This change order applies to LSMS only.


			Medium Low


			FRS, IIS


			Func Backwards Compatible:  NO



This feature may already be implemented in the Lockheed Martin developed NPAC SMS.



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.



Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.


			Low


			N/A / High





			NANC 219


			AT&T 6/5/1998


			NPAC Monitoring of SOA/LSMS Associations



It has been requested that NPAC Monitoring of SOA and LSMS associations be put into the NPAC SMS at the application (CMIP) layer.  The approach suggested by the requestor would be to alarm whenever aborts are received or sent by the NPAC.  When these alarms occur, the NPAC Personnel would contact the affected Service Provider to work the problem and ensure the association is brought back up.



From this point forward, this change order will deal with the alarm abort option.  The heartbeat abort option is NANC 299.






			High


			FRS


			Pure Backwards Compatible:  YES



Sep LNPAWG (Seattle), discussed various options for working the problem of dropped associations (i.e., causes partial failures for the new SP trying to activate).



Options include, 



1.)  sending a notification to all SPs that "an SP is currently not associated", then another notifications once it is back up, "all SPs associated".



2.)  stopping an activation request, because an association is down.



3.)  sending a notification to the New SP when an activate is received, that an association is down, "do you still want to activate?".



NEXT STEP:  all SPs should consider issues and potential options for activates during a missing association that will cause a partial failure.



Oct LNPAWG (Kansas City), the conversation migrated away from the three options discussed in Seattle, and back to the NPAC proactively monitoring the association.  This would require the NPAC to provide an attendant notification that a Service Provider is down, then notifying them of their missing association.



(continued)


			Low (alarm abort)



Med (heartbeat abort)



High (ops costs for all options)


			N/A / N/A





			NANC 219



(con't)


			Proposed Solution (continued):



So, anytime the NPAC receives an abort from a Service Provider, an NPAC alarm should be triggered, and an M&P should kick in where NPAC personnel notify the downed SP.



This has been moved into the "Accepted" category, awaiting prioritization.



Refer to R4 Change Orders for current proposed resolution.



01/02/02 – NPAC R4.0 as submitted to the LLC in 2000 is not going forward.  This change order has been moved back into the “accepted” section of this document.



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.





			NANC 232


			MetroNet



8/14/98


			Web Site for First Port Notifications



Currently all SOAs and LSMSs receive "first port" notifications.  A request has been submitted to provide this information on the NPAC Web Site.



Sep LNPAWG (Seattle).  This change order was introduced by MetroNet as a means for LTI users to obtain "first port" notifications.



The current process does NOT send this information to the LTI user (unlike SPs that have a CMIP-based SOA), but requires the LTI user to "query" the NPAC for notifications contained in the NPAC notification log (for that specific SP).  Currently, this log contains the most recent 25 notifications for that SP.  The user may also generate an NPAC report of all notifications for that SP.



The desire is to have these "first port" notifications on the web, similar to the NPA-NXX openings that are on the web today.






			High


			FRS


			Pure Backwards Compatible:  YES



Sep LNPAWG (Seattle).  This change order was discussed by those in attendance.  It was agreed that this change order was acceptable, and should be moved to the "Future Release CLOSED" List, and await prioritization from the group.



NOTE:  This change order is similar to the existing requirements, R3-10 and R3-11 (Web bulletin board updates of NPA-NXXs and LRNs).



Refer to R4 Change Orders for current proposed resolution.



01/02/02 – NPAC R4.0 as submitted to the LLC in 2000 is not going forward.  This change order has been moved back into the “accepted” section of this document.



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.






			Low


			N/A / N/A





			NANC 398


			NeuStar



9/27/04


			WSMSC data discrepancy situation with NANC 323 Migration



Business Need:


During a NANC 323 SPID Migration, the only data that is changed is the SPID value (from SPID A to SPID B).  There could be a data consistency situation that arises, when SPID A supports WSMSC data, and SPID B does not support it.





			TBD


			FRS


			Func Backwards Compatible:  TBD



TBD.



Mar ’06 LNPAWG:



From a Jan ’06 Action Item, “NeuStar will check to see if this issue would prevent modification of an SV with this discrepancy, where the new SPID in the migration does not support WSMSC, but the migrated SV has the DPC data for WSMSC populated due to the old SPID supporting the service.”



Resolution:  NeuStar reported that SPID B could still modify the SV, but the WSMSC DPC and SSN would still be broadcast to everyone that supports it.  SPID B could not remove it.  Action Item 0106-01 is closed.






			N/A


			N/A / N/A





			


			


			


			


			


			


			


			








Current Release Change Orders



			Current Release Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC


			SOA LSMS





			


			


			See Implemented List for details on Release 3.3.






			


			


			


			


			








Summary of Change Orders



			Release # / Target Date


			Change Orders


			Backwards Compatible





			Open


			NANC 372 – SOA/LSMS Interface Protocol Alternatives


NANC 388 v2 – Un-Do a Cancel-Pending SV


NANC 396 –NPAC Filter Management – NPA-NXX Filters






NANC 402 – Validate Code Owner (SPID) Before Opening Code



NANC 408 –SPID Migration Automation Changes



NANC 411 – Doc Only Change Order:  IIS



NANC 412 – Doc Only Change Order:  FRS



NANC 413 – Doc Only Change Order:  GDMO






			





			Accepted


			


NANC 147 – Version ID Rollover Strategy



NANC 193 – TN Processing During NPAC SMS NPA Split Processing









NANC 355 – Modification of NPA-NXX Effective Date (son of ILL 77)


NANC 363 – Lockheed-to-NeuStar private enterprise number


NANC 382 – “Port-Protection” System


NANC 390 – New Interface Confirmation Messages SOA/LSMS – to - NPAC


ion Version Creation and its Activation


NANC 397 – Large Volume Port Transactions and SOA Throughput



NANC 400 – URI Fields



NANC 401 – Separate LSMS Association for OptionalData Fields



NANC 403 –Only allow Recovery Messages to be sent during Recovery






			





			Next Documentation Release


			


			





			Next Release


			


			





			Cancel-Pending


			ILL 5 – Round-Robin Broadcast Across LSMS Associations



NANC 219 – NPAC Monitoring of SOA/LSMS Associations



NANC 232 – Web Site for First Port Notifications



NANC 398 – WSMSC data discrepancy situation with NANC 323 Migration






			





			Current Release


			See Implemented List for details on R3.3


			








� It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is “port-protected” since to allow the block’s creation would result in an inadvertent port of these numbers if the block eventually is assigned to another switch.  But the intra-SP porting activity required before creating a contaminated block must be allowed to occur without requiring end-users to temporarily lift the port restrictions on their numbers.  It therefore appears that an exception to the port protection validation is required, to allow a protected number to be intra-SP ported even if the number is “Port Protected.”  Without network data that is unavailable to NPAC today, the NPAC could not reliably determine whether an intra-SP port maintains the telephone number’s association with the same switch from which the number was served before the intra-SP port occurred.  A reasonable compromise appears to suppress the “Port-Protect” check when validating intra-SP ports rather than develop an elaborate validation process to address this scenario more completely.




� A modify of an active SV’s or block’s LRN can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  NeuStar is not proposing the “Port Protect” validation be applied to Modify actions because of the complexity of such validation.




� The validation of intra-SP ports occurs only if the involved SP has indicated in its NPAC SMS profile that this validation is desired.




� It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is on the Port Protection list, since to allow the block’s creation would result in an inadvertent port of these numbers when (if) the block eventually is assigned to another switch.  But the intra-SP porting activity, necessary before creating a contaminated block, is allowed to occur without requiring that the port restrictions be lifted from TNs in the block.  This exception to the Port Protection validation is provided in order to allow a TN to be intra-SP ported even if the TN is on the Port Protection list.  The option to include intra-SP ports in the Port Protection validation process is provided at the individual LSP’s request.




� A modify of the LRN in an active SV or block record also can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  However, NeuStar is not proposing the Port Protection validation be applied to Modify actions because of the complexity of such a validation.
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Update Appendix E Download File Examples, Notifications Download File to reflect the SV Type and Alternative SPID attributes in the numberPoolBlock-objectCreation and numberPoolBlock-attributeValueChange notifications:




In the numberPoolBlock-objectCreation notification add the following rows:




				23



				SV Type



				( 0 )  Not present if the service provider does not support the SV Type.  If the service provider supports SV Type the value would be as defined in the Number Pooling Block Holder Information Data Model.







				 24



				Alternative SPID



				( 2020 ) Not present if the service provider does not support the Alternative SPID.  If the service provider supports Alternative SPID but this attribute is not part of the number pool block, the pipes would be empty, otherwise if it were present the value would be as defined in the Number Pooling Block Holder Information Data Model.











In the numberPoolBlock-attributeValueChange notification add the following rows:




				20



				SV Type



				( 0 )  Not present if the service provider does not support the SV Type.  If the service provider supports SV Type the value would be as defined in the Number Pooling Block Holder Information Data Model.







				 21



				Alternative SPID



				( 2020 ) Not present if the service provider does not support the Alternative SPID.  If the service provider supports Alternative SPID but this attribute is not part of the number pool block, the pipes would be empty, otherwise if it were present the value would be as defined in the Number Pooling Block Holder Information Data Model.
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From FRS Appendix E – BDD for notifications:




				Explanation of the Potential Notification fields in the Notifications download file







				Notification







				Field Number



				Field Name



				Sample Value







				subscriptionVersionNPAC-ObjectCreation







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1001







				3



				System Type 



				0







				4



				Notification ID



				1006







				5



				Object ID



				21







				6



				New Service Provider Creation Time Stamp



				20050518231625












				7



				New Service Provider Due Date



				20050530230000












				8



				Old Service Provider Authorization Time Stamp



				







				9



				Old Service Provider Due Date



				







				10



				Old Service Provider Authorization



				







				11



				New Current Service Provider ID



				1001







				12



				Old Service Provider ID



				1003







				13



				Conflict Time Stamp



				







				14



				Status Change Cause Code



				







				15



				Subscription Version Status



				1







				16



				Subscription Timer Type



				0  







				17



				Subscription Business Type



				1  







				18



				Version TN



				3034401000







				19



				Version ID



				1239999909







				subscriptionVersionRangeObjectCreation (* if a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				16







				5



				Object ID



				14







				6



				New Service Provider Creation Time Stamp



				20050518231625












				7



				New Service Provider Due Date



				20050530230000












				8



				Old Service Provider Authorization Time Stamp



				







				9



				Old Service Provider Due Date



				







				10



				Old Service Provider Authorization



				







				11



				New Current Service Provider ID



				0001







				12



				Old Service Provider ID



				1003







				13



				Conflict Time Stamp



				







				14



				Status Change Cause Code



				







				15



				Subscription Version Status



				1







				16



				Subscription Timer Type



				0  







				17



				Subscription Business Type



				1  







				17



				Range Type Format



				1







				18



				Starting Version TN



				3034401000







				19



				Ending Version TN



				3034402000







				20



				Starting Version ID



				1234500001







				21



				Ending Version ID



				1234501002







				subscriptionVersionRangeObjectCreation (* if not a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				16







				5



				Object ID



				14







				6



				New Service Provider Creation Time Stamp



				20050518231625












				7



				New Service Provider Due Date



				20050530230000












				8



				Old Service Provider Authorization Time Stamp



				







				9



				Old Service Provider Due Date



				







				10



				Old Service Provider Authorization



				







				11



				New Current Service Provider



				0001







				12



				Old Service Provider ID



				1003







				13



				Conflict Time Stamp



				







				14



				Status Change Cause Code



				







				15



				Subscription Version Status



				1







				16



				Subscription Timer Type



				0  







				17



				Subscription Business Type



				1  







				18



				Range Type Format



				2







				19



				Starting Version TN



				3034401000







				20



				Ending Version TN



				3034401097







				21



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 98).







				22



				Version ID



				2050505050







				23



				Version ID



				2050505059







				24



				… Version ID “n”



				2050507019
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Future Release Change Orders – Working Copy








Origination Date:  9/17/03




Originator:  Nextel



Change Order Number:  NANC 388



Description:  Un-do a “Cancel-Pending” SV




Cumulative SP Priority, Weighted Average:  3, (7.45)




Functional Backwards Compatible:  NO




IMPACT/CHANGE ASSESSMENT




				FRS



				IIS



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				Y



				



				Y



				Y



				Low



				Low-Med



				N/A











Business Need:




Currently there are no requirements in the NPAC that allow a Subscription Version (SV) to be manually changed from “Cancel Pending” status to “Pending” status.  Without any “un-do” functionality, both Service Providers (SPs) must wait for the Cancellation-Initial Concurrence Window and the Cancellation-Final Concurrence Window to expire (nine hours each), let the SV go to Conflict, and then resolve the Conflict or wait for the Conflict Restriction timer (six hours) to expire in order for it to return to “Pending” (when the Cancel Request was initiated by the Old SP).  Alternatively, both SPs could send in cancel requests to the NPAC, at which point the SV would immediately go to “Canceled”, then they could initiate the porting process again.




The current NPAC functionality for a concurred port (where both SPs have sent in Create Requests and the SV is in “Pending” status), then one of the two SPs has sent in a Cancel Request (SV is now in “Cancel Pending” status) is as follows:




1. The New SP initiates the Cancel.  The Old SP concurs with the Cancellation-Initial or the Cancellation-Final Concurrence Requests.  The status will be changed to “Canceled” upon receipt of the cancel concurrence.  Both SPs would have to re-initiate the porting process for this TN.




2. The New SP initiates the Cancel.  The Old SP does not concur with the Cancellation-Initial or the Cancellation-Final Concurrence Requests, the status will be changed to “Canceled” at the expiration of the Final Concurrence expiration.  Both SPs would have to re-initiate the porting process for this TN.




3. The Old SP initiates the Cancel.  The New SP concurs with the Cancellation-Initial or the Cancellation-Final Concurrence Requests.  The status will be changed to “Canceled” upon receipt of the cancel concurrence.  Both SPs would have to re-initiate the porting process for this TN.




4. The Old SP initiates the Cancel.  The New SP does not concur with the Cancellation-Initial or the Cancellation-Final Concurrence Requests, the status will be changed to “Conflict” at the expiration of the Final Concurrence expiration.  The Old SP and New SP must then resolve the conflict, or wait for the Conflict Restriction Window to expire (six hours) for the SV to be eligible to be changed back to “Pending” by the New SP.




In case #4, the porting process could continue after the expiration of the Cancellation Concurrence timers (18 hours), and either the resolution of the conflict (0-6 hours) or waiting for the Conflict timer to expire (6 hours).




Jun ’04 LNPAWG, instead of the previously documented behavior that would include a new CMIP message (retract SV cancel), the recommendation is to extend the usage of the existing modify SV message to include the ability to modify the status from cancel-pending back to pending.  Additional business rules and edits will be added to ensure that only the SP that issued the cancel request is now performing the “un-do” activity.




Description of Change:




The recommendation is for a change to the NPAC functionality, such that an SP that sent up a Cancel Request in error, could “un-do” the request by sending a “modify request” message (using a Subscription Version Modify Action) to the NPAC.




This message would allow the SV to change from a “Cancel Pending” status back to it’s previous status (either “Pending” or “Conflict”).  The NPAC would verify that the SP sending the “modify request” message to the NPAC is the same SP that initiated the Cancel Request (otherwise return an error).




There would not be any restriction on when this new message could be sent (i.e., during the 18 hour window that the SV is in Cancel Pending).




No backwards-compatibility flags needed.  The change in status (from Cancel Pending back to Pending, or from Cancel Pending back to Conflict) can be handled with the existing Status Attribute Value Change.  However, SPs should verify with their SOA vendors that an SAVC that is updating a Cancel Pending SV to a Pending SV or Conflict SV will not be rejected.




In order to use this new functionality, an SP would need to implement a change in their SOA.




Nov ’03 LNPAWG, discussion:



Explained the current functionality, and provided an overview of the desired change.  Vendor action item will be in the LNPAWG action items list.  We will also investigate and discuss the question on the status change after a second cancel request from the Old SP.




Jun ’04 LNPAWG, additional business rules and edits will be added to ensure that only the SP that issued the cancel request is now performing the “un-do” activity using the existing modify SV message.




Major points/processing flow/high-level requirements:




1. An SV is in cancel-pending status.



2. The Service Provider that issued the cancel message to the NPAC, requests the NPAC to “un-do” the cancel request:



a. The Service Provider sends a Subscription Version Modify Action message to the NPAC for an SV in a cancel-pending state.




b. The NPAC validates the message is from the Service Provider that issued the cancel request.




i. If yes, continue.




ii. If no, return an error to the requesting Service Provider, and exit the process.




3. The NPAC changes the status of the SV to it’s previous status (either pending or conflict).




4. The NPAC sends a Status Attribute Value Change notification to the involved Service Providers:




a. New Service Provider receives Status Attribute Value Change notification updating the status to pending or conflict.




b. Old Service Provider receives Status Attribute Value Change notification updating the status to pending or conflict.




Requirements:




Req 1 – Un-Do a Cancel-Pending Subscription Version – Notification




NPAC SMS shall inform both Old and New Service Providers when the status of a Subscription Version is set from cancel-pending back to pending, or from cancel-pending back to conflict for an Inter-Service Provider port.




Req 2 – Un-Do a Cancel-Pending Subscription Version – Request Data




NPAC SMS shall receive the following data from the Old or New Service Provider to identify a Subscription Version to have a cancel request retracted:




Ported TN (or a specified range of numbers)




Subscription Version ID




Version Status (if TN or TN range is specified, must be cancel-pending).



New Version Status (can be only pending, in order for it to be returned to a pending-like status)



Req 2.5 – Un-Do a Cancel-Pending Subscription Version – New Status Specified Error




NPAC SMS shall send an appropriate error message to the originating user that requests a cancellation retraction for a subscription version, if the new version status specified in the request is not pending.




Req 3 – Un-Do a Cancel-Pending Subscription Version – Version Status Error




NPAC SMS shall send an appropriate error message to the originating user that requests a cancellation retraction for a subscription version, if the current version status is not cancel-pending.




Req 5 – Un-Do a Cancel-Pending Subscription Version – Timestamp




NPAC SMS shall set the Subscription Version modification date and time to current upon setting the Subscription Version status back to pending or conflict.




Req 7 – Un-Do a Cancel-Pending Subscription Version – Missing Cancel Error




NPAC SMS shall return an error if a Service Provider sends a cancellation retraction for a subscription version that has not been cancelled by that Service Provider.




Req 8 – Un-Do a Cancel-Pending Subscription Version – Status Change




NPAC SMS shall set the subscription version status to Pending or Conflict, returning the status to the same value as prior to the cancellation that caused it to go into cancel-pending, upon receiving a cancellation retraction from either the Old or New Service Provider for a subscription version with a cancel-pending status (both Service Providers have done a create) for an Inter-Service Provider or Port to original port.




Req 9 – Un-Do a Cancel-Pending Subscription Version Tunable




NPAC SMS shall provide an Un-Do a Cancel-Pending Subscription Version tunable parameter which is defined as the support for providing this functionality within the NPAC SMS.




Req 10 – Un-Do a Cancel-Pending Subscription Version Tunable Default




NPAC SMS shall default the Un-Do a Cancel-Pending Subscription Version tunable parameter to TRUE.




Req 11 – Un-Do a Cancel-Pending Subscription Version Tunable Modification




NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Un-Do a Cancel-Pending Subscription Version tunable parameter.




RR5‑12.3
Conflict Resolution New Service Provider Restriction Tunable Parameter




NPAC SMS shall provide long and short Conflict Resolution New Service Provider Restriction tunable parameters which are defined as a number of business hours after the subscription version is initially put into conflict that the NPAC SMS will prevent it from being removed from conflict by the New Service Provider.




Note:    In the case where a subscription version is put into conflict (status is conflict), then cancelled (status is cancel-pending), then cancel un-do (status is returned to conflict), the number of business hours is based on when the subscription version initially went into conflict, not when it is returned back to conflict.



SV Status Change Diagram:




Change the diagram to add an arrow from Cancel-Pending to Pending.  Update table to describe this new arrow.




IIS




No Change Required




A new flow for the NPAC will be added in section B.5, Subscription Version.  New flow is shown below:




B.5.x

Un-Do Cancel-Pending SV Request




This scenario can only be performed when the subscriptionVersionStatus is cancel-pending.




				Old SOA



				New SOA



				NPAC SMS



				







				



				( Modify Request (Un-Do)



				



				1







				



				



				internal M-SET (



				2







				



				



				internal M-SET (



				3







				



				



				( Modify Response (Un-Do)



				4







				



				



				( M-Event-Report SAVC



				5







				



				( M-Event-Report SAVC



				



				6







				



				



				( M-Event-Report SAVC



				7







				( M-Event-Report SAVC



				



				



				8











Step 5 and step 7 will be updated to indicate the new status will be set to either pending or conflict (i.e., returned to the same status as prior to the cancellation that caused it to go into cancel-pending)



GDMO




subscriptionVersionModifyBehavior BEHAVIOUR




    DEFINED AS !




      An SP that sent up a Cancel Request in error, can un-do the cancel request by setting the Subscription status to pending (returning it to the same pending-like status as prior to the cancellation that caused the SV to go into cancel-pending).




This allows the Subscription Version to change from cancel-pending back to pending, or cancel-pending back to conflict.  The NPAC verifies that the SP sending the modify to the NPAC is the same SP that initiated the Cancel Request (otherwise return an error).




There is no restriction on when the modify can be sent during the tunable period of time that the SV is cancel-pending.



!;




ASN.1




SubscriptionModifyData ::= SEQUENCE {




    subscription-lrn [0] LRN OPTIONAL,




    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,




    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,




    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,




    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,




    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,




    subscription-lidb-dpc [6] EXPLICIT DPC OPTIONAL,




    subscription-lidb-ssn [7] EXPLICIT SSN OPTIONAL,




    subscription-isvm-dpc [8] EXPLICIT DPC OPTIONAL,




    subscription-isvm-ssn [9] EXPLICIT SSN OPTIONAL,




    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,




    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,




    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,




    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,




    subscription-billing-id [14] BillingId OPTIONAL,




    subscription-status-change-cause-code [15]




        SubscriptionStatusChangeCauseCode OPTIONAL,




    subscription-wsmsc-dpc [16] EXPLICIT DPC OPTIONAL,




    subscription-wsmsc-ssn [17] EXPLICIT SSN OPTIONAL,




    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,




    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,




     new-version-status [20] VersionStatus OPTIONAL



}




SubscriptionModifyInvalidData ::= CHOICE {




    subscription-lrn [0] EXPLICIT LRN,




    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,




    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,




    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,




    subscription-class-dpc [4] EXPLICIT DPC,




    subscription-class-ssn [5] EXPLICIT SSN,




    subscription-lidb-dpc [6] EXPLICIT DPC,




    subscription-lidb-ssn [7] EXPLICIT SSN,




    subscription-isvm-dpc [8] EXPLICIT DPC,




    subscription-isvm-ssn [9] EXPLICIT SSN,




    subscription-cnam-dpc [10] EXPLICIT DPC,




    subscription-cnam-ssn [11] EXPLICIT SSN,




    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,




    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,




    subscription-billing-id [14] EXPLICIT BillingId,




    subscription-status-change-cause-code [15]




          EXPLICIT SubscriptionStatusChangeCauseCode,




    subscription-wsmsc-dpc [16] EXPLICIT DPC,




    subscription-wsmsc-ssn [17] EXPLICIT SSN,




    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,




    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,




    new-version-status [20] EXPLICIT VersionStatus



}
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JULY 2006 LNPA ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


0706-01:  NeuStar will review the latest Architecture Planning Team’s (APT’s) Working


Document and advise if there is cause to reactivate the APT to bring the document up to date.

0706-02:  NeuStar will send a notice to the X-Regional distribution advising that October

22, 2006 will be a blackout date for SPID migrations due to the annual failover exercise.

SHANNON SEVIGNY (NEUSTAR POOLING) ACTION ITEMS:

0706-03:  Related to Action Item 0706-05, Shannon Sevigny, NeuStar Pooling, will send


reminders out to the industry via the pooling Tip of the Month and Most Frequently Asked Questions indicating that providers receiving 1K blocks from the pool must ensure that the LRN associated with the pooled block is within an NPA-NXX that is active in the network.

GARY SACRA (VERIZON AND LNPA WG CO-CHAIR) ACTION ITEMS:

0706-04:  Related to Action Item 0606-04, Gary Sacra, LNPA WG Co-Chair, will:


1. add the attached PIM 53, revised at the July 2006 LNPA WG meeting, to the LNPA WG’s NP Best Practices document,


2. aggregate the PIM 53 contact numbers received from Service Providers into a Word document, 


3. embed the Word document into the PIM 53 item within the LNPA WG’s NP Best Practices document,

4. send the updated NP Best Practices document to Trevor Thompson, T-Mobile, who will update the HTML version of the NP Best Practices document.
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0706-05:  Gary Sacra, Verizon, will draft proposed text for the pooling Part 3 form


reminding providers receiving 1K blocks from the pool to ensure that the LRN associated with the pooled block is within an NPA-NXX that is active in the network.  This will be discussed on the August 2006 LNPA WG conference call.  See related Action Item 0706-03. 


0706-06:  Regarding the issue brought into the LNPA WG by Verizon related to Due


Date/Time mismatches on Create and Concurrence messages for a port, Gary Sacra, Verizon, will determine if Verizon will submit a Change Order addressing the issue.


0706-07:  Gary Sacra, LNPA WG Co-Chair, will add the following to the LNPA WG’s


 
list of Discussion Areas for LNPA WG to Address:


· Synch up NP Best Practices with NANC LNP Provisioning Flows


· Addressing throughput issues down to the SCP


· Next generation interface (NANC Change Order 372) 

0706-08:  Gary Sacra, LNPA WG Co-Chair, will revise the SPID Migration SP Checklist


to indicate that NPAC will need to act to deal with the loss of the First-Port Notification Record lost when a code is deleted and recreated as part of a manual SPID migration process, in order to avoid delay in re-establishing the SVs deleted to accommodate the code deletion.

NANCY SANDERS (COMCAST) ACTION ITEMS:

0706-09:  Nancy Sanders, Comcast, will revise the attached PIM 54 to:


1. change the proposed next day porting interval to suggest that the LNPA WG study the feasibility of shortening the intermodal and wireline to wireline porting intervals,


2. remove the reference to DSL,


3. clarify that this proposal does not apply to ports associated with loops.
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SUE TIFFANY (SPRINT NEXTEL) ACTION ITEMS:

0706-10:  Regarding the attached PIM 51, Sue Tiffany, Sprint Nextel, will determine if


 
Sprint Nextel wants to pursue this PIM.
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0706-11:  Regarding the attached PIM 56, Sue Tiffany, Sprint Nextel, will revise the PIM

and provide text for the LNPA WG’s NP Best Practices document related to the suggested resolution to identify a step-by-step procedure for carriers to follow in order to resolve this issue.
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0706-12:  Sue Tiffany, Sprint Nextel, will determine if Sprint Legacy places one minute


after midnight for the Due Date/Time in their Create messages for intermodal ports.

TREVOR THOMPSON (T-MOBILE) ACTION ITEMS:

0706-13:  Trevor Thompson, T-Mobile, will propose text for the NP Best Practices


document to remind providers that they have to work with their resellers to obtain OCNs if they wish to populate the Alternate SPID field introduced in NANC 399.

LNPA WORKING GROUP PARTICIPANT ACTION ITEMS:


0706-14:  LNPA Working Group Participants are to come to the September 2006 LNPA


 
WG meeting with any contributions suggesting revision of the attached PIM 54.
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SERVICE PROVIDER ACTION ITEMS:

0706-15:  Regarding the attached PIM 55, Service Providers are to identify at the


September 2006 LNPA WG meeting reasons for issuing a Provider Initiated Activity (PIA) on or after the due date and what caveats they have to accepting an LNPA WG recommendation to the OBF that PIAs should not be issued on or after the due date.
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0706-16:  Service Providers are to determine if they can accept a 2 week industry testing


 
interval for NPAC Point Release 3.3.1.  

ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

0605-22:  At the June meeting, NeuStar reported that some protocols are being used by 


provider platforms for traffic communication with the NPAC that are not supported in the requirements for the interface.  NeuStar wants to open up a dialogue to tighten down on the protocols being used.  A firewall for security has been put in place as part of the Linux migration.  Supported protocols are listed in the attached document, e.g. CMIP.  Examples of protocols being used that are not supported in requirements for the interface include Echo protocol on Port 7.  The NeuStar security group has deemed this a risk area that needs to be eliminated.  Implementation of controls is scheduled for the end of 2006 to enable those SPs time to adjust to the change in tightening down on those allowed protocols.  NeuStar wants to open up a dialogue to see if there are any protocols that they have missed so they can be included.  Service Providers and Local System Vendors are to review the document and come prepared in July to discuss.  
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July meeting update:  Item remains open.

0306-01:  With regard to NANC 363, NeuStar will determine if there is a legal need to


change the Private Enterprise Number in the ASN.1, currently identifying Lockheed Martin (103), to that of NeuStar (13568).


July meeting update:  Item remains Open.

0306-05:  Cyd McInerney, at&t, is to check internally to see if at&t still needs NANC

 
355.


July meeting update:  Item remains Open.


0606-04:  Regarding the attached PIM 53, Service Providers are to provide to Gary Sacra,


LNPA WG Co-Chair, contact numbers within their respective companies for other providers to use to resolve issues that are addressed in the PIM.  See related Action Item 0706-04.
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July meeting update:  Action Item modified based on discussion at the July 2006 meeting to indicate that Service providers are to provide their contact numbers to Gary Sacra, LNPA WG Co-Chair.

0606-06:  Regarding the attached PIM 55, Service Providers are to come to the July 


LNPA WG meeting prepared to determine the best course of action to take to work this PIM.
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July meeting update:  Item remains Open.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  
02/27/2006

PIM#53 v3



Company(s) Submitting Issue:  
Verizon Wireless



Contact(s):  Name:


Sara Hooker




Contact Number:


615-372-2015 





Email Address:


sara.hooker@verizonwireless.com   



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Carriers are taking back numbers that have been ported out several months or even years because their systems do not reflect a valid FOC was sent.  In many cases they have not removed the number from their number inventory and they have re-assigned the TN to another customer.                                                 



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue: 



TN was ported in March of 2004; our systems reflected a valid FOC was received. For almost 2 years the customer was with Verizon Wireless. In February of 2006, the OSP tried to take the number back in the NPAC.  When we called the OSP we learned that their systems did not reflect a valid FOC was ever issued for the port.  In order to be able to keep the number we had to allow the OSP to take the number back and start the port from the beginning.  We had to change the customers number to a temporary TN, the OSP had to set up a remote call forwarding account for the customer and forward the calls to the temporary number.  We then started a new port request and got another FOC. The steps taken to resolve the issue were extremely time consuming and directly impacted the customer. 



B. Frequency of Occurrence:  



We have had 3 occurrences in the last 30 days.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient:  



We feel the existing processes are deficient due to a lack of auditing.  Before a number is released back in to inventory carriers need to check to insure that the TN has not already ported.



E.   Identify action taken in other committees / forums: ________________________________________________________________________  



F.  Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 






LNPA WG: (only)



Item Number: PIM 53 v3


Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________








Our recommendation is that the carriers agree to a 6 months timeframe to dispute the validity of a port.  In all situations carriers should negotiate with each other to determine a suitable resolution that would be least impactful to the customer. If there is a dispute within 6 months of a number being ported, we recommend that the NSP should give the number back to the OSP and follow the appropriate corrective actions to port the number. In all cases, if the NSP has an FOC and no subsequent Provider Initiated Actions have been taken, then the port is considered a valid port and the port can not be disputed. If after 6 months the OSP disputes the validity of a port, the NSP should not be required to return the number to the OSP.  The NSP will work with the OSP to determine what actions need to be taken to confirm the port request. The NSP will complete any/all paperwork to satisfy the OSP.









This PIM addresses instances where it was the intent of the end user to port to the New SP.









Providers should not arbitrarily port back numbers without attempting to




   contact and work with the New SP to resolve any disputes/issues related




   to the port.









For an activated port that is disputed by the Old SP or not recognized




in the systems of the Old SP, if it is determined that it was in fact




the intent of the end user to port his/her number to the New SP, both




providers should work together in resolving any systems true-up issues




without impacting the end user’s service.









In any case resulting in the double assignment of a TN, the first




   assignee of the TN will retain that TN.









In any case of an inadvertent port, defined here as a port where it was




   not the intention of the end user to port his/her number to the New SP,




   both providers will work together to restore the end user’s service with




   the Old SP as quickly as possible, regardless of the time interval




   between activation of the inadvertent port and discovery of the




   inadvertent port.









We would recommend that the resolution be included in the Best Practices Matrix.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  04/28/2006                                             PIM 54v2


Company(s) Submitting Issue:  Comcast Phone, LLC


Contact(s):  Name   Nancy Sanders



         Contact Number   720-267-8321



         Email Address   nancy_sanders@cable.comcast.co,


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



 .  Comcast is requesting NANC support a standard porting interval for wireline to wireline and wireline to wireless    of  one day  based on the following criteria;  :



- the trading partners are E Bonded through EDI (Electronic Data Interchange) or xML



- the port is a single line port.



- the directory listing is  retained or deleted


- there is no DSL associated with the line



- the LSR submitted contains no errors



- the LSR is submitted to the Old Service Provider processing center by 3PM Local Area Time


This PIM is not suggesting a change in the wireless to wireless interval.  It does not include carriers who use an ILEC or CLEC, other GUI or Email and FAX as a means to submit LSRs.                                                        



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue:  Comcast is seeking to be more competitive in the communications industry.  Current processes may require more than 24 hours for issue and receipt of a Firm Order Confirmation (FOC) in response to a Valid LSR and more than 4 days for Port Completion in IMPAC.    


B. Frequency of Occurrence:



The standard porting interval is applied to all wireline to wireline and intermodel, wireline to wireless.


C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient:   The current practices do not meet Customer, Business and Industry Expectations and are not acceptable when compared to the Wireless to Wireless Porting Interval of 2.5 hours. Comcast is able to do next day porting today and wants to establish that practice in their business model for all wireline to wireline and Intermodal, wireline to wireless porting activity.


E. Identify action taken in other committees / forums: NANC , FCC 03-284,  Intermodel Porting Interval issue management Group 



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution:   



The LNP – WG recommend to NANC that the porting interval be changed under the conditions defined in the Problem/Issue statement


to next day porting interval.



LNPA WG: (only)



Item Number: 0054 v2




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________



1


1


This contribution includes proposals which were prepared to assist the LNPA Working Group. This document is submitted for discussion only, and is not to be construed as binding on Verizon.  Subsequent study may lead to a revision of this document, both in numerical value and/or form, and, after continuing study and analysis, Verizon specifically reserves the right to change the contents of this contribution



* CONTACT: Gary Sacra; email: gary.m.sacra@verizon.com; Tel: 410-736-7756
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  
05/08/2006_                  PIM 55v2


Company(s) Submitting Issue:
NeuStar Inc. 


Contact(s):  Name 


Syed Mubeen Saifullah



         Contact Number 
925-833-1793/510-295-5167 



         Email Address   
syed.mubeen@neustar.biz 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Intermodal porting faces a challenge in the form of a process gap between the wireless and wireline carriers after a confirmation has been received.  The 2 processes are not in synch, causing fall out and delays.


The primarily purpose of this PIM would be to expose the problems that exist with a wireline practice referred to as a “Provider Initiated Activity” (PIA).  The wireless carriers currently have no automated way to support any non-NPAC activity after a confirmation has been received and the Due Date has past.  The major concern lies with the fact that the LSR process allows the ILECs to initiate a cancel or put a stop to the order after a Confirmation was sent.  


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue:  


Per the LSOG process, after a “Confirmation” is sent by the ILEC to a wireless carrier for an intermodal port, the ILEC reserves the right to send messages related to the port in the form of a PIA.  As stated above, the wireless carriers have no automated method to process these PIA messages and it requires them to modify the port or update NPAC transactions in a manual fashion.



Captured below are 4 fields used by the LSOG to send PIA messages.  Please note that some ILECs have implemented these fields in a “custom” fashion, which may not be captured.



LOCAL RESPONSE – Field # 18: RT - Response Type


Identifies the type of response being sent to the customer.



VALID ENTRIES 



*Note – the entries below are those which NeuStar & Sprint felt may impact the intermodal process – other entries have been removed from this list



C
=
Firm order confirmation



E
=
Errors only 



J
=
Jeopardy notice



N
=
Confirmation of customer requested cancellation



P
=
Provider initiated



S
=
Provider initiated cancellation of the service request



W
=
Post to billing system



Z
=
Completion


USAGE:
This field is required.



DATA CHARACTERISTICS:
1 alpha character



LOCAL RESPONSE – Field #25: PIA - Provider Initiated Activity



Indicates a provider initiated response that is not the result of a customer local service request or supplement, prior to order completion.



NOTE 1:This may signal to the customer that additional investigation is needed to determine internal process impacts.



VALID ENTRIES:



2
=
Due date change



4
=
Other (clarify in RT field or remarks)



5
=
Service order number change



8
=
PON old/stale – send cancel supplement



9
=
Telephone number change



USAGE:
This field is optional.



DATA CHARACTERISTICS:
1 numeric character


LOCAL RESPONSE – Field #39: RCODE - Reason Code



Identifies the reason the order may not meet the requested due date at confirmation and/or post confirmation.



VALID ENTRIES:



1B
=
Scheduling/work load



1F
=
NSP missed appointment



1H
=
Central office freeze



1K
=
Natural disaster (flood, etc.)



1L
=
Frame due time can not be met



1M
=
Requested DD is less than published interval



1N
=
DD and frame due time can not be met



1P
=
Other



1Q
=
Assignment problem



1R
=
Customer could not be reached at the reach number



2A
=
LSR error, incorrect or missing information



3A
=
Records



3C
=
Dependent/related order not complete



3D
=
Translation problems



3E
=
Provider order information/codes incorrect/ missing



4A
=
Field visit determined address invalid - send supplement



4B
=
Verify address, or provide nearby TN - send supplement



4G
=
Need to revise TN - send supplement



5A
=
Notification of new due date only



5B
=
Additional paperwork required - contact service center



5C
=
Jeopardy previously sent without Estimated Due Date (ESDD) – 


              New ESDD now provided



USAGE:
This field is conditional.



NOTE 1:
Required when the RT field is “J”, otherwise optional.



DATA CHARACTERISTICS:
2 alphanumeric characters



LOCAL RESPONSE – Field # 40: RDET – Reason Jeopardy Code Detail



Identifies further detail for the service when the reason/ jeopardy code for the order is not defined.



USAGE:
This field is optional.



DATA CHARACTERISTICS:
60 alphanumeric characters



B. Frequency of Occurrence:


Per some basic research, it appears that Jeopardy messages account for roughly 20% of manual activities for Intermodal fall out.  With the further roll out/adoption by the ILECs the PIA messages (including the Jeaopardy) this percentage may increase. 


C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X__



D.  Rationale why existing process is deficient:



Today there exists a gap/break in the chain of the 2 processes and ultimately the goal of Number Portability is to facilitate the porting process, regardless of whether the port request is a wireless to wireless; wireless to wireline; wireline to CLEC; wireline to wireless, etc.



E.   Identify action taken in other committees / forums: 



This issue has been discussed at the Wireless Committee at OBF and also at the Intermodal Subcommittee, however no clear resolution is in sight.



F.   Any other descriptive items: How ILECs have implemented the PIA


Verizon West:



B = Firm Order with Facility Information 



C = Firm Order Confirmation 



F = Facility Confirmation 



J = Jeopardy Notice 



K = Network Modification request (Verizon Added)



Z = Completion



Verizon East:



C = Firm Order Confirmation



I = LIDB (Verizon Added)



J - Jeopardy Notice



K = Notification of Network Modifications required



N = Notice of Cancellation



S = BA Cancellation



X = Provisioning Completion



Z = Billing Completion



SBC:



C = Firm Order Confirmation



D = Confirmation and DLR



N = Confirmation of Customer Requested Cancellation



S = Provider Initiated Cancellation of the Service Request



Z = Completion



J = Jeopardy Notice



E = Error/Reject



L = Directory Service Completion



Bellsouth:



Does not support RT - uses RCODE and RDESC instead:


BellSouth Local Response RT Values:



CA - CANCELLED ORDER (cancel complete) expect that Wisor will send responseType tag equal to “LR”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of CA for RPM to an N to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



AT – Firm Order Confirmation (expect that Wisor will send responseType tag equal to “LR”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to an C to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth FOC Received



RD –Reject (expect that Wisor will send responseType tag equal to “REJECT”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of RD for RPM to an E to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Reject Received



AC –Jeopardy (expect that Wisor will send responseType tag equal to “JEOPARDY”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AC for RPM to a J to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Jeopardy Received


BellSouth Local Response Completion RT Values:



AT – Billing Completed Order (expect that Wisor will send responseType tag equal to "LSRBCM") NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to a Z to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Billing Completion Received



AT – Provisioning Completed (expect that Wisor will send responseType tag equal to “LSRPCM”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to an X to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Provisioning Completion Received



Qwest:



B = Firm Order with Facility Information (72 Hour FOC)



C = Firm Order Confirmation (FOC)



E = Errors Only (ERROR/REJECT CODE)



J = Jeopardy Notice (RCODE & RDET fields will have content)



N = Confirmation of customer requested cancellation – Qwest Specific Value



X = Confirmation of LSR, DLR and CDLR – Qwest Specific



Z = Reject – Qwest Specific Value



QWST - DSRCM



L = Accepted (AT – Confirmed Update On PON)



C = Acknowledge - With Detail and Change (AC – Processed With Changes/Errors-Qwest Follow Up)



E = Reject with Exception Detail only (RF – Initial Fatal Update On PON)



N = Reject with Cancel (RF – Subsequent Fatal Update On PON)



W = Acknowledge – With Detail No change (AD – Processed With Changes/Errors-Provider Follow Up)


3. Suggested Resolution: 



There may be more than 1 method to solve this problem, however 2 “high level” options have been listed below:


1) The wireline carriers may consider abandoning use of the PIA and treating a “Confirmation” as a “Firm Commitment” rather than an “initial” ok.  All subsequent activity related to the port after a confirmation has been sent and the DDT has past can be done via the NPAC process using SOA systems.



2) The wireless documentation (WICIS) may consider expanding its processes to accommodate this aspect of intermodal porting.  As of today, this is a “fact of life” and it may prove prudent to enhance the industry recommended wireless process to accept the 4 fields related to the LSR PIA in CONJUNCTION with NPAC processes in order to facilitate automation and minimize manual intervention.


LNPA WG: (only)



Item Number: PIM 55 v2


Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  
5/3/2006

PIM# 56 v2


Company(s) Submitting Issue:  
Sprint Nextel


Contact(s):  Name:


Lavinia Rotaru, Sue Tiffany




Contact Number:


703-707-5202, 913-315-6923 





Email Address:


Lavnia.Rotaru@sprint.com, Sue.T.Tiffany@sprint.com    



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: Incorrectly provisioned LNP databases.


While all carriers receive updates in their LSMS when porting customers, some carriers are not provisioning their LNP databases correctly.  When this scenario occurs, customers are not able to terminate or receive calls from those carrier’s networks that did not provision their LNP databases. That is, when the ported customer makes a call, the callED Party’s Caller ID service may not work properly.  This would occur if the callED party’s network’s LNP data was not correct, since the callED party’s network might be unable to find the CNAM record for the calling party.  In a worst-case scenario, the callED party would automatically reject the unidentified call.  


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue: 



This type of problem typically impacts the ability of a customer to make or complete some of their calls.  Following are some examples:  


1) A number of customers were ported by Sprint Nextel, and after the port, Sprint Netxel found that the customers were unable to receive or complete calls to or from some of their friends and relatives.  The root cause of the problem turned out to be that one of the ILEC’s pair of Service Control Points (SCPs) was not updated.  The pair of SCPs alternated handling calls, and each time the SCP that had not been updated attempted to route the call, the call failed.  In these cases, it took more than a week after the customer reported the problem for the problem to be discovered and resolved.  


2) In another example, a customer ported from an ILEC to a wireless carrier and found that they could not complete calls that terminated in a third LECs territory.  The third LEC was able to prove that they were using the correct LRN for routing so the wireless carrier had to go to the first LEC to make sure that all their LNP databases had been updated correctly.  This activity took a couple of weeks before the customer was eventually able to complete their calls just as they had before porting their number.  


It is typical for this type of problem to take a week or more to resolve.


B. Frequency of Occurrence:  



We have had 3 occurrences in the last 60 days.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast_X__ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient:  



We believe the existing process of receiving a response from a carriers’ LSMS acknowledging receipt of the port is deficient due to the fact that it does not indicate the network was provisioned correctly.  The customer that cannot make or receive calls as they had before they ported their number is unhappy and more than likely will have problems making their calls for a week or more while the carriers involved discover that they have not updated all their LNP databases. 


E.   Identify action taken in other committees / forums: ________________________________________________________________________  



F.  Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Similar to the LSMS partial failures we get today, identify a mechanism to receive a notification from carriers’ LNP databases that the switch provisioning failed or was successful.  A carrier’s SCP should respond to the LSMS when the update is completed and the carrier’s LSMS should return the SCP concurrence back to the NPAC.



[image: image1.emf]


Alternatively, identify a step by step procedure for carriers to follow when attempting to resolve this type of problem expeditiously after it has occurred.



Another suggestion would be to make test calls to validate the completion of calls originating from major local networks and through major IXCs to newly ported numbers. At a minimum, perform an analysis of possible LNP troubles.  The idea would be to institute a test call barrage in response to a trouble report, rather than with every port’s completion on routine basis.  But if a particular port involved a sensitive customer, then test calling could be initiated even absent a trouble report a few minutes after the port competed.






LNPA WG: (only)
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Incorporate a industry update for LSMS to respond to the industry when the SCP’s have been updated.
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LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  
02/27/2006

PIM#53 v5


Company(s) Submitting Issue:  
Verizon Wireless



Contact(s):  Name:


Sara Hooker




Contact Number:


615-372-2015 





Email Address:


sara.hooker@verizonwireless.com   



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Carriers are taking back numbers that have been ported out several months or even years because their systems do not reflect a valid FOC was sent.  In many cases they have not removed the number from their number inventory and they have re-assigned the TN to another customer.                                                 



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue: 



TN was ported in March of 2004; our systems reflected a valid FOC was received. For almost 2 years the customer was with Verizon Wireless. In February of 2006, the OSP tried to take the number back in the NPAC.  When we called the OSP we learned that their systems did not reflect a valid FOC was ever issued for the port.  In order to be able to keep the number we had to allow the OSP to take the number back and start the port from the beginning.  We had to change the customers number to a temporary TN, the OSP had to set up a remote call forwarding account for the customer and forward the calls to the temporary number.  We then started a new port request and got another FOC. The steps taken to resolve the issue were extremely time consuming and directly impacted the customer. 



B. Frequency of Occurrence:  



We have had 3 occurrences in the last 30 days.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient:  



We feel the existing processes are deficient due to a lack of auditing.  Before a number is released back in to inventory carriers need to check to insure that the TN has not already ported.



E.   Identify action taken in other committees / forums: ________________________________________________________________________  



F.  Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 






LNPA WG: (only)



Item Number: PIM 53 v5


Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________



This PIM addresses instances where it was the intent of the end user to port to the New SP.









Providers should not arbitrarily port back numbers without attempting to




   contact and work with the New SP to resolve any disputes/issues related




   to the port.









For an activated port that is disputed by the Old SP or not recognized




in the systems of the Old SP, if it is determined that it was in fact




the intent of the end user to port his/her number to the New SP, both




providers should work together in resolving any systems true-up issues, e.g. reissuance of any necessary LSRs, when possible, without impacting the end user’s service.









In the case of a double assignment, between the two end users involved, the end user with the longer continuous service with that number shall retain the number, unless otherwise agreed to by the providers involved.









In any case of an inadvertent port, defined here as a port where it was




   not the intention of the end user to port his/her number to the New SP,




   both providers will work together to restore the end user’s service with




   the Old SP as quickly as possible, regardless of the time interval




   between activation of the inadvertent port and discovery of the




   inadvertent port.









We would recommend that the resolution be included in the Best Practices Matrix.
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1. Overview



As a part of the recent technology migration to the Linux Blade architecture, a firewall was added to the NeuStar network between the NPAC and all provider systems that connect to the NPAC. This firewall was put in place for 2 purposes:



· To perform Network Address Translation (NAT) on messages between the NPAC and service providers systems eliminating the need for providers to keep up with multiple IP addresses for each NPAC region. 



· To increase the security of the NPAC and the NeuStar network by restricting messages between the NPAC and provider systems to only those protocols that are required to satisfy the requirements documented in the NANC LNP industry specifications.



2. Supported Protocols



Based on the requirements in Interoperability Interface Specification (IIS) and the Functional Requirements Specification (FRS) for the NPAC system, NeuStar shall support the following network protocols over service provider circuits:


· CMIP and associated protocols defined in the IIS on TCP port number 102.



· HTTP for LTI GUI access on TCP port 80.


· HTTPS for LTI GUI access on TCP port 443.


· FTP on TCP port number 20 and 21 only to the NPAC FTP server.



· SFTP (Secure FTP) on TCP port number 22 only to the NPAC FTP server.



· ICMP ping.



3. Current Network Usage



As a part of the Linux port rollout, analysis of all network traffic has been done and protocols other than those listed above are being used. For example, some providers systems are sending echo requests on TCP port 7 to verify network connectivity.


4. Schedule



The usage of network protocols other than those specified in the industry documentation has been identified as a security concern. As a result, NeuStar will be tightening firewall controls to eliminate this traffic. To allow ample time for providers to adjust to these firewall changes, the current schedule for placing these controls into production is the end of 2006. Providers and vendors need to plan accordingly.
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Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  
05/08/2006_                  PIM 55v2


Company(s) Submitting Issue:
NeuStar Inc. 


Contact(s):  Name 


Syed Mubeen Saifullah



         Contact Number 
925-833-1793/510-295-5167 



         Email Address   
syed.mubeen@neustar.biz 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Intermodal porting faces a challenge in the form of a process gap between the wireless and wireline carriers after a confirmation has been received.  The 2 processes are not in synch, causing fall out and delays.


The primarily purpose of this PIM would be to expose the problems that exist with a wireline practice referred to as a “Provider Initiated Activity” (PIA).  The wireless carriers currently have no automated way to support any non-NPAC activity after a confirmation has been received and the Due Date has past.  The major concern lies with the fact that the LSR process allows the ILECs to initiate a cancel or put a stop to the order after a Confirmation was sent.  


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue:  


Per the LSOG process, after a “Confirmation” is sent by the ILEC to a wireless carrier for an intermodal port, the ILEC reserves the right to send messages related to the port in the form of a PIA.  As stated above, the wireless carriers have no automated method to process these PIA messages and it requires them to modify the port or update NPAC transactions in a manual fashion.



Captured below are 4 fields used by the LSOG to send PIA messages.  Please note that some ILECs have implemented these fields in a “custom” fashion, which may not be captured.



LOCAL RESPONSE – Field # 18: RT - Response Type


Identifies the type of response being sent to the customer.



VALID ENTRIES 



*Note – the entries below are those which NeuStar & Sprint felt may impact the intermodal process – other entries have been removed from this list



C
=
Firm order confirmation



E
=
Errors only 



J
=
Jeopardy notice



N
=
Confirmation of customer requested cancellation



P
=
Provider initiated



S
=
Provider initiated cancellation of the service request



W
=
Post to billing system



Z
=
Completion


USAGE:
This field is required.



DATA CHARACTERISTICS:
1 alpha character



LOCAL RESPONSE – Field #25: PIA - Provider Initiated Activity



Indicates a provider initiated response that is not the result of a customer local service request or supplement, prior to order completion.



NOTE 1:This may signal to the customer that additional investigation is needed to determine internal process impacts.



VALID ENTRIES:



2
=
Due date change



4
=
Other (clarify in RT field or remarks)



5
=
Service order number change



8
=
PON old/stale – send cancel supplement



9
=
Telephone number change



USAGE:
This field is optional.



DATA CHARACTERISTICS:
1 numeric character


LOCAL RESPONSE – Field #39: RCODE - Reason Code



Identifies the reason the order may not meet the requested due date at confirmation and/or post confirmation.



VALID ENTRIES:



1B
=
Scheduling/work load



1F
=
NSP missed appointment



1H
=
Central office freeze



1K
=
Natural disaster (flood, etc.)



1L
=
Frame due time can not be met



1M
=
Requested DD is less than published interval



1N
=
DD and frame due time can not be met



1P
=
Other



1Q
=
Assignment problem



1R
=
Customer could not be reached at the reach number



2A
=
LSR error, incorrect or missing information



3A
=
Records



3C
=
Dependent/related order not complete



3D
=
Translation problems



3E
=
Provider order information/codes incorrect/ missing



4A
=
Field visit determined address invalid - send supplement



4B
=
Verify address, or provide nearby TN - send supplement



4G
=
Need to revise TN - send supplement



5A
=
Notification of new due date only



5B
=
Additional paperwork required - contact service center



5C
=
Jeopardy previously sent without Estimated Due Date (ESDD) – 


              New ESDD now provided



USAGE:
This field is conditional.



NOTE 1:
Required when the RT field is “J”, otherwise optional.



DATA CHARACTERISTICS:
2 alphanumeric characters



LOCAL RESPONSE – Field # 40: RDET – Reason Jeopardy Code Detail



Identifies further detail for the service when the reason/ jeopardy code for the order is not defined.



USAGE:
This field is optional.



DATA CHARACTERISTICS:
60 alphanumeric characters



B. Frequency of Occurrence:


Per some basic research, it appears that Jeopardy messages account for roughly 20% of manual activities for Intermodal fall out.  With the further roll out/adoption by the ILECs the PIA messages (including the Jeaopardy) this percentage may increase. 


C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X__



D.  Rationale why existing process is deficient:



Today there exists a gap/break in the chain of the 2 processes and ultimately the goal of Number Portability is to facilitate the porting process, regardless of whether the port request is a wireless to wireless; wireless to wireline; wireline to CLEC; wireline to wireless, etc.



E.   Identify action taken in other committees / forums: 



This issue has been discussed at the Wireless Committee at OBF and also at the Intermodal Subcommittee, however no clear resolution is in sight.



F.   Any other descriptive items: How ILECs have implemented the PIA


Verizon West:



B = Firm Order with Facility Information 



C = Firm Order Confirmation 



F = Facility Confirmation 



J = Jeopardy Notice 



K = Network Modification request (Verizon Added)



Z = Completion



Verizon East:



C = Firm Order Confirmation



I = LIDB (Verizon Added)



J - Jeopardy Notice



K = Notification of Network Modifications required



N = Notice of Cancellation



S = BA Cancellation



X = Provisioning Completion



Z = Billing Completion



SBC:



C = Firm Order Confirmation



D = Confirmation and DLR



N = Confirmation of Customer Requested Cancellation



S = Provider Initiated Cancellation of the Service Request



Z = Completion



J = Jeopardy Notice



E = Error/Reject



L = Directory Service Completion



Bellsouth:



Does not support RT - uses RCODE and RDESC instead:


BellSouth Local Response RT Values:



CA - CANCELLED ORDER (cancel complete) expect that Wisor will send responseType tag equal to “LR”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of CA for RPM to an N to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



AT – Firm Order Confirmation (expect that Wisor will send responseType tag equal to “LR”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to an C to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth FOC Received



RD –Reject (expect that Wisor will send responseType tag equal to “REJECT”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of RD for RPM to an E to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Reject Received



AC –Jeopardy (expect that Wisor will send responseType tag equal to “JEOPARDY”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AC for RPM to a J to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Jeopardy Received


BellSouth Local Response Completion RT Values:



AT – Billing Completed Order (expect that Wisor will send responseType tag equal to "LSRBCM") NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to a Z to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Billing Completion Received



AT – Provisioning Completed (expect that Wisor will send responseType tag equal to “LSRPCM”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to an X to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Provisioning Completion Received



Qwest:



B = Firm Order with Facility Information (72 Hour FOC)



C = Firm Order Confirmation (FOC)



E = Errors Only (ERROR/REJECT CODE)



J = Jeopardy Notice (RCODE & RDET fields will have content)



N = Confirmation of customer requested cancellation – Qwest Specific Value



X = Confirmation of LSR, DLR and CDLR – Qwest Specific



Z = Reject – Qwest Specific Value



QWST - DSRCM



L = Accepted (AT – Confirmed Update On PON)



C = Acknowledge - With Detail and Change (AC – Processed With Changes/Errors-Qwest Follow Up)



E = Reject with Exception Detail only (RF – Initial Fatal Update On PON)



N = Reject with Cancel (RF – Subsequent Fatal Update On PON)



W = Acknowledge – With Detail No change (AD – Processed With Changes/Errors-Provider Follow Up)


3. Suggested Resolution: 



There may be more than 1 method to solve this problem, however 2 “high level” options have been listed below:


1) The wireline carriers may consider abandoning use of the PIA and treating a “Confirmation” as a “Firm Commitment” rather than an “initial” ok.  All subsequent activity related to the port after a confirmation has been sent and the DDT has past can be done via the NPAC process using SOA systems.



2) The wireless documentation (WICIS) may consider expanding its processes to accommodate this aspect of intermodal porting.  As of today, this is a “fact of life” and it may prove prudent to enhance the industry recommended wireless process to accept the 4 fields related to the LSR PIA in CONJUNCTION with NPAC processes in order to facilitate automation and minimize manual intervention.
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LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  3/7/2005



Company(s) Submitting Issue:  Nextel Communications



Contact(s):  Name:   
Rosemary Emmer /  Susan Ortega



Contact Number:
301-399-4332  / 703-930-0173



Email Address:
rosemary.emmer@nextel.com / susan.ortega@nextel.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Currently a carrier can open a Code (NPA-NXX) for portability in the NPAC whether or not they own the NPA-NXX. 



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue:  



Codes are frequently opened under the wrong SPID due to typos or other types of errors by the service provider. This results in the following:



- SOA failures when attempting to perform an NSP create for a ported PTN



- Manual or NANC 323 SPID migrations, which are time consuming and resource constraining.



- Repeated failure transactions sent to NPAC due to data issues.



- Inability to activate ported subscribers until SPID migration has been completed.                             


B.   Frequency of Occurrence:  



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL: XXX



D. Rationale why existing process is deficient:  



Codes are frequently opened under the wrong SPID due to typos or other types of errors by the service provider because there is no validation when the code is opened.



E.   Identify action taken in other committees / forums: None that we are aware of. __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



We are recommending that NPAC personnel validate and audit code entries in NPAC by a TBD frequency. If the NPAC discovers a discrepancy with the code and carrier’s SPID, NPAC will contact the carrier to confirm that the NPA-NXX they opened actually belongs to the carrier. If no response is received within TBD (e.g., 48 business hours), NPAC will delete the code.
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AUGUST 2006 LNPA ACTION ITEMS.doc
AUGUST 2006 LNPA ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


No Action Items were assigned to NeuStar on the August 9th LNPA WG conference call.

GARY SACRA (VERIZON AND LNPA WG CO-CHAIR) ACTION ITEMS:

0806-01:  Gary Sacra, LNPA Co-Chair, will send a liaison to the INC with proposed text 


for the Part 1A pooling form agreed upon on the August LNPA WG conference call reminding providers receiving 1K blocks from the pool to ensure that the LRN associated with the pooled block is within an NPA-NXX that is active in the network.


NOTE:  This Action Item has been completed.  The attached revised Part 1A proposing the text that was agreed upon on the August 9th conference call was sent to the INC on 8/9.  The INC has confirmed that the liaison will be discussed at their upcoming INC 89 meeting later this month.











[image: image1.emf]Attachment-1-Part-1 A-Final-11-21-03 (LNPA WG LRN Liaison 8-9-06).doc




SERVICE PROVIDER ACTION ITEMS:

0806-02:  NeuStar has determined that part of NANC Change Order 412 is not a 


Document Only change.  With regard to the BDD file for notifications, the Business Type and Timer Type attributes for Object Creation Notifications are not currently part of the BDD file even though they are sent to the SOA over the CMIP interface.  Adding them to the BDD file would require changes for both NPAC and any SOAs that have implemented this functionality.  Service Providers are to come prepared to the September LNPA WG meeting to discuss any concerns.  See the attached Change Order document regarding NANC 412.  See related Action Item 0806-03.
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SOA VENDOR ACTION ITEMS:

0806-03:  NeuStar has determined that part of NANC Change Order 412 is not a 


Document Only change.  With regard to the BDD file for notifications, the Business Type and Timer Type attributes for Object Creation Notifications are not currently part of the BDD file even though they are sent to the SOA over the CMIP interface.  Adding them to the BDD file would require changes for both NPAC and any SOAs that have implemented this functionality.  SOA Vendors are to come prepared to the September LNPA WG meeting to discuss any concerns.  See the attached Change Order document regarding NANC 412.  See related Action Item 0806-02.
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				Open Change Orders







				Chg Order #



				Orig. / Date



				Description



				Priority



				Category



				Proposed Resolution



				Level of Effort







				



				



				



				



				



				



				NPAC



				SOA LSMS







				NANC 372



				Bellsouth 11/15/02



				SOA/LSMS Interface Protocol Alternatives



Business Need:



Currently the only interface protocol supported by the NPAC to SOA and NPAC to LSMS interface is CMIP.  The purpose of this change order is to request analysis be done to determine the feasibility of adding other protocol support such as CORBA or XML. The primary reasons for looking into a change would be 1) Performance, and 2) Implementation complexity.



				



				



				TBD




Dec ’02 LNPAWG, discuss this change order in January ’03 in the new arch review meeting.








				TBD



				TBD / TBD







				NANC 388 v2



				NeuStar



5/11/06



				Un-do a “Cancel Pending” SV




Business Need:



As discussed during the May ’06 LNPAWG meeting, a doc-only update needs to be incorporated to correct the behavior of the current implementation of the un-do functionality.



				



				



				See attached.  Change bars indicate new text.
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				N/A



				N/A / N/A







				NANC 396



				LNPA WG




9/9/04



				NPAC Filter Management – NPA-NXX Filters




Business Need:



The existing NPAC Filter Management process only allows a filter to be applied for a particular NPA-NXX if that particular NPA-NXX has previously been opened within NPAC.  The NPAC also supports the ability for a SOA/LSMS to manage their own filters over the CMIP interface.  Using this method, however, SOA/LSMS administrators must still wait upon receipt of a new code opening from the NPAC to create a new filter for those cases where they do not want to receive any Subscription Versions for that NPA-NXX.  Because of how the NPAC Filter Management process works in conjunction with the SOA/LSMS implementation options, SOA/LSMS administrators are manually unable to efficiently filter out unnecessary Subscription Versions based on NPA-NXX for the purpose of SOA/LSMS capacity management.  As a result, unnecessary Subscription Versions are sent to a SOA/LSMS or an unnecessary amount of resources are spent by the end user monitoring NPA-NXX activity at the NPAC in real-time to ensure Subscription Versions that are not needed are indeed not being sent to their SOA/LSMS.  An unnecessary amount of resources are also spent by the NPAC maintaining these filters for carriers.




Alternatively, a SOA/LSMS could implement an automated mechanism to manage filters over the CMIP interface, based on a local database table (or file).  This table (or file) would contain codes that the SOA/LSMS wishes to filter out.  So, when a new code is opened in NPAC and broadcast to the SOA/LSMS, the automated mechanism could issue a new filter request to the NPAC over the CMIP interface.  The issue with this approach is that it requires every SOA/LSMS (that wishes to use this functionality) to implement this feature.







				TBD



				FRS, IIS



				Func Backwards Compatible:  YES




This Change order proposes that filters may be implemented for an NPA-NXX before it is entered into the NPAC or a filter should be able to be implemented at the NPA level to account for any NXX in a particular NPA, even before an NXX may exist under that NPA within NPAC.







				N/A



				N/A / N/A







				NANC 396 (con’t)



				Proposed Solution (continued):




Major points/processing flow/high-level requirements:




1. The NPAC will continue to support filters at the NPA-NXX level.



a. The NPAC will keep the existing edit rule where an NPA-NXX must already exist in the NPAC in order to create a filter for that NPA-NXX.




b. The existing NPA-NXX filters will continue to be supported for NPAC personnel to maintain, via the NPAC GUI, for a requesting Service Provider.




c. The existing NPA-NXX filters will continue to be supported across the CMIP interface.




2. The NPAC will add support of filters at the NPA level.



a. The NPAC existing “NPA-NXX must exist” edit rule will NOT apply when creating NPA filters.




b. The new NPA filters will be supported for NPAC personnel to maintain, via the NPAC GUI, for a requesting Service Provider.




c. The new NPA filters will be supported across the CMIP interface (same as the NPA-NXX filter is currently).




d. Once an NPA filter is added, all subordinate NPA-NXX filters will be deleted.




3. Existing filter functionality related to broadcasts will remain in the NPAC (i.e., the NPAC will NOT broadcast data to an LSMS that has a filter for a given NPA or NPA-NXX).




4. No modifications required to local systems (SOA, LSMS).




5. No tunable changes.




6. No report changes.












				



				







				















				



				



				











				



				







				NANC 402



				Nextel




2/9/05



				Validate Code Owner (SPID) Before Opening Code




Business Need:



Refer to separate document (NANC 402 ver zeroDOTone.doc, dated 4/1/05).







				TBD



				TBD



				Func Backwards Compatible:  Yes








				



				







				NANC 408



				T-Mobile




10/20/05



				SPID Migration Automation Change




Business Need:



Refer to separate document (NANC TBD ver zeroDOTone.doc, dated 10/20/05).







				TBD



				TBD



				Func Backwards Compatible:  Yes








				



				







				NANC 411



				NeuStar 04/30/06



				Doc Only Change Order: IIS




The current documentation needs to be updated:




1.  Part II of IIS, SV Create flows in B.5.1.1 and B.5.1.2, object creation notifications include timer type if supported by the SOA, and business type if supported by the SOA.  This is added to the list in step 5.  This is already refected in the GDMO under subscription version NPAC behavior, so no corresponding GDMO change is needed.



2.  Part I of IIS, Section 5.3.4, Recovery.  The current text incorrectly indicates a failure error (two places), and instead should indicate an abort.  “Service Provider and Notification recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message abort is returned.”, and “SWIM based recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message abort is returned.”

Also, add the following text to the SWIM section:
If the Service Provider system returns an invalid ACTION_ID, the NPAC will abort the association.



3.  Part II of IIS, Disconnect flows in B.5.4.1 and B.5.4.2.  A note should be added to clarify the meaning of donor service provider.
NOTE:  The “donor service provider“ is the NPA-NXX Holder, or in cases of a TN within a Number Pool Block, it is the NPA-NXX-X Holder.



4.  NANC 399 data, current status.  The current documentation lists 399 as “inactive in the NPAC”.  This note should be removed from the IIS.







				



				IIS



				Func Backwards Compatible:  YES




Correct the current documentation.








				N/A



				N/A / N/A







				NANC 411 (con’t)



				



				Doc Only Change Order: IIS




5.  Part II of IIS, Exhibit 3, CMIP Error Mapping to NPAC SMS Errors.  Several entries need to be updated with the June ’06 version of the error file.



6.  Part II of IIS, Disconnect flow in B.5.4.1.  The extra M-SET steps should be removed.  The M-SET that indicates “disconnect-pending” is incorrect.  This should be changed to 



“sending”.  The second set of M-SETs should be removed.







				



				IIS



				Func Backwards Compatible:  YES




Correct the current documentation.







				N/A



				N/A / N/A







				NANC 412



				NeuStar 05/31/06



				Doc Only Change Order: FRS




The current documentation needs to be updated:




1.  NANC 399 data, SV Type and Alternative SPID are incorrectly shown in the NPA-NXX-X Data Model (Table 3-13).  These should be removed from here, and placed in the Number Pool Block Data Model instead (Table 3-8).  The change order definition for NANC 399 correctly shows these two items in the Number Pool Block Data Model.



2.  NANC 399 data, SV Type and Alternative SPID, Appendix E: Download File Examples.  These two items should be added to the numberPoolBlock-objectCreation and numberPoolBlock-attributeValueChange.



3.  NANC 352 data, SPID Recovery.  Service Provider specific tunables need to be added to the NPAC Customer Data Model (Table 3-2).  These two items include:  SOA Supports SPID Recovery, LSMS Supports SPID Recovery.  The default for both is FALSE.  These should also be added to the SP data elements requirement (R4-8), and also new requirements to define the tunables (similar to RR6-123, 4, 5).



4.  NANC 399 data, current status.  The current documentation lists 399 as “inactive in the NPAC”.  This note should be removed from the FRS.







				



				FRS



				Func Backwards Compatible:  YES




Correct the current documentation.




For #2, detailed updates attached:
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				N/A



				N/A / N/A







				NANC 412 (con’t)



				



				Doc Only Change Order: FRS (continued)



5.  Appendix E, BDD File for Notifications.  The current documentation does NOT list Business Type and Timer Type for Object Creation Notifications, even though these two attributes are currently sent to the SOA over the CMIP interface.



6.  NANC 138, Definition of Cause Code.  Service Provider specific tunables need to be added to the NPAC Customer Data Model (Table 3-2).  These two items include:  SOA Supports Cancel-Pending to Conflict, LSMS Supports Cancel-Pending to Conflict.  The default for both is FALSE.  These should also be added to the SP data elements requirement (R4-8), and also new requirements to define the tunables (similar to RR6-123, 4, 5).  In order to maintain backwards-compatibility, the return response is slightly different for SOA and LSMS.  SOA:  if true, return on a query and return on a notification; if false, do not return on a query and return a replacement value of “1” on a notification.  LSMS:  if true, return on a query; if false, do not return on a query.







				



				FRS



				Func Backwards Compatible:  YES




For #5, detailed updates attached:
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				N/A



				N/A / N/A







				NANC 413



				NeuStar 05/31/06



				Doc Only Change Order: GDMO



The current documentation needs to be updated:




1.  








				



				GDMO



				Func Backwards Compatible:  YES




Correct the current documentation.








				N/A



				N/A / N/A
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				NANC 147



				AT&T




8/27/97



				Version ID Rollover Strategy




Currently there is no strategy defined for rollover if the maximum value for any of the id fields (sv id, lrn id, or npa-nxx id) is reached.  One should be defined so that the vendor implementations are in sync.  Currently the max value used by Lockheed is a 4 byte-signed integer and for Perot it is a 4 byte-unsigned integer. 




Sep 99 LNPA-WG (Chicago), since the version ID for all data is driven by the NPAC SMS, the rollover strategy should be developed by Lockheed.  SPs/vendors can provide input, but from a high level, the requirement is to continue incrementing the version ID until the maximum ([2**31] –1) is achieved, then start over at 1, and use all available numbers at that point in time when a new version ID needs to be assigned (e.g., new SV-ID for a TN).




Dec ’05 comments:  NeuStar provided a list of five record types that could have numbers that roll over (since they come across the interface).  Local vendors have action item to determine if they will have a prob with numbers that come “out of order”.








				High



				FRS



				Func Backwards Compatible:  NO




A strategy on how we look for conflicts for new version id’s must be developed as well as a method to provide warnings when conflicts are found.




Oct 98 LNPAWG (Kansas City), it was requested that we begin discussing this in detail starting with the Jan 99 LNPAWG meeting.  Beth will be providing some information on current data for the ratio of SV-ID to active TNs (so that we can get a feel for how much larger the SV-ID number is compared to the active TNs).




Sep 99 LNPA-WG (Chicago), Lockheed will begin developing a strategy for this.




Jun 00 LNPA-WG (Chicago), AT&T analysis and calculation (using current and projected porting volumes) indicate that a need for a version ID rollover strategy is more than five years away.  Therefore, this change order is removed from R5, and will be discussed internally by NeuStar technical staff.




Jul 00 LNPAWG: NeuStar will track the problem.  It will be a NeuStar internal design.  Change order to stay on open list for possible later Document Only changes.




Jan 06 LNPAWG: Moved to accepted.







				High



				High? / High?







				NANC 147 (con’t)



				



				



				



				



				Mar  06 LNPAWG:  Action IDs and Audit IDs are now expected to rollover in 7 months in the SE Region.  NANC 147 will document the rollover strategy.  There will be no initiative to go to 64 bit IDs..



				



				







				



				



				















				



				



				



































				











				







				







				



























				



				







				























				



				



				



























				



				







				NANC 355



				SBC 4/12/02



				Modification of NPA-NXX Effective Date (son of ILL 77)




Business Need:



When the NPAC inputs an NPA Split requested by the Service Provider and the effective date and/or time of the new NPA-NXX does not match the start of PDP, the NPAC cannot create the NPA Split in the NPAC SMS.  To correct this problem the NPAC can contact the Service Provider and have them delete and re-enter the new NPA-NXX specified by the NPA Split at the correct time, or the NPAC can delete and re-enter the NPA-NXX for the Service Provider.




However, the NPA-NXX may already be associated with the NPA Split at the Local SMS, and the subsequent deletion of the NPA-NXX will cause that specific record to be old time-stamped.  When the NPA-NXX is re-created, that new record will have a different time stamp, and it requires a manual task for the Service Provider to search for new NPA-NXX records which might match the NPA Split.  If identified and corrected, it will be added.  If not identified, it will affect call routing after PDP.








				



				FRS, IIS, GDMO



				Func Backwards Compatible:  NO




This activity would only be allowed by NPAC personnel, via the GUI, to modify the NPA-NXX Effective Date.




At the time of modification request, all existing pending subscription versions must have a due date greater than the new effective date in order for the change to occur.  If one or more pending subscription versions have a due date less than the new effective date, a change would not be made and an error message would be returned to the NPAC user.




It would be the responsibility of the owner of the NPA-NXX to resolve issues of pending versions with due dates prior to the new effective date before a change could be made.




For valid requests, the NPAC will notify the SOA/LSMS of a modified effective date (M-SET). 




Jan ’03 LNPAWG, approved, move to accepted category.



				Med-Low



				TBD / TBD







				NANC 363



				NeuStar 6/14/02



				Lockheed-to-NeuStar private enterprise number: Change to NeuStar registration number.



Business Need:



The current ASN.1 uses the Lockheed Martin private enterprise number.  This needs to be changed to the NeuStar registration number, as was provided by IANA (Internet Assigned Number Authority).




The following three areas in the ASN.1 will be changed:




LNP-OIDS




  {iso(1) org(3) dod(6) internet(1) private(4) enterprises(1)




   lockheedMartin(103) cis(7) npac(0) iis(0) oids(0)}




lnp-npac OBJECT IDENTIFIER ::=




  {iso(1) org(3) dod(6) internet(1) private(4) enterprises(1)




   lockheedMartin(103) cis(7) npac(0)}




-- LNP General ASN.1 Definitions




LNP-ASN1




  {iso(1) org(3) dod(6) internet(1) private(4) enterprises(1)




   lockheed(103) cis(7) npac(0) iis(0) asn1(1)}








				



				ASN.1



				Func Backwards Compatible:  NO




Change the current ASN.1 definition from lockheedMartin (103) to NeuStar (13568). 




Jan ’03 LNPAWG, approved, move to accepted category.  Need to get SOA/LSMS vendor feedback during Feb ’03 LNPAWG meeting.




Feb ’03 LNPAWG, SOA/LSMS vendor feedback.  Colleen Collard (Tekelec), more than a recompile, but LOE is low.  Logistical implementation an issue since non-backwards compatible (for vendors with single platform and different regions with different implementation dates).  Need to consider efficiency of roll-out.  To alleviate this problem would need all regions upgraded at same time.  Burden will be somewhere for someone to support both (either NPAC or vendor side).  This change should be incorporated at the next regular release, and not during it’s own release.



				TBD (change to TBD, since NPAC may support both old and new number.  Would set short sunset



				Low / Low







				NANC 382



				NeuStar 4/4/03



				“Port-Protection” System




(The following is the original request.  Subsequent modifications were made during several LNPAWG meetings.  Refer to the bottom of this change order for the current version.)




Overview:




The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports that gives end-users the ability to define their portable telephone numbers as “not-portable.”  The NPAC SMS enforces the “not-portable” status of a telephone number so long as it remains in effect.  No Local Service Provider (LSP) can invoke or revoke “port protection” on a working telephone number; end-users completely control the portability of their portable telephone numbers.




Business Need:




Inadvertent porting of working numbers is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that physical plant is operated without failure.  This is because any LSP by mistake may port a telephone number away from that number’s current serving switch.




The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) when the wrong telephone number submitted to NPAC for a conventional inter-SP port, and (2.) when intra-SP ports are not done before a pooled block is created.  There is a similar inadvertent port problem for non-working numbers, but erroneous moves of non-working numbers are not directly service-affecting and are not addressed here.




NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.



				TBD



				FRS, IIS, GDMO, ASN.1



				Interface and Functional Backwards Compatible:  NO




Description of Change:




(The following is the original request.  Subsequent modifications were made during several LNPAWG meetings.  Refer to the bottom of this change order for the current version.)




See next page.








				TBD



				TBD / TBD







				NANC 382 (con’t)



				Continuation of NANC 382, Port-Protection System, Proposed Resolution section:




-- System Architecture -- 




Changes to the NPAC SMS are required, to establish a table of “Port-Protected TNs” in which portable numbers that no longer can be ported are listed.  A step must be added to the NPAC SMS’s validation process in order to check this new table whenever an inter-SP port or pooled block create is attempted.
  An interface change could be required as well if industry wishes to know when a request’s rejection is due to the involved number being on the “Port Protection” list.




Creation of an IVR system is required, to receive end-user requests for protection of their numbers from porting (or to remove this protection) and to relay the information to the NPAC SMS.  The system would automatically modify the NPAC’s “Port-Protection” tables based on the end-user requests it receives.  Access to the IVR would be through the end-user’s current LSP customer rep.  Any other LSP willing to assist the end-user could be involved.




The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.




The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)




Arrangements for security handshakes must be made in advance with each participating LSP.




A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.




To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could participate, i.e., only the current LSP or a new LSP in a pending port request situation.




(con’t)







				NANC 382 (con’t)



				Continuation of NANC 382, Port-Protection System, Proposed Resolution section:




-- System Operation -- 




The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.




The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)




Arrangements for security handshakes must be made in advance with each participating LSP.




A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.




To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could participate, i.e., only the current LSP or a new LSP in a pending port request situation.




When the NPAC attempts to create a pending SV or a pooled block, the NPAC will check the “Port Protection” list in its validation process for inter-SP port (including Port-to-Original) and “-X” create requests. 




The “Port Protection” validation does not occur for intra-SP ports.  These may represent inadvertent ports, but validation necessary to determine whether override would be appropriate is not feasible.  The validation occurs for only those deletes that are “Port-to-Original” situations.




(con’t)







				NANC 382 (con’t)



				Continuation of NANC 382, Port-Protection System, Proposed Resolution section:




 -- Process Flow -- 




The end-user contacts an LSP (or an LSP contacts the end-user).  (It is not inherently necessary for there to be Service Provider involvement in this process, but NeuStar is not prepared to operate a system which does not involve LSP participation.)




End-user indicates desire to invoke (or revoke) “Port Protection.”




LSP customer rep places end-user on hold and calls the “Port-Protection” IVR.




LSP provides its pre-assigned ID information to IVR system.  (LSP arrange for security codes before attempting to assist end-users with the “Port-protection” process.)




LSP brings end-user on to the active line and leaves call; end-user interacts with IVR.




Using a standard script, the IVR confirms caller is authorized to make changes to the telephone number account, determines the caller’s name, and lists the telephone number(s) to be added to (or removed from) the “port-protection” table.  The customer may actually enter the TN desired.  The call is recorded.




The IVR system then enters this information into an automated ticket system.




Completion of the ticket automatically sends triggers an update of the NPAC’s “port-protection” table.




In the case of a number that has been entered in the port-protection table, but is no longer assigned to an end-user, the current Service Provider itself can ask that the number be removed from the “port-protection” table.  The provider would have to be recognized by the NPAC as the code/block owner and would have to state that the number is not assigned to an end-user.












				Continuation of NANC 382, “Port-Protection” System




This change order was reviewed and revised during the May through Sep ’03 LNPAWG meetings.  The final version of the open change order at the time of acceptance (for development of more detailed information) is shown below:




Overview:




The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports.  The system makes it possible for end-users to define their portable telephone numbers as “not-portable.”  The NPAC SMS prevents the port of a “not-portable” telephone number (TN) through its automated validation processes.  A Local Service Provider (LSP) can invoke or revoke “port protection” for a working TN, but only at the end-user’s request.




Business Need:




Inadvertent porting of working TNs is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that the physical plant is operated without failure.  This is because another LSP by mistake may port a TN away from that number’s current serving switch. 




The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) the wrong TN is submitted to the NPAC SMS for a conventional inter-SP port, and (2.) intra-SP ports are not done before a thousands-block is created. There are similar inadvertent port scenarios for non-working TNs, but erroneous moves of non-working TNs are not immediately service-affecting and are not addressed here.




NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.



				Interface and Functional Backwards Compatible:  NO




This change order was reviewed and revised during the May through Sep ’03 LNPAWG meetings.  The final version of the open change order at the time of acceptance (for development of more detailed information) is shown below:




Description of Change:




 -- System Architecture -- 




Changes to the NPAC SMS are required to establish a table of “Port Protected” TNs, in which portable numbers that no longer can be ported are listed, and to add a validation step that rejects attempts to port a TN that is on the list.  The validation is performed on the new-SP’s Create message for an inter-SP port, when a thousands block is created, and, optionally, for an intra-SP port.  (The optional intra-SP port validation is invoked on a SPID-specific basis.)   The rejection notification sent when a request fails this NPAC SMS validation will indicate that the TN is on the Port Protection list.  No interface change is required for this rejection message, since a new optional attribute will be added to accommodate the new error text.




LSP requests to add TNs to the Port Protection table are made to the NPAC Help Desk via e-mail (the TNs involved are shown on an Excel attachment to the e-mail message).  LSPs use the same approach to delete TNs from the table.




(con’t)







				NANC 382 (con’t)



				Continuation of NANC 382, Port-Protection System, Proposed Resolution section:




-- System Operation -- 




A TN is added to the NPAC’s Port Protection table when an LSP requests this action.  The same process applies when an LSP requests the removal of a TN from the table.




The NPAC Help Desk accepts requests to change Port Protection table entries only from pre-authorized representatives of an LSP.  (The LSP need not be a facility-based provider.)  A TN may be added to or removed from the “Port Protection” list as often as required.




When the NPAC SMS receives the new SP’s Create request, it will check the Port Protection table during the Pending SV Create validation process for inter-SP ports (including Port-to-Original SV deletes). Optionally
, the validation is performed for intra-SP ports.




The NPAC SMS also will make this validation check in connection with “-X” create requests.
 



The validation is not applied to Modify requests




In the disconnect scenario, the NPAC SMS will check the Port Protection list and, if the TN is found, will remove the involved disconnected ported TN from the list.  This automatic removal of a disconnected TN from the Port Protection list can occur only in the case of a disconnected TN that was ported.  A non-ported TN that is disconnected must be removed from the list by the LSP having the disconnected non-ported TN in its inventory.




(con’t)







				NANC 382 (con’t)



				Continuation of NANC 382, Port-Protection System, Proposed Resolution section:




-- Process Flow -- 




NPAC Help Desk




· The end-user contacts an LSP (or an LSP contacts the end-user). 




· End-user indicates to LSP his desire to invoke (or revoke) “Port Protection.”




· LSP contacts NPAC Help Desk via e-mail to request change.




· The NPAC Help Desk updates the Port Protection table.




NPAC SMS



· NPAC SMS applies the Port Protection validation (1.) to the new-SP Create request of an inter-SP port, (2.) to a Block Creation request, and (3.) optionally at the individual SPID level, to an intra-SP port request.  If the TN is found on the Port Protection list, NPAC SMS rejects the request and indicates that a Port Protection validation failure is the reason for the request’s rejection.




· Disconnect of a ported TN results in automatic removal of the TN from the Port Protection list; disconnect of a non-ported TN requires owning LSP to request the disconnected TN’s removal from the list.




· An LSP’s regional NPAC SMS Profile indicates whether the Port Protection validation should be applied also to its intra-SP port requests.












				382 (cont)



				Nov ’03 LNPAWG, discussion:



The group discussed the high-level steps.  There were a couple of updates that were requested.  These steps will be evaluated once the policy issues/questions are discussed:




1. For intra-ports, let the port go through and keep them on the list.




2. In steps 4.b, no need to look at the list, just allow the Old SP Create to happen.  If they are on the list, then for now, leave it on the list.




3. For step 8, add that this does NOT apply to PTO.




Policy issues/questions:  (at the Jan ’04 LNPAWG, we would discuss if and how, we might Tee this up at NANC).




1. What types/classes of numbers can be placed on the list?  What criteria?  What kind of criteria.




2. Who can put it on the list and remove it from the list?  This is an authorization question.




3. What is the PROCESS for getting them on and off the list?  How mechanically, do you put/remove it on the list.




4. Who can access the list, need a process to access the list.  What is shown when they access the list    (police, other authority)




Other points discussed:




1. Want more than just the IVR way to get numbers on/off the list.




2. Want some type of pre-validation process to “ping” the list and see if someone is on the PPL.




3. Want the ability to audit the list.












				NANC 390



				Qwest




10/16/03



				New Interface Confirmation Messages SOA/LSMS – to - NPAC




Business Need:



Service Provider systems (SOA/LSMS) need to know (in the form of a positive acknowledgement from the NPAC) that the NPAC has received their request message, so the systems (SOA/LSMS) do not unnecessarily resend the message and cause duplicate transactions for the same request.




Based on the current requirements for the NPAC, the NPAC acknowledgement message (generally referred to as "a response to a request" from the SOA/LSMS) is not returned until AFTER the NPAC has completed the activity required by that request.  During heavy porting periods, transactions that require many records to be updated may take longer than normal for a response to be received from the NPAC.  In the case of a delayed response, the SOA/LSMS may abort the association to the NPAC (e.g., after the 15 minute Abort timer expires).  When the association is re-established, the SOA/LSMS may resend messages to the NPAC because they haven’t received a response to the first message and thus believe the NPAC did not receive the original message.  This behavior can lead to a duplicate transaction for the same request thus:  1.) causing a heavy volume of transactions over the NPAC to SOA/LSMS interface, 2.) slowing Porting completion, 3.) causing an increase of Porting costs, 4.) causing duplicate message processing at the NPAC, and 5.) possibly causing manual intervention by NPAC and Service Provider personnel, etc.



				TBD



				FRS, IIS, GDMO, ASN.1



				Func Backwards Compatible:  NO




A new message will be explored during the Nov ’03 LNPAWG meeting.




Additionally, a discussion item needs to occur regarding the possible inclusion of Service Provider profile settings to support this new feature.



				N/A



				N/A  / N/A







				NANC 390 (con’t)



				Nov ’03 LNPAWG, discussion:



Explained the current functionality, and the fact that higher priority transactions will be worked before other requested work, which can cause delays in responses.  In the case where previously submitted work was re-sent to the NPAC, the NPAC may have to re-do work it has already done.




Providers may see a backup in their SOA traffic, thereby causing them to process extra data as well.




A toggle would need to be added for backwards compatibility.  Providers that support the new confirmation message would use the new method/flow, and other providers would continue to use the current method/flow.  There is definitely a benefit to this, but to obtain the benefit would require changes to the SOA as well.




It was agreed that this would be accepted as a change order, and would continue to be worked with the Architecture group in December.




Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.







				NANC 397



				Verizon Wireless and SNET Diversif’d Group



7/28/04



				Large Volume Port Transactions and SOA Throughput




Overview:




Service Providers have voiced concerns about the volume of port transactions that the NPAC can process per second when mass changes need to be made and broadcasted to the industry.  Now that wireless service providers are porting throughout the United States, the volume of port transactions has increased and will continue to increase in general, and mass changes will need to be made more frequently as well. The consolidations of Carriers and Switches will also generate an increase in the number of Mass Modifications for the update of the Network Data Tables (LIDB, CNAM, CLASS, ISVM and SMSSC).




Business Need:




As wireless service providers are continually managing their networks and load-balancing the traffic and subscribers on them, the need for HLR and DPC database changes may become more frequent and of larger volumes in the future.  For example, the wireless carrier may need to modify LRNs for 100,000 ported in subscribers to effectively change their switch designations.  Ultimately, the NPAC must be able to handle those 100,000 transactions in a short amount of time.  The desired process would be to modify all the records in one evening rather than having to split up the changes over a period of days or weeks. Similarly, Service Providers who have consolidated or have changed business plans need to update the Network Tables in order to ensure proper routing to Database Storage (LIDB, CNAM, etc.).




(continued)



				TBD



				N/A



				Func Backwards Compatible:  YES




The performance impacts to the SOAs, NPAC, and LSMSs need to be determined for large volume ports.




As porting volumes increase, it will be very important for all systems to be capable of reliably receiving downloads while retaining their association under heavier loads.



All systems should be able to maintain their current required availability level under heavy loads.  Large volume porting should not require scheduled downtime.  




The current plan is for service providers to start compiling technology migration forecast estimates and provide this information to Steve Addicks by March ’05.  At that time, the Architecture Team will begin a review of the data (without service provider names) and begin some analysis on next steps.








				TBD



				N/A / N/A







				NANC 397 con’t



				Large Volume Port Transactions and SOA Throughput  (Description section, continued)




Intense coordination is required to effect the changes necessary to properly route the queries associated with these databases, including LERG, LARG and CNARG updates, GTT changes in STPs and end office routing changes.  Additionally, modifications need to be made to the Network Tables in the NPAC and the transaction limitations force such modifications to be spread over weeks and/or months straining the resources of an industry already processing changes on a 24X7 basis. The two methods available for large volume NPAC changes are 1) modifications done through the SOA and 2) modifications done using the industry Mass Modification process.  Processing through the SOA, at the current rate of 4 to 6 transactions per second, it could take more than 4 hours to make LRN changes to 100,000 subscribers. If something goes wrong and the Service Provider needs to back out of the changes, then another 4 hours would be required to make the corrections.  This could start to creep into regular business hours in large volume ports. There is a concern about technology migrations and the current 25K/night operational limitation (originally submitted as PIM 43, and now turned into a change order).  This is not an immediate need, but something that should be planned for the three-five years out timeframe.




The industry Mass Modification process is limited to 25,000 changes per region per day Monday through Friday and 50,000 changes per region per day Saturday and Sunday. This limitation applies to all service providers requesting a change, so if more than one service provider wishes to make changes on a particular day, the limitation encompasses all service providers wishing to modify records. A wireless subscriber migration involves more than just that service provider; it also involves each of that service provider’s roaming partners updating their networks on the same night, resulting in a very large coordinated effort among many parties.  




There are also concerns about multiple wireless service providers doing these same types of migrations on the same nights and what coordination needs to take place to ensure that all service providers are able to manage their networks as needed and when needed.  Using the Mass Modification method for large volume projects requires a high level of coordination and scheduling especially if other service providers in the region also need to do large modifications at the same time.  




Additional updates between the NPAC and the SOA may be needed using the Mass Modification process.  This adds additional time and coordination to fully complete a large volume project.  




Jan 06 – moved to Accepted per LNPAWG discussion







				NANC 400



				NeuStar




1/5/05



				URI Fields




Business Need:



Refer to separate document (NANC 400 ver zeroDOTthree.doc, dated 3/15/05).







				TBD



				TBD



				Func Backwards Compatible:  Yes




Dec 05 – moved to Accepted per LNPAWG discussion



				



				







				NANC 401



				VeriSign




1/13/05



				Separate LSMS Association for OptionalData Fields




Business Need:



Refer to separate document (NANC 401 ver zeroDOTtwo.doc, dated 4/1/05).







				TBD



				TBD



				Func Backwards Compatible:  Yes




Jan 06 – moved to Accepted per LNPAWG discussion



				



				







				NANC 403



				NeuStar




3/30/05



				Only allow Recovery Messages to be sent during Recovery



The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.




This will require some operational changes for Service Providers that utilize Network Data and/or Subscription Data recovery while in normal mode.



				TBD



				TBD



				Func Backwards Compatible:  Yes




The proposed solution is to update the FRS, IIS and GDMO recovery description to indicate that network data and subscription data recovery requests sent during normal mode will be rejected.




No sunset policy will be implemented with this change order.








				



				







				NANC 403




(con’t)



				Proposed Solution:




FRS, new requirements:




Req 1       All Data Recovery Only in Recovery Mode




NPAC SMS shall allow a SOA or LSMS to recover data ONLY in recovery mode.




Req 2       Recovery Restriction Tunable Parameter



NPAC SMS shall provide a Regional Recovery Restriction in Recovery Mode Only tunable parameter which is defined as an indicator on whether or not the restriction of recovery requests only be allowed while in recovery mode is supported by the NPAC SMS for a particular NPAC Region.




Req 3       Recovery Restriction Tunable Parameter Default



NPAC SMS shall default the Regional Recovery Restriction in Recovery Mode Only tunable parameter to TRUE.




Req 4       Recovery Restriction Tunable Parameter Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Regional Recovery Restriction in Recovery Mode Only tunable parameter.




IIS, section 5.2.1.9, add the following text:




All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).




IIS, section 5.3.4, change the following text:




Service Provider and Notification All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).




GDMO, lnpDownload notification, add the following text in the behavior section:




All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).




Dec 05 – moved to Accepted per LNPAWG discussion.











				



				



				



				



				



				



				



				











Next Documentation Release Change Orders




				Next Documentation Release Change Orders







				Chg Order #



				Orig. / Date



				Description



				Priority



				Category



				Proposed Resolution



				Level of Effort







				



				



				



				



				



				



				NPAC



				SOA LSMS







				



				



				



				



				



				



				



				







				



				



				



				



				



				



				



				











Next Release (TBD) Change Orders




				Next Release (TBD) Change Orders







				Chg Order #



				Orig. / Date



				Description



				Priority



				Category



				Proposed Resolution



				Level of Effort







				



				



				



				



				



				



				NPAC



				SOA LSMS







				



				



				



				



				



				



				



				







				



				



				



				



				



				



				



				











Cancel – Pending Change Orders




				Cancel - Pending Change Orders







				Chg Order #



				Orig. / Date



				Description



				Priority



				Category



				Proposed Resolution



				Level of Effort







				



				



				



				



				



				



				NPAC



				SOA LSMS







				ILL 5



				AT&T 10/15/96



				Round-Robin Broadcasts Across LSMS Associations 




The NPAC SMS would support additional LSMS associations and manage the distribution of transactions in a round robin algorithm across the associations.  For example, due to performance conditions a Service Provider may want to start another LSMS association for network/subscription downloads.  The NPAC SMS would accept the association, manage security, and distribute network/subscription PDUs across the 2 or more associations using the round robin algorithm (One unique PDU will be sent over one association only.)




This change order applies to LSMS only.



				Medium Low



				FRS, IIS



				Func Backwards Compatible:  NO




This feature may already be implemented in the Lockheed Martin developed NPAC SMS.




01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.




Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.



				Low



				N/A / High







				NANC 219



				AT&T 6/5/1998



				NPAC Monitoring of SOA/LSMS Associations




It has been requested that NPAC Monitoring of SOA and LSMS associations be put into the NPAC SMS at the application (CMIP) layer.  The approach suggested by the requestor would be to alarm whenever aborts are received or sent by the NPAC.  When these alarms occur, the NPAC Personnel would contact the affected Service Provider to work the problem and ensure the association is brought back up.




From this point forward, this change order will deal with the alarm abort option.  The heartbeat abort option is NANC 299.








				High



				FRS



				Pure Backwards Compatible:  YES




Sep LNPAWG (Seattle), discussed various options for working the problem of dropped associations (i.e., causes partial failures for the new SP trying to activate).




Options include, 




1.)  sending a notification to all SPs that "an SP is currently not associated", then another notifications once it is back up, "all SPs associated".




2.)  stopping an activation request, because an association is down.




3.)  sending a notification to the New SP when an activate is received, that an association is down, "do you still want to activate?".




NEXT STEP:  all SPs should consider issues and potential options for activates during a missing association that will cause a partial failure.




Oct LNPAWG (Kansas City), the conversation migrated away from the three options discussed in Seattle, and back to the NPAC proactively monitoring the association.  This would require the NPAC to provide an attendant notification that a Service Provider is down, then notifying them of their missing association.




(continued)



				Low (alarm abort)




Med (heartbeat abort)




High (ops costs for all options)



				N/A / N/A







				NANC 219




(con't)



				Proposed Solution (continued):




So, anytime the NPAC receives an abort from a Service Provider, an NPAC alarm should be triggered, and an M&P should kick in where NPAC personnel notify the downed SP.




This has been moved into the "Accepted" category, awaiting prioritization.




Refer to R4 Change Orders for current proposed resolution.




01/02/02 – NPAC R4.0 as submitted to the LLC in 2000 is not going forward.  This change order has been moved back into the “accepted” section of this document.




01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.







				NANC 232



				MetroNet




8/14/98



				Web Site for First Port Notifications




Currently all SOAs and LSMSs receive "first port" notifications.  A request has been submitted to provide this information on the NPAC Web Site.




Sep LNPAWG (Seattle).  This change order was introduced by MetroNet as a means for LTI users to obtain "first port" notifications.




The current process does NOT send this information to the LTI user (unlike SPs that have a CMIP-based SOA), but requires the LTI user to "query" the NPAC for notifications contained in the NPAC notification log (for that specific SP).  Currently, this log contains the most recent 25 notifications for that SP.  The user may also generate an NPAC report of all notifications for that SP.




The desire is to have these "first port" notifications on the web, similar to the NPA-NXX openings that are on the web today.








				High



				FRS



				Pure Backwards Compatible:  YES




Sep LNPAWG (Seattle).  This change order was discussed by those in attendance.  It was agreed that this change order was acceptable, and should be moved to the "Future Release CLOSED" List, and await prioritization from the group.




NOTE:  This change order is similar to the existing requirements, R3-10 and R3-11 (Web bulletin board updates of NPA-NXXs and LRNs).




Refer to R4 Change Orders for current proposed resolution.




01/02/02 – NPAC R4.0 as submitted to the LLC in 2000 is not going forward.  This change order has been moved back into the “accepted” section of this document.




01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.








				Low



				N/A / N/A







				NANC 398



				NeuStar




9/27/04



				WSMSC data discrepancy situation with NANC 323 Migration




Business Need:



During a NANC 323 SPID Migration, the only data that is changed is the SPID value (from SPID A to SPID B).  There could be a data consistency situation that arises, when SPID A supports WSMSC data, and SPID B does not support it.







				TBD



				FRS



				Func Backwards Compatible:  TBD




TBD.




Mar ’06 LNPAWG:




From a Jan ’06 Action Item, “NeuStar will check to see if this issue would prevent modification of an SV with this discrepancy, where the new SPID in the migration does not support WSMSC, but the migrated SV has the DPC data for WSMSC populated due to the old SPID supporting the service.”




Resolution:  NeuStar reported that SPID B could still modify the SV, but the WSMSC DPC and SSN would still be broadcast to everyone that supports it.  SPID B could not remove it.  Action Item 0106-01 is closed.








				N/A



				N/A / N/A







				



				



				



				



				



				



				



				











Current Release Change Orders




				Current Release Change Orders







				Chg Order #



				Orig. / Date



				Description



				Priority



				Category



				Proposed Resolution



				Level of Effort







				



				



				



				



				



				



				NPAC



				SOA LSMS







				



				



				See Implemented List for details on Release 3.3.








				



				



				



				



				











Summary of Change Orders




				Release # / Target Date



				Change Orders



				Backwards Compatible







				Open



				NANC 372 – SOA/LSMS Interface Protocol Alternatives



NANC 388 v2 – Un-Do a Cancel-Pending SV



NANC 396 –NPAC Filter Management – NPA-NXX Filters








NANC 402 – Validate Code Owner (SPID) Before Opening Code




NANC 408 –SPID Migration Automation Changes




NANC 411 – Doc Only Change Order:  IIS




NANC 412 – Doc Only Change Order:  FRS




NANC 413 – Doc Only Change Order:  GDMO








				







				Accepted



				



NANC 147 – Version ID Rollover Strategy




NANC 193 – TN Processing During NPAC SMS NPA Split Processing












NANC 355 – Modification of NPA-NXX Effective Date (son of ILL 77)



NANC 363 – Lockheed-to-NeuStar private enterprise number



NANC 382 – “Port-Protection” System



NANC 390 – New Interface Confirmation Messages SOA/LSMS – to - NPAC



ion Version Creation and its Activation



NANC 397 – Large Volume Port Transactions and SOA Throughput




NANC 400 – URI Fields




NANC 401 – Separate LSMS Association for OptionalData Fields




NANC 403 –Only allow Recovery Messages to be sent during Recovery








				







				Next Documentation Release



				



				







				Next Release



				



				







				Cancel-Pending



				ILL 5 – Round-Robin Broadcast Across LSMS Associations




NANC 219 – NPAC Monitoring of SOA/LSMS Associations




NANC 232 – Web Site for First Port Notifications




NANC 398 – WSMSC data discrepancy situation with NANC 323 Migration








				







				Current Release



				See Implemented List for details on R3.3



				











� It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is “port-protected” since to allow the block’s creation would result in an inadvertent port of these numbers if the block eventually is assigned to another switch.  But the intra-SP porting activity required before creating a contaminated block must be allowed to occur without requiring end-users to temporarily lift the port restrictions on their numbers.  It therefore appears that an exception to the port protection validation is required, to allow a protected number to be intra-SP ported even if the number is “Port Protected.”  Without network data that is unavailable to NPAC today, the NPAC could not reliably determine whether an intra-SP port maintains the telephone number’s association with the same switch from which the number was served before the intra-SP port occurred.  A reasonable compromise appears to suppress the “Port-Protect” check when validating intra-SP ports rather than develop an elaborate validation process to address this scenario more completely.





� A modify of an active SV’s or block’s LRN can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  NeuStar is not proposing the “Port Protect” validation be applied to Modify actions because of the complexity of such validation.





� The validation of intra-SP ports occurs only if the involved SP has indicated in its NPAC SMS profile that this validation is desired.





� It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is on the Port Protection list, since to allow the block’s creation would result in an inadvertent port of these numbers when (if) the block eventually is assigned to another switch.  But the intra-SP porting activity, necessary before creating a contaminated block, is allowed to occur without requiring that the port restrictions be lifted from TNs in the block.  This exception to the Port Protection validation is provided in order to allow a TN to be intra-SP ported even if the TN is on the Port Protection list.  The option to include intra-SP ports in the Port Protection validation process is provided at the individual LSP’s request.





� A modify of the LRN in an active SV or block record also can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  However, NeuStar is not proposing the Port Protection validation be applied to Modify actions because of the complexity of such a validation.
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Update Appendix E Download File Examples, Notifications Download File to reflect the SV Type and Alternative SPID attributes in the numberPoolBlock-objectCreation and numberPoolBlock-attributeValueChange notifications:





In the numberPoolBlock-objectCreation notification add the following rows:





					23




					SV Type




					( 0 )  Not present if the service provider does not support the SV Type.  If the service provider supports SV Type the value would be as defined in the Number Pooling Block Holder Information Data Model.









					 24




					Alternative SPID




					( 2020 ) Not present if the service provider does not support the Alternative SPID.  If the service provider supports Alternative SPID but this attribute is not part of the number pool block, the pipes would be empty, otherwise if it were present the value would be as defined in the Number Pooling Block Holder Information Data Model.














In the numberPoolBlock-attributeValueChange notification add the following rows:





					20




					SV Type




					( 0 )  Not present if the service provider does not support the SV Type.  If the service provider supports SV Type the value would be as defined in the Number Pooling Block Holder Information Data Model.









					 21




					Alternative SPID




					( 2020 ) Not present if the service provider does not support the Alternative SPID.  If the service provider supports Alternative SPID but this attribute is not part of the number pool block, the pipes would be empty, otherwise if it were present the value would be as defined in the Number Pooling Block Holder Information Data Model.


















_1212844410.doc



From FRS Appendix E – BDD for notifications:





					Explanation of the Potential Notification fields in the Notifications download file









					Notification









					Field Number




					Field Name




					Sample Value









					subscriptionVersionNPAC-ObjectCreation









					1




					Creation TimeStamp




					For example: 19960101155555









					2




					Service Provider ID




					1001









					3




					System Type 




					0









					4




					Notification ID




					1006









					5




					Object ID




					21









					6




					New Service Provider Creation Time Stamp




					20050518231625















					7




					New Service Provider Due Date




					20050530230000















					8




					Old Service Provider Authorization Time Stamp




					









					9




					Old Service Provider Due Date




					









					10




					Old Service Provider Authorization




					









					11




					New Current Service Provider ID




					1001









					12




					Old Service Provider ID




					1003









					13




					Conflict Time Stamp




					









					14




					Status Change Cause Code




					









					15




					Subscription Version Status




					1









					16




					Subscription Timer Type




					0  









					17




					Subscription Business Type




					1  









					18




					Version TN




					3034401000









					19




					Version ID




					1239999909









					subscriptionVersionRangeObjectCreation (* if a consecutive list)









					1




					Creation TimeStamp




					For example: 19960101155555









					2




					Service Provider ID




					1003









					3




					System Type 




					0









					4




					Notification ID




					16









					5




					Object ID




					14









					6




					New Service Provider Creation Time Stamp




					20050518231625















					7




					New Service Provider Due Date




					20050530230000















					8




					Old Service Provider Authorization Time Stamp




					









					9




					Old Service Provider Due Date




					









					10




					Old Service Provider Authorization




					









					11




					New Current Service Provider ID




					0001









					12




					Old Service Provider ID




					1003









					13




					Conflict Time Stamp




					









					14




					Status Change Cause Code




					









					15




					Subscription Version Status




					1









					16




					Subscription Timer Type




					0  









					17




					Subscription Business Type




					1  









					17




					Range Type Format




					1









					18




					Starting Version TN




					3034401000









					19




					Ending Version TN




					3034402000









					20




					Starting Version ID




					1234500001









					21




					Ending Version ID




					1234501002









					subscriptionVersionRangeObjectCreation (* if not a consecutive list)









					1




					Creation TimeStamp




					For example: 19960101155555









					2




					Service Provider ID




					1003









					3




					System Type 




					0









					4




					Notification ID




					16









					5




					Object ID




					14









					6




					New Service Provider Creation Time Stamp




					20050518231625















					7




					New Service Provider Due Date




					20050530230000















					8




					Old Service Provider Authorization Time Stamp




					









					9




					Old Service Provider Due Date




					









					10




					Old Service Provider Authorization




					









					11




					New Current Service Provider




					0001









					12




					Old Service Provider ID




					1003









					13




					Conflict Time Stamp




					









					14




					Status Change Cause Code




					









					15




					Subscription Version Status




					1









					16




					Subscription Timer Type




					0  









					17




					Subscription Business Type




					1  









					18




					Range Type Format




					2









					19




					Starting Version TN




					3034401000









					20




					Ending Version TN




					3034401097









					21




					Variable Field Length




					Indicates the number of dynamic values for the following field (e.g. 98).









					22




					Version ID




					2050505050









					23




					Version ID




					2050505059









					24




					… Version ID “n”




					2050507019
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Future Release Change Orders – Working Copy










Origination Date:  9/17/03





Originator:  Nextel




Change Order Number:  NANC 388




Description:  Un-do a “Cancel-Pending” SV





Cumulative SP Priority, Weighted Average:  3, (7.45)





Functional Backwards Compatible:  NO





IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					Y




					




					Y




					Y




					Low




					Low-Med




					N/A














Business Need:





Currently there are no requirements in the NPAC that allow a Subscription Version (SV) to be manually changed from “Cancel Pending” status to “Pending” status.  Without any “un-do” functionality, both Service Providers (SPs) must wait for the Cancellation-Initial Concurrence Window and the Cancellation-Final Concurrence Window to expire (nine hours each), let the SV go to Conflict, and then resolve the Conflict or wait for the Conflict Restriction timer (six hours) to expire in order for it to return to “Pending” (when the Cancel Request was initiated by the Old SP).  Alternatively, both SPs could send in cancel requests to the NPAC, at which point the SV would immediately go to “Canceled”, then they could initiate the porting process again.





The current NPAC functionality for a concurred port (where both SPs have sent in Create Requests and the SV is in “Pending” status), then one of the two SPs has sent in a Cancel Request (SV is now in “Cancel Pending” status) is as follows:





1. The New SP initiates the Cancel.  The Old SP concurs with the Cancellation-Initial or the Cancellation-Final Concurrence Requests.  The status will be changed to “Canceled” upon receipt of the cancel concurrence.  Both SPs would have to re-initiate the porting process for this TN.





2. The New SP initiates the Cancel.  The Old SP does not concur with the Cancellation-Initial or the Cancellation-Final Concurrence Requests, the status will be changed to “Canceled” at the expiration of the Final Concurrence expiration.  Both SPs would have to re-initiate the porting process for this TN.





3. The Old SP initiates the Cancel.  The New SP concurs with the Cancellation-Initial or the Cancellation-Final Concurrence Requests.  The status will be changed to “Canceled” upon receipt of the cancel concurrence.  Both SPs would have to re-initiate the porting process for this TN.





4. The Old SP initiates the Cancel.  The New SP does not concur with the Cancellation-Initial or the Cancellation-Final Concurrence Requests, the status will be changed to “Conflict” at the expiration of the Final Concurrence expiration.  The Old SP and New SP must then resolve the conflict, or wait for the Conflict Restriction Window to expire (six hours) for the SV to be eligible to be changed back to “Pending” by the New SP.





In case #4, the porting process could continue after the expiration of the Cancellation Concurrence timers (18 hours), and either the resolution of the conflict (0-6 hours) or waiting for the Conflict timer to expire (6 hours).





Jun ’04 LNPAWG, instead of the previously documented behavior that would include a new CMIP message (retract SV cancel), the recommendation is to extend the usage of the existing modify SV message to include the ability to modify the status from cancel-pending back to pending.  Additional business rules and edits will be added to ensure that only the SP that issued the cancel request is now performing the “un-do” activity.





Description of Change:





The recommendation is for a change to the NPAC functionality, such that an SP that sent up a Cancel Request in error, could “un-do” the request by sending a “modify request” message (using a Subscription Version Modify Action) to the NPAC.





This message would allow the SV to change from a “Cancel Pending” status back to it’s previous status (either “Pending” or “Conflict”).  The NPAC would verify that the SP sending the “modify request” message to the NPAC is the same SP that initiated the Cancel Request (otherwise return an error).





There would not be any restriction on when this new message could be sent (i.e., during the 18 hour window that the SV is in Cancel Pending).





No backwards-compatibility flags needed.  The change in status (from Cancel Pending back to Pending, or from Cancel Pending back to Conflict) can be handled with the existing Status Attribute Value Change.  However, SPs should verify with their SOA vendors that an SAVC that is updating a Cancel Pending SV to a Pending SV or Conflict SV will not be rejected.





In order to use this new functionality, an SP would need to implement a change in their SOA.





Nov ’03 LNPAWG, discussion:




Explained the current functionality, and provided an overview of the desired change.  Vendor action item will be in the LNPAWG action items list.  We will also investigate and discuss the question on the status change after a second cancel request from the Old SP.





Jun ’04 LNPAWG, additional business rules and edits will be added to ensure that only the SP that issued the cancel request is now performing the “un-do” activity using the existing modify SV message.





Major points/processing flow/high-level requirements:





1. An SV is in cancel-pending status.




2. The Service Provider that issued the cancel message to the NPAC, requests the NPAC to “un-do” the cancel request:




a. The Service Provider sends a Subscription Version Modify Action message to the NPAC for an SV in a cancel-pending state.





b. The NPAC validates the message is from the Service Provider that issued the cancel request.





i. If yes, continue.





ii. If no, return an error to the requesting Service Provider, and exit the process.





3. The NPAC changes the status of the SV to it’s previous status (either pending or conflict).





4. The NPAC sends a Status Attribute Value Change notification to the involved Service Providers:





a. New Service Provider receives Status Attribute Value Change notification updating the status to pending or conflict.





b. Old Service Provider receives Status Attribute Value Change notification updating the status to pending or conflict.





Requirements:





Req 1 – Un-Do a Cancel-Pending Subscription Version – Notification





NPAC SMS shall inform both Old and New Service Providers when the status of a Subscription Version is set from cancel-pending back to pending, or from cancel-pending back to conflict for an Inter-Service Provider port.





Req 2 – Un-Do a Cancel-Pending Subscription Version – Request Data





NPAC SMS shall receive the following data from the Old or New Service Provider to identify a Subscription Version to have a cancel request retracted:





Ported TN (or a specified range of numbers)





Subscription Version ID





Version Status (if TN or TN range is specified, must be cancel-pending).




New Version Status (can be only pending, in order for it to be returned to a pending-like status)




Req 2.5 – Un-Do a Cancel-Pending Subscription Version – New Status Specified Error





NPAC SMS shall send an appropriate error message to the originating user that requests a cancellation retraction for a subscription version, if the new version status specified in the request is not pending.





Req 3 – Un-Do a Cancel-Pending Subscription Version – Version Status Error





NPAC SMS shall send an appropriate error message to the originating user that requests a cancellation retraction for a subscription version, if the current version status is not cancel-pending.





Req 5 – Un-Do a Cancel-Pending Subscription Version – Timestamp





NPAC SMS shall set the Subscription Version modification date and time to current upon setting the Subscription Version status back to pending or conflict.





Req 7 – Un-Do a Cancel-Pending Subscription Version – Missing Cancel Error





NPAC SMS shall return an error if a Service Provider sends a cancellation retraction for a subscription version that has not been cancelled by that Service Provider.





Req 8 – Un-Do a Cancel-Pending Subscription Version – Status Change





NPAC SMS shall set the subscription version status to Pending or Conflict, returning the status to the same value as prior to the cancellation that caused it to go into cancel-pending, upon receiving a cancellation retraction from either the Old or New Service Provider for a subscription version with a cancel-pending status (both Service Providers have done a create) for an Inter-Service Provider or Port to original port.





Req 9 – Un-Do a Cancel-Pending Subscription Version Tunable





NPAC SMS shall provide an Un-Do a Cancel-Pending Subscription Version tunable parameter which is defined as the support for providing this functionality within the NPAC SMS.





Req 10 – Un-Do a Cancel-Pending Subscription Version Tunable Default





NPAC SMS shall default the Un-Do a Cancel-Pending Subscription Version tunable parameter to TRUE.





Req 11 – Un-Do a Cancel-Pending Subscription Version Tunable Modification





NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Un-Do a Cancel-Pending Subscription Version tunable parameter.





RR5‑12.3
Conflict Resolution New Service Provider Restriction Tunable Parameter





NPAC SMS shall provide long and short Conflict Resolution New Service Provider Restriction tunable parameters which are defined as a number of business hours after the subscription version is initially put into conflict that the NPAC SMS will prevent it from being removed from conflict by the New Service Provider.





Note:    In the case where a subscription version is put into conflict (status is conflict), then cancelled (status is cancel-pending), then cancel un-do (status is returned to conflict), the number of business hours is based on when the subscription version initially went into conflict, not when it is returned back to conflict.




SV Status Change Diagram:





Change the diagram to add an arrow from Cancel-Pending to Pending.  Update table to describe this new arrow.





IIS





No Change Required





A new flow for the NPAC will be added in section B.5, Subscription Version.  New flow is shown below:





B.5.x

Un-Do Cancel-Pending SV Request





This scenario can only be performed when the subscriptionVersionStatus is cancel-pending.
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Step 5 and step 7 will be updated to indicate the new status will be set to either pending or conflict (i.e., returned to the same status as prior to the cancellation that caused it to go into cancel-pending)




GDMO





subscriptionVersionModifyBehavior BEHAVIOUR





    DEFINED AS !





      An SP that sent up a Cancel Request in error, can un-do the cancel request by setting the Subscription status to pending (returning it to the same pending-like status as prior to the cancellation that caused the SV to go into cancel-pending).





This allows the Subscription Version to change from cancel-pending back to pending, or cancel-pending back to conflict.  The NPAC verifies that the SP sending the modify to the NPAC is the same SP that initiated the Cancel Request (otherwise return an error).





There is no restriction on when the modify can be sent during the tunable period of time that the SV is cancel-pending.




!;





ASN.1





SubscriptionModifyData ::= SEQUENCE {





    subscription-lrn [0] LRN OPTIONAL,





    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,





    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,





    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,





    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,





    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,





    subscription-lidb-dpc [6] EXPLICIT DPC OPTIONAL,





    subscription-lidb-ssn [7] EXPLICIT SSN OPTIONAL,





    subscription-isvm-dpc [8] EXPLICIT DPC OPTIONAL,





    subscription-isvm-ssn [9] EXPLICIT SSN OPTIONAL,





    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,





    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,





    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,





    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,





    subscription-billing-id [14] BillingId OPTIONAL,





    subscription-status-change-cause-code [15]





        SubscriptionStatusChangeCauseCode OPTIONAL,





    subscription-wsmsc-dpc [16] EXPLICIT DPC OPTIONAL,





    subscription-wsmsc-ssn [17] EXPLICIT SSN OPTIONAL,





    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,





    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,





     new-version-status [20] VersionStatus OPTIONAL




}





SubscriptionModifyInvalidData ::= CHOICE {





    subscription-lrn [0] EXPLICIT LRN,





    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,





    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,





    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,





    subscription-class-dpc [4] EXPLICIT DPC,





    subscription-class-ssn [5] EXPLICIT SSN,





    subscription-lidb-dpc [6] EXPLICIT DPC,





    subscription-lidb-ssn [7] EXPLICIT SSN,





    subscription-isvm-dpc [8] EXPLICIT DPC,





    subscription-isvm-ssn [9] EXPLICIT SSN,





    subscription-cnam-dpc [10] EXPLICIT DPC,





    subscription-cnam-ssn [11] EXPLICIT SSN,





    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,





    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,





    subscription-billing-id [14] EXPLICIT BillingId,





    subscription-status-change-cause-code [15]





          EXPLICIT SubscriptionStatusChangeCauseCode,





    subscription-wsmsc-dpc [16] EXPLICIT DPC,





    subscription-wsmsc-ssn [17] EXPLICIT SSN,





    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,





    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,





    new-version-status [20] EXPLICIT VersionStatus




}
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				Open Change Orders







				Chg Order #



				Orig. / Date



				Description



				Priority



				Category



				Proposed Resolution



				Level of Effort







				



				



				



				



				



				



				NPAC



				SOA LSMS







				NANC 372



				Bellsouth 11/15/02



				SOA/LSMS Interface Protocol Alternatives



Business Need:



Currently the only interface protocol supported by the NPAC to SOA and NPAC to LSMS interface is CMIP.  The purpose of this change order is to request analysis be done to determine the feasibility of adding other protocol support such as CORBA or XML. The primary reasons for looking into a change would be 1) Performance, and 2) Implementation complexity.



				



				



				TBD




Dec ’02 LNPAWG, discuss this change order in January ’03 in the new arch review meeting.








				TBD



				TBD / TBD







				NANC 388 v2



				NeuStar



5/11/06



				Un-do a “Cancel Pending” SV




Business Need:



As discussed during the May ’06 LNPAWG meeting, a doc-only update needs to be incorporated to correct the behavior of the current implementation of the un-do functionality.



				



				



				See attached.  Change bars indicate new text.
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				N/A



				N/A / N/A







				NANC 396



				LNPA WG




9/9/04



				NPAC Filter Management – NPA-NXX Filters




Business Need:



The existing NPAC Filter Management process only allows a filter to be applied for a particular NPA-NXX if that particular NPA-NXX has previously been opened within NPAC.  The NPAC also supports the ability for a SOA/LSMS to manage their own filters over the CMIP interface.  Using this method, however, SOA/LSMS administrators must still wait upon receipt of a new code opening from the NPAC to create a new filter for those cases where they do not want to receive any Subscription Versions for that NPA-NXX.  Because of how the NPAC Filter Management process works in conjunction with the SOA/LSMS implementation options, SOA/LSMS administrators are manually unable to efficiently filter out unnecessary Subscription Versions based on NPA-NXX for the purpose of SOA/LSMS capacity management.  As a result, unnecessary Subscription Versions are sent to a SOA/LSMS or an unnecessary amount of resources are spent by the end user monitoring NPA-NXX activity at the NPAC in real-time to ensure Subscription Versions that are not needed are indeed not being sent to their SOA/LSMS.  An unnecessary amount of resources are also spent by the NPAC maintaining these filters for carriers.




Alternatively, a SOA/LSMS could implement an automated mechanism to manage filters over the CMIP interface, based on a local database table (or file).  This table (or file) would contain codes that the SOA/LSMS wishes to filter out.  So, when a new code is opened in NPAC and broadcast to the SOA/LSMS, the automated mechanism could issue a new filter request to the NPAC over the CMIP interface.  The issue with this approach is that it requires every SOA/LSMS (that wishes to use this functionality) to implement this feature.







				TBD



				FRS, IIS



				Func Backwards Compatible:  YES




This Change order proposes that filters may be implemented for an NPA-NXX before it is entered into the NPAC or a filter should be able to be implemented at the NPA level to account for any NXX in a particular NPA, even before an NXX may exist under that NPA within NPAC.







				N/A



				N/A / N/A







				NANC 396 (con’t)



				Proposed Solution (continued):




Major points/processing flow/high-level requirements:




1. The NPAC will continue to support filters at the NPA-NXX level.



a. The NPAC will keep the existing edit rule where an NPA-NXX must already exist in the NPAC in order to create a filter for that NPA-NXX.




b. The existing NPA-NXX filters will continue to be supported for NPAC personnel to maintain, via the NPAC GUI, for a requesting Service Provider.




c. The existing NPA-NXX filters will continue to be supported across the CMIP interface.




2. The NPAC will add support of filters at the NPA level.



a. The NPAC existing “NPA-NXX must exist” edit rule will NOT apply when creating NPA filters.




b. The new NPA filters will be supported for NPAC personnel to maintain, via the NPAC GUI, for a requesting Service Provider.




c. The new NPA filters will be supported across the CMIP interface (same as the NPA-NXX filter is currently).




d. Once an NPA filter is added, all subordinate NPA-NXX filters will be deleted.




3. Existing filter functionality related to broadcasts will remain in the NPAC (i.e., the NPAC will NOT broadcast data to an LSMS that has a filter for a given NPA or NPA-NXX).




4. No modifications required to local systems (SOA, LSMS).




5. No tunable changes.




6. No report changes.












				



				







				















				



				



				











				



				







				NANC 402



				Nextel




2/9/05



				Validate Code Owner (SPID) Before Opening Code




Business Need:



Refer to separate document (NANC 402 ver zeroDOTone.doc, dated 4/1/05).







				TBD



				TBD



				Func Backwards Compatible:  Yes








				



				







				NANC 408



				T-Mobile




10/20/05



				SPID Migration Automation Change




Business Need:



Refer to separate document (NANC TBD ver zeroDOTone.doc, dated 10/20/05).







				TBD



				TBD



				Func Backwards Compatible:  Yes








				



				







				NANC 411



				NeuStar 04/30/06



				Doc Only Change Order: IIS




The current documentation needs to be updated:




1.  Part II of IIS, SV Create flows in B.5.1.1 and B.5.1.2, object creation notifications include timer type if supported by the SOA, and business type if supported by the SOA.  This is added to the list in step 5.  This is already refected in the GDMO under subscription version NPAC behavior, so no corresponding GDMO change is needed.



2.  Part I of IIS, Section 5.3.4, Recovery.  The current text incorrectly indicates a failure error (two places), and instead should indicate an abort.  “Service Provider and Notification recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message abort is returned.”, and “SWIM based recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message abort is returned.”

Also, add the following text to the SWIM section:
If the Service Provider system returns an invalid ACTION_ID, the NPAC will abort the association.



3.  Part II of IIS, Disconnect flows in B.5.4.1 and B.5.4.2.  A note should be added to clarify the meaning of donor service provider.
NOTE:  The “donor service provider“ is the NPA-NXX Holder, or in cases of a TN within a Number Pool Block, it is the NPA-NXX-X Holder.



4.  NANC 399 data, current status.  The current documentation lists 399 as “inactive in the NPAC”.  This note should be removed from the IIS.







				



				IIS



				Func Backwards Compatible:  YES




Correct the current documentation.








				N/A



				N/A / N/A







				NANC 411 (con’t)



				



				Doc Only Change Order: IIS




5.  Part II of IIS, Exhibit 3, CMIP Error Mapping to NPAC SMS Errors.  Several entries need to be updated with the June ’06 version of the error file.



6.  Part II of IIS, Disconnect flow in B.5.4.1.  The extra M-SET steps should be removed.  The M-SET that indicates “disconnect-pending” is incorrect.  This should be changed to 



“sending”.  The second set of M-SETs should be removed.







				



				IIS



				Func Backwards Compatible:  YES




Correct the current documentation.







				N/A



				N/A / N/A







				NANC 412



				NeuStar 05/31/06



				Doc Only Change Order: FRS




The current documentation needs to be updated:




1.  NANC 399 data, SV Type and Alternative SPID are incorrectly shown in the NPA-NXX-X Data Model (Table 3-13).  These should be removed from here, and placed in the Number Pool Block Data Model instead (Table 3-8).  The change order definition for NANC 399 correctly shows these two items in the Number Pool Block Data Model.



2.  NANC 399 data, SV Type and Alternative SPID, Appendix E: Download File Examples.  These two items should be added to the numberPoolBlock-objectCreation and numberPoolBlock-attributeValueChange.



3.  NANC 352 data, SPID Recovery.  Service Provider specific tunables need to be added to the NPAC Customer Data Model (Table 3-2).  These two items include:  SOA Supports SPID Recovery, LSMS Supports SPID Recovery.  The default for both is FALSE.  These should also be added to the SP data elements requirement (R4-8), and also new requirements to define the tunables (similar to RR6-123, 4, 5).



4.  NANC 399 data, current status.  The current documentation lists 399 as “inactive in the NPAC”.  This note should be removed from the FRS.







				



				FRS



				Func Backwards Compatible:  YES




Correct the current documentation.




For #2, detailed updates attached:
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				N/A



				N/A / N/A







				NANC 412 (con’t)



				



				Doc Only Change Order: FRS (continued)



5.  Appendix E, BDD File for Notifications.  The current documentation does NOT list Business Type and Timer Type for Object Creation Notifications, even though these two attributes are currently sent to the SOA over the CMIP interface.



6.  NANC 138, Definition of Cause Code.  Service Provider specific tunables need to be added to the NPAC Customer Data Model (Table 3-2).  These two items include:  SOA Supports Cancel-Pending to Conflict, LSMS Supports Cancel-Pending to Conflict.  The default for both is FALSE.  These should also be added to the SP data elements requirement (R4-8), and also new requirements to define the tunables (similar to RR6-123, 4, 5).  In order to maintain backwards-compatibility, the return response is slightly different for SOA and LSMS.  SOA:  if true, return on a query and return on a notification; if false, do not return on a query and return a replacement value of “1” on a notification.  LSMS:  if true, return on a query; if false, do not return on a query.







				



				FRS



				Func Backwards Compatible:  YES




For #5, detailed updates attached:
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				N/A



				N/A / N/A







				NANC 413



				NeuStar 05/31/06



				Doc Only Change Order: GDMO



The current documentation needs to be updated:




1.  








				



				GDMO



				Func Backwards Compatible:  YES




Correct the current documentation.








				N/A



				N/A / N/A











Accepted Change Orders




				Accepted Change Orders







				Chg Order #



				Orig. / Date



				Description



				Priority



				Category



				Proposed Resolution



				Level of Effort







				



				



				



				



				



				



				NPAC



				SOA LSMS







				



				



				











				



				



				















				



				







				NANC 147



				AT&T




8/27/97



				Version ID Rollover Strategy




Currently there is no strategy defined for rollover if the maximum value for any of the id fields (sv id, lrn id, or npa-nxx id) is reached.  One should be defined so that the vendor implementations are in sync.  Currently the max value used by Lockheed is a 4 byte-signed integer and for Perot it is a 4 byte-unsigned integer. 




Sep 99 LNPA-WG (Chicago), since the version ID for all data is driven by the NPAC SMS, the rollover strategy should be developed by Lockheed.  SPs/vendors can provide input, but from a high level, the requirement is to continue incrementing the version ID until the maximum ([2**31] –1) is achieved, then start over at 1, and use all available numbers at that point in time when a new version ID needs to be assigned (e.g., new SV-ID for a TN).




Dec ’05 comments:  NeuStar provided a list of five record types that could have numbers that roll over (since they come across the interface).  Local vendors have action item to determine if they will have a prob with numbers that come “out of order”.








				High



				FRS



				Func Backwards Compatible:  NO




A strategy on how we look for conflicts for new version id’s must be developed as well as a method to provide warnings when conflicts are found.




Oct 98 LNPAWG (Kansas City), it was requested that we begin discussing this in detail starting with the Jan 99 LNPAWG meeting.  Beth will be providing some information on current data for the ratio of SV-ID to active TNs (so that we can get a feel for how much larger the SV-ID number is compared to the active TNs).




Sep 99 LNPA-WG (Chicago), Lockheed will begin developing a strategy for this.




Jun 00 LNPA-WG (Chicago), AT&T analysis and calculation (using current and projected porting volumes) indicate that a need for a version ID rollover strategy is more than five years away.  Therefore, this change order is removed from R5, and will be discussed internally by NeuStar technical staff.




Jul 00 LNPAWG: NeuStar will track the problem.  It will be a NeuStar internal design.  Change order to stay on open list for possible later Document Only changes.




Jan 06 LNPAWG: Moved to accepted.







				High



				High? / High?







				NANC 147 (con’t)



				



				



				



				



				Mar  06 LNPAWG:  Action IDs and Audit IDs are now expected to rollover in 7 months in the SE Region.  NANC 147 will document the rollover strategy.  There will be no initiative to go to 64 bit IDs..



				



				







				



				



				















				



				



				



































				











				







				







				



























				



				







				























				



				



				



























				



				







				NANC 355



				SBC 4/12/02



				Modification of NPA-NXX Effective Date (son of ILL 77)




Business Need:



When the NPAC inputs an NPA Split requested by the Service Provider and the effective date and/or time of the new NPA-NXX does not match the start of PDP, the NPAC cannot create the NPA Split in the NPAC SMS.  To correct this problem the NPAC can contact the Service Provider and have them delete and re-enter the new NPA-NXX specified by the NPA Split at the correct time, or the NPAC can delete and re-enter the NPA-NXX for the Service Provider.




However, the NPA-NXX may already be associated with the NPA Split at the Local SMS, and the subsequent deletion of the NPA-NXX will cause that specific record to be old time-stamped.  When the NPA-NXX is re-created, that new record will have a different time stamp, and it requires a manual task for the Service Provider to search for new NPA-NXX records which might match the NPA Split.  If identified and corrected, it will be added.  If not identified, it will affect call routing after PDP.








				



				FRS, IIS, GDMO



				Func Backwards Compatible:  NO




This activity would only be allowed by NPAC personnel, via the GUI, to modify the NPA-NXX Effective Date.




At the time of modification request, all existing pending subscription versions must have a due date greater than the new effective date in order for the change to occur.  If one or more pending subscription versions have a due date less than the new effective date, a change would not be made and an error message would be returned to the NPAC user.




It would be the responsibility of the owner of the NPA-NXX to resolve issues of pending versions with due dates prior to the new effective date before a change could be made.




For valid requests, the NPAC will notify the SOA/LSMS of a modified effective date (M-SET). 




Jan ’03 LNPAWG, approved, move to accepted category.



				Med-Low



				TBD / TBD







				NANC 363



				NeuStar 6/14/02



				Lockheed-to-NeuStar private enterprise number: Change to NeuStar registration number.



Business Need:



The current ASN.1 uses the Lockheed Martin private enterprise number.  This needs to be changed to the NeuStar registration number, as was provided by IANA (Internet Assigned Number Authority).




The following three areas in the ASN.1 will be changed:




LNP-OIDS




  {iso(1) org(3) dod(6) internet(1) private(4) enterprises(1)




   lockheedMartin(103) cis(7) npac(0) iis(0) oids(0)}




lnp-npac OBJECT IDENTIFIER ::=




  {iso(1) org(3) dod(6) internet(1) private(4) enterprises(1)




   lockheedMartin(103) cis(7) npac(0)}




-- LNP General ASN.1 Definitions




LNP-ASN1




  {iso(1) org(3) dod(6) internet(1) private(4) enterprises(1)




   lockheed(103) cis(7) npac(0) iis(0) asn1(1)}








				



				ASN.1



				Func Backwards Compatible:  NO




Change the current ASN.1 definition from lockheedMartin (103) to NeuStar (13568). 




Jan ’03 LNPAWG, approved, move to accepted category.  Need to get SOA/LSMS vendor feedback during Feb ’03 LNPAWG meeting.




Feb ’03 LNPAWG, SOA/LSMS vendor feedback.  Colleen Collard (Tekelec), more than a recompile, but LOE is low.  Logistical implementation an issue since non-backwards compatible (for vendors with single platform and different regions with different implementation dates).  Need to consider efficiency of roll-out.  To alleviate this problem would need all regions upgraded at same time.  Burden will be somewhere for someone to support both (either NPAC or vendor side).  This change should be incorporated at the next regular release, and not during it’s own release.



				TBD (change to TBD, since NPAC may support both old and new number.  Would set short sunset



				Low / Low







				NANC 382



				NeuStar 4/4/03



				“Port-Protection” System




(The following is the original request.  Subsequent modifications were made during several LNPAWG meetings.  Refer to the bottom of this change order for the current version.)




Overview:




The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports that gives end-users the ability to define their portable telephone numbers as “not-portable.”  The NPAC SMS enforces the “not-portable” status of a telephone number so long as it remains in effect.  No Local Service Provider (LSP) can invoke or revoke “port protection” on a working telephone number; end-users completely control the portability of their portable telephone numbers.




Business Need:




Inadvertent porting of working numbers is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that physical plant is operated without failure.  This is because any LSP by mistake may port a telephone number away from that number’s current serving switch.




The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) when the wrong telephone number submitted to NPAC for a conventional inter-SP port, and (2.) when intra-SP ports are not done before a pooled block is created.  There is a similar inadvertent port problem for non-working numbers, but erroneous moves of non-working numbers are not directly service-affecting and are not addressed here.




NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.



				TBD



				FRS, IIS, GDMO, ASN.1



				Interface and Functional Backwards Compatible:  NO




Description of Change:




(The following is the original request.  Subsequent modifications were made during several LNPAWG meetings.  Refer to the bottom of this change order for the current version.)




See next page.








				TBD



				TBD / TBD







				NANC 382 (con’t)



				Continuation of NANC 382, Port-Protection System, Proposed Resolution section:




-- System Architecture -- 




Changes to the NPAC SMS are required, to establish a table of “Port-Protected TNs” in which portable numbers that no longer can be ported are listed.  A step must be added to the NPAC SMS’s validation process in order to check this new table whenever an inter-SP port or pooled block create is attempted.
  An interface change could be required as well if industry wishes to know when a request’s rejection is due to the involved number being on the “Port Protection” list.




Creation of an IVR system is required, to receive end-user requests for protection of their numbers from porting (or to remove this protection) and to relay the information to the NPAC SMS.  The system would automatically modify the NPAC’s “Port-Protection” tables based on the end-user requests it receives.  Access to the IVR would be through the end-user’s current LSP customer rep.  Any other LSP willing to assist the end-user could be involved.




The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.




The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)




Arrangements for security handshakes must be made in advance with each participating LSP.




A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.




To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could participate, i.e., only the current LSP or a new LSP in a pending port request situation.




(con’t)







				NANC 382 (con’t)



				Continuation of NANC 382, Port-Protection System, Proposed Resolution section:




-- System Operation -- 




The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.




The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)




Arrangements for security handshakes must be made in advance with each participating LSP.




A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.




To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could participate, i.e., only the current LSP or a new LSP in a pending port request situation.




When the NPAC attempts to create a pending SV or a pooled block, the NPAC will check the “Port Protection” list in its validation process for inter-SP port (including Port-to-Original) and “-X” create requests. 




The “Port Protection” validation does not occur for intra-SP ports.  These may represent inadvertent ports, but validation necessary to determine whether override would be appropriate is not feasible.  The validation occurs for only those deletes that are “Port-to-Original” situations.




(con’t)







				NANC 382 (con’t)



				Continuation of NANC 382, Port-Protection System, Proposed Resolution section:




 -- Process Flow -- 




The end-user contacts an LSP (or an LSP contacts the end-user).  (It is not inherently necessary for there to be Service Provider involvement in this process, but NeuStar is not prepared to operate a system which does not involve LSP participation.)




End-user indicates desire to invoke (or revoke) “Port Protection.”




LSP customer rep places end-user on hold and calls the “Port-Protection” IVR.




LSP provides its pre-assigned ID information to IVR system.  (LSP arrange for security codes before attempting to assist end-users with the “Port-protection” process.)




LSP brings end-user on to the active line and leaves call; end-user interacts with IVR.




Using a standard script, the IVR confirms caller is authorized to make changes to the telephone number account, determines the caller’s name, and lists the telephone number(s) to be added to (or removed from) the “port-protection” table.  The customer may actually enter the TN desired.  The call is recorded.




The IVR system then enters this information into an automated ticket system.




Completion of the ticket automatically sends triggers an update of the NPAC’s “port-protection” table.




In the case of a number that has been entered in the port-protection table, but is no longer assigned to an end-user, the current Service Provider itself can ask that the number be removed from the “port-protection” table.  The provider would have to be recognized by the NPAC as the code/block owner and would have to state that the number is not assigned to an end-user.












				Continuation of NANC 382, “Port-Protection” System




This change order was reviewed and revised during the May through Sep ’03 LNPAWG meetings.  The final version of the open change order at the time of acceptance (for development of more detailed information) is shown below:




Overview:




The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports.  The system makes it possible for end-users to define their portable telephone numbers as “not-portable.”  The NPAC SMS prevents the port of a “not-portable” telephone number (TN) through its automated validation processes.  A Local Service Provider (LSP) can invoke or revoke “port protection” for a working TN, but only at the end-user’s request.




Business Need:




Inadvertent porting of working TNs is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that the physical plant is operated without failure.  This is because another LSP by mistake may port a TN away from that number’s current serving switch. 




The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) the wrong TN is submitted to the NPAC SMS for a conventional inter-SP port, and (2.) intra-SP ports are not done before a thousands-block is created. There are similar inadvertent port scenarios for non-working TNs, but erroneous moves of non-working TNs are not immediately service-affecting and are not addressed here.




NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.



				Interface and Functional Backwards Compatible:  NO




This change order was reviewed and revised during the May through Sep ’03 LNPAWG meetings.  The final version of the open change order at the time of acceptance (for development of more detailed information) is shown below:




Description of Change:




 -- System Architecture -- 




Changes to the NPAC SMS are required to establish a table of “Port Protected” TNs, in which portable numbers that no longer can be ported are listed, and to add a validation step that rejects attempts to port a TN that is on the list.  The validation is performed on the new-SP’s Create message for an inter-SP port, when a thousands block is created, and, optionally, for an intra-SP port.  (The optional intra-SP port validation is invoked on a SPID-specific basis.)   The rejection notification sent when a request fails this NPAC SMS validation will indicate that the TN is on the Port Protection list.  No interface change is required for this rejection message, since a new optional attribute will be added to accommodate the new error text.




LSP requests to add TNs to the Port Protection table are made to the NPAC Help Desk via e-mail (the TNs involved are shown on an Excel attachment to the e-mail message).  LSPs use the same approach to delete TNs from the table.




(con’t)







				NANC 382 (con’t)



				Continuation of NANC 382, Port-Protection System, Proposed Resolution section:




-- System Operation -- 




A TN is added to the NPAC’s Port Protection table when an LSP requests this action.  The same process applies when an LSP requests the removal of a TN from the table.




The NPAC Help Desk accepts requests to change Port Protection table entries only from pre-authorized representatives of an LSP.  (The LSP need not be a facility-based provider.)  A TN may be added to or removed from the “Port Protection” list as often as required.




When the NPAC SMS receives the new SP’s Create request, it will check the Port Protection table during the Pending SV Create validation process for inter-SP ports (including Port-to-Original SV deletes). Optionally
, the validation is performed for intra-SP ports.




The NPAC SMS also will make this validation check in connection with “-X” create requests.
 



The validation is not applied to Modify requests




In the disconnect scenario, the NPAC SMS will check the Port Protection list and, if the TN is found, will remove the involved disconnected ported TN from the list.  This automatic removal of a disconnected TN from the Port Protection list can occur only in the case of a disconnected TN that was ported.  A non-ported TN that is disconnected must be removed from the list by the LSP having the disconnected non-ported TN in its inventory.




(con’t)







				NANC 382 (con’t)



				Continuation of NANC 382, Port-Protection System, Proposed Resolution section:




-- Process Flow -- 




NPAC Help Desk




· The end-user contacts an LSP (or an LSP contacts the end-user). 




· End-user indicates to LSP his desire to invoke (or revoke) “Port Protection.”




· LSP contacts NPAC Help Desk via e-mail to request change.




· The NPAC Help Desk updates the Port Protection table.




NPAC SMS



· NPAC SMS applies the Port Protection validation (1.) to the new-SP Create request of an inter-SP port, (2.) to a Block Creation request, and (3.) optionally at the individual SPID level, to an intra-SP port request.  If the TN is found on the Port Protection list, NPAC SMS rejects the request and indicates that a Port Protection validation failure is the reason for the request’s rejection.




· Disconnect of a ported TN results in automatic removal of the TN from the Port Protection list; disconnect of a non-ported TN requires owning LSP to request the disconnected TN’s removal from the list.




· An LSP’s regional NPAC SMS Profile indicates whether the Port Protection validation should be applied also to its intra-SP port requests.












				382 (cont)



				Nov ’03 LNPAWG, discussion:



The group discussed the high-level steps.  There were a couple of updates that were requested.  These steps will be evaluated once the policy issues/questions are discussed:




1. For intra-ports, let the port go through and keep them on the list.




2. In steps 4.b, no need to look at the list, just allow the Old SP Create to happen.  If they are on the list, then for now, leave it on the list.




3. For step 8, add that this does NOT apply to PTO.




Policy issues/questions:  (at the Jan ’04 LNPAWG, we would discuss if and how, we might Tee this up at NANC).




1. What types/classes of numbers can be placed on the list?  What criteria?  What kind of criteria.




2. Who can put it on the list and remove it from the list?  This is an authorization question.




3. What is the PROCESS for getting them on and off the list?  How mechanically, do you put/remove it on the list.




4. Who can access the list, need a process to access the list.  What is shown when they access the list    (police, other authority)




Other points discussed:




1. Want more than just the IVR way to get numbers on/off the list.




2. Want some type of pre-validation process to “ping” the list and see if someone is on the PPL.




3. Want the ability to audit the list.












				NANC 390



				Qwest




10/16/03



				New Interface Confirmation Messages SOA/LSMS – to - NPAC




Business Need:



Service Provider systems (SOA/LSMS) need to know (in the form of a positive acknowledgement from the NPAC) that the NPAC has received their request message, so the systems (SOA/LSMS) do not unnecessarily resend the message and cause duplicate transactions for the same request.




Based on the current requirements for the NPAC, the NPAC acknowledgement message (generally referred to as "a response to a request" from the SOA/LSMS) is not returned until AFTER the NPAC has completed the activity required by that request.  During heavy porting periods, transactions that require many records to be updated may take longer than normal for a response to be received from the NPAC.  In the case of a delayed response, the SOA/LSMS may abort the association to the NPAC (e.g., after the 15 minute Abort timer expires).  When the association is re-established, the SOA/LSMS may resend messages to the NPAC because they haven’t received a response to the first message and thus believe the NPAC did not receive the original message.  This behavior can lead to a duplicate transaction for the same request thus:  1.) causing a heavy volume of transactions over the NPAC to SOA/LSMS interface, 2.) slowing Porting completion, 3.) causing an increase of Porting costs, 4.) causing duplicate message processing at the NPAC, and 5.) possibly causing manual intervention by NPAC and Service Provider personnel, etc.



				TBD



				FRS, IIS, GDMO, ASN.1



				Func Backwards Compatible:  NO




A new message will be explored during the Nov ’03 LNPAWG meeting.




Additionally, a discussion item needs to occur regarding the possible inclusion of Service Provider profile settings to support this new feature.



				N/A



				N/A  / N/A







				NANC 390 (con’t)



				Nov ’03 LNPAWG, discussion:



Explained the current functionality, and the fact that higher priority transactions will be worked before other requested work, which can cause delays in responses.  In the case where previously submitted work was re-sent to the NPAC, the NPAC may have to re-do work it has already done.




Providers may see a backup in their SOA traffic, thereby causing them to process extra data as well.




A toggle would need to be added for backwards compatibility.  Providers that support the new confirmation message would use the new method/flow, and other providers would continue to use the current method/flow.  There is definitely a benefit to this, but to obtain the benefit would require changes to the SOA as well.




It was agreed that this would be accepted as a change order, and would continue to be worked with the Architecture group in December.




Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.







				NANC 397



				Verizon Wireless and SNET Diversif’d Group



7/28/04



				Large Volume Port Transactions and SOA Throughput




Overview:




Service Providers have voiced concerns about the volume of port transactions that the NPAC can process per second when mass changes need to be made and broadcasted to the industry.  Now that wireless service providers are porting throughout the United States, the volume of port transactions has increased and will continue to increase in general, and mass changes will need to be made more frequently as well. The consolidations of Carriers and Switches will also generate an increase in the number of Mass Modifications for the update of the Network Data Tables (LIDB, CNAM, CLASS, ISVM and SMSSC).




Business Need:




As wireless service providers are continually managing their networks and load-balancing the traffic and subscribers on them, the need for HLR and DPC database changes may become more frequent and of larger volumes in the future.  For example, the wireless carrier may need to modify LRNs for 100,000 ported in subscribers to effectively change their switch designations.  Ultimately, the NPAC must be able to handle those 100,000 transactions in a short amount of time.  The desired process would be to modify all the records in one evening rather than having to split up the changes over a period of days or weeks. Similarly, Service Providers who have consolidated or have changed business plans need to update the Network Tables in order to ensure proper routing to Database Storage (LIDB, CNAM, etc.).




(continued)



				TBD



				N/A



				Func Backwards Compatible:  YES




The performance impacts to the SOAs, NPAC, and LSMSs need to be determined for large volume ports.




As porting volumes increase, it will be very important for all systems to be capable of reliably receiving downloads while retaining their association under heavier loads.



All systems should be able to maintain their current required availability level under heavy loads.  Large volume porting should not require scheduled downtime.  




The current plan is for service providers to start compiling technology migration forecast estimates and provide this information to Steve Addicks by March ’05.  At that time, the Architecture Team will begin a review of the data (without service provider names) and begin some analysis on next steps.








				TBD



				N/A / N/A







				NANC 397 con’t



				Large Volume Port Transactions and SOA Throughput  (Description section, continued)




Intense coordination is required to effect the changes necessary to properly route the queries associated with these databases, including LERG, LARG and CNARG updates, GTT changes in STPs and end office routing changes.  Additionally, modifications need to be made to the Network Tables in the NPAC and the transaction limitations force such modifications to be spread over weeks and/or months straining the resources of an industry already processing changes on a 24X7 basis. The two methods available for large volume NPAC changes are 1) modifications done through the SOA and 2) modifications done using the industry Mass Modification process.  Processing through the SOA, at the current rate of 4 to 6 transactions per second, it could take more than 4 hours to make LRN changes to 100,000 subscribers. If something goes wrong and the Service Provider needs to back out of the changes, then another 4 hours would be required to make the corrections.  This could start to creep into regular business hours in large volume ports. There is a concern about technology migrations and the current 25K/night operational limitation (originally submitted as PIM 43, and now turned into a change order).  This is not an immediate need, but something that should be planned for the three-five years out timeframe.




The industry Mass Modification process is limited to 25,000 changes per region per day Monday through Friday and 50,000 changes per region per day Saturday and Sunday. This limitation applies to all service providers requesting a change, so if more than one service provider wishes to make changes on a particular day, the limitation encompasses all service providers wishing to modify records. A wireless subscriber migration involves more than just that service provider; it also involves each of that service provider’s roaming partners updating their networks on the same night, resulting in a very large coordinated effort among many parties.  




There are also concerns about multiple wireless service providers doing these same types of migrations on the same nights and what coordination needs to take place to ensure that all service providers are able to manage their networks as needed and when needed.  Using the Mass Modification method for large volume projects requires a high level of coordination and scheduling especially if other service providers in the region also need to do large modifications at the same time.  




Additional updates between the NPAC and the SOA may be needed using the Mass Modification process.  This adds additional time and coordination to fully complete a large volume project.  




Jan 06 – moved to Accepted per LNPAWG discussion







				NANC 400



				NeuStar




1/5/05



				URI Fields




Business Need:



Refer to separate document (NANC 400 ver zeroDOTthree.doc, dated 3/15/05).







				TBD



				TBD



				Func Backwards Compatible:  Yes




Dec 05 – moved to Accepted per LNPAWG discussion



				



				







				NANC 401



				VeriSign




1/13/05



				Separate LSMS Association for OptionalData Fields




Business Need:



Refer to separate document (NANC 401 ver zeroDOTtwo.doc, dated 4/1/05).







				TBD



				TBD



				Func Backwards Compatible:  Yes




Jan 06 – moved to Accepted per LNPAWG discussion



				



				







				NANC 403



				NeuStar




3/30/05



				Only allow Recovery Messages to be sent during Recovery



The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.




This will require some operational changes for Service Providers that utilize Network Data and/or Subscription Data recovery while in normal mode.



				TBD



				TBD



				Func Backwards Compatible:  Yes




The proposed solution is to update the FRS, IIS and GDMO recovery description to indicate that network data and subscription data recovery requests sent during normal mode will be rejected.




No sunset policy will be implemented with this change order.








				



				







				NANC 403




(con’t)



				Proposed Solution:




FRS, new requirements:




Req 1       All Data Recovery Only in Recovery Mode




NPAC SMS shall allow a SOA or LSMS to recover data ONLY in recovery mode.




Req 2       Recovery Restriction Tunable Parameter



NPAC SMS shall provide a Regional Recovery Restriction in Recovery Mode Only tunable parameter which is defined as an indicator on whether or not the restriction of recovery requests only be allowed while in recovery mode is supported by the NPAC SMS for a particular NPAC Region.




Req 3       Recovery Restriction Tunable Parameter Default



NPAC SMS shall default the Regional Recovery Restriction in Recovery Mode Only tunable parameter to TRUE.




Req 4       Recovery Restriction Tunable Parameter Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Regional Recovery Restriction in Recovery Mode Only tunable parameter.




IIS, section 5.2.1.9, add the following text:




All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).




IIS, section 5.3.4, change the following text:




Service Provider and Notification All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).




GDMO, lnpDownload notification, add the following text in the behavior section:




All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).




Dec 05 – moved to Accepted per LNPAWG discussion.











				



				



				



				



				



				



				



				











Next Documentation Release Change Orders




				Next Documentation Release Change Orders







				Chg Order #



				Orig. / Date



				Description



				Priority



				Category



				Proposed Resolution



				Level of Effort







				



				



				



				



				



				



				NPAC



				SOA LSMS







				



				



				



				



				



				



				



				







				



				



				



				



				



				



				



				











Next Release (TBD) Change Orders




				Next Release (TBD) Change Orders







				Chg Order #



				Orig. / Date



				Description



				Priority



				Category



				Proposed Resolution



				Level of Effort







				



				



				



				



				



				



				NPAC



				SOA LSMS







				



				



				



				



				



				



				



				







				



				



				



				



				



				



				



				











Cancel – Pending Change Orders




				Cancel - Pending Change Orders







				Chg Order #



				Orig. / Date



				Description



				Priority



				Category



				Proposed Resolution



				Level of Effort







				



				



				



				



				



				



				NPAC



				SOA LSMS







				ILL 5



				AT&T 10/15/96



				Round-Robin Broadcasts Across LSMS Associations 




The NPAC SMS would support additional LSMS associations and manage the distribution of transactions in a round robin algorithm across the associations.  For example, due to performance conditions a Service Provider may want to start another LSMS association for network/subscription downloads.  The NPAC SMS would accept the association, manage security, and distribute network/subscription PDUs across the 2 or more associations using the round robin algorithm (One unique PDU will be sent over one association only.)




This change order applies to LSMS only.



				Medium Low



				FRS, IIS



				Func Backwards Compatible:  NO




This feature may already be implemented in the Lockheed Martin developed NPAC SMS.




01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.




Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.



				Low



				N/A / High







				NANC 219



				AT&T 6/5/1998



				NPAC Monitoring of SOA/LSMS Associations




It has been requested that NPAC Monitoring of SOA and LSMS associations be put into the NPAC SMS at the application (CMIP) layer.  The approach suggested by the requestor would be to alarm whenever aborts are received or sent by the NPAC.  When these alarms occur, the NPAC Personnel would contact the affected Service Provider to work the problem and ensure the association is brought back up.




From this point forward, this change order will deal with the alarm abort option.  The heartbeat abort option is NANC 299.








				High



				FRS



				Pure Backwards Compatible:  YES




Sep LNPAWG (Seattle), discussed various options for working the problem of dropped associations (i.e., causes partial failures for the new SP trying to activate).




Options include, 




1.)  sending a notification to all SPs that "an SP is currently not associated", then another notifications once it is back up, "all SPs associated".




2.)  stopping an activation request, because an association is down.




3.)  sending a notification to the New SP when an activate is received, that an association is down, "do you still want to activate?".




NEXT STEP:  all SPs should consider issues and potential options for activates during a missing association that will cause a partial failure.




Oct LNPAWG (Kansas City), the conversation migrated away from the three options discussed in Seattle, and back to the NPAC proactively monitoring the association.  This would require the NPAC to provide an attendant notification that a Service Provider is down, then notifying them of their missing association.




(continued)



				Low (alarm abort)




Med (heartbeat abort)




High (ops costs for all options)



				N/A / N/A







				NANC 219




(con't)



				Proposed Solution (continued):




So, anytime the NPAC receives an abort from a Service Provider, an NPAC alarm should be triggered, and an M&P should kick in where NPAC personnel notify the downed SP.




This has been moved into the "Accepted" category, awaiting prioritization.




Refer to R4 Change Orders for current proposed resolution.




01/02/02 – NPAC R4.0 as submitted to the LLC in 2000 is not going forward.  This change order has been moved back into the “accepted” section of this document.




01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.







				NANC 232



				MetroNet




8/14/98



				Web Site for First Port Notifications




Currently all SOAs and LSMSs receive "first port" notifications.  A request has been submitted to provide this information on the NPAC Web Site.




Sep LNPAWG (Seattle).  This change order was introduced by MetroNet as a means for LTI users to obtain "first port" notifications.




The current process does NOT send this information to the LTI user (unlike SPs that have a CMIP-based SOA), but requires the LTI user to "query" the NPAC for notifications contained in the NPAC notification log (for that specific SP).  Currently, this log contains the most recent 25 notifications for that SP.  The user may also generate an NPAC report of all notifications for that SP.




The desire is to have these "first port" notifications on the web, similar to the NPA-NXX openings that are on the web today.








				High



				FRS



				Pure Backwards Compatible:  YES




Sep LNPAWG (Seattle).  This change order was discussed by those in attendance.  It was agreed that this change order was acceptable, and should be moved to the "Future Release CLOSED" List, and await prioritization from the group.




NOTE:  This change order is similar to the existing requirements, R3-10 and R3-11 (Web bulletin board updates of NPA-NXXs and LRNs).




Refer to R4 Change Orders for current proposed resolution.




01/02/02 – NPAC R4.0 as submitted to the LLC in 2000 is not going forward.  This change order has been moved back into the “accepted” section of this document.




01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.








				Low



				N/A / N/A







				NANC 398



				NeuStar




9/27/04



				WSMSC data discrepancy situation with NANC 323 Migration




Business Need:



During a NANC 323 SPID Migration, the only data that is changed is the SPID value (from SPID A to SPID B).  There could be a data consistency situation that arises, when SPID A supports WSMSC data, and SPID B does not support it.







				TBD



				FRS



				Func Backwards Compatible:  TBD




TBD.




Mar ’06 LNPAWG:




From a Jan ’06 Action Item, “NeuStar will check to see if this issue would prevent modification of an SV with this discrepancy, where the new SPID in the migration does not support WSMSC, but the migrated SV has the DPC data for WSMSC populated due to the old SPID supporting the service.”




Resolution:  NeuStar reported that SPID B could still modify the SV, but the WSMSC DPC and SSN would still be broadcast to everyone that supports it.  SPID B could not remove it.  Action Item 0106-01 is closed.








				N/A



				N/A / N/A







				



				



				



				



				



				



				



				











Current Release Change Orders




				Current Release Change Orders







				Chg Order #



				Orig. / Date



				Description



				Priority



				Category



				Proposed Resolution



				Level of Effort







				



				



				



				



				



				



				NPAC



				SOA LSMS







				



				



				See Implemented List for details on Release 3.3.








				



				



				



				



				











Summary of Change Orders




				Release # / Target Date



				Change Orders



				Backwards Compatible







				Open



				NANC 372 – SOA/LSMS Interface Protocol Alternatives



NANC 388 v2 – Un-Do a Cancel-Pending SV



NANC 396 –NPAC Filter Management – NPA-NXX Filters








NANC 402 – Validate Code Owner (SPID) Before Opening Code




NANC 408 –SPID Migration Automation Changes




NANC 411 – Doc Only Change Order:  IIS




NANC 412 – Doc Only Change Order:  FRS




NANC 413 – Doc Only Change Order:  GDMO








				







				Accepted



				



NANC 147 – Version ID Rollover Strategy




NANC 193 – TN Processing During NPAC SMS NPA Split Processing












NANC 355 – Modification of NPA-NXX Effective Date (son of ILL 77)



NANC 363 – Lockheed-to-NeuStar private enterprise number



NANC 382 – “Port-Protection” System



NANC 390 – New Interface Confirmation Messages SOA/LSMS – to - NPAC



ion Version Creation and its Activation



NANC 397 – Large Volume Port Transactions and SOA Throughput
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� It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is “port-protected” since to allow the block’s creation would result in an inadvertent port of these numbers if the block eventually is assigned to another switch.  But the intra-SP porting activity required before creating a contaminated block must be allowed to occur without requiring end-users to temporarily lift the port restrictions on their numbers.  It therefore appears that an exception to the port protection validation is required, to allow a protected number to be intra-SP ported even if the number is “Port Protected.”  Without network data that is unavailable to NPAC today, the NPAC could not reliably determine whether an intra-SP port maintains the telephone number’s association with the same switch from which the number was served before the intra-SP port occurred.  A reasonable compromise appears to suppress the “Port-Protect” check when validating intra-SP ports rather than develop an elaborate validation process to address this scenario more completely.





� A modify of an active SV’s or block’s LRN can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  NeuStar is not proposing the “Port Protect” validation be applied to Modify actions because of the complexity of such validation.





� The validation of intra-SP ports occurs only if the involved SP has indicated in its NPAC SMS profile that this validation is desired.





� It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is on the Port Protection list, since to allow the block’s creation would result in an inadvertent port of these numbers when (if) the block eventually is assigned to another switch.  But the intra-SP porting activity, necessary before creating a contaminated block, is allowed to occur without requiring that the port restrictions be lifted from TNs in the block.  This exception to the Port Protection validation is provided in order to allow a TN to be intra-SP ported even if the TN is on the Port Protection list.  The option to include intra-SP ports in the Port Protection validation process is provided at the individual LSP’s request.





� A modify of the LRN in an active SV or block record also can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  However, NeuStar is not proposing the Port Protection validation be applied to Modify actions because of the complexity of such a validation.
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Update Appendix E Download File Examples, Notifications Download File to reflect the SV Type and Alternative SPID attributes in the numberPoolBlock-objectCreation and numberPoolBlock-attributeValueChange notifications:





In the numberPoolBlock-objectCreation notification add the following rows:





					23




					SV Type




					( 0 )  Not present if the service provider does not support the SV Type.  If the service provider supports SV Type the value would be as defined in the Number Pooling Block Holder Information Data Model.









					 24




					Alternative SPID




					( 2020 ) Not present if the service provider does not support the Alternative SPID.  If the service provider supports Alternative SPID but this attribute is not part of the number pool block, the pipes would be empty, otherwise if it were present the value would be as defined in the Number Pooling Block Holder Information Data Model.














In the numberPoolBlock-attributeValueChange notification add the following rows:





					20




					SV Type




					( 0 )  Not present if the service provider does not support the SV Type.  If the service provider supports SV Type the value would be as defined in the Number Pooling Block Holder Information Data Model.









					 21




					Alternative SPID




					( 2020 ) Not present if the service provider does not support the Alternative SPID.  If the service provider supports Alternative SPID but this attribute is not part of the number pool block, the pipes would be empty, otherwise if it were present the value would be as defined in the Number Pooling Block Holder Information Data Model.
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From FRS Appendix E – BDD for notifications:





					Explanation of the Potential Notification fields in the Notifications download file









					Notification









					Field Number




					Field Name




					Sample Value









					subscriptionVersionNPAC-ObjectCreation









					1




					Creation TimeStamp




					For example: 19960101155555









					2




					Service Provider ID




					1001









					3




					System Type 




					0









					4




					Notification ID




					1006









					5




					Object ID




					21









					6




					New Service Provider Creation Time Stamp




					20050518231625















					7




					New Service Provider Due Date




					20050530230000















					8




					Old Service Provider Authorization Time Stamp




					









					9




					Old Service Provider Due Date




					









					10




					Old Service Provider Authorization




					









					11




					New Current Service Provider ID




					1001









					12




					Old Service Provider ID




					1003









					13




					Conflict Time Stamp




					









					14




					Status Change Cause Code




					









					15




					Subscription Version Status




					1









					16




					Subscription Timer Type




					0  









					17




					Subscription Business Type




					1  









					18




					Version TN




					3034401000









					19




					Version ID




					1239999909









					subscriptionVersionRangeObjectCreation (* if a consecutive list)









					1




					Creation TimeStamp




					For example: 19960101155555









					2




					Service Provider ID




					1003









					3




					System Type 




					0









					4




					Notification ID




					16









					5




					Object ID




					14









					6




					New Service Provider Creation Time Stamp




					20050518231625















					7




					New Service Provider Due Date




					20050530230000















					8




					Old Service Provider Authorization Time Stamp




					









					9




					Old Service Provider Due Date




					









					10




					Old Service Provider Authorization




					









					11




					New Current Service Provider ID




					0001









					12




					Old Service Provider ID




					1003









					13




					Conflict Time Stamp




					









					14




					Status Change Cause Code




					









					15




					Subscription Version Status




					1









					16




					Subscription Timer Type




					0  









					17




					Subscription Business Type




					1  









					17




					Range Type Format




					1









					18




					Starting Version TN




					3034401000









					19




					Ending Version TN




					3034402000









					20




					Starting Version ID




					1234500001









					21




					Ending Version ID




					1234501002









					subscriptionVersionRangeObjectCreation (* if not a consecutive list)









					1




					Creation TimeStamp




					For example: 19960101155555









					2




					Service Provider ID




					1003









					3




					System Type 




					0









					4




					Notification ID




					16









					5




					Object ID




					14









					6




					New Service Provider Creation Time Stamp




					20050518231625















					7




					New Service Provider Due Date




					20050530230000















					8




					Old Service Provider Authorization Time Stamp




					









					9




					Old Service Provider Due Date




					









					10




					Old Service Provider Authorization




					









					11




					New Current Service Provider




					0001









					12




					Old Service Provider ID




					1003









					13




					Conflict Time Stamp




					









					14




					Status Change Cause Code




					









					15




					Subscription Version Status




					1









					16




					Subscription Timer Type




					0  









					17




					Subscription Business Type




					1  









					18




					Range Type Format




					2









					19




					Starting Version TN




					3034401000









					20




					Ending Version TN




					3034401097









					21




					Variable Field Length




					Indicates the number of dynamic values for the following field (e.g. 98).









					22




					Version ID




					2050505050









					23




					Version ID




					2050505059









					24




					… Version ID “n”




					2050507019
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Future Release Change Orders – Working Copy










Origination Date:  9/17/03





Originator:  Nextel




Change Order Number:  NANC 388




Description:  Un-do a “Cancel-Pending” SV





Cumulative SP Priority, Weighted Average:  3, (7.45)





Functional Backwards Compatible:  NO





IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					Y




					




					Y




					Y




					Low




					Low-Med




					N/A














Business Need:





Currently there are no requirements in the NPAC that allow a Subscription Version (SV) to be manually changed from “Cancel Pending” status to “Pending” status.  Without any “un-do” functionality, both Service Providers (SPs) must wait for the Cancellation-Initial Concurrence Window and the Cancellation-Final Concurrence Window to expire (nine hours each), let the SV go to Conflict, and then resolve the Conflict or wait for the Conflict Restriction timer (six hours) to expire in order for it to return to “Pending” (when the Cancel Request was initiated by the Old SP).  Alternatively, both SPs could send in cancel requests to the NPAC, at which point the SV would immediately go to “Canceled”, then they could initiate the porting process again.





The current NPAC functionality for a concurred port (where both SPs have sent in Create Requests and the SV is in “Pending” status), then one of the two SPs has sent in a Cancel Request (SV is now in “Cancel Pending” status) is as follows:





1. The New SP initiates the Cancel.  The Old SP concurs with the Cancellation-Initial or the Cancellation-Final Concurrence Requests.  The status will be changed to “Canceled” upon receipt of the cancel concurrence.  Both SPs would have to re-initiate the porting process for this TN.





2. The New SP initiates the Cancel.  The Old SP does not concur with the Cancellation-Initial or the Cancellation-Final Concurrence Requests, the status will be changed to “Canceled” at the expiration of the Final Concurrence expiration.  Both SPs would have to re-initiate the porting process for this TN.





3. The Old SP initiates the Cancel.  The New SP concurs with the Cancellation-Initial or the Cancellation-Final Concurrence Requests.  The status will be changed to “Canceled” upon receipt of the cancel concurrence.  Both SPs would have to re-initiate the porting process for this TN.





4. The Old SP initiates the Cancel.  The New SP does not concur with the Cancellation-Initial or the Cancellation-Final Concurrence Requests, the status will be changed to “Conflict” at the expiration of the Final Concurrence expiration.  The Old SP and New SP must then resolve the conflict, or wait for the Conflict Restriction Window to expire (six hours) for the SV to be eligible to be changed back to “Pending” by the New SP.





In case #4, the porting process could continue after the expiration of the Cancellation Concurrence timers (18 hours), and either the resolution of the conflict (0-6 hours) or waiting for the Conflict timer to expire (6 hours).





Jun ’04 LNPAWG, instead of the previously documented behavior that would include a new CMIP message (retract SV cancel), the recommendation is to extend the usage of the existing modify SV message to include the ability to modify the status from cancel-pending back to pending.  Additional business rules and edits will be added to ensure that only the SP that issued the cancel request is now performing the “un-do” activity.





Description of Change:





The recommendation is for a change to the NPAC functionality, such that an SP that sent up a Cancel Request in error, could “un-do” the request by sending a “modify request” message (using a Subscription Version Modify Action) to the NPAC.





This message would allow the SV to change from a “Cancel Pending” status back to it’s previous status (either “Pending” or “Conflict”).  The NPAC would verify that the SP sending the “modify request” message to the NPAC is the same SP that initiated the Cancel Request (otherwise return an error).





There would not be any restriction on when this new message could be sent (i.e., during the 18 hour window that the SV is in Cancel Pending).





No backwards-compatibility flags needed.  The change in status (from Cancel Pending back to Pending, or from Cancel Pending back to Conflict) can be handled with the existing Status Attribute Value Change.  However, SPs should verify with their SOA vendors that an SAVC that is updating a Cancel Pending SV to a Pending SV or Conflict SV will not be rejected.





In order to use this new functionality, an SP would need to implement a change in their SOA.





Nov ’03 LNPAWG, discussion:




Explained the current functionality, and provided an overview of the desired change.  Vendor action item will be in the LNPAWG action items list.  We will also investigate and discuss the question on the status change after a second cancel request from the Old SP.





Jun ’04 LNPAWG, additional business rules and edits will be added to ensure that only the SP that issued the cancel request is now performing the “un-do” activity using the existing modify SV message.





Major points/processing flow/high-level requirements:





1. An SV is in cancel-pending status.




2. The Service Provider that issued the cancel message to the NPAC, requests the NPAC to “un-do” the cancel request:




a. The Service Provider sends a Subscription Version Modify Action message to the NPAC for an SV in a cancel-pending state.





b. The NPAC validates the message is from the Service Provider that issued the cancel request.





i. If yes, continue.





ii. If no, return an error to the requesting Service Provider, and exit the process.





3. The NPAC changes the status of the SV to it’s previous status (either pending or conflict).





4. The NPAC sends a Status Attribute Value Change notification to the involved Service Providers:





a. New Service Provider receives Status Attribute Value Change notification updating the status to pending or conflict.





b. Old Service Provider receives Status Attribute Value Change notification updating the status to pending or conflict.





Requirements:





Req 1 – Un-Do a Cancel-Pending Subscription Version – Notification





NPAC SMS shall inform both Old and New Service Providers when the status of a Subscription Version is set from cancel-pending back to pending, or from cancel-pending back to conflict for an Inter-Service Provider port.





Req 2 – Un-Do a Cancel-Pending Subscription Version – Request Data





NPAC SMS shall receive the following data from the Old or New Service Provider to identify a Subscription Version to have a cancel request retracted:





Ported TN (or a specified range of numbers)





Subscription Version ID





Version Status (if TN or TN range is specified, must be cancel-pending).




New Version Status (can be only pending, in order for it to be returned to a pending-like status)




Req 2.5 – Un-Do a Cancel-Pending Subscription Version – New Status Specified Error





NPAC SMS shall send an appropriate error message to the originating user that requests a cancellation retraction for a subscription version, if the new version status specified in the request is not pending.





Req 3 – Un-Do a Cancel-Pending Subscription Version – Version Status Error





NPAC SMS shall send an appropriate error message to the originating user that requests a cancellation retraction for a subscription version, if the current version status is not cancel-pending.





Req 5 – Un-Do a Cancel-Pending Subscription Version – Timestamp





NPAC SMS shall set the Subscription Version modification date and time to current upon setting the Subscription Version status back to pending or conflict.





Req 7 – Un-Do a Cancel-Pending Subscription Version – Missing Cancel Error





NPAC SMS shall return an error if a Service Provider sends a cancellation retraction for a subscription version that has not been cancelled by that Service Provider.





Req 8 – Un-Do a Cancel-Pending Subscription Version – Status Change





NPAC SMS shall set the subscription version status to Pending or Conflict, returning the status to the same value as prior to the cancellation that caused it to go into cancel-pending, upon receiving a cancellation retraction from either the Old or New Service Provider for a subscription version with a cancel-pending status (both Service Providers have done a create) for an Inter-Service Provider or Port to original port.





Req 9 – Un-Do a Cancel-Pending Subscription Version Tunable





NPAC SMS shall provide an Un-Do a Cancel-Pending Subscription Version tunable parameter which is defined as the support for providing this functionality within the NPAC SMS.





Req 10 – Un-Do a Cancel-Pending Subscription Version Tunable Default





NPAC SMS shall default the Un-Do a Cancel-Pending Subscription Version tunable parameter to TRUE.





Req 11 – Un-Do a Cancel-Pending Subscription Version Tunable Modification





NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Un-Do a Cancel-Pending Subscription Version tunable parameter.





RR5‑12.3
Conflict Resolution New Service Provider Restriction Tunable Parameter





NPAC SMS shall provide long and short Conflict Resolution New Service Provider Restriction tunable parameters which are defined as a number of business hours after the subscription version is initially put into conflict that the NPAC SMS will prevent it from being removed from conflict by the New Service Provider.





Note:    In the case where a subscription version is put into conflict (status is conflict), then cancelled (status is cancel-pending), then cancel un-do (status is returned to conflict), the number of business hours is based on when the subscription version initially went into conflict, not when it is returned back to conflict.




SV Status Change Diagram:





Change the diagram to add an arrow from Cancel-Pending to Pending.  Update table to describe this new arrow.





IIS





No Change Required





A new flow for the NPAC will be added in section B.5, Subscription Version.  New flow is shown below:





B.5.x

Un-Do Cancel-Pending SV Request





This scenario can only be performed when the subscriptionVersionStatus is cancel-pending.





					Old SOA




					New SOA




					NPAC SMS




					









					




					( Modify Request (Un-Do)




					




					1









					




					




					internal M-SET (




					2









					




					




					internal M-SET (




					3









					




					




					( Modify Response (Un-Do)




					4









					




					




					( M-Event-Report SAVC




					5









					




					( M-Event-Report SAVC
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					( M-Event-Report SAVC




					7









					( M-Event-Report SAVC




					




					




					8














Step 5 and step 7 will be updated to indicate the new status will be set to either pending or conflict (i.e., returned to the same status as prior to the cancellation that caused it to go into cancel-pending)




GDMO





subscriptionVersionModifyBehavior BEHAVIOUR





    DEFINED AS !





      An SP that sent up a Cancel Request in error, can un-do the cancel request by setting the Subscription status to pending (returning it to the same pending-like status as prior to the cancellation that caused the SV to go into cancel-pending).





This allows the Subscription Version to change from cancel-pending back to pending, or cancel-pending back to conflict.  The NPAC verifies that the SP sending the modify to the NPAC is the same SP that initiated the Cancel Request (otherwise return an error).





There is no restriction on when the modify can be sent during the tunable period of time that the SV is cancel-pending.




!;





ASN.1





SubscriptionModifyData ::= SEQUENCE {





    subscription-lrn [0] LRN OPTIONAL,





    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,





    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,





    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,





    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,





    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,





    subscription-lidb-dpc [6] EXPLICIT DPC OPTIONAL,





    subscription-lidb-ssn [7] EXPLICIT SSN OPTIONAL,





    subscription-isvm-dpc [8] EXPLICIT DPC OPTIONAL,





    subscription-isvm-ssn [9] EXPLICIT SSN OPTIONAL,





    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,





    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,





    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,





    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,





    subscription-billing-id [14] BillingId OPTIONAL,





    subscription-status-change-cause-code [15]





        SubscriptionStatusChangeCauseCode OPTIONAL,





    subscription-wsmsc-dpc [16] EXPLICIT DPC OPTIONAL,





    subscription-wsmsc-ssn [17] EXPLICIT SSN OPTIONAL,





    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,





    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,





     new-version-status [20] VersionStatus OPTIONAL




}





SubscriptionModifyInvalidData ::= CHOICE {





    subscription-lrn [0] EXPLICIT LRN,





    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,





    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,





    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,





    subscription-class-dpc [4] EXPLICIT DPC,





    subscription-class-ssn [5] EXPLICIT SSN,





    subscription-lidb-dpc [6] EXPLICIT DPC,





    subscription-lidb-ssn [7] EXPLICIT SSN,





    subscription-isvm-dpc [8] EXPLICIT DPC,





    subscription-isvm-ssn [9] EXPLICIT SSN,





    subscription-cnam-dpc [10] EXPLICIT DPC,





    subscription-cnam-ssn [11] EXPLICIT SSN,





    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,





    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,





    subscription-billing-id [14] EXPLICIT BillingId,





    subscription-status-change-cause-code [15]





          EXPLICIT SubscriptionStatusChangeCauseCode,





    subscription-wsmsc-dpc [16] EXPLICIT DPC,





    subscription-wsmsc-ssn [17] EXPLICIT SSN,





    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,





    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,





    new-version-status [20] EXPLICIT VersionStatus




}
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Thousands-Block Application Form



Part 1A





Type of Application (check one):               ( New               ( Change
                  ( Disconnect   



GENERAL APPLICATION INFORMATION



1.1 Contact Information:



Block Applicant:



Company Name: ___________________________________________________________



Headquarters Address: _________________________________City___________________State___________Zip______________


Contact Name: ___________________________________________________________________________



Contact Address:     _________________________________City___________________State___________Zip___________


Phone: ___________________________Fax:__________________________



E-Mail: ___________________________________



Pooling Administrator
:



Contact Name: ________________________________________________________________________



Contact Address: 



_________________________________City___________________ State___________Zip___________


Phone: ___________________________Fax: __________________________



E-Mail: ____________________________________



1.2 General Information



Check one:  No LRN needed__________ LRN needed
_________    



NPA: ______ LATA:_________OCN
: _______  Parent Company’s OCN____



Number of Thousands-Blocks Requested: __________



Switch Identification (Switching Entity/POI)
: ___________City or Wire Center Name__________



Rate Center
: ________________________Rate Center Sub Zone: _________________________


1.3 Dates



Date of Application
: _______________Requested Block Effective Date
: __________________



Request Expedited Treatment? (See Section 8.6)     Yes______ No_______


1.4 Type of Service Provider Requesting the Thousands-Block:



a) Type of Service Provider: __________________________________ (LEC,  IXC, CMRS, Other)



b) Primary type of service Blocks to be used for: _____________________________ 



       c) Thousands-Block(s)  (NXX-X) assignment preference (optional) _______________________



       d) Thousands-Block(s)  (NXX-X) that are undesirable for this assignment, if any ____________



e) If requesting a code for LRN purposes, indicate which block(s) you will be keeping (the remainder of the blocks will be given to the pool) ____________________.



1.5 Type of Request 



Initial block for rate center: Yes___, If Yes attach evidence of authorization and proof of capability to provide



Service within 60 days



Growth block for rate center: Yes____, If Yes, attach months to exhaust worksheet



Change block: Yes_____, If Yes, indicate NPA-NXX-X, type of and reason for change: __________________________________________________________________________



Disconnect block: Yes_____, If Yes, list NPA-NXX-X _______________________



I hereby certify that the above information requesting an NXX-X block is true and accurate to the best of my knowledge and that this application has been prepared in accordance with the Thousands-Block (NXX-X) Pooling Administration Guidelines (ATIS-0300066).


__________________________      ___________________________       __________________



  Signature of Block Applicant                                Title                                             Date



Instructions for filling out each Section of the Part 1A form:



Section 1.1
Contact information requires that Service Providers supply under “Block Applicant” the company name, company headquarters address, a contact within the company, an address where the contact person may be reached, in addition to the correct phone, fax, and e-mail address.  The Pooling Administrator section also requires the Service Provider to fill in the Pooling Administrator’s name, address, phone, fax and e-mail.



Section 1.2
Service Providers who need a thousands-block assignment or for an Location Routing Number (LRN)are required to fill in this section. If needed for an LRN, a CO Code Application needs to also be submitted to the PA. The Service Provider should supply the Numbering Plan Area (NPA); the Local Access Transport Area (LATA), which is a three-digit number that can be found in the Telcordia™ LERG™ Routing Guide.  The Operating Company Number (OCN) assigned to the service provider and the OCN its parent company.  An OCN is a four-character alphanumeric assigned by Telcordia™ Routing Administration (TRA). In addition, the number of thousands-blocks requested should be supplied.  The Switch Identification as well as the city or wire center name, rate center, rate center sub zone, homing tandem and CLLI( tandem of the facilities based provider
.  Explanations of these terms may be found in the footnotes. 



Section 1.3
The date the Service Provider completes the application should be entered in this section, as well as the Effective Date of the requested thousands-block.



Section 1.4
Service Providers should indicate their type, e.g., local exchange carrier, competitive local exchange carrier, interexchange carrier, CMRS.  The also indicate the primary type of business in which the numbering resource is to be used. Service Providers also may indicate their preference for a particular thousands-block, e.g., 321-9XXX, or indicate any thousands-blocks that may be undesirable, e.g., 321-6XXX.



Section 1.5
Service Providers indicate the type of request.  Initial requests are for first applications for thousands-blocks in a rate center, growth for additional thousands-blocks in a rate center in which the applicant already has numbering resources, and provide the required evidence as ordered by the FCC.



The thousands-block applicant certifies veracity of this form by signing their name, and providing their title and date.



Foot Notes:



� Identify type of and reason for change(s) in Section 1.5.




�   The Pool Administrator is available to assist in completing these forms.




� A CO Code application will also need to be submitted to the PA




�  Operating Company Number (OCN) assignments must uniquely identify the applicant.  Relative to CO Code assignments, NECA-assigned Company Codes may be used as OCNs.  Companies with no prior CO Code or Company Code assignments should contact NECA (800 524-1020) to be assigned a Company Code(s).  Since multiple OCNs and/or Company Codes may be associated with a given company, companies with prior assignments should direct questions regarding appropriate OCN usage to (TRA) (732-699-6700).




�  This is an eleven-character descriptor of the switch provided by the owning entity for the purpose of routing calls.  This is the 11 character CLLI™ code of the switch /POI.




�   Rate Center name must be a tariffed Rate Center.




vii Acknowledgment and indication of disposition of this application will be provided to applicant within seven calendar days from the date of receipt of this application.  An incomplete form may result in delays in processing this request.




� Please ensure that the NPA-NXX of the LRN to be associated with this block(s) is/will be active in the network prior to the effective date of the block(s).




�  Telcordia, LERG Routing Guide, and CLLI are trademarks of Telcordia Technologies, Inc.
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