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	Bridget Alexander
	JSI

	Lonnie Keck
	AT&T
	Karen Hoffman
	JSI  (phone)
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	Marcel Champagne
	Neustar (phone)
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	Chris Drake
	iconectiv
	Luke Sessions
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NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “May 13-14, 2014 WG ACTION ITEMS” FILE AND ATTACHED HERE.
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LNPA WORKING GROUP MEETING MINUTES:

March 4-5, 2014 Draft LNPA WG Meeting Minutes Review:
The May 13-14, 2014, meeting minutes were reviewed and approved with a minor change.  


Updates from Other Industry Groups

OBF Ordering Solutions Wireless Service Ordering (WSO) Subcommittee Update – Deb Tucker:
The Wireless Service Ordering Subcommittee met June 3, 2014. The Subcommittee continues to watch the progress being made by the LSO Subcommittee on Issue 3450 with respect to changes that may be needed to the WICIS standard.  Current work activities of WSO are dependent on the resolution of this Issue, so the next meeting of WSO will be subsequent to the next LSO meeting.
Issue 3429 – WICIS Review for Alignment and Business Practices.  This is a blanket issue opened to review the WICIS document for any needed updates and it remains open.

The next meeting is scheduled for August 22, 2014.

Additionally, the ATIS OBF Ordering Solutions (OS) Committee will be meeting jointly with the Metro Ethernet Forum Service Operations Committee to create a new International Ethernet Ordering standard. The Ordering Solutions Committee welcomes input from Metro Ethernet Forum Subject Matter Experts. The Service Operations Committee will host a joint working session with the OS Committee during the 3Q Annual MEF Members meeting in Santa Clara, CA from July 28 – 31, 2014. See Issue 3507, OS: Create an international Ethernet Ordering specification based on MEF-defined Ethernet service attributes.


OBF Local Service Ordering Subcommittee – Linda Peterman:
OBF
ORDERING SOLUTIONS COMMITTEE 
LOCAL SERVICE ORDERING SUBCOMMITTEE

Since the May, 2014 LNPA WG meeting, the status of Issue 3450 has remained the same as the team has been focusing on the publication of the 2014 LSOG document, which has now been completed..

Issues in Final Closure:  None.

Issues Withdrawn:  None.	

Issues in Initial Closure or Initial Pending:  None.

Participants prioritized the open LSO Issues:

High Priority 

1. Issue 3477, LSOG: Standard field length minimums identified and repeating/# of occurrences on each field (next LSOG publication dependent on this Issue)
2. Issue 3450, LSOG: Standard Validation and Submission fields for REQTYPE “C” Simple and Non-Simple Port Orders

Medium Priority 

1. Issue 3443, LSOG: Increase the Name fields’ length in the 71 and 72 practices  (to be worked after Issue 3450)
2. Issue 3373, LSOG: Standardization of RT of “Z” in the 099 practice for REQTYP “C” to be utilized by all providers

Low Priority 

1. Issue 3478, LSOG: Replace LALO with LD/LV fields on Directory Listing form

It was noted that Issues 3448, LSOG – Add new Line Activity (LNA) value to require disposition of each Telephone number when converting, and 3449, LSOG – Allow for multiple Pilot Numbers on Hunt Group (HGI) form, are on hold pending internal review.

New Issues:  None

The LSO has the following meetings scheduled:

	DATE
	CALL DETAILS

	7/31/14
11 AM -1 PM ET
	LSO Virtual Meeting 
Agenda: 
· Review and complete Issue 3450

	September 22-25, 2014
	LSO Meeting Overland Park, KS
Agenda: 
· Issue 3373








INC Update – Dave Garner:

INC  Issues  Report						LNPA WG Meeting – July 2014


INC Issue 748:   Assess Impacts on Numbering Resources and Numbering Administration with Transition from Public Switched Telephone Network (PSTN) to Internet Protocol (IP)
Issue Statement:  As the industry and regulatory bodies move from the current Public Switched Telephone Network (PSTN) towards Internet Protocol (IP), consideration needs to be given to the numbering scheme.  Will the current telephone number format be utilized, in whole or part, in the IP environment or will some other numbering addressing format be used?  It is necessary for INC to be aware of regulatory mandates and industry activities addressing the numbering protocol to be used for IP technology as well as numbering impacts during the PSTN to IP transition in order to update or create new numbering guidelines.

At the May meeting, INC continued to discuss developments regarding the PSTN to IP transition, including:

· PSTN Transition Numbering Testbed Workshop agenda and information.  A high level list of numbering system functional requirements for the numbering test bed was developed and submitted as an Ex Parte to the FCC CTO, Henning Schulzrinne, on 3/31/14.  The requirements addressed components of number administration that needs to be included in the testbed functionality, such as assignment of numbers, transferring numbers, returning numbers, security, etc.  During the May meeting, which was held in conjunction with ATIS AMOC, Dr. Schulzrinne briefly visited with INC and indicated the requirements provided in the Ex Parte will be useful input to the work that needs to be accomplished.

· The topic of geographic vs non-geographic numbering was discussed relative to rate centers and LATAs.  Discussion included items such as elimination/consolidation of rate centers, i.e.:  moving to each State as a unit --- one rate center per state, need for Tariff modifications to accommodate, uniform 10-digit dialing implementation within the State, numbering resources assignments associated with a state, etc.  INC continues to consider development of a white paper which would include recommendations on the consolidation of rate centers.  If developed the white paper could list the steps and/or items to be done in order to accomplish rate center consolidation such as; Tariff modifications, notification to customers, recommendations on a timeline, etc.

INC Issue 778:   Update INC Guidelines to identify Permitted Company Code (OCN) Category Types Appropriate for Assignment of Numbering Resources
Issue Statement: Service providers (SPs) entering into the telecom/VoIP industry require a NECA assigned Company Code (OCN) in order to receive numbering resources from NANPA or Pooling Administration.  The OCN must be assigned to a NECA Category Code type that is permissible to receive numbering resources; however, the list of permissible categories has never been clearly defined.  This has resulted in SPs ordering an OCN with an incorrect category type for numbering resources, which may not be determined until the SP attempts to obtain numbering resources.  And, this may cause a significant delay to the SP in establishing services.  As well, some SPs may attempt to change the category type of their OCN after numbering resources have been assigned to it.   Should this occur, the NANPA and the PA have no mechanism today to be notified of such a change to determine if the SP is permitted to retain currently assigned numbering resources and/or to deny requests for future numbering resources.
Suggested Solution:  Update sections 4.1.1, 6.1.1, 8.1 and 8.2 in COCAG and sections 4.3, 4.4, 9.1.2 and 9.2 in the TBPAG to add reference of the permitted OCN category types for numbering resources and to require SPs to notify NANPA and the PA of OCN category changes to their OCN after the OCN has been added to NAS/PAS.
At the May INC meeting, the issue was discussed and agreement was reached to work the issue.  INC agreed to list the permissible Company Code category types in the guidelines to support existing NANPA and PA processes to deny requests when an inappropriate NECA Company Code category type is used.  It was decided, that along with changes in the COCAG and TBPAG, INC needs to make corresponding changes in other INC guidelines that deal with OCNs, example 5XX, 9YY and p-ANI.  It was also noted that this agreement applies only to the U.S. and its’ territories.
Once this issue is approved and closed, INC will advise NECA of the OCN’s that can be directly assigned numbering resources from NANPA and/or the PA and ask them to update their website and documentation to help new entrants determine the appropriate Company Code category type.

NANC Future of Numbering WG Update – Suzanne Addington:

See the embedded PowerPoint presentation:
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Change Management – Neustar

Discussion of Change Orders
John Nakamura reviewed changes made to update the FRS document.  (Document not embedded due to size.  It was sent to distribution prior to meeting.)  Items updated are as follows:
1. Title page, version, date.
1. TOC re-gen.
1. Section 0.1, Appendix A definition.
1. Section 2, Business Process Flows, removed multiple references to flows in Appendix A.
1. 3.1.2, NPAC Customer Data Model, added two new entries for Sending/Failed SV Query Reply Boolean.
1. R3-9, RR3-66, changed “may include” to “are”, added note for items that apply to Creation only.
1. 3.17, new section for Onboarding.
1. R4-8, two new entries for Sending/Failed SV Query Reply Boolean.
1. Appendix A, added reference note, removed old flow diagrams.
1. Appendix B, Glossary, updated time zone info, added XML.

Changes to the Onboarding feature were reviewed.  There were no questions or comments.

The outdated Operations Flows in Appendix A were removed and replaced with a link to the latest NANC Porting Flows on the NPAC web site.

Error and Message Flow Document Discussion
John Nakamura led a discussion of changes to the Error Flow Diagrams (Appendices A and B to the NPAC IIS document).  (Document not embedded due to size.  It was sent to distribution prior to meeting.) Changes include:
1. Title page name, version, date update.
1. TOC re-gen.
1. Status correction (from disconnect-pending to sending), B.5.4.1, picture and text.
1. Removal of notification (there is no disconnect-pending SAVC sent to the current SP), B.5.4.1.
1. Status correction (from sending to disconnect-pending), B.5.4.2, just text (picture already had disconnect-pending).
1. Arrow direction correction (correct direction is NPAC to SOA), B.5.5.5, step 5.
1. Re-added flows in section B.7 (incorrectly removed in previous version of flow document).
1. Added XML reference, B.8.5.1, SPID Migration.

Change Management Summary Document (including Service Provider, Local System Vendor and Neustar Action Items
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Action Item 051314-02 – Syniverse to determine if change order NANC 417 is still needed.

Syniverse reported that this change order is no longer needed.  It will be moved to Cancel Pending.

This action item is closed.

Action Item 051314-03 – Service providers are to determine if change orders NANC 431 and 432 should stay on the candidate list.

Service Providers consensus is that 431 and 432 are no longer needed.  They will be moved to Cancel Pending.

This action item is closed.

Action Item 051314-04 – Local systems vendors to provide level of effort (LOE) for the open change orders to the LNPA WG Tri-Chairs by June 18, 2014.

Local systems vendors who participate in the Working Group have supplied LOE.

This action item is closed.

Action Item 051314-07 – Neustar to prepare a table showing level of effort (LOE) for the open change orders after the information is provided by the local system vendors.

[bookmark: _MON_1467013331]					
The vendors present agreed to the accuracy of the table.

This action item is closed.
					
NEW ACTION ITEM 070914-04 – Neustar to update the “Level of Effort” table including removal of NANC 431 and 432 by August 27, 2014.

NEW ACTION ITEM 070914-05 – Neustar to provide list of LSMS/SOA vendors connected to NPAC in order to identify any that don’t attend the WG meetings.  If inappropriate to share the list, then Neustar will contact them individually to obtain the needed LOE information.


Notification Suppression
This change order would allow service providers to have notification category suppression on a per request basis.  This change was requested by a service provider.
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John Nakamura led a discussion of the changes made to the data models since the last review.    

Discussions about the features and needs led to some changes that John will make to be reviewed at the next meeting.  Further updates for XML will be offered at the September meeting.  For example:
· Pool Block data needs to be added to the Data Model.
· Need to add capability for OSP to suppress when they send their Create in addition to the capability for the NSP.
· Can a project ID be used to tie multiple requests together?
· What happens when OSP and NSP don’t agree in overlapping requests?
· Can the suppression indicator be modified?  (Currently not being considered.)

Changes will be reviewed at the September WG meeting.

NEW ACTION ITEM 070914-06 – Neustar to update the schema and XIS document to include changes to NANC 458 and distribute by August 1, 2014.  

NEW ACTION ITEM 070914-03 – Local systems vendors are to provide level of effort required to implement NANC 458 to Paula Campagnoli by August 20, 2014. 

Determine what NPAC Functionality should be considered for sunset list 

Action Item 051314-01 – At the July 2014 LNPA WG meeting, service providers are to be prepared to discuss their company positions about sun setting of the CMIP interface.

AT&T feels that CMIP should be sunset some time in the future rather than permanently maintaining both CMIP and XML interfaces.  CenturyLink feels that XML was implemented as an optional alternative to CMIP.  Therefore, we should maintain both interfaces.  Integra, Comcast, Verizon, XO, T-Mobile, Windstream, and Earthlink agreed with CenturyLink.  

Consensus was to not set a date to sunset the CMIP interface at this time.  

This action item is closed.

Action Item 051314-05 – Neustar to provide details of the billing categories/billing data sunset item (item 9.3) by May 30, 2014.

This action item is closed.
			
The details of the billing categories/billing data sunset item are provided in the embedded file below.  Neustar marked file with recommendations for striking some of the requirements.  



NEW ACTION ITEM 070914-02 – Service providers are to be prepared at the September 2014 meeting to discuss their company positions on which line items of the billing categories/billing data highlighted in the embedded attachment can be sunset.  


New Business

Mobile Virtual Network Provider (MVNO)
Gary Sacra introduced an issue where wireline SPs are providing PSTN connectivity and TNs to MVNOs for use for wireless service to the MVNOs’ customers.  These MVNOs are getting their wireless spectrum from facilities-based wireless SPs.  Because these TNs are associated with wireline SPIDs in the NPAC, they are not reflected on the Intermodal Ported Number lists, which are used by telemarketers to assist in determining which numbers they can and cannot call.  Some of these wireline SPs have requested wireless SPIDs in the NPAC for these TNs but they had to be converted to wireline SPIDs because they could not produce the required wireless radio license.  As a result of the SPID Type change, over 1 Million TNs dropped off the wireline-wireless Intermodal Ported Number list.  Telemarketers could be liable for fines if they call these TNs.  Neustar is investigating a fix to incorporate SV Type in the search criteria for producing the Intermodal lists.  In the proposed fix to address this issue, the SV Type would be set to 1 (wireless) for these TNs even though the SPID Type is still wireline.  The search criteria for populating the Intermodal Ported number lists would be modified to incorporate the SV Type.  SPs need to determine if setting the SV Type to 1 in the NPAC for these TNs would cause any issues in their local systems.  SV Type is an optional field and not all SPs support or use it.

NEW ACTION ITEM 070914-01 – In order to address the issue of telephone numbers obtained by Mobile Virtual Network Operators (MVNOs) from wireline SPs not being populated on the Intermodal Ported Number Lists (used by telemarketers to assist in determining which numbers can and cannot be called), Service Providers are to determine if modifying the SV Type in NPAC for these numbers to 1 (wireless) but maintaining the SVs’ association with a wireline SPID in NPAC, will result in any issues within their systems.  Responses should be sent to the Co-Chairs by Wednesday, August 6, 2014.  

    Neustar will also send this information to the NPAC Cross Regional list with responses to be furnished back to them by August 6, 2014.

Wireless SPIDs with long timers
Lonnie Keck asked if Neustar could provide a list of wireless providers who use long timers.  Neustar to see if they can provide such a list.  

NEW ACTION ITEM 070914-07 – Lonnie Keck, AT&T, asked if Neustar could provide a list of wireless providers that use long timers.  Neustar will investigate to determine whether or not this is confidential information that can be provided.

Sending of Concurring SVs
Verizon asked at last meeting if there is a way to get concurring SVs to be sent.  An idea is to have a profile option for the OSP to indicate that they don’t send concurrences but they are ok with the NPAC doing the concurrence for them.  

There was no consensus to move forward with this issue.  

FCC Ruling on BP 30 and BP 65
FCC approved BP 65, but refrained from approving BP 30 as they wanted to leave NPA Splits decisions to the state regulators.

Vanity Number Ports
Suzanne Addington mentioned that Sprint sees Vanity Numbers porting in and then porting out immediately, and asked if anyone had any information that could be shared.  Several service providers mentioned that they see similar activity.  It is largely attributed to theft of vanity numbers.

August Conference Call
There will be no conference call in August.


WEDNESDAY July 9, 2014
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	AT&T
	Lynette Khirallah
	NetNumber (phone)

	Ron Steen
	AT&T
	Brian Rosen
	Neustar

	Teresa Patton
	AT&T
	Dave Garner
	Neustar (phone)

	Dean Long
	AT&T 
	Fariba Jafari
	Neustar

	Mark Lancaster
	AT&T (phone)
	Gary Sacra
	Neustar
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	AT&T (phone)
	Jim Rooks
	Neustar

	Tracey Guidotti
	AT&T (phone)
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	Neustar

	Jackie Voss
	ATIS (phone)
	Kristen Hamilton
	Neustar (phone)

	Lisa Jill Freeman
	Bandwidth.com
	Lavinia Rotaru
	Neustar

	Denise Potvin
	Bell Canada (phone)
	Mubeen Saifullah
	Neustar

	Allyson Blevins
	Bright House (phone)
	Paul LaGattuta
	Neustar

	Matt Nolan
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	Shannon Sevigny
	Neustar Pooling (phone)

	Christy Permenter
	Bright House (phone)
	Ramesh Chellamani
	Oracle Communications

	Jacques Sarrazin
	Canadian LNP 
	Stephanie Maeda
	Oregon PUC

	Jan Doell
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	Steve Hayes
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	Mary Retka
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	Dennis Rose
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	Shaunna Forshee
	Sprint (phone)

	Brenda Bloemke
	Comcast
	Darren Post
	Synchronoss

	Beth O’Donnell
	Cox (phone)
	Jeanne Kulesa
	Synchronoss

	Jennifer Hutton
	Cox (phone)
	Rosalee Pinnock
	Syniverse

	Suzanne Howard
	Cox (phone)
	Margie Mersman
	TCA (phone)

	Joan Bridgeman
	Cricket (phone)
	Michael Rothchild
	Telesmart/ATL

	Dena Hunter
	Cricket (phone)
	Luke Sessions
	T-Mobile

	Linda Peterman
	Earthlink Business (phone)
	Paula Campagnoli
	T-Mobile

	Wendy Trahan
	GVNW (phone)
	Cathie Capita
	T-Mobile (phone)

	Chris Drake
	iconectiv
	Barry Orrel
	tw telecom (phone)

	George Tsacnaris
	iconectiv
	Jason Lee
	Verizon (phone)

	Joel Zamlong
	iconectiv
	Dana Crandall
	Verizon Wireless (phone)

	John Malyar
	iconectiv
	Deb Tucker
	Verizon Wireless

	Natalie McNamer
	iconectiv
	Imanu Hill
	Vonage (phone)

	Steven Koch
	Iconectiv
	Scott Terry
	Windstream

	Michael Iacovelli
	iconectiv (phone)
	Dawn Lawrence
	XO 




Discussion of IP Transition Effects on Number Portability

IP Network Architecture Presentations

IP and SIP Basics - Neustar – Brian Rosen
				
NOTE:  Due to the size of Brian’s presentation, I had to break it out of the document and send as a separate email.  File name is “Rosen Presentation-VoIPforLNPA-BR 070214a.pptx”.

IP/SIP Interconnection - AT&T – Penn Pfautz

				
· Penn stated that the ATIS/SIP Forum NNI Task Force is studying use of a simple registry approach that maps an individual TN to SBC IP addresses via a SIP URI in the NPAC SV.  Paula Campagnoli asked when this was going to be brought before the LNPA WG.  Natalie McNamer (iconectiv) said that information was planned to be shared this past February.  Paula stated that nothing has been received by the WG and it would be better if the WG’s input was solicited earlier so the WG could also drive the discussion at ATIS.

· Bandwidth stated that with peering arrangements, spoofing possibilities are intensified.  Also, on-net routing could result in attempts to complete the call to the former SP even though the number has ported due to a lack of synchronization. 

· Jan Doell referenced the 15 minute network element update goal when numbers are porting and said that the NNI should be taking this into consideration in their discussions.  It was stated later that the existing ENUM DBs would not be meeting their SLAs if they were not updated within 15 minutes.



ENUM - iconectiv – Chris Drake  

[bookmark: _MON_1466418462]				

· SPIDs for MMS and SMS portability correction are derived from NPAC SPIDs.  4-digit NPAC SPIDs are turned into a 5-digit SPID.

· Penn stated that in all of the 6 solutions discussed in the industry today, for security reasons, we do not want to perform the URI to IP address resolution in the public domain.  Brian said that we can look up IP addresses today so it isn’t really a concern.  Just knowing the IP address doesn’t equate to being able to get to the IP address.

Transition Impacts on LNP – Neustar

				

Round Table – Brian Rosen, Penn Pfautz and Chris Drake
· In response to a question about global ENUM and portability, Penn stated that what should take place is that we develop a sensible solution in the U.S. and then work to develop international standards that can be developed to for global application.

· Jan asked Brian if Neustar has a global database with all porting data, e.g., U.S., Canada, UK, etc.  Brian responded that Neustar does and so does iconectiv.  It was clarified that these DBs do not contain every countries’ ported number data and there are some holes in what data the DBs contain.
	
· Ron asked what kind of data is in these databases.  Brian responded that the majority of the data consists of a translation of the NPAC SPID.

The AT&T, iconectiv, and Neustar presentations were helpful in educating WG participants in the topology of an IP network.  The design of the network is still in the developmental stages.  The presenters had differences of opinion about some of the details that still need to be worked out.  

The ATIS/SIP Forum NNI Task Force is working to formulate the approach to map individual TNs to a SIP URI.  Information was to be shared in February 2014, but the committee is still working to provide the information.  At that time, the LNPA Working Group should be able to begin assessment of the impacts to number portability.

Penn suggested that it would be good for the NNI to send a liaison and initial report to the WG teeing up what it needs from the WG and asking how the URI fields in the NPAC could be utilized and what NPAC changes would be necessary, but the NNI is not ready to send a liaison yet.  

IP Transition effects on Number Portability

Non-geographic Porting Sub-Team Readout
Teresa Patton reported for the sub-team.   They have held 2 calls to date.  They plan to create a white paper of pros, cons, considerations, issues.  There is no completion date established at this time.

Discuss Agenda Items for Future Meetings

LNPA Working Group participants should send any items that they would like on the September agenda to Paula Campagnoli as soon as possible.

IP Transition will continue to be a standing agenda item.

Develop LNPA WG Report to NANC – NANC Meeting September 17, 2014

Ron and Paula will develop the NANC report and send out to the WG for review and comment.



Review of 2014 Meeting Schedule

2014 Meetings and Conference Calls

	MONTH
(2014)
	NANC MEETING DATES
	LNPA WG
MEETING/CALL
DATES
	HOST COMPANY
	MEETING LOCATION

	January
	
	7th – 8th   
	iconectiv
	Scottsdale, AZ

	February 
	
	11th    Canceled
	
	Conference Call

	March
	
	4th – 5th 
	Comcast
	Denver, CO

	April
	
	8th     Canceled
	
	Conference Call

	May
	
	13th – 14th  
	Neustar
	Miami, FL

	June
	
	10th   Canceled
	
	Conference Call

	July
	 
	8th – 9th  
	T-Mobile
	Portland, OR

	August
	
	5th   Canceled
	
	Conference Call 

	September
	
	9th – 10th 
	CenturyLink & Verizon
	Denver, CO

	October
	
	7th 
	
	Conference Call

	November
	
	4th – 5th 
	AT&T
	Atlanta, GA

	December
	
	9th 
	
	Conference Call





Tentative Dates for LNPA WG Face to Face Meetings in 2015

	January 6-7			March 3-4
	May 5-6			July 7-8
	September 1-2			November 3-4




Next Conference Call … August 5, 2014  This call is canceled.  
Next Meeting … September 9-10, 2014:  Location…Denver, CO …Hosted by CenturyLink and Verizon
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Future of Numbering (FoN)
Working Group

FoN Tri-Chairs:

Carolee Hall, Idaho PUC

Mark Lancaster, AT&T

Suzanne Addington, Sprint



July 8, 2014











Future of Numbering WG

Status:

AT&T’s contribution, “Numbering Testbed Parameters”  primary objective is to develop functional parameters that could be used in the numbering testbed trial proposed in FCC 14-5 (para 151-170) under WC Docket No. 13-97.  

This contribution has been put on hold awaiting next steps of the FCC Numbering Testbed.

FTN 8 - A new contribution was discussed to address the e.164 and M2M issues from the NANC Deliverables reviewed during the NANC meeting in March.

The group reached consensus to accept the new contribution to work.
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Future of Numbering WG

Status:

FTN 4 – The Geographic Numbering sub-committee is discussing the consumer perspective and service implications regarding the geography of telephone numbers and the decoupling or disassociation of  numbers from geography.  The sub-committee is creating a white paper to be shared with the FoN WG upon completion.
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Meeting Schedule/Contact Info

Conference Calls Held:

6/11/2014

7/2/2014



Scheduled calls:

The first Wednesday of each month, from noon-2:00 PM ET

Next meeting: 08/06/14 @ 12:00 ET.



Contact info:

Carolee.Hall@puc.idaho.gov

lancaster@att.com 

suzanne.m.addington@sprint.com 



FoN meeting notes and documents are posted at: 

	http://www.nanc-chair.org/docs/documents.html
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Future of Numbering (Foll)
Working Group.
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Open Change Orders

		Open Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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Accepted Change Orders

		Accepted Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 403

		NeuStar



3/30/05

		Only aAllow Recovery Messages to be sent only during Recovery



The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.



This will require some operational changes for Service Providers that utilize Network Data and/or Subscription Data recovery while in normal mode.

		TBD

		TBD

		Func Backward Compatible:  Yes



The proposed solution is to update the FRS, IIS and GDMO recovery description to indicate that network data and subscription data recovery requests sent during normal mode will be rejected.



No sunset policy will be implemented with this change order.





		Low

		None / None-Med



		NANC 403

(con’t)

		Proposed Resolution:



FRS, new requirements:

Req 1       All Data Recovery Only in Recovery Mode

NPAC SMS shall allow a SOA or LSMS to recover data ONLY in recovery mode.



Req 2       Recovery Restriction Tunable Parameter

NPAC SMS shall provide a Regional Recovery Restriction in Recovery Mode Only tunable parameter which is defined as an indicator on whether or not the restriction of recovery requests only is allowed while in recovery mode is supported by the NPAC SMS for a particular NPAC Region.



Req 3       Recovery Restriction Tunable Parameter Default

NPAC SMS shall default the Regional Recovery Restriction in Recovery Mode Only tunable parameter to TRUE.



Req 4       Recovery Restriction Tunable Parameter Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Regional Recovery Restriction in Recovery Mode Only tunable parameter.







IIS, section 5.2.1.9, add the following text:

All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



IIS, section 5.3.4, change the following text:

Service Provider and Notification All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).







GDMO, lnpDownload notification, add the following text in the behavior section:

All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



Dec 05 – moved to Accepted per LNPAWG discussion.











		NANC 417

		Syniverse 12/18/06

		Provide record count(s) for BDD Files and Delta BDD Files



Business Need:

Refer to separate document (last update Mar ’07).





		TBD

		FRS

		Func Backward Compatible:  TBD









		Low

		Low



		NANC 419

		AT&T



3/15/07

		User Prioritization of Recovery-Related Notifications



Business Need:

The existing NPAC Notification Priority process only allows a certain type of notification to have a different priority from another type.  Using this method, however, SOAs cannot distinguish between the reasons for a certain type of notification.  For example, a Status Attribute Value Change notification could indicate that all LSMSs successfully responded and a pending SV is moving to active, or it could indicate that a discrepant LSMS has just completed recovery and a partial-failure SV is moving to active.



As a result, an SP that is recovering SVs could cause the activating SOA to experience unintended delays in receiving notifications for different activities because the recovery process generates its own set of notifications.  This unintended delay could happen hours after the initial activity, when the SOA is otherwise relatively lightly loaded, causing confusion to the SOA users.





		

		

		Func Backward Compatible:  TBD



Develop a mechanism that further defines certain notifications as initiated by regular activity versus recovery activity.  With this change order the two instances would be differentiated, and an SP could indicate a different prioritization for one versus the other.



May ’07 APT:

The business need/scenario was explained during the APT meeting, with agreement from the group that the text captured the current business need.  The group also agreed to recommend acceptance of this change order by the LNPAWG.  The CMA will add additional text to this change order, then send out prior to the Jun ’07 LNPAWG con call, with a recommendation of approval from the APT.



Example of current notification:

Notification -- L-11.0 A1 SV SAVC Activates to new SP priority.

Definition -- When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast.





		Med

		None / None



		NANC 419 (con’t)

		Proposed Resolution:

Add a new scenario to the list of notification priorities (42 listed in the FRS, Appendix C).  The new one will be specific to notifications generated as a result of recovery requests (not to be confused with notification recovery).  This will allow notifications generated where the reason is recovery to have a lower priority than the same notification generated where the reason is a SOA GUI user working real-time with a customer request.



In the example above, notification L-11.0 A1 would have a lower priority in a recovery-related SV activate scenario where one LSMS failed the initial SV activate download, but successfully recovered that SV activate download at a later time, whereas a different instance of notification L-11.0 A1 would have a higher priority in a regular SV activate scenario where all LSMSs successfully processed the SV activate download.



Jun ’07 LNPAWG con call:

The change order was accepted by the LNPAWG during the call.  Detailed requirements will begin to be developed.



Jul ’07 LNPAWG meeting:

Upon further discussion, it was agreed that instead of just one new notification that would be generated as a result of a recovery request, the type of activity (activate, modify, disconnect) should also be accounted for in the proposed solution.  The group will discuss the complexity of different types of activity, and whether this is needed and/or confusing to manage.  With this new ability to “change the order”, the issue of out-of-sequence notifications needs to be discussed as well.



The attached document describes the proposed new notifications in blue.  These will be discussed during the Sep ’07 LNPAWG meeting.







Sep ’07 LNPAWG meeting:

All participants were not available to discuss this at this time.  Discussion will carry forward into the Nov ’07 meeting.



Nov ’07 LNPAWG meeting:

After a brief discussion, it was agreed that no solid business case could be identified for keeping this at the “type of activity” level, so instead of one each for activate, modify, and disconnect, just a single recovery notification will be used for all three types.





		NANC 425

		LNPA WG



9/12/07

		Large Volume Port Transactions and SOA Throughput Using Message Efficiency (son of NANC 397)



Business Need:

Review the Sep ’07 meeting discussion in NANC 397.  Going forward, discussion of everything outside of the 25K/hr increase will be documented in this change order



Nov ’07 LNPAWG, discussion:

After some initial discussion on the various options of NANC 397 that have moved into NANC 425, the group questioned the need to continue looking into this change order when 397 will meet the performance needs.  The group agreed to let 425 go dormant for now, and will bring up in the future if necessary.



		

		

		Func Backward Compatible:  TBD





		N/A

		N/A / N/A



		NANC 431

		LNPA WG



3/12/08

		URI Fields (PoC)



Business Need:

Refer to separate document (last update Mar ’08).



		

		

		Func Backward Compatible:  Yes



Mar ’08 LNPAWG, discussion:

With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.











		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.



		NANC 432

		LNPA WG



3/12/08

		URI Fields (Presence)



Business Need:

Refer to separate document (last update Mar ’08).



		

		

		Func Backward Compatible:  Yes



Mar ’08 LNPAWG, discussion:

With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.











		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.



		NANC 437

		Telcordia



1/8/09

		Multi-Vendor NPAC SMS Solution



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  TBD



Jan ’09 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  Telcordia will be providing addition information prior to the Mar ’09 LNPAWG meeting.



Mar ’09 LNPAWG, discussion:

A walk-thru of some of the documents provided in Feb were reviewed.  Further review will take place during the Apr con call, and the May face-to-face mtgs.



May ’09 – Jul ‘10 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



		TBD

		TBD



		NANC 447

		AT&T



11/01/11

		NPAC Support for CMIP over TCP/IPv6



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Nov ’11 LNPAWG, discussion:

A walk-thru of the proposed change order took place.  The group accepted the change order.



Mar ’12 LNPAWG, discussion:

The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.



		TBD

		TBD



		NANC 449

		Comcast



3/14/12

		Active/Active SOA Connection to NPAC – same SPID



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Mar ’12 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  The group accepted the change order.



May ‘12 – Jan ‘14 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



		TBD

		TBD / N/A



		NANC 453

		Verizon



5/08/13

		Change Definition and Disallow use of Inactive SPID



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jun ’13 LNPAWG, discussion:

A walk-thru of the proposed short-term solution took place, and an action item was assigned to determine the viability of a SPID Delete when active SVs exist with that SPID as the Old SP value.



Jul ‘13 LNPAWG, discussion:

The group accepted the change order.  Both the short-term and the long-term solution will be discussed in the Sep meeting.



Sep ‘13 LNPAWG, discussion:

The group accepted the short-term solution.  It will be performed during the 9/15 maintenance window.



		TBD

		N/A / N/A



		NANC 454

		LNPA WG



5/07/13

		Remove Unused Messages from the NPAC



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jul ’13 LNPAWG, discussion:

During the discussion of messaging in NANC 372, XML Interface, it was recommended that the capability for service providers to manage their own NPA-NXX Filters not be included in the XML interface because Neustar has been unable to identify any instances where service providers used that feature in the CMIP interface in production.  This item of unused messages also applies to the Operational-Info message for scheduled downtime (never used in production).



A walk-thru of the proposed solution took place, and the group accepted the change order.  Details will be added to the document and it will be discussed in the Sep meeting.



Sep ‘13 LNPAWG, discussion:

The group accepted the change order.  It is now available for a release.



		TBD

		TBD



		NANC 457

		LNPA WG



7/09/13

		SPID Migration TN Count



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jul ’13 LNPAWG, discussion:

As a follow-on to the discussion from the May ’13 meeting, the group agreed that now that we have all EDR LSMSs, it does not make sense to include pooled SVs in the count of affected SVs for a SPID Migration.  In order to change the count method, a software modification will be required.



Sep ‘13 LNPAWG, discussion:

Volume limits and SCP impacts were discussed.  More discussion at the Nov meeting.



Nov ‘13 LNPAWG, discussion:

No issue on SCP side.  The group agreed to change the “count method” to be ported SVs plus number pool blocks.



Jan ‘14 LNPAWG, discussion:

No additional changes at this time.  It is now available for a release.



		TBD

		N/A / N/A



		NANC 458

		LNPA WG



5/13/14

		Notification Suppression



Business Need:

Refer to separate document.





		

		

		Func Backward Compatible:  Yes



May ’14 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  The group accepted the change order.  Details will be added for review during the Jul meeting.





		TBD

		N/A / N/A
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Next Documentation Release Change Orders

		Next Documentation Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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Current Development Release Change Orders

		Current Development Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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Awaiting SOW Change Orders

		Awaiting SOW Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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Approved SOW Change Orders

		Approved SOW Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		










[bookmark: _Toc380566090]Cancel – Pending Change Orders

		Cancel - Pending Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 417

		Syniverse 12/18/06

		Provide record count(s) for BDD Files and Delta BDD Files



Business Need:

Refer to separate document (last update Mar ’07).





		TBD

		FRS

		Func Backward Compatible:  TBD









May ‘14 LNPAWG, discussion:

Syniverse (as the originator) agreed this was no longer needed, and should be placed in cancel-pending.



		Low

		Low



		NANC 425

		LNPA WG



9/12/07

		Large   Transactions and SOA Throughput Using Message Efficiency (son of NANC 397)



Business Need:

Review the Sep ’07 meeting discussion in NANC 397.  Going forward, discussion of everything outside of the 25K/hr increase will be documented in this change order



Nov ’07 LNPAWG, discussion:

After some initial discussion on the various options of NANC 397 that have moved into NANC 425, the group questioned the need to continue looking into this change order when 397 will meet the performance needs.  The group agreed to let 425 go dormant for now, and will bring up in the future if necessary.



		

		

		Func Backward Compatible:  TBD



May ‘14 LNPAWG, discussion:

The group agreed this was no longer needed, and should be placed in cancel-pending.



		N/A

		N/A / N/A
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Current Release Change Orders

		Current Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		See Implemented List for details on Release 3.4.x.
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Summary of Change Orders



		Release # / Target Date

		Change Orders

		Backward Compatible



		Open

		

		



		Accepted

		NANC 403 –Only aAllow Recovery Messages to be sent only during Recovery

NANC 417 – Provide record count(s) for BDD Files and Delta BDD Files

NANC 419 – User Prioritization of Recovery-Related Notifications

NANC 425 – Large Volume Port Trans and SOA Throughput Using Message Efficiency (son of NANC 397)

NANC 431 – URI Fields (PoC)

NANC 432 – URI Fields (Presence)

NANC 437 – Multi-Vendor NPAC SMS Solution

NANC 447 – NPAC Support for CMIP over TCP/IPv6

NANC 449 – Active/Active SOA Connection to NPAC – same SPID

NANC 453 – Change Definition and Disallow use of Inactive SPID

NANC 454 – Remove Unused Messages from the NPAC

NANC 457 – SPID Migration TN Count

NANC 458 – Notification Suppression



		



		Next Doc Release

		

		



		Current Development Release

		

		



		Awaiting SOW

		

		



		Approved SOW

		

		



		Cancel-Pending

		NANC 417 – Provide record count(s) for BDD Files and Delta BDD Files

NANC 425 – Large Volume Port Trans and SOA Throughput Using Message Efficiency (son of NANC 397)



		



		Current Release

		See Implemented List for details on R3.4.x
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NANC 419 - SOA Notification Priority Tunables.doc

SOA Notification Priority Tunables



Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:



· volume of the particular notification was very small



· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port



			#


			Notification Name


			Priority





			


			[snip]


			





			L-11.0



A1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Recovery Processing



Same type of notification as L-11.0 A1, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



A1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Recovery Processing


Same type of notification as L-11.0 A1.5, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			


			[snip]


			





			L-11.0



E


			Subscription Version Status Attribute Value Change Notification – set to OLD – Normal Processing


When the SV status has been set to old.  (Port to Original, port-of-a port, port to original of a Pool TN (or snap back), disconnect, disconnect of a ported Pool TN).  The notification is received only by those SOAs that actually have the SV in their local DB. It varies with the scenario.



Note:  See L-11.0 A1.5 for Activates and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd2


			Subscription Version Status Attribute Value Change Notification – set to OLD – Recovery Processing


Same type of notification as L-11.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1.5 for Activates and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



F


			Subscription Version Status Attribute Value Change Notification – Modify active – Normal Processing


When an Active SV has been modified in the LSMS or there has been a cancellation of a Disconnect-Pending SV and the status of the SV has been re-set to Active (with or without a Fail-SP-List). The notification is sent only to the current SOA.



Note:  See L-11.0 A1 for Activates and L-11.0 E for Deletes


			MEDIUM





			L-11.0



tbd3


			Subscription Version Status Attribute Value Change Notification – Modify active – Recovery Processing


Same type of notification as L-11.0 F, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1 for Activates and L-11.0 tbd2 for Deletes


			MEDIUM





			


			[snip]


			





			L-13.0



A






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The Pool Block has being created in the LSMSs (EDR and Non_EDR) and the Block Status has being set to Active or Partial Failure;


			MEDIUM





			L-13.0



tbd4






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 A, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]


			





			L-13.0



D






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The attributes in the Pool Block have been modified in the LSMSs (EDR and Non-EDR) and the Block Status has been re-set to Active (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd5





			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 D, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			L-13.0



E






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


When a Pool Block has been ‘de-pooled’ from the LSMSs (EDR and Non-EDR) and the Block Status has been set to Old (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd6






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]


			





			


			


			








Table C- 7 – SOA Notification Priority Tunables
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New Change Orders – Working Copy






Origination Date:  03/12/08


Originator:  LNPAWG


Change Order Number:  NANC 431


Description:  URI Fields (PoC)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Multimedia Media Messaging Service (PoC) Field:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision an PoC URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their SOA.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.









			NPAC Customer LSMS PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their LSMS.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			PoC URI


			C (255)


			


			PoC URI for Subscription Version.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			PoC URI


			C (255)


			


			PoC URI for Number Pool Block.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, PoC URI (if the requesting SOA supports PoC URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), PoC URI (if the requesting SOA supports PoC URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· PoC URI (for Local SMSs that support PoC URI)



·  [snip]



· Block Data



· [snip]



· PoC URI, (for Local SMSs that support PoC URI data)



·  [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



PoC URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



PoC URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and PoC URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA PoC URI Support Indicator



NPAC Customer LSMS PoC URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· PoC URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· PoC URI (Value set to same field as Block)



Req 1 – Service Provider SOA PoC URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA PoC URI Edit Flag Indicator tunable parameter which defines whether a SOA supports PoC URI.



Req 2 – Service Provider SOA PoC URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA PoC URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS PoC URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports PoC URI.



Req 5 – Service Provider LSMS PoC URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS PoC URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send PoC URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send PoC URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of PoC URI



NPAC SMS shall audit the PoC URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports PoC URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports PoC URI, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports PoC URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



PoC URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



PoC URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



PoC URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



PoC URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is existing NANC 399 and new NANC 428.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="POCURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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New Change Orders – Working Copy






Origination Date:  03/12/08


Originator:  LNPAWG


Change Order Number:  NANC 432


Description:  URI Fields (Presence)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Multimedia Media Messaging Service (Presence) Field:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision a Presence URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their SOA.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			NPAC Customer LSMS Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their LSMS.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Presence URI


			C (255)


			


			Presence URI for Subscription Version.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Presence URI


			C (255)


			


			Presence URI for Number Pool Block.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, Presence URI (if the requesting SOA supports Presence URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Presence URI (if the requesting SOA supports Presence URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



· Block Data



· [snip]



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



Presence URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



Presence URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and Presence URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA Presence URI Support Indicator



NPAC Customer LSMS Presence URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· Presence URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· Presence URI (Value set to same field as Block)



Req 1 – Service Provider SOA Presence URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA Presence URI Edit Flag Indicator tunable parameter which defines whether a SOA supports Voice URI.



Req 2 – Service Provider SOA Presence URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA Presence URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS Presence URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports Presence URI.



Req 5 – Service Provider LSMS Presence URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS Presence URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send Presence URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send Presence URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of Presence URI



NPAC SMS shall audit the Presence URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports Presence URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports Presence URI, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports Presence URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Presence URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



Presence URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



Presence URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



Presence URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is the same for both NANC 399 and NANC 400.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="PRESURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>


19


Page 1







image5.emf

NANC_TBD_A_Multi_ Vendor_NPAC_Solution_V0.1[1].doc




NANC_TBD_A_Multi_Vendor_NPAC_Solution_V0.1[1].doc







New Change Orders – Working Copy






Origination Date:  1/8/2009



Originator:  Telcordia Technologies



Change Order Number:  NANC TBD



Description:  A Multi Vendor NPAC Solution



Cumulative SP Priority, Weighted Average:  TBD



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			N


			N








Business Need:



The original request(s) to provide NPAC services was more than twelve years ago.  Since that initial selection of two providers, the industry hasn’t had any choice in NPAC vendors.  In all other aspects of number portability in North America, Service Providers have a choice of vendors.  The Telecommunications Act implemented vendor competition as well, and the FCC specifically favored competition in NPAC services in originally approving multiple NPAC administrators.  The FCC noted in the order that competition between vendors for NPAC would stimulate innovation and it would provide the other expected benefits of competition, including economic benefits and enhanced service levels.  Since that order, the NPAC has become more critical to Service Provider networks with the addition of pooling and the pending change orders for URI information.  The transactions at NPAC continue to grow at a large rate.  If the rate of transaction growth continues, NPAC billable transaction will exceed more than one billion annually before the expiration of the current contract.  Carrier choice in NPAC services can and should be implemented now to provide the benefits of competition to Service Providers before the NPAC grows so large that a transition would be higher risk than desirable.



Competition will lead not only to carrier choice but vendor diversity.  In the current economic conditions, having multiple vendors versus a single source contract to support critical infrastructure services is becoming more essential.  Multiple vendors assure business continuity of services in the event of vendor business failure.  This diversity will not only reduce the business risk of these services being delivered in an uninterrupted manner but will also enhance the commercial management of the vendors.  Carriers have experienced that multi sourced services and associated carrier choice results in more competitive pricing.  Multiple competitive vendors also offer faster response to industry needs with more innovative services that further enhance the service currently being offered.  The current NPAC service is working effectively, but opening it up to competition and carrier choice can only result in enhanced benefits to the industry.  Selecting two or more vendors will drive the benefits to the users of a multi vendor solution that will result in carriers in each region being able to choose their vendor based on the values it offers in savings and enhanced services.



In summary, especially in today’s economic conditions, carriers more than ever need the benefits of competition that include:



· Carrier Choice



· Vendor Diversity



· Enhanced and Innovative Services



· Reduced Costs to the Industry



Description of Change:


While a Multi-Vender NPAC Solution, hereafter referred to as Multi-Administrator Peering Model, and impacts the NPAC SMS, the technical approach described in this change order minimizes the impacts to Service Provider systems and operations. 



The following high-level peering technical implementation goals related to Service Providers and the NPAC Services provided under a Multi-Administrator Peering Model implementation:



· No SOA and LSMS to NPAC SMS CMIP Interface Modifications



· No User LTI GUI Changes



· Minimize Service Provider operational changes



· Limit Service Provider operational interactions to only their chosen NPAC vendor



· Limit NPAC to NPAC connections to reduce complexity



· Allow communication of all NPAC data for network data and active subscription versions



· Support any additional information needed for Inter-NPAC SMS porting events



The following diagram illustrates the Solution approach proposed in this change order by showing a Multi-Administrator Peering Model with two NPAC SMS to visually introduce the terminology used:







The terminology used in the diagram is defined as follows: 



· Primary NPAC SMS – The NPAC SMS that provides service directly to a specific Service Provider SOA, LSMS, or LTI GUI for a transaction.



· Peered NPAC SMS – An NPAC SMS system that communicates with another NPAC SMS in the same Region in a Multi-Administrator Peering Model. 



· Inter-NPAC Peering – The Multi-Administrator Peering Model implementation discussed in this solution document that leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging 



· Inter-NPAC SMS Messaging – CMIP messaging between Peered NPAC SMS systems within the same Region as a result of Service Provider activity initiated from the LTI GUI, SOA, and/or LSMS interface connections.  Inter-NPAC messages include all messages required for completion of requests. 



· Inter-NPAC SMS Associations – CMIP associations between Peered NPAC SMS



· Inter-NPAC SMS LSMS Association – A CMIP association between two Peered NPAC SMSs that is used to communicate LSMS activity such as Subscription Version activation and Network Data creation from a Primary NPAC SMS to a Peered NPAC SMS.



· Inter-NPAC SMS SOA Association – A CMIP association between two Peered NPAC SMSs that is used to communicate SOA activity, such as porting activity between Service Providers in different Peered NPAC SMS.



Major points/processing flow/high-level requirements:



Inter-NPAC Peering leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging.   This approach simplifies implementation of the Inter-NPAC SMS messaging and does not require the introduction of a different messaging protocol.  While interface impacts for Inter-NPAC Peering are avoided for the existing Service Provider SOA and LSMS to NPAC SMS interfaces, additional data would need to be communicated between peered NPAC SMS systems to improve efficiency. Areas for extensions to Inter-NPAC SMS messaging will be identified in the detailed specifications to be provided.



Two diagrams are provided to give a high level view of the interactions for that would occur between Peered NPAC SMS in a Multi-Administrator Peering Model for porting activity between two Service Providers. The two types of ports that are described are an Intra NPAC Port and an Inter NPAC Port.



Intra-NPAC SMS Port



A port is an Intra-NPAC SMS port when only one NPAC SMS serves both of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of the same NPAC SMS:






Service Providers porting in the same NPAC SMS (Intra-NPAC port):



1. SOA 1 and SOA 2 served by Vendor A create a pending port for the TN porting form SOA 2



2. SOA 1 activates the TN on the due date



3. TN Activation broadcast is sent to the peered Vendor B



4. TN Activation broadcast is sent to LSMS’ serviced by Vendor A



5. TN Activation broadcast is sent to LSMS’ serviced by Vendor B



Inter-NPAC SMS Port



A port is an Inter-NPAC SMS port when each NPAC SMS serves one of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of different NPAC SMS:





















Service Providers porting in the different NPAC SMS (Inter-NPAC):



1. SOA 1 serviced by Vendor A creates a pending port for a TN porting from SOA 2



2. Vendor A forwards the create request to Vendor B that serves SOA 2



3. Vendor B creates the pending subscription version and sends notifications to both SOA 1 and SOA 2



4. SOA 1 activates the TN on the due date (SOA 2 concurrence is not shown to reduce complexity of the diagram)



5. TN Activation broadcast is sent from Vendor A to the peered Vendor B



6. TN Activation broadcast is sent to the LSMS’ served by Vendor A



7. TN Activation broadcast is sent to LSMS’ served by Vendor B



Requirements:



TBD



IIS



TBD



GDMO:



TBD



ASN.1:



TBD



Inter-NPAC SOA Associations









Inter-NPAC LSMS Association









Inter-NPAC Associations used for Inter-NPAC Messaging









Peered NPAC SMS Vendor A 	
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Peered NPAC SMS Vendor B 	
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Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor A









Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor B
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Peered NPAC SMS Vendor B
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NANC TBD447, NPAC Support for CMIP over TCP/IPv6, V1


Origination Date:  11/01/2011


Originator:  NeustarAT&T


[bookmark: _Toc72227019]Change Order Number:  NANC TBD447


Description:  NPAC Support for CMIP over TCP/IPv6


Status:  NewAccepted


Key Words:  CMIP


Functionally Backward Compatible:  Yes





IMPACT/CHANGE ASSESSMENT


			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y











Business Need:


Currently the NPAC supports IPv4 as the Internet addressing protocol.  Due to various corporate initiatives, several Service Providers have inquired about the desire and timeline of the NPAC supporting IPv6 addresses.  The purpose of this change order is to request analysis to determine the feasibility and timing of adding support for IPv6.


What is IPv6?


IPv6 network protocol is the successor to IPv4, the Internet addressing protocol which has been used for many years since the early days of the Internet.  When the Internet was first established, it was a research network and the addressing was limited.  It was never thought that it would be used to connect everything from a mobile phone to a hi-fi or refrigerator.  Opinions vary greatly but current estimates indicate that we will run out of available IPv4 based addresses in the next few years.  IPv6 solves this problem and also introduces new features to improve how the Internet works.  The current IPv4 address space contains 232 or approximately 4.3 billion addresses.  The number of addresses offered by IPv6 is 2128 or approximately 340 undecillion (3.4 x 1038 or 340 trillion networks of one trillion addresses each).


Links for more info on IPv6:


http://en.wikipedia.org/wiki/IPv6


http://www.networkdictionary.com/networking/IPv6vsIPv4.php


How does this affect the NPAC?


Currently, all network communication between service providers and the NPAC (i.e., SOA, LSMS, LTI, web sites, email, etc.) use IPv4 addresses.  In addition to network routing, there is an IPv4 address embedded in the NSAP (Network Service Access Point) used by the OSI stack.  This means there must be changes made for the LNP systems (NPAC, SOA, and LSMS) to use IPv6.








Description of Change:


To facilitate a transition from IPv4 to IPv6 the NPAC should use a dual-stack approach, allowing providers to migrate their networks on their corporate timetable.








FRS:


TBD








IIS:


TBD








GDMO:


TBD








ASN.1:


TBD
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NANC 449 – Working Copy – v89


Origination Date:  02/23/12


Originator:  Comcast 


[bookmark: _Toc72227019]Change Order Number:  NANC 449


Description:  Active-Active SOA connection to NPAC – same SPID (Delegation Model)


Functional Backwards Compatible:  Yes





IMPACT/CHANGE ASSESSMENT





			FRS


			IIS





			Y


			Y











			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			N


			N


			Y


			Y


			N











			XML


			NPAC


			SOA


			LSMS





			TBD


			Y


			Y


			N











Business Need:


Currently, the NPAC is configured to enable a carrier to have one active SOA connection for a single SPID.  As carrier systems become more complex with a greater need to support high transaction volume, carriers should have the option to enable multiple active connections for the same SPID to the NPAC.  This will enable a carrier to connect to the NPAC from multiple geographical locations to allow business continuity in the event of network failure or single site failure.  Such functionality is very important given carriers have a very small window to respond to porting transaction requests such as defined in Next Day porting.


To illustrate, a carrier would have at its option, an opportunity to construct two (2) or more active SOA connections to the NPAC for the same SPID.  If one of the connections is broken due to a network failure, porting transactions can be diverted to another active NPAC connection thereby reducing business impacts during the porting process.


Use of multiple active SOA connections from a single SPID should be voluntary by carriers who wish to improve their application and network redundancy.  The advantage of having such active-active SOA infrastructure would improve porting efficiency during times of network impairment and natural disasters.


May ’13 LNPAWG meeting:


In order to facilitate the deployment of NANC 449 (CMIP version of Active-Active SOA connection to the NPAC – same SPID), the functionality should be included in the XML interface (NANC 372) as well.





Description of Change:


This change order is being created to analyze and document the change to the NPAC that would allow multiple associations from the same SPID and same function mask at the same time.


The current NPAC behavior (defined in chapter 5 of the IIS) allows a single association based on SPID/Function Mask at any one point in time. If a subsequent association is made, the existing one is terminated.  Section 5.6 (Single Association for SOA/LSMS) states, “A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.”  NANC 383 (Separate SOA channel for notifications) was implemented in release 3.3 to allow notifications to be sent over a separate SOA association, but does not allow for multiple associations using the same bit mask which is what is desired.


With this change order, a SOA would be able to connect with a second association using the same SPID value and same function mask values.  This means that both SOA A and SOA B are up running and active at the same time, connected to the same NPAC regions at the same time, and potentially sending/receiving SOA transactions as the same time.


Working assumptions:


· Network data (NPA-NXX, LRN, Dash-X) will be sent to SOA A & B.


· SOA Requests (e.g., NSP SV Create Request) sent from SOA A will have Responses sent back to SOA A (this is required as SOA B does not have the invoke ID of SOA A’s Request).


· Notifications initiated at the NPAC (e.g., SV StatusAttributeValueChange) will be sent to both SOA A and SOA B, regardless of whether SOA A, SOA B, other SP SOA, NPAC personnel, or NPAC business rules initiated the transaction that led to the notification.


· Functionality applies to two (2) or more SOA connections at the same time.


· Performance expectation is on a per SOA basis, not a per SPID basis.


· Notifications would be recoverable such that if SOA A was not associated and notifications were instead sent to SOA B, that SOA A would be able to get those missed notifications via recovery.


· Service Provider tunables (i.e., “SPIDables”) need to be evaluated to determine which can remain at the Service Provider level, and which would need granularity at the SOA level.


· Sep ’13, the full echo-back of data as the initiator is independent of having multiple SOAs defined.





Sep ’12 LNPAWG meeting:


Neustar sent out (8/31/2012) the following note prior to the Sep meeting to facilitate the discussion.


During our analysis of NANC 449 after the discussion at the July 2012 LNPAWG meeting, several questions have come up to which the answers will dictate our next steps with this change order.


Based on the current definition of NANC 449:


1. two or more SOA connections


1. from the same SPID


1. using the same CMIP association function mask information


1. sending/receiving CMIP requests/responses individually


1. receiving NPAC notifications whether or not involved in initial request


Our current NPAC architecture supports the current NPAC requirement (one CMIP association, per SPID, per function mask).  In order to support the 449 notion of two or more, a CMIP change will be required.  Furthermore, the two or more associations must perform the same type of work and support the same optional fields, thereby eliminating the potential for SOA A to support functionality that is different from SOA B for a given SPID.  The functional changes get complicated as we introduce the CMIP changes (e.g., the need for a SOA-Instance-ID to differentiate SOA A from SOA B for items like recovery), and the potential desire to support different message sets.


As an alternative, we have looked at a “relationship” architecture where SOA B uses a different SPID value than the SOA A main SPID value, and within the NPAC we have a “relationship” table that allows B to perform the same functions as A.  For example, a national Service Provider (SPID 2222) is performing an OSP SV Concur.  In one region that message could come from SOA A (2222), and in another region that message could come from SOA B (Y222).  Because the entry in the “relationship” table says that effectively Y222 is the same as 2222, the NPAC edits will accept this message.  For the NSP in both of these ports, they would see the OSP as 2222, thereby not causing confusion that the OSP is Y222.  Additionally, since the “relationship” table is stored solely in the NPAC, this approach does not require 2222 to update any NPAC data to be owned by Y222 (SV ownership still remains with 2222).


Please discuss this internally and be prepared to provide input during the Sep 2012 LNPAWG meeting (change management agenda item):


1. Current 449 definition


0. Higher development level of effort


0. All SOAs must support same functionality


0. Requires CMIP changes to GDMO and ASN.1


1.  “relationship” approach


1. Requires setup of “related” SPID in NPAC data, but not stored in local systems


1. All SOAs can support whatever optional data they wish to support (settings at the SPID level)


1. Does not require CMIP changes


1. Does not require any changes to existing NPAC data (e.g., nothing is changed to be owned by Y222)





Apr ’13:


In preparation for discussion at the May 2013 LNPAWG meeting, Comcast has provided an update to NANC 449.


In addition to multiple connections to the NPAC, the following functionality should be considered in order to support the carrier option of a NANC 449 solution:


1. Add the echo-back of LRN, GTT and Optional data fields in order to achieve consistent and complete data for both instances (SOA A/SOA B).  This will be required because the LRN, GTT and Optional data are expected to originate from a single instance only and are not returned by the NPAC today in the Object Creation Notification.  Hence, the non-originating instance would be missing this information.



2. Add a new field to the New Service Provider Create Request, “Order ID”.  This field, resident in many SOAs today, allows the SOA to coordinate ordering system information with NPAC porting information.  Consideration for other data fields or elements would be included to support use of other SOA systems in use by other service providers.  This new field will be included on both the New Service Provider Create Request and the echo-back information in #1 above to the non-originating instance.  This would ensure multiple  instances of SOA connectivity would contain complete and synchronized data.



May ’13 LNPAWG meeting:


After discussion about having Active-Active SOA connection functionality in the new XML interface defined in NANC 372, the group agreed to include that functionality in this change order.  So, all references for Active-Active SOA will apply to both the CMIP interface and the XML interface.  The group also agreed to change the new SOA field from “Order ID” to “Cross-Reference ID”.  Neustar agreed to add draft requirements to this document to facilitate discussion at the July meeting.





[bookmark: _Toc59881639]Jul ’13 LNPAWG meeting:


The various flavors of echo-back were discussed.  As a result, an additional feature will be added that allows a SOA (whether the initiator of a request, or the non-initator of a request) to indicate a preference on full echo-back for an ObjectCreationNotification and an AttributeValueChangeNotification.





Sep ’13 LNPAWG meeting:


Upon further discussion, all notifications will go to both SOA A and SOA B.  Also, the echo-back will now be associated with the New SP only (no need to echo routing data to the Old SP, this will be removed from the requirements).  This applies to an ObjectCreationNotification and an AttributeValueChangeNotification.





Nov ’13 LNPAWG meeting:


The use of the Delegation Model for Active-Active SOA applies to both the CMIP interface and the XML interface.









Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the Active-Active SOA scenario.  See Description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attributes for the Active-Active SOA (echo-back, cross-reference ID).  See below:





			
NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer Initiating SOA Supports Full OCN as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the New Service Provider from the NPAC SMS to the SOA as the initiator of a request.


The default value is False.





			NPAC Customer Non-Initiating SOA Supports Full OCN as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the New Service Provider from the NPAC SMS to the SOA as the non-initiator of a request.


The default value is False.





			NPAC Customer Initiating SOA Supports All Modified Attributes as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the New Service Provider from the NPAC SMS to the SOA as the initiator of a request.


The default value is False.





			NPAC Customer Non-Initiating SOA Supports All Modified Attributes as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the New Service Provider from the NPAC SMS to the SOA as the non-initiator of a request.


The default value is False.





			NPAC Customer Cross-Reference ID Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports Cross-Reference ID in Subscription Version records (create and modify prior to activation).


The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model

















			SUBSCRIPTION VERSION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]
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			C ( 25)


			


			An alphanumeric code which identifies an Cross-Reference ID or Cross-Reference Number from the service provider’s ordering system into the SOA.


This optional field may only be specified if the service provider SOA supports Cross-Reference ID.





			[bookmark: _Toc279510778][snip]


			


			


			








Table 3‑6 Subscription Version Data Model









Section 3.2, NPAC Personnel Functionality


Add new requirements for Mass Update/Mass Create that involves echo-back.





R3-7.1	Select Subscription Versions mass changes for one or more Subscription Versions


NPAC SMS shall allow NPAC personnel to select Subscription Versions for mass update which match a user defined combination of any of the following: SPID, LNP Type (any single LNP Type or none), TN, TN range (NPA-NXX-xxxx through yyyy, where yyyy is greater than xxxx), LRN, DPC values, SSN values, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only) on the NPAC Administrative Interface.  (Previously part of B-760 and B-761)


Note: If a single LNP Type is selected, then only that LNP Type will be used, otherwise, if no LNP Type is selected, then no restriction is imposed on the LNP Type as a selection criteria.


R3-7.2 	Administer Mass update on one or more selected Subscription Versions


NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SV Type, Alternative SPID, Last Alternative SPID, Alt-End User Location Value, Alt-End User Location Type, Alt-Billing ID, Voice URI, MMS URI, SMS URI, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only). (reference NANC 399)


Req 1	Mass Update – Active-Active SOA – Notify SOA with all data in the Attribute Value Change Notification to the New Service Provider


NPAC SMS shall allow NPAC Personnel to perform a Mass Update in an Active-Active SOA scenario, and notify the SOA of all modified Subscription Version data in the Attribute Value Change Notification when the Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE.


Req 2	Mass Create – Active-Active SOA – Notify SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall allow NPAC Personnel to perform a Mass Create in an Active-Active SOA scenario, and notify the SOA of all Subscription Version data in the Object Creation Notification when the Service Provider Non-Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE.


Note:  Adding the echo-back of all data in the Object Creation Notification allows both SOA A and SOA B to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  For a Mass Create performed by NPAC, neither SOA A nor SOA B has this data as it was sent to the NPAC in a request outside of the SOA.





3.9, Service Provider Support Indicators


3.9.x, new section, SOA Echo-Back Indicators





Req 3	Service Provider Initiating SOA Full OCN as NSP Indicator


NPAC SMS shall provide a Service Provider Initiating SOA Full OCN as NSP Indicator tunable parameter which defines whether this SOA as an initiator of a request supports an Object Creation Notification of all data (including routing data and optional data parameters) as the New Service Provider.


Req 4	Service Provider Initiating SOA Full OCN as NSP Indicator Default


NPAC SMS shall default the Service Provider Initiating SOA Full OCN as NSP Indicator to FALSE.


Req 5	Service Provider Initiating SOA Full OCN as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Initiating SOA Full OCN as NSP Indicator tunable parameter.


Req 6	Service Provider Non-Initiating SOA Full OCN as NSP Indicator


NPAC SMS shall provide a Service Provider Non-Initiating SOA Full OCN as NSP Indicator tunable parameter which defines whether this SOA as a non-initiator of a request supports an Object Creation Notification of all data (including routing data and optional data parameters) as the New Service Provider.


Req 7	Service Provider Non-Initiating SOA Full OCN as NSP Indicator Default


NPAC SMS shall default the Service Provider Non-Initiating SOA Full OCN as NSP Indicator to FALSE.


Req 8	Service Provider Non-Initiating SOA Full OCN as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Non-Initiating SOA Full OCN as NSP Indicator tunable parameter.


Req 9	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator


NPAC SMS shall provide a Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter which defines whether this SOA as an initiator of a request supports an Attribute Value Change Notification of all modified  data (including routing data and optional data parameters) as the New Service Provider.


Req 10	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator Default


NPAC SMS shall default the Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator to FALSE.


Req 11	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter.


Req 12	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator


NPAC SMS shall provide a Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter which defines whether this SOA as a non-initiator of a request supports an Attribute Value Change Notification of all modified  data (including routing data and optional data parameters) as the New Service Provider.


Req 13	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator Default


NPAC SMS shall default the Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator to FALSE.


Req 14	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter.









3.9.x, new section, Cross-Reference ID Indicator





Req 15	Service Provider SOA Cross-Reference ID Indicator


NPAC SMS shall provide a Service Provider SOA Cross-Reference ID Indicator tunable parameter which defines whether this SOA supports Cross-Reference ID functionality when sending in New Service Provider Create Requests.


Req 16	Service Provider SOA Cross-Reference ID Indicator Default


NPAC SMS shall default the Service Provider SOA Cross-Reference ID Indicator to FALSE.


Req 17	Service Provider SOA Cross-Reference ID Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Cross-Reference ID Indicator tunable parameter.





5.1, Subscription Version Management





Assmpt 1	Changing of Initiating SOA Supports Full OCN Indicators and Non-Initiating SOA Supports Full OCN Indicators while Notifications are Queued


In the event that the Initiating SOA Supports Full OCN as NSP Indicator or the Non-Initiating SOA Supports Full OCN as NSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the Initiating SOA Supports Full OCN as NSP Indicator, or the Non-Initiating SOA Supports Full OCN as NSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.


Assmpt 2	Changing of Initiating SOA Supports Modified Attributes AVC Indicators and Non-Initiating SOA Supports Modified Attributes AVC Indicators while Notifications are Queued


In the event that the Initiating SOA Supports Modified Attributes AVC as NSP Indicator or the Non-Initiating SOA Supports Modified Attributes AVC as NSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the Initiating SOA Supports Modified Attributes AVC as NSP Indicator the Non-Initiating SOA Supports Modified Attributes AVC as NSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.


Req 18	Subscription Version – Active-Active SOA – Status Change Notifications


NPAC SMS shall, in an Active-Active SOA scenario, for all Subscription Version status changes applicable to SOA A, also notify SOA B.


R5‑16	Create Inter-Service Provider (non-PTO) Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· End‑User Location ‑ Value


· End‑User Location ‑ Type


· Alternative SPID (if supported by the Service Provider SOA)


· Last Alternative SPID (if supported by the Service Provider SOA)


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Req 19	Create Subscription Version – Cross-Reference ID


NPAC SMS shall accept the following optional field from NPAC Personnel or the new Service Provider upon Subscription Version creation, when the Porting to Original flag is set to True:


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑18.1	Create Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:  (reference NANC 399)


· LNP Type


· [snip]


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-5	Create “Intra-Service Provider Port” (non-PTO) Subscription Version - Current Service Provider Optional Input Data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-6.1	Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:  (reference NANC 399)


· LNP Type


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Req 20	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Non-Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all Subscription Version data in the Object Creation Notification.


Note:  Adding the echo-back of all data in the Object Creation Notification allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  The originating SOA already has this data as it was sent to the NPAC in the request.


Req 21	Create Subscription Version – Active-Active SOA – Notify Initiating SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, notify the originating SOA of all Subscription Version data in the Object Creation Notification.


Req 22	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.


Note:  Adding the echo-back of all modified data in the Attribute Value Change Notification (second Create of an SV, or modify-pending of an SV) allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).


Req 23	Create Subscription Version – Active-Active SOA – Notify Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, notify the originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.


R5‑28	Modify (non-PTO) Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-181	Modify (PTO) Subscription Version – New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from the NPAC Personnel or the new Service Provider, when the Porting to Original flag is set to True, upon modification of a pending or conflict subscription version:


· Billing Service Provider ID


· End‑User Location ‑ Value


· End‑User Location ‑ Type


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑29.1	Modify Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.  (reference NANC 399)


· LNP Type


· [snip]


· New SP Medium Timer Indicator (if supported by the New Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Old Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑31.3	Modify Subscription Version - Successful Modification Notification


NPAC SMS shall send an appropriate message to the old and new Service Providers upon successful modification of a Subscription Version.


Note:  Pending Subscription Version notifications for pseudo-LRN are only sent if the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE and the NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.


Note:  Pending Subscription Version notifications for active-active SOA scenarios may include all Subscription Version data as defined by the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator or Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator.


R5-40.3	Modify Active Subscription Version - Modification Success User Notification


NPAC SMS shall notify the originating user indicating successful modification of an active Subscription Version.


Note:  Active Subscription Version notifications for active-active SOA scenarios may include all Subscription Version data as defined by the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator or Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator.


R5-74.3	Query Subscription Version - Output Data - SOA


NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:  (reference NANC 399)


· Subscription Version ID


· [snip]


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Note: If the New SP Medium Timer Indicator value or Old SP Medium Timer Indicator value is not set on the Subscription Version, then it will not be returned in the query response.


R5-74.4	Query Subscription Version - Output Data - LSMS


NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:  (reference NANC 399)


· Subscription Version ID


· [snip]


· MMS URI (if supported by the Service Provider LSMS)


· SMS URI (if supported by the Service Provider LSMS)


· Cross-Reference ID (if supported by the Service Provider LSMS)






IIS:


Update section 2.2 (updated text in yellow highlight).


Multiple associations per service provider to the NPAC SMS can be supported when using different function masks.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.  The secure association establishment is described in Section 5.





Update section 5.6 (updated text in yellow highlight).


[bookmark: _Toc116975748][bookmark: _Toc294800220]Single Association for SOA/LSMS


A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.





Part II, update the following flows to indicate Cross-Reference ID as an optional attribute:


1. B.5.1.2, Subscription Version Create by the Initial SOA (New Service Provider)


2. B.5.1.3, Subscription Version Create by the Second SOA (New Service Provider)


3. B.5.2.3, Subscription Version Modify Prior to Activate Using M-ACTION


4. B.5.2.4, Subscription Version Modify Prior to Activate Using M-SET


5. B.5.6, Subscription Version Query












GDMO:


-- 21.0 LNP NPAC Subscription Version Managed Object Class





subscriptionVersionNPAC MANAGED OBJECT CLASS


    DERIVED FROM subscriptionVersion;


    CHARACTERIZED BY


        subscriptionVersionNPAC-Pkg;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 21};


   


subscriptionVersionNPAC-Pkg PACKAGE


    BEHAVIOUR


        subscriptionVersionNPAC-Definition,


        subscriptionVersionNPAC-Behavior-1,


        subscriptionVersionNPAC-Behavior-2;


    ATTRIBUTES


        subscriptionVersionStatus GET-REPLACE,


        subscriptionOldSP GET-REPLACE,


        subscriptionNewSP-DueDate GET-REPLACE,


        subscriptionNewSP-CreationTimeStamp GET-REPLACE,


        subscriptionOldSP-DueDate GET-REPLACE,


        subscriptionOldSP-Authorization GET-REPLACE,


        subscriptionStatusChangeCauseCode GET-REPLACE,


        subscriptionOldSP-AuthorizationTimeStamp GET-REPLACE,


        subscriptionBroadcastTimeStamp GET-REPLACE,


        subscriptionConflictTimeStamp GET-REPLACE,


        subscriptionCustomerDisconnectDate GET-REPLACE,


        subscriptionEffectiveReleaseDate GET-REPLACE,


        subscriptionDisconnectCompleteTimeStamp GET-REPLACE,


        subscriptionCancellationTimeStamp GET-REPLACE,


        subscriptionCreationTimeStamp GET-REPLACE,


        subscriptionFailed-SP-List GET-REPLACE,


        subscriptionModifiedTimeStamp GET-REPLACE,


        subscriptionOldTimeStamp GET-REPLACE,


        subscriptionOldSP-CancellationTimeStamp GET-REPLACE,


        subscriptionNewSP-CancellationTimeStamp GET-REPLACE,


        subscriptionOldSP-ConflictResolutionTimeStamp GET-REPLACE,


        subscriptionNewSP-ConflictResolutionTimeStamp GET-REPLACE,


        subscriptionPortingToOriginal-SPSwitch GET-REPLACE,


        subscriptionPreCancellationStatus GET-REPLACE,


        subscriptionTimerType GET-REPLACE,


        subscriptionBusinessType GET-REPLACE,


        subscriptionNewSPMediumTimerIndicator GET-REPLACE,


        subscriptionOldSPMediumTimerIndicator GET-REPLACE,


        subscriptionCrossRefId GET-REPLACE;


[snip]


subscriptionVersionNPAC-Behavior-1 BEHAVIOUR


    DEFINED AS !


        NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS to


        NPAC SMS interface.


[snip]


  


        New service provider SOAs can only modify the following attributes:


  


        subscriptionLRN


        subscriptionNewSP-DueDate


        subscriptionCLASS-DPC


        subscriptionCLASS-SSN


        subscriptionLIDB-DPC


        subscriptionLIDB-SSN


        subscriptionCNAM-DPC


        subscriptionCNAM-SSN


        subscriptionISVM-DPC


        subscriptionISVM-SSN


        subscriptionWSMSC-DPC


        subscriptionWSMSC-SSN


        subscriptionEndUserLocationValue


        subscriptionEndUserLocationType


        subscriptionBillingId


        subscriptionSvType


        subscriptionOptionalData


        subscriptionNewSPMediumTimerIndicator


        subscriptionCrossRefId


    !;


  


subscriptionVersionNPAC-Behavior-2 BEHAVIOUR


    DEFINED AS !


[snip]


        The subscriptionCrossReferenceId is only returned on SOA queries


        to service providers that support the cross-reference ID.


[snip]








-- 999.0 LNP Subscription Cross Ref Id





subscriptionCrossRefId ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.CrossRefId;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionCrossRefIdBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 999};





subscriptionCrossRefIdBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Cross Reference Id for the


        subscription version.


!;  








-- 7.0 LNP Subscription Version Modify Action





subscriptionVersionModify ACTION


    BEHAVIOUR


        subscriptionVersionModifyDefinition,


        subscriptionVersionModifyBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;


    WITH REPLY SYNTAX LNP-ASN1.ModifyReply;


    REGISTERED AS {LNP-OIDS.lnp-action 7};


   


subscriptionVersionModifyDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionModify action is the action that can be


        used by the SOA to modify a subscription version via the SOA to


        NPAC SMS interface.


    !;





subscriptionVersionModifyBehavior BEHAVIOUR


    DEFINED AS !





[snip]





        New service providers may specify modified valid values for the


        following attributes, 


        on a pending or conflict subscription version,


        when the service provider's "Cross Ref ID”


        indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:





        subscriptionCrossRefId





[snip]








-- 11.0 LNP New Service Provider Subscription Version Create





subscriptionVersionNewSP-Create ACTION


    BEHAVIOUR


        subscriptionVersionNewSP-CreateDefinition,


        subscriptionVersionNewSP-CreateBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;


    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReply;


    REGISTERED AS {LNP-OIDS.lnp-action 11};


   


subscriptionVersionNewSP-CreateDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionNewSP-Create action is the action that is


        used via the SOA to NPAC SMS interface by the


        new service provider to create a new subscriptionVersionNPAC.


    !;





subscriptionVersionNewSP-CreateBehavior BEHAVIOUR


    DEFINED AS !





[snip]





        The new service provider must may optionally specify valid values for the following


        attributes, when the service provider's "Cross Ref ID"


        indicator is TRUE, and must NOT specify these values when the 


        indicator is set to FALSE:





        subscriptionCrossRefId





[snip]












ASN.1:


CrossRefId ::= GraphicString25








NewSP-CreateData ::= SEQUENCE {


    chc1 [0] EXPLICIT CHOICE {


        subscription-version-tn [0] PhoneNumber,


        subscription-version-tn-range [1] TN-Range


    },


    subscription-lrn       [1] LRN OPTIONAL,


    subscription-new-current-sp [2] ServiceProvId,


    subscription-old-sp    [3] ServiceProvId,


    subscription-new-sp-due-date [4] GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [7] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc  [8] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn  [9] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [12] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [13] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [14]


        EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [15] EndUserLocationType OPTIONAL,


    subscription-billing-id    [16] BillingId OPTIONAL,


    subscription-lnp-type      [17] LNPType,


    subscription-porting-to-original-sp-switch [18]


        SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc     [19] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn     [20] EXPLICIT SSN OPTIONAL,


    subscription-sv-type       [21] EXPLICIT  SVType OPTIONAL,


    subscription-optional-data [22] EXPLICIT OptionalData OPTIONAL,


    subscription-med-ind       [23] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-cross-ref-id  [24] CrossRefId OPTIONAL


}





NewSP-CreateInvalidData ::= CHOICE {


    subscription-version-tn [0] EXPLICIT PhoneNumber,


    subscription-version-tn-range [1] EXPLICIT TN-Range,


    subscription-lrn       [2] EXPLICIT LRN,


    subscription-new-current-sp [3] EXPLICIT ServiceProvId,


    subscription-old-sp    [4] EXPLICIT ServiceProvId,


    subscription-new-sp-due-date [5] EXPLICIT GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC,


    subscription-class-ssn [7] EXPLICIT SSN,


    subscription-lidb-dpc  [8] EXPLICIT DPC,


    subscription-lidb-ssn  [9] EXPLICIT SSN,


    subscription-isvm-dpc [10] EXPLICIT DPC,


    subscription-isvm-ssn [11] EXPLICIT SSN,


    subscription-cnam-dpc [12] EXPLICIT DPC,


    subscription-cnam-ssn [13] EXPLICIT SSN,


    subscription-end-user-location-value [14] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [15] EXPLICIT EndUserLocationType,


    subscription-billing-id    [16] EXPLICIT BillingId,


    subscription-lnp-type      [17] EXPLICIT LNPType,


    subscription-porting-to-original-sp-switch [18]


       EXPLICIT SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc     [19] EXPLICIT DPC,


    subscription-wsmsc-ssn     [20] EXPLICIT SSN,


    subscription-sv-type       [21] EXPLICIT  SVType,


    subscription-optional-data [22] EXPLICIT OptionalData,


    subscription-med-ind       [23] EXPLICIT MediumIndicatorError,


    subscription-cross-ref-id  [24] EXPLICIT CrossRefId





}


SubscriptionData ::= SEQUENCE {


    subscription-lrn [1] LRN OPTIONAL,


    subscription-new-current-sp [2] ServiceProvId OPTIONAL,


    subscription-activation-timestamp [3] GeneralizedTime OPTIONAL,


    subscription-class-dpc [4] EXPLICIT DPC,


    subscription-class-ssn [5] EXPLICIT SSN,


    subscription-lidb-dpc [6] EXPLICIT DPC,


    subscription-lidb-ssn [7] EXPLICIT SSN,


    subscription-isvm-dpc [8] EXPLICIT DPC,


    subscription-isvm-ssn [9] EXPLICIT SSN,


    subscription-cnam-dpc [10] EXPLICIT DPC,


    subscription-cnam-ssn [11] EXPLICIT SSN,


    subscription-end-user-location-value [12]


         EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,


    subscription-billing-id      [14] BillingId OPTIONAL,


    subscription-lnp-type        [15] LNPType,


    subscription-download-reason [16] DownloadReason,


    subscription-wsmsc-dpc       [17] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn       [18] EXPLICIT SSN OPTIONAL,


    subscription-sv-type         [19] EXPLICIT  SVType OPTIONAL,


    subscription-optional-data   [20] EXPLICIT OptionalData OPTIONAL,


    subscription-cross-ref-id    [21] CrossRefId OPTIONAL





}


SubscriptionModifyData ::= SEQUENCE {


    subscription-lrn [0] LRN OPTIONAL,


    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,


    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,


    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,


    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc  [6] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn  [7] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc  [8] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn  [9] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,


    subscription-billing-id [14] BillingId OPTIONAL,


    subscription-status-change-cause-code [15]


        SubscriptionStatusChangeCauseCode OPTIONAL,


    subscription-wsmsc-dpc      [16] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn      [17] EXPLICIT SSN OPTIONAL,


    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,


    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,


    new-version-status          [20] VersionStatus OPTIONAL,


    subscription-sv-type        [21]  EXPLICIT SVType OPTIONAL,


    subscription-optional-data  [22] EXPLICIT OptionalData OPTIONAL,


    subscription-new-sp-med-ind [23] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-old-sp-med-ind [24] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-cross-ref-id   [25] CrossRefId OPTIONAL


}





SubscriptionModifyInvalidData ::= CHOICE {


    subscription-lrn [0] EXPLICIT LRN,


    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,


    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,


    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,


    subscription-class-dpc [4] EXPLICIT DPC,


    subscription-class-ssn [5] EXPLICIT SSN,


    subscription-lidb-dpc  [6] EXPLICIT DPC,


    subscription-lidb-ssn  [7] EXPLICIT SSN,


    subscription-isvm-dpc  [8] EXPLICIT DPC,


    subscription-isvm-ssn  [9] EXPLICIT SSN,


    subscription-cnam-dpc [10] EXPLICIT DPC,


    subscription-cnam-ssn [11] EXPLICIT SSN,


    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,


    subscription-billing-id [14] EXPLICIT BillingId,


    subscription-status-change-cause-code [15]


          EXPLICIT SubscriptionStatusChangeCauseCode,


    subscription-wsmsc-dpc      [16] EXPLICIT DPC,


    subscription-wsmsc-ssn      [17] EXPLICIT SSN,


    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,


    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,


    new-version-status          [20] EXPLICIT VersionStatus,


    subscription-sv-type        [21] EXPLICIT SVType,


    subscription-optional-data  [22] EXPLICIT OptionalData,


    subscription-new-sp-med-ind [23] EXPLICIT MediumIndicatorError,


    subscription-old-sp-med-ind [24] EXPLICIT MediumIndicatorError,


    subscription-cross-ref-id   [25] EXPLICIT CrossRefId


}












XML:





The cross-reference ID will be added to the following XML messages:





NewSpCreateRequest


NewSpCreateReply (InvalidData only)


ModifyRequest (Modify pending new)


ModifyReply (InvalidData only)


SvObjectCreationNotification


SvAttributeChangeNotification


SvQueryReply
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Business Need


An Inactive SPID is being used, causing SV data issues.


In some cases, upon completion of the pre-port process (LSR/FOC, WPR/WPRR), the Service Provider currently serving the TN (soon to be the Old SP) immediately submits a “release” message to the NPAC (Old SP Create Subscription Version Request).  Consequently, a pending SV is established at the NPAC based on this Request.


Sometimes, the Old SP replies on the New SP name to select the SPID value to enter on its “release” message to the NPAC.  Because some SPs have more than one valid SPID at the NPAC, the Old SP might not select the New SP SPID value that was included on the LSR, but a different SPID value for the same Service Provider.  Further complicating the port transaction, the New SP SPID entered by the Old SP may be a SPID that the New SP has decomissioned.  Untangling the message involves substantial manual effort and results in a delay in establishing the consumer's new telephone service.


Current NPAC business rules require that the NPAC retain a SPID as long as it is associated with any network data, such as an LRN, or it appears in any active-like SV record.  That is, even if the SPID appears only as the "Old SP" in an SV record, the SPID cannot be decommissioned in the NPAC in such a way that the error described above can be prevented.  Hence, the “inactive” SPID is not inactive in the NPAC.


The business need is to provide some mechanism that would disallow the use of a SPID that has been decommissioned by the Service Provider, but still remains in the NPAC because of the current business rules.





Description of Change:


This change order is being created to resolve the issue of incorrectly using an “inactive” SPID.


The proposed change is to allow a SPID to be deleted if it is listed as the Old SP on an active-like SV.  This change would not affect functionality in the NPAC (ability to port, PTO) as this decommissioned SPID does not own any codes, pooled blocks, or SVs.  Yet, it would prevent the incorrect usage/reference of this decommissioned SPID when creating new SVs.


There are both a short-term solution and a long-term solution to this “inactive” SPID delete scenario where the only data that exists for this decommissioned SPID are the active-like SVs where they are the Old SP value.  In the description below, the decommissioned SPID is 1111, and the newer/current a temporary placeholder SPID for the Service Provider (not used by any Service Provider in that region) is 2222:


1. Short-term – Execute a script during the maintenance window (or a pre-defined and agreed-upon window while the system is up and running) that performs a work-around for the current requirements functionality.  At a high-level, this would involve the following:


a. Clean-up any pending SVs that list 1111 as the new SP.


b. Enter maintenance.


c. Update the Old SP value from 1111 to 2222 on the applicable SVs.


d. Delete 1111 (this will cause the delete download to all Service Providers).


e. Restore the Old SP value from 2222 to 1111 on the applicable SVs.


f. Bring the region back up.


g. All Service Providers will recover the delete download.


h. Decommissioned SPID 1111 is no longer valid for SV create messages.


2. Long-term – Discuss two options (2a and 2b), then decide.  Make corresponding software changes to the NPAC:


a. Allow the delete of a SPID in the NPAC, even when there are active SVs that use that SPID value in the Old SP field.


b. Add an NPAC setting/status that prevents a SPID from being specified in the New SP field on SV Create messages.


c. During the July 2013 LNPA WG meeting, it was decided by the group that there was benefit to having both 2a and 2b for the long-term solution.  As such, new requirements will be added to this document.



[bookmark: _Toc59881639]Requirements:


TBD.


Existing Requirements.


(RR4-3.1 is not changing, but is included for reference purposes to define “affected” SVs in R4-22.1, R4-22.2, and R4-22.3)


RR4-3.1	Removal of NPA-NXX – Subscription Version Check


NPAC SMS shall allow removal of an NPA-NXX by NPAC personnel only if no Subscription Versions, except for Old without a Failed SP List or Canceled Subscription Versions, exist for the NPA-NXX.


R4-22.1	No Subscription Versions during Service Provider Delete


NPAC SMS shall perform the deletion of the Service Provider data, notify the user that the deletion request was successful, if there are no affected Subscription Versions, and write the Service Provider data to a history file.


Note:  The Subscription Versions that are allowed to exist include Cancelled, Old with an empty Failed SP List, and Active where the Old Service Provider value is the SPID.


R4-22.2	Subscription during Service Provider Delete


NPAC SMS shall notify the user that the request to delete the Service Provider data cannot be completed until the affected individual Subscription Versions are modified, if affected Subscription Versions are found.


Note:  The Subscription Versions that are allowed to exist include Cancelled, Old with an empty Failed SP List, and Active where the Old Service Provider value is the SPID.


R4-22.3	Service Provider subscription restrictions during Network Data Delete.


NPAC SMS shall determine if there are any Subscription Versions being affected by the NPA-NXX and/or LRN data being deleted.


Note:  The Subscription Versions that are allowed to exist include Cancelled, and Old with an empty Failed SP List.


R5-18.5	Create Subscription Version - Service Provider ID Validation


NPAC SMS shall verify that the old and new Service Provider IDs exist in the NPAC SMS system and are available for porting, upon Subscription Version creation for an Inter-Service Provider port.


New Requirements.


Req 1	Service Provider – No new Subscription Versions as New Service Provider


NPAC SMS shall allow NPAC personnel to mark a Service Provider as not-available for use as the New Service Provider in Subscription Versions Create Requests.


Req 2	Create “Intra-Service ” Subscription Version - Service Provider ID Validation


NPAC SMS shall verify that the old and new Service Provider IDs exist in the NPAC SMS system and are available for porting, upon Subscription Version creation for an Intra-Service Provider port.








IIS:


No Change Required.


Flow B.3.2, Service Provider Deletion by the NPAC.


Check the database to see if the service provider has associated with it NPA-NXX data, LRN data, or subscription versions with status other than old with an empty failed SP List cancelled, or Active where the Old Service Provider value is the SPID.  If so, deny the request.








XIS:


No Change Required.








GDMO:


No Change Required.








ASN.1:


No Change Required.








XML:


No Change Required.
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Business Need


During the discussion of NANC 372 and the XML Interface, it was stated that two types of messages in the CMIP interface were not used:


1. The NPAC does not use the CMIP message to indicate scheduled downtime.


2. The SOA and LSMS do not use the CMIP message for creating their own NPA-NXX Filters


For scheduled downtime, Neustar has contractual arrangements with the NAPM and the CLNPC on the dates and times involved in regularly scheduled downtime (Sunday morning, various durations).  Therefore a CMIP message mechanism is not needed.


For NPA-NXX Filters, all Service Providers utilize the NPAC Help Desk procedures where NPAC Personnel manage NPA-NXX Filters for the given Service Providers.  Although part of the original system design, Neustar is unaware of any Service Provider that has the self-management of NPA-NXX Filters in their local systems today.





Description of Change:


This change order is being created to remove unused CMIP messages from the NPAC.


The proposed change is to delete the following:


1. The notification, lnpNPAC-SMS-Operational-Information.  This is sent from the NPAC to the SOA, and the NPAC to the LSMS.


2. The management of the lsmsFilterNPA-NXX object.  This includes both creating (M-CREATE Request) and deleting (M-DELETE Request).














[bookmark: _Toc59881639]Requirements:


Remove narrative and requirements.


2.5, Disaster Recovery and Backup Process.


3.6.1 NPA-NXX Level Filters, RR3-5, RR3-6.


6.7.1, Notification Recovery, lnpNPAC-SMS-Operational-Information.


Appendix E, Download Files, lnpNPAC-SMS-Operational-Information.








IIS:


Remove narrative and flows.


Several references to lnpNPAC-SMS-Operational-Information.


Reference to LSMS Filter NPA-NXX Create.


Reference to LSMS Filter NPA-NXX Delete.


Flow B.8.1, SOW/Local SMS Notification of Scheduled NPAC Downtime.


Flows in B.6, LSMS Filter NPA-NXX Scenarios (SOA/LSMS Create and Delete their own NPA-NXX Filters).





XIS:


No Change Required.








GDMO:


Remove objects, notifications, and behavior description.


Several references to lnpNPAC-SMS-Operational-Information.


Several references to SOA/LSMS creating or deleting their own lsmsFilterNPA-NXX data.





ASN.1:


Remove references.


Several refences to lnp-npac-sms-operational-information.





XML:


No Change Required.





Page 1 of 3




image10.emf

NANC 457 - SPID  Migration TN Count - v2.docx




NANC 457 - SPID Migration TN Count - v2.docx

NANC 457 – Working Copy – v12


Origination Date:  07/09/13


Originator:  LNPA WG


[bookmark: _Toc72227019]Change Order Number:  NANC 457


Description:  SPID Migration TN Count


Functional Backwards Compatible:  Yes





IMPACT/CHANGE ASSESSMENT





			DOC


			FRS


			IIS





			


			Y


			N











			CMIP


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			


			N


			N


			Y


			N


			N











			XML


			XIS


			XSD


			NPAC


			SOA


			LSMS





			


			N


			N


			N


			N


			N














Business Need


During the May 2013 LNPA WG meeting, participants discussed a pending request for a SPID Migration of 840,000 SV records, that included 880 Number Pool Blocks.  Since all LSMSs are now EDR, the actual number of records to be updated was approximately 1000, and not 840,000, but the SPID Migration needed exception processing because it exceeded the TN threshold of 500,000.  This led to a July 2013 LNPA WG discussion about the “count” method.  The consensus of the WG was that in the current all-EDR environment, the quantity of pooled SVs is no longer relevant, and as such the count should use Number Pool Block records and not pooled SV records.





Description of Change:


This change order is being created to change the definition of TN threshold for a SPID Migration.  Pooled SVs will no longer be factored into the count of SV records affected by a SPID Migration.






[bookmark: _Toc59881639]Requirements:


(no actual requirement is updated, just a note under requirement RR3-612.  All requirements related to quota are included here for context)





RR3-602	SPID Migration Update – Quota Management


NPAC SMS shall apply quota to SPID Migration operations for Total US SPID Migrations, Total Regional Migrations, and Regional SV Counts when NPAC Personnel approve a SPID migration.  (previously NANC 408, Req X34)


RR3-603	SPID Migration Update – Quota Management – Quota Exceeded Rejection for Service Provider Personnel


NPAC SMS shall check quota to SPID Migration operations when a Service Provider creates or modifies a SPID Migration and reject the request if any of the quotas have been exceeded.  (previously NANC 408, Req X35)


RR3-604	SPID Migration Update – Quota Management – Quota Exceeded Warning for NPAC Personnel


NPAC SMS shall check quota to SPID Migration operations when NPAC Personnel creates or modifies a SPID Migration and provide a warning if any of the quotas have been exceeded.  (previously NANC 408, Req X35.5)


RR3-605	SPID Migration Update – Quota Management – Quota Exceeded Warning Content


NPAC SMS shall include the Pending and Approved counts for all exceeded quotas in the Quota Exceeded Warning Message.  (previously NANC 408, Req X36)


RR3-606	SPID Migration Update – Migration Quota Tunable Parameter


NPAC SMS shall provide a SPID Migration Quota tunable parameter, which is defined as the maximum number of SPID Migration timeslots within a region for a given SPID Migration maintenance window.  (previously NANC 408, Req 27)


RR3-607	SPID Migration Update – Migration Quota Tunable Parameter Default


NPAC SMS shall default the SPID Migration Quota tunable parameter to seven (7) migrations.  (previously NANC 408, Req 28)


RR3-608	SPID Migration Update – Migration Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration Quota tunable parameter.  (previously NANC 408, Req 29)


RR3-609	SPID Migration Update – All Regions Migration Quota Tunable Parameter


NPAC SMS shall provide an All Regions SPID Migration Quota tunable parameter, which is defined as the maximum number of SPID Migrations timeslots for all regions for a given SPID Migration maintenance window.  (previously NANC 408, Req 30)


RR3-610	SPID Migration Update – All Regions Migration Quota Tunable Parameter Default


NPAC SMS shall default the All Regions SPID Migration Quota tunable parameter to twenty-five (25) migrations.  (previously NANC 408, Req 31)


RR3-611	SPID Migration Update – All Regions Migration Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the All Regions SPID Migration Quota tunable parameter.  (previously NANC 408, Req 32)


RR3-612	SPID Migration Update – SV Quota Tunable Parameter


NPAC SMS shall provide a SPID Migration SV Quota tunable parameter, which is defined as the maximum number of SVs and NPBs within a region for a given SPID Migration maintenance window.  (previously NANC 408, Req 35)


NOTE:  The number includes both ported and pooled SVs plus number pool blocks.  The number of pooled SVs are NOT included.


NOTE:  The quantity of SVs and NPBs can be dynamic, so the quantity is based on the number of SVs and NPBs for a given migration at the time of the SPID Migration request.  For subsequent migrations in a given window, the previous SPID Migration SV quantities are not recalculated.  Modifying a SPID Migration will cause SV and NPB quantities to be recalculated.


RR3-613	SPID Migration Update – SV Quota Tunable Parameter Default


NPAC SMS shall default the SPID Migration SV Quota tunable parameter to five hundred thousand (500,000) SVs and NPBs.  (previously NANC 408, Req 36)


RR3-614	SPID Migration Update – SV Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration SV Quota tunable parameter.  (previously NANC 408, Req 37)








IIS:


No Change Required.








GDMO:


No Change Required.








ASN.1:


No Change Required.








XIS:


No Change Required.








XSD:


No Change Required.
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Business Need:



When a BDD file is distributed, the number of records that are included in the file is not known.  In order to ensure that the file was completely generated and received intact, a record count for the file should be included.



Since the NPAC is considered the database of record, alternatives such as counting the lines in the BDD file to compare it to what is currently in the LSMS are not considered genuinely accurate since the number of records could match, yet the content could be different.  Even a small difference in the pool block BDD file can make a significant impact on the network, because of the 1000-to-1 representation.  Therefore it is prudent to take steps to eliminate errors before processing the BDD files.  This could include creating a record count or “snapshot” of the file contents when the BDD file is created.  This will provide a reference point to compare to the BDD files received.  Currently, there is no way to validate the record counts in the BDD files as they are received, thereby ensuring data integrity.


Description of Change:



This change order would add a record count to the BDD file.  Since the BDD file contains detailed information on a row-by-row basis, the count would have to be added in either the file name or in a comment record, depending on the technical implementation.


There may be backward-compatibility issues that need to be discussed and resolved.


The requested record count would apply to all five file types (SPID, NPA-NXX, dash-X, LRN, NPB, SV).


In the case of delta BDDs, which are run from the NPAC GUI, the same principal(s) would be applied for the record count





1. 


2. 


3. 


4. 


Requirements:



1. 


2. 


3. 


Req 1
Service Provider BDD Record Count Indicator



NPAC SMS shall provide a Service Provider BDD Record Count Indicator tunable parameter which defines whether a Service Provider supports the commented record count information in their BDD Files.



Req 2
Service Provider BDD Record Count Indicator Default



NPAC SMS shall default the Service Provider BDD Record Count Indicator tunable parameter to FALSE.



Req 3
Service Provider BDD Record Count Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider BDD Record Count Indicator tunable parameter.


Updates (larger font blue italics) to Appendix E of the FRS.


Appendix E.  Download File Examples



The NPAC can generate Bulk Data Download files for Network Data (including SPID, LRN, NPA-NXX and NPA-NXX-X), Subscription Versions (including Number Pool Blocks) and Notifications. 



All fields within files discussed in the following section are variable length.  The download reason in all “Active-like” download files is always set to new.  The download reason in all “Latest View” download files is set to the appropriate download reason based on activation/modification/deletion activity.  ASCII 13 is the value used as the value for carriage return (CR) in the download files.  


All Time Stamps contained within the download files and SMURF files, and file names are in GMT (Greenwich Mean Time).  Files that contain three timestamps reference the time the files is created, and start and end time range.  When the time range is not specified, the default start timestamp is 00-00-0000000000 and the default end timestamp is 99-99-9999999999.



The record count information will be added to the end of the BDD files.  It will start with a pound sign (#) followed by the number of data records in the file.  For example, if there are twenty-two (22) LRN records in the file, the 23rd line would contain a pound sign, a space, and the number 22.  The record count information will only be included in the BDD file if the Service Provider’s BDD Record Count Indicator is set to TRUE.


Assumptions:



1. 


2. 


3. 


4. None.


IIS



No Change Required.


GDMO



No Change Required.


ASN.1






No Change Required.
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Business Need:



When a BDD file is distributed, the number of records that are included in the file is not known.  In order to ensure that the file was completely generated and received intact, a record count for the file should be included.



Since the NPAC is considered the database of record, alternatives such as counting the lines in the BDD file to compare it to what is currently in the LSMS are not considered genuinely accurate since the number of records could match, yet the content could be different.  Even a small difference in the pool block BDD file can make a significant impact on the network, because of the 1000-to-1 representation.  Therefore it is prudent to take steps to eliminate errors before processing the BDD files.  This could include creating a record count or “snapshot” of the file contents when the BDD file is created.  This will provide a reference point to compare to the BDD files received.  Currently, there is no way to validate the record counts in the BDD files as they are received, thereby ensuring data integrity.


Description of Change:



This change order would add a record count to the BDD file.  Since the BDD file contains detailed information on a row-by-row basis, the count would have to be added in either the file name or in a comment record, depending on the technical implementation.


There may be backward-compatibility issues that need to be discussed and resolved.


The requested record count would apply to all five file types (SPID, NPA-NXX, dash-X, LRN, NPB, SV).


In the case of delta BDDs, which are run from the NPAC GUI, the same principal(s) would be applied for the record count





1. 


2. 


3. 


4. 


Requirements:



1. 


2. 


3. 


Req 1
Service Provider BDD Record Count Indicator



NPAC SMS shall provide a Service Provider BDD Record Count Indicator tunable parameter which defines whether a Service Provider supports the commented record count information in their BDD Files.



Req 2
Service Provider BDD Record Count Indicator Default



NPAC SMS shall default the Service Provider BDD Record Count Indicator tunable parameter to FALSE.



Req 3
Service Provider BDD Record Count Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider BDD Record Count Indicator tunable parameter.


Updates (larger font blue italics) to Appendix E of the FRS.


Appendix E.  Download File Examples



The NPAC can generate Bulk Data Download files for Network Data (including SPID, LRN, NPA-NXX and NPA-NXX-X), Subscription Versions (including Number Pool Blocks) and Notifications. 



All fields within files discussed in the following section are variable length.  The download reason in all “Active-like” download files is always set to new.  The download reason in all “Latest View” download files is set to the appropriate download reason based on activation/modification/deletion activity.  ASCII 13 is the value used as the value for carriage return (CR) in the download files.  


All Time Stamps contained within the download files and SMURF files, and file names are in GMT (Greenwich Mean Time).  Files that contain three timestamps reference the time the files is created, and start and end time range.  When the time range is not specified, the default start timestamp is 00-00-0000000000 and the default end timestamp is 99-99-9999999999.



The record count information will be added to the end of the BDD files.  It will start with a pound sign (#) followed by the number of data records in the file.  For example, if there are twenty-two (22) LRN records in the file, the 23rd line would contain a pound sign, a space, and the number 22.  The record count information will only be included in the BDD file if the Service Provider’s BDD Record Count Indicator is set to TRUE.


Assumptions:



1. 


2. 


3. 


4. None.


IIS



No Change Required.


GDMO



No Change Required.


ASN.1






No Change Required.
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DESCRIPTION OF NANC CHANGE ORDER CANDIDATES FOR NEXT NPAC RELEASE

JULY 2014

		NANC

CHANGE

ORDER

		DESCRIPTION

		BENEFIT

		NPAC LOE

		SOA LOE

		LSMS LOE



		

		

		

		

		

		



		403

		Only allow Recovery Messages to be sent during Recovery



Restricts recovery messages from a SOA/LSMS to only be sent when the SOA/LSMS is actually in recovery.

		Synchronizes the functionality that is already in place for notifications and pooling data, to include network data and subscription data.



		Low

		Iconectiv - None

NetNumber – N/A

Neustar - Low

Oracle – N/A

		Iconectiv - None

NetNumber - None

Neustar - Low

Oracle - None



		419

		User Prioritization of Recovery-Related Notifications



Adds functionality that allows a SOA to define priority for recovery related notifications separate from normal processing related notifications.

		Allows a SOA to prioritize notification data to meet operational and user needs.

		Med

		Iconectiv - None

NetNumber – N/A

Neustar - None

Oracle – N/A

		Iconectiv - None

NetNumber - None

Neustar - None

Oracle - None



		431

		URI Fields (PoC)

Adds new URI field to both SVs and NPBs.

		Increases the information available in the NPAC for IP-based routing information.

		Low

		Iconectiv – Med.

NetNumber – N/A

Neustar - Low

Oracle – N/A

		Iconectiv – Med.

NetNumber – None*

Neustar - Low

Oracle – Med.



		432

		URI Fields (Presence)

Adds new URI field to both SVs and NPBs.

		Increases the information available in the NPAC for IP-based routing information.

		Low

		Iconectiv – Med.

NetNumber – N/A

Neustar - Low

Oracle – N/A

		Iconectiv – Med.

NetNumber – None*

Neustar - Low

Oracle – Med.



		437

		Multi-Vendor NPAC SMS Solution

Provides two (or more) NPAC SMSs in a single region.

		Allows a choice of NPAC SMSs within a single region.

		High

		Iconectiv - Low

NetNumber – N/A

Neustar - Low

Oracle – N/A

		Iconectiv - Low

NetNumber - Low

Neustar - Low

Oracle - Low



		447

		NPAC Support for CMIP over TCP/IPv6

Adds a newer version of TCP/IP for connection over the CMIP interface.

		Allows a choice of TCP/IP versions to connect to the NPAC.



		High

		Iconectiv – Med.

NetNumber – N/A

Neustar - Low

Oracle – N/A

		Iconectiv – Med.

NetNumber - Low

Neustar - Low

Oracle – Med.



		449

		Active/Active SOA Connection to NPAC – same SPID

Provides SOA (via Delegation) to have two active connections to the NPAC.

		Allows a SOA to maintain redundancy of connections.



		High

		Iconectiv – Med-Hi

NetNumber – N/A

Neustar - High

Oracle – N/A

		Iconectiv – Med-Hi

NetNumber - None

Neustar - High

Oracle - None



		453

		Change Definition and Disallow use of Inactive SPID

Restricts SPID usage by disallowing inactive SPIDs to be used for port requests.

		Resolves the issue of incorrectly using an inactive SPID for port requests.

		Med.

		Iconectiv - None

NetNumber – N/A

Neustar - None

Oracle – N/A

		Iconectiv - None

NetNumber - None

Neustar - None

Oracle - None



		454

		Remove Unused Messages from the NPAC

Remove messages that are not used in production from the NPAC.

		Enhances efficiency of the NPAC software by removing unused messages.



		Med.

		Iconectiv - Low

NetNumber – N/A

Neustar - Low

Oracle – N/A

		Iconectiv - Low

NetNumber - None

Neustar - Low

Oracle – Med.



		457

		SPID Migration TN Count

Change the definition of TN threshold for a SPID Migration.  Pooled SVs will no longer be factored into the count of SV records affected by a SPID Migration.

		Increases accuracy of the TN Count in a SPID Migration.



		Low

		Iconectiv - None

NetNumber – N/A

Neustar - None

Oracle – N/A

		Iconectiv - None

NetNumber - None

Neustar - None

Oracle - None



		458

		Notification Suppression

Adds the ability to suppress notifications on a per-request basis for both SVs and NPBs.

		Increases efficiency on when to receive or not receive notifications to a SOA.



		Med.

		Iconectiv - TBD

NetNumber – N/A

Neustar - TBD

Oracle – N/A

		Iconectiv - TBD

NetNumber - TBD

Neustar - TBD

Oracle - TBD







[bookmark: _GoBack]*Vendor stated they have no plans to implement this Change Order.
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Origination Date:  04/30/14

Originator:  LNPAWG

[bookmark: _Toc72227019]Change Order Number:  NANC 458

Description:  Service Provider-requested Notification Suppression

Functional Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT





		DOC

		FRS

		IIS



		

		Y

		TBD







		CMIP

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		

		TBD

		TBD

		TBD

		TBD

		TBD







		XML

		XIS

		XSD

		NPAC

		SOA

		LSMS



		

		TBD

		TBD

		TBD

		TBD

		TBD









Business Need

With the XML interface, Service Providers need the ability to suppress notifications on a per request basis.  The current NPAC functionality has a notification priority category table which contains an entry for every SOA.  For each of the 45 categories, the Service Provider SOA can designate a priority of High, Medium, Low, or None.  However, this one-size-fits-all-notifications-of-that-type approach does not always work for the Service Provider SOA.  For some of these notification categories, flexibility in receiving/suppressing is desired.  As an example, one of the notifications is L-11.0 type F, Subscription Version Status Attribute Value Change Notification – Modify Active, which has a default value of Medium.  Two scenarios demonstrate this desired flexibility:

· When the current SOA performs a modify-active on LRN, it is important to know the entries on the failed list as this would affect call routing.  Therefore, the SOA desires to receive these SAVC modify-active notifications.

· However, when the current SOA performs a modify-active of the Alternative SPID optional data, it is not necessary to know the failed list as this would not affect call routing and the current SOA does not want to receive the extra SOA messages associated with these SAVC modify-active notifications.

With the current implementation, a SOA is not able to receive the notifications in the LRN scenario, and suppress the notifications in the Alternative SPID scenario.  As Service Providers begin to explore the functional and operational items associated with the development of an XML interface, this type of flexibility is desired.

Another need occurs when two SPIDs within the same company are moving TNs from one of their SPIDs to the other SPID.  For example, Company 1 has SPID A and SPID B, and for some intra-company inter-SPID port requests it wants to allow SPID A to suppress for both A and B.  Then when A is moving TNs from B, it can send a Create SV Request and indicate that notifications for this request should be suppressed to both A and B.



Description of Change:

This change order is being created to allow a Service Provider to suppress notifications on a per request basis.  It also allows a SPID to link together with another SPID for notification suppression.  Any SPID desiring this linking functionality would be required to explicitly authorize the other SPID (e.g., SPID A could send a request for suppression to both A and B only after B authorized A to suppress, which would be contained in the NPAC Customer Profile information.  However, even though SPID C is also part of the same company, no explicit authorization has been provided, so there is no suppression relationship between A and C, or B and C).

These changes will allow the Service Provider SOA to have a new level of flexibility when sending transaction requests to the NPAC.



May ’14 LNPA WG meeting:

The group accepted this change order.  Requirements detail will be provided for review during the Jul ’14 LNPA WG meeting.






[bookmark: _Toc59881639]Requirements:

Section 1.2, NPAC SMS Functional Overview

Add a new section that describes the functionality of the Notification Suppression scenario.  See Description of Change above.

Section 3.1, NPAC SMS Data Models

Add new attributes for the Notification Suppression options in an SV or NPB Request.  See below:





		SUBSCRIPTION VERSION DATA MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		[bookmark: _Toc365876004][bookmark: _Toc368562172][bookmark: _Ref377212546][bookmark: _Ref377214451][bookmark: _Ref377214486][bookmark: _Ref379878757][bookmark: _Ref380305391][bookmark: _Ref380561759][bookmark: _Ref380561900][bookmark: _Ref380811299][bookmark: _Ref380811701][bookmark: _Ref411679858][bookmark: _Ref419620543][bookmark: _Ref436023959][bookmark: _Ref436023999][bookmark: _Ref436024023][bookmark: _Ref436024071][bookmark: _Ref377214446][bookmark: _Toc381720300][bookmark: _Toc436023452][bookmark: _Toc436025906][bookmark: _Toc436026066][bookmark: _Toc436037428][bookmark: _Toc437674411][bookmark: _Toc437674744][bookmark: _Toc437674970][bookmark: _Toc437675488][bookmark: _Toc463062923][bookmark: _Toc463063430]Suppress Request SPID

		B

		

		A Boolean that indicates whether the request SPID wishes to suppress notifications to itself.



		Suppress Grantor SPID

		B

		

		A Boolean that indicates whether the request SPID (as a Delegate) wishes to suppress notifications to its Grantor.



		Suppress Delegate SPID

		B

		

		A Boolean that indicates whether the request SPID (as a Grantor or another Delegate) wishes to suppress notifications to related Delegate(s).



		Suppress Other SPID

		B

		

		A Boolean that indicates whether the request SPID wishes to suppress notifications to the Other SPID.



		Suppress Other SPID Delegates

		B

		

		A Boolean that indicates whether the request SPID wishes to suppress notifications to the Other SPID’s Delegate(s).



		[bookmark: _Toc279510778][snip]

		

		

		





Table 3‑6 Subscription Version Data Model






		
NPAC CUSTOMER NOTIFICATION SUPPRESSION AUTHORIZED SPID LIST DATA MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		NPAC Customer ID

		C (4)

		

		An alphanumeric code which uniquely identifies an NPAC Customer.



		Authorized SPID

		C(4)

		

		The Service Provider ID of the Authorized SP.



		Authorized SP Name

		C(40)

		

		The NPAC Customer Name of the Authorized SP.





Table 3-x NPAC Customer Notification Suppression Authorized SPID List Data Model





Section 3.8, Notifications

Add a new sub-section (3.8.x) that describes the functionality of the Notification Suppression requirements.  Add a note that this functionality applies to the XML Interface, the NPAC Administrative GUI Interface, and the Service Provider Low-Tech Interface.

Req 1	Notification Suppression – Types of Requests

NPAC SMS shall allow the NPAC Administrative interface and the XML interface to suppress notifications for the following requests:

· SV Create

· SV Activate

· SV Cancel

· SV Cancel Concurrence

· SV Disconnect

· SV Modify

· SV Conflict Resolution

· Pooled Block Modify



Req 2	Notification Suppression – Types of Options

The following notification suppression options shall be available when an NPAC user specifies notification suppression in a request:

· suppress to self

· suppress to parent Grantor (if request SPID is a Delegate)

· suppress to Delegates(s) (if request SPID is a Grantor or one of several Delegates related to a parent Grantor)

· suppress to the Other SPID

· suppress to the Other SPID’s Delegate(s)



Req 3	Notification Suppression – Service Provider Authorization Relationship as Non-Delegate

NPAC SMS shall provide a Service Provider with the option to suppress notifications to self, related Delegate(s), the Other SPID, and the Other SPID’s Delegate(s) on a per request basis.

Req 4	Notification Suppression – Service Provider Authorization Relationship as Delegate

NPAC SMS shall provide a Service Provider with the option to suppress notifications to self, parent Grantor, other related Delegate(s), the Other SPID, and the Other SPID’s Delegate(s) on a per request basis.

Req 5	Notification Suppression – Service Provider Authorization List

NPAC SMS shall provide a Service Provider Notification Suppression Authorization List which defines the list of other Service Providers that can suppress notifications to this Service Provider on a per request basis.

Note:  The Authorization List maintains a 1:1 relationship between a Requestor SPID and a Suppressed SPID, whether each of those SPIDs is a Regular SPID, Grantor SPID, or Delegate SPID.

Req 6	Notification Suppression – Add SPID to Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to add a SPID to the Notification Suppression Authorization List, which results in the SPID not receiving notifications based on the suppression indicators in a request, in subscription versions and Number Pool Blocks.

Note:  A Service Provider (whether regular SPID, Grantor SPID, or Delegate SPID) is responsible for establishing their own list of Authorized Service Providers, while working with NPAC Personnel.

Req 7	Notification Suppression – Delete SPID from Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, on behalf of a Service Provider, to delete a SPID from the Notification Suppression Authorization List for a given Service Provider.

Req 8	Notification Suppression – Query SPID from Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to query the Notification Suppression Authorization List for a given Service Provider.

Req 9	Notification Suppression – Persisting Notification Suppression

NPAC SMS shall, in cases where a subscription version or Number Pool Block action results in LSMS messages or activity, persist notification suppression until the corresponding subscription version or Number Pool Block has an empty failed SP List.

Note:  A Failed SP List can be cleared by a resend, resend exclusion, or audit.

Req 10	Notification Suppression – Service Provider Authorization List – NPAC Personnel Behavior

NPAC SMS shall maintain the same behavior for NPAC Personnel to suppress notifications on a per request basis as Service Providers.








Section 3.13, Block Information

Add requirements for suppression options in Number Pool Block Requests.

RR3-132	Number Pooling Block Holder Information –Update Notification

NPAC SMS shall send all SOA notifications to the current SP (the block holder) for updates on Blocks, when the Block SOA Origination is TRUE.  (Previously B-120)

Note:  The SOA Orignation indicator and the per-request notification suppression indicators are combined together to determine notification sending or notification suppression.

Req 11	Notification Suppression – Number Pool Block Request Indicators determine Suppression

NPAC SMS shall suppress notifications on a per-request basis based on the values in the request and the table below:



		 

		Suppress Notifications Options:



		Role of SPID Sending Request

		Self

		Grantor

		Delegate(s)

		Other SPID

		Delegate(s) of Other SPID



		 

		 

		 

		 

		 

		 



		BAU SPID

		Y

		N/A

		N/A

		Y

		Y



		Delegate

		Y

		Y

		Y

		Y

		Y



		Grantor

		Y

		N/A

		Y

		Y

		Y



		 

		 

		 

		 

		 

		 



		(shading)

		 = Authorization required from the SPID being suppressed












Section 5, Subscription Management

Add requirements for suppression options in SV Requests.

Req 12	Notification Suppression – SV Request Indicators determine Suppression

NPAC SMS shall suppress notifications on a per-request basis based on the values in the request and the table below:



		 

		Suppress Notifications Options:



		Role of SPID Sending Request

		Self

		Grantor

		Delegate(s)

		Other SPID

		Delegate(s) of Other SPID



		 

		 

		 

		 

		 

		 



		BAU SPID

		Y

		N/A

		N/A

		Y

		Y



		Delegate

		Y

		Y

		Y

		Y

		Y



		Grantor

		Y

		N/A

		Y

		Y

		Y



		 

		 

		 

		 

		 

		 



		(shading)

		 = Authorization required from the SPID being suppressed













IIS:

TBD.







XIS:

TBD.







GDMO:

TBD.







ASN.1:

TBD.







XML:

TBD.
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R11‑2	Generating Usage Measurements for NPAC Resources

NPAC SMS shall measure and record the usage of NPAC resources on a per Service Provider basis.

R11‑3	Generating Usage Measurements for Allocated Connections

NPAC SMS shall generate usage measurements for allocated connections for each Service Provider.

R11‑4	Generating Usage Measurements for Allocated Mass Storage

NPAC SMS shall generate usage measurements for the allocated mass storage (number of records stored) for each Service Provider.

R11‑5	Generating Usage Measurements for the Number of Messages Processed by type

NPAC SMS shall measure the number of messages processed by type for each Service Provider.

R11‑6	Generating Usage Measurements for the Number of Messages Downloaded

NPAC SMS shall measure the number of messages downloaded to each Service Provider.

R11‑8	Generating Detailed Usage Measurement Reports

NPAC shall produce detailed NPAC usage reports for the contracting entity.

R11-9	Billing Report Types

NPAC SMS shall be capable of creating the following billing reports:

· Login Session Per Service Provider

· Allocated Mass Storage

· Messages Processed by type (to include download data and data resent by request)

· Audits Requested and Processed

· Requested Report Generation

· Service Establishment (to include Service Provider establishment, user login ID addition to the NPAC SMS, and mechanized Interface Activation)

R11-10	Full Billing Report

The NPAC SMS shall be capable of creating a full billing report, with all of the report types in R11-9 included.

R11-11	Billing Report Creation by NPAC Personnel

NPAC SMS shall allow NPAC personnel to create billing reports for all Service Provider usage. For all report types in R11-9 and R11-10, the NPAC personnel will be able to specify whether the report is an aggregation/summary of stored data or a detailed report containing every item stored for the report type.

R11-12	Billing Report Creation by Service Provider

NPAC SMS shall allow Service Providers to gather billing report data on only their NPAC SMS usage. Service Providers will not be able to create reports on any other Service Provider’s usage. For all report types in R11-9 and R11-10, the NPAC SMS shall create an aggregation/summary of stored data for the report type.

R11-13	NPAC Personnel Billing Report Destination

NPAC SMS shall allow NPAC personnel to determine the output destination of the billing report. The destinations will include: on-line (on screen), printer, file, or FAX. The default selection is on-line.

R11-14	Service Provider Billing Report Destination

NPAC SMS shall allow Service Provider users to determine the output destination of the billing report. The destinations will include: on-line (on screen) or file. The default selection is on-line.

R11-15	NPAC Personnel Only Can Access Billing System

The NPAC billing system shall be accessible only to NPAC personnel.
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Overview

Interconnection in the Internet:  Peering and Transit

SIP Interconnection

Developing as an overlay to SS7/TDM

Topologies

Network elements







Internet Service Provider Interconnection – The Internet

Peering versus Transit

Peers exchange traffic destined for each other’s network but expect balance

Smaller ISPs purchase transit from larger ISPs –paying them to deliver traffic to/from potentially all destinations

Transit providers compete
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Internet Peering and Transit
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ISP B

ISP C

















ISP A

ISP D



Customer 1

WA



Customer 2

 NY



Customer 4 FL



Customer 3

LA

Peering

Transit





The IP Overlay for SIP Traffic Exchange

IP Interconnection will develop as an overlay to the TDM interconnection which must remain until transition complete

TNs may share a TDM PoI/CO Code/LRN but could need to be treated differently for IP interconnect

National service providers elect to exchange SIP traffic at a handful of points – will not recreate PSTN  LATA-based interconnection topology

National SPs may bring traffic to a localized provider but may not accept traffic for their entire network there
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National Interconnection

P

P

P
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P
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P

National networks exchange traffic at a small number of geographically diverse points

Separate from Internet peering facilities but potentially using same locations

Provide for QoS

P

P

P
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Local to National Interconnection

P

P

P

P

P

P

P

P

P

























P

Regional (green) network connects to national (red) network

If I/C local to green provides access to nationwide red network, red bears transport burden

If all I/C must be local to destination grossly inefficient (and green will have to arrange  to get there as today)
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IP Interconnect Topology

Physical PoI is a fiber meet point between Provider Edge Routers usually in a carrier hotel

Application layer POI is a Session Border Controller- SBC 

An SP may use different physical  meet points and different SBCs (with different IP addresses)  with different interconnect partners 

In IP interconnection the POI for the same number may differ for different providers
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SIP Interconnection - VoLTE
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IPv4/IPv6 traffic
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Ultimately must map E.164 telephone number to an appropriate SBC IP address

Current implementations usually involve bilateral exchange of mappings between NANP constructs such as AOCNs, CLLIs, LRNs and sets of SBC IP addresses

This approach requires back office processing to develop translations or provisioning of a routing server

Long term the expectation (FCC testbed) is that a registry will be used to map a TN (or other identifier) to a URI either directly or through a tiered ENUM approach

The ATIS/SIP Forum NNI Task Force is studying use of  a simple registry approach that maps an individual TN to SBC IP addresses via a SIP URI in the NPAC SV

This requires SOA/LSMS changes

The Forum is also looking at interworking with current implementations

Routing for SIP Interconnection
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Routing Evolution Issues

Historic basis of routing is association of CO Codes with switch (end office and tandem) CLLIs

Point of interconnect is assumed the same for all providers delivering traffic

In the IP world it’s not so simple

In IMS S-CSCF may vary from call to call – and S-CSCF doesn’t handle media

With network function virtualization the ability to point to some entity as a locus for a TN on a consistent basis completely disappears
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Outline

ENUM Overview

ENUM as a protocol and as an Architecture

ENUM Flow

ENUM Data Elements

Impact of ENUM on carriers



Industry Activities on Carrier IP Interconnection Data Exchange

Review of IP NNI contributions/options

IP Interconnection implementation considerations

IP interconnection survey
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ENUM Overview
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Why ENUM?

How do network elements (gateways, SIP servers, Routing Servers, etc) find services on the Internet if you only have a telephone (E.164) number?

The answer is ENUM, possibly…

If you need to route on potentially all the digits

Or if you need to discover the far end is IP capable before session set up

Or if you need to discover numerous different service types with different interconnection points before session set up

AND you need this information for each session in real-time
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ENUM Basics

ENUM is a protocol defined by the Internet Engineering Task Force (IETF) and translates an E164 number into Internet Domain Names

ENUM variations

Public ENUM

Private ENUM

Infrastructure/Carrier ENUM

ENUM Standards

RFC 6116 E.164 to URI Dynamic DDS Application

Supersedes RFC 3761

Plus ENUM Service Registrations document

RFC 3966 Tel URI

RFC 4694 Number Portability parms for the TEL URI 

And several other RFCs
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Simple ENUM Example

1) Takes a phone number



+1 732 699 4701

2) Turns into  a  domain name

1.0.7.4.9.9.6.2.3.7.1.e164.arpa

sip:gary.richenaker@carrier.net



3) Ask the DNS and returns a list of URI’s









mailto:grichenaker@iconectiv.com
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Simple ENUM Example





“Call setup”



Sip:gary.

richenaker@carrier.net



Query

1.0.7.4.9.9.6.2.3.7.1.e164.arpa



Dial

+17326994701



ENUM/DNS Server



SIP server @carrier.net



Gateway

Response sip:gary.

richenaker@carrier.net





1

2

3

4

5

gary.richenaker

 IP endpoint
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Why So Much Confusion?

ENUM could be Public, Private or Infrastructure

Inter-carrier ENUM is Infrastructure ENUM

ENUM is both a protocol and an Architecture

It is important to know the difference and use them properly

ENUM as a protocol

Used millions of times a day to route SMS/MMS messages

TN is used to query a SP’s local routing database or a hosted registry to determine a portability-corrected Service Provider ID (“SPID”) to determine a gateway in the destination operator’s network

The SPID maps to an interconnect address for the specific destination operator

The SPID is parameter of an ENUM NAPTR record
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ENUM as an Architecture

Tier-0

Tier-1

Tier-2

Directs the ENUM/DNS query to the country’s Tier-1 registry(ies).  An NS record* is provided for each Tier-1 registry. 

Tier-1







Directs the ENUM/DNS query to the Subscriber’s Tier-2 provider. An NS record will map to a Tier2 address for each served subscriber’s telephone number.

*An NS record is an authoritative Name Server DNS record used to delegate to subordinate servers

Stores a list of service specific internet addresses in the form of URI’s in a DNS resource record called NAPTR for each subscriber.  Returns the full list of Internet addresses for all services associated with the E.164 number being queried.

Registry

Registry

Registry

Provider



International-RIPE-NCC and ITU-TSB

National

CC 44

CC 1

As an architecture, ENUM enables IP communication across networks
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ENUM Layered Architecture

 



Tier 1

Tier 0

Root





Tier 2



Registrars



e164.arpa, e164enum.net, 

etc.

e164enum.us (Country Code 1)

Resource Records

4.3.2.1.7.6.3.2.3.7.1.e164enum.us

NAPTR Records

sip: john.doe@operator1.net; parms

mailto: jdoe@mail.operator1.com; parms





.arpa, .com, .edu, .org, .net



International

National



Example Records
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ENUM URI Schemes & Parms

ENUM URI Schemes (RFC 3761)

H323: H323 (legacy VoIP)

SIP: Session Initiation Protocol (current VoIP)

Mailto: email, SMS, EMS, MMS, calendar

Pres: Presence

FTP: File Transfer Protocol

Tel: Telephony (used for PSTN access)

Various video and Unified Communications URIs

And several others



ENUM Parameters

NPDI: Number Portability Dip Indicator

RN: Routing Number

CIC: Carrier Identification Code

And several others
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More Confusion

ENUM is used heavily for SMS carrier lookup for SMS and MMS routing 

ENUM is not used in the US for the exchange of routing data between service providers to support real-time session setup for IP services 

Impacts on network, systems, and operations yet to be addressed, e.g., additional queries, network overhead, reliability, security, engineering, administration, etc.

Industry needs to agree on requirements that standardize the format and content contained in the Tier 2 URIs including domains, service types, supplementary parameters, location info, alternate routing schemes, etc.

With ENUM, terminating providers identify ingress point

As opposed to today’s paradigm where originating providers determine egress point based on destination network, QoS, time of day, LCR, other economics, etc.
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Impact on Originating Provider

ENUM  represents a paradigm shift in routing

With ENUM, the point of interconnect would be returned in the NAPTR formulated by the terminating service provider

Consequently, originating SP no longer uses digits (NPANXX or LRNs) to translate to egress and will simply use DNS and packet routing to the URI (PoI) provided by the terminator

How will originators route to transit providers when desirable?

Additional message overhead with ENUM

2 additional ENUM query-response messages introduced

Impact on regulations regarding post-dial delay?

Originator is relying more heavily on the terminating provider to reply to ENUM query in a fair and timely manner

How will alternative routing work?

If no response from terminator Tier 2 servers or

for returned addresses that do not resolve in DNS

if QOS or commercial issues, etc.
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Impact on Terminating Provider

Implementation of Tier 2 Name Servers

Operational processes to design, provision, maintain, monitor and secure highly available Tier 2 Name Server clusters

Policy mechanisms to determine URI responses for incoming traffic (authorizations, QoS, traffic balancing, …)

Requires network investment as well as tools, people and processes for engineering, monitoring and security

URIs would need to be standardized 

Develop a standard mechanism to convert it to a routable address

Support supplemental routing info?

Return a PSTN routable NAPTR record in addition to the IP routing record during IP transition phase?

Return a secondary IP PoI as an alternate route in case of congestion?
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Mitigating the Impact of ENUM

Can we eliminate the cross-network queries and avoid the overhead of maintaining tier2 server farms?

NPAC can store the URIs and distribute locally through LSMS or XML downloads

However there is no policy in NPAC so all interconnecting parties will receive the same URI info

Vendor development required on SOA and LSMS tools

BIRDDS can store the NS or URIs and distribute locally via LERG file downloads

However there is also no policy in LERG so all interconnecting parties will receive the same URI info

Not currently storing routing data on full 10 digit TNs

ENUM Registry can download data to local cache

A purpose built registry can support policy to differentiate the PoI responses for different interconnection partners

Supports business rules to derive the PoI based on OCN, NPANXX, LRN or full 10 digit TNs
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Mitigating the Impact – cont’d

Regardless of ENUM queries or downloaded data, exchanging URIs have the same impact on Originators

Must accept the ingress PoI provided by terminating network and send packets as per IP routing tables

Or must evolve egress route selection based on PoI gateway address rather than digits

If desirable to retain LCR and/or other approaches to determine next hop

In the end, carriers will ultimately need to invest to support routing on non-numeric identifiers anyway
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Industry Activities on Carrier IP Interconnection Data Exchange
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Industry Activities

ATIS PTSC/SIP Forum Task Force- IP NNI

Purpose is to determine optimal solution for IP interconnection

ATIS Groups working on IP related issues

TOPS IP Services Interconnect, Industry Numbering Committee, and Future Of Numbering exploring impacts of PSTN Sunset 

Common Interest Group on Rating and Routing (CIGRR)

Purpose is to evolve BIRRDS/LERG according to industry requirements to enable IP Interconnect data exchange

FCC Numbering Test Bed Initiative

Objective is to test different variations of potential nextgen numbering IP databases (legacy free zone)

LNPA WG

Purpose is to access impacts to portability and the NPAC
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Industry Contributions on Routing

ATIS PTSC/SIP Forum – IP NNI Joint Taskforce

6+ approaches proposed for Industry Routing Data exchange

1. Verizon – Current Method via 2nd internal query

2. iconectiv – use existing LERG and NPAC industry DBs

3. AT&T - Enhance NPAC for Tier 1 ENUM functionality

4. iconectiv - Enhance LERG for Tier 1 ENUM functionality

5. iconectiv- Use purpose built Registry (e.g. ENUM)

6. AT&T – 10-digit map to SIP URI in NPAC (Tier 2 ENUM)

Some observations on work to date

There will not be a single solution across the industry

All options fall within the framework for provisioning, distribution and in-call routing

IP interconnect data solutions will differ depending on Service Provider requirements.



The combination of options that will serve the entire industry needs further assessment
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1. Verizon - Current Method for IP



Note: 

Flows 1-3 obtain routing information

Flows 4-7 result in PSTN routing

Flows 8-11 result in IP routing
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1. Verizon - Current Method for IP

Provisioning

Leverages existing industry databases NPAC and LERG

IP enabled TNs are mapped to an LRN in an XLS file

Distribution

Manually exchanges TN mappings with carrier  partners via daily xls file updates

In call Routing

Internal query to local routing server in real time using the called number

If  the TN is part of a group (in this example, LRN) subject to a voluntary commercial IP interconnection then routing server returns a URI containing an SRV used to do a private DNS lookup-up to obtain the IP address of the egress SBC and IP address of the ingress SBC for next hop

Else TN not in the LRN group, call is routed over the PSTN
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2. Current Routing DBs – LERG/NPAC



Note: 

Flows 1-3 obtain routing information

Flows 4-7 result in PSTN routing

Flows 8-11 result in IP routing
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2. Current Routing DBs – LERG/NPAC

Provisioning

Enhance M&Ps to use BIRRDS GUI to capture URIs against IP NXXs and IP LRNs

No impact as NPAC continues to handle exceptions for porting and pooling which map to LRNs in LERG

Distribution

NPAC LSMS downloads remain the same

Additional distribution file from LERG containing IP NXX and IP LRN data with URIs for points of interconnect would be used to configure the carrier routing servers

In call Routing

Carrier internally queries its local routing server in real time using the called number to determine if  the TN is part of an IP reachable group 

If yes, then the URI is transformed into an IP address

Else, the session is routed over the PSTN

No external inter-carrier ENUM queries required
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3&4. LERG or NPAC as Thin Tier1 DB
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3&4. LERG or NPAC as Thin Tier1 DB

Provisioning

Enhance M&Ps to use BIRRDS GUI to capture Tier 1 Name Server (NS) records against OCN, NXX and/or LRN

Or enhance SOAs to capture NS in unused NPAC IP field for all IP TNs via pseudo-LRN records

NPAC continues to handle exceptions for porting and pooling

Distribution

Additional distribution file from LERG containing NS would be used to configure the carrier routing servers

Or enhance carrier LSMSs CMIP or XML downloads to receive NS for pseudo-LRNs (full TN match) and store in route servers

In call Routing

Carrier internally queries its local routing server in real time using the called number to determine if  the TN maps to an NS record (i.e. is part of an IP reachable group)

If yes, then an external ENUM query is sent to retrieve the NAPTRs with interconnect URI data
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5. Purpose Built ENUM Registry
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NOTES:



5. Purpose Built ENUM Registry

Provisioning

New provisioning interface required of each carrier

Capture Tier 1 Name Server (NS) and/or NAPTR records in the registry

Capture PSTN Tel URIs for TDM fallback connections

Capture rules for mapping the IP records  against OCN, NXX, LRN or full TNs for optimal record compression

Map into policy groups for different interconnect partners

There is an option to bootstrap the registry dataset via LERG file download (but no policy and not TN specific)

NPAC continues to handle exceptions for porting and pooling and is used inside the registry to recognize the authoritative record (i.e. which carrier currently owns the TN subscription)

Distribution

New distribution interface required of each carrier

Registry can download NS and NAPTR records to local ENUM servers according to policy settings
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5. Purpose Built ENUM Registry

In call Routing

Carrier internally queries its local routing server in real time using the called number to determine if  the TN maps to an IP reachable group

If a tier 1 NS record returned, then an external ENUM query is sent to retrieve the NAPTRs with interconnect URI data from the Tier 2 name server of the terminating carrier

If a tier 2 NAPTR/URI record returned, then DNS is used to derive an routable IP address and no external query is required

Carriers may also host their Tier2 data in the registry which would service external real time queries on their behalf via ENUM or other protocols





























Purpose built registry can extend to other IP related data and evolve into Next Generation PSTN DB
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6. 10-Digit mapping to SIP URI in NPAC
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6. 10-Digit mapping to SIP URI in NPAC

Provisioning

Enhance SOAs to capture SIP URIs using an NPAC IP field for every IP-capable TN (Tier 2 NAPTR) 

Includes pseudo-LRN records so NPAC becomes Line Level Database with all TNs

Distribution

Enhance carrier LSMS CMIP or XML downloads to receive NAPTR for LRNs and pseudo-LRNs (full TN match) and store in route servers

No policy support to differentiate interconnect points by source traffic

In call Routing

Carrier internally queries its local routing server in real time using the called number to determine if  the TN is part of an IP reachable group 

If yes, then the URI is transformed into an IP address

No external inter-carrier ENUM queries required
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Future PSTN DB for All IP Interconnection

For an all IP Numbering Database there are several criteria

Line Level would be required for most applications

Each TN would have attributes such as owner, service capabilities, etc

Database could include non-E.164 identifiers

Enables rich end to end communications via far end service discovery
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NOTES:



IP Interconnect Considerations 

How many points of IP interconnect do you intend deploy for termination?

What criteria is driving the need for each IP interconnect?

Level of granularity?  TN vs NPA-NXX(X)

How many interconnect partners will exchange traffic with you?

Degree to which a transit provider will aggregate inbound and outbound traffic to rest of the industry – H/M/L?

Need for policy support to respond with different IP data?

Investment in IP data exchange?

Comfort level with LERG output in separate IP files?

Comfort level in making NPAC 10-digit line level DB?

Purpose Built Registry?

Investment in inter-carrier ENUM and real time queries?

Comfort level sending ENUM queries to far end networks?
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Upcoming IP Transition Survey

The Security and Software Engineering Research Center (S2ERC) at Georgetown University is conducting an industry study on IP transition.

Survey should be distributed sometime in July and will gather info on the following topics for example…

number of IP interconnect points for a carrier nation-wide

number of direct interconnections vs. aggregating through transit providers

granularity required to determine the interconnection point (OCN, NXX, LRN, full TN)

degree to which the interconnection point can vary over time (static vs. real-time) or based on policy/partner

Preferred method of registering (ie. capturing) and distributing a interconnection point data between carriers



If you or your company would like to participate please contact Natalie McNamer; nmcnamer@iconectiv.com 
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Q&A 





Thank you!
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1

Possible Impacts of the IP Transition on the LNP









Possible addressing impacts

Additional addressing information for IP

In addition to CO code = switch & SP

Could be IP address, URI, Tier 2 address, maybe other

Could be at the SP level, CO code level or TN level

LNP issues

Will the NPAC maintain this IP routing information(in the URI attributes that exist in the SV record)?

If it’s maintained elsewhere how would NPAC and this other DB be kept in synch?

Fewer POIs for IP

Rather than 1/LATA, perhaps 2-10 for entire NANP 

Fewer POI addresses

States w/o POIs

NPA or NPA-NXX could be associated with multiple POIs

LNP issues

Will NPA-NXXs cross regional boundaries?

Will CO codes of TNs and their associated LRNs continue to be in the same LATA?, i.e., NPAC LATA edits

2





Possible allocation impacts

Allocation to non-TSPs, i.e., Vonage petition

LNP issues

What will be the criteria be for TSPs and PTRSs in the NPAC?

Will non-TSPs “borrow” LRNs from their network partners?

Allocation not tied to a LATA and rate center

LNP issue

Same TN-LRN LATA association issue as earlier

Allocation in blocks smaller than 1K

LNP issue

Would the NPAC be involved in allocated blocks smaller than 1K?

Non-geographic numbers

LNP issues

Would they have LRNs?

Would they only be served by IP networks?

How would a user port their service among providers?

3





Possible authentication impacts

STIR required for IP transit

Association of digital certificate with a TN to combat spoofing

Rapidly becoming a hot button issue

STIR digital certificate administration

LNP issues

Will the NPAC provide the cert upon 1KB activation?

How will porting numbers impact the allocation of certs?, does a new cert get created?, by who?
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July 8-9, 2014 LNPA WORKING GROUP ACTION ITEMS ASSIGNED:



NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:

· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL

· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL

· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL

· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER





LNPA WG PARTICIPANTS ACTION ITEMS:



070914-01 – In order to address the issue of telephone numbers obtained by Mobile Virtual Network Operators (MVNOs) from wireline SPs not being populated on the Intermodal Ported Number Lists (used by telemarketers to assist in determining which numbers can and cannot be called), Service Providers are to determine if modifying the SV Type in NPAC for these numbers to 1 (wireless) but maintaining the SVs’ association with a wireline SPID in NPAC, will result in any issues within their systems.  Responses should be sent to the Co-Chairs by Wednesday, August 6, 2014.  



    Neustar will also send this information to the NPAC Cross Regional list with responses to be furnished back to them by August 6, 2014.



070914-02 – Service providers are to be prepared at the September 2014 meeting to discuss their company positions on which line items of the billing categories/billing data highlighted in the embedded attachment can be sunset.  







LOCAL SYSTEM VENDOR ACTION ITEMS:

[bookmark: _GoBack]070914-03 – Local systems vendors are to provide level of effort required to implement NANC 458 to Paula Campagnoli by August 20, 2014. 





NUESTAR ACTION ITEMS;

070914-04 – Neustar to update the “Level of Effort” table including removal of NANC 431 and 432 by August 27, 2014.



070914-05 – Neustar to provide list of LSMS/SOA vendors connected to NPAC in order to identify any that don’t attend the WG meetings.  If inappropriate to share the list, then Neustar will contact them individually to obtain the needed LOE information.



070914-06 – Neustar to update the schema and XIS document to include changes to NANC 458 and distribute by August 1, 2014.  



070914-07 – Lonnie Keck, AT&T, asked if Neustar could provide a list of wireless providers that use long timers.  Neustar will investigate to determine whether or not this is confidential information that can be provided.







ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA WG MEETINGS:



No Action Items remain open from previous meetings.
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		Release Migration


[bookmark: _Toc357417121][bookmark: _Toc361567576][bookmark: _Toc364226300][bookmark: _Toc365874913][bookmark: _Toc367618328][bookmark: _Toc368561434][bookmark: _Toc368728378][bookmark: _Toc380829238][bookmark: _Toc436023431][bookmark: _Toc436025494][bookmark: _Toc376766656]11.2	System Functionality


R11‑2	Generating Usage Measurements for NPAC Resources


NPAC SMS shall measure and record the usage of NPAC resources on a per Service Provider basis.


R11‑3	Generating Usage Measurements for Allocated Connections


NPAC SMS shall generate usage measurements for allocated connections for each Service Provider.


R11‑4	Generating Usage Measurements for Allocated Mass Storage


NPAC SMS shall generate usage measurements for the allocated mass storage (number of records stored) for each Service Provider.


R11‑5	Generating Usage Measurements for the Number of Messages Processed by type


NPAC SMS shall measure the number of messages processed by type for each Service Provider.


R11‑6	Generating Usage Measurements for the Number of Messages Downloaded


NPAC SMS shall measure the number of messages downloaded to each Service Provider.


R11‑8	Generating Detailed Usage Measurement Reports


NPAC shall produce detailed NPAC usage reports for the contracting entity.


R11-9	Billing Report Types


NPAC SMS shall be capable of creating the following billing reports:


· Login Session Per Service Provider


· Allocated Mass Storage


· Messages Processed by type (to include download data and data resent by request)


· Audits Requested and Processed


· Requested Report Generation


· Service Establishment (to include Service Provider establishment, user login ID addition to the NPAC SMS, and mechanized Interface Activation)


R11-10	Full Billing Report


The NPAC SMS shall be capable of creating a full billing report, with all of the report types in R11-9 included.


R11-11	Billing Report Creation by NPAC Personnel


NPAC SMS shall allow NPAC personnel to create billing reports for all Service Provider usage. For all report types in R11-9 and R11-10, the NPAC personnel will be able to specify whether the report is an aggregation/summary of stored data or a detailed report containing every item stored for the report type.


R11-12	Billing Report Creation by Service Provider


NPAC SMS shall allow Service Providers to gather billing report data on only their NPAC SMS usage. Service Providers will not be able to create reports on any other Service Provider’s usage. For all report types in R11-9 and R11-10, the NPAC SMS shall create an aggregation/summary of stored data for the report type.


R11-13	NPAC Personnel Billing Report Destination


NPAC SMS shall allow NPAC personnel to determine the output destination of the billing report. The destinations will include: on-line (on screen), printer, file, or FAX. The default selection is on-line.


R11-14	Service Provider Billing Report Destination


NPAC SMS shall allow Service Provider users to determine the output destination of the billing report. The destinations will include: on-line (on screen) or file. The default selection is on-line.


R11-15	NPAC Personnel Only Can Access Billing System


The NPAC billing system shall be accessible only to NPAC personnel.
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