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LNPA WORKING GROUP ARCHITECTURE PLANNING TEAM (APT) DISCUSSION:

TUESDAY 09/13/11
[bookmark: OLE_LINK2]Tuesday, 09/13/11, Attendance:
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	Company
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	Company

	Tracey Guidotti
	AT&T
	Marcel Champagne
	Neustar

	Ron Steen
	AT&T
	Dave Garner
	Neustar

	Teresa Patton
	AT&T
	Lavinia Rotaru
	Neustar

	Mark Lancaster
	AT&T
	Mubeen Saifullah
	Neustar Clearinghouse

	Renee Dillon
	AT&T Mobility
	Shannon Sevigny
	Neustar Pooling (phone)

	Lonnie Keck
	AT&T Mobility
	Sue Tiffany
	Sprint Nextel

	Tony Fillipone
	Cablevision (phone)
	Carol Frike
	Sprint Nextel

	Marian Hearn
	Canadian LNP Consortium 
	Chad Younger
	Sprint Nextel

	Jan Doell
	CenturyLink
	Suzanne Addington
	Sprint Nextel

	Vicki Goth
	CenturyLink
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	Sprint Nextel
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	Comcast (phone)
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	Sprint Nextel
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	Cox (phone)
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	Cricket (phone)
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	Syniverse (phone)
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	Crystal Hanus
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	Lisa Marie Maxson
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	Integra
	George Tsacnaris
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	John Staurulakis, Inc. (phone)
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	John Staurulakis, Inc. (phone)
	Paula Jordan
	T-Mobile

	Angie Beckett
	John Staurulakis, Inc. (phone)
	Luke Sessions
	T-Mobile

	Eric Monkelien
	Level 3
	Gary Sacra
	Verizon

	Lynette Khirallah
	NetNumber (phone)
	Jason Lee
	Verizon (phone)

	Kristin Hamilton
	Neustar
	Deb Tucker
	Verizon Wireless

	Jim Rooks
	Neustar
	Darren Krebs
	Vonage

	Paul LaGattuta
	Neustar
	Traci Brunner
	Windstream

	Stephen Addicks
	Neustar 
	Dawn Lawrence
	XO Comm. (phone)

	John Nakamura
	Neustar
	Tiki Gaugler
	XO Comm. (phone)

	
	
	
	



NOTE:  ALL APT ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “SEPTEMBER 13_ 2011 LNPA WG APT ACTION ITEMS” FILE ISSUED IN A SEPARATE E-MAIL FROM THESE MINUTES AND ATTACHED BELOW.




MEETING MINUTES:

2011 LNPA WG Meeting/Call Schedule:

Following is the current schedule for the 2011 LNPA WG meetings and calls.

	MONTH
(2011)
	NANC MEETING DATES
	LNPA WG
MEETING/CALL
DATES
	HOST COMPANY
	MEETING LOCATION

	
	
	
	
	

	January 
	
	11th-12th  
	Telcordia
	San Diego, California

	February 
	
	No meeting.
2/8/2011 LNPA WG call from 11am to 12pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#

2/8/2011 APT call from 12pm to 2pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#
	
	

	March
	
	15th-16th       
	Comcast
	Denver, Colorado

	April
	
	No meeting.

4/12/2011 APT Live Meeting from 11am to 2pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#

4/12/2011 LNPA WG call from 2:30pm to 3:30pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#
	
	

	May
	
	10th-11th 
	Canadian Consortium
	Banff, Canada

	June
	
	No meeting.

6/14/2011 APT call from 11am to 12pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#

6/14/2011 LNPA WG call from 12:00pm to 2:00pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#
	
	

	July
	 
	12th-13th 
	Neustar
	New Orleans, Louisiana

	August
	
	No meeting or call.

	
	


	September
	
	13th-14th
	Sprint Nextel
	Overland Park, Kansas

	October
	
	No meeting or call.
	
	

	November
	
	9th-10th   (NOTE THAT THIS IS A WEDNESDAY AND THURSDAY)
	AT&T
	San Antonio, Texas

	December
	
	No meeting.
12/13/2011 call if necessary
	
	

	
	
	
	
	



· Continuing evaluation during 2011 will determine if interim conference calls are necessary or if the decision to meet face-to-face every other month should be revisited.

July 12, 2011 APT Meeting Minutes Review:

· No changes were made to the DRAFT July 12, 2011 APT meeting minutes, and they were approved as FINAL.

Action Item 071211-APT-01:

Action Item 071211-APT-01:  Gary Sacra, LNPA WG Co-Chair, will place a discussion regarding the sunsetting of non-EDR support on the list of potential future agenda items.
								



· The group reviewed and accepted the added item and Action Item 071211-APT-01 was closed. 

· Gary Sacra, LNPA WG Co-Chair, will place in the Brainstorming of Possible Future LNPA WG Agenda Items document an item specific to the support of non-EDR functionality.  The item will be specific to determining if Non-Efficient Data Representation (Non-EDR) support will be:

a) Sunsetted – defined as eliminating non-EDR support entirely for any existing SPs and any new entrant SPs.
b) Grandfathered – defined as continued support of non-EDR for any existing non-EDR SPs and eliminating non-EDR support for any new entrant SPs.
c) BAU – Non-EDR support will continue to be available for any non-EDR SP, whether existing or new entrant.

NOTE:  This Action Item was subsequently completed.  Please refer to v7 of the document attached below.

[bookmark: _MON_1748859316]			

· Service Providers are to come to the November 9, 2011 LNPA WG APT meeting prepared to discuss and eventually determine if Non-Efficient Data Representation (Non-EDR) support will be:

a) Sunsetted – defined as eliminating non-EDR support entirely for any existing SPs and any new entrant SPs.
b) Grandfathered – defined as continued support of non-EDR for any existing non-EDR SPs and eliminating non-EDR support for any new entrant SPs.
c) BAU – Non-EDR support will continue to be available for any non-EDR SP, whether existing or new entrant.

APT Test Plan Review Team Update – John Nakamura, Neustar:

Action Item 051011-16:  Neustar and Telcordia will create a list of Vendor (ITP) and Service Provider regression test cases, identify which are Vendor (ITP) and which are regression or which are both, determine which are conditional, and which apply to the following four categories:

1. New Service Provider and New Vendor,
1. New Service Provider and Experienced Vendor,
1. Experienced Service Provider and New Vendor,
1. Experienced Service Provider and Experienced Vendor.

The status of this work effort will be provided on the June 14, 2011 APT conference call and at the APT portion of the July 2011 LNPA WG meeting.
	
· Neustar provided a readout of the status of the sub-team’s work.  The sub-team has met via 3 conference calls and is continuing a review of the test cases section by section.

· Some test cases have been combined and some duplicates have been deleted.

· The sub-team has completed review of Sections B.7 (Recovery) and B.8.  The next step is to review Section B.5 which will be reviewed on the next set of conference calls.

· A provider asked when the sub-team will have proposed revisions for the entire LNPA WG to review.  Neustar responded that there is no specific timeframe to complete this at this time.

· For interop testing, the test cases are being reviewed from a business scenario perspective rather than from a CMIP protocol message testing perspective.

· The thought right now is to have one test plan for both vendor interop testing and SP turn-up testing.

· Another status report will be given at the November 2011 LNPA WG meeting.

· Action Item 051011-16 will remain open.

Future NPAC Support of IPv6 Addressing – Neustar:

Action Item 051011-01:  Neustar will develop a proposed Change Order related to NPAC support of IPv6, to be sponsored by AT&T Mobility.

· Neustar canvassed the group for a sense of urgency for this Change Order.

· It was stated that the NPAC would likely have to support a dual stack because a flash cut would not be possible.

· Neustar has some IPv4 addresses still available.

· This is applicable to SP local systems’ connectivity to the NPAC.

· A provider stated that a move to a different protocol, e.g., XML, could be a driver to move to support IPv6.  The provider stated that they would have to go through an internal exception process in order to assign an IPv4 address if they needed to turn up another local system even though they still have IPv4 addresses available.  APT Participants are to come to the November 9, 2011 LNPA WG APT meeting prepared to begin discussions on NANC Change Order 372 (see in attached document), which addresses a proposed alternative interface, e.g., XML, to the current CMIP interface.

[bookmark: _MON_1748859328]						

· The group agreed that we should begin work on the Change Order.  Neustar will have a Change Order for review at the November 2011 APT meeting.  It was felt that IPv6 may be needed in the 2-year timeframe.

· As a part of the effort to review and update the Vendor ITP and Service Provider Turn-up Test Plans, the APT Test Plan Sub-team will identify to the full LNPA WG any functionality that is recommended for consideration to be sunsetted.

APT Action Items Not Previously Discussed in Agenda – All:
			



Review of July 12, 2011 LNPA WG APT Action Items:

	July 12, 2011 LNPA WG APT Action Items:

· Item 071211-APT-01:  This item has been completed and is Closed.

LNPA WG APT Action Items Remaining Open from Previous Meetings:

· Item 051011-16:  This item remains Open.

Next APT Meeting …Part of the November 9-10, 2011 LNPA WG Meeting:  Location…San Antonio, Texas…
Hosted by AT&T
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Brainstorming of Possible Future LNPA WG Agenda Items v6.docx
BRAINSTORMING OF POSSIBLE FUTURE 

LNPA WG AGENDA ITEMS





		PRIORITY

		AGENDA ITEM DESCRIPTION

		NOTES

		DATE CLOSED



		

		

		

		



		HIGH – NO. 1

		Review of the NANC Guidelines & Operating Principles and NANC Operating Manual (Training Binder)







          

		Identified at January 2011 meeting.

		May 11, 2011 LNPA WG meeting.



		HIGH – NO. 2

		Development of FCC Order 09-41 (one-day porting) Lessons Learned Document

		Identified at November 2010 meeting.

		



		HIGH – NO. 3

		Revisiting of Type 1 Wireless migration projects

		Identified at November 2010 meeting.

		



		HIGH – NO. 4

		Review of industry testing requirements:



· Review of SOW 24 test requirements, vendor testing, and Service Provider regression/turn-up test plans



· With the increase in SOA and LSMS interface throughput requirements due to NANC 397 in Release 3.4, schedule and perform another performance test at 25K transactions per hour after Release 3.4 is implemented.

		



Identified at July 2010 meeting.





Identified at September 2010 meeting.

		



		HIGH – NO. 5

		Address the time it takes to download and process a full BDD – possible suggestions to speed up the process or run in the background on low priority.  

		Identified at September 2010 meeting.

		



		HIGH – NO. 6

		Develop a recommended process for addressing non-compliance to future regulatory mandates.

		Identified at July 2011 meeting.

		



		HIGH – NO. 7

		Addressing future FCC actions that affect porting/pooling and are within the purview of the LNPA WG.

		Identified at July 2011 meeting.

		



		WORK IN PROGRESS

		Update Best Practices document.

		Identified at July 2010 meeting.

		



		Hi Rosa.

		The ability to manage one’s own operations needs by being able to look into other scheduled projects, e.g. at a centralized GUI, and being able to schedule and perform own mass porting/mass updates without exceeding industry limits.  Please refer to NANC Change Order 444.

		Identified at September 2010 meeting.

		



		

		

		

		



		PRIORITY

		AGENDA ITEM DESCRIPTION

		NOTES

		



		

		

		

		



		MEDIUM

		Develop industry standard wireline-to-wireline and intermodal test plans and set provider expectations for participation.

		Identified at July 2010 meeting.

		



		MEDIUM

		Are the additions to the SV record that are not related to LRN routing meeting the needs of the industry?  Are they being used?  Would carriers be willing to share how they are being used and what else can we do in addition?  Examples of added fields/parameters/records include altSPID, altBilling ID, altEnd User Location Value, altEnd User Location Type, URIs, Pseudo LRN. 

		Identified at September 2010 meeting.

		



		MEDIUM

		Reviewing the ICP Process:



· Using the NPAC for the ICP process (LSR/FOC exchange)  



· Standardizing the ICP process  

		Identified at September 2010 meeting.

		



		MEDIUM

		Determine if and when the NPAC will need to move to support IPv6.  (NOTE:  Neustar will develop a proposed Change Order related to IPv6, to be sponsored by AT&T Mobility.)

		Identified at May 2011 meeting.

		



		MEDIUM

		Address the issue of future-dated pending SVs that are preventing the telephone numbers from being ported.

		Identified at May 2011 meeting.

		



		MEDIUM

		Determine what functionalities should be considered for sunsetting.

		Identified at July 2011 meeting.

		



		

		

		

		



		PRIORITY

		AGENDA ITEM DESCRIPTION

		NOTES

		



		

		

		

		



		LOW

		Considerations and Barriers to Geographic Porting:



· Monitor inter-carrier compensation developments

		Identified at July 2010 meeting.

		



		LOW

		2 ½ hour porting for intermodal

		Identified at July 2010 meeting.
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NANC



OPERATING  MANUAL 



Version 2


Modified September 9, 2006



NANC Training Mission:



The mission of the NANC Training (NT) ad hoc committee was to work collectively with the NANC members to develop a brief yet cohesive NANC Operating Manual. This manual was delivered in the form of training via chapter, to the NANC members in both the September and November 2005 NANC meetings. The end goal was to provide an informational tool for new NANC participants who should have a better understanding of the NANC protocol after reviewing this manual. This project was short-term, and updates to the manual may be made through the NANC Chairman.
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Chapter I1



 FCC Creation of the NANC



NANC Background 



The North American Numbering Council (NANC) is a Federal Advisory Committee. The NANC advises the Commission and makes recommendations, reached through consensus, that foster efficient and impartial number administration. The NANC is composed of representatives of telecommunications carriers, regulators, cable providers, VoIP providers, industry associations, vendors and consumer advocates. Working groups and task forces made up of industry experts have been established by the NANC to assist it in its efforts. The initial NANC charter was filed with Congress on October 5, 1995, and the NANC held its first meeting on October 1, 1996. The current charter expires October 4, 2005.



The Commission's procurement of entities to serve as the North American Numbering Plan Administrator (NANPA), and Pooling Administrator (PA) were based on the NANC's recommended technical requirements.  The NANC also developed and recommended the database architecture and administrative plan for the Number Portability Administration Center (NPAC) as captured in the Commissions First Report and Order on Telephone Number Portability FCC 96-286, CC Docket No. 95-116. Since its inception, the NANC has provided recommendations to the Commission which have addressed a myriad of issues, including wireline/wireless integration for local number portability, abbreviated dialing arrangements, the neutrality of toll free database administration, and the feasibility of local number portability for 500/900 numbers. The NANC is currently working on issues such as monitoring wireless and intermodal LNP implementation, and the impact of VoIP and Electronic Numbering (ENUM) on the North American Numbering Plan (NANP).



In the Matter of Administration of the North American Numbering Plan CC Docket No. 92-237   REPORT AND ORDER



Adopted: July 13, 1995; Released: July 13, 1995



Par. 1: We adopt a model for administration of numbering in which the North American Numbering Council will make recommendations to the Commission, develop policy, initially resolve disputes and guide the North American Numbering Plan Administrator.



Par. 2: (w)e intend to seek advice from the North American Numbering Council on such issues including, but not limited to, a plan to transfer responsibility for administering central office codes to the North American Numbering Plan Administrator; conservation of numbering resources, including examination of ways to ensure efficient use of number resources; and whether the NANC, after two years, should continue as a federal advisory committee. Additionally, we intend to seek on a continuing basis advice from the North American Numbering Council on steps the Commission can take to foster efficient and impartial number administration.



Par. 42: We intend to undertake the procedural steps set forth in FACA to create the "North American Numbering Council" (NANC) as a Federal Advisory Committee for the purpose of addressing and advising the Commission on policy matters relating to administration of the NANP, some of which are discussed below and others of which may arise in the future.



Par 46: The purpose of the NANC will be to provide to the Commission advice and recommendations reached through consensus to foster efficient and impartial number administration as telecommunications competition emerges. Additionally, we direct the NANC to select as NANP Administrator an independent, non-government entity that is not closely associated with any particular industry segment. Initially, we seek from the NANC recommendations on: (1) What the transition plan should be for transferring CO code administration responsibilities from LECs to the new NANP Administrator? (2) What measures should be taken to conserve numbering resources? (3) What number resources, beyond those currently administered by the NANP Administrator should the NANP Administrator administer? and (4) Whether the NANC, after two years, should continue as a federal advisory committee.



Par. 47: An advisory committee created under FACA must have a membership fairly balanced in terms of the points of view represented. In meeting this requirement we anticipate council membership would be drawn from all segments of the industry including LECs, Interexchange Carriers (IXCs), Wireless Service Providers, Competitive Access Providers and other interested parties both within the United States and from other NANP member countries. We further anticipate council membership will include members representing state interests such as NARUC, state public utility commissions, telecommunications users and other consumers groups. The specific membership will be determined when the NANC charter is established. Additionally, meetings must be open to the public, detailed meeting minutes prepared and a designated federal official present at all meetings.



In the Matter of Telephone Number Portability CC Docket No. 95-116



First Report and Order and Further Notice of Proposed Rulemaking



Adopted: June 27, 1996; Released: July 2, 1996



Par 5:  We conclude that a system of regional databases that are managed by an independent administrator will serve the public interest. We direct the North American Numbering Council (NANC) to provide initial oversight of this regional database system. We direct the NANC to determine the number and location of the regional databases and to select one or more administrators responsible for deploying the database system.



Par 9: We hereby direct the NANC to select as a local number portability administrator(s) (LNPA(s)) one or more independent, non-governmental entities that are not aligned with any particular telecommunications industry segment within seven months of the initial meeting of the NANC…… The fundamental purpose of the NANC is to act as an oversight committee with the technical and operational expertise to advise the Commission on numbering issues. The Commission has already directed the NANC to select a NANPA. 



Par 95: We believe that the NANC should determine, in the first instance, whether one or multiple administrators should be selected, whether LNPA(s) can be the same entity selected to be the NANPA, how the LNPA(s) should be selected, the specific duties of the LNPA(s), and the geographic coverage of the regional databases. Once the NANC has selected the LNPA(s) and determined the locations of the regional databases, it must report its decisions to the Commission. The NANC should also determine the technical interoperability and operational standards, the user interface between telecommunications carriers and the LNPA(s), and the network interface between the SMS and the downstream databases. Finally, the NANC should develop the technical specifications for the regional databases, e.g., whether a regional database should consist of a service management system (SMS) or an SMS/SCP pair. In reaching its decisions, the NANC should consider the most cost- effective way of accomplishing number portability. We note that it will be essential for the NANPA to keep track of information regarding the porting of numbers between and among carriers. We thus believe it necessary for the NANC to set guidelines and standards by which the NANPA and LNPA(s) share numbering information so that both entities can efficiently and effectively administer the assignment of the numbering resource.



Par. 99:  We believe that, at this time, the information contained in the number portability regional databases should be limited to the information necessary to route telephone calls to the appropriate service providers.  The NANC should determine the specific information necessary to provide number portability.  To include, for example, the information necessary to provide E911 services or proprietary customer-specific information would complicate the functions of the number portability databases and impose requirements that may have varied impacts on different localities. 



Implementation of the Local Competition Provisions of the Telecommunications Act of 1996, CC Docket No. 96-98,



Second Report and Order and Memorandum Opinion and Order



Released 8/8/1996



52.11  North American Numbering Council.



The duties of the North American Numbering Council (NANC), may include, but are not



limited to:



     (a)  advising the Commission on policy matters relating to the administration of the



NANP in the United States;



     (b)  making recommendations, reached through consensus, that foster efficient and



impartial number administration;



     (c)  initially resolving disputes, through consensus, pertaining to number administration



in the United States;



     (d)  recommending to the Commission an appropriate entity to serve as the NANPA;



     (e)  recommending to the Commission an appropriate mechanism for recovering the



costs of NANP administration in the United States, consistent with 
 52.17; 



     (f)  carrying out the duties described in 
 52.25; and



     (g)  carrying out this part as directed by the Commission.



Chapter I2



Consensus



Ideally, every decision taken by NANC and its subsidiary groups will be made by unanimous consent.  The Chair and Members should make reasonable attempts to achieve unanimity.  However, a requirement of unanimity would make it impossible for NANC to make any controversial decisions since each Member would hold veto power.  



When a decision must be made and unanimity is not possible, NANC decisions will be made by consensus.  (This means that decisions are not made by simple majority voting.)



But, what is “consensus” and how is it determined?



Fundamentally, determining when consensus is reached is a judgment call to be made by the Chair.  Included in the Chair’s judgment are not just the numbers of Members "for" or "against" but, more importantly, the “weight” (i.e., the experience, reputation and knowledge) of each Member who is “for” or “against.”  Another judgment factor to be considered by the Chair is the intensity with which each Member’s views are held.



The Chair cannot and should not attempt to determine when consensus is achieved by some sort of mechanical “objective” process.  However, the following examples illustrate how the subjective decision might be made.



Each NANC Member earns his or her consensus “weight” through regular participation, expertise, collegiality and other factors valued by the Chair. Thus, if only one “heavyweight” – a very experienced, knowledgeable and fair person – was strongly against a decision, that might be enough to defeat consensus.  Similarly, if a large number of "lightweights" (i.e., those who have earned little respect, rarely attend meetings or participate in them) attend a meeting and take one side of an issue and a similar number of "heavyweights" are on the other side, it would be reasonable for the Chair to find that the heavyweights’ view constitute the consensus.  Similarly, a smaller number of heavyweight Members with intensely held views could constitute the consensus against weakly held views of lighter weight Members.



Because determining consensus is inherently a subjective judgment by the Chair, due process requires a Members who are disappointed by the Chair’s decision have an appeal. In NANC, any Member who disputes the finding of a "consensus" may bring their point of view to the next higher authority as a minority opinion. (The higher authority is the full NANC in the case of subsidiary groups’ decisions and the FCC in the case of the full NANC’s decisions).  It is better for the higher authority to receive a “consensus” decision and one or more “minority” opinions than to have no recommendations at all.  Indeed, having both “consensus” and “minority” views can be very valuable to the higher authority.



In summary, unanimity is ideal.  When unanimity is impossible, anything other than the admittedly subjective consensus process runs the risk of gridlock.  It is much better to present a disputed consensus opinion than no advice at all.  Consensus keeps things moving and the "appeal" process ensures fairness.


Chapter I3



Relationship



NANC maintains both a formal and informal relationship with various industry groups.  These relationships are either defined by FCC Order, identified in the NANC Charter or are conducted under an informal exchange of information with other identified subject matter expert organizations.



Examples: 



· Formal relationships defined by FCC Order - NANPA, PA, B&C Agent, NAPM LLC, and the FCC  



· Formal relationships defined by the NANC Charter – ATIS Industry Numbering Committee (INC)



· Formal relationship defined by the NANC – Working Groups, Issue Management Groups (IMG) that NANC may create to investigate, study and prepare draft recommendations for its consideration



· Informal relationships defined by either the NANC or other parties that need to exchange information with the NANC include various industry standards and technology related groups – e.g. ATIS Committees - NIIF, ESIF



Chapter I4



Numbering and Public Policy 



What is the North American Numbering Council (NANC)?



On October 5, 1995, the Federal Communications Commission (FCC) established the North American Council (NANC), by filing its charter with Congress, to provide advice and recommendations the FCC and other governments (including Canada and Caribbean countries) on numbering issues. As a Federal Advisory Committee to the Commission (under Title 5, U.S.C.), one of the NANC's first assignments was to select neutral administrators for the North American Numbering Plan (NANP) and local number portability (LNP). Following a competitive bidding process, the NANC selected Lockheed Martin's Communications Industry Services (now NeuStar, Inc.) to be the North American Numbering Plan Administrator (NANPA) and as the Local Number Portability Administrator (LNPA). 



Since its inception, the Council has provided the Commission with critically important recommendations regarding numbering issues. These recommendations have addressed a myriad of issues, including wireline/wireless integration for local number portability, abbreviated dialing arrangements, the neutrality of toll free database administration and the feasibility of local number portability for 500/900 numbers. In addition, the NANC has recently made recommendations concerning methods for optimizing the use of numbering resources, the assignment of Feature Group D Carrier Identification Codes to switchless resellers, and technical specifications for a National Pooling Administrator and the North American Numbering Plan Administrator.



The value of this federal advisory committee to the telecommunications industry and to the American public cannot be overstated. Numbers are the means by which businesses and consumers gain access to, and reap the benefits of, the public switched network. The Council's recommendations to the Commission facilitate fair and efficient numbering administration in North America and help ensure that numbering resources are available to all telecommunications service providers, consistent with the requirements of the Telecommunications Act of 1996.  www.nanc-chair.org/docs/nanc-chair.html


How do you become a member of the NANC?



NANC members include representatives from local exchange carriers (LECs), interexchange carriers, wireless providers, manufacturers, state regulators, consumer groups and telecommunications associations.  www.nanc-chair.org/docs/nanc-chair.html 



NANC members are approved by the FCC Wireline Competition Bureau as primary and alternate representatives of their firm or organization.  The membership has evolved through consolidations, new entrants to the market and shifts in technology.  The FCC actively monitors the membership mix to assure a fair representation of interests in this advisory committee.



Chapter I5



Members as Representatives



What is the role of a NANC Member?



In carrying out its responsibilities, the Council will assure that NANP and LNP administration supports the following policy objectives: (1) that NANP and LNP administration facilitates entry into the communications marketplace by making numbering resources available on an efficient, timely basis to communications service providers; (2) that NANP and LNP administration does not unduly favor or disfavor any particular industry segment or group of consumers; (3) that NANP and LNP administration does not unduly favor one technology over another; (4) that NANP and LNP administration gives consumers easy access to the public switched telephone network; and (5) that NANP and LNP administration ensures that the interests of all NANP member countries are addressed fairly and efficiently, fostering continued integration of the NANP across NANP member countries.  www.nanc-chair.org/docs/nanc-chair.html


Membership in the NANC is designed to provide the FCC with a broad perspective on numbering issues. 



1. Members should be present, on time, and prepared to stay until the end of the meeting.



2. Members should review all relevant documents prior to meetings and be prepared to discuss all agenda items.



3. Members should refrain from repeating comments already made to ensure that all participants have an opportunity to have comments fairly and completely presented.



4. Members comments should be relevant and to the point.



5. Members should strive to find grounds on which to reach consensus.



6. Members should always be civil and courteous and respect the dignity of NANC members and others.



7. Members with positions on agenda items, who want those positions understood and considered, are encouraged to provide contributions outlining their positions in advance of meetings.



8. Members should notify the DFO, ADFO, and NANC Chair in advance of a meeting if either the member or alternate is unable to attend. Any modifications to NANC representation (i.e., changes to designated member or alternate) must be approved by the FCC.



9. Members will review and agree upon final documents and or letters prior to official transmittal.



10. Members have an obligation to reflect the public interest considerations when representing their interest group.



11. Members are expected to share NANC developments with the entities that they represent. (NANC Guidelines and Operating Principles April 17, 2001, www.nanc-chair.org/docs/principles.html


The NARUC Representatives



The National Association of Regulatory Utility Commissioners (The NARUC) is a non-profit organization founded in 1889. Its members include the governmental agencies that are engaged in the regulation of utilities and carriers in the fifty States, the District of Columbia, Puerto Rico and the Virgin Islands. The NARUC's member agencies regulate the activities of telecommunications, energy, and water utilities.


The NARUC's mission is to serve the public interest by improving the quality and effectiveness of public utility regulation. The NARUC's members work to ensure the establishment and maintenance of utility services as may be required by the public convenience and necessity, and to ensure that such services are provided at rates and conditions that are just, reasonable and nondiscriminatory for all consumers.


The NARUC provides six (6) representatives, each with a designated alternate, to the North American Numbering Council (NANC). The NARUC representatives are typically members of the NARUC Telecommunications Committee. The mission of The NARUC Telecommunications Committee is to assist member Commissions and Commissioners of The NARUC in carrying out their obligation to serve the public interest in the area of telecommunications. Specifically, the Committee shall accomplish its mission by:


· Providing a regular and effective forum for the exchange of ideas and information concerning regulatory issues in telecommunications.



· Providing and coordinating the resources needed to develop in-depth analyses of telecommunications issues, particularly of the implications of various policy choices on the development of a modern, high quality and ubiquitous telecommunications infrastructure serving the needs of all customers; and provides the support, guidance, and resources needed to participate effectively in legislative and regulatory initiatives of common interest to the Commissioners


· Providing The Telecommunications Committee works closely with the Federal Communications Commission, the National Telecommunications and Information Administration, the United States Department of Justice, the Federal Trade Commission, the Office of the United States Trade Representative, and the Federal Bureau of Investigation.



The NASUCA Representatives



NASUCA is the National Association of State Utility Consumer Advocates.  Its web site is www.nasuca.org.  NASUCA is NASUCA is an association of 44 consumer advocates in 42 states and the District of Columbia. NASUCA's members are designated by the laws of their respective jurisdictions to represent the interests of utility consumers before state and federal regulators and in the courts.  NASUCA has two members on NANC.



NASUCA does not represent the interest of any commercial entities, but rather the interest of consumers that purchase telecommunications services and are the end users of numbering resources.  NASUCA serves as an advocate for consumer interests.  NASUCA also has experience in state regulatory proceedings and brings that perspective to the NANC.



What is the role of the role of the Designated Federal Officer (DFO)?



Generally, the role is to be the primary liaison between the NANC and the FCC.  Note that the DFO and the Assistant to the DFO share responsibilities.  Additionally, from the Federal Advisory Committee Act,, the following responsibilities are described:


FACA – DFO Responsibilities (from GSA FACA Training Manual):



1) Orienting new committee members



2) Approving or calling the meetings



3) Approving the agendas



4) Ensuring public participation in open advisory committee meetings



5) Attending the meetings



6) Adjourning the meeting when such an adjournment is in the public interest



7) Chairing the meeting when so directed by the agency head



8) Maintaining the records, reports, transcripts, minutes, appendices, working papers, drafts, studies, agendas, or other documents which are made available for public inspection and copying at a single location in the agency until the advisory committee ceases to exist



9) Maintaining detailed minutes



10) Maintaining records of costs



11) Filing reports with the Library of Congress



12) Tracking committee recommendations and obtaining agency responses
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 Working Groups vs. Issue Management Groups 



Working Groups



NANC Working Groups and their subcommittees are standing groups of the NANC that are assigned specific tasks, have ongoing responsibility for a subject matter, and make recommendations to NANC. 



Working Group and subcommittee membership is open to any interested party.



NANC/WG Relationship - NANC establishes the clear direction for Working Groups, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC. 



Working Groups develop draft recommendations for NANC consideration, which NANC can accept, reject, change, or remand back to the Working Group with additional direction. 



Issue Management Groups (IMGs) 



IMGs are ad hoc groups formed to focus on specific issues that may not be appropriate or practical to assign to an existing Working Group, and to make recommendations to the NANC.  IMGs are often used to define a new issue or work time-sensitive projects with an expiration date.  Once an IMG completes its work assignment, it is typically disbanded.



IMG membership is open to interested parties, but the size of a given IMG may be restricted for efficiency reasons.


NANC/IMG Relationship - NANC establishes the clear direction for IMGs, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC.



IMGs develop draft recommendations for NANC consideration, which NANC can accept, reject, change, or remand back to the IMG with additional direction.
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FoN 



Mission



To explore changes to the environment, including new and future technologies, the impact of market place and/or regulatory changes and innovations on telephone numbering. 



Scope:



The Working Group will investigate new telephone numbering assignment approaches and future telephone number assignment requirements. The Working Group will identify common criteria and gather data to identify trends and their impact upon numbering resources. The Working Group, if necessary, will analyze opportunities to determine the feasibility and benefit of each and report its findings to the NANC. The Working Group will also analyze various topics that may be given to it from time to time by the NANC and/or FCC.



Target Audience:



The NANC and the FCC are the target audience.


The Future of Numbering Working Group (FoN WG) is a standing Working Group of the NANC that is assigned specific tasks, have ongoing responsibility for a subject matter, and make recommendations to NANC.  The FoN WG and any subcommittee membership is open to any interested party.  



The NANC establishes clear direction for the FoN WG, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC.  The FoN WG develops a draft recommendation for NANC consideration, which NANC can accept, reject, change, or remand back to the FoN WG with additional direction. 



For example, the NANC assigned the review of the LNPA WG’s Change Orders (CO’s) 399 & 400 for VoIP Requirements to the FoN WG at its March 2005 meeting.  The FoN WG had a joint meeting with the LNPA WG with presentations and discussions on this issue to gain a better understanding of the task   The FoN evaluated CO’s 399 and 400, developed a report structure based on the groups input.  The FoN reached consensus on CO 399 but not on CO 400.  The FoN presented its findings in a report to the NANC on June 7th and asked NANC to consider the report’s recommendations.



The FoN WG tracks its projects using a matrix; an example of this project matrix is as follows:



Draft Project Tracking Report



Status as of June 7, 2005



			Project #


			Description


			NANC Assignment



Date


			NANC



Due



Date


			Status





			1


			NANC Report on the Future of Numbering


			September 2004


			---


			Work on NANC report postponed due to other urgent work items.





			2


			Navy NPA Request


			November 2004


			Work 



Suspended


			Suspended February 2005; Awaiting Action by the Navy.





			3


			VoIP Number Assignment Criteria


			January 2005


			Original:



May 2005



Current:



July 2005


			Work delayed due to other more urgent item, namely Project #6; Anticipate report and NANC discussion during the July NANC meeting instead of May.





			4


			Telematics


			March 2005


			--


			Reviewing current applications in anticipation of analyzing future needs/impact; contributions anticipated.





			5


			FoN response to LNPA WG Letter


			March 2005


			Original:



April 8, 2005



Current:



May 13, 2005


			COMPLETED: FoN Change order report. LNPA WG agrees the FoN WG’s response to the NANC regarding Project #6 will satisfy this request. A copy of the FoN WG Report to be sent to LNPA-WG.





			6


			Review LNPA WG Change Orders 399 & 400 for VoIP Requirements


			March 2005


			Original Date May 2005



Revised Date



June 10, 2005


			Joint meeting, presentations and discussions on this issue completed; Final report under development by co-chairs for use and discussion at the May NANC meeting. NANC requested that Report be open for further input on Change Order 400 until June 7th, NANC to consider recommendations on June 28th Conference Call
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Local Number Portability Administration WG 



 



Mission



The Local Number Portability Administration Working Group (LNPA WG) is the body that makes the decisions and recommendations that form the basis of the regulatory orders issued by the FCC pertaining to LNP.    The LNPA WG is also responsible for the business functionality of the national LNP system and how Service Providers inter-operate with it. Therefore, the activity of the LNPA WG has a direct bearing on the processes and systems that each Service Provider uses to participate in LNP.



Scope


The LNPA WG was given the charter by the North American Number Council (NANC) for implementing Local Number Portability (LNP) on a national level. The LNPA WG is responsible for developing and maintaining the process that is followed by all Service Providers who participate in LNP. A complete description of the operation flows is contained in Inter-Service Provider LNP Operations Flows located on this Web site. These flows have been revised to include wireless carrier operations. The updated flows will be included in the second NANC report on Wireless Wireline Integration due out in the second quarter of 1999.



 



The LNPA WG is also responsible for defining the requirements for the national Number Portability Administration Center (NPAC) Service Management System (SMS) and how it interfaces to each Service Provider's local LNP system to enable LNP. The NPAC SMS is operated by NeuStar, which serves as the central mediation system and source database for all number portability data. The requirements are contained in the "NPAC SMS Functional Requirements Specification (FRS)" and the interface standards are contained in the "NPAC SMS Interoperable Interface Specification (IIS)". Both documents are available on the NPAC web page at www.npac.com under documents. The NPAC web site also has documentation about pending change orders that will change the functionality of both the NPAC SMS and the interface to it.



Target audience



Telecommunications Carriers (Wireline, Wireless, VoIP, etc.)



What is the process to submit an issue? Issues/Problems are submitted to the LNPAWG by filling out Problems/Issues Management (PIM) which can be found on the NPAC Website  (http://www.npac.com/).



1. What criteria does the group use to determine whether to work the issue or not if any? When a PIM is presented to the LNPAWG, a discuss takes place to determine if it is a number portability problem/issue, the magnitude of the problem/issue, can it be worked/resolved by the LNPAWG or does it need to be referred to another committee and then tracked by the LNPAWG, etc.



2. How do you know when that issue will be placed on the agenda to work?  If time permits, we put it on the current agenda or placed on the agenda for the next time we meet which at this time is monthly.  Starting in 2006 the LNPAWG will meet every other month as follows: January, March, May, July, September, and November.



3. What is the process for working an issue and subsequently gaining a conclusion to an issue?   Group discussion, presentation of different options/solutions in order to reach consensus.  If the issue/problem falls within the responsibility of another industry committee then the LNPAWG will forward the issue/problem the appropriate industry committees for input and/or resolution.



4. When the issue is completed, what are the communication vehicles used to provide input to the industry?  When the issue/problem is resolved the outcome is documented on the PIM and placed on the NPAC Website.  In addition the resolution may also be placed in the Number Portability Best Practices Matrix, presented to the NANC and FCC for their support.
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Billing and Collections WG 



Mission 



The NANC’s Billing and Collection Agent Oversight Working Group (B&C WG) is responsible for overseeing the performance of the functional requirements provided by the NANP Billing and Collection Agent (B&C Agent). The B&C WG will investigate/review the performance of B&C Agent and submit reports at each NANC meeting to fully inform NANC of the B&C Agent’s performance with respect to the functional requirements. At the request of the FCC and/or NANC, the B&C WG will identify and determine the financial impact, feasibility and/or the appropriateness of initiatives/activities that may need to be included in the budget or use these Funds.  



Scope 



The WG will participate in the development of the budget, contribution factor and payment computation; monitor the billing, collection, and distribution of funds; review for completeness the B&C Agent’s NANC Reports and Quarterly reports used to confirm established procedures and records are properly maintained to ensure operational integrity and; perform an annual Performance Evaluation and co-develop corrective action plans and other change management initiatives as required. 



Primary Activities 



Performance



•
Perform an annual performance evaluation. Participate in the development of any corrective action plans and/or performance metrics/monitoring that may be necessary during the year or as a result of the annual performance evaluation.



•
Identify/address any industry or vendor concerns with the performance of the functional requirements during the year and upon NANC’s approval of the Annual Performance Evaluation. 



Reports



•
Co-develop and track monthly performance metrics, including internal performance metrics as appropriate. Report monthly performance to NANC at bi-monthly NANC meetings.



•
Co-develop the format and contents of the NANC report and preview same prior to each NANC with Welch to ensure completeness and to address any concerns.  The WG will approve the format of the report used to confirm established procedures and records are properly maintained to ensure operational integrity. 



•
Co-develop the format and contents of the Quarterly report and preview the same with Welch prior to its distribution to NANC to ensure completeness. B&C WG to address any performance and/or operational integrity concerns as is done with the NANC reports.



Fund Size and Contribution Factor



Fund Size



•
Participate in arriving at the budget and Fund Size and ensure disbursements by Welch are made only with proper authorization by the FCC and/or NANC.



Contribution Factor



•
Be involved in the review/approval process for the formula and calculation of the contribution factor - the formula is used to arrive at the contribution factor and must be filed with the FCC.



Mission


The NANC’s Billing and Collection Agent Oversight Working Group (B&C WG) is responsible for overseeing the performance of the functional requirements provided by the NANP Billing and Collection Agent (B&C Agent). The B&C WG will investigate/review the performance of B&C Agent and submit reports at each NANC meeting to fully inform NANC of the B&C Agent’s performance with respect to the functional requirements. At the request of the FCC and/or NANC, the B&C WG will identify and determine the financial impact, feasibility and/or the appropriateness of initiatives/activities that may need to be included in the budget or use these Funds.  



Scope 


The WG will participate in the development of the budget, contribution factor and payment computation; monitor the billing, collection, and distribution of funds; review for completeness the B&C Agent’s NANC Reports and Quarterly reports used to confirm established procedures and records are properly maintained to ensure operational integrity and; perform an annual Performance Evaluation and co-develop corrective action plans and other change management initiatives as required. 
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Numbering Oversight WG (NOWG)



Mission/Scope



The Numbering Oversight Working Group (NOWG) holds a monthly review with the NANPA and is beginning separate monthly meetings with the PA in 2005.  The NANPA standing agenda shown in Attachment 1 illustrates the level of interaction and cooperation between the two groups. This agenda will be modified for use by the NOWG and the PA.  In addition to overseeing the activities and reviewing the performances of numbering administrators, the NANPA the WG also holds frequent conference calls and face-to-face meetings to carry out other NANC and FCC requests and responsibilities in addition to the duties described below:


Change Orders



· Analysis and review of PA/NANPA proposed Change Orders



· Provide summary and analysis to NANC for consideration



· Proposed Tools: Change Order Tracking Report (see Attachment 2)



Internal Performance Metrics



· Review internal performance metrics reported results and ensure they are effectively measuring performance.



· Assist and recommend performance metrics for tracking the NANPA and PA to capture current performance issues 



· Work with NANPA and/or PA to resolve documented issues per direction provided by the NANC and  the FCC.



· Work with NANPA and PA to ensure performance metrics are focused on relevant data points to cover critical aspects of administration



· Proposed Tools: NANPA and PA Quality Assurance Reports



Number Administrator Complaints



· Review/assist with resolution of NANPA and PA complaints filed via the administrators web site or forwarded by interested parties  to NOWG



· Monitor complaints for identification of areas that may need to be addressed through changes in industry guidelines and associated processes or requiring further discussion by the FCC and the NANC for guidance on resolution.


Performance Improvement plans (PIP)



· Review and approve PIP to address agreed upon (NANC/FCC) administrative performance improvements.



· Monitor implementation progress of areas identified needing improvement



· Proposed Tools: NANPA and PA Performance Improvement Plan (PIP) Tracking Report



Performance Review



· Develop annual survey content with input from NANPA, PA, NANC, FCC and other sources



· Evaluate input and survey results



· Document and prepare report analysis of PA/NANPA annual performance



· Conduct site visits for annual Operational Review


· Proposed Tools: Annual Survey; Operational Reviews; Written Observation
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IMG



What Is An Issue Management Group (IMG)?



IMGs are ad hoc groups formed by NANC to work specific issues that may not be appropriate or practical to assign to an existing Working Group. 



What is a IMB Member Responsibilities?



· Be a liaison between your company and the IMG Group



· Attend scheduled meetings



· Review issues and provide feedback to the IMG Group



· Provided written verbiage for an IMG report



What Does an IMG Develop?



· IMGs develop draft recommendations in the IMG report for the NANC consideration on specific issues, which NANC can accept, reject, change, or remand back to the IMG with additional direction. Once NANC approves the final IMG report, it sends the report on to the FCC.



What Type Of Issues Are Reviewed By An IMG?



· Abbreviated Dialing For One Call Notification (811) - The Abbreviated Dialing for One Call Notification Issue Management Group, (a.k.a. DIG IMG) was formed by NANC to identify and analyze the impact of employing various abbreviated dialing alternatives that could be used to implement the Pipeline Safety Improvement Act of 2002.



· Report on The Technical Viability of Increasing the Pooling Contamination Threshold - The Federal Communications Commission (FCC) on October 24, 2002 asked the North American Numbering Council (NANC) to evaluate the technical viability of increasing the contamination threshold for blocks to be donated to number pools from 10 to 25 percent. 
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Industry Numbering Committee 



Mission Statement



The Alliance for Telecommunications Industry Solution’s (ATIS) Industry Numbering Committee (INC) provides an open forum to address and resolve telecommunications industry-wide issues associated with the planning, administration, allocation, assignment and use of North American Numbering Plan (NANP) numbering resources and related dialing considerations for public telecommunications within the NANP area.  The INC was formed in 1993 to provide a single forum to work numbering related issues.



Scope



The INC will work any issue submitted and accepted in accordance with its issue acceptance procedures outlined below that are associated with the planning administration, allocation, assignment and use of NANP resources including related dialing considerations within the NANP area, irrespective of any technology.



Target Audience



The INC guidelines are used by the North American Numbering Plan Administrator, the Pooling Administrator, service providers and vendors in the United States and to some extent throughout the NANP.  As an open industry forum, any interested or materially-affected party can become a member of the INC.  Both federal and state regulators also refer to INC outputs developed via a consensus basis by INC subject matter experts. Final INC Guidelines are also available to the public via the ATIS INC website. NANC members have access to the secure area of the website from the ATIS INC Administrator upon request.  (www.atis.org)


What is the process to submit an Issue?



The process for the submission and working of INC Issues is driven by ATIS Operating Procedures (http://www.atis.org/atisop.pdf) which provide for uniform issue submission procedures across all ATIS forums. An ATIS Issue Identification Form must be completed by the Issue Champion in order for a new Issue to be introduced into an ATIS Forum or Committee. This form can be found in Appendix F of the ATIS Operating Procedures. An Issue Champion may be an ATIS Member Company Representative or a Forum or Committee participant.  Any issue that requires expedited handling should be brought to the attention of the Committee and Sub-Committee leadership.



What criteria does INC use to determine whether to work the Issue?



Once an Issue is submitted, the INC must determine whether to accept the Issue based on the following criteria:



· The Issue is clearly defined via the ATIS Issue Identification Form (Appendix F);



· The Issue is within the scope of the Forum or Committee; and



· There is no existing solution or the existing solution can be enhanced to gain efficiencies, i.e., operational, functionality, etc.



If an issue is not within the scope of the INC as defined by its Mission Statement, it will usually seek to refer that issue to another Committee or Forum for resolution. Other ATIS forums that INC regularly corresponds with include the ATIS Ordering and Billing Forum, the ATIS Emergency Services Interconnection Forum and the ATIS Network Interconnection and Interoperability Forum.



How do you know when an Issue will be placed on the agenda to be worked?



During General Session, newly-accepted Issues are assigned by INC consensus to one of the INC’s Subcommittees. An Issue is placed on the Sub-committee agenda by the co-chairs and the agenda is approved by consensus of the Sub-committee members. Subcommittee members have the ability, via consensus, to include or exclude any Issue for discussion on the agenda. Issues are prioritized to ensure efficient and timely completion of industry priorities.  If an issue requires expedited handling, the Issue champion should contact the leadership of the Committee and Subcommittee.



What is the process for working an Issue and subsequently gaining a conclusion to an Issue? 



Once an Issue is accepted, the Issue is automatically placed into Active Status and addressed via the submission of Contributions by the Issue champion and by other INC members in an effort to reach final resolution. The status of an Issue is indicated by one of the following categories: 



Active: An Issue that has been accepted and is currently being addressed.



Initial Closure: An Issue that has reached consensus resolution. The purpose of Initial Closure is to provide the industry an opportunity to review the resolution prior to the Issue being placed into Final Closure. 



Issues in Initial Closure can be removed from the Initial Closure status and placed back into Active status when the INC decides the proposed resolution needs additional work.



Initial Pending: An Issue that has been placed into Initial Closure may be automatically moved into the Initial Pending category as long as 21 calendar days have passed since the Issue’s Initial Closure resolution was posted on the ATIS Web Site and notification of Initial Closure was distributed via the email exploder list, if one of the following occurs:



Prior to the time that the Issue would go to Final Closure, new and substantive information that directly impacts the resolution is brought to the attention of the INC; or if the INC determines that it is appropriate to hold the Issue in the Initial Pending category in anticipation of the output of another industry group, regulatory body or similar organization.



In either of the above situations, the INC shall subsequently determine, via consensus, if the Issue should be revisited, in which case it would be placed in the Active category; or go to Final Closure if no further work is required, as long as 21 calendar days have passed since the Issue’s Initial Closure resolution was posted on the ATIS Web Site and notification of Initial Closure was distributed via the email exploder list. 



Final Closure: An Issue is automatically placed into Final Closure provided:



21 calendar days have passed since the Issue’s Initial Closure resolution was posted on the ATIS Web Site and notification of Initial Closure was distributed via email exploder list; and



no new information surfaces that would require the Issue to be placed into the Active of Initial Pending category.



Withdrawn: An Issue that was accepted by the INC and later withdrawn pursuant to the consensus agreement of the INC. 



Tabled: An Issue that has been addressed by the INC, but cannot be further pursued until additional information becomes available.



No Industry Agreement: No Industry Agreement exists when the INC is unable to reach consensus on the resolution of the Issue. If this situation should occur, the ATIS Issue Identification Form should document that the INC could not agree on a resolution and state the alternative viewpoints with the pros and cons of each. In this situation, the Issue will be closed under the category, “No Industry Agreement.”



When the Issue is completed, what are the communication vehicles used to provide input to the industry? 



Two weeks after an Issue has been placed into Initial Closure, it is posted on the ATIS INC Web Site and is forwarded to the INC exploder list. The INC exploder list is made up of INC members and other selected industry participants. Likewise, when an Issue goes to Final Closure it follows a similar path. NOTE: Once an Issue goes to Final Closure, the associated changes are incorporated into the applicable Guideline(s).  The Guidelines that have been updated by an Issue going into Final Closure are published two weeks after the Issue is placed into Final Closure.  All INC Guidelines are effective on the date of publication to the INC website.  



ILLUSTRATION



The following demonstrates how INC Issue 465 was handled beginning to end.



1. Proposed INC Issue “NXX Codes Returned in Error,” was accepted at General Session per the issue acceptance procedures and assigned INC Issue Number 465 on January 31, 2005, at INC 80. It was assigned to the INC CO/NXX Subcommittee for work. 



2. The CO/NXX Subcommittee met later that week on February 2. Due to the Subcommittee’s work load, the Subcommittee chose to defer work on this Issue until INC 81. 



3. On April 6, the CO/NXX Subcommittee worked Issue 465 and its associated contribution CO/NXX-317- Amend Section 9.3.1 of COCAG Under Declaration of Jeopardy. A proposed resolution was drafted and the Issue was placed into Initial Closure on April 7, 2005. 



4. On April 22, 2005, the Issue and its proposed resolution were posted to the ATIS INC Web Site and notification was sent to the INC exploder list.



5.  On May 5, 2005, the INC Administrator received notification from an INC member regarding new information pertaining to the proposed changes contained in the Issue that were substantive in nature. The Issue was placed into Initial Pending status until the INC could review it further.  INC leadership discussed with the objector and Issue originator whether the objection should wait until the next regularly scheduled meeting of the INC or whether an interim meeting via conference call should be scheduled to discuss the objection.  An interim conference call meeting was scheduled.


6. On May 27, 2005, the INC held an interim CO/NXX Subcommittee call to review and discuss the Issue. The proposed changes were agreed to and made to the proposed resolution statement. Immediately following the CO/NXX Subcommittee call, a duly announced INC General Session call was held and the Issue was placed into Final Closure.
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NANPA 



Introduction 



AT&T administered shared numbering resources such as area codes until divestiture of the Bell System in 1984, when these functions were transferred to Bellcore under the Plan of Reorganization. On October 9, 1997, the Federal Communications Commission (FCC), acting on a recommendation of the North American Numbering Council (NANC), named Lockheed Martin to serve as administrator of the North American Numbering Plan (NANPA).  In December of 1999, NANPA was transitioned from Lockheed Martin to NeuStar.  In July 2003, the FCC selected NeuStar through a competitive bid to serve as NANPA for another five-year term.



Regulatory authorities in various North American Numbering Plan countries have named national administrators to oversee the numbering resources assigned by NANPA for use within their countries. NeuStar is the national administrator for the United States (U.S.) and its territories. Science Applications International Corp. Canada serves as the Canadian Numbering Administrator.  In other participating countries, regulatory authorities either serve as the national administrator or delegate the responsibility to the dominant carrier. NANPA, in its overall coordinating role, consults with and provides assistance to regulatory authorities and national administrators to ensure that numbering resources are used in the best interests of all participants in the North American Numbering Plan. 



NANPA is not a policy-making entity.  In making assignment decisions, NANPA follows regulatory directives and industry-developed guidelines.  The North American Numbering Council via its Numbering Oversight Working Group (NOWG) provides continuous oversight of NANPA on behalf of the NANC and evaluates NANPA’s performance each year.



NANPA Responsiblities



NANPA has three core responsibilities:  administration of North American Numbering Plan resources, coordination of area code relief planning, and collection of utilization and forecast data from service providers.



Resource Administration


Resource administration includes receiving and processing applications for assignment, making and recording assignments, reclaiming resources no longer needed, and keeping the industry informed as the supply of available resources approaches exhaust. 



The scope of code administration includes these numbering resources: 



· Numbering plan area (NPA) codes:  



· Central office codes;



· PCS/N00 codes (500-NXX);



· 900-NXX codes;



· 555-XXXX line numbers;



· Carrier identification codes (CICs);



· International inbound NPA 456-NXX codes;



· 800 855-XXXX line numbers;



· ANI II digits (Automatic Number Identification Information Integers); and



· Vertical service codes.



Area code relief planning



NPA relief planning precedes the introduction of new geographic area codes.  At least 36 months before the anticipated exhaust of an NPA in the U.S. or its territories, NANPA’s relief planners notify the industry and state regulatory commission of the impending exhaust and facilitate a process for the industry to reach consensus on a plan to relieve the exhaust NPA.  The relief planner submits this plan on behalf of the industry to the state regulatory commission for approval.



Number Resource Utilization and Forecast (NRUF) Reporting



The collection of utilization and forecast data, known as Number Resource Utilization and Forecast (NRUF) Reporting, has been in effect since the FCC’s Number Resource Optimization Order in 2000.  NANPA is charged with collecting and reporting this data.  Service providers are required to report utilization and forecast data twice a year.  Utilization data includes the quantity of assigned, intermediate, aging, administrative and reserved numbers.  Forecast data typically includes a five year forecast of the quantity of thousands blocks and/or codes by rate center.  The FCC NRO Order also required access to disaggregated NRUF data by state regulatory commissions and heightened reporting enforcement, including the responsibility to withhold numbering resources from service providers that fail to file utilization and forecast reports.  This data is also used as input into NANPA’s semi-annual projections of NPA and NANP exhaust.



NANPA funding



NANPA work is performed under an FCC contract on a fixed-price basis.  Costs associated with the administration of shared numbering resources are allocated to participating countries based on population, and then further adjusted based on NANPA services used by each country.  Participants pay only their share of the costs of the NANPA services they require.  Regulatory authorities in each participating country determine how to recover these costs.  



NANPA Information



The NANPA website, www.nanpa.com, is the primary public source of numbering information.  The website focuses on the primary functions performed by NANPA.  The site provides a complete description of the different services offered by NANPA, all of the various numbering resources administered by NANPA, including a description of their use and links to their associated administration guidelines, can easily be accessed via the website.  Area code maps, planning letters, newsletters and other NANPA publications are readily available.  The NANPA website is also the gateway into the NANP Administration System (NAS), the system used by NANPA and the industry to request and receive numbering resources.  The website also makes available numerous downloadable reports on the various resources NANPA it administers.  Many of the reports were made available real-time, providing the most up-to-date source on resource availability.  



NANP Administration System (NAS)



The NANP Administration System enables service providers, regulators and other interested parties to have the capability to submit resource requests, provide number utilization and forecast data, obtain resource reports and receive notifications concerning number administration.  The capabilities of NAS are summarized below:



· Service providers may enter and submit the Central Office Code Part 1s, MTEs, and Part 4s through a secure, web-based system.



· Service providers may enter and submit via the secure web-based system the appropriate applications forms for 500-NXXs, 900-NXXs, 456-NXXs, Carrier Identification Codes, 555 line numbers and 800-855 line numbers.



· In addition to submitting utilization and forecast data (i.e., NRUF) via email and File Transfer Protocol (FTP), NAS provides service providers the capability to submit this information online, to include providing updates to this data throughout the submission cycle. 



· Interested parties may receive notifications on such items as changes to assignment guidelines, NRUF requirements, report availability, client education and system maintenance and availability.  Notifications will also be available on a state-by-state basis, providing information about NPA relief planning activities, jeopardy notifications and state-specific regulatory activities. 



· State commissions have online access to service-provider submitted utilization and forecast data provided via NRUF for their respective area codes.
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PA 



NATIONAL THOUSANDS BLOCK POOLING ADMINISTRATOR



The national thousands-block Pooling Administrator (PA) is a contractor selected by the FCC, that administers the thousands-block pooling administration function.  The contract was competitively bid for a possible total of five years, and is renewable annually.  The first PA contract was awarded to NeuStar, Inc. on June 15, 2001.  Thousands-block number pooling involves breaking up the 10,000 numbers in a central-office code (NXX) into ten sequential blocks of 1,000 numbers each, and potentially allocating each thousands-block to a different service provider, and possibly a different switch, within the same rate center.  All 10,000 numbers available in the NXX code are allocated within one rate center, but can be allocated to multiple service providers in thousand-number blocks, instead of only to one particular service provider.


The PA’s responsibilities are delineated in:



(1) Section C: Thousands-Block Pooling Contractor Technical Requirements, dated November 30, 2000, 



(2) NeuStar’s response to the Request for Proposal (RFP), 



(3) FCC rules, and (4) industry guidelines.  



Those responsibilities include:



· implementation of pooling in all area codes according to FCC and state  orders and directives



· establishment and maintenance of industry pools



· assignment of thousands blocks



· maintenance of the Pooling Administration System (PAS)



· evaluation and forecasting for rate center pools to ensure a six-month supply of blocks



· avoiding the opening of unnecessary codes



· allocating thousands blocks to authorized pool participants



· replenishing industry inventory pools 



· receiving service provider block donations 



· reclaiming thousands blocks



· providing reports



· coordinating requests for full codes with NANPA CO Code Administration as needed



· participating in industry forums



· implementing federal and state regulatory agency directives



· following industry guidelines



PA Website:



Public information about number pooling and the PA can be found on the website, www.nationalpooling.com. The pooling website is used for access into the PAS, the system used by the PA and the industry to request, receive, and manage numbering resources.  In addition, the website makes the following information about pooling available:



· Reports on such topics as assigned and available blocks, rate center files and changes, and PA monthly reports to the FCC.



· PA Tips of the Month 



· FAQs



· New Service Provider Checklist



· PAS User Manuals



· PA Annual Report



· Reclamation Procedures



· PAS User Registration and Login



· PA Contact Information



Pooling Administration System (PAS)



The Pooling Administration System (PAS) enables registered users, including service providers and regulators, to submit requests for thousands-blocks, provide forecast data, obtain resource reports, and receive notifications concerning number administration.  



Industry Pooling Guidelines



The Alliance for Telecommunications Industry Solutions’ (ATIS) Industry Numbering Committee (INC) establishes guidelines for the administration of thousands-block number pooling.  The following are links to pooling-related documents:



Thousands-Block Pooling Administration:



http://www.atis.org/inc/docs/finaldocs/TBPAG-Final-Document-05-20-05.doc


Location Routing Number (LRN) Assignment:



www.atis.org/inc/docs/finaldocs/LRN-Assignment-Practices-Final-Document-1-23-04.doc
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Welch & Co.



How did we acquire the job?



Welch & Company LLP replied to a request for proposals, and won the contract.  Our contract with the FCC began October 1, 2004 and expires on September 30, 2009.



Mission / Scope /Role



Welch & Company acts as the Billing & Collection Agent for the North American Numbering Plan.  Our duties are as follows:



1 - Contribution factor / Budget



· Before the start of fiscal year, we prepare a budget of the costs to be funded for the following fiscal year which we review with the B&C working group for their review and approval. 


· We then receive revenue data from the data collection agent and from there determine the contribution factor which we review with working group for review and approval.


· We then file a report of the contribution factor with the FCC for approval.



2 – Invoicing carriers



· The data collection agent (USAC) sends us revenue information they have collected from carriers who file the 499A report.



· Based on the contribution factor and the revenue information, we send out annual invoices to the carriers.  Carriers who owe amounts in excess of $1,200 are entitled to pay monthly instead of annually.



3 – Payments from the fund



· The FCC has contracts with various vendors.  When we receive an approved invoice from the FCC, we pay the invoice, generally by wire transfer.



4 – Reporting



· We send reports to the FCC on a regular basis regarding the accounting records.



We prepare bi-monthly reports for the NANC meetings.  The B&C working group approves these reports before we present to NANC.


Chapter R1



Guidelines for Working Groups



www.fcc.gov/wcb/tapd/Nanc/nancchrt.html


www.fcc.gov/wcb/tapd/Nanc/nancback.html


www.fcc.gov/wcb/tapd/Nanc/nancsumm.html


Attachment: www.nanc-chair.org/docs/principles.html
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Listing of Resources



The following is a list of websites and the information available.



www.nanpa.com  is  the official NANPA web site. Its contents include:



· Assignment listings for NANP numbering resources, including area codes, carrier identification codes, N11 codes, and vertical service codes.



· Relief planning information for the U.S. and its territories, including a status chart, planning letters, and press releases.



· Central office code assignment information for the U.S. and its territories.



· Contact information for numbering resources.



· Jeopardy procedures.



· Information for NRUF submissions.



· U.S. area code maps.



www.cnac.ca is the Canadian Numbering Administrator’s site. This site is the master reference for Canadian number assignment information and includes Canadian numbering information similar to that provided by www.nanpa.com for the U.S. and its territories.



www.fcc.gov is the FCC’s web site. Of particular interest are:



www.fcc.gov/wcb - the home page of the Wireline Competition Bureau. Orders related to numbering topics, including the Number Resource Optimization (NRO) orders, can be found here.



www.fcc.gov/wcb/tapd/Nanc - the home page for the North American Numbering Council (NANC), a federal advisory committee of the FCC that provides analysis and recommendations to the FCC on numbering issues. This site contains their charter, meeting minutes, and membership lists.



wireless.fcc.gov/rules.html - the FCC rules and regulations are codified in Title 47 of the Code of Federal Regulations (CFR). This page links to the current edition of the CFR.



www.crtc.gc.ca is the site for the Canadian Radio-television and Telecommunications Commission, the Canadian regulator.



www.nanc-chair.org is the home page for the Chair of the NANC. It contains presentations and reports provided to the NANC on issues currently being addressed by the council.



www.atis.org is the Alliance for Telecommunications Industry Solutions (ATIS) site. It has several sections of interest for numbering.  Of particular interest is the Industry Numbering Committee (INC).  All finalized INC documents are available for download, including assignment guidelines for numbering resources.



You can access INC documents, including the Central Office Code Administration (COCAG), Thousand Block Pooling Administration (TBPAG) and Carrier Identification Code (CIC) guidelines, with the following link: www.atis.org/inc/docs.asp 



www.itu.int is the home page of the International Telecommunications Union in Geneva, the group that sets international standards for telephone numbers. Although much of the information on the site is available to ITU members only, some documents are available to all, including a list of assigned country codes. 



www.naruc.org is the home page of the National Association of Regulatory Utility Commissioners. NARUC has five (5) sitting members on the NANC and its committees frequently take positions on numbering issues. Links to all of the state commissions’ web sites can be found at this site.



www.nationalpooling.com is official site for the National Pooling Administrator (PA).  Its contents include:




New Service Provider Checklist




PAS User Registration




Help Desk Contact Information




PAS User Manuals




Pooling Reports such as:



o
Blocks Assigned and Blocks Available by NPA



o
Rate Centers by NPA and their pooling status




Contact information for Pooling Administration staff




Reclamation Procedures




Regulatory Contacts for safety valve and other numbering issues




PA Tips of the Month




Links to various documents


www.npac.com is the site for the Number Portability Administration Center or NPAC. The NPAC facilitates local number portability, the ability to change your service provider while retaining your number. 



Acronym List



ADFO
Alternate Designated Federal Officer



ANI II
Automatic Number Identification Information Integers



ATIS
Alliance for Telecommunications Industry Solutions



B&C
Billing and Collection


B&C WG
Billing and Collection  Working Group



CIC
Carrier Identification Codes



CO
Central Office



COCAG
Central Office Code Administration Guidelines



DFO
Designated Federal Officer



ENUM
Electronic Numbering



ESIF
Emergency Services Interconnection Forum


FACA
Federal Advisory Committee Act


FCC
Federal Communications Commission



FoN
Future of Numbering



FRS
Functional Requirements Specification



GSA
General Services Administration



IIS
Interoperable Interface Specification



IMG
Issue Management Group



INC
Industry Numbering Committee



LNP
Local Number Portability



LNPA
Local Number Portability Administration



LNPA WG
Local Number Portability Administration Working Group



LRN
Location Routing Number



MTE
Months To Exhaust



NANC
North American Numbering Council



NANP
North American Numbering Plan



NANPA
North American Numbering Plan Administrator



NAPM
North American Portability Management



NARUC
National Association of Regulatory Utility Commissioners


NAS
NANP Administration System



NASUCA
National Association of State Utility Consumer Advocates



NIIF
Network Interconnection Interoperability Forum



NOWG
Numbering Oversight Working Group


NPA
Number Planning Areas (Area Codes)



NPAC
Number Portability Administration Center



NRUF
Number Resource Utilization and Forecast



PA
Pooling Administrator



PAS
Pooling Administration System



PIM
Problems Issue Management



PIP
Performance Improvement Plans



SMS
Service Management System



SMS/SCP
Service Management System Service Control Point



TBPAG
Thousands-Block Pooling Administration Guidelines



USAC
Universal Service Administrative Company



VoIP
Voice over IP



WG
Working Group
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PURPOSE



The purpose of the North American Numbering Council (NANC) Guidelines and Operating Principles is to provide a description of how the council and its associated subcommittees operate. This document also serves as a reference to orient new members with the operation of the council.  



SCOPE



These guidelines only apply to the NANC and to any subcommittees that it creates and do not apply to the Designated Federal Officer (DFO), the Assistant Designated Federal Officer (ADFO) or other FCC staff.  Also, additional requirements may apply pursuant to FCC policy or the Federal Advisory Committee Act (FACA).



Responsibilities of Chair



1. Chair will establish an agenda and have it posted on the http://www.nanc-chair.org/ website at least one week prior to the meeting.



2. Chair will use discretion in placing items on the agenda, including agenda items requested by NANC Members and participants.  The purpose of the agenda is to inform NANC members (and other interested persons) of what will be covered at the meeting, to ensure that all pending NANC business is addressed at each meeting, and to establish the approximate amount of time that will be dedicated to each subject. 



3. Chair has the option to extend the time for discussion of important issues (including into subsequent meetings and/or conference calls, if necessary and appropriate), in order to ensure that all positions are fully and fairly considered, provided that the discussions are useful, focused and productive. The intent is to take advantage of an opportunity to resolve items when progress is being made. 



4. Chair shall endeavor to record action items at the conclusion of discussion of an agenda item, if possible, and appropriate agreements reached, action items, and points noted upon request.



5. Chair will conduct NANC meetings in an impartial and productive manner. NANC members will be given a fair opportunity to express their viewpoints.  The Chair can end a discussion if it becomes non-productive. The Chair has the discretion to recognize others who request to speak during the NANC meeting.



6. Chair will maintain conditions in which the respect for the dignity of NANC members and participants is maintained and remind members of their responsibilities as necessary.



7. Chair will review draft-meeting minutes prior to distribution for NANC member review and will provide for timely distribution of minutes to Members. 



8. Chair will periodically monitor the process and procedures of the Working Groups and Issue Management Groups to help achieve a timely and useful work product.



9. Chair should prevent any particular interest group from having an undue influence or an unfair advantage in NANC deliberations.  



10. Chair will ensure that all NANC recommendations, letters, and other communications have been reviewed and agreed upon by the NANC prior to final official transmittal. The NANC Chair, as well as any NANC Member, may discuss any numbering issue at any time with the FCC as may be appropriate, provided that whether or not NANC has reached a consensus on that issue is disclosed to the FCC.



Responsibilities of Members



Membership in the NANC is designed to provide the FCC with a broad perspective on numbering issues. 



1. Members should be present, on time, and prepared to stay until the end of the meeting.



2. Members should review all relevant documents prior to meetings and be prepared to discuss all agenda items.



3. Members should refrain from repeating comments already made to ensure that all participants have an opportunity to have comments fairly and completely presented.



4. Members comments should be relevant and to the point.



5. Members should strive to find grounds on which to reach consensus.



6. Members should always be civil and courteous and respect the dignity of NANC members and others.



7. Members with positions on agenda items, who want those positions understood and considered, are encouraged to provide contributions outlining their positions in advance of meetings.



8. Members should notify the DFO, ADFO, and NANC Chair in advance of a meeting if either the member or alternate is unable to attend. Any modifications to NANC representation (i.e., changes to designated member or alternate) must be approved by the FCC.



9. Members will review and agree upon final documents and or letters prior to official transmittal.



10. Members have an obligation to reflect the public interest considerations when representing their interest group.    



11. Members are expected to share NANC developments with the entities that they represent. 



NANC Steering Group



The FCC designates NANC Steering Group members.



The Steering Group will consider and act to improve the NANC processes and productiveness, including staying abreast of and contributing to the progress and work product of the Working Groups and Issue Management Groups, as necessary.



1. Steering Group meetings are open to any interested party. If it is necessary to conduct a closed meeting, advanced notice should be provided to all interested parties.



2. Steering Group members should sit at the NANC table.  This will enable easier identification of Steering Group membership.



3. Parties in attendance but not on the Steering Group can participate in Steering Group discussions but will normally not be seated at the table.



4. All participants in the Steering Group meeting, including both Member and non-member participants are afforded the opportunity to express their views, once recognized by the Chairman.



5. If a vote of the Steering Group is required, only Steering Group members may participate in the vote.



6. The Co-Chair of the Steering Group shall make a report (similar to Working Group reports) to the next NANC meeting (or, if the Steering Group meets during a NANC meeting, at the earliest available time) of the matters considered by the Steering Group.



Working Groups 



Working Group and subcommittee membership is open to any interested party.



Working Groups and their subcommittees are standing groups of the NANC that are assigned specific tasks, have ongoing responsibility for a subject matter, and make recommendations to NANC. In addition to these NANC Guidelines, a separate set of Guidelines and Operating Principles apply to the Working Groups (See Attachment 1).   



Relationship with NANC   



1. NANC establishes the clear direction for Working Groups, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC. 




2. Working Groups develop draft recommendations for NANC consideration, which NANC can accept, reject, change, or remand back to the Working Group with additional direction. 



Issue Management Groups (IMGs) 



IMG membership is open to interested parties, but the size of a given IMG may be restricted for efficiency reasons.



IMGs are ad hoc groups formed to work specific issues that may not be appropriate or practical to assign to an existing Working Group, and to make recommendations to the NANC.  IMGs are often used to define a new issue or work time-sensitive projects with an expiration date. 


Relationship with NANC   



1. NANC establishes the clear direction for IMGs, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC.
 



2. IMGs develop draft recommendations for NANC consideration, which NANC can accept, reject, change, or remand back to the IMG with additional direction. 



Consensus 



1. The NANC, and its supporting Working Groups, Issue Management Groups, and any other subgroups that it may form, should strive to work through differing positions and reach group consensus recommendations in an efficient and timely manner. 



2. The NANC often assigns particular tasks to Working Groups, Issue Management Groups, etc., and it is recognized that there may be times when consensus cannot be achieved.  In such instances, the Working Group, Issue Management Group, etc., should use its best efforts to try to reach consensus; but, if that is not possible, they should document the reasons and report them to NANC.  NANC should, then, try to reach consensus on the issue before abandoning it. If NANC cannot reach consensus, it should document the reasons and report them to the FCC. 



NANC Status Reports provided by Working Groups, IMGs and others



1. Working Group and IMG leadership will coordinate, if necessary, due date changes to the Table of NANC Projects prior to monthly NANC distribution.



2. Working Group and IMG leadership will develop monthly reports for NANC providing current status on work items as determined necessary.   Monthly Working Group and IMG reports are to be furnished to the NANC one week prior to the NANC meeting, if possible, to ensure timely preparation of NANC members.  These reports should be provided to the NANPA for posting on the http://www.nanc-chair.org/ website and copied to the DFO, ADFO, and the NARUC/NASUCA point of contact.    



3. Working Group and IMG leadership will attend monthly NANC meetings and provide IMG and Working Group status reports.



4. Working Group and IMG leadership will summarize highlights and specific recommendations and conclusions to the NANC in bullet style presentation format. 



Meeting Decorum



One of the responsibilities of the NANC Chair is to maintain overall meeting decorum that is professional, productive, open but disciplined, and conducive to timely and successfully accomplishing the business before it. 



Individual NANC Members, accordingly, are responsible for contributing to meeting decorum and to resolving issues before NANC.



1. Members should refrain from saying anything that potentially could be offensive to another participant.



2. Members should refrain from attacking a participant’s motives.



3. Members should confine remarks to the merits of the pending question or issue.



4. Members should refrain from speaking adversely on prior actions or issues - focus on the “now”.



5. Members should refrain from disturbing the meeting.



6. Members should abide by antitrust laws.



Minority Opinions 



NANC functions by consensus, and all NANC Members should seek at all times to reach consensus. However, it is recognized that there may be some instances when some NANC Members feel compelled to advocate positions that are inconsistent with the group's consensus. In those cases, those NANC Members may prepare and submit minority opinions (which shall include an explanation of why that Member cannot agree with the group consensus). Such minority opinions should be included with the materials transmitted by the group to NANC, or by NANC to the FCC.



Responsibilities of Presenters



Whenever possible, presentation material that contains action items for the NANC should be available to NANC members by posting on the http://www.nanc-chair.org/ website, with an e-mail alert to NANC members, at least one week prior to the NANC meeting, with a clear statement of the issue and any minority opinions.  These reports should also be sent to the DFO, ADFO and the NARUC/NASUCA point of contact.   



Communication and Administrative Processes



1. Meeting minutes, meeting announcements, draft reports and other documents are to be posted in a timely manner on the http://www.nanc-chair.org/ website for access by NANC Members and other interested persons. 




2. E-mail shall be an acceptable form of correspondence for NANC member business.




3. Draft NANC minutes are to be posted on the http://www.nanc-chair.org/ website for review by NANC Members and other interested parties before NANC approval.



4. Action Items/Decisions Reached are to be posted on the http://www.nanc-chair.org/ website within 5 business days after each NANC meeting.



5. Updates to the Steering Committee Table of NANC Projects are to be released within 5 business days after NANC meeting and posted on the http://www.nanc-chair.org/ website. 



6. Working Groups, Issue Management Groups and others should post all draft and final documentation to the http://www.nanc-chair.org/ website and e-mail a copy to the DFO, ADFO, and the designated NARUC/NASUCA point of contact. 



NANC Working Group Operating Principles



I.
Co-Chairs and Meeting Principles




A.
Co-Chairs are chosen by open nomination.



1. Selected by team



2. Ratified by NANC



3. Minimum one (1) year term



4. Annual reaffirmation by team



B.
Co-Chairs establish and distribute meeting agendas in advance of meeting.



1. Members may request agenda items and Co-Chairs will use discretion in placing such items on agenda.




C.
Co-Chairs facilitate meetings.





1.
Co-Chairs will maintain conditions in which the respect for the dignity of members is maintained.




D.
Co-Chairs and team members determine locations for face-to-face meetings and provide adequate advance notice.



1. Working Group members share meeting expense on a voluntary basis or, if necessary, through another sharing mechanism.





2.
Conference bridges will be provided during all face-to-face meetings if requested by members that are unable to travel.





3.
Conference calls should be used when possible.





4.
Working Group/sub-teams will schedule meetings at times and locations to best satisfy the needs of team members.




E.
Co-Chairs ensure publication of meeting minutes, including attendee list that depict agreements reached and action items assigned.  Points noted are documented upon request.




F.
Co-Chairs will be neutral while moderating meetings and while performing other Working Group activities associated with acting in the capacity of chair.




G.
Co-Chairs will reiterate the need for members to respect the dignity of each other. 




H.
Co-Chairs will provide for the review of monthly presentation to NANC. 



II.
Balanced in Interest Group Representation




A.
Co-Chairs are responsible to ensure appropriate balance of interest group segments within the Working Group.



B. Co-Chairs should ensure validity of Working Group recommendations.



1. Working Group meetings should sustain and encourage adequate interest group representation.




C.
Attendance at Working Group and sub-team meetings is open to all interested parties.



III.
Conduct of Members




A.
Respect for the dignity of members must be assured.




B.
The rights of members with a minority opinion must be protected.





1.
Minority opinions are included in written documents upon request.



IV.
Decision Process




A.
Substantive decisions must be made only when adequate interest group representation is present.




B.
Working Groups and sub-teams use the consensus method for decision making.





1.
Team members receive one voice per entity for consensus purposes.





2.
Co-Chairs determine consensus consistent with input from team.



B. Unresolved substantive issues should be escalated through NANC teams in the following order.





1.
Task Force





2.
Working Group





3.
NANC




D.
Unresolved substantive issues pertaining to operating principles should be escalated through NANC teams in the following order.



   

1.
Task Force





2.
Working Group





3.
NANC Steering Committee





4.
NANC



V.
Communication Process




A.
E-mail is the standard for all Working Group and sub-team correspondence.




B.
Co-Chairs are responsible for maintaining updated contact lists.




C.
Meeting minutes, meeting announcements, draft reports and other documents are distributed to the contact list in a timely fashion.




D.
Matrix of Working Group work items distributed monthly to team members and the NANC chair.




E.
Members have an obligation to be present and represent their interest group and are expected to identify themselves for meeting records.



VI.
Working Group Relationship with NANC




A.
NANC establishes, directs work to Working Groups, and sets due dates for the delivery of reports to NANC.  




B.
Working Groups develop draft NANC recommendations, which NANC can accept, remand back with additional direction, or change. 



1. If time allows, the disagreement will be communicated to the Working Group for further review. 





2.
If time does not allow, the NANC will clearly indicate that the change is not the product of the Working Group, for example, through the use of a footnote or by clearly titling the document as a NANC document.   





3.
The NANC may disagree with recommendations of a Working Group and will consider making changes to it only after communicating the reasons for the change and taking into consideration the positions of the Working Group participants to the greatest degree possible.          



VII.
NANC Status Reports



 
A.
Co-Chairs coordinate monthly updates to the matrix of work items being managed by the Working Groups and sub-teams.




B.
Co-Chairs develop monthly reports for NANC providing current status on work items from the matrix as determined necessary by Co-Chairs and Working Groups.




C.
Co-Chairs attend monthly NANC meeting and provide Working Group status reports.



VIII.
Due Process




A.
Final closure (e.g. reports and recommendations) should undergo a minimum period for review by team members.




B.
Document preparation, change, and approval management.





1.
Editor adds revision marks in document to indicate new text (old text remains).





2.
Working Group reviews and approves revised text or make changes.





3.
The Working Group reviews and approves changes. 





4.
Editors remove revision marks and delete old text. 





5.
The Working Group has opportunity to review the final document.





6.
The Working Group will develop a timeline near the completion of its task to facilitate an orderly document change and approval process. The timeline date intervals will be developed by the group to allow the flexibility to meet the needs of the group.  





7.
The Co-Chairs will present a summary of highlights and specific recommendations and conclusions to the NANC in bullet style presentation format. 





8.
Co-Chairs will be readily accessible during critical timeline milestones. 



IX.
Meeting Decorum




A.
While it is the responsibility of the Co-Chairs to maintain the environment, it is the responsibility of the individual participants to act in a civil manner.    





1.
Nothing should be said that could potentially be personally offensive to any participant.





2.
Refrain from attacking a participant’s motives.





3.
Confine remarks to the merits of the pending question or issue.





4.
Refrain from speaking adversely on prior actions or issues - focus on the “now”.



5. Refrain from disturbing the meeting.



6.
Recognize and be sensitive to antitrust laws.
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BRAINSTORMING OF POSSIBLE FUTURE 

LNPA WG AGENDA ITEMS





		PRIORITY

		AGENDA ITEM DESCRIPTION

		NOTES

		DATE CLOSED



		

		

		

		



		HIGH – NO. 1

		Review of the NANC Guidelines & Operating Principles and NANC Operating Manual (Training Binder)







          

		Identified at January 2011 meeting.

		May 11, 2011 LNPA WG meeting.



		HIGH – NO. 2

		Development of FCC Order 09-41 (one-day porting) Lessons Learned Document

		Identified at November 2010 meeting.

		



		HIGH – NO. 3

		Revisiting of Type 1 Wireless migration projects

		Identified at November 2010 meeting.

		



		HIGH – NO. 4

		Review of industry testing requirements:



· Review of SOW 24 test requirements, vendor testing, and Service Provider regression/turn-up test plans



· With the increase in SOA and LSMS interface throughput requirements due to NANC 397 in Release 3.4, schedule and perform another performance test at 25K transactions per hour after Release 3.4 is implemented.

		



Identified at July 2010 meeting.





Identified at September 2010 meeting.

		



		HIGH – NO. 5

		Address the time it takes to download and process a full BDD – possible suggestions to speed up the process or run in the background on low priority.  

		Identified at September 2010 meeting.

		



		HIGH – NO. 6

		Develop a recommended process for addressing non-compliance to future regulatory mandates.

		Identified at July 2011 meeting.

		



		HIGH – NO. 7

		Addressing future FCC actions that affect porting/pooling and are within the purview of the LNPA WG.

		Identified at July 2011 meeting.

		



		HIGH – NO. 8

		The ability to manage one’s own operations needs by being able to look into other scheduled projects, e.g. at a centralized GUI, and being able to schedule and perform own mass porting/mass updates without exceeding industry limits.  Please refer to NANC Change Order 444.

		Identified at September 2010 meeting.

		



		

		

		

		



		WORK IN PROGRESS

		Update Best Practices document.

		Identified at July 2010 meeting.

		



		

		

		

		



		PRIORITY

		AGENDA ITEM DESCRIPTION

		NOTES

		



		

		

		

		



		MEDIUM

		Develop industry standard wireline-to-wireline and intermodal test plans and set provider expectations for participation.

		Identified at July 2010 meeting.

		



		MEDIUM

		Are the additions to the SV record that are not related to LRN routing meeting the needs of the industry?  Are they being used?  Would carriers be willing to share how they are being used and what else can we do in addition?  Examples of added fields/parameters/records include altSPID, altBilling ID, altEnd User Location Value, altEnd User Location Type, URIs, Pseudo LRN. 

		Identified at September 2010 meeting.

		



		MEDIUM

		Reviewing the ICP Process:



· Using the NPAC for the ICP process (LSR/FOC exchange)  



· Standardizing the ICP process  

		Identified at September 2010 meeting.

		



		MEDIUM

		Determine if and when the NPAC will need to move to support IPv6.  (NOTE:  Neustar will develop a proposed Change Order related to IPv6, to be sponsored by AT&T Mobility.)

		Identified at May 2011 meeting.

		



		MEDIUM

		Address the issue of future-dated pending SVs that are preventing the telephone numbers from being ported.

		Identified at May 2011 meeting.

		



		MEDIUM

		Determine what functionalities should be considered for sunsetting.

		Identified at July 2011 meeting.

		



		MEDIUM

		Determine if Non-Efficient Data Representation (Non-EDR) support will be:

a) Sunsetted – defined as eliminating non-EDR support entirely for any existing SPs and any new entrant SPs.

b) Grandfathered – defined as continued support of non-EDR for any existing non-EDR SPs and eliminating non-EDR support for any new entrant SPs.

c) BAU – Non-EDR support will continue to be available for any non-EDR SP, whether existing or new entrant. 

		Identified at September 2011 meeting.

		



		

		

		

		



		PRIORITY

		AGENDA ITEM DESCRIPTION

		NOTES

		



		

		

		

		



		LOW

		Considerations and Barriers to Geographic Porting:



· Monitor inter-carrier compensation developments

		Identified at July 2010 meeting.

		



		LOW

		2 ½ hour porting for intermodal

		Identified at July 2010 meeting.
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NANC Training Mission:



The mission of the NANC Training (NT) ad hoc committee was to work collectively with the NANC members to develop a brief yet cohesive NANC Operating Manual. This manual was delivered in the form of training via chapter, to the NANC members in both the September and November 2005 NANC meetings. The end goal was to provide an informational tool for new NANC participants who should have a better understanding of the NANC protocol after reviewing this manual. This project was short-term, and updates to the manual may be made through the NANC Chairman.
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 FCC Creation of the NANC



NANC Background 



The North American Numbering Council (NANC) is a Federal Advisory Committee. The NANC advises the Commission and makes recommendations, reached through consensus, that foster efficient and impartial number administration. The NANC is composed of representatives of telecommunications carriers, regulators, cable providers, VoIP providers, industry associations, vendors and consumer advocates. Working groups and task forces made up of industry experts have been established by the NANC to assist it in its efforts. The initial NANC charter was filed with Congress on October 5, 1995, and the NANC held its first meeting on October 1, 1996. The current charter expires October 4, 2005.



The Commission's procurement of entities to serve as the North American Numbering Plan Administrator (NANPA), and Pooling Administrator (PA) were based on the NANC's recommended technical requirements.  The NANC also developed and recommended the database architecture and administrative plan for the Number Portability Administration Center (NPAC) as captured in the Commissions First Report and Order on Telephone Number Portability FCC 96-286, CC Docket No. 95-116. Since its inception, the NANC has provided recommendations to the Commission which have addressed a myriad of issues, including wireline/wireless integration for local number portability, abbreviated dialing arrangements, the neutrality of toll free database administration, and the feasibility of local number portability for 500/900 numbers. The NANC is currently working on issues such as monitoring wireless and intermodal LNP implementation, and the impact of VoIP and Electronic Numbering (ENUM) on the North American Numbering Plan (NANP).



In the Matter of Administration of the North American Numbering Plan CC Docket No. 92-237   REPORT AND ORDER



Adopted: July 13, 1995; Released: July 13, 1995



Par. 1: We adopt a model for administration of numbering in which the North American Numbering Council will make recommendations to the Commission, develop policy, initially resolve disputes and guide the North American Numbering Plan Administrator.



Par. 2: (w)e intend to seek advice from the North American Numbering Council on such issues including, but not limited to, a plan to transfer responsibility for administering central office codes to the North American Numbering Plan Administrator; conservation of numbering resources, including examination of ways to ensure efficient use of number resources; and whether the NANC, after two years, should continue as a federal advisory committee. Additionally, we intend to seek on a continuing basis advice from the North American Numbering Council on steps the Commission can take to foster efficient and impartial number administration.



Par. 42: We intend to undertake the procedural steps set forth in FACA to create the "North American Numbering Council" (NANC) as a Federal Advisory Committee for the purpose of addressing and advising the Commission on policy matters relating to administration of the NANP, some of which are discussed below and others of which may arise in the future.



Par 46: The purpose of the NANC will be to provide to the Commission advice and recommendations reached through consensus to foster efficient and impartial number administration as telecommunications competition emerges. Additionally, we direct the NANC to select as NANP Administrator an independent, non-government entity that is not closely associated with any particular industry segment. Initially, we seek from the NANC recommendations on: (1) What the transition plan should be for transferring CO code administration responsibilities from LECs to the new NANP Administrator? (2) What measures should be taken to conserve numbering resources? (3) What number resources, beyond those currently administered by the NANP Administrator should the NANP Administrator administer? and (4) Whether the NANC, after two years, should continue as a federal advisory committee.



Par. 47: An advisory committee created under FACA must have a membership fairly balanced in terms of the points of view represented. In meeting this requirement we anticipate council membership would be drawn from all segments of the industry including LECs, Interexchange Carriers (IXCs), Wireless Service Providers, Competitive Access Providers and other interested parties both within the United States and from other NANP member countries. We further anticipate council membership will include members representing state interests such as NARUC, state public utility commissions, telecommunications users and other consumers groups. The specific membership will be determined when the NANC charter is established. Additionally, meetings must be open to the public, detailed meeting minutes prepared and a designated federal official present at all meetings.



In the Matter of Telephone Number Portability CC Docket No. 95-116



First Report and Order and Further Notice of Proposed Rulemaking



Adopted: June 27, 1996; Released: July 2, 1996



Par 5:  We conclude that a system of regional databases that are managed by an independent administrator will serve the public interest. We direct the North American Numbering Council (NANC) to provide initial oversight of this regional database system. We direct the NANC to determine the number and location of the regional databases and to select one or more administrators responsible for deploying the database system.



Par 9: We hereby direct the NANC to select as a local number portability administrator(s) (LNPA(s)) one or more independent, non-governmental entities that are not aligned with any particular telecommunications industry segment within seven months of the initial meeting of the NANC…… The fundamental purpose of the NANC is to act as an oversight committee with the technical and operational expertise to advise the Commission on numbering issues. The Commission has already directed the NANC to select a NANPA. 



Par 95: We believe that the NANC should determine, in the first instance, whether one or multiple administrators should be selected, whether LNPA(s) can be the same entity selected to be the NANPA, how the LNPA(s) should be selected, the specific duties of the LNPA(s), and the geographic coverage of the regional databases. Once the NANC has selected the LNPA(s) and determined the locations of the regional databases, it must report its decisions to the Commission. The NANC should also determine the technical interoperability and operational standards, the user interface between telecommunications carriers and the LNPA(s), and the network interface between the SMS and the downstream databases. Finally, the NANC should develop the technical specifications for the regional databases, e.g., whether a regional database should consist of a service management system (SMS) or an SMS/SCP pair. In reaching its decisions, the NANC should consider the most cost- effective way of accomplishing number portability. We note that it will be essential for the NANPA to keep track of information regarding the porting of numbers between and among carriers. We thus believe it necessary for the NANC to set guidelines and standards by which the NANPA and LNPA(s) share numbering information so that both entities can efficiently and effectively administer the assignment of the numbering resource.



Par. 99:  We believe that, at this time, the information contained in the number portability regional databases should be limited to the information necessary to route telephone calls to the appropriate service providers.  The NANC should determine the specific information necessary to provide number portability.  To include, for example, the information necessary to provide E911 services or proprietary customer-specific information would complicate the functions of the number portability databases and impose requirements that may have varied impacts on different localities. 



Implementation of the Local Competition Provisions of the Telecommunications Act of 1996, CC Docket No. 96-98,



Second Report and Order and Memorandum Opinion and Order



Released 8/8/1996



52.11  North American Numbering Council.



The duties of the North American Numbering Council (NANC), may include, but are not



limited to:



     (a)  advising the Commission on policy matters relating to the administration of the



NANP in the United States;



     (b)  making recommendations, reached through consensus, that foster efficient and



impartial number administration;



     (c)  initially resolving disputes, through consensus, pertaining to number administration



in the United States;



     (d)  recommending to the Commission an appropriate entity to serve as the NANPA;



     (e)  recommending to the Commission an appropriate mechanism for recovering the



costs of NANP administration in the United States, consistent with 
 52.17; 



     (f)  carrying out the duties described in 
 52.25; and



     (g)  carrying out this part as directed by the Commission.
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Consensus



Ideally, every decision taken by NANC and its subsidiary groups will be made by unanimous consent.  The Chair and Members should make reasonable attempts to achieve unanimity.  However, a requirement of unanimity would make it impossible for NANC to make any controversial decisions since each Member would hold veto power.  



When a decision must be made and unanimity is not possible, NANC decisions will be made by consensus.  (This means that decisions are not made by simple majority voting.)



But, what is “consensus” and how is it determined?



Fundamentally, determining when consensus is reached is a judgment call to be made by the Chair.  Included in the Chair’s judgment are not just the numbers of Members "for" or "against" but, more importantly, the “weight” (i.e., the experience, reputation and knowledge) of each Member who is “for” or “against.”  Another judgment factor to be considered by the Chair is the intensity with which each Member’s views are held.



The Chair cannot and should not attempt to determine when consensus is achieved by some sort of mechanical “objective” process.  However, the following examples illustrate how the subjective decision might be made.



Each NANC Member earns his or her consensus “weight” through regular participation, expertise, collegiality and other factors valued by the Chair. Thus, if only one “heavyweight” – a very experienced, knowledgeable and fair person – was strongly against a decision, that might be enough to defeat consensus.  Similarly, if a large number of "lightweights" (i.e., those who have earned little respect, rarely attend meetings or participate in them) attend a meeting and take one side of an issue and a similar number of "heavyweights" are on the other side, it would be reasonable for the Chair to find that the heavyweights’ view constitute the consensus.  Similarly, a smaller number of heavyweight Members with intensely held views could constitute the consensus against weakly held views of lighter weight Members.



Because determining consensus is inherently a subjective judgment by the Chair, due process requires a Members who are disappointed by the Chair’s decision have an appeal. In NANC, any Member who disputes the finding of a "consensus" may bring their point of view to the next higher authority as a minority opinion. (The higher authority is the full NANC in the case of subsidiary groups’ decisions and the FCC in the case of the full NANC’s decisions).  It is better for the higher authority to receive a “consensus” decision and one or more “minority” opinions than to have no recommendations at all.  Indeed, having both “consensus” and “minority” views can be very valuable to the higher authority.



In summary, unanimity is ideal.  When unanimity is impossible, anything other than the admittedly subjective consensus process runs the risk of gridlock.  It is much better to present a disputed consensus opinion than no advice at all.  Consensus keeps things moving and the "appeal" process ensures fairness.
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Relationship



NANC maintains both a formal and informal relationship with various industry groups.  These relationships are either defined by FCC Order, identified in the NANC Charter or are conducted under an informal exchange of information with other identified subject matter expert organizations.



Examples: 



· Formal relationships defined by FCC Order - NANPA, PA, B&C Agent, NAPM LLC, and the FCC  



· Formal relationships defined by the NANC Charter – ATIS Industry Numbering Committee (INC)



· Formal relationship defined by the NANC – Working Groups, Issue Management Groups (IMG) that NANC may create to investigate, study and prepare draft recommendations for its consideration



· Informal relationships defined by either the NANC or other parties that need to exchange information with the NANC include various industry standards and technology related groups – e.g. ATIS Committees - NIIF, ESIF
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Numbering and Public Policy 



What is the North American Numbering Council (NANC)?



On October 5, 1995, the Federal Communications Commission (FCC) established the North American Council (NANC), by filing its charter with Congress, to provide advice and recommendations the FCC and other governments (including Canada and Caribbean countries) on numbering issues. As a Federal Advisory Committee to the Commission (under Title 5, U.S.C.), one of the NANC's first assignments was to select neutral administrators for the North American Numbering Plan (NANP) and local number portability (LNP). Following a competitive bidding process, the NANC selected Lockheed Martin's Communications Industry Services (now NeuStar, Inc.) to be the North American Numbering Plan Administrator (NANPA) and as the Local Number Portability Administrator (LNPA). 



Since its inception, the Council has provided the Commission with critically important recommendations regarding numbering issues. These recommendations have addressed a myriad of issues, including wireline/wireless integration for local number portability, abbreviated dialing arrangements, the neutrality of toll free database administration and the feasibility of local number portability for 500/900 numbers. In addition, the NANC has recently made recommendations concerning methods for optimizing the use of numbering resources, the assignment of Feature Group D Carrier Identification Codes to switchless resellers, and technical specifications for a National Pooling Administrator and the North American Numbering Plan Administrator.



The value of this federal advisory committee to the telecommunications industry and to the American public cannot be overstated. Numbers are the means by which businesses and consumers gain access to, and reap the benefits of, the public switched network. The Council's recommendations to the Commission facilitate fair and efficient numbering administration in North America and help ensure that numbering resources are available to all telecommunications service providers, consistent with the requirements of the Telecommunications Act of 1996.  www.nanc-chair.org/docs/nanc-chair.html


How do you become a member of the NANC?



NANC members include representatives from local exchange carriers (LECs), interexchange carriers, wireless providers, manufacturers, state regulators, consumer groups and telecommunications associations.  www.nanc-chair.org/docs/nanc-chair.html 



NANC members are approved by the FCC Wireline Competition Bureau as primary and alternate representatives of their firm or organization.  The membership has evolved through consolidations, new entrants to the market and shifts in technology.  The FCC actively monitors the membership mix to assure a fair representation of interests in this advisory committee.
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Members as Representatives



What is the role of a NANC Member?



In carrying out its responsibilities, the Council will assure that NANP and LNP administration supports the following policy objectives: (1) that NANP and LNP administration facilitates entry into the communications marketplace by making numbering resources available on an efficient, timely basis to communications service providers; (2) that NANP and LNP administration does not unduly favor or disfavor any particular industry segment or group of consumers; (3) that NANP and LNP administration does not unduly favor one technology over another; (4) that NANP and LNP administration gives consumers easy access to the public switched telephone network; and (5) that NANP and LNP administration ensures that the interests of all NANP member countries are addressed fairly and efficiently, fostering continued integration of the NANP across NANP member countries.  www.nanc-chair.org/docs/nanc-chair.html


Membership in the NANC is designed to provide the FCC with a broad perspective on numbering issues. 



1. Members should be present, on time, and prepared to stay until the end of the meeting.



2. Members should review all relevant documents prior to meetings and be prepared to discuss all agenda items.



3. Members should refrain from repeating comments already made to ensure that all participants have an opportunity to have comments fairly and completely presented.



4. Members comments should be relevant and to the point.



5. Members should strive to find grounds on which to reach consensus.



6. Members should always be civil and courteous and respect the dignity of NANC members and others.



7. Members with positions on agenda items, who want those positions understood and considered, are encouraged to provide contributions outlining their positions in advance of meetings.



8. Members should notify the DFO, ADFO, and NANC Chair in advance of a meeting if either the member or alternate is unable to attend. Any modifications to NANC representation (i.e., changes to designated member or alternate) must be approved by the FCC.



9. Members will review and agree upon final documents and or letters prior to official transmittal.



10. Members have an obligation to reflect the public interest considerations when representing their interest group.



11. Members are expected to share NANC developments with the entities that they represent. (NANC Guidelines and Operating Principles April 17, 2001, www.nanc-chair.org/docs/principles.html


The NARUC Representatives



The National Association of Regulatory Utility Commissioners (The NARUC) is a non-profit organization founded in 1889. Its members include the governmental agencies that are engaged in the regulation of utilities and carriers in the fifty States, the District of Columbia, Puerto Rico and the Virgin Islands. The NARUC's member agencies regulate the activities of telecommunications, energy, and water utilities.


The NARUC's mission is to serve the public interest by improving the quality and effectiveness of public utility regulation. The NARUC's members work to ensure the establishment and maintenance of utility services as may be required by the public convenience and necessity, and to ensure that such services are provided at rates and conditions that are just, reasonable and nondiscriminatory for all consumers.


The NARUC provides six (6) representatives, each with a designated alternate, to the North American Numbering Council (NANC). The NARUC representatives are typically members of the NARUC Telecommunications Committee. The mission of The NARUC Telecommunications Committee is to assist member Commissions and Commissioners of The NARUC in carrying out their obligation to serve the public interest in the area of telecommunications. Specifically, the Committee shall accomplish its mission by:


· Providing a regular and effective forum for the exchange of ideas and information concerning regulatory issues in telecommunications.



· Providing and coordinating the resources needed to develop in-depth analyses of telecommunications issues, particularly of the implications of various policy choices on the development of a modern, high quality and ubiquitous telecommunications infrastructure serving the needs of all customers; and provides the support, guidance, and resources needed to participate effectively in legislative and regulatory initiatives of common interest to the Commissioners


· Providing The Telecommunications Committee works closely with the Federal Communications Commission, the National Telecommunications and Information Administration, the United States Department of Justice, the Federal Trade Commission, the Office of the United States Trade Representative, and the Federal Bureau of Investigation.



The NASUCA Representatives



NASUCA is the National Association of State Utility Consumer Advocates.  Its web site is www.nasuca.org.  NASUCA is NASUCA is an association of 44 consumer advocates in 42 states and the District of Columbia. NASUCA's members are designated by the laws of their respective jurisdictions to represent the interests of utility consumers before state and federal regulators and in the courts.  NASUCA has two members on NANC.



NASUCA does not represent the interest of any commercial entities, but rather the interest of consumers that purchase telecommunications services and are the end users of numbering resources.  NASUCA serves as an advocate for consumer interests.  NASUCA also has experience in state regulatory proceedings and brings that perspective to the NANC.



What is the role of the role of the Designated Federal Officer (DFO)?



Generally, the role is to be the primary liaison between the NANC and the FCC.  Note that the DFO and the Assistant to the DFO share responsibilities.  Additionally, from the Federal Advisory Committee Act,, the following responsibilities are described:


FACA – DFO Responsibilities (from GSA FACA Training Manual):



1) Orienting new committee members



2) Approving or calling the meetings



3) Approving the agendas



4) Ensuring public participation in open advisory committee meetings



5) Attending the meetings



6) Adjourning the meeting when such an adjournment is in the public interest



7) Chairing the meeting when so directed by the agency head



8) Maintaining the records, reports, transcripts, minutes, appendices, working papers, drafts, studies, agendas, or other documents which are made available for public inspection and copying at a single location in the agency until the advisory committee ceases to exist



9) Maintaining detailed minutes



10) Maintaining records of costs



11) Filing reports with the Library of Congress



12) Tracking committee recommendations and obtaining agency responses



Chapter G0



 Working Groups vs. Issue Management Groups 



Working Groups



NANC Working Groups and their subcommittees are standing groups of the NANC that are assigned specific tasks, have ongoing responsibility for a subject matter, and make recommendations to NANC. 



Working Group and subcommittee membership is open to any interested party.



NANC/WG Relationship - NANC establishes the clear direction for Working Groups, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC. 



Working Groups develop draft recommendations for NANC consideration, which NANC can accept, reject, change, or remand back to the Working Group with additional direction. 



Issue Management Groups (IMGs) 



IMGs are ad hoc groups formed to focus on specific issues that may not be appropriate or practical to assign to an existing Working Group, and to make recommendations to the NANC.  IMGs are often used to define a new issue or work time-sensitive projects with an expiration date.  Once an IMG completes its work assignment, it is typically disbanded.



IMG membership is open to interested parties, but the size of a given IMG may be restricted for efficiency reasons.


NANC/IMG Relationship - NANC establishes the clear direction for IMGs, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC.



IMGs develop draft recommendations for NANC consideration, which NANC can accept, reject, change, or remand back to the IMG with additional direction.
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FoN 



Mission



To explore changes to the environment, including new and future technologies, the impact of market place and/or regulatory changes and innovations on telephone numbering. 



Scope:



The Working Group will investigate new telephone numbering assignment approaches and future telephone number assignment requirements. The Working Group will identify common criteria and gather data to identify trends and their impact upon numbering resources. The Working Group, if necessary, will analyze opportunities to determine the feasibility and benefit of each and report its findings to the NANC. The Working Group will also analyze various topics that may be given to it from time to time by the NANC and/or FCC.



Target Audience:



The NANC and the FCC are the target audience.


The Future of Numbering Working Group (FoN WG) is a standing Working Group of the NANC that is assigned specific tasks, have ongoing responsibility for a subject matter, and make recommendations to NANC.  The FoN WG and any subcommittee membership is open to any interested party.  



The NANC establishes clear direction for the FoN WG, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC.  The FoN WG develops a draft recommendation for NANC consideration, which NANC can accept, reject, change, or remand back to the FoN WG with additional direction. 



For example, the NANC assigned the review of the LNPA WG’s Change Orders (CO’s) 399 & 400 for VoIP Requirements to the FoN WG at its March 2005 meeting.  The FoN WG had a joint meeting with the LNPA WG with presentations and discussions on this issue to gain a better understanding of the task   The FoN evaluated CO’s 399 and 400, developed a report structure based on the groups input.  The FoN reached consensus on CO 399 but not on CO 400.  The FoN presented its findings in a report to the NANC on June 7th and asked NANC to consider the report’s recommendations.



The FoN WG tracks its projects using a matrix; an example of this project matrix is as follows:



Draft Project Tracking Report



Status as of June 7, 2005



			Project #


			Description


			NANC Assignment



Date


			NANC



Due



Date


			Status





			1


			NANC Report on the Future of Numbering


			September 2004


			---


			Work on NANC report postponed due to other urgent work items.





			2


			Navy NPA Request


			November 2004


			Work 



Suspended


			Suspended February 2005; Awaiting Action by the Navy.





			3


			VoIP Number Assignment Criteria


			January 2005


			Original:



May 2005



Current:



July 2005


			Work delayed due to other more urgent item, namely Project #6; Anticipate report and NANC discussion during the July NANC meeting instead of May.





			4


			Telematics


			March 2005


			--


			Reviewing current applications in anticipation of analyzing future needs/impact; contributions anticipated.





			5


			FoN response to LNPA WG Letter


			March 2005


			Original:



April 8, 2005



Current:



May 13, 2005


			COMPLETED: FoN Change order report. LNPA WG agrees the FoN WG’s response to the NANC regarding Project #6 will satisfy this request. A copy of the FoN WG Report to be sent to LNPA-WG.





			6


			Review LNPA WG Change Orders 399 & 400 for VoIP Requirements


			March 2005


			Original Date May 2005



Revised Date



June 10, 2005


			Joint meeting, presentations and discussions on this issue completed; Final report under development by co-chairs for use and discussion at the May NANC meeting. NANC requested that Report be open for further input on Change Order 400 until June 7th, NANC to consider recommendations on June 28th Conference Call
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Local Number Portability Administration WG 



 



Mission



The Local Number Portability Administration Working Group (LNPA WG) is the body that makes the decisions and recommendations that form the basis of the regulatory orders issued by the FCC pertaining to LNP.    The LNPA WG is also responsible for the business functionality of the national LNP system and how Service Providers inter-operate with it. Therefore, the activity of the LNPA WG has a direct bearing on the processes and systems that each Service Provider uses to participate in LNP.



Scope


The LNPA WG was given the charter by the North American Number Council (NANC) for implementing Local Number Portability (LNP) on a national level. The LNPA WG is responsible for developing and maintaining the process that is followed by all Service Providers who participate in LNP. A complete description of the operation flows is contained in Inter-Service Provider LNP Operations Flows located on this Web site. These flows have been revised to include wireless carrier operations. The updated flows will be included in the second NANC report on Wireless Wireline Integration due out in the second quarter of 1999.



 



The LNPA WG is also responsible for defining the requirements for the national Number Portability Administration Center (NPAC) Service Management System (SMS) and how it interfaces to each Service Provider's local LNP system to enable LNP. The NPAC SMS is operated by NeuStar, which serves as the central mediation system and source database for all number portability data. The requirements are contained in the "NPAC SMS Functional Requirements Specification (FRS)" and the interface standards are contained in the "NPAC SMS Interoperable Interface Specification (IIS)". Both documents are available on the NPAC web page at www.npac.com under documents. The NPAC web site also has documentation about pending change orders that will change the functionality of both the NPAC SMS and the interface to it.



Target audience



Telecommunications Carriers (Wireline, Wireless, VoIP, etc.)



What is the process to submit an issue? Issues/Problems are submitted to the LNPAWG by filling out Problems/Issues Management (PIM) which can be found on the NPAC Website  (http://www.npac.com/).



1. What criteria does the group use to determine whether to work the issue or not if any? When a PIM is presented to the LNPAWG, a discuss takes place to determine if it is a number portability problem/issue, the magnitude of the problem/issue, can it be worked/resolved by the LNPAWG or does it need to be referred to another committee and then tracked by the LNPAWG, etc.



2. How do you know when that issue will be placed on the agenda to work?  If time permits, we put it on the current agenda or placed on the agenda for the next time we meet which at this time is monthly.  Starting in 2006 the LNPAWG will meet every other month as follows: January, March, May, July, September, and November.



3. What is the process for working an issue and subsequently gaining a conclusion to an issue?   Group discussion, presentation of different options/solutions in order to reach consensus.  If the issue/problem falls within the responsibility of another industry committee then the LNPAWG will forward the issue/problem the appropriate industry committees for input and/or resolution.



4. When the issue is completed, what are the communication vehicles used to provide input to the industry?  When the issue/problem is resolved the outcome is documented on the PIM and placed on the NPAC Website.  In addition the resolution may also be placed in the Number Portability Best Practices Matrix, presented to the NANC and FCC for their support.
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Billing and Collections WG 



Mission 



The NANC’s Billing and Collection Agent Oversight Working Group (B&C WG) is responsible for overseeing the performance of the functional requirements provided by the NANP Billing and Collection Agent (B&C Agent). The B&C WG will investigate/review the performance of B&C Agent and submit reports at each NANC meeting to fully inform NANC of the B&C Agent’s performance with respect to the functional requirements. At the request of the FCC and/or NANC, the B&C WG will identify and determine the financial impact, feasibility and/or the appropriateness of initiatives/activities that may need to be included in the budget or use these Funds.  



Scope 



The WG will participate in the development of the budget, contribution factor and payment computation; monitor the billing, collection, and distribution of funds; review for completeness the B&C Agent’s NANC Reports and Quarterly reports used to confirm established procedures and records are properly maintained to ensure operational integrity and; perform an annual Performance Evaluation and co-develop corrective action plans and other change management initiatives as required. 



Primary Activities 



Performance



•
Perform an annual performance evaluation. Participate in the development of any corrective action plans and/or performance metrics/monitoring that may be necessary during the year or as a result of the annual performance evaluation.



•
Identify/address any industry or vendor concerns with the performance of the functional requirements during the year and upon NANC’s approval of the Annual Performance Evaluation. 



Reports



•
Co-develop and track monthly performance metrics, including internal performance metrics as appropriate. Report monthly performance to NANC at bi-monthly NANC meetings.



•
Co-develop the format and contents of the NANC report and preview same prior to each NANC with Welch to ensure completeness and to address any concerns.  The WG will approve the format of the report used to confirm established procedures and records are properly maintained to ensure operational integrity. 



•
Co-develop the format and contents of the Quarterly report and preview the same with Welch prior to its distribution to NANC to ensure completeness. B&C WG to address any performance and/or operational integrity concerns as is done with the NANC reports.



Fund Size and Contribution Factor



Fund Size



•
Participate in arriving at the budget and Fund Size and ensure disbursements by Welch are made only with proper authorization by the FCC and/or NANC.



Contribution Factor



•
Be involved in the review/approval process for the formula and calculation of the contribution factor - the formula is used to arrive at the contribution factor and must be filed with the FCC.



Mission


The NANC’s Billing and Collection Agent Oversight Working Group (B&C WG) is responsible for overseeing the performance of the functional requirements provided by the NANP Billing and Collection Agent (B&C Agent). The B&C WG will investigate/review the performance of B&C Agent and submit reports at each NANC meeting to fully inform NANC of the B&C Agent’s performance with respect to the functional requirements. At the request of the FCC and/or NANC, the B&C WG will identify and determine the financial impact, feasibility and/or the appropriateness of initiatives/activities that may need to be included in the budget or use these Funds.  



Scope 


The WG will participate in the development of the budget, contribution factor and payment computation; monitor the billing, collection, and distribution of funds; review for completeness the B&C Agent’s NANC Reports and Quarterly reports used to confirm established procedures and records are properly maintained to ensure operational integrity and; perform an annual Performance Evaluation and co-develop corrective action plans and other change management initiatives as required. 
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Numbering Oversight WG (NOWG)



Mission/Scope



The Numbering Oversight Working Group (NOWG) holds a monthly review with the NANPA and is beginning separate monthly meetings with the PA in 2005.  The NANPA standing agenda shown in Attachment 1 illustrates the level of interaction and cooperation between the two groups. This agenda will be modified for use by the NOWG and the PA.  In addition to overseeing the activities and reviewing the performances of numbering administrators, the NANPA the WG also holds frequent conference calls and face-to-face meetings to carry out other NANC and FCC requests and responsibilities in addition to the duties described below:


Change Orders



· Analysis and review of PA/NANPA proposed Change Orders



· Provide summary and analysis to NANC for consideration



· Proposed Tools: Change Order Tracking Report (see Attachment 2)



Internal Performance Metrics



· Review internal performance metrics reported results and ensure they are effectively measuring performance.



· Assist and recommend performance metrics for tracking the NANPA and PA to capture current performance issues 



· Work with NANPA and/or PA to resolve documented issues per direction provided by the NANC and  the FCC.



· Work with NANPA and PA to ensure performance metrics are focused on relevant data points to cover critical aspects of administration



· Proposed Tools: NANPA and PA Quality Assurance Reports



Number Administrator Complaints



· Review/assist with resolution of NANPA and PA complaints filed via the administrators web site or forwarded by interested parties  to NOWG



· Monitor complaints for identification of areas that may need to be addressed through changes in industry guidelines and associated processes or requiring further discussion by the FCC and the NANC for guidance on resolution.


Performance Improvement plans (PIP)



· Review and approve PIP to address agreed upon (NANC/FCC) administrative performance improvements.



· Monitor implementation progress of areas identified needing improvement



· Proposed Tools: NANPA and PA Performance Improvement Plan (PIP) Tracking Report



Performance Review



· Develop annual survey content with input from NANPA, PA, NANC, FCC and other sources



· Evaluate input and survey results



· Document and prepare report analysis of PA/NANPA annual performance



· Conduct site visits for annual Operational Review


· Proposed Tools: Annual Survey; Operational Reviews; Written Observation
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IMG



What Is An Issue Management Group (IMG)?



IMGs are ad hoc groups formed by NANC to work specific issues that may not be appropriate or practical to assign to an existing Working Group. 



What is a IMB Member Responsibilities?



· Be a liaison between your company and the IMG Group



· Attend scheduled meetings



· Review issues and provide feedback to the IMG Group



· Provided written verbiage for an IMG report



What Does an IMG Develop?



· IMGs develop draft recommendations in the IMG report for the NANC consideration on specific issues, which NANC can accept, reject, change, or remand back to the IMG with additional direction. Once NANC approves the final IMG report, it sends the report on to the FCC.



What Type Of Issues Are Reviewed By An IMG?



· Abbreviated Dialing For One Call Notification (811) - The Abbreviated Dialing for One Call Notification Issue Management Group, (a.k.a. DIG IMG) was formed by NANC to identify and analyze the impact of employing various abbreviated dialing alternatives that could be used to implement the Pipeline Safety Improvement Act of 2002.



· Report on The Technical Viability of Increasing the Pooling Contamination Threshold - The Federal Communications Commission (FCC) on October 24, 2002 asked the North American Numbering Council (NANC) to evaluate the technical viability of increasing the contamination threshold for blocks to be donated to number pools from 10 to 25 percent. 
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Industry Numbering Committee 



Mission Statement



The Alliance for Telecommunications Industry Solution’s (ATIS) Industry Numbering Committee (INC) provides an open forum to address and resolve telecommunications industry-wide issues associated with the planning, administration, allocation, assignment and use of North American Numbering Plan (NANP) numbering resources and related dialing considerations for public telecommunications within the NANP area.  The INC was formed in 1993 to provide a single forum to work numbering related issues.



Scope



The INC will work any issue submitted and accepted in accordance with its issue acceptance procedures outlined below that are associated with the planning administration, allocation, assignment and use of NANP resources including related dialing considerations within the NANP area, irrespective of any technology.



Target Audience



The INC guidelines are used by the North American Numbering Plan Administrator, the Pooling Administrator, service providers and vendors in the United States and to some extent throughout the NANP.  As an open industry forum, any interested or materially-affected party can become a member of the INC.  Both federal and state regulators also refer to INC outputs developed via a consensus basis by INC subject matter experts. Final INC Guidelines are also available to the public via the ATIS INC website. NANC members have access to the secure area of the website from the ATIS INC Administrator upon request.  (www.atis.org)


What is the process to submit an Issue?



The process for the submission and working of INC Issues is driven by ATIS Operating Procedures (http://www.atis.org/atisop.pdf) which provide for uniform issue submission procedures across all ATIS forums. An ATIS Issue Identification Form must be completed by the Issue Champion in order for a new Issue to be introduced into an ATIS Forum or Committee. This form can be found in Appendix F of the ATIS Operating Procedures. An Issue Champion may be an ATIS Member Company Representative or a Forum or Committee participant.  Any issue that requires expedited handling should be brought to the attention of the Committee and Sub-Committee leadership.



What criteria does INC use to determine whether to work the Issue?



Once an Issue is submitted, the INC must determine whether to accept the Issue based on the following criteria:



· The Issue is clearly defined via the ATIS Issue Identification Form (Appendix F);



· The Issue is within the scope of the Forum or Committee; and



· There is no existing solution or the existing solution can be enhanced to gain efficiencies, i.e., operational, functionality, etc.



If an issue is not within the scope of the INC as defined by its Mission Statement, it will usually seek to refer that issue to another Committee or Forum for resolution. Other ATIS forums that INC regularly corresponds with include the ATIS Ordering and Billing Forum, the ATIS Emergency Services Interconnection Forum and the ATIS Network Interconnection and Interoperability Forum.



How do you know when an Issue will be placed on the agenda to be worked?



During General Session, newly-accepted Issues are assigned by INC consensus to one of the INC’s Subcommittees. An Issue is placed on the Sub-committee agenda by the co-chairs and the agenda is approved by consensus of the Sub-committee members. Subcommittee members have the ability, via consensus, to include or exclude any Issue for discussion on the agenda. Issues are prioritized to ensure efficient and timely completion of industry priorities.  If an issue requires expedited handling, the Issue champion should contact the leadership of the Committee and Subcommittee.



What is the process for working an Issue and subsequently gaining a conclusion to an Issue? 



Once an Issue is accepted, the Issue is automatically placed into Active Status and addressed via the submission of Contributions by the Issue champion and by other INC members in an effort to reach final resolution. The status of an Issue is indicated by one of the following categories: 



Active: An Issue that has been accepted and is currently being addressed.



Initial Closure: An Issue that has reached consensus resolution. The purpose of Initial Closure is to provide the industry an opportunity to review the resolution prior to the Issue being placed into Final Closure. 



Issues in Initial Closure can be removed from the Initial Closure status and placed back into Active status when the INC decides the proposed resolution needs additional work.



Initial Pending: An Issue that has been placed into Initial Closure may be automatically moved into the Initial Pending category as long as 21 calendar days have passed since the Issue’s Initial Closure resolution was posted on the ATIS Web Site and notification of Initial Closure was distributed via the email exploder list, if one of the following occurs:



Prior to the time that the Issue would go to Final Closure, new and substantive information that directly impacts the resolution is brought to the attention of the INC; or if the INC determines that it is appropriate to hold the Issue in the Initial Pending category in anticipation of the output of another industry group, regulatory body or similar organization.



In either of the above situations, the INC shall subsequently determine, via consensus, if the Issue should be revisited, in which case it would be placed in the Active category; or go to Final Closure if no further work is required, as long as 21 calendar days have passed since the Issue’s Initial Closure resolution was posted on the ATIS Web Site and notification of Initial Closure was distributed via the email exploder list. 



Final Closure: An Issue is automatically placed into Final Closure provided:



21 calendar days have passed since the Issue’s Initial Closure resolution was posted on the ATIS Web Site and notification of Initial Closure was distributed via email exploder list; and



no new information surfaces that would require the Issue to be placed into the Active of Initial Pending category.



Withdrawn: An Issue that was accepted by the INC and later withdrawn pursuant to the consensus agreement of the INC. 



Tabled: An Issue that has been addressed by the INC, but cannot be further pursued until additional information becomes available.



No Industry Agreement: No Industry Agreement exists when the INC is unable to reach consensus on the resolution of the Issue. If this situation should occur, the ATIS Issue Identification Form should document that the INC could not agree on a resolution and state the alternative viewpoints with the pros and cons of each. In this situation, the Issue will be closed under the category, “No Industry Agreement.”



When the Issue is completed, what are the communication vehicles used to provide input to the industry? 



Two weeks after an Issue has been placed into Initial Closure, it is posted on the ATIS INC Web Site and is forwarded to the INC exploder list. The INC exploder list is made up of INC members and other selected industry participants. Likewise, when an Issue goes to Final Closure it follows a similar path. NOTE: Once an Issue goes to Final Closure, the associated changes are incorporated into the applicable Guideline(s).  The Guidelines that have been updated by an Issue going into Final Closure are published two weeks after the Issue is placed into Final Closure.  All INC Guidelines are effective on the date of publication to the INC website.  



ILLUSTRATION



The following demonstrates how INC Issue 465 was handled beginning to end.



1. Proposed INC Issue “NXX Codes Returned in Error,” was accepted at General Session per the issue acceptance procedures and assigned INC Issue Number 465 on January 31, 2005, at INC 80. It was assigned to the INC CO/NXX Subcommittee for work. 



2. The CO/NXX Subcommittee met later that week on February 2. Due to the Subcommittee’s work load, the Subcommittee chose to defer work on this Issue until INC 81. 



3. On April 6, the CO/NXX Subcommittee worked Issue 465 and its associated contribution CO/NXX-317- Amend Section 9.3.1 of COCAG Under Declaration of Jeopardy. A proposed resolution was drafted and the Issue was placed into Initial Closure on April 7, 2005. 



4. On April 22, 2005, the Issue and its proposed resolution were posted to the ATIS INC Web Site and notification was sent to the INC exploder list.



5.  On May 5, 2005, the INC Administrator received notification from an INC member regarding new information pertaining to the proposed changes contained in the Issue that were substantive in nature. The Issue was placed into Initial Pending status until the INC could review it further.  INC leadership discussed with the objector and Issue originator whether the objection should wait until the next regularly scheduled meeting of the INC or whether an interim meeting via conference call should be scheduled to discuss the objection.  An interim conference call meeting was scheduled.


6. On May 27, 2005, the INC held an interim CO/NXX Subcommittee call to review and discuss the Issue. The proposed changes were agreed to and made to the proposed resolution statement. Immediately following the CO/NXX Subcommittee call, a duly announced INC General Session call was held and the Issue was placed into Final Closure.
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NANPA 



Introduction 



AT&T administered shared numbering resources such as area codes until divestiture of the Bell System in 1984, when these functions were transferred to Bellcore under the Plan of Reorganization. On October 9, 1997, the Federal Communications Commission (FCC), acting on a recommendation of the North American Numbering Council (NANC), named Lockheed Martin to serve as administrator of the North American Numbering Plan (NANPA).  In December of 1999, NANPA was transitioned from Lockheed Martin to NeuStar.  In July 2003, the FCC selected NeuStar through a competitive bid to serve as NANPA for another five-year term.



Regulatory authorities in various North American Numbering Plan countries have named national administrators to oversee the numbering resources assigned by NANPA for use within their countries. NeuStar is the national administrator for the United States (U.S.) and its territories. Science Applications International Corp. Canada serves as the Canadian Numbering Administrator.  In other participating countries, regulatory authorities either serve as the national administrator or delegate the responsibility to the dominant carrier. NANPA, in its overall coordinating role, consults with and provides assistance to regulatory authorities and national administrators to ensure that numbering resources are used in the best interests of all participants in the North American Numbering Plan. 



NANPA is not a policy-making entity.  In making assignment decisions, NANPA follows regulatory directives and industry-developed guidelines.  The North American Numbering Council via its Numbering Oversight Working Group (NOWG) provides continuous oversight of NANPA on behalf of the NANC and evaluates NANPA’s performance each year.



NANPA Responsiblities



NANPA has three core responsibilities:  administration of North American Numbering Plan resources, coordination of area code relief planning, and collection of utilization and forecast data from service providers.



Resource Administration


Resource administration includes receiving and processing applications for assignment, making and recording assignments, reclaiming resources no longer needed, and keeping the industry informed as the supply of available resources approaches exhaust. 



The scope of code administration includes these numbering resources: 



· Numbering plan area (NPA) codes:  



· Central office codes;



· PCS/N00 codes (500-NXX);



· 900-NXX codes;



· 555-XXXX line numbers;



· Carrier identification codes (CICs);



· International inbound NPA 456-NXX codes;



· 800 855-XXXX line numbers;



· ANI II digits (Automatic Number Identification Information Integers); and



· Vertical service codes.



Area code relief planning



NPA relief planning precedes the introduction of new geographic area codes.  At least 36 months before the anticipated exhaust of an NPA in the U.S. or its territories, NANPA’s relief planners notify the industry and state regulatory commission of the impending exhaust and facilitate a process for the industry to reach consensus on a plan to relieve the exhaust NPA.  The relief planner submits this plan on behalf of the industry to the state regulatory commission for approval.



Number Resource Utilization and Forecast (NRUF) Reporting



The collection of utilization and forecast data, known as Number Resource Utilization and Forecast (NRUF) Reporting, has been in effect since the FCC’s Number Resource Optimization Order in 2000.  NANPA is charged with collecting and reporting this data.  Service providers are required to report utilization and forecast data twice a year.  Utilization data includes the quantity of assigned, intermediate, aging, administrative and reserved numbers.  Forecast data typically includes a five year forecast of the quantity of thousands blocks and/or codes by rate center.  The FCC NRO Order also required access to disaggregated NRUF data by state regulatory commissions and heightened reporting enforcement, including the responsibility to withhold numbering resources from service providers that fail to file utilization and forecast reports.  This data is also used as input into NANPA’s semi-annual projections of NPA and NANP exhaust.



NANPA funding



NANPA work is performed under an FCC contract on a fixed-price basis.  Costs associated with the administration of shared numbering resources are allocated to participating countries based on population, and then further adjusted based on NANPA services used by each country.  Participants pay only their share of the costs of the NANPA services they require.  Regulatory authorities in each participating country determine how to recover these costs.  



NANPA Information



The NANPA website, www.nanpa.com, is the primary public source of numbering information.  The website focuses on the primary functions performed by NANPA.  The site provides a complete description of the different services offered by NANPA, all of the various numbering resources administered by NANPA, including a description of their use and links to their associated administration guidelines, can easily be accessed via the website.  Area code maps, planning letters, newsletters and other NANPA publications are readily available.  The NANPA website is also the gateway into the NANP Administration System (NAS), the system used by NANPA and the industry to request and receive numbering resources.  The website also makes available numerous downloadable reports on the various resources NANPA it administers.  Many of the reports were made available real-time, providing the most up-to-date source on resource availability.  



NANP Administration System (NAS)



The NANP Administration System enables service providers, regulators and other interested parties to have the capability to submit resource requests, provide number utilization and forecast data, obtain resource reports and receive notifications concerning number administration.  The capabilities of NAS are summarized below:



· Service providers may enter and submit the Central Office Code Part 1s, MTEs, and Part 4s through a secure, web-based system.



· Service providers may enter and submit via the secure web-based system the appropriate applications forms for 500-NXXs, 900-NXXs, 456-NXXs, Carrier Identification Codes, 555 line numbers and 800-855 line numbers.



· In addition to submitting utilization and forecast data (i.e., NRUF) via email and File Transfer Protocol (FTP), NAS provides service providers the capability to submit this information online, to include providing updates to this data throughout the submission cycle. 



· Interested parties may receive notifications on such items as changes to assignment guidelines, NRUF requirements, report availability, client education and system maintenance and availability.  Notifications will also be available on a state-by-state basis, providing information about NPA relief planning activities, jeopardy notifications and state-specific regulatory activities. 



· State commissions have online access to service-provider submitted utilization and forecast data provided via NRUF for their respective area codes.
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PA 



NATIONAL THOUSANDS BLOCK POOLING ADMINISTRATOR



The national thousands-block Pooling Administrator (PA) is a contractor selected by the FCC, that administers the thousands-block pooling administration function.  The contract was competitively bid for a possible total of five years, and is renewable annually.  The first PA contract was awarded to NeuStar, Inc. on June 15, 2001.  Thousands-block number pooling involves breaking up the 10,000 numbers in a central-office code (NXX) into ten sequential blocks of 1,000 numbers each, and potentially allocating each thousands-block to a different service provider, and possibly a different switch, within the same rate center.  All 10,000 numbers available in the NXX code are allocated within one rate center, but can be allocated to multiple service providers in thousand-number blocks, instead of only to one particular service provider.


The PA’s responsibilities are delineated in:



(1) Section C: Thousands-Block Pooling Contractor Technical Requirements, dated November 30, 2000, 



(2) NeuStar’s response to the Request for Proposal (RFP), 



(3) FCC rules, and (4) industry guidelines.  



Those responsibilities include:



· implementation of pooling in all area codes according to FCC and state  orders and directives



· establishment and maintenance of industry pools



· assignment of thousands blocks



· maintenance of the Pooling Administration System (PAS)



· evaluation and forecasting for rate center pools to ensure a six-month supply of blocks



· avoiding the opening of unnecessary codes



· allocating thousands blocks to authorized pool participants



· replenishing industry inventory pools 



· receiving service provider block donations 



· reclaiming thousands blocks



· providing reports



· coordinating requests for full codes with NANPA CO Code Administration as needed



· participating in industry forums



· implementing federal and state regulatory agency directives



· following industry guidelines



PA Website:



Public information about number pooling and the PA can be found on the website, www.nationalpooling.com. The pooling website is used for access into the PAS, the system used by the PA and the industry to request, receive, and manage numbering resources.  In addition, the website makes the following information about pooling available:



· Reports on such topics as assigned and available blocks, rate center files and changes, and PA monthly reports to the FCC.



· PA Tips of the Month 



· FAQs



· New Service Provider Checklist



· PAS User Manuals



· PA Annual Report



· Reclamation Procedures



· PAS User Registration and Login



· PA Contact Information



Pooling Administration System (PAS)



The Pooling Administration System (PAS) enables registered users, including service providers and regulators, to submit requests for thousands-blocks, provide forecast data, obtain resource reports, and receive notifications concerning number administration.  



Industry Pooling Guidelines



The Alliance for Telecommunications Industry Solutions’ (ATIS) Industry Numbering Committee (INC) establishes guidelines for the administration of thousands-block number pooling.  The following are links to pooling-related documents:



Thousands-Block Pooling Administration:



http://www.atis.org/inc/docs/finaldocs/TBPAG-Final-Document-05-20-05.doc


Location Routing Number (LRN) Assignment:



www.atis.org/inc/docs/finaldocs/LRN-Assignment-Practices-Final-Document-1-23-04.doc
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Welch & Co.



How did we acquire the job?



Welch & Company LLP replied to a request for proposals, and won the contract.  Our contract with the FCC began October 1, 2004 and expires on September 30, 2009.



Mission / Scope /Role



Welch & Company acts as the Billing & Collection Agent for the North American Numbering Plan.  Our duties are as follows:



1 - Contribution factor / Budget



· Before the start of fiscal year, we prepare a budget of the costs to be funded for the following fiscal year which we review with the B&C working group for their review and approval. 


· We then receive revenue data from the data collection agent and from there determine the contribution factor which we review with working group for review and approval.


· We then file a report of the contribution factor with the FCC for approval.



2 – Invoicing carriers



· The data collection agent (USAC) sends us revenue information they have collected from carriers who file the 499A report.



· Based on the contribution factor and the revenue information, we send out annual invoices to the carriers.  Carriers who owe amounts in excess of $1,200 are entitled to pay monthly instead of annually.



3 – Payments from the fund



· The FCC has contracts with various vendors.  When we receive an approved invoice from the FCC, we pay the invoice, generally by wire transfer.



4 – Reporting



· We send reports to the FCC on a regular basis regarding the accounting records.



We prepare bi-monthly reports for the NANC meetings.  The B&C working group approves these reports before we present to NANC.
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Guidelines for Working Groups



www.fcc.gov/wcb/tapd/Nanc/nancchrt.html


www.fcc.gov/wcb/tapd/Nanc/nancback.html


www.fcc.gov/wcb/tapd/Nanc/nancsumm.html


Attachment: www.nanc-chair.org/docs/principles.html
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Listing of Resources



The following is a list of websites and the information available.



www.nanpa.com  is  the official NANPA web site. Its contents include:



· Assignment listings for NANP numbering resources, including area codes, carrier identification codes, N11 codes, and vertical service codes.



· Relief planning information for the U.S. and its territories, including a status chart, planning letters, and press releases.



· Central office code assignment information for the U.S. and its territories.



· Contact information for numbering resources.



· Jeopardy procedures.



· Information for NRUF submissions.



· U.S. area code maps.



www.cnac.ca is the Canadian Numbering Administrator’s site. This site is the master reference for Canadian number assignment information and includes Canadian numbering information similar to that provided by www.nanpa.com for the U.S. and its territories.



www.fcc.gov is the FCC’s web site. Of particular interest are:



www.fcc.gov/wcb - the home page of the Wireline Competition Bureau. Orders related to numbering topics, including the Number Resource Optimization (NRO) orders, can be found here.



www.fcc.gov/wcb/tapd/Nanc - the home page for the North American Numbering Council (NANC), a federal advisory committee of the FCC that provides analysis and recommendations to the FCC on numbering issues. This site contains their charter, meeting minutes, and membership lists.



wireless.fcc.gov/rules.html - the FCC rules and regulations are codified in Title 47 of the Code of Federal Regulations (CFR). This page links to the current edition of the CFR.



www.crtc.gc.ca is the site for the Canadian Radio-television and Telecommunications Commission, the Canadian regulator.



www.nanc-chair.org is the home page for the Chair of the NANC. It contains presentations and reports provided to the NANC on issues currently being addressed by the council.



www.atis.org is the Alliance for Telecommunications Industry Solutions (ATIS) site. It has several sections of interest for numbering.  Of particular interest is the Industry Numbering Committee (INC).  All finalized INC documents are available for download, including assignment guidelines for numbering resources.



You can access INC documents, including the Central Office Code Administration (COCAG), Thousand Block Pooling Administration (TBPAG) and Carrier Identification Code (CIC) guidelines, with the following link: www.atis.org/inc/docs.asp 



www.itu.int is the home page of the International Telecommunications Union in Geneva, the group that sets international standards for telephone numbers. Although much of the information on the site is available to ITU members only, some documents are available to all, including a list of assigned country codes. 



www.naruc.org is the home page of the National Association of Regulatory Utility Commissioners. NARUC has five (5) sitting members on the NANC and its committees frequently take positions on numbering issues. Links to all of the state commissions’ web sites can be found at this site.



www.nationalpooling.com is official site for the National Pooling Administrator (PA).  Its contents include:




New Service Provider Checklist




PAS User Registration




Help Desk Contact Information




PAS User Manuals




Pooling Reports such as:



o
Blocks Assigned and Blocks Available by NPA



o
Rate Centers by NPA and their pooling status




Contact information for Pooling Administration staff




Reclamation Procedures




Regulatory Contacts for safety valve and other numbering issues




PA Tips of the Month




Links to various documents


www.npac.com is the site for the Number Portability Administration Center or NPAC. The NPAC facilitates local number portability, the ability to change your service provider while retaining your number. 



Acronym List



ADFO
Alternate Designated Federal Officer



ANI II
Automatic Number Identification Information Integers



ATIS
Alliance for Telecommunications Industry Solutions



B&C
Billing and Collection


B&C WG
Billing and Collection  Working Group



CIC
Carrier Identification Codes



CO
Central Office



COCAG
Central Office Code Administration Guidelines



DFO
Designated Federal Officer



ENUM
Electronic Numbering



ESIF
Emergency Services Interconnection Forum


FACA
Federal Advisory Committee Act


FCC
Federal Communications Commission



FoN
Future of Numbering



FRS
Functional Requirements Specification



GSA
General Services Administration



IIS
Interoperable Interface Specification



IMG
Issue Management Group



INC
Industry Numbering Committee



LNP
Local Number Portability



LNPA
Local Number Portability Administration



LNPA WG
Local Number Portability Administration Working Group



LRN
Location Routing Number



MTE
Months To Exhaust



NANC
North American Numbering Council



NANP
North American Numbering Plan



NANPA
North American Numbering Plan Administrator



NAPM
North American Portability Management



NARUC
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PURPOSE



The purpose of the North American Numbering Council (NANC) Guidelines and Operating Principles is to provide a description of how the council and its associated subcommittees operate. This document also serves as a reference to orient new members with the operation of the council.  



SCOPE



These guidelines only apply to the NANC and to any subcommittees that it creates and do not apply to the Designated Federal Officer (DFO), the Assistant Designated Federal Officer (ADFO) or other FCC staff.  Also, additional requirements may apply pursuant to FCC policy or the Federal Advisory Committee Act (FACA).



Responsibilities of Chair



1. Chair will establish an agenda and have it posted on the http://www.nanc-chair.org/ website at least one week prior to the meeting.



2. Chair will use discretion in placing items on the agenda, including agenda items requested by NANC Members and participants.  The purpose of the agenda is to inform NANC members (and other interested persons) of what will be covered at the meeting, to ensure that all pending NANC business is addressed at each meeting, and to establish the approximate amount of time that will be dedicated to each subject. 



3. Chair has the option to extend the time for discussion of important issues (including into subsequent meetings and/or conference calls, if necessary and appropriate), in order to ensure that all positions are fully and fairly considered, provided that the discussions are useful, focused and productive. The intent is to take advantage of an opportunity to resolve items when progress is being made. 



4. Chair shall endeavor to record action items at the conclusion of discussion of an agenda item, if possible, and appropriate agreements reached, action items, and points noted upon request.



5. Chair will conduct NANC meetings in an impartial and productive manner. NANC members will be given a fair opportunity to express their viewpoints.  The Chair can end a discussion if it becomes non-productive. The Chair has the discretion to recognize others who request to speak during the NANC meeting.



6. Chair will maintain conditions in which the respect for the dignity of NANC members and participants is maintained and remind members of their responsibilities as necessary.



7. Chair will review draft-meeting minutes prior to distribution for NANC member review and will provide for timely distribution of minutes to Members. 



8. Chair will periodically monitor the process and procedures of the Working Groups and Issue Management Groups to help achieve a timely and useful work product.



9. Chair should prevent any particular interest group from having an undue influence or an unfair advantage in NANC deliberations.  



10. Chair will ensure that all NANC recommendations, letters, and other communications have been reviewed and agreed upon by the NANC prior to final official transmittal. The NANC Chair, as well as any NANC Member, may discuss any numbering issue at any time with the FCC as may be appropriate, provided that whether or not NANC has reached a consensus on that issue is disclosed to the FCC.



Responsibilities of Members



Membership in the NANC is designed to provide the FCC with a broad perspective on numbering issues. 



1. Members should be present, on time, and prepared to stay until the end of the meeting.



2. Members should review all relevant documents prior to meetings and be prepared to discuss all agenda items.



3. Members should refrain from repeating comments already made to ensure that all participants have an opportunity to have comments fairly and completely presented.



4. Members comments should be relevant and to the point.



5. Members should strive to find grounds on which to reach consensus.



6. Members should always be civil and courteous and respect the dignity of NANC members and others.



7. Members with positions on agenda items, who want those positions understood and considered, are encouraged to provide contributions outlining their positions in advance of meetings.



8. Members should notify the DFO, ADFO, and NANC Chair in advance of a meeting if either the member or alternate is unable to attend. Any modifications to NANC representation (i.e., changes to designated member or alternate) must be approved by the FCC.



9. Members will review and agree upon final documents and or letters prior to official transmittal.



10. Members have an obligation to reflect the public interest considerations when representing their interest group.    



11. Members are expected to share NANC developments with the entities that they represent. 



NANC Steering Group



The FCC designates NANC Steering Group members.



The Steering Group will consider and act to improve the NANC processes and productiveness, including staying abreast of and contributing to the progress and work product of the Working Groups and Issue Management Groups, as necessary.



1. Steering Group meetings are open to any interested party. If it is necessary to conduct a closed meeting, advanced notice should be provided to all interested parties.



2. Steering Group members should sit at the NANC table.  This will enable easier identification of Steering Group membership.



3. Parties in attendance but not on the Steering Group can participate in Steering Group discussions but will normally not be seated at the table.



4. All participants in the Steering Group meeting, including both Member and non-member participants are afforded the opportunity to express their views, once recognized by the Chairman.



5. If a vote of the Steering Group is required, only Steering Group members may participate in the vote.



6. The Co-Chair of the Steering Group shall make a report (similar to Working Group reports) to the next NANC meeting (or, if the Steering Group meets during a NANC meeting, at the earliest available time) of the matters considered by the Steering Group.



Working Groups 



Working Group and subcommittee membership is open to any interested party.



Working Groups and their subcommittees are standing groups of the NANC that are assigned specific tasks, have ongoing responsibility for a subject matter, and make recommendations to NANC. In addition to these NANC Guidelines, a separate set of Guidelines and Operating Principles apply to the Working Groups (See Attachment 1).   



Relationship with NANC   



1. NANC establishes the clear direction for Working Groups, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC. 




2. Working Groups develop draft recommendations for NANC consideration, which NANC can accept, reject, change, or remand back to the Working Group with additional direction. 



Issue Management Groups (IMGs) 



IMG membership is open to interested parties, but the size of a given IMG may be restricted for efficiency reasons.



IMGs are ad hoc groups formed to work specific issues that may not be appropriate or practical to assign to an existing Working Group, and to make recommendations to the NANC.  IMGs are often used to define a new issue or work time-sensitive projects with an expiration date. 


Relationship with NANC   



1. NANC establishes the clear direction for IMGs, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC.
 



2. IMGs develop draft recommendations for NANC consideration, which NANC can accept, reject, change, or remand back to the IMG with additional direction. 



Consensus 



1. The NANC, and its supporting Working Groups, Issue Management Groups, and any other subgroups that it may form, should strive to work through differing positions and reach group consensus recommendations in an efficient and timely manner. 



2. The NANC often assigns particular tasks to Working Groups, Issue Management Groups, etc., and it is recognized that there may be times when consensus cannot be achieved.  In such instances, the Working Group, Issue Management Group, etc., should use its best efforts to try to reach consensus; but, if that is not possible, they should document the reasons and report them to NANC.  NANC should, then, try to reach consensus on the issue before abandoning it. If NANC cannot reach consensus, it should document the reasons and report them to the FCC. 



NANC Status Reports provided by Working Groups, IMGs and others



1. Working Group and IMG leadership will coordinate, if necessary, due date changes to the Table of NANC Projects prior to monthly NANC distribution.



2. Working Group and IMG leadership will develop monthly reports for NANC providing current status on work items as determined necessary.   Monthly Working Group and IMG reports are to be furnished to the NANC one week prior to the NANC meeting, if possible, to ensure timely preparation of NANC members.  These reports should be provided to the NANPA for posting on the http://www.nanc-chair.org/ website and copied to the DFO, ADFO, and the NARUC/NASUCA point of contact.    



3. Working Group and IMG leadership will attend monthly NANC meetings and provide IMG and Working Group status reports.



4. Working Group and IMG leadership will summarize highlights and specific recommendations and conclusions to the NANC in bullet style presentation format. 



Meeting Decorum



One of the responsibilities of the NANC Chair is to maintain overall meeting decorum that is professional, productive, open but disciplined, and conducive to timely and successfully accomplishing the business before it. 



Individual NANC Members, accordingly, are responsible for contributing to meeting decorum and to resolving issues before NANC.



1. Members should refrain from saying anything that potentially could be offensive to another participant.



2. Members should refrain from attacking a participant’s motives.



3. Members should confine remarks to the merits of the pending question or issue.



4. Members should refrain from speaking adversely on prior actions or issues - focus on the “now”.



5. Members should refrain from disturbing the meeting.



6. Members should abide by antitrust laws.



Minority Opinions 



NANC functions by consensus, and all NANC Members should seek at all times to reach consensus. However, it is recognized that there may be some instances when some NANC Members feel compelled to advocate positions that are inconsistent with the group's consensus. In those cases, those NANC Members may prepare and submit minority opinions (which shall include an explanation of why that Member cannot agree with the group consensus). Such minority opinions should be included with the materials transmitted by the group to NANC, or by NANC to the FCC.



Responsibilities of Presenters



Whenever possible, presentation material that contains action items for the NANC should be available to NANC members by posting on the http://www.nanc-chair.org/ website, with an e-mail alert to NANC members, at least one week prior to the NANC meeting, with a clear statement of the issue and any minority opinions.  These reports should also be sent to the DFO, ADFO and the NARUC/NASUCA point of contact.   



Communication and Administrative Processes



1. Meeting minutes, meeting announcements, draft reports and other documents are to be posted in a timely manner on the http://www.nanc-chair.org/ website for access by NANC Members and other interested persons. 




2. E-mail shall be an acceptable form of correspondence for NANC member business.




3. Draft NANC minutes are to be posted on the http://www.nanc-chair.org/ website for review by NANC Members and other interested parties before NANC approval.



4. Action Items/Decisions Reached are to be posted on the http://www.nanc-chair.org/ website within 5 business days after each NANC meeting.



5. Updates to the Steering Committee Table of NANC Projects are to be released within 5 business days after NANC meeting and posted on the http://www.nanc-chair.org/ website. 



6. Working Groups, Issue Management Groups and others should post all draft and final documentation to the http://www.nanc-chair.org/ website and e-mail a copy to the DFO, ADFO, and the designated NARUC/NASUCA point of contact. 



NANC Working Group Operating Principles



I.
Co-Chairs and Meeting Principles




A.
Co-Chairs are chosen by open nomination.



1. Selected by team



2. Ratified by NANC



3. Minimum one (1) year term



4. Annual reaffirmation by team



B.
Co-Chairs establish and distribute meeting agendas in advance of meeting.



1. Members may request agenda items and Co-Chairs will use discretion in placing such items on agenda.




C.
Co-Chairs facilitate meetings.





1.
Co-Chairs will maintain conditions in which the respect for the dignity of members is maintained.




D.
Co-Chairs and team members determine locations for face-to-face meetings and provide adequate advance notice.



1. Working Group members share meeting expense on a voluntary basis or, if necessary, through another sharing mechanism.





2.
Conference bridges will be provided during all face-to-face meetings if requested by members that are unable to travel.





3.
Conference calls should be used when possible.





4.
Working Group/sub-teams will schedule meetings at times and locations to best satisfy the needs of team members.




E.
Co-Chairs ensure publication of meeting minutes, including attendee list that depict agreements reached and action items assigned.  Points noted are documented upon request.




F.
Co-Chairs will be neutral while moderating meetings and while performing other Working Group activities associated with acting in the capacity of chair.




G.
Co-Chairs will reiterate the need for members to respect the dignity of each other. 




H.
Co-Chairs will provide for the review of monthly presentation to NANC. 



II.
Balanced in Interest Group Representation




A.
Co-Chairs are responsible to ensure appropriate balance of interest group segments within the Working Group.



B. Co-Chairs should ensure validity of Working Group recommendations.



1. Working Group meetings should sustain and encourage adequate interest group representation.




C.
Attendance at Working Group and sub-team meetings is open to all interested parties.



III.
Conduct of Members




A.
Respect for the dignity of members must be assured.




B.
The rights of members with a minority opinion must be protected.





1.
Minority opinions are included in written documents upon request.



IV.
Decision Process




A.
Substantive decisions must be made only when adequate interest group representation is present.




B.
Working Groups and sub-teams use the consensus method for decision making.





1.
Team members receive one voice per entity for consensus purposes.





2.
Co-Chairs determine consensus consistent with input from team.



B. Unresolved substantive issues should be escalated through NANC teams in the following order.





1.
Task Force





2.
Working Group





3.
NANC




D.
Unresolved substantive issues pertaining to operating principles should be escalated through NANC teams in the following order.



   

1.
Task Force





2.
Working Group





3.
NANC Steering Committee





4.
NANC



V.
Communication Process




A.
E-mail is the standard for all Working Group and sub-team correspondence.




B.
Co-Chairs are responsible for maintaining updated contact lists.




C.
Meeting minutes, meeting announcements, draft reports and other documents are distributed to the contact list in a timely fashion.




D.
Matrix of Working Group work items distributed monthly to team members and the NANC chair.




E.
Members have an obligation to be present and represent their interest group and are expected to identify themselves for meeting records.



VI.
Working Group Relationship with NANC




A.
NANC establishes, directs work to Working Groups, and sets due dates for the delivery of reports to NANC.  




B.
Working Groups develop draft NANC recommendations, which NANC can accept, remand back with additional direction, or change. 



1. If time allows, the disagreement will be communicated to the Working Group for further review. 





2.
If time does not allow, the NANC will clearly indicate that the change is not the product of the Working Group, for example, through the use of a footnote or by clearly titling the document as a NANC document.   





3.
The NANC may disagree with recommendations of a Working Group and will consider making changes to it only after communicating the reasons for the change and taking into consideration the positions of the Working Group participants to the greatest degree possible.          



VII.
NANC Status Reports



 
A.
Co-Chairs coordinate monthly updates to the matrix of work items being managed by the Working Groups and sub-teams.




B.
Co-Chairs develop monthly reports for NANC providing current status on work items from the matrix as determined necessary by Co-Chairs and Working Groups.




C.
Co-Chairs attend monthly NANC meeting and provide Working Group status reports.



VIII.
Due Process




A.
Final closure (e.g. reports and recommendations) should undergo a minimum period for review by team members.




B.
Document preparation, change, and approval management.





1.
Editor adds revision marks in document to indicate new text (old text remains).





2.
Working Group reviews and approves revised text or make changes.





3.
The Working Group reviews and approves changes. 





4.
Editors remove revision marks and delete old text. 





5.
The Working Group has opportunity to review the final document.





6.
The Working Group will develop a timeline near the completion of its task to facilitate an orderly document change and approval process. The timeline date intervals will be developed by the group to allow the flexibility to meet the needs of the group.  





7.
The Co-Chairs will present a summary of highlights and specific recommendations and conclusions to the NANC in bullet style presentation format. 





8.
Co-Chairs will be readily accessible during critical timeline milestones. 



IX.
Meeting Decorum




A.
While it is the responsibility of the Co-Chairs to maintain the environment, it is the responsibility of the individual participants to act in a civil manner.    





1.
Nothing should be said that could potentially be personally offensive to any participant.





2.
Refrain from attacking a participant’s motives.





3.
Confine remarks to the merits of the pending question or issue.





4.
Refrain from speaking adversely on prior actions or issues - focus on the “now”.



5. Refrain from disturbing the meeting.



6.
Recognize and be sensitive to antitrust laws.
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Open Change Orders

		Open Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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Accepted Change Orders

		Accepted Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 372

		Bellsouth 11/15/02

		SOA/LSMS Interface Protocol Alternatives



Business Need:

Currently the only interface protocol supported by the NPAC to SOA and NPAC to LSMS interface is CMIP.  The purpose of this change order is to request analysis be done to determine the feasibility of adding other protocol support such as CORBA or XML. The primary reasons for looking into a change would be 1) Performance, and 2) Implementation complexity.





(continued)

		

		

		Func Backward Compatible:  TBD



Dec ’02 LNPAWG, discuss this change order in January ’03 in the new arch review meeting.



		High

		High / High



		NANC 372 (con’t)

		Jan ’03 APT, discussion:



· The team began with a discussion on the CMIP Alternative Business Need in order to determine if we need to improve CMIP or identify an alternative.

· Dave Cochran, BellSouth and the originator of NANC Change Order 372, discussed potential drivers and cited:

· Cost of maintaining internal CMIP interface expertise and resources

· Ability to take advantage of in-house expertise for some of the newer architectures, e.g., CORBA, XML, JAVA, J2E

· It was stated that CMISE was considered a reasonable protocol for managing network elements in the mid-1990s due to its flexibility.

· LNP rules include encryption/decryption functionality.  We need to discuss authentication and associated issues.

· It was mentioned that if lowering the level of encryption is identified as a benefit for a new protocol, we should also consider that for CMIP.

· CMIP is a very robust protocol for describing and managing network elements, but where that robustness begins to become burdensome is subjective.

· We need to keep in mind that we need a real-time interface.



Feb ’03 APT, discussion:

Dave Cochran, BellSouth, will be providing more input (business drivers, data, operational feedback, etc.) to facilitate further discussion.  Sub-tasks still need to be prioritized.



Dec ’03 APT, discussion:

No further discussion at this time.  Leave off list of change orders discussed during the APT meeting.



Jan ’07 APT, discussion:

The APT was activated during the Nov ’06 LNPAWG meeting.  No discussion on alternative interfaces took place during that meeting, but change orders (including 372) were reviewed during the Jan ’07 meeting.  The brief discussion included:  CMIP-to-XML/SOAP -- It was asked if there is a business need to transition from CMIP to XML/SOAP?  It was suggested that since we are tunneling XML into CMIP, we should explore the future evolution of the interface.  Service Providers are to discuss internally any drivers for moving from CMIP to XML/SOAP for the SOA and LSMS interfaces including the impact of increasing the size of messages.



Mar ’07 APT, discussion:

More discussion took place regarding an additional NPAC interface using XML/SOAP.  For the May ’07 meeting, Service Providers and vendors are to bring any additional data or information to share with the group.





(continued)





		NANC 372 (con’t)

		May ’07 APT, discussion:



1.  The IT industry is generally moving towards an XML/SOAP interface.  However, there are performance issues and questions.  Message size would be greatly increased.  Need to investigate compression capabilities.



2.  It will be worth pursuing for the long term.  Not sure what is next step.  Need to find a business driver for pursuing this.



3.  The WICIS transfer is planning on implementing a flash-cut to XML (Sep ’08).  Plan is to continue to support CORBA interface for testing purposes only.  Keep this in mind when planning the NPAC implementation.



4.  The group will discuss more during the Jul ’07 mtg, including pros/cons analysis, LOE, and any input on the business case.



Jul ’07 APT, discussion:

1.  In response to May ’07 #3 above, a question was asked about the ATIS decision to move WICIS from CORBA to XML/SOAP.  It was explained that the major driver for the ATIS recommendation was to consolidate the various systems onto a single interface type (XML/SOAP), and not necessarily specific to WICIS.  It was also mentioned that the NPAC would be supporting two interface types by adding XML/SOAP, since both CMIP and XML/SOAP would need to be supported on the NPAC for the foreseeable future.  Sunsetting of the CMIP interface (and only having the XML/SOAP interface) was briefly discussed, but it was also mentioned that the industry has never sunset any previous NPAC functionality.



2.  All Service Providers will investigate internally whether or not their companies are moving towards XML/SOAP, and whether or not they support the ATIS position of consolidating interface types towards XML/SOAP.  This will be discussed again at the Sep ’07 meeting, to gauge industry interest in developing an XML/SOAP interface for the NPAC.



Sep ’07 APT, discussion:

1.  Deb Tucker, VZW, provided the historical info (from multiple ATIS documents) for ATIS and the single interface item.  The current situation for most Service Providers is that new systems are going with XML and legacy systems stay on their existing protocols based on each company’s cost/benefit analysis.  The group agreed to continue to discuss this item in future meetings.  From the NPAC perspective, support for both interfaces is required since a flash cut cannot be assumed.



2.  Given the APT’s charter, the correct way to look at this change order is from an architecture perspective.  Several items to consider:  messaging (continue to use a session approach like CMIP, or an approach like web-services where it’s set up then broken down when the message is done?), security (how does it change with a web services approach?), message content/architecture (same messages used today with CMIP will be used for XML?), performance/message compression, business rules/error handling, efficiencies in data model (e.g., having DPC at the LRN level), audits (the effect on large messages).



(continued)





		NANC 372 (con’t)

		3.  Business Case.  Need to get to the point where the group can either build or not build a strong business case.  May need a document to define an XML/SOAP interface which would help answer the question on the business case.  Security will be the first issue discussed at the Nov ’07 meeting.



Nov ’07 APT, discussion:



1.  The wireless group has been discussing this.  They will summarize their recent discussion, and forward some relevant bullet points on to the Architecture team.  These bullet points will be used as starting point discussions.



2.  The group will further discuss dedicated link versus VPN (http/https.  Private network/public network), IP security, .data security (encryption).





		NANC 382

		NeuStar 4/4/03

		“Port-Protection” System

(The following is the original request.  Subsequent modifications were made during several LNPAWG meetings.  Refer to the bottom of this change order for the current version.)



Overview:

The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports that gives end-users the ability to define their portable telephone numbers as “not-portable.”  The NPAC SMS enforces the “not-portable” status of a telephone number so long as it remains in effect.  No Local Service Provider (LSP) can invoke or revoke “port protection” on a working telephone number; end-users completely control the portability of their portable telephone numbers.



Business Need:

Inadvertent porting of working numbers is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that physical plant is operated without failure.  This is because any LSP by mistake may port a telephone number away from that number’s current serving switch.

The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) when the wrong telephone number submitted to NPAC for a conventional inter-SP port, and (2.) when intra-SP ports are not done before a pooled block is created.  There is a similar inadvertent port problem for non-working numbers, but erroneous moves of non-working numbers are not directly service-affecting and are not addressed here.



NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.

		TBD

		FRS, IIS, GDMO, ASN.1

		Interface and Functional Backward Compatible:  NO



Description of Change:

(The following is the original request.  Subsequent modifications were made during several LNPAWG meetings.  Refer to the bottom of this change order for the current version.)



See next page.



		TBD

		TBD / TBD



		NANC 382 (con’t)

		Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



-- System Architecture -- 



Changes to the NPAC SMS are required, to establish a table of “Port-Protected TNs” in which portable numbers that no longer can be ported are listed.  A step must be added to the NPAC SMS’s validation process in order to check this new table whenever an inter-SP port or pooled block create is attempted.[footnoteRef:1]  An interface change could be required as well if industry wishes to know when a request’s rejection is due to the involved number being on the “Port Protection” list. [1:  It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is “port-protected” since to allow the block’s creation would result in an inadvertent port of these numbers if the block eventually is assigned to another switch.  But the intra-SP porting activity required before creating a contaminated block must be allowed to occur without requiring end-users to temporarily lift the port restrictions on their numbers.  It therefore appears that an exception to the port protection validation is required, to allow a protected number to be intra-SP ported even if the number is “Port Protected.”  Without network data that is unavailable to NPAC today, the NPAC could not reliably determine whether an intra-SP port maintains the telephone number’s association with the same switch from which the number was served before the intra-SP port occurred.  A reasonable compromise appears to suppress the “Port-Protect” check when validating intra-SP ports rather than develop an elaborate validation process to address this scenario more completely.] 


Creation of an IVR system is required, to receive end-user requests for protection of their numbers from porting (or to remove this protection) and to relay the information to the NPAC SMS.  The system would automatically modify the NPAC’s “Port-Protection” tables based on the end-user requests it receives.  Access to the IVR would be through the end-user’s current LSP customer rep.  Any other LSP willing to assist the end-user could be involved.

The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.

The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)

Arrangements for security handshakes must be made in advance with each participating LSP.

A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.

To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could participate, i.e., only the current LSP or a new LSP in a pending port request situation.

(con’t)



		NANC 382 (con’t)

		Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



-- System Operation -- 



The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.

The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)

Arrangements for security handshakes must be made in advance with each participating LSP.

A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.

To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could participate, i.e., only the current LSP or a new LSP in a pending port request situation.

When the NPAC attempts to create a pending SV or a pooled block, the NPAC will check the “Port Protection” list in its validation process for inter-SP port (including Port-to-Original) and “-X” create requests. [footnoteRef:2] [2:  A modify of an active SV’s or block’s LRN can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  NeuStar is not proposing the “Port Protect” validation be applied to Modify actions because of the complexity of such validation.] 


The “Port Protection” validation does not occur for intra-SP ports.  These may represent inadvertent ports, but validation necessary to determine whether override would be appropriate is not feasible.  The validation occurs for only those deletes that are “Port-to-Original” situations.

(con’t)



		NANC 382 (con’t)

		Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



 -- Process Flow -- 



The end-user contacts an LSP (or an LSP contacts the end-user).  (It is not inherently necessary for there to be Service Provider involvement in this process, but NeuStar is not prepared to operate a system which does not involve LSP participation.)

End-user indicates desire to invoke (or revoke) “Port Protection.”

LSP customer rep places end-user on hold and calls the “Port-Protection” IVR.

LSP provides its pre-assigned ID information to IVR system.  (LSP arrange for security codes before attempting to assist end-users with the “Port-protection” process.)

LSP brings end-user on to the active line and leaves call; end-user interacts with IVR.

Using a standard script, the IVR confirms caller is authorized to make changes to the telephone number account, determines the caller’s name, and lists the telephone number(s) to be added to (or removed from) the “port-protection” table.  The customer may actually enter the TN desired.  The call is recorded.

The IVR system then enters this information into an automated ticket system.

Completion of the ticket automatically sends triggers an update of the NPAC’s “port-protection” table.

In the case of a number that has been entered in the port-protection table, but is no longer assigned to an end-user, the current Service Provider itself can ask that the number be removed from the “port-protection” table.  The provider would have to be recognized by the NPAC as the code/block owner and would have to state that the number is not assigned to an end-user.





		Continuation of NANC 382, “Port-Protection” System



This change order was reviewed and revised during the May through Sep ’03 LNPAWG meetings.  The final version of the open change order at the time of acceptance (for development of more detailed information) is shown below:



Overview:



The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports.  The system makes it possible for end-users to define their portable telephone numbers as “not-portable.”  The NPAC SMS prevents the port of a “not-portable” telephone number (TN) through its automated validation processes.  A Local Service Provider (LSP) can invoke or revoke “port protection” for a working TN, but only at the end-user’s request.



Business Need:



Inadvertent porting of working TNs is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that the physical plant is operated without failure.  This is because another LSP by mistake may port a TN away from that number’s current serving switch. 



The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) the wrong TN is submitted to the NPAC SMS for a conventional inter-SP port, and (2.) intra-SP ports are not done before a thousands-block is created. There are similar inadvertent port scenarios for non-working TNs, but erroneous moves of non-working TNs are not immediately service-affecting and are not addressed here.



NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.

		Interface and Functional Backward Compatible:  NO



This change order was reviewed and revised during the May through Sep ’03 LNPAWG meetings.  The final version of the open change order at the time of acceptance (for development of more detailed information) is shown below:



Description of Change:



 -- System Architecture -- 



Changes to the NPAC SMS are required to establish a table of “Port Protected” TNs, in which portable numbers that no longer can be ported are listed, and to add a validation step that rejects attempts to port a TN that is on the list.  The validation is performed on the new-SP’s Create message for an inter-SP port, when a thousands block is created, and, optionally, for an intra-SP port.  (The optional intra-SP port validation is invoked on a SPID-specific basis.)   The rejection notification sent when a request fails this NPAC SMS validation will indicate that the TN is on the Port Protection list.  No interface change is required for this rejection message, since a new optional attribute will be added to accommodate the new error text.



LSP requests to add TNs to the Port Protection table are made to the NPAC Help Desk via e-mail (the TNs involved are shown on an Excel attachment to the e-mail message).  LSPs use the same approach to delete TNs from the table.



(con’t)



		NANC 382 (con’t)

		Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



-- System Operation -- 



A TN is added to the NPAC’s Port Protection table when an LSP requests this action.  The same process applies when an LSP requests the removal of a TN from the table.



The NPAC Help Desk accepts requests to change Port Protection table entries only from pre-authorized representatives of an LSP.  (The LSP need not be a facility-based provider.)  A TN may be added to or removed from the “Port Protection” list as often as required.



When the NPAC SMS receives the new SP’s Create request, it will check the Port Protection table during the Pending SV Create validation process for inter-SP ports (including Port-to-Original SV deletes). Optionally[footnoteRef:3], the validation is performed for intra-SP ports. [3:  The validation of intra-SP ports occurs only if the involved SP has indicated in its NPAC SMS profile that this validation is desired.] 




The NPAC SMS also will make this validation check in connection with “-X” create requests.[footnoteRef:4]  [4:  It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is on the Port Protection list, since to allow the block’s creation would result in an inadvertent port of these numbers when (if) the block eventually is assigned to another switch.  But the intra-SP porting activity, necessary before creating a contaminated block, is allowed to occur without requiring that the port restrictions be lifted from TNs in the block.  This exception to the Port Protection validation is provided in order to allow a TN to be intra-SP ported even if the TN is on the Port Protection list.  The option to include intra-SP ports in the Port Protection validation process is provided at the individual LSP’s request.] 




The validation is not applied to Modify requests[footnoteRef:5] [5:  A modify of the LRN in an active SV or block record also can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  However, NeuStar is not proposing the Port Protection validation be applied to Modify actions because of the complexity of such a validation.] 




In the disconnect scenario, the NPAC SMS will check the Port Protection list and, if the TN is found, will remove the involved disconnected ported TN from the list.  This automatic removal of a disconnected TN from the Port Protection list can occur only in the case of a disconnected TN that was ported.  A non-ported TN that is disconnected must be removed from the list by the LSP having the disconnected non-ported TN in its inventory.



(con’t)



		NANC 382 (con’t)

		Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



-- Process Flow -- 



NPAC Help Desk



· The end-user contacts an LSP (or an LSP contacts the end-user). 

· End-user indicates to LSP his desire to invoke (or revoke) “Port Protection.”

· LSP contacts NPAC Help Desk via e-mail to request change.

· The NPAC Help Desk updates the Port Protection table.



NPAC SMS



· NPAC SMS applies the Port Protection validation (1.) to the new-SP Create request of an inter-SP port, (2.) to a Block Creation request, and (3.) optionally at the individual SPID level, to an intra-SP port request.  If the TN is found on the Port Protection list, NPAC SMS rejects the request and indicates that a Port Protection validation failure is the reason for the request’s rejection.

· Disconnect of a ported TN results in automatic removal of the TN from the Port Protection list; disconnect of a non-ported TN requires owning LSP to request the disconnected TN’s removal from the list.

· An LSP’s regional NPAC SMS Profile indicates whether the Port Protection validation should be applied also to its intra-SP port requests.





		382 (cont)

		Nov ’03 LNPAWG, discussion:



The group discussed the high-level steps.  There were a couple of updates that were requested.  These steps will be evaluated once the policy issues/questions are discussed:

1. For intra-ports, let the port go through and keep them on the list.

2. In steps 4.b, no need to look at the list, just allow the Old SP Create to happen.  If they are on the list, then for now, leave it on the list.

3. For step 8, add that this does NOT apply to PTO.



Policy issues/questions:  (at the Jan ’04 LNPAWG, we would discuss if and how, we might Tee this up at NANC).

1. What types/classes of numbers can be placed on the list?  What criteria?  What kind of criteria.

2. Who can put it on the list and remove it from the list?  This is an authorization question.

3. What is the PROCESS for getting them on and off the list?  How mechanically, do you put/remove it on the list.

4. Who can access the list, need a process to access the list.  What is shown when they access the list    (police, other authority)



Other points discussed:

1. Want more than just the IVR way to get numbers on/off the list.

2. Want some type of pre-validation process to “ping” the list and see if someone is on the PPL.

3. Want the ability to audit the list.











		NANC 390

		Qwest

10/16/03

		New Interface Confirmation Messages SOA/LSMS – to - NPAC



Business Need:



Service Provider systems (SOA/LSMS) need to know (in the form of a positive acknowledgement from the NPAC) that the NPAC has received their request message, so the systems (SOA/LSMS) do not unnecessarily resend the message and cause duplicate transactions for the same request.



Based on the current requirements for the NPAC, the NPAC acknowledgement message (generally referred to as "a response to a request" from the SOA/LSMS) is not returned until AFTER the NPAC has completed the activity required by that request.  During heavy porting periods, transactions that require many records to be updated may take longer than normal for a response to be received from the NPAC.  In the case of a delayed response, the SOA/LSMS may abort the association to the NPAC (e.g., after the 15 minute Abort timer expires).  When the association is re-established, the SOA/LSMS may resend messages to the NPAC because they haven’t received a response to the first message and thus believe the NPAC did not receive the original message.  This behavior can lead to a duplicate transaction for the same request thus:  1.) causing a heavy volume of transactions over the NPAC to SOA/LSMS interface, 2.) slowing Porting completion, 3.) causing an increase of Porting costs, 4.) causing duplicate message processing at the NPAC, and 5.) possibly causing manual intervention by NPAC and Service Provider personnel, etc.

		TBD

		FRS, IIS, GDMO, ASN.1

		Func Backward Compatible:  NO



A new message will be explored during the Nov ’03 LNPAWG meeting.



Additionally, a discussion item needs to occur regarding the possible inclusion of Service Provider profile settings to support this new feature.

		High

		Med-High / Med-High



		NANC 390 (con’t)

		Nov ’03 LNPAWG, discussion:

Explained the current functionality, and the fact that higher priority transactions will be worked before other requested work, which can cause delays in responses.  In the case where previously submitted work was re-sent to the NPAC, the NPAC may have to re-do work it has already done.



Providers may see a backup in their SOA traffic, thereby causing them to process extra data as well.



A toggle would need to be added for Backward compatibility.  Providers that support the new confirmation message would use the new method/flow, and other providers would continue to use the current method/flow.  There is definitely a benefit to this, but to obtain the benefit would require changes to the SOA as well.



It was agreed that this would be accepted as a change order, and would continue to be worked with the Architecture group in December.



Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.  Attached here:









Jul ’08 LNPAWG, discussion.  Need to develop requirements for Sep ’08 review.  See below:

Req-1	Service Provider SOA Interface Confirmation Message Indicator

NPAC SMS shall provide a Service Provider SOA Interface Confirmation Message Indicator tunable parameter which defines whether a SOA supports Interface Confirmation Messages.

Req-2	Service Provider SOA Interface Confirmation Message Indicator Default

NPAC SMS shall default the Service Provider SOA Interface Confirmation Message Indicator tunable parameter to FALSE.

Req-3	Service Provider SOA Interface Confirmation Message Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Interface Confirmation Message Indicator tunable parameter.





		NANC 390 (con’t)

		Req-4	Service Provider SOA Interface Confirmation Message – Indicator set to FALSE

NPAC SMS shall process a Service Provider SOA request when a Service Provider SOA Interface Confirmation Message Indicator tunable parameter is set to FALSE, by using the following Interoperability Interface Specification flows:

· B.2.1 – SOA Initiated Audit

· B.2.2 – SOA Initiated Audit Cancellation by the SOA

· B.2.3 – SOA Initiated Audit Cancellation by the NPAC

· B.2.6 –Audit Query on the NPAC

· B.2.7 – SOA Audit Create for Subscription Versions within a Number Pool Block

· B.3.5 – Service Provider Modification by the SOA

· B.3.7 – Service Provider Query by the SOA

· B.4.1.4 – NPA-NXX Creation by the SOA

· B.4.1.6 – NPA-NXX Deletion by the SOA

· B.4.1.8 – NPA-NXX Query by the SOA

· B.4.2.2 – LRN Creation by the SOA

· B.4.2.3 – LRN Deletion by the SOA

· B.4.2.4 – LRN Query by the SOA

· B.4.2.11 – Scoped/Filtered GET of Network Data from SOA

· B.4.3.4 – Service Provider NPA-NXX-X Query by the SOA

· B.4.4.1 – Number Pool Block Create/Activate by the SOA

· B.4.4.13 – Number Pool Block Modify by the Block Holder SOA

· B.4.4.33 – Number Pool Block Query by the SOA

· B.5.1.1 – Subscription Version Create by the Initial SOA (Old Service Provider)

· B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)

· B.5.1.3 – Subscription Version Create by the Second SOA (New Service Provider)

· B.5.1.4 – Subscription Version Create by the Second SOA (Old Service Provider) with Authorization to Port

· B.5.1.5 – Subscription Version Activated by the New Service Provider SOA

· B.5.1.11 – Subscription Version Create for Intra-Service Provider Port

· B.5.1.12 – Subscription Version for Inter- and Intra-Service Provider Port-to-Original

· B.5.1.13 – Subscription Version for Inter- and Intra-Service Provider Port-to-Original: All LSMSs Fail

· 

· (continued)





		NANC 390 (con’t)

		(continued)

· B.5.1.14 – Subscription Version for Inter- and Intra-Service Provider Port-to-Original: Partial Failure 

· B.5.1.17 – Subscription Version Port-to-Original of a Ported Pool TN Activation by SOA

· B.5.1.17.13 – Subscription Version Port-to-Original of a Pool TN – Creation Prior to NPA-NXX-X Effective Date

· B.5.1.18 – Subscription Version Inter-Service Provider Create by either SOA (Old or New Service Provider) with a Due Date which is Prior to the NPA-NXX Effective Date

· B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA

· B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION

· B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET

· B.5.2.7 – Subscription Version Modify Disconnect-Pending Version Using M-ACTION by a Service Provider SOA

· B.5.3.1 – Subscription Version Cancel by Service Provider SOA after Both Service Provider SOAs have Concurred

· B.5.3.2 – Subscription Version Cancel: No Acknowledgment from a SOA

· B.5.3.3 – Subscription Version Cancels with Only One Create Action Received

· B.5.3.4 – Subscription Version Cancel by Current Service Provider for Disconnect-Pending Subscription Version

· B.5.3.5 – Un-Do Cancel-Pending Subscription Version Request

· B.5.4.1 – Subscription Version Immediate Disconnect

· B.5.4.2 – Subscription Version Disconnect With Effective Release Date

· B.5.4.7.1 – SOA Initiates Successful Disconnect Request of Ported Pooled TN

· B.5.4.7.3 – Subscription Version Disconnect Request of Ported Pooled TN With Effective Release Date

· B.5.4.7.14 – Subscription Version Immediate Disconnect of a Contaminated Pooled TN Prior to Block Activation (after Effective Date)

· B.5.5.2 – Subscription Version Conflict Removal by the New Service Provider SOA

· B.5.5.4 – Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (2nd Create)

· B.5.5.5 – Subscription Version Conflict Removal by the Old Service Provider SOA

· B.5.6 – Subscription Version Query

· B.6.4 – lsmsFilterNPA-NXX Creation by the SOA

· B.6.5 – lsmsFilterNPA-NXX Deletion by the SOA

· B.6.6 – lsmsFilterNPA-NXX Query by the SOA

· B.7.3 – Sequencing of Events on Initialization/Resynchronization of SOA

· B.7.3.1 – Sequencing of Events on Initialization/Resynchronization of SOA using SWIM





		NANC 390 (con’t)

		Req-5	Service Provider SOA Interface Confirmation Message – Indicator set to TRUE

NPAC SMS shall process a Service Provider SOA request when a Service Provider SOA Interface Confirmation Message Indicator tunable parameter is set to TRUE, by using the following Interoperability Interface Specification flows:

· B.2.1C – SOA Initiated Audit – Confirmed

· B.2.2C – SOA Initiated Audit Cancellation by the SOA – Confirmed

· B.2.3C – SOA Initiated Audit Cancellation by the NPAC – Confirmed

· B.2.6C –Audit Query on the NPAC – Confirmed

· B.2.7C – SOA Audit Create for Subscription Versions within a Number Pool Block – Confirmed

· B.3.5C – Service Provider Modification by the SOA – Confirmed

· B.3.7C – Service Provider Query by the SOA – Confirmed

· B.4.1.4C – NPA-NXX Creation by the SOA – Confirmed

· B.4.1.6C – NPA-NXX Deletion by the SOA – Confirmed

· B.4.1.8C – NPA-NXX Query by the SOA – Confirmed

· B.4.2.2C – LRN Creation by the SOA – Confirmed

· B.4.2.3C – LRN Deletion by the SOA – Confirmed

· B.4.2.4C – LRN Query by the SOA – Confirmed

· B.4.2.11C – Scoped/Filtered GET of Network Data from SOA – Confirmed

· B.4.3.4C – Service Provider NPA-NXX-X Query by the SOA – Confirmed

· B.4.4.1C – Number Pool Block Create/Activate by the SOA – Confirmed

· B.4.4.13C – Number Pool Block Modify by the Block Holder SOA – Confirmed

· B.4.4.33C – Number Pool Block Query by the SOA – Confirmed

· B.5.1.1C – Subscription Version Create by the Initial SOA (Old Service Provider) – Confirmed

· B.5.1.2C – Subscription Version Create by the Initial SOA (New Service Provider) – Confirmed

· B.5.1.3C – Subscription Version Create by the Second SOA (New Service Provider) – Confirmed

· B.5.1.4C – Subscription Version Create by the Second SOA (Old Service Provider) with Authorization to Port – Confirmed

· B.5.1.5C – Subscription Version Activated by the New Service Provider SOA – Confirmed

· B.5.1.11C – Subscription Version Create for Intra-Service Provider Port – Confirmed

· B.5.1.12C – Subscription Version for Inter- and Intra-Service Provider Port-to-Original – Confirmed

· B.5.1.13C – Subscription Version for Inter- and Intra-Service Provider Port-to-Original: All LSMSs Fail – Confirmed

· 

· (continued)





		NANC 390 (con’t)

		(continued)

· B.5.1.14C – Subscription Version for Inter- and Intra-Service Provider Port-to-Original: Partial Failure – Confirmed

· B.5.1.17C – Subscription Version Port-to-Original of a Ported Pool TN Activation by SOA – Confirmed

· B.5.1.17.13C – Subscription Version Port-to-Original of a Pool TN – Creation Prior to NPA-NXX-X Effective Date – Confirmed

· B.5.1.18C – Subscription Version Inter-Service Provider Create by either SOA (Old or New Service Provider) with a Due Date which is Prior to the NPA-NXX Effective Date – Confirmed

· B.5.2.1C – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA – Confirmed

· B.5.2.3C – Subscription Version Modify Prior to Activate Using M-ACTION – Confirmed

· B.5.2.4C – Subscription Version Modify Prior to Activate Using M-SET – Confirmed

· B.5.2.7C – Subscription Version Modify Disconnect-Pending Version Using M-ACTION by a Service Provider SOA – Confirmed

· B.5.3.1C – Subscription Version Cancel by Service Provider SOA after Both Service Provider SOAs have Concurred – Confirmed

· B.5.3.2C – Subscription Version Cancel: No Acknowledgment from a SOA – Confirmed

· B.5.3.3C – Subscription Version Cancels with Only One Create Action Received – Confirmed

· B.5.3.4C – Subscription Version Cancel by Current Service Provider for Disconnect-Pending Subscription Version – Confirmed

· B.5.3.5C – Un-Do Cancel-Pending Subscription Version Request – Confirmed

· B.5.4.1C – Subscription Version Immediate Disconnect – Confirmed

· B.5.4.2C – Subscription Version Disconnect With Effective Release Date – Confirmed

· B.5.4.7.1C – SOA Initiates Successful Disconnect Request of Ported Pooled TN – Confirmed

· B.5.4.7.3C – Subscription Version Disconnect Request of Ported Pooled TN With Effective Release Date – Confirmed

· B.5.4.7.14C – Subscription Version Immediate Disconnect of a Contaminated Pooled TN Prior to Block Activation (after Effective Date) – Confirmed

· B.5.5.2C – Subscription Version Conflict Removal by the New Service Provider SOA – Confirmed

· B.5.5.4C – Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (2nd Create) – Confirmed

· B.5.5.5C – Subscription Version Conflict Removal by the Old Service Provider SOA – Confirmed

· B.5.6C – Subscription Version Query – Confirmed

· B.6.4C – lsmsFilterNPA-NXX Creation by the SOA – Confirmed

· B.6.5C – lsmsFilterNPA-NXX Deletion by the SOA – Confirmed

· B.6.6C – lsmsFilterNPA-NXX Query by the SOA – Confirmed

· B.7.3C – Sequencing of Events on Initialization/Resynchronization of SOA – Confirmed

· B.7.3.1C – Sequencing of Events on Initialization/Resynchronization of SOA using SWIM – Confirmed





		NANC 390 (con’t)

		GDMO/ASN.1

Nov ’08 LNPAWG, request to include GDMO, see the following:





  (open this file with NotePad or WordPad)





		NANC 400

		NeuStar



1/5/05

		URI Fields



Business Need:

Refer to separate document (last update Mar ’05).



		TBD

		TBD

		Func Backward Compatible:  Yes



Dec 05 – moved to Accepted per LNPAWG discussion









Mar ’08 LNPAWG, discussion:

With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.



		N/A

		N/A



		NANC 401

		VeriSign



1/13/05

		Separate LSMS Association for OptionalData Fields



Business Need:

Refer to separate document (last update Jun ’05).



		TBD

		TBD

		Func Backward Compatible:  Yes



Jan 06 – moved to Accepted per LNPAWG discussion







		High

		None / High



		NANC 403

		NeuStar



3/30/05

		Only allow Recovery Messages to be sent during Recovery



The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.



This will require some operational changes for Service Providers that utilize Network Data and/or Subscription Data recovery while in normal mode.

		TBD

		TBD

		Func Backward Compatible:  Yes



The proposed solution is to update the FRS, IIS and GDMO recovery description to indicate that network data and subscription data recovery requests sent during normal mode will be rejected.



No sunset policy will be implemented with this change order.





		Low

		None / None-Med



		NANC 403

(con’t)

		Proposed Resolution:



FRS, new requirements:

Req 1       All Data Recovery Only in Recovery Mode

NPAC SMS shall allow a SOA or LSMS to recover data ONLY in recovery mode.



Req 2       Recovery Restriction Tunable Parameter

NPAC SMS shall provide a Regional Recovery Restriction in Recovery Mode Only tunable parameter which is defined as an indicator on whether or not the restriction of recovery requests only is allowed while in recovery mode is supported by the NPAC SMS for a particular NPAC Region.



Req 3       Recovery Restriction Tunable Parameter Default

NPAC SMS shall default the Regional Recovery Restriction in Recovery Mode Only tunable parameter to TRUE.



Req 4       Recovery Restriction Tunable Parameter Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Regional Recovery Restriction in Recovery Mode Only tunable parameter.







IIS, section 5.2.1.9, add the following text:

All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



IIS, section 5.3.4, change the following text:

Service Provider and Notification All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).







GDMO, lnpDownload notification, add the following text in the behavior section:

All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



Dec 05 – moved to Accepted per LNPAWG discussion.











		NANC 415

		NeuStar 12/1/06

		SIP and H.323 URIs in the NPAC



Business Need:

Refer to separate document (last update Dec ’06).





		TBD

		TBD

		Func Backward Compatible:  YES







		Low

		Med



		NANC 417

		Syniverse 12/18/06

		Provide record count(s) for BDD Files and Delta BDD Files



Business Need:

Refer to separate document (last update Mar ’07).





		TBD

		FRS

		Func Backward Compatible:  TBD









		Low

		Low



		NANC 419

		AT&T



3/15/07

		User Prioritization of Recovery-Related Notifications



Business Need:

The existing NPAC Notification Priority process only allows a certain type of notification to have a different priority from another type.  Using this method, however, SOAs cannot distinguish between the reasons for a certain type of notification.  For example, a Status Attribute Value Change notification could indicate that all LSMSs successfully responded and a pending SV is moving to active, or it could indicate that a discrepant LSMS has just completed recovery and a partial-failure SV is moving to active.



As a result, an SP that is recovering SVs could cause the activating SOA to experience unintended delays in receiving notifications for different activities because the recovery process generates its own set of notifications.  This unintended delay could happen hours after the initial activity, when the SOA is otherwise relatively lightly loaded, causing confusion to the SOA users.





		

		

		Func Backward Compatible:  TBD



Develop a mechanism that further defines certain notifications as initiated by regular activity versus recovery activity.  With this change order the two instances would be differentiated, and an SP could indicate a different prioritization for one versus the other.



May ’07 APT:

The business need/scenario was explained during the APT meeting, with agreement from the group that the text captured the current business need.  The group also agreed to recommend acceptance of this change order by the LNPAWG.  The CMA will add additional text to this change order, then send out prior to the Jun ’07 LNPAWG con call, with a recommendation of approval from the APT.



Example of current notification:

Notification -- L-11.0 A1 SV SAVC Activates to new SP priority.

Definition -- When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast.





		Med

		None / None



		NANC 419 (con’t)

		Proposed Resolution:

Add a new scenario to the list of notification priorities (42 listed in the FRS, Appendix C).  The new one will be specific to notifications generated as a result of recovery requests (not to be confused with notification recovery).  This will allow notifications generated where the reason is recovery to have a lower priority than the same notification generated where the reason is a SOA GUI user working real-time with a customer request.



In the example above, notification L-11.0 A1 would have a lower priority in a recovery-related SV activate scenario where one LSMS failed the initial SV activate download, but successfully recovered that SV activate download at a later time, whereas a different instance of notification L-11.0 A1 would have a higher priority in a regular SV activate scenario where all LSMSs successfully processed the SV activate download.



Jun ’07 LNPAWG con call:

The change order was accepted by the LNPAWG during the call.  Detailed requirements will begin to be developed.



Jul ’07 LNPAWG meeting:

Upon further discussion, it was agreed that instead of just one new notification that would be generated as a result of a recovery request, the type of activity (activate, modify, disconnect) should also be accounted for in the proposed solution.  The group will discuss the complexity of different types of activity, and whether this is needed and/or confusing to manage.  With this new ability to “change the order”, the issue of out-of-sequence notifications needs to be discussed as well.



The attached document describes the proposed new notifications in blue.  These will be discussed during the Sep ’07 LNPAWG meeting.







Sep ’07 LNPAWG meeting:

All participants were not available to discuss this at this time.  Discussion will carry forward into the Nov ’07 meeting.



Nov ’07 LNPAWG meeting:

After a brief discussion, it was agreed that no solid business case could be identified for keeping this at the “type of activity” level, so instead of one each for activate, modify, and disconnect, just a single recovery notification will be used for all three types.





		NANC 423

		VeriSign



9/11/07

		Low Tech Interface (LTI) Transaction Filter



Business Need:

(PIM 64) – Currently, when a SPID has both LTI & SOA connectivity/usage, LTI generated transactions are broadcast to their respective SOA as well.  This potentially creates more work for the SOA when receiving unwanted LTI data.  This change order requests functionality that filters out or eliminates unwanted LTI transaction data broadcast to the SOA.  Should the need arise to see this data in the SOA it could be obtained via an Audit-in activity.



Nov ’07 LNPAWG, discussion:

Clarification was provided by VeriSign on the specific situation, whereby the LTI is used for a specific SPID that only uses the LTI for half their users, and the SOA for the other half of those users.  The ones initiated from the LTI would use this indicator to determine whether or not to send transactions to the SOA.

		

		

		Func Backward Compatible:  Yes



The NPAC SMS would add a tunable parameter to the SPID-level customer profile that could be set to allow the suppression of LTI initiated transactions to the respective SOA.



Req 1 – Service Provider SOA LTI Transaction Indicator

NPAC SMS shall provide a Service Provider SOA LTI Transaction Flag Indicator tunable parameter which defines whether a SOA will receive/not-receive LTI-generated transactions over their SOA connection.

Req 2 – Service Provider SOA LTI Transaction Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA LTI Transaction Flag Indicator tunable parameter.

Req 3 – Service Provider SOA LTI Transaction Indicator Usage

NPAC SMS shall send LTI-generated transactions over the SOA connection only when the Service Provider SOA LTI Transaction Flag Indicator tunable parameter is set to TRUE.

		Med

		None-Low / None



		NANC 425

		LNPA WG



9/12/07

		Large Volume Port Transactions and SOA Throughput Using Message Efficiency (son of NANC 397)



Business Need:

Review the Sep ’07 meeting discussion in NANC 397.  Going forward, discussion of everything outside of the 25K/hr increase will be documented in this change order



Nov ’07 LNPAWG, discussion:

After some initial discussion on the various options of NANC 397 that have moved into NANC 425, the group questioned the need to continue looking into this change order when 397 will meet the performance needs.  The group agreed to let 425 go dormant for now, and will bring up in the future if necessary.



		

		

		Func Backward Compatible:  TBD





		N/A

		N/A / N/A



		NANC 431

		LNPA WG



3/12/08

		URI Fields (PoC)



Business Need:

Refer to separate document (last update Mar ’08).



		

		

		Func Backward Compatible:  Yes



Mar ’08 LNPAWG, discussion:

With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.











		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.



		NANC 432

		LNPA WG



3/12/08

		URI Fields (Presence)



Business Need:

Refer to separate document (last update Mar ’08).



		

		

		Func Backward Compatible:  Yes



Mar ’08 LNPAWG, discussion:

With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.











		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.



		NANC 437

		Telcordia



1/8/09

		Multi-Vendor NPAC SMS Solution



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  TBD



Jan ’09 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  Telcordia will be providing addition information prior to the Mar ’09 LNPAWG meeting.



Mar ’09 LNPAWG, discussion:

A walk-thru of some of the documents provided in Feb were reviewed.  Further review will take place during the Apr con call, and the May face-to-face mtgs.



May ’09 – Jul ‘10 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



		TBD

		TBD



		NANC 444

		Neustar



3/16/11

		LTI Enhancements



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Mar ’11 LNPAWG, discussion:

A walk-thru of the proposed change order took place.  The group accepted the change order.



		TBD

		TBD



		NANC 446

		Neustar



7/12/11

		Pending SV Interference



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jul ’11 LNPAWG, discussion:

A walk-thru of the proposed change order took place.  The group accepted the change order.



		TBD

		TBD
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		Next Documentation Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 445

		Neustar 6/22/11

		Doc-Only Change Order: FRS Updates



Business Need:

Update the current documentation to be consistent and reflect the current behavior.



1. 

 Update Appendix E, BDD Files to clarify Optional Data (when included, where placed).



		

		

		Func Backward Compatible:  YES



Update the FRS.



		None

		None / None
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		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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		Cancel - Pending Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		See Implemented List for details on Release 3.4.
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		Release # / Target Date

		Change Orders

		Backward Compatible



		Open

		

		



		Accepted

		NANC 372 – SOA/LSMS Interface Protocol Alternatives

NANC 382 – “Port-Protection” System

NANC 390 – New Interface Confirmation Messages SOA/LSMS – to - NPAC

NANC 400 – URI Fields

NANC 401 – Separate LSMS Association for OptionalData Fields

NANC 403 –Only allow Recovery Messages to be sent during Recovery

NANC 415 – SIP and H.323 URIs in the NPAC

NANC 417 – Provide record count(s) for BDD Files and Delta BDD Files

NANC 419 – User Prioritization of Recovery-Related Notifications

NANC 423 – Low Tech Interface (LTI) Transaction Filter

NANC 425 – Large Volume Port Trans and SOA Throughput Using Message Efficiency (son of NANC 397)

NANC 431 – URI Fields (PoC)

NANC 432 – URI Fields (Presence)

NANC 437 – Multi-Vendor NPAC SMS Solution

NANC 444 – LTI Enhancements

NANC 446 – Pending SV Interference



		



		Next Doc Release

		NANC 445 – Doc-Only Change Order: FRS Updates



		



		Current Development Release

		

		



		Cancel-Pending

		

		



		Current Release

		See Implemented List for details on R3.4
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MODIFIED:



-- 2.0 LNP Local SMS Managed Object Class



lnpLocalSMS MANAGED OBJECT CLASS

    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;

    CHARACTERIZED BY

        lnpLocalSMS-Pkg;

    CONDITIONAL PACKAGES

        applicationLevelHeartBeatPkg PRESENT IF

                 !the object is instantiated on the Local SMS!,

        swimProcessing-RecoveryResultsPkg PRESENT IF

                 !the Local SMS supports SWIM Recovery!,

		lnpProcessedMsgPkg PRESENT IF

            !the object is instantiated on the Local SMS!;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 2};





-- 12.0 LNP NPAC SMS Managed Object Class



lnpNPAC-SMS MANAGED OBJECT CLASS

    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;

    CHARACTERIZED BY

        lnpNPAC-SMS-Pkg,

        lnpRecoveryCompletePkg,

        lnpNotificationRecoveryPkg;

    CONDITIONAL PACKAGES

        applicationLevelHeartBeatPkg PRESENT IF

            !the object is instantiated on the NPAC SMS!,

	lnpProcessedMsgPkg PRESENT IF

            !the object is instantiated on the NPAC SMS!,

	lnpDeletePkg PRESENT IF

            !the object is instantiated on the NPAC SMS!;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 12};





-- 14.0 LNP Subscriptions Managed Object Class



lnpSubscriptions MANAGED OBJECT CLASS

    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;

    CHARACTERIZED BY

        lnpSubscriptionsPkg,

        subscriptionVersionLocalSMS-CreatePkg;

    CONDITIONAL PACKAGES

    lnpDownloadPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionOldSP-CreatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionNewSP-CreatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionDisconnectPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionModifyPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionActivatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionCancelPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionOldSP-CancellationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionNewSP-CancellationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRemoveFromConflictPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    numberPoolBlock-CreatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeStatusAttributeValueChangePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeAttributeValueChangePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeObjectCreationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeDonorSP-CustomerDisconnectDatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeCancellationAcknowledgePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeNewSP-CreateRequestPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeOldSP-ConcurrenceRequestPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeOldSPFinalConcurrenceWindowExpirationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeNewSP-FinalCreateWindowExpirationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

--

-- Packages for the sister ACTIONs with error codes

--

    subscriptionVersionActivateWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionCancelWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionNewSP-CancellationWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRemoveFromConflictWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionOldSP-CancellationWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,



--  NANC390

    subscriptionVersionLocalSMS-CreateWithActionIdPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 14};





-- 27.0 LNP SOA Managed Object Class



lnpSOA MANAGED OBJECT CLASS

    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;

    CHARACTERIZED BY

        lnpSOA-Pkg;

    CONDITIONAL PACKAGES

        applicationLevelHeartBeatPkg PRESENT IF

                 !the object is instantiated on the SOA!,

        swimProcessing-RecoveryResultsPkg PRESENT IF

                 !the SOA supports SWIM Recovery!,

	lnpProcessedMsgPkg PRESENT IF

			!the object is instantiated on the SOA!;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 27};















NEW:



subscriptionVersionLocalSMS-CreateWithActionIdPkg PACKAGE

    BEHAVIOUR subscriptionVersionLocalSMS-CreateWithActionIdPkgBehavior;

    ACTIONS

        subscriptionVersionLocalSMS-CreateWithActionId;

    REGISTERED AS {LNP-OIDS.lnp-package 59};



subscriptionVersionLocalSMS-CreateWithActionIdPkgBehavior BEHAVIOUR

    DEFINED AS !

        This package provides for including the

        subscriptionVersionLocalSMS-CreatWithActionId action.

	!;



lnpProcessedMsgPkg PACKAGE

    BEHAVIOUR lnpProcessedMsgPkgBehavior;

    ACTIONS

         lnpProcessedMsg;

    REGISTERED AS {LNP-OIDS.lnp-package 60};



lnpProcessedMsgPkgBehavior BEHAVIOUR

    DEFINED AS !

        This package provides for conditionally including the

        lnpProcessedMsgPkg action.

	!;



lnpDeletePkg PACKAGE

    BEHAVIOUR lnpDeletePkgBehavior;

    ACTIONS

         lnpDelete;

    REGISTERED AS {LNP-OIDS.lnp-package 61};



lnpDeletePkgBehavior BEHAVIOUR

    DEFINED AS !

        This package provides for conditionally including the

        lnpDelete action.

    !;



lnpProcessedMsg ACTION

    BEHAVIOUR

        lnpProcessedMsgDefinition,

        lnpProcessedMsgBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.ProcessedMsgAction;

    WITH REPLY SYNTAX LNP-ASN1.ProcessedMsgReply;

    REGISTERED AS {LNP-OIDS.lnp-action 22};



lnpProcessedMsgDefinition BEHAVIOUR

    DEFINED AS !

        The lnpProcessedMsg action is used by NPAC SMS, SOA and Local SMS

		to process requests asynchronously and send the processing results 

		in a generic M-ACTION.

    !;



lnpProcessedMsgBehavior BEHAVIOUR

    DEFINED AS !

        Preconditions: This action is used by any of the NPAC SMS, SOA 

		and Local SMS for service providers supporting a generic M-ACTION to

		respond to incoming requests.



        Postconditions: After this action has been responded by the peer system, the

		receiving side must perform all required processing that would be performed

		when an M-ACTION response was received on system not supporting lnpProcessedMsg ACTION.

	!;



subscriptionVersionLocalSMS-CreateWithActionId ACTION

    BEHAVIOUR

        subscriptionVersionLocalSMS-CreateWithActionIdDefinition,

        subscriptionVersionLocalSMS-CreateWithActionIdBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.LocalSMS-CreateAction;

    WITH REPLY SYNTAX LNP-ASN1.LocalSMS-CreateReplyWithActionId;

    REGISTERED AS {LNP-OIDS.lnp-action 23};



subscriptionVersionLocalSMS-CreateWithActionIdDefinition BEHAVIOUR

    DEFINED AS !

        The subscriptionVersionLocalSMS-CreateWithActionId action is the action that is 

        used by the NPAC SMS to create multiple subscription versions via the

        Local SMS to NPAC SMS interface and with immediate conformation. The actual processing

		results are returned with lnpProcessedMsg ACTION.

    !;



subscriptionVersionLocalSMS-CreateWithActionIdBehavior BEHAVIOUR

    DEFINED AS !

		This action is the sister action for the subscriptionVersionLocalSMS-CreateWithAction.

		The difference is that the actual processing results are returned with an 

		lnpProcessedMsg ACTION after an immediate response is sent to the ACTION request.

	!;



lnpDelete ACTION

    BEHAVIOUR

        lnpDeleteDefinition,

        lnpDeleteBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.DeleteAction;

    WITH REPLY SYNTAX LNP-ASN1.DeleteReply;

    REGISTERED AS {LNP-OIDS.lnp-action 24};



lnpDeleteDefinition BEHAVIOUR

    DEFINED AS !

        The lnpDelete action is used by SOA and Local SMS

		to delete object instances on NPAC except for the SVs.

    !;



lnpDeleteBehavior BEHAVIOUR

    DEFINED AS !

        Preconditions: This action can be used by Local SMS, and SOA 

		for service providers supporting a generic M-ACTION to

		respond incoming requests.



        Postconditions: After this action has been responded by the peer system, the

		receiving side must perform all required processing that would be performed

		when an M-ACTION response was received on system not supporting 

		lnpProcessedMsg ACTION.

	!;
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IMPORTS



-- CMIP

 ObjectClass, ObjectInstance, EventReportResult, GetResult, SetResult, CreateResult

        FROM CMIP-1 {joint-iso-ccitt ms(9) cmip(1) modules(0) protocol(3)}





CreateResultWithActionId ::= SEQUENCE {

    create-result [0] SET OF CreateResult OPTIONAL,

    actionId      [1] INTEGER OPTIONAL

}





DeleteAction::= SEQUENCE {

	objectType ENUMERATED {

	    audit          (0),

	    lrn            (1),

	    npa-nxx        (2),

	    npa-nxx-filter (3)

	},

	object-version-id [1] SET OF LnpKey

}



DeleteReply ::= SEQUENCE {

    status [0] ENUMERATED {

       success (0),

       failed (1),

       soa-not-authorized (2),

       no-version-found(3),

       invalid-data-values (4)

   },

   object-version-id [1] SET OF LnpKey OPTIONAL,

   error-code [2] LnpSpecificErrorCode OPTIONAL,

   actionId   [3] INTEGER OPTIONAL

}





DisconnectReply ::= SEQUENCE {

    status     [1] SubscriptionVersionActionReply,

    version-id [2] SET OF SubscriptionVersionId OPTIONAL,

    error-code [3] LnpSpecificErrorCode OPTIONAL, -- present if status not success

    actionId   [4] INTEGER OPTIONAL

}



EventReportResultWithActionId ::= SEQUENCE {

    event-report-result [0] SET OF EventReportResult OPTIONAL,

    actionId            [1] INTEGER OPTIONAL

}



GetResultWithActionId ::= SEQUENCE {

    get-result  [0] SET OF GetResult OPTIONAL,

    actionId    [1] INTEGER OPTIONAL

}





LocalSMS-CreateReplyWithActionId ::= ResultsStatusWithActionId



ModifyReply ::= SEQUENCE {

    status       [1] SubscriptionVersionActionReply,

    invalid-data [2] SubscriptionModifyInvalidData OPTIONAL,

    error-code   [3] LnpSpecificErrorCode OPTIONAL,  -- present if status not success

    actionId     [4] INTEGER OPTIONAL

}







NewSP-CreateReply ::= SEQUENCE {

    status       [0] SubscriptionVersionActionReply,

    invalid-data [1] NewSP-CreateInvalidData OPTIONAL,

    error-code   [2] LnpSpecificErrorCode OPTIONAL,  -- present if status not success

    actionId     [3] INTEGER OPTIONAL

}





NumberPoolBlock-CreateReply ::= SEQUENCE {

    block-id [0] BlockId,

    status [1] ENUMERATED {

       success (0),

       failed (1),

       soa-not-authorized (2),

       no-npa-nxx-x-found (3),

       invalid-data-values (4),

       number-pool-block-already-exists (5),

       prior-to-effective-date (6),

       invalid-subscription-versions (7)

   },

   block-invalid-values [2] NumberPoolBlock-CreateInvalidData OPTIONAL,

   error-code [3] LnpSpecificErrorCode OPTIONAL, -- present if status not success

   actionId   [4] INTEGER OPTIONAL

}





OldSP-CreateReply ::= SEQUENCE {

    status       [0] SubscriptionVersionActionReply,

    invalid-data [1] OldSP-CreateInvalidData OPTIONAL,

    error-code   [2] LnpSpecificErrorCode OPTIONAL,  -- present if status not success

    actionId     [3] INTEGER OPTIONAL

}



ProcessedMsgAction ::= SEQUENCE {

    status ENUMERATED {

        success (0),

        failed (1),

		more-data (2)

    },

	replydata CHOICE {

	    download-reply                                  [0] DownloadReply,

		recovery-complete-reply                         [1] RecoveryCompleteReply,

		disconnect-reply                                [2] DisconnectReply,

		localsms-create-reply                           [3] LocalSMS-CreateReplyWithActionId,

		modify-reply                                    [4] ModifyReply,

		newsp-create-reply                              [5] NewSP-CreateReply,

		oldsp-create-reply                              [6] OldSP-CreateReply,

		network-notification-recovery-reply             [7] NetworkNotificationRecoveryReply,

		number-poolblock-create-reply		        [8] NumberPoolBlock-CreateReply,

		activate-reply-with-error-code                  [9] ActivateReplyWithErrorCode,

		cancel-reply-with-error-code                   [10] CancelReplyWithErrorCode,

		cancellation-acknowledge-reply-with-error-code [11] CancellationAcknowledgeReplyWithErrorCode,

		remove-from-conflict-reply-with-error-code     [12] RemoveFromConflictReplyWithErrorCode,

		swim-processing-recovery-response              [13] SwimProcessing-RecoveryResponse,

		event-report-result                            [14] EventReportResultWithActionId,

		get-result                                     [15] GetResultWithActionId,

		set-result                                     [16] SetResultWithActionId,

		create-result                                  [17] CreateResultWithActionId,

		delete-result                                  [18] DeleteReply

	} OPTIONAL,

	sequence-number [30] INTEGER OPTIONAL,

    	error-code      [31] LnpSpecificErrorCode OPTIONAL					  

}



ProcessedMsgReply ::= SEQUENCE {

    status ENUMERATED {

        success (0),

        failed (1)

    },

    actionId        [1] INTEGER OPTIONAL,

    sequence-number [2] INTEGER OPTIONAL					   

}



RecoveryCompleteReply ::= SEQUENCE {

    status ResultsStatus,

    subscriber-data [1] SubscriptionDownloadData OPTIONAL,

    network-data [2] NetworkDownloadData OPTIONAL,

    block-data [3] BlockDownloadData OPTIONAL,

    error-code [4] LnpSpecificErrorCode OPTIONAL, -- present if status not success

    actionId   [5] INTEGER OPTIONAL

}





ResultsStatusWithActionId ::=  SEQUENCE {

	status ResultsStatus,

	actionId   [1] INTEGER OPTIONAL

}





SetResultWithActionId ::= SEQUENCE {

    set-result [0] SET OF SetResult OPTIONAL,

    actionId   [1] INTEGER OPTIONAL

}



SubscriptionVersionActionReplyWithErrorCode ::= SEQUENCE {

    status     [1] SubscriptionVersionActionReply,

    error-code [2] LnpSpecificErrorCode OPTIONAL, -- present if status not success

    actionId   [3] INTEGER OPTIONAL

}





SwimProcessing-RecoveryResponse ::= SEQUENCE {

    status                [0] SwimResultsStatus,

    error-code            [1] LnpSpecificErrorCode OPTIONAL, -- present if status not success

    stop-date         [2] GeneralizedTime OPTIONAL, -- present if SWIM data collection turned off

    additionalInformation [3] AdditionalInformation OPTIONAL,

    actionId              [4] INTEGER OPTIONAL

}
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New Change Orders – Working Copy






Origination Date:  01/05/05



Originator:  NeuStar


Change Order Number:  NANC 400



Description:  URI Fields



Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Voice URI Field



No solution currently exists to address the issue of industry-wide distribution of IP end-point addressing information for IP-based Voice service.  No solution addresses portability of such service.  A call originating from one provider’s IP service typically has no information as to whether the dialed TN’s service is IP-based or not, nor what its address is, forcing the use of the PSTN as an intermediary between IP networks.  This need not be the case.  Look up databases are not the issue, as many methods of looking up the data exist.  Typically, VoIP providers
 have their own intra-network look up capability in order to terminate calls.  The issue lies in the availability of a sharing and distribution mechanism for TN-level routing information between all interested service providers.  The provisioning and distributing of routing information is the precise charter of the NPAC for all ported and pooled TNs.



It so happens that today, the vast majority of TNs using IP-based Voice service involve an NPAC transaction (existing TNs migrating to VoIP are ported, new assignments are typically taken from a pooled block).  The ability for IP-based SPs to share routing data associated with a ported or pooled TN surely will be desired (it is on the “to do” list of IP-groups within many SPs offering or planning to offer VoIP service).  The addition of a Voice URI and the various URIs below, because the URIs are merely addressing information, is directly analogous to adding DPC and SSN information to ported and pooled TNs.  The addition of the URI fields described in this change order is unlikely to cause additional NPAC activates, because the fields are intended for numbers that would be ported or pooled anyway.  This is therefore the most cost effective method of provisioning IP look up engines (in whatever flavor they happen to take) with URI information relating to a ported or pooled TN.



The addition of these URI fields to the NPAC also benefits the industry in that it inherently coordinates and synchronizes the update of the SS7-based number portability look up databases with that of the IP-based look up databases.  Should the updates not be synchronized, service could be affected for an indeterminate amount of time.



Multimedia Media Messaging Service (MMS), Push to Talk Over Cellular (PoC) & Presence URI Fields:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of these three fields will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  As indicated above, these IP-service routing fields are in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision Voice, MMS, PoC and Presence URIs for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



These fields shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



These fields will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add new fields to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of these fields.  These new fields will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the Voice/MMS/PoC/Presence URI (Uniform Resource Identifier) Fields (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the Voice/MMS/PoC/Presence URI (Uniform Resource Identifier) Fields (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Voice URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Voice URI information from the NPAC SMS to their SOA.  The Voice URI is the network address to the Service Provider’s gateway for voice service.



The default value is False.





			NPAC Customer LSMS Voice URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Voice URI information from the NPAC SMS to their LSMS.  The Voice URI is the network address to the Service Provider’s gateway for voice service.



The default value is False.





			NPAC Customer SOA MMS URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports MMS URI information from the NPAC SMS to their SOA.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.



The default value is False.





			NPAC Customer LSMS MMS URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports MMS URI information from the NPAC SMS to their LSMS.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.



The default value is False.





			NPAC Customer SOA PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their SOA.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.









			NPAC Customer LSMS PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their LSMS.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.





			NPAC Customer SOA Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their SOA.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			NPAC Customer LSMS Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their LSMS.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Voice URI


			C (255)


			


			Voice URI for Subscription Version.



This field may only be specified if the service provider SOA supports Voice URI.  The Voice URI is the network address to the Service Provider’s gateway for voice service.





			MMS URI


			C (255)


			


			MMS URI for Subscription Version.



This field may only be specified if the service provider SOA supports MMS URI.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.





			PoC URI


			C (255)


			


			PoC URI for Subscription Version.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			Presence URI


			C (255)


			


			Presence URI for Subscription Version.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Voice URI


			C (255)


			


			Voice URI for Number Pool Block.



This field may only be specified if the service provider SOA supports Voice URI.  The Voice URI is the network address to the Service Provider’s gateway for voice service.





			MMS URI


			C (255)


			


			MMS URI for Number Pool Block.



This field may only be specified if the service provider SOA supports MMS URI.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.





			PoC URI


			C (255)


			


			PoC URI for Number Pool Block.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			Presence URI


			C (255)


			


			Presence URI for Number Pool Block.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, Voice URI (if the requesting SOA supports Voice URI data), MMS URI (if the requesting SOA supports MMS URI data), PoC URI (if the requesting SOA supports PoC URI data), Presence URI (if the requesting SOA supports Presence URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Voice URI (if the requesting SOA supports Voice URI data), MMS URI (if the requesting SOA supports MMS URI data), PoC URI (if the requesting SOA supports PoC URI data), Presence URI (if the requesting SOA supports Presence URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· Voice URI (for Local SMSs that support Voice URI data)



· MMS URI (for Local SMSs that support MMS URI)



· PoC URI (for Local SMSs that support PoC URI)



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



· Block Data



· [snip]



· Voice URI (for Local SMSs that support Voice URI data)



· MMS URI, (for Local SMSs that support MMS)



· PoC URI, (for Local SMSs that support PoC URI data)



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



Voice URI (if supported by the Block Holder SOA)



MMS URI (if supported by the Block Holder SOA)



PoC URI (if supported by the Block Holder SOA)



Voice URI, MMS URI, PoC URI, Presence URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



Voice URI (if supported by the Block Holder SOA)



MMS URI (if supported by the Block Holder SOA)



PoC URI (if supported by the Block Holder SOA)



Presence URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and Voice URI/MMS URI/PoC URI/Presence URI fields (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA Voice URI Indicator



NPAC Customer LSMS Voice URI Indicator



NPAC Customer SOA MMS URI Support Indicator



NPAC Customer LSMS MMS URI Support Indicator



NPAC Customer SOA PoC URI Support Indicator



NPAC Customer LSMS PoC URI Support Indicator



NPAC Customer SOA Presence URI Support Indicator



NPAC Customer LSMS Presence URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· Voice URI (if supported by the Service Provider LSMS)



· MMS URI (if supported by the Service Provider LSMS)



· PoC URI (if supported by the Service Provider LSMS)



· Presence URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· Voice URI (Value set to same field as Block)



· MMS URI (Value set to same field as Block)



· PoC URI (Value set to same field as Block)



· Presence URI (Value set to same field as Block)



Req 1 – Service Provider SOA Voice URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA Voice URI Edit Flag Indicator tunable parameter which defines whether a SOA supports Voice URI.



Req 2 – Service Provider SOA Voice URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA Voice URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA Voice URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Voice URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS Voice URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports Voice URI.



Req 5 – Service Provider LSMS Voice URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS Voice URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter.


Req 1.1 through 6.1 same as Req 1 through 6.  Replace “Voice URI” with “MMS URI”.



Req 1.2 through 6.2 same as Req 1 through 6.  Replace “Voice URI” with “PoC URI”.



Req 1.3 through 6.3 same as Req 1 through 6.  Replace “Voice URI” with “Presence URI”.


Req 7
Activate Subscription Version - Send Voice URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Voice URI, send the Voice URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 7.1 same as Req 7.  Replace “Voice URI” with “MMS URI”.



Req 7.2 same as Req 7.  Replace “Voice URI” with “PoC URI”.



Req 7.3 same as Req 7.  Replace “Voice URI” with “Presence URI”.



Req 8
Activate Number Pool Block - Send Voice URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Voice URI, send the Voice URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8.1 same as Req 8.  Replace “Voice URI” with “MMS URI”.



Req 8.2 same as Req 8.  Replace “Voice URI” with “PoC URI”.



Req 8.3 same as Req 8.  Replace “Voice URI” with “Presence URI”.



Req 9
Audit for Support of Voice URI



NPAC SMS shall audit the Voice URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports Voice URI.


Req 9.1 same as Req 9.  Replace “Voice URI” with “MMS URI”.



Req 9.2 same as Req 9.  Replace “Voice URI” with “PoC URI”.



Req 9.3 same as Req 9.  Replace “Voice URI” with “Presence URI”.



Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports Voice URI, MMS URI, PoC URI, or Presence URI, the format of the Bulk Data Download file will contain delimiters for all four attributes.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			Voice URI


			Not present if LSMS or SOA does not support the Voice URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			MMS URI


			Not present if LSMS or SOA does not support the MMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			Voice URI


			Not present if LSMS or SOA does not support the Voice URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			MMS URI


			Not present if LSMS or SOA does not support the MMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports Voice URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Voice URI


If the “SOA Supports MMS URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



MMS URI


If the “SOA Supports PoC URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



PoC URI


If the “SOA Supports Presence URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Presence URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



Voice URI – if supported by the Service Provider SOA



MMS URI – if supported by the Service Provider SOA



PoC URI – if supported by the Service Provider SOA



Presence URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



Voice URI – if supported by the Service Provider SOA



MMS URI – if supported by the Service Provider SOA



PoC URI – if supported by the Service Provider SOA



Presence URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



Voice URI – if supported by the Service Provider (SOA, LSMS)



MMS URI – if supported by the Service Provider (SOA, LSMS)



PoC URI – if supported by the Service Provider (SOA, LSMS)



Presence URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



Note – the GDMO shown below is the same that is contained in NANC 399.  For NANC 400, the references for SV Type are not needed, but are shown for continuity purposes.  For both NANC 399 and NANC 400, the OptionalData references are identical.



-- 20.0 LNP subscription Version Managed Object Class



subscriptionVersion MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;



    CHARACTERIZED BY



        subscriptionVersionPkg;



    CONDITIONAL PACKAGES



        subscriptionWSMSC-DataPkg PRESENT IF



            !the service provider is supporting WSMSC information!,



        subscriptionSvTypePkg PRESENT IF



            !the service provider is supporting SV type!,



        subscriptionOptionalDataPkg PRESENT IF



            !the service provider is supporting additional optional data!;



    REGISTERED AS {LNP-OIDS.lnp-objectClass 20};



-- 29.0 Number Pool Block Data Managed Object Class



--



numberPoolBlock MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;



    CHARACTERIZED BY



        numberPoolBlock-Pkg;



    CONDITIONAL PACKAGES



        numberPoolBlockWSMSC-DataPkg PRESENT IF



            !the service provider is supporting WSMSC information!,



        numberPoolBlockSvTypePkg PRESENT IF



            !the service provider is supporting number pool block type!,



        numberPoolBlockOptionalDataPkg PRESENT IF



            !the service provider is supporting additional optional information!;



    REGISTERED AS {LNP-OIDS.lnp-objectClass 29};



subscriptionVersionNPAC-Behavior BEHAVIOUR



…



     new service provider SOAs can only modify the following attributes:



        subscriptionLRN



        subscriptionNewSP-DueDate



        subscriptionCLASS-DPC



        subscriptionCLASS-SSN



        subscriptionLIDB-DPC



        subscriptionLIDB-SSN



        subscriptionCNAM-DPC



        subscriptionCNAM-SSN



        subscriptionISVM-DPC



        subscriptionISVM-SSN



        subscriptionWSMSC-DPC



        subscriptionWSMSC-SSN



        subscriptionEndUserLocationValue



        subscriptionEndUserLocationType



        subscriptionBillingId



        subscriptionSvType



        subscriptionOptionalData…



numberPoolBlockNPAC-Behavior BEHAVIOUR



…



        The object creation notification will be sent to the SOA once the



        number pool block object has been created on the NPAC SMS,



        if the SOA-origination flag is true, and contain the following



        attributes:



           numberPoolBlockId



           numberPoolBlockNPA-NXX-X



           numberPoolBlockHolderSPID



           numberPoolBlockSOA-Origination



           numberPoolBlockCreationTimeStamp



           numberPoolBlockStatus



           numberPoolBlockLRN



           numberPoolBlockCLASS-DPC



           numberPoolBlockCLASS-SSN



           numberPoolBlockLIDB-DPC



           numberPoolBlockLIDB-SSN



           numberPoolBlockCNAM-DPC



           numberPoolBlockCNAM-SSN



           numberPoolBlockISVM-DPC



           numberPoolBlockISVM-SSN



           numberPoolBlockWSMSC-DPC (OPTIONAL)



           numberPoolBlockWSMSC-SSN (OPTIONAL)



           numberPoolBlockType (OPTIONAL)



           numberPoolBlockOptionalData (OPTIONAL)


--



         The attribute value change notification will be sent out to the SOA,



         if the SOA-origination flag is true, when any of the following



         attributes change:



           numberPoolBlockSOA-Origination



           numberPoolBlockLRN



           numberPoolBlockCLASS-DPC



           numberPoolBlockCLASS-SSN



           numberPoolBlockLIDB-DPC



           numberPoolBlockLIDB-SSN



           numberPoolBlockCNAM-DPC



           numberPoolBlockCNAM-SSN



           numberPoolBlockISVM-DPC



           numberPoolBlockISVM-SSN



           numberPoolBlockWSMSC-DPC (OPTIONAL)



           numberPoolBlockWSMSC-SSN (OPTIONAL)



           numberPoolBlockType (OPTIONAL)



           numberPoolBlockOptionalData (OPTIONAL)


-- 149.0 Subscription Version SV Type



--



subscriptionSvType ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.SVType;



    MATCHES FOR EQUALITY, ORDERING;



    BEHAVIOUR subscriptionSvTypeBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 149};



subscriptionSvTypeBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the subscription version



        type.





The possible values are:






0 : wireline






1 : wireless






2 : VoIP






3 : VoWiFi






4 : NPB Type 4






5 : NPB Type 5






6 : NPB Type 6



!;  



--



-- 150.0 Subscription Optional Data



--



subscriptionOptionalData ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.OptionalData;



    MATCHES FOR EQUALITY;



    BEHAVIOUR subscriptionOptionalDataBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 150};



subscriptionOptionalDataBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the optional data



        for the SV blocks.



        This attribute is an XML string defined by the



        XML schema in section 7.4 of the IIS.



!;  



--



-- 151.0 Number Pool Block Type



--



numberPoolBlockType ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.SVType;



    MATCHES FOR EQUALITY, ORDERING;



    BEHAVIOUR numberPoolBlockTypeBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 151};



numberPoolBlockTypeBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the number pool block



        type.





The possible values are:






0 : wireline






1 : wireless






2 : VoIP






3 : VoWiFi






4 : NPB Type 4






5 : NPB Type 5






6 : NPB Type 6



!;  



--



-- 152.0 Number Pool Block Optional Data



--



numberPoolBlockOptionalData ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.OptionalData;



    MATCHES FOR EQUALITY;



    BEHAVIOUR numberPoolBlockOptionalDataBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 152};



numberPoolBlockOptionalDataBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the optional data



        for the Number Pool blocks.



        This attribute is an XML string defined by the



        XML schema in section 7.4 of the IIS.



!;  



-- 44.0 LNP Subscription Version SV Type Package



subscriptionSvTypePkg PACKAGE



    BEHAVIOUR subscriptionSvTypePkgBehavior;



    ATTRIBUTES



        subscriptionSvType GET-REPLACE;



    REGISTERED AS {LNP-OIDS.lnp-package 44};



subscriptionSvTypePkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        SV Type.



    !;



-- 45.0 LNP Subscription Version Optional Data Package



subscriptionOptionalDataPkg PACKAGE



    BEHAVIOUR subscriptionOptionalDataPkgBehavior;



    ATTRIBUTES



        subscriptionOptionalData GET-REPLACE;



    REGISTERED AS {LNP-OIDS.lnp-package 45};



subscriptionOptionalDataPkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        additional optional data.



    !;



-- 46.0 LNP Number Pool Block SV Type Package



numberPoolBlockSvTypePkg PACKAGE



    BEHAVIOUR numberPoolBlockSvTypePkg;



    ATTRIBUTES



        numberPoolBlockType GET-REPLACE;



    REGISTERED AS {LNP-OIDS.lnp-package 46};



numberPoolBlockSvTypePkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        Number Pool Block SV Type.



    !;



-- 47.0 LNP Number Pool Block Optional Data Package



numberPoolBlockOptionalDataPkg PACKAGE



    BEHAVIOUR numberPoolBlockOptionalDataPkgBehavior;



    ATTRIBUTES



        numberPoolBlockOptionalData GET-REPLACE;



    REGISTERED AS {LNP-OIDS.lnp-package 47};



numberPoolBlockOptionalDataPkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        Number Pool Block additional optional data.



    !;



subscriptionVersionModifyBehavior BEHAVIOUR



…



New service providers may specify modified valid values for the



        following attributes, when the service provider's "SOA Sv Type



        Data" indicator is TRUE, and may NOT specify these values when the



        indicator is set to FALSE:





subscriptionSvType





New service providers may specify modified valid values for the



        following attributes, when the service provider's "SOA Optional 



        Data" indicator is TRUE, and may NOT specify these values when the



        indicator is set to FALSE:





subscriptionOptionalData…



New service providers may specify modified valid values for the



        following attributes, when the service provider's "SOA Sv Type



        Data" indicator is TRUE, and may NOT specify these values when the



        indicator is set to FALSE:





subscriptionSvType





New service providers may specify modified valid values for the



        following attributes, when the service provider's "SOA Optional



        Data" indicator is TRUE, and may NOT specify these values when the



        indicator is set to FALSE:





subscriptionOptionalData…



subscriptionVersionNewSP-CreateBehavior BEHAVIOUR



…



New service providers may specify modified valid values for the



        following attributes, when the service provider's "SOA Sv Type



        Data" indicator is TRUE, and may NOT specify these values when the



        indicator is set to FALSE:





subscriptionSvType





New service providers may specify modified valid values for the



        following attributes, when the service provider's "SOA Optional



        Data" indicator is TRUE, and may NOT specify these values when the



        indicator is set to FALSE:





subscriptionOptionalData…



numberPoolBlock-CreateBehavior BEHAVIOUR



…



if the SOA Sv/PoolBlock Type Data indicator is set in the service



        provider's profile, the following attributes must be provided:





numberPoolBlockType





if the SOA Optional Data indicator is set in the service



        provider's profile, the following attributes must be provided:





numberPoolBlockOptionalData…



ASN.1:



Note – the ASN.1 shown below is the same that is contained in NANC 399.  For NANC 400, the references for SV Type are not needed, but are shown for continuity purposes.  For both NANC 399 and NANC 400, the OptionalData references are identical.



SVType ::= ENUMERATED {



    wireline (0),




wireless (1),




voIP     (2),




voWiFi   (3),




SV Type 4 (4),




SV Type 5 (5),




SV Type 6 (6)



}



OptionalData ::= GraphicString



BlockDownloadData ::= SET OF SEQUENCE {



    block-id [0] BlockId,



    block-npa-nxx-x [1] NPA-NXX-X OPTIONAL,



    block-holder-sp [2] ServiceProvId OPTIONAL,



    block-activation-timestamp [3] GeneralizedTime OPTIONAL,



    block-lrn [4] LRN OPTIONAL,



    block-class-dpc [5] EXPLICIT DPC OPTIONAL,



    block-class-ssn [6] EXPLICIT SSN OPTIONAL,



    block-lidb-dpc [7] EXPLICIT DPC OPTIONAL,



    block-lidb-ssn [8] EXPLICIT SSN OPTIONAL,



    block-isvm-dpc [9] EXPLICIT DPC OPTIONAL,



    block-isvm-ssn [10] EXPLICIT SSN OPTIONAL,



    block-cnam-dpc [11] EXPLICIT DPC OPTIONAL,



    block-cnam-ssn [12] EXPLICIT SSN OPTIONAL,



    block-download-reason [13] DownloadReason,



    block-wsmsc-dpc [14] EXPLICIT DPC OPTIONAL,



    block-wsmsc-ssn [15] EXPLICIT SSN OPTIONAL,



    block-sv-type [16] EXPLICIT  SVType OPTIONAL,



     block-optional-data [17] EXPLICIT OptionalData OPTIONAL




}



MismatchAttributes ::= SEQUENCE {



    seq0 [0] SEQUENCE {



        lsms-subscriptionLRN LRN,



        npac-subscriptionLRN LRN



    } OPTIONAL,



    seq1 [1] SEQUENCE {



        lsms-subscriptionNewCurrentSP ServiceProvId,



        npac-subscriptionNewCurrentSP ServiceProvId



    } OPTIONAL,



    seq2 [2] SEQUENCE {



        lsms-subscriptionActivationTimeStamp GeneralizedTime,



        npac-subscriptionActivationTimeStamp GeneralizedTime



    } OPTIONAL,



    seq3 [3] SEQUENCE {



        lsms-subscriptionCLASS-DPC DPC,



        npac-subscriptionCLASS-DPC DPC



    } OPTIONAL,



    seq4 [4] SEQUENCE {



        lsms-subscriptionCLASS-SSN SSN,



        npac-subscriptionCLASS-SSN SSN



    } OPTIONAL,



    seq5 [5] SEQUENCE {



        lsms-subscriptionLIDB-DPC DPC,



        npac-subscriptionLIDB-DPC DPC



    } OPTIONAL,



    seq6 [6] SEQUENCE {



        lsms-subscriptionLIDB-SSN SSN,



        npac-subscriptionLIDB-SSN SSN



    } OPTIONAL,



    seq7 [7] SEQUENCE {



        lsms-subscriptionISVM-DPC DPC,



        npac-subscriptionISVM-DPC DPC



    } OPTIONAL,



    seq8 [8] SEQUENCE {



        lsms-subscriptionISVM-SSN SSN,



        npac-subscriptionISVM-SSN SSN



    } OPTIONAL,



    seq9 [9] SEQUENCE {



        lsms-subscriptionCNAM-DPC DPC,



        npac-subscriptionCNAM-DPC DPC



    } OPTIONAL,



    seq10 [10] SEQUENCE {



        lsms-subscriptionCNAM-SSN SSN,



        npac-subscriptionCNAM-SSN SSN



    } OPTIONAL,



    seq11 [11] SEQUENCE {



        lsms-subscriptionEndUserLocationValue EndUserLocationValue,



        npac-subscriptionEndUserLocationValue EndUserLocationValue



    } OPTIONAL,



    seq12 [12] SEQUENCE {



        lsms-subscriptionEndUserLocationType EndUserLocationType,



        npac-subscriptionEndUserLocationType EndUserLocationType



    } OPTIONAL,



    seq13 [13] SEQUENCE {



        lsms-subscriptionBillingId BillingId,



        npac-subscriptionBillingId BillingId



    } OPTIONAL,



    seq14 [14] SEQUENCE {



        lsms-subscriptionLNPType LNPType,



        npac-subscriptionLNPType LNPType



    } OPTIONAL,



    seq15 [15] SEQUENCE {



        lsms-subscriptionWSMSC-DPC DPC,



        npac-subscriptionWSMSC-DPC DPC



    } OPTIONAL,



    seq16 [16] SEQUENCE {



        lsms-subscriptionWSMSC-SSN SSN,



        npac-subscriptionWSMSC-SSN SSN



    } OPTIONAL,



    seq17 [17] SEQUENCE {



        lsms-sv-type SVType,



        npac-sv-type SVType



    } OPTIONAL,



    seq18 [18] SEQUENCE {



        lsms-optional-data OptionalData,



        npac-optional-data OptionalData



    } OPTIONAL



}   



NewSP-CreateData ::= SEQUENCE {



    chc1 [0] EXPLICIT CHOICE {



        subscription-version-tn [0] PhoneNumber,



        subscription-version-tn-range [1] TN-Range



    },



    subscription-lrn [1] LRN OPTIONAL,



    subscription-new-current-sp [2] ServiceProvId,



    subscription-old-sp [3] ServiceProvId,



    subscription-new-sp-due-date [4] GeneralizedTime,



    subscription-class-dpc [6] EXPLICIT DPC OPTIONAL,



    subscription-class-ssn [7] EXPLICIT SSN OPTIONAL,



    subscription-lidb-dpc [8] EXPLICIT DPC OPTIONAL,



    subscription-lidb-ssn [9] EXPLICIT SSN OPTIONAL,



    subscription-isvm-dpc [10] EXPLICIT DPC OPTIONAL,



    subscription-isvm-ssn [11] EXPLICIT SSN OPTIONAL,



    subscription-cnam-dpc [12] EXPLICIT DPC OPTIONAL,



    subscription-cnam-ssn [13] EXPLICIT SSN OPTIONAL,



    subscription-end-user-location-value [14]



        EndUserLocationValue OPTIONAL,



    subscription-end-user-location-type [15] EndUserLocationType OPTIONAL,



    subscription-billing-id [16] BillingId OPTIONAL,



    subscription-lnp-type [17] LNPType,



    subscription-porting-to-original-sp-switch [18]



        SubscriptionPortingToOriginal-SPSwitch,



    subscription-wsmsc-dpc [19] EXPLICIT DPC OPTIONAL,



    subscription-wsmsc-ssn [20] EXPLICIT SSN OPTIONAL,



    subscription-sv-type       [21] EXPLICIT  SVType OPTIONAL,



    subscription-optional-data [22] EXPLICIT OptionalData OPTIONAL



}



NewSP-CreateInvalidData ::= CHOICE {



    subscription-version-tn [0] EXPLICIT PhoneNumber,



    subscription-version-tn-range [1] EXPLICIT TN-Range,



    subscription-lrn [2] EXPLICIT LRN,



    subscription-new-current-sp [3] EXPLICIT ServiceProvId,



    subscription-old-sp [4] EXPLICIT ServiceProvId,



    subscription-new-sp-due-date [5] EXPLICIT GeneralizedTime,



    subscription-class-dpc [6] EXPLICIT DPC,



    subscription-class-ssn [7] EXPLICIT SSN,



    subscription-lidb-dpc [8] EXPLICIT DPC,



    subscription-lidb-ssn [9] EXPLICIT SSN,



    subscription-isvm-dpc [10] EXPLICIT DPC,



    subscription-isvm-ssn [11] EXPLICIT SSN,



    subscription-cnam-dpc [12] EXPLICIT DPC,



    subscription-cnam-ssn [13] EXPLICIT SSN,



    subscription-end-user-location-value [14] EXPLICIT EndUserLocationValue,



    subscription-end-user-location-type [15] EXPLICIT EndUserLocationType,



    subscription-billing-id [16] EXPLICIT BillingId,



    subscription-lnp-type [17] EXPLICIT LNPType,



    subscription-porting-to-original-sp-switch [18]



       EXPLICIT SubscriptionPortingToOriginal-SPSwitch,



    subscription-wsmsc-dpc [19] EXPLICIT DPC,



    subscription-wsmsc-ssn [20] EXPLICIT SSN,



    subscription-sv-type      [21] EXPLICIT  SVType,



    subscription-optional-data [22] EXPLICIT OptionalData }



NumberPoolBlock-CreateAction ::= SEQUENCE {



    block-npa-nxx-x NPA-NXX-X,



    block-holder-sp ServiceProvId,



    block-lrn LRN,



    block-class-dpc DPC,



    block-class-ssn SSN,



    block-lidb-dpc DPC,



    block-lidb-ssn SSN,



    block-isvm-dpc DPC,



    block-isvm-ssn SSN,



    block-cnam-dpc DPC,



    block-cnam-ssn SSN,



    block-wsmsc-dpc [0] DPC OPTIONAL,



    block-wsmsc-ssn [1] SSN OPTIONAL,



    block-sv-type [2]  SVType OPTIONAL,



    block-optional-data [3] OptionalData OPTIONAL }



NumberPoolBlock-CreateInvalidData ::= CHOICE {



    block-npa-nxx-x    [0] EXPLICIT NPA-NXX-X,



    block-lrn          [1] EXPLICIT LRN,



    block-class-dpc    [2] EXPLICIT DPC,



    block-class-ssn    [3] EXPLICIT SSN,



    block-lidb-dpc     [4] EXPLICIT DPC,



    block-lidb-ssn     [5] EXPLICIT SSN,



    block-isvm-dpc     [6] EXPLICIT DPC,



    block-isvm-ssn     [7] EXPLICIT SSN,



    block-cnam-dpc     [8] EXPLICIT DPC,



    block-cnam-ssn     [9] EXPLICIT SSN,



    block-wsmsc-dpc    [10] EXPLICIT DPC,



    block-wsmsc-ssn    [11] EXPLICIT SSN



    block-sv-type      [12] EXPLICIT SVType,



    block-optional-data [13] EXPLICIT OptionalData }



SubscriptionData ::= SEQUENCE {



    subscription-lrn             [1] LRN OPTIONAL,



    subscription-new-current-sp  [2] ServiceProvId OPTIONAL,



    subscription-activation-timestamp 



                                 [3] GeneralizedTime OPTIONAL,



    subscription-class-dpc       [4] EXPLICIT DPC,



    subscription-class-ssn       [5] EXPLICIT SSN,



    subscription-lidb-dpc        [6] EXPLICIT DPC,



    subscription-lidb-ssn        [7] EXPLICIT SSN,



    subscription-isvm-dpc        [8] EXPLICIT DPC,



    subscription-isvm-ssn        [9] EXPLICIT SSN,



    subscription-cnam-dpc        [10] EXPLICIT DPC,



    subscription-cnam-ssn        [11] EXPLICIT SSN,



    subscription-end-user-location-value 



                                 [12] EndUserLocationValue OPTIONAL,



    subscription-end-user-location-type 



                                 [13] EndUserLocationType OPTIONAL,



    subscription-billing-id      [14] BillingId OPTIONAL,



    subscription-lnp-type        [15] LNPType,



    subscription-download-reason [16] DownloadReason,



    subscription-wsmsc-dpc       [17] EXPLICIT DPC OPTIONAL,



    subscription-wsmsc-ssn       [18] EXPLICIT SSN OPTIONAL,



    subscription-sv-type         [19] EXPLICIT SVType OPTIONAL,



    subscription-optional-data   [20] EXPLICIT OptionalData OPTIONAL }



SubscriptionModifyData ::= SEQUENCE {



    subscription-lrn [0] LRN OPTIONAL,



    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,



    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,



    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,



    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,



    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,



    subscription-lidb-dpc [6] EXPLICIT DPC OPTIONAL,



    subscription-lidb-ssn [7] EXPLICIT SSN OPTIONAL,



    subscription-isvm-dpc [8] EXPLICIT DPC OPTIONAL,



    subscription-isvm-ssn [9] EXPLICIT SSN OPTIONAL,



    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,



    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,



    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,



    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,



    subscription-billing-id [14] BillingId OPTIONAL,



    subscription-status-change-cause-code [15]



        SubscriptionStatusChangeCauseCode OPTIONAL,



    subscription-wsmsc-dpc [16] EXPLICIT DPC OPTIONAL,



    subscription-wsmsc-ssn [17] EXPLICIT SSN OPTIONAL,



    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,



    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,



    subscription-sv-type [20]  EXPLICIT SVType OPTIONAL,



    subscription-optional-data [21] EXPLICIT OptionalData OPTIONAL }



SubscriptionModifyInvalidData ::= CHOICE {



    subscription-lrn [0] EXPLICIT LRN,



    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,



    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,



    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,



    subscription-class-dpc [4] EXPLICIT DPC,



    subscription-class-ssn [5] EXPLICIT SSN,



    subscription-lidb-dpc [6] EXPLICIT DPC,



    subscription-lidb-ssn [7] EXPLICIT SSN,



    subscription-isvm-dpc [8] EXPLICIT DPC,



    subscription-isvm-ssn [9] EXPLICIT SSN,



    subscription-cnam-dpc [10] EXPLICIT DPC,



    subscription-cnam-ssn [11] EXPLICIT SSN,



    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,



    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,



    subscription-billing-id [14] EXPLICIT BillingId,



    subscription-status-change-cause-code [15]



          EXPLICIT SubscriptionStatusChangeCauseCode,



    subscription-wsmsc-dpc [16] EXPLICIT DPC,



    subscription-wsmsc-ssn [17] EXPLICIT SSN,



    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,



    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,



    subscription-sv-type [20] EXPLICIT SVType,



    subscription-optional-data [21] EXPLICIT OptionalData}



XML:



Note – the XML shown below is the same for both NANC 399 and NANC 400.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="VOICEURI" type="Generic-URI" nillable="true" minOccurs="0"/>



        <xs:element name="MMSURI" type="Generic-URI" nillable="true" minOccurs="0"/>



        <xs:element name="POCURI" type="Generic-URI" nillable="true" minOccurs="0"/>



        <xs:element name="PRESURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>


� Meaning any service provider (facility-based or otherwise) providing voice service over IP
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New Change Orders – Working Copy






Origination Date:  01/13/05



Originator:  VeriSign



Change Order Number:  NANC 401



Description:  Separate LSMS Association for OptionalData Fields



Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS
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			NPAC
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			LSMS





			Y


			Y
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			Y
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Redlines listed in this document based on discussion during the Apr ’05 LNPAWG meeting.



Business Need:



During the discussion of NANC 399 and NANC 400 (SV Type and OptionalData Fields) at the January 2005 LNPAWG meeting, a concern was raised that provisioning of this new optional data was an issue.  During the June 2005 LNPAWG meeting, the issue was isolated to NANC 400 only, so all other references to NANC 399 have been removed.  It was stated that it could be handled in two different ways:



· LSMS – Use the current mechanism whereby the NPAC broadcasts porting information to the LSMS, and the LSMS determines which downstream system needs to provision this information.



· NPAC – Use a new mechanism whereby the NPAC allows separate LSMS associations that are divided between their respective downstream systems that will provision this information.  The current mechanism will still be maintained for backwards compatibility.  The separate associations will be accomplished by using separate/different SPID values.  Potentially, two new Managed Objects will be added to accommodate the new optional data (one for SV, one for NPB).  For example, SP1 uses assocation1 for information pertaining to ports in the circuit-switched network, and association2 for ports in the IP network.  The NPAC would broadcast data to association1, association2, or both association1 and association2, depending on the SV Type.  For SP2 that continues to use the current mechanism, the NPAC would continue to broadcast all SV data on their single LSMS association.



By providing this new mechanism, the NPAC provides flexibility for Service Providers to implement a provisioning function of ported SV data that supports both traditional circuit-switched networks and the new IP networks.



Description of Change:



This change order would modify the NPAC to support a separate LSMS association, using a different SPID, for the data in the NPB/SV OptionalData fields.  The NPAC would manage the distribution of LSMS broadcasts such that LSMSs that support this new optional data feature would have NPB/SV porting data broadcast down the appropriate LSMS association, and LSMSs that use the current mechanism would continue to have all NPB/SV porting data broadcast down their single LSMS association.



Two options were discussed, regarding the filtering of the downloads to the 2nd LSMS association:



1. The NPAC would broadcast all data to association-2, and the LSMS would decide whether or not to store the data.



a. This functionality would be supported under NANC 400.



b. NPAC audits may need a change.



i. If LSMS stores all data, no NPAC change required.



ii. If LSMS only stores OptionalData, then NPAC would need to ignore their discrepancy for conventional port data.



c. NPAC functionality for modify-active, mass update, and disconnect, no NPAC change required.



2. The NPAC would use a new NPB object and new SV object to transmit data between the NPAC and association2.  This will be used for porting data for the NPB/SV OptionalData fields.



a. Two new objects required to support this functionality.



b. NPAC audits will need a change.



i. NPAC must audit based on type of association.



ii. NPAC must handle discrepant data for data that the LSMS is not supporting, and therefore, not consider it discrepant.



c. NPAC functionality for modify-active, mass update, and disconnect, will need a change.  Must send the correct object to the applicable LSMS.



Major points/processing flow/high-level requirements:



1. The NPAC broadcasts NPB/SV porting data to all LSMSs, which in turn provision elements in their respective Service Provider’s networks.  In order to accommodate NPB/SV OptionalData fields introduced by NANC 400, Service Providers may institute separate provisioning flows.  Individual Service Providers may decide to implement these separate flows through the use of separate LSMS associations with the NPAC.


a. Conventional NPB/SV porting data would continue to be broadcast on the current LSMS association.


b. In order to meet some Service Provider’s provision needs, an LSMS will be allowed to establish a dedicated LSMS association for data associated with NPB/SV OptionalData fields.  This will be accomplished by using a different SPID than the one used for conventional porting data (1a above).  There are two options for receiving the OptionalData fields.


i. The data for this second association will use existing objects (SV object which will include subscription OptionalData fields, NPB object which will include pooled block OptionalData fields).  Hereafter this is referred to as Option-1.


ii. The data for this second association will use new objects (SVOptionalData object for subscription OptionalData fields, NPBOptionalData object for pooled block OptionalData fields).  Hereafter this is referred to as Option-2.


2. Option-2 only.  A new SP specific tunable, Channel for LSMS Unbundled Enhancement (CLUE), will indicate whether or not an LSMS ONLY supports receiving the new OptionalData objects.  One new object will contain SV data, the second one will contain NPB data.


3. Option-2 only.  CLUE (when value set to TRUE) will be used to allow a Service Provider, by using a different SPID value, to establish an LSMS association specifically for data associated with the new OptionalData objects.


4. Both Option-1 and Option-2.  LSMS function masks do not require any changes.


5. Option-2 only.  NPAC processing in a CLUE environment.  Applicable for Service Providers with CLUE set to TRUE.



a. When a Service Provider does not support CLUE with the NPAC:



i. The new OptionalData objects WILL NOT be generated by the NPAC for downloading to the LSMS.



ii. All LSMS traffic (network data, NPB data, SV data, notifications, NPB OptionalData, SV OptionalData) flows across the one LSMS association.  Success/failure of the download is BAU.



iii. Priority and Type of message is BAU.



iv. LSMS Recovery is BAU.



v. An NPB/SV Query is BAU.



vi. If the Service Provider has enabled OptionalData fields in their NPAC Profile, these attributes will be broadcast across the one LSMS association.



b. When a Service Provider does support CLUE with the NPAC:



i. The new OptionalData objects WILL be generated by the NPAC for downloading to the LSMS.  The actual data will be based on which OptionalData fields are enabled in their NPAC Profile.



ii. The NPAC sends LSMS data based on current functionality mask.



iii. LSMS associates to the NPAC with the existing functionality mask (“Association2”, which is the only association from the second SPID).  Only applicable traffic (network data, notifications, the new NPBOptionalData object, the new SVOptionalData object) flows across “Association2”.  Success/failure of the download is BAU.



iv. LSMS Recovery is based on the functionality supported by that binding association, as described in 5-b-iii, above.



v. Queries will change based on the functionality supported by that binding association, as described in 5-b-iii, above.



6. NPAC processing will change to accommodate audits for association2.  For association1, no change to audits is required.



a. Option-1 only.  The NPAC will use the Service Provider profile settings to determine if the new OptionalData fields are involved, but using the existing SV and NPB objects.  Each LSMS will need to respond back to the NPAC query request, based on current data.  The NPAC will process the responses, compare to the NPAC data, and send any updates if needed.  In the case of a CLUE-less LSMS, conventional porting data is not expected, so no discrepancies will be reported back to the requesting SOA.



b. Option-2 only.  The NPAC will use a combination of the Service Provider profile settings, plus the CLUE indicator to determine if the new OptionalData objects are involved.  Each LSMS will need to respond back to the NPAC query request, based on current data.  The NPAC will process the responses, compare to the NPAC data, and send any updates if needed.  In the case of a CLUE LSMS, conventional porting data is not expected, so no discrepancies will be reported back to the requesting SOA.



7. If an LSMS indicates that it supports CLUE, but they don’t change any of their SP Profile flags and therefore don’t support any OptionalData fields, it becomes a dark association for NPB/SV data, because no downloads are generated nor sent to that new association.



Open Issues:



1. Since NPB/SV broadcasts are sent to both associations, what should the failedList reflect if one was successful and one failed (e.g., a partial, partial-failure)?  If both associations use the same SPID value, then how do we differentiate between a partial, partial-failure versus a full, partial-failure?Not an issue when there are separate associations using different SPIDs.  Each association and their response/lack of response, is managed independent of one another.


2. Audit complexity is increased because the NPAC must initiate one type of query to the conventional LSMS (association1), and a different type of query to the OptionalData LSMS (association2).  For option 2, added complexity because two objects now represent the same SV/NPB.


3. Should we create a new version of the NPB and SV BDD files to accommodate the difference between conventional porting data and OptionalData porting data?



4. Adding new Managed Objects requires much greater development and testing time on both the NPAC and the LSMS.



Requirements:



Option 1 and 2:



None.


Option 1 Only:



Req 1
Audit OptionalData Only Tunable



NPAC SMS shall provide a Service Provider Audit OptionalData Only tunable parameter which defines whether an LSMS supports only OptionalData information.



Req 2
Audit OptionalData Only Tunable – Default



NPAC SMS shall default the Service Provider Audit OptionalData Only tunable parameter to FALSE.



Req 3
Audit OptionalData Only Tunable – Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Audit OptionalData Only tunable parameter.



Req 4
Audit Processing in an OptionalData Only Configuration



NPAC SMS shall, when processing the audit query results from an OptionalData Local SMS (Service Provider Audit OptionalData Only tunable parameter set to TRUE), audit the following attributes:



1. SV-ID



2. TN



3. SPID



4. Activation TS



5. SV Type



6. OptionalData



a. Alternative SPID (only Service Provider Local SMSs that support this attribute will be audited on this attribute)



b. Voice URI (only Service Provider Local SMSs that support this attribute will be audited on this attribute)



c. MMS URI (only Service Provider Local SMSs that support this attribute will be audited on this attribute)



d. PoC URI (only Service Provider Local SMSs that support this attribute will be audited on this attribute)



e. Presence URI (only Service Provider Local SMSs that support this attribute will be audited on this attribute)



Req 5
Audit Processing in a Conventional Porting Configuration



NPAC SMS shall, when processing the audit query results from a conventional Local SMS (Service Provider Audit OptionalData Only tunable parameter set to FALSE), audit the attributes, as defined in requirement R8-3 (Service Providers Specify Audit Scope).



Option 2 Only:



Req 1
Channel for LSMS Unbundled Enhancement Tunable



NPAC SMS shall provide a Service Provider Channel for LSMS Unbundled Enhancement tunable parameter which defines whether an LSMS supports OptionalData objects.



Req 2
Channel for LSMS Unbundled Enhancement Tunable – Default



NPAC SMS shall default the Service Provider Channel for LSMS Unbundled Enhancement tunable parameter to FALSE.



Req 3
Channel for LSMS Unbundled Enhancement Tunable – Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Channel for LSMS Unbundled Enhancement tunable parameter.



Req 4
Sending of OptionalData Objects when CLUE Channel is Active



NPAC SMS shall send OptionalData objects for a particular Service Provider across a CLUE channel when it is active.


Req 5
Subscription Version OptionalData Objects Recovery



NPAC SMS shall provide a mechanism that allows an LSMS to recover subscription version OptionalData objects downloads that were missed during a broadcast to the LSMS.



Req 6
Subscription Version OptionalData Objects Recovery Only in Recovery Mode



NPAC SMS shall allow an LSMS to recover OptionalData objects ONLY in recovery mode.



Req 7
Subscription Version OptionalData Objects Recovery – Order of Recovery



NPAC SMS shall recover all OptionalData objects download broadcasts in time sequence order when OptionalData objects are requested by the LSMS.



Req 8
Subscription Version OptionalData Objects Recovery – Time Range Limit



NPAC SMS shall use the Maximum Download Duration Tunable to limit the time range requested in an OptionalData objects recovery request.



Req 9
Subscription Version OptionalData Objects Recovery – SWIM



NPAC SMS shall allow an LSMS to recover OptionalData objects using a SWIM recovery request.



Req 10
Subscription Version OptionalData Objects Recovery – LSMS Data



NPAC SMS shall allow the LSMS to only recover OptionalData object downloads intended for the LSMS.



Req 11
Subscription Version Information Bulk Data Download – OptionalData Objects



NPAC SMS shall use the Service Provider’s profile (Channel for LSMS Unbundled Enhancement Flag set to TRUE), and only include OptionalData subscription version objects in the subscription version bulk data download file.



Req 12
Subscription Version Information Bulk Data Download – Subscription Version Objects



NPAC SMS shall use the Service Provider’s profile (Channel for LSMS Unbundled Enhancement Flag set to FALSE), and only include regular subscription version objects in the subscription version bulk data download file.



Req 13
Query for Subscription Versions using the OptionalData Object



NPAC SMS shall use the Service Provider’s profile (Channel for LSMS Unbundled Enhancement Flag set to TRUE), and only send a subscription version query for the OptionalData subscription version object in an audit.



Req 14
Query for Subscription Versions using the Subscription Version Object



NPAC SMS shall use the Service Provider’s profile (Channel for LSMS Unbundled Enhancement Flag set to FALSE), and only send a subscription version query for the regular subscription version object in an audit.



IIS:



Option 1 and 2:



None.



Option 1 Only:



None.



Option 2 Only:



Add to the end of Chapter 5:



5.x – CLUE Channel for OptionalData Objects



A Service Provider may connect to the NPAC SMS using a “second” LSMS system (different SPID value), in order to receive OptionalData objects.  The NPAC SMS will send OptionalData objects instead of standard SV/NPB objects when the SP specific tunable, Channel for LSMS Unbundled Enhancement (CLUE), is set to TRUE.  This allows a Service Provider to have the NPAC SMS separate out downloads for convention porting data versus IP data, using the new SV and NPB objects.



For audit queries, the NPAC will use a combination of the Service Provider profile settings, plus the CLUE indicator to determine if the new OptionalData objects are involved.  If they are involved, the NPAC SMS will queries for the OptionalData objects rather than the conventional SV/NPB objects.  Each LSMS will need to respond back to the NPAC query request, based on current data.  The NPAC will process the responses, compare to the NPAC data, and send any updates if needed.  In the case of a CLUE LSMS, conventional porting data is not expected, so no discrepancies will be reported back to the requesting SOA.



New message flows for the following:



1. SV Activate – Download to the LSMS using the OptionalData Object



2. SV Modify-Active – Download to the LSMS using the OptionalData Object



3. SV Disconnect – Download to the LSMS using the OptionalData Object



4. SV Query – Request to the LSMS for the OptionalData Object



5. NPB Activate – Download to the LSMS using the OptionalData Object



6. NPB Modify-Active – Download to the LSMS using the OptionalData Object



7. NPB Disconnect – Download to the LSMS using the OptionalData Object



8. NPB Query – Request to the LSMS for the OptionalData Object



The basic steps:



1. NPAC SMS sends message to LSMS, (.



2. LSMS responds back to NPAC SMS, (.



GDMO:



TBD



ASN.1:



TBD
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Business Need:



Video Relay Service (VRS) is the preferred method for making phone calls by deaf and hard of hearing people who rely on American Sign Language as their primary means of communication.  The high level process is as follows:



· Hearing people (voice callers) dial the toll free number for a VRS Provider.



· A sign language interpreter (video interpreter, or VI) for the VRS Provider relays the call between the hearing caller and the deaf caller.



· The connection between the hearing person (voice caller) and the deaf person (sign language user) consists of a voice line between the hearing caller and the sign language interpreter, and a video connection between the sign language interpreter and the deaf caller.  The interpreter relays the conversation between the two parties.



However, there are several major issues with the current functionality:



· Deaf people are not assigned TNs for VRS.  Therefore, they cannot provide a telephone number on common paperwork such as job/mortgage/credit card applications, business cards, etc., the way hearing people provide contact information as this field usually allows for only ten numbers.  Deaf people currently have to provide the toll-free number of their VRS provider with instructions to call the specific deaf party.  



· They do not have the ability to provide E911 locations information because they do not have TNs.  



· There is limited interoperability between VRS Providers, which appears to provide severe  limits on the utility of the service.  A deaf user may prefer one of the VRS Providers, and a different deaf user may prefer a different VRS Provider.  



· It is a cumbersome and complex process for hearing people who try to call deaf people through VRS..  Different VRS Providers use different information to identify deaf users, e.g., name, proxy number, IM handle.



This change order will assist in resolving these three issues:



· Deaf people, like hearing people, desire their own TN.  The VRS Providers can partner with LECs to get TNs and have access to the telephone network.  This arrangement would be identical to the current arrangement between VoIP Providers and LECs.



· The FCC regulation states that “all VRS providers should be able to… make calls to, any VRS consumer”.  If all VRS providers use a common TN-to-Internet Address DB, calls can be completed even if the hearing caller uses one VRS Provider (shorter wait time, prefer certain interpreters) and the deaf person is registered with a different VRS Provider.



· Hearing caller dials the 800# of any VRS Providers and simply gives the TN of the deaf person (no need to remember to give name for VRS Provider #1, proxy number for VRS Provider #2, IM handle for VRS Provider #3).  The information in the common TN-to-Internet Address DB, allows the first VRS Provider to use the Internet Address to complete the call through the VRS network of the deaf person, even if it’s a different VRS Provider.



The NPAC is an attractive solution for the following reasons:



· It is a TN-level database that supports call routing.



· It has an existing governance model.



· The VRS URI data for all VRS-served TNs will be available to all VRS Providers.



· VRS Providers could obtain the NPAC VRS URI data from a service bureau, if they did not want to deploy their own NPAC interfaces.



· It currently exists in a production environment.



· It would take years and considerable expense to create a new database with new interfaces, new processes and a new governance model



· It would take regulatory action to create a new database.



· The LNPA is an open to the public and the desire for this capability is consumer driven (there have been over 2000 consumer comments to the FCC requesting this capability).  



Description of Change:



The proposed change is to use the NPAC as the common TN-level database that all VRS Providers use to associated a deaf person’s TN to the URI of their VRS Provider.  This would allow a hearing person to call a deaf person, and a deaf person to call another deaf person, through the simple use of their assigned TN.  By using the NPAC, the VRS industry would have a common database to store the necessary SIP and H.323 URI information to reach any VRS Provider’s customer:



· H.323 is the dominant technology used by VRS Providers today.



· SIP is the more current technology, and it is likely that the VRS Providers will be evolving to SIP in the future.



· Both URIs are required because, 1.) A VRS Provider may provide both technologies while evolving from H.323 to SIP, and 2.) A SIP Provider may provide an H.323 gateway for interoperability with H.323-based VRS Providers.



· The URIs represent the VRS Provider serving the called number, not the called number itself.



Since deaf people do not have TNs for VRS today, it’s expected that the new TNs provided for this service will be:



· From new inventory provided by the LECs to the VRS Providers.  Functionally, this appears like stations of a PBX.



· An existing TN, assigned to a deaf person for a service other than VRS, which is ported-in to the VRS Provider’s terminating PSTN access Service Provider.



· Both of these two types of TNs can make use of the NPAC to store associated VRS URI data.



Additionally, this solution also allows deaf people to keep their TN, while switching from one VRS Provider to another (port their number just like hearing people).



In summary, the deaf community would like service that is consistent with the service for hearing people.  By adding a SIP URI and H.323 URI, they will be able to do this.


Dec ’06 LNPAWG Con Call – The solution proposed assumes that each VRS TN is associated with some VRS Provider in the same way as each TN in the NPAC is associated with a Service Provider.  The URI associated with a TN must be resolvable to the VRS CPE IP address or to some network element which can forward or redirect a call to the VRS CPE.


Major points/processing flow/high-level requirements:



1. 


2. 


3. 


4. 


This change order proposes to add new fields to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of these fields.  These new fields will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



1. 


2. 


3. 


Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the H.323/SIP URI (Uniform Resource Identifier) Fields (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the H.323 and SIP URI (Uniform Resource Identifier) Parameter (Optional Data) Fields.  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA H.323 URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports H.323 URI information from the NPAC SMS to it’s SOA.  The H.323 URI is the network address to the Service Provider’s gateway for H.323 service.



The default value is False.





			NPAC Customer LSMS H.323 URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports H.323 URI information from the NPAC SMS to it’s LSMS.  The H.323 URI is the network address to the Service Provider’s gateway for H.323 service.



The default value is False.





			NPAC Customer SOA SIP URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports SIP URI information from the NPAC SMS to it’s SOA.  The SIP URI is the network address to the Service Provider’s gateway for multi-media messaging service.



The default value is False.





			NPAC Customer LSMS SIP URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports SIP URI information from the NPAC SMS to it’s LSMS.  The SIP URI is the network address to the Service Provider’s gateway for multi-media messaging service.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			H.323 URI


			C (255)


			


			H.323 URI for Subscription Version.



This field may only be specified if the service provider SOA supports H.323 URI.  The H.323 URI is the network address to the Service Provider’s gateway for H.323 service.





			SIP URI


			C (255)


			


			SIP URI for Subscription Version.



This field may only be specified if the service provider SOA supports SIP URI.  The SIP URI is the network address to the Service Provider’s gateway for multi-media messaging service.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			H.323 URI


			C (255)


			


			H.323 URI for Number Pool Block.



This field may only be specified if the service provider SOA supports H.323 URI.  The H.323 URI is the network address to the Service Provider’s gateway for H.323 service.





			SIP URI


			C (255)


			


			SIP URI for Number Pool Block.



This field may only be specified if the service provider SOA supports SIP URI.  The SIP URI is the network address to the Service Provider’s gateway for multi-media messaging service.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SV Type, Alternative SPID, H.323 URI, SIP URI, Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), SV Type, Alternative SPID, H.323 URI, SIP URI), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· H.323 URI (for Local SMSs that support H.323 URI data)



· SIP URI (for Local SMSs that support SIP URI)



·  [snip]



· Block Data



· [snip]



· H.323 URI (for Local SMSs that support H.323 URI data)



· SIP URI, (for Local SMSs that support SIP)



·  [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



· [snip]



· H.323 URI


· SIP URI



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



· [snip]



· H.323 URI



· SIP URI



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), SV Type, Alternative SPID, and H.323 URI/SIP URI fields, for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



· [snip]



· NPAC Customer SOA H.323 URI Support Indicator



· NPAC Customer LSMS H.323 URI Support Indicator



· NPAC Customer SOA SIP URI Support Indicator



· NPAC Customer LSMS SIP URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider SOA)


· SIP URI (via CMIP, if supported by the Service Provider SOA)


R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· H.323 URI



· SIP URI



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider SOA)


· SIP URI (via CMIP, if supported by the Service Provider SOA)


RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· H.323 URI



· SIP URI



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider SOA)


· SIP URI (via CMIP, if supported by the Service Provider SOA)


R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider SOA)


· SIP URI (via CMIP, if supported by the Service Provider SOA)


R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· H.323 URI



· SIP URI



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider SOA)


· SIP URI (via CMIP, if supported by the Service Provider SOA)


R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider SOA)


· SIP URI (via CMIP, if supported by the Service Provider SOA)


R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· H.323 URI



· SIP URI



R5-74.3
Query Subscription Version - Output Data – SOA


NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider SOA)


· SIP URI (via CMIP, if supported by the Service Provider SOA)


R5-74.4
Query Subscription Version - Output Data – LSMS


NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider LSMS)


· SIP URI (via CMIP, if supported by the Service Provider LSMS)


RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· H.323 URI



· SIP URI



Req 1 – Service Provider SOA H.323 URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA H.323 URI Edit Flag Indicator tunable parameter which defines whether a SOA supports H.323 URI.



Req 2 – Service Provider SOA H.323 URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA H.323 URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA H.323 URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA H.323 URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS H.323 URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS H.323 URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports H.323 URI.



Req 5 – Service Provider LSMS H.323 URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS H.323 URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS H.323 URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS H.323 URI Edit Flag Indicator tunable parameter.


Req 1.1 through 6.1 same as Req 1 through 6.  Replace “H.323 URI” with “SIP URI”.



Req 7
Activate Subscription Version - Send H.323 URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports H.323 URI, send the H.323 URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 7.1 same as Req 7.  Replace “H.323 URI” with “SIP URI”.



Req 8
Activate Number Pool Block - Send H.323 URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports H.323 URI, send the H.323 URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8.1 same as Req 8.  Replace “H.323 URI” with “SIP URI”.



Req 9
Audit for Support of H.323 URI



NPAC SMS shall audit the H.323 URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports H.323 URI.


Req 9.1 same as Req 9.  Replace “H.323 URI” with “SIP URI”.



Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports H.323 URI, SIP URI, the format of the Bulk Data Download file will contain delimiters for both attributes.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			H.323 URI


			Not present if LSMS or SOA does not support the H.323 URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			SIP URI


			Not present if LSMS or SOA does not support the SIP URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			H.323 URI


			Not present if LSMS or SOA does not support the H.323 URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			SIP URI


			Not present if LSMS or SOA does not support the SIP URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



Assumptions:



1. TBD



2. TBD



3. TBD



IIS



TBD


Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



The following attributes may optionally be included:



H.323 URI (via CMIP, if supported by the Service Provider SOA)


The following attributes may optionally be included:



SIP URI (via CMIP, if supported by the Service Provider SOA)


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



H.323 URI (via CMIP, if supported by the Service Provider SOA)


SIP URI (via CMIP, if supported by the Service Provider SOA)


Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



H.323 URI (via CMIP, if supported by the Service Provider SOA)


SIP URI (via CMIP, if supported by the Service Provider SOA)


Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



H.323 URI (via CMIP, if supported by the Service Provider SOA)


SIP URI (via CMIP, if supported by the Service Provider SOA)


GDMO



No Changes Required.


ASN.1



No Changes Required.


XML:



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified" attributeFormDefault="unqualified">



       <xs:simpleType name="SPID">



              <xs:restriction base="xs:string">



                     <xs:length value="4"/>



              </xs:restriction>



       </xs:simpleType>



       <xs:simpleType name="Generic-URI">



              <xs:restriction base="xs:string">



                     <xs:minLength value="1"/>



                     <xs:maxLength value="255"/>



              </xs:restriction>



       </xs:simpleType>



       <xs:complexType name="OptionalData">



              <xs:all>



                     <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



                     <xs:element name="H323URI" type="Generic-URI" nillable="true" minOccurs="0"/>



                     <xs:element name="SIPURI" type="Generic-URI" nillable="true" minOccurs="0"/>



              </xs:all>



       </xs:complexType>



       <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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NANC 417 – Working Copy






Origination Date:  12/18/06


Originator:  Syniverse Technologies


Change Order Number:  NANC 417


Description:  Provide record count(s) for BDD files and Delta BDD files


Cumulative SP Priority, Weighted Average:  



Pure Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			N


			N


			N


			Low


			TBD


			TBD








Business Need:



When a BDD file is distributed, the number of records that are included in the file is not known.  In order to ensure that the file was completely generated and received intact, a record count for the file should be included.



Since the NPAC is considered the database of record, alternatives such as counting the lines in the BDD file to compare it to what is currently in the LSMS are not considered genuinely accurate since the number of records could match, yet the content could be different.  Even a small difference in the pool block BDD file can make a significant impact on the network, because of the 1000-to-1 representation.  Therefore it is prudent to take steps to eliminate errors before processing the BDD files.  This could include creating a record count or “snapshot” of the file contents when the BDD file is created.  This will provide a reference point to compare to the BDD files received.  Currently, there is no way to validate the record counts in the BDD files as they are received, thereby ensuring data integrity.


Description of Change:



This change order would add a record count to the BDD file.  Since the BDD file contains detailed information on a row-by-row basis, the count would have to be added in either the file name or in a comment record, depending on the technical implementation.


There may be backward-compatibility issues that need to be discussed and resolved.


The requested record count would apply to all five file types (SPID, NPA-NXX, dash-X, LRN, NPB, SV).


In the case of delta BDDs, which are run from the NPAC GUI, the same principal(s) would be applied for the record count





1. 


2. 


3. 


4. 


Requirements:



1. 


2. 


3. 


Req 1
Service Provider BDD Record Count Indicator



NPAC SMS shall provide a Service Provider BDD Record Count Indicator tunable parameter which defines whether a Service Provider supports the commented record count information in their BDD Files.



Req 2
Service Provider BDD Record Count Indicator Default



NPAC SMS shall default the Service Provider BDD Record Count Indicator tunable parameter to FALSE.



Req 3
Service Provider BDD Record Count Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider BDD Record Count Indicator tunable parameter.


Updates (larger font blue italics) to Appendix E of the FRS.


Appendix E.  Download File Examples



The NPAC can generate Bulk Data Download files for Network Data (including SPID, LRN, NPA-NXX and NPA-NXX-X), Subscription Versions (including Number Pool Blocks) and Notifications. 



All fields within files discussed in the following section are variable length.  The download reason in all “Active-like” download files is always set to new.  The download reason in all “Latest View” download files is set to the appropriate download reason based on activation/modification/deletion activity.  ASCII 13 is the value used as the value for carriage return (CR) in the download files.  


All Time Stamps contained within the download files and SMURF files, and file names are in GMT (Greenwich Mean Time).  Files that contain three timestamps reference the time the files is created, and start and end time range.  When the time range is not specified, the default start timestamp is 00-00-0000000000 and the default end timestamp is 99-99-9999999999.



The record count information will be added to the end of the BDD files.  It will start with a pound sign (#) followed by the number of data records in the file.  For example, if there are twenty-two (22) LRN records in the file, the 23rd line would contain a pound sign, a space, and the number 22.  The record count information will only be included in the BDD file if the Service Provider’s BDD Record Count Indicator is set to TRUE.


Assumptions:



1. 


2. 


3. 


4. None.


IIS



No Change Required.


GDMO



No Change Required.


ASN.1






No Change Required.
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SOA Notification Priority Tunables



Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:



· volume of the particular notification was very small



· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port



			#


			Notification Name


			Priority





			


			[snip]


			





			L-11.0



A1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Recovery Processing



Same type of notification as L-11.0 A1, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



A1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Recovery Processing


Same type of notification as L-11.0 A1.5, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			


			[snip]


			





			L-11.0



E


			Subscription Version Status Attribute Value Change Notification – set to OLD – Normal Processing


When the SV status has been set to old.  (Port to Original, port-of-a port, port to original of a Pool TN (or snap back), disconnect, disconnect of a ported Pool TN).  The notification is received only by those SOAs that actually have the SV in their local DB. It varies with the scenario.



Note:  See L-11.0 A1.5 for Activates and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd2


			Subscription Version Status Attribute Value Change Notification – set to OLD – Recovery Processing


Same type of notification as L-11.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1.5 for Activates and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



F


			Subscription Version Status Attribute Value Change Notification – Modify active – Normal Processing


When an Active SV has been modified in the LSMS or there has been a cancellation of a Disconnect-Pending SV and the status of the SV has been re-set to Active (with or without a Fail-SP-List). The notification is sent only to the current SOA.



Note:  See L-11.0 A1 for Activates and L-11.0 E for Deletes


			MEDIUM





			L-11.0



tbd3


			Subscription Version Status Attribute Value Change Notification – Modify active – Recovery Processing


Same type of notification as L-11.0 F, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1 for Activates and L-11.0 tbd2 for Deletes


			MEDIUM





			


			[snip]


			





			L-13.0



A






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The Pool Block has being created in the LSMSs (EDR and Non_EDR) and the Block Status has being set to Active or Partial Failure;


			MEDIUM





			L-13.0



tbd4






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 A, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]


			





			L-13.0



D






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The attributes in the Pool Block have been modified in the LSMSs (EDR and Non-EDR) and the Block Status has been re-set to Active (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd5





			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 D, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			L-13.0



E






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


When a Pool Block has been ‘de-pooled’ from the LSMSs (EDR and Non-EDR) and the Block Status has been set to Old (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd6






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]


			





			


			


			








Table C- 7 – SOA Notification Priority Tunables
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New Change Orders – Working Copy






Origination Date:  03/12/08


Originator:  LNPAWG


Change Order Number:  NANC 431


Description:  URI Fields (PoC)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Multimedia Media Messaging Service (PoC) Field:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision an PoC URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their SOA.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.









			NPAC Customer LSMS PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their LSMS.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			PoC URI


			C (255)


			


			PoC URI for Subscription Version.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			PoC URI


			C (255)


			


			PoC URI for Number Pool Block.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, PoC URI (if the requesting SOA supports PoC URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), PoC URI (if the requesting SOA supports PoC URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· PoC URI (for Local SMSs that support PoC URI)



·  [snip]



· Block Data



· [snip]



· PoC URI, (for Local SMSs that support PoC URI data)



·  [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



PoC URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



PoC URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and PoC URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA PoC URI Support Indicator



NPAC Customer LSMS PoC URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· PoC URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· PoC URI (Value set to same field as Block)



Req 1 – Service Provider SOA PoC URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA PoC URI Edit Flag Indicator tunable parameter which defines whether a SOA supports PoC URI.



Req 2 – Service Provider SOA PoC URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA PoC URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS PoC URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports PoC URI.



Req 5 – Service Provider LSMS PoC URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS PoC URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send PoC URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send PoC URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of PoC URI



NPAC SMS shall audit the PoC URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports PoC URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports PoC URI, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports PoC URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



PoC URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



PoC URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



PoC URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



PoC URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is existing NANC 399 and new NANC 428.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="POCURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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New Change Orders – Working Copy






Origination Date:  03/12/08


Originator:  LNPAWG


Change Order Number:  NANC 432


Description:  URI Fields (Presence)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Multimedia Media Messaging Service (Presence) Field:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision a Presence URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their SOA.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			NPAC Customer LSMS Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their LSMS.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Presence URI


			C (255)


			


			Presence URI for Subscription Version.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Presence URI


			C (255)


			


			Presence URI for Number Pool Block.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, Presence URI (if the requesting SOA supports Presence URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Presence URI (if the requesting SOA supports Presence URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



· Block Data



· [snip]



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



Presence URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



Presence URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and Presence URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA Presence URI Support Indicator



NPAC Customer LSMS Presence URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· Presence URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· Presence URI (Value set to same field as Block)



Req 1 – Service Provider SOA Presence URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA Presence URI Edit Flag Indicator tunable parameter which defines whether a SOA supports Voice URI.



Req 2 – Service Provider SOA Presence URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA Presence URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS Presence URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports Presence URI.



Req 5 – Service Provider LSMS Presence URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS Presence URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send Presence URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send Presence URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of Presence URI



NPAC SMS shall audit the Presence URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports Presence URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports Presence URI, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports Presence URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Presence URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



Presence URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



Presence URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



Presence URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is the same for both NANC 399 and NANC 400.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="PRESURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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New Change Orders – Working Copy






Origination Date:  1/8/2009



Originator:  Telcordia Technologies



Change Order Number:  NANC TBD



Description:  A Multi Vendor NPAC Solution



Cumulative SP Priority, Weighted Average:  TBD



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			N


			N








Business Need:



The original request(s) to provide NPAC services was more than twelve years ago.  Since that initial selection of two providers, the industry hasn’t had any choice in NPAC vendors.  In all other aspects of number portability in North America, Service Providers have a choice of vendors.  The Telecommunications Act implemented vendor competition as well, and the FCC specifically favored competition in NPAC services in originally approving multiple NPAC administrators.  The FCC noted in the order that competition between vendors for NPAC would stimulate innovation and it would provide the other expected benefits of competition, including economic benefits and enhanced service levels.  Since that order, the NPAC has become more critical to Service Provider networks with the addition of pooling and the pending change orders for URI information.  The transactions at NPAC continue to grow at a large rate.  If the rate of transaction growth continues, NPAC billable transaction will exceed more than one billion annually before the expiration of the current contract.  Carrier choice in NPAC services can and should be implemented now to provide the benefits of competition to Service Providers before the NPAC grows so large that a transition would be higher risk than desirable.



Competition will lead not only to carrier choice but vendor diversity.  In the current economic conditions, having multiple vendors versus a single source contract to support critical infrastructure services is becoming more essential.  Multiple vendors assure business continuity of services in the event of vendor business failure.  This diversity will not only reduce the business risk of these services being delivered in an uninterrupted manner but will also enhance the commercial management of the vendors.  Carriers have experienced that multi sourced services and associated carrier choice results in more competitive pricing.  Multiple competitive vendors also offer faster response to industry needs with more innovative services that further enhance the service currently being offered.  The current NPAC service is working effectively, but opening it up to competition and carrier choice can only result in enhanced benefits to the industry.  Selecting two or more vendors will drive the benefits to the users of a multi vendor solution that will result in carriers in each region being able to choose their vendor based on the values it offers in savings and enhanced services.



In summary, especially in today’s economic conditions, carriers more than ever need the benefits of competition that include:



· Carrier Choice



· Vendor Diversity



· Enhanced and Innovative Services



· Reduced Costs to the Industry



Description of Change:


While a Multi-Vender NPAC Solution, hereafter referred to as Multi-Administrator Peering Model, and impacts the NPAC SMS, the technical approach described in this change order minimizes the impacts to Service Provider systems and operations. 



The following high-level peering technical implementation goals related to Service Providers and the NPAC Services provided under a Multi-Administrator Peering Model implementation:



· No SOA and LSMS to NPAC SMS CMIP Interface Modifications



· No User LTI GUI Changes



· Minimize Service Provider operational changes



· Limit Service Provider operational interactions to only their chosen NPAC vendor



· Limit NPAC to NPAC connections to reduce complexity



· Allow communication of all NPAC data for network data and active subscription versions



· Support any additional information needed for Inter-NPAC SMS porting events



The following diagram illustrates the Solution approach proposed in this change order by showing a Multi-Administrator Peering Model with two NPAC SMS to visually introduce the terminology used:







The terminology used in the diagram is defined as follows: 



· Primary NPAC SMS – The NPAC SMS that provides service directly to a specific Service Provider SOA, LSMS, or LTI GUI for a transaction.



· Peered NPAC SMS – An NPAC SMS system that communicates with another NPAC SMS in the same Region in a Multi-Administrator Peering Model. 



· Inter-NPAC Peering – The Multi-Administrator Peering Model implementation discussed in this solution document that leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging 



· Inter-NPAC SMS Messaging – CMIP messaging between Peered NPAC SMS systems within the same Region as a result of Service Provider activity initiated from the LTI GUI, SOA, and/or LSMS interface connections.  Inter-NPAC messages include all messages required for completion of requests. 



· Inter-NPAC SMS Associations – CMIP associations between Peered NPAC SMS



· Inter-NPAC SMS LSMS Association – A CMIP association between two Peered NPAC SMSs that is used to communicate LSMS activity such as Subscription Version activation and Network Data creation from a Primary NPAC SMS to a Peered NPAC SMS.



· Inter-NPAC SMS SOA Association – A CMIP association between two Peered NPAC SMSs that is used to communicate SOA activity, such as porting activity between Service Providers in different Peered NPAC SMS.



Major points/processing flow/high-level requirements:



Inter-NPAC Peering leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging.   This approach simplifies implementation of the Inter-NPAC SMS messaging and does not require the introduction of a different messaging protocol.  While interface impacts for Inter-NPAC Peering are avoided for the existing Service Provider SOA and LSMS to NPAC SMS interfaces, additional data would need to be communicated between peered NPAC SMS systems to improve efficiency. Areas for extensions to Inter-NPAC SMS messaging will be identified in the detailed specifications to be provided.



Two diagrams are provided to give a high level view of the interactions for that would occur between Peered NPAC SMS in a Multi-Administrator Peering Model for porting activity between two Service Providers. The two types of ports that are described are an Intra NPAC Port and an Inter NPAC Port.



Intra-NPAC SMS Port



A port is an Intra-NPAC SMS port when only one NPAC SMS serves both of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of the same NPAC SMS:






Service Providers porting in the same NPAC SMS (Intra-NPAC port):



1. SOA 1 and SOA 2 served by Vendor A create a pending port for the TN porting form SOA 2



2. SOA 1 activates the TN on the due date



3. TN Activation broadcast is sent to the peered Vendor B



4. TN Activation broadcast is sent to LSMS’ serviced by Vendor A



5. TN Activation broadcast is sent to LSMS’ serviced by Vendor B



Inter-NPAC SMS Port



A port is an Inter-NPAC SMS port when each NPAC SMS serves one of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of different NPAC SMS:





















Service Providers porting in the different NPAC SMS (Inter-NPAC):



1. SOA 1 serviced by Vendor A creates a pending port for a TN porting from SOA 2



2. Vendor A forwards the create request to Vendor B that serves SOA 2



3. Vendor B creates the pending subscription version and sends notifications to both SOA 1 and SOA 2



4. SOA 1 activates the TN on the due date (SOA 2 concurrence is not shown to reduce complexity of the diagram)



5. TN Activation broadcast is sent from Vendor A to the peered Vendor B



6. TN Activation broadcast is sent to the LSMS’ served by Vendor A



7. TN Activation broadcast is sent to LSMS’ served by Vendor B



Requirements:



TBD



IIS



TBD



GDMO:



TBD



ASN.1:



TBD



Inter-NPAC SOA Associations









Inter-NPAC LSMS Association









Inter-NPAC Associations used for Inter-NPAC Messaging









Peered NPAC SMS Vendor A 	
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Peered NPAC SMS Vendor B 	
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Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor A









Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor B









4









3









2









1









Peered NPAC SMS Vendor A









Inter-NPAC LSMS Association









LSMS









LSMS









SOA 2









SOA 1









Peered NPAC SMS Vendor B









5









Peered NPAC SMS Vendor A









Inter-NPAC LSMS Association









Inter-NPAC SOA Association









LSMS









LSMS









SOA 2









SOA 1









Peered NPAC SMS Vendor B









1









2









3









3









4









5









6









7














19


Page 1







image12.emf

NANC 444 - LTI  Enhancements V4.docx




NANC 444 - LTI Enhancements V4.docx

NANC444, LTI Enhancements, V34
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Business Need:


LTI Customers have asked for consideration of a number of enhancements to the LTI GUI that will increase efficiency and provide greater flexibility for their porting operations.


Service Providers have asked about a more efficient way to schedule, perform, and monitor technology migrations and large porting projects.





Description of Change:


This change order is being created to address both LTI functionality enhancements and mass update/mass porting efficiencies.


LTI GUI Enhancements will:


· Provide a Single LTI Login.


· Provide greater search flexibility for service providers.


· Provide the ability to export query results to a file.


· Add detail to porting notifications.


LTI GUI Enhancements Overview:


· NPAC LTI Users will use a Single LTI Login across all NPAC Regions (eliminate the need to login multiple times and maintain passwords for all regions for the same GUI User ID).


· NPAC LTI Users will have the capability for a Single LTI Login (service bureau) to change access from one SPID to another SPID.


· TN search functionality enhanced to provide ability to copy/paste a list of TNs and a list of TN Ranges.


· Subscription Version query results enhanced to allow e-mail or export-to functionality.


· Notification functionality enhanced to allow better notification management via a new “View All Notification Details” enhancement:


· Determine all of the attributes present in the notifications that were selected.


· Present this list of attributes to the user so they can select which attributes they want to view.


· Display each notification on a separate line.


· Allow the user to select notifications and copy them to the windows clipboard.  The clipboard can then be pasted into a data file and imported/opened in Excel, or sent via e-mail.


Service Provider Self Service capabilities will allow Service Providers to:


· Manage to a single interface versus calls and e-mail correspondence with the NPAC Help Desk.


· Enable quicker turnaround and approval of jobs.


· View history and transaction volumes for their own porting projects.


· Manage and schedule Mass Updates/Mass Ports for their own porting projects.


Service Provider Self Service Overview:


· User Management that identifies authorized Users for the Self Service tool.


· Users will see only their own data.


· Ability for Users to create jobs.


· Users will have two choices in creating jobs:


· NPAC Processing = Job will be scheduled by NPAC personnel.


· Self Service Processing = Job will be scheduled by the Service Provider.


· For Self Service Processing the following job types will be allowed:  Mass Update (including Pool Blocks), Mass Create, Mass Release, Mass Activate, Combined Mass Create-Activate, Mass Disconnect, Mass Cancel.


· Ability to upload a file when entering a job request.


· Optional fields are not supported for Self Service Processing.


· Service providers can manage their self-service scheduled jobs.


· Job may be monitored via e-mail notifications or via the LTI.


· Dashboard will be available where Users can view jobs they entered using Self Service Processing (Number of SVs/Blocks processed, Number of jobs completed, Number of jobs/SVs/Blocks waiting to be run).


· Job requests will be FIFO processed (First In / First Out).






FRS:  (additions in yellow highlight)


3.2, NPAC Personnel Functionality



The following requirements describe the functionality required by the NPAC SMS to support the daily operation of the Regional LNP SMS support staff, and the Service Provider Personnel that use the NPAC Low-Tech Interface.  These requirements define the high level functionality required by the system with the specifics of each requirement defined in more detail in sections 4 and 5.


R3-7.1	Select Subscription Versions mass changes for one or more Subscription Versions


NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC personnel, via the NPAC Administrative Interface, to select Subscription Versions for mass update which match a user defined combination of any of the following: SPID, LNP Type (any single LNP Type or none), TN, TN range (NPA-NXX-xxxx through yyyy, where yyyy is greater than xxxx), LRN, DPCs, SSNs, Billing ID, End User Location Type or End User Location Value, on the NPAC Administrative Interface.  (Previously part of B-760 and B-761)


Note: If a single LNP Type is selected, then only that LNP Type will be used, otherwise, if no LNP Type is selected, then no restriction is imposed on the LNP Type as a selection criteria.


Note: Only NPAC Personnel can specify SPID.  Service Provider Personnel will use their default SPID value.


R3-7.2	Administer Mass update on one or more selected Subscription Versions


NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC personnel, via the NPAC Administrative Interface, to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPCs, SSNs, SV Type, Alternative SPID, Last Alternative SPID, Alt-End User Location Value, Alt-End User Location Type, Alt-Billing ID, Voice URI, MMS URI, SMS URI, Billing ID, End User Location Type or End User Location Value. (reference NANC 399)


Note: Service Provider Personnel are limited to LRN, DPCs, SSNs, and SV Type.


R3-7.8	Mass Update Exception Report


NPAC SMS shall produce an exception report for Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel when requested that lists the Subscription Versions that were exceptions not processed during Mass Update processing.  


RR3-550	Mass Update Pending and Active Subscription Versions – DPC-SSN Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the values for the following input data, if supplied, is valid according to the Service Provider DPC-SSN source data, when performing a Mass Update of Pending and/or Active Subscription Versions via the NPAC Administrative Interface or NPAC Low-Tech Interface:  (previously NANC 427, Req 6.8)


· Class DPC


· Class SSN


· LIDB DPC


· LIDB SSN


· CNAM DPC


· CNAM SSN


· ISVM DPC


· ISVM SSN


· WSMSC DPC 


· WSMSC SSN


RR3-551	Mass Update Pending and Active Subscription Versions – Validation of DPC-SSNs for Mass Update


NPAC shall reject Mass Update requests of Pending and/or Active Subscription Versions from the NPAC Administrative Interface or NPAC Low-Tech Interface if a DPC-SSN is specified and a valid DPC-SSN reference does not exist in the Service Provider DPC-SSN source data.  (previously NANC 427, Req 6.9)


RR3-552	Mass Update Pending and Active Number Pool Blocks – DPC-SSN Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the values for the following input data, if supplied, is valid according to the Service Provider DPC-SSN source data, when performing a Mass Update of Pending and/or Active Number Pool Blocks via the NPAC Administrative Interface or NPAC Low-Tech Interface:  (previously NANC 427, Req 6.10)


· Class DPC


· Class SSN


· LIDB DPC


· LIDB SSN


· CNAM DPC


· CNAM SSN


· ISVM DPC


· ISVM SSN


· WSMSC DPC 


· WSMSC SSN


RR3-552.5	Mass Update Pending and Active Number Pool Blocks – Validation of DPC-SSNs for Mass Update


NPAC shall reject Mass Update requests of Pending and/or Active Number Pool Blocks from the NPAC Administrative Interface or NPAC Low-Tech Interface if a DPC-SSN is specified and a valid DPC-SSN reference does not exist in the Service Provider DPC-SSN source data.  (previously NANC 427, Req 6.11)


Req-1	Mass Update File Upload Capability – Template


NPAC Low-Tech Interface shall accept file data from a spreadsheet template as input data for a Mass Update request.


Note:  The accepted formats will be all standard MS-Excel (xls, xlsx, csv).


Note:  The file layout will include:


· Header Data


· Job Type


· SPID


· Select By (TN/PB List)


· SV Status (Active-like or Pending-like)


· Scheduled Date (mm/dd/yyyy hh:mm)


· Case Number


· Job Name


· Suppress Notification to Old SP


· Suppress Notification to New SP


· Detail Data:


· One line per TN/TN Range or PB/PB Range


· TN example:  1112223333 or 11122233334444


· PB example:  1234567 or 1234567-8


· Update data will be column positional (for example):


· Column D – LRN


· Column E – LIDB DPC


· Column F –CNAM DPC


3.2.1, Block Holder, Mass Update



RR3-210	Block Holder Information Mass Update – Update Fields


NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, when performing a mass update, to update the block holder default routing information LRN, DPC(s), SSN(s), SV Type, Alternative SPID, Last Alternative SPID, Alt-End User Location Value, Alt-End User Location Type, Alt-Billing ID, Voice URI, MMS URI, and SMS URI for a 1K Block as stored in the NPAC SMS.  (Previously B-762, reference NANC 399)


RR3-211	Block Holder Information Mass Update – Block Intersection Rejection


NPAC SMS shall reject a mass update request by Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, and issue an error message, if the TN Range and LNP Type of either POOL or none, is entered as Selection Criteria, for the requesting Service Provider, and intersects an existing 1K Block, for that requesting Service Provider, as stored in the NPAC SMS, other than Blocks with a status of old.  (Previously B-763)


3.5.2, Block Holder, NPA Splits



RR3-49	NPA Splits and the Number Pool Block Holder Information – Mass Update that includes one or more Blocks for an NPA-NXX involved in an NPA Split


NPAC SMS shall accept a mass update request from Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC personnel, via the NPAC Administrative Interface, that spans one or more Blocks that are part of an NPA Split that is currently in permissive dialing only when the new NPA-NXX is used.  






7.4, Access Control


Access to the NPAC SMS and other resources will be limited to those users that have been authorized for that specific access right.


7.4.1, System Access



7.4.2, Resource Access



New requirements will be added to sections 7.4.1 and 7.4.2.


Reqs for the ability to have a single LTI GUI Logon for all 7 NPAC Regions:


Req-2 Single GUI Login Session


NPAC SMS shall provide Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, support for one user id that can be configured to allow access to any and all US NPAC Regions.





Req-3 Region Selection - Navigation


NPAC SMS shall provide a mechanism that allows Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, to select and navigate to any other NPAC region main menu screen they are configured for access without requiring additional authentication.





Req-4 Common Authentication Database


NPAC SMS shall use a common authentication mechanism that is available to all US Regions and Canada for Service Provider Personnel using the NPAC Low-Tech Interface, and NPAC Personnel using the NPAC Administrative Interface.





Req-5 Cross-Regional Session Timeout


NPAC SMS shall expire a user’s cross-regional session within a tunable time period, regardless of user activity and require re-authentication when navigating to a different region for Service Provider Personnel using the NPAC Low-Tech Interface, and NPAC Personnel using the NPAC Administrative Interface.





Req-6 Cross-Regional Session Timeout – Tunable Parameter


NPAC SMS shall provide a Cross-Regional Session Timeout tunable parameter that specifies the maximum duration a user may continuously use a Cross-Regional GUI session.





Req-7 Cross-Regional Session Timeout – Tunable Modification


NPAC SMS shall allow NPAC Personnel via the NPAC Administrative Interface to update the Cross-Regional Session Timeout tunable parameter.





Req-8 Cross-Regional Session Timeout – Tunable Parameter Default


NPAC SMS shall default the Cross-Regional Timeout tunable parameter to 1440 minutes (24 hours).


Note: a value of zero for this tunable will turn off the Cross-Regional Session Timeout.





Req 9 Client Session Timeout Warning


NPAC SMS GUI shall provide a cross regional session timeout warning a tunable time period prior to the system expiring their GUI session due to inactivity.





Req-10 Client Session Timeout Warning – Tunable Parameter


NPAC SMS shall provide a Client Session Timeout Warning tunable parameter that specifies the time in minutes the user is notified before their GUI session is expired due to inactivity.





Req-11 Client Session Timeout Warning – Tunable Modification


NPAC SMS shall allow NPAC Personnel via the NPAC Administrative Interface to update the Client Session Timeout Warning tunable parameter.





Req-12 Client Session Timeout Warning – Tunable Parameter Default


NPAC SMS shall default the Client Session Timeout Warning tunable parameter to 2 minutes.











Reqs for the ability to have a service bureau user act on behalf of subordinate service providers:


Req-13 Service Bureau – List of secondary SPIDs


NPAC Low-Tech Interface shall display a list of secondary SPIDs of a primary SPID once a user of the primary SPID is logged into the NPAC Low-Tech Interface.





Req-14 Service Bureau – Selection of secondary SPIDs


NPAC Low-Tech Interface shall allow selecting a secondary SPID from the secondary SPID list to act on behalf of that secondary SPID.





Req-15 Service Bureau – Processing Data of secondary SPIDs


NPAC Low-Tech Interface shall use the selected SPID (i.e., secondary SPID value) for all the NPAC administrative interface requests once the primary SPID makes the secondary SPID selection.


NOTE: For example, pending SV query will be filtered by the selected secondary SPID not the logged in users SPID (i.e., service bureau’s SPID).





Req-16 Service Bureau – LTI Primary SPID


NPAC SMS shall allow a Low-Tech Interface only SPID to be a primary SPID.











IIS:


Sections 2.3.4 and 2.4.2, Service Provider Data Administration.
Mass changes must be initiated by the service provider contacting the NPAC personnel directly, or by performing self-service in the Low-Tech Interface.





Flow B.8.3, Mass Update.


Intro paragraph.
NPAC SMS personnel using the NPAC Administrative Interface or Service Provider personnel using the Low-Tech Interface can perform a mass update on subscription data.


Action is taken by the NPAC SMS personnel using the NPAC Administrative Interface or Service Provider personnel using the Low-Tech Interface to request that a mass update be performed on active subscription data.


Flow B.8.3.1, Mass Update for a range of TNs that contains a Number Pool Block.


Intro paragraph.
NPAC SMS personnel using the NPAC Administrative Interface or Service Provider personnel using the Low-Tech Interface perform a mass update on on a range of TNs that includes a number pool block object.


Action is taken by the NPAC SMS personnel using the NPAC Administrative Interface or Service Provider personnel using the Low-Tech Interface to perform a mass update.











GDMO:


No changes required.








ASN.1:


No changes required.








M&P:


TBD
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Business Need:


The NPAC design provides that a pooled block cannot be created if a pending SV exists.  (This rule applies only when the pending SV is for a telephone number that is not already an active SV record within that 1K block.)  If the Service Provider donating the block has created intra-SP ports for its working numbers in the block, this problem does not occur.


The dynamic nature of number porting activities and the rigid requirements that "pending blocks" cannot be created if pending SVs exist cause unnecessary churn and introduce unnecessary service risk.  [In this Change Order, the term "pending block" refers to the NPA-NXX-X (aka "DashX") that is created in preparation for the subsequent activation of a pooled block.  The "pending block" record is network-level data item and has no SV-level records associated with it.]


This change order eliminates the unnecessary churn/service risk and improves operational efficiency.





Description of Change:


The proposed change order modifies the NPAC to allow pending pooled blocks to be created even when pending SVs exist (without an underlying active SV) within that 1K block, but only for the case where the code-owner and block-owner SPIDs are the same (an internal review of NPAC data indicates the problem overwhelmingly occurs for the case code-owner SPID and the block-owner SPID are the same).


Where the code-owner's SPID and the block-owner's SPID are be the same, and thus the block may have far more than 10% of its numbers working, it may not be feasible to cancel pending SVs, intra-SP port those numbers, and only then recreate the pending SV.  Alternatively, NPAC personnel must work with the SPs involved in those pending ports to request that the pending SVs be either activated or cancelled in order to permit creation of the pending block.  Thus the interference of pending SVs with the creation of pooled blocks introduces delay and creates unnecessary work for the NPAC and the Service Provider community.


Because this change is problematic for a non-EDR LSMS, the feature would be toggled off in a region containing a non-EDR LSMS.






FRS:


RR3-86	Addition of Number Pooling NPA-NXX-X Holder Information – Check for Pending-Like No-Active SVs


NPAC SMS shall reject the request and issue an error message to the NPAC personnel at the time of NPA-NXX-X Creation, if there are any TNs within the 1K Block of that NPA-NXX-X, or in a 1K Block of the corresponding old/new NPA-NXX-X belonging to an NPA-NXX scheduled for or currently in an NPA split, that contain an SV, with a status of pending/conflict/cancel-pending/failed, and where a currently active SV does NOT exist, for the given TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value.  (Previously N-100)


RR3-147	Addition of Number Pooling Block Holder Information – Check for pending-like SVs for NPAC Personnel


NPAC SMS shall reject the request and issue a unique alarmable error message to the NPAC personnel at the time of Block Creation for an NPAC initiated request, from the NPAC Administrative Interface, if there are any TNs within the 1K Block, that contain an SV, with a status of pending/conflict/cancel-pending/failed, and where a currently active SV does NOT exist, for the given TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value.  (Previously B-190)


RR3-148	Addition of Number Pooling Block Holder Information – Error Message to SOA for pending-like SVs


NPAC SMS shall reject the request and issue an error message to the SOA at the time of Block Creation from the SOA via the SOA to NPAC SMS Interface, if there are any TNs within the 1K Block, that contain an SV, for a given TN in the 1K Block, with a status of pending/conflict/cancel-pending/failed, and where a currently active SV does NOT exist, for the given TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value.  (Previously B-210)








IIS:


Modify B.4.3.1, Service Provider NPA-NXX-X Create by NPAC SMS, last paragraph of step 1.


The NPAC SMS rejects the request if any subscriptionVersionNPAC objects exist with a status of pending, conflict, cancel-pending or failed for a TN specified by the serviceProvNPA-NXX-X-value and an active subscriptionVersionNPAC object does not exist for that TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value, or the subscription version is a Port-To-Original request.





Modify B.4.3.5, Service Provider NPA-NXX-X Create by NPAC SMS for Pseudo-LRN, last paragraph of step 1.


The NPAC SMS rejects the request if any subscriptionVersionNPAC objects exist for a TN specified by the serviceProvNPA-NXX-X-value in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value.





Modify B.4.4.1, Number Pool Block Create/Activate by SOA, last bullet of second-to-last paragraph of step 1.


There are no subscription version objects within the given TN range with a status of pending, conflict, cancel-pending or failed (“pending-like”) and no active subscription version for that TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value. If the condition fails, error returned is ‘invalid-subscription-versions’.





Modify B.4.4.2, Number Pool Block Create by NPAC SMS, last bullet of second-to-last paragraph of step 1.


There are no subscription version objects within the given TN range with a status of pending, conflict, cancel-pending or failed (“pending-like”) and no active subscription version for that TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value. If the condition fails, error returned is ‘invalid-subscription-versions’.








GDMO:


Behavior description for Number Pool Block and NPA-NXX-X.  (modified in yellow).





-- 30.0 Number Pool Block NPAC Data Managed Object Class


--


numberPoolBlockNPAC MANAGED OBJECT CLASS





numberPoolBlockNPAC-Behavior BEHAVIOUR


    DEFINED AS !


        An object creation attempt will be rejected by the NPAC SMS if


        any subscription versions exist with a status of pending,


        conflict, cancel-pending or failed ("pending-like") for a TN implied


        by the NPA-NXX-X value and an active subscription version object does


        not exist for that TN in cases where the Code Holder SPID and the


        Block Holder SPID are NOT the same value.





-- 31.0 Service Provider NPA-NXX-X Data Managed Object Class


--


serviceProvNPA-NXX-X MANAGED OBJECT CLASS





serviceProvNPA-NXX-X-Behavior BEHAVIOUR


    DEFINED AS !


        An object creation attempt will be rejected by the NPAC SMS if any


        subscription versions exist with a status of pending, conflict,


        cancel-pending or failed ("pending-like") for a TN implied by the


        NPA-NXX-X value and an active subscription version object does not


        exist for that TN in cases where the Code Holder SPID and the Block


        Holder SPID are NOT the same value, or the subscription version is


        a port-to-original request.  Additionally, an object creation attempt


        will be rejected by the NPAC SMS if, the date of the


        serviceProvNPA-NXX-X-EffectiveTimeStamp is NOT greater than or


        equal to BOTH current date AND the NPA-NXX Live Timestamp.








ASN.1:


No change required.








M&P:


TBD
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		Release Migration


Appendix E.   Download File Examples


The NPAC can generate Bulk Data Download files for Network Data (including SPID, LRN, NPA-NXX and NPA-NXX-X), Subscription Versions (including Number Pool Blocks) and Notifications. 


All fields within files discussed in the following section are variable length.  The download reason in all “Active-like” download files is always set to new.  The download reason in all “Latest View” download files is set to the appropriate download reason based on activation/modification/deletion activity.  ASCII 13 is the value used as the value for carriage return (CR) in the download files.  


All Time Stamps contained within the download files and SMURF files, and file names are in GMT (Greenwich Mean Time).  Files that contain three timestamps reference the time the files is created, and start and end time range.  When the time range is not specified, the default start timestamp is 00-00-0000000000 and the default end timestamp is 99-99-9999999999.  


Subscription Download File


The following table describes each field of the sample subscription download file. This download file example contains data for three subscriptions, with three lines for each subscription. Each subscription is one record in the file, pipe delimited, with a carriage return (CR) between each subscription. The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.


Table E-1 describes the entries for subscription 1: The “Value in Example” column directly correlates to the values for subscription 1 in the download file example, as seen in Figure E-1.


If the Bulk Data Download input selection criteria specifies Latest View of Subscription Version Activity, the file will include all subscription versions with a Broadcast Timestamp that falls within a specified time range.  If the Bulk Data Download input selection criteria specifies Active/Disconnect Pending/Partial Failure Subscription Versions Only, the file will include subscription versions with a status of Active, Disconnect Pending or Partial Failure or a status of Sending with a download reason of New or Modify that have an Activation timestamp that occurs at or before the time that the BDD request begins to be processed.  File data is further narrowed when the input selection criteria includes a TN range.  This will result in a file that includes information only on those subscription versions that fall within that TN range.


The file name for the Subscriptions download file will be in the format:


NPANXX-NPANXX.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSSThe NPANXX-NPANXX values map to the selection criteria.  The first timestamp is the time the request begins processing, the second timestamp is the beginning timestamp for the time range and the third timestamp is the ending timestamp for the time range. For active-like views the second and third timestamp will be set by default.


The file contents for the Subscription download file will be specific for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File.  If support is TRUE, it will include pipes with the supplied value or blank (if no value was specified).  If support is FALSE, it will NOT contain empty pipes as placeholders:


1. SOA supports WSMSC


2. SOA supports SV Type


3. SOA supports Optional parameters


4. LSMS supports WSMSC


5. LSMS supports EDR


6. LSMS supports SV Type


7. LSMS supports Optional parameters



The Subscriptions file given in the example would be named:


 (
0001|3031231000|1234567890|0001|19960916152337|
123123123|123|123123123|123|123123123|123|123123123|123|
123456789012|12|0001|0|0|||||||||
|(
CR) 
(end of subscription 1)
0002|3031241000|1234567891|0001|19960825011010|
123123123|123|123123123|123|123123123|123|123123123|123|
123456789013|13|0001|0|0|||||||||
|(
CR) 
(end of subscription 2)
0003|3031251000|1234567892|0001|19960713104923|
123123123|123|123123123|123|123123123|123|123123123|123|
123456789014|13|0001|0|0|||||||||
|(
CR) 
(end of subscription 3)
)	303123-303125.25-12-1996081122.25-12-1996080000.25-12-1996125959





[bookmark: _Toc393050095][bookmark: _Ref411680753][bookmark: _Ref411834634][bookmark: _Toc113173900][bookmark: _Toc279510562]Figure E–1 -- Subscription Download File Example





			EXPLANATION OF THE FIELDS IN THE SUBSCRIPTION DOWNLOAD FILE





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			2


			Version TN


			3031231000





			3


			LRN


			1234567890





			4


			New Current Service Provider Id 


			0001





			5


			Activation Timestamp 


			19960916152337  (yyyymmddhhmmss)





			6


			CLASS DPC 


			123123123 (This value is 3 octets)





			7


			CLASS SSN 


			123 (This value is 1 octet and usually set to 000)





			8


			LIDB DPC 


			123123123 (This value is 3 octets)





			9


			LIDB SSN 


			123 (This value is 1 octet and usually set to 000)





			10


			ISVM DPC 


			123123123 (This value is 3 octets)





			11


			ISVM SSN 


			123 (This value is 1 octet and usually set to 000)





			12


			CNAM DPC 


			123123123 (This value is 3 octets)





			13


			CNAM SSN 


			123 (This value is 1 octet and usually set to 000)





			14


			End user Location Value 


			123456789012





			15


			End User Location Type 


			12





			16


			Billing Id 


			0001





			17


			LNP Type 


			0





			18


			Download Reason 


			0





			19


			WSMSC DPC


			Not present if LSMS or SOA does not support the WSMSC DPC as shown in this example.  If it were present the value would be in the same format as other DPC data.





			20


			WSMSC SSN


			Not present if LSMS or SOA does not support the WSMSC SSN as shown in this example. If it were present the value would be in the same format as other SSN data.





			21


			SV Type


			Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.


The order of the included parameters is based on the latest version of the LNP XML schema that is available on the NPAC website (www.npac.com, under the LNP documents section).





			22


			Alternative SPID


			Not present if LSMS or SOA does not support the Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			23


			Alt-End User Location Value


			Not present if LSMS or SOA does not support the Alt-End User Location Value as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			24


			Alt-End User Location Type


			Not present if LSMS or SOA does not support the Alt-End User Location Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			25


			Alt-Billing ID


			Not present if LSMS or SOA does not support the Alt-Billing ID as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			26


			Voice URI


			Not present if LSMS or SOA does not support the Voice URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			27


			MMS URI


			Not present if LSMS or SOA does not support the MMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			28


			SMS URI


			Not present if LSMS or SOA does not support the SMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			29


			Last Alternative SPID


			Not present if LSMS or SOA does not support the Last Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.
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Network Download File


[snip]


NPA/NXX Download File


[snip]


LRN Download File


[snip]
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[snip]
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The following table describes each field of the sample Block download file. This download file example contains data for three Blocks, with three lines for each Block. Each Block is one record in the file, pipe delimited, with a carriage return(CR) between each Block. The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.


Table E-6 describes the entries for Block 1: The “Value in Example” column directly correlates to the values for Block 1 in the download file example, as seen in Figure E-6.


Blocks in the download file are selected by a combination of NPA-NXX-X begin and end, as well as TIME begin and end range.  The TIME Range is keyed off the Broadcast Timestamp.  The file name for the Block download file will be in the format:


NPANXXX-NPANXXX.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS


The NPANXXX-NPANXXX values map to the NPA-NXX-X selection criteria, the first stamp maps to the current time (when the file is generated), the second time stamp maps to the begin time range, and the third time stamp maps to the end time range.  All three time stamps are represented in GMT.


The Block file given in the example would be named:


	3031235-3031252.17-09-1996153344.11-07-1996091222.17-09-1996153344


The file contents for the Block download file will be specific for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File.  If support is TRUE, it will include pipes with the supplied value or blank (if no value was specified).  If support is FALSE, it will NOT contain empty pipes as placeholders:


1. SOA supports SV Type


2. SOA supports Optional parameters


3. LSMS supports SV Type


4. LSMS supports Optional parameters


The file contents for the Block download file will always contain pipes for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File.  If support is TRUE, it will include the supplied value or blank (if no value was specified).  If support is FALSE, it will always contain empty pipes as placeholders (empty pipes) for the following indicators, regardless of the tunable value:


1. SOA supports WSMSC


2. LSMS supports WSMSC


 (
1|3031231|1234567890|0001|19960916152337|123123123|123|123123123|
123|123123123|123|123123123|123|||0||||||||
|(
CR) 
(end of Block 1)
2|3031241|1234567891|0001|19960825011010|123123123|123|123123123|
123|123123123|123|123123123|123|||0||||||||
|(
CR) 
(end of Block 2)
3|3031251|1234567892|0001|19960713104923|123123123|123|123123123|
123|123123123|123|123123123|123|||0||||||||
|(
CR) 
(end of Block 3)
)The files available for LSMS compares will be defined as one or more NPA-NXX-Xs per file.
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			EXPLANATION OF THE FIELDS IN THE BLOCK DOWNLOAD FILE





			Field Number


			Field Name


			Value in Example





			1


			Block Id 


			1





			2


			NPA-NXX-X


			3031231





			3


			LRN


			1234567890





			4


			New Current Service Provider Id 


			0001





			5


			Activation Timestamp 


			19960916152337  (yyyymmddhhmmss)





			6


			CLASS DPC 


			123123123 (This value is 3 octets)





			7


			CLASS SSN 


			123 (This value is 1 octet and usually set to 000)





			8


			LIDB DPC 


			123123123 (This value is 3 octets)





			9


			LIDB SSN 


			123 (This value is 1 octet and usually set to 000)





			10


			ISVM DPC 


			123123123 (This value is 3 octets)





			11


			ISVM SSN 


			123 (This value is 1 octet and usually set to 000)





			12


			CNAM DPC 


			123123123 (This value is 3 octets)





			13


			CNAM SSN 


			123 (This value is 1 octet and usually set to 000)





			14


			WSMSC DPC


			123123123 (This value is 3 octets)





			15


			WSMSC SSN


			123 (This value is 1 octet and usually set to 000)





			16


			Download Reason 


			0





			17


			SV Type


			Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the NPB Data Model.





			


			Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.


The order of the included parameters is based on the latest version of the LNP XML schema that is available on the NPAC website (www.npac.com, under the LNP documents section).





			18


			Alternative SPID


			Not present if LSMS or SOA does not support the Alternative SPID as shown in this example.  If it were present the value would be as defined in the NPB Data Model.





			19


			Alt-End User Location Value


			Not present if LSMS or SOA does not support the Alt-End User Location Value as shown in this example.  If it were present the value would be as defined in the NPB Data Model.





			20


			Alt-End User Location Type


			Not present if LSMS or SOA does not support the Alt-End User Location Type as shown in this example.  If it were present the value would be as defined in the NPB Data Model.





			21


			Alt-Billing ID


			Not present if LSMS or SOA does not support the Alt-Billing ID as shown in this example.  If it were present the value would be as defined in the NPB Data Model.





			22


			Voice URI


			Not present if LSMS or SOA does not support the Voice URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			23


			MMS URI


			Not present if LSMS or SOA does not support the MMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			24


			SMS URI


			Not present if LSMS or SOA does not support the SMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			25


			Last Alternative SPID


			Not present if LSMS or SOA does not support the Last Alternative SPID as shown in this example.  If it were present the value would be as defined in the NPB Data Model.
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Notifications Download File


The Notification download file contains records for notifications as they are defined in the IIS.  Each record contains required and optional attributes and data is logged at the time of notification generation based on the reason the notification was generated as well as NPAC Customer profile settings.  The inclusion of TN/TN Range/NPA-NXX-X in respective notifications is not dependent on the NPAC Customer settings for Subscription Version TN Attribute Flag and Number Pool Block NPA-NXX-X Attribute Flag indicators.


The Notifications download file example (Figure E- 8 – Notification Download File Example, below) contains two records in the file, individual fields are pipe delimited, with a carriage return (CR) after each Notification record.  The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.


The “Value in Example” column in Table E-7 directly correlates to the values for the hypothetical Notification in the download file example, as seen in Figure E-8.


The file name for the Notifications download file will be in the format:


	Notifications.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS (The Notifications portion is the literal string " Notifications".)


The first timestamp in the filename is the time the download begins. The second and third timestamps are the beginning and ending time ranges respectively.


The Notifications file given in the example would be named:


	Notifications.15-10-2004081122.12-10-2004080000.13-10-2004133022


The file contents for the Notifications download file will be specific for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File.  If support is TRUE, it will include pipes with the supplied value or blank (if no value was specified).  If support is FALSE, it will NOT contain empty pipes as placeholders:


1. SOA supports SV Type


2. SOA supports Optional Data attributes and associated parameters


In the download file each notification can be identified by the combination of the Notification ID and Object ID fields.  LNP specific notifications are defined with a unique Notification ID in the GDMO however some notifications sent across the interface are CMIP primitives and do not have unique Notification IDs.  In order to uniquely identify these notifications in the download file, the original CMIP primitive Notification ID has been augmented with a 1000-series number to create a unique Notification ID/Object ID combination.  For example, the subscriptionVersionNPAC-ObjectCreation notification is a CMIP primitive notification that uses a Notification ID of (6) and Object ID of (21) across the interface.  At the same time the LNP specific notification, subscriptionVersionDonorSP-CustomerDisconnectDate as defined in the GDMO uses the same Notification ID and Object ID.  In order to uniquely identify the subscriptionVersionNPAC-ObjectCreation notification for the download file we have augmented the Notification ID to a 1000-series number of, (1006).  The Object ID remains the same (21).  The affected notifications are:


1. SubscriptionVersionNPAC-ObjectCreation (Notification ID 1006, Object ID 21)


2. SubscriptionVersionNPAC-attributeValueChange (Notification ID 1001, Object ID 21)


3. SubscriptionAudit-objectCreation (Notification ID 1006, Object ID 19)


4. Subscription Audit-objectDeletion (Notification ID 1007, Object ID 19)


5. NumberPoolBlock-objectCreation (Notification ID 1006, Object ID 30)


6. NumberPoolBlock-attributeValueChange (Notification ID 1001, Object ID 30)






Data for the following attributes are included if the attribute is supported at the time of BDD file generation.  If the Service Provider supports that attribute at the time of BDD file generation the attribute is included with values.  If the Service Provider does not support that attribute at the time of BDD file generation the attribute is not included (no empty pipe placeholder).


1. WSMSC DPC


2. WSMSC SSN


3. SV Type


4. Optional Data (with applicable parameters within this attribute)





 (
19960101155555|1111|0|1|18|||1|0|1|1234|303123|20040915000000|0|
20040831173545(
CR) (Notification 1)
19960101155555|1111|0|1|18|||1|0|1|1235|303242|20040915000000|0|
20040831173549(
CR)  (Notification 2)
)Figure E–7 - Notification Download File


The format for each potential notification type is provided in the following table. 





			EXPLANATION OF THE POTENTIAL NOTIFICATION FIELDS IN THE NOTIFICATIONS DOWNLOAD FILE





			Notification





			Field Number


			Field Name


			Sample Value





			SOA Notifications





			subscriptionVersionCancellationAcknowledgeRequest





			1


			Creation TimeStamp


			The time the notification was created.


For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type (SOA=0, LSMS=1)


			0





			4


			Notification ID


			4





			5


			Object ID


			21





			6


			Version TN


			3031231000





			7


			Version ID


			1234567899





			subscriptionVersionRangeCancellationAcknowledgeRequest (* if a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			18





			5


			Object ID


			14





			6


			Range Type Format (consecutive list=1, non-consecutive list =2)


			1





			7


			Starting Version TN


			3031231000





			8


			Ending Version TN


			3031232000





			9


			Starting Version ID


			1200000001





			10


			Ending Version ID


			1200001002





			subscriptionVersionRangeCancellationAcknowledgeRequest (* if not a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			18





			5


			Object ID


			14





			6


			Range Type Format


			2





			7


			Starting Version TN


			3031231000





			8


			Ending Version TN


			3031231009





			9


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 10).





			10


			Version ID


			1230000001





			11


			Version ID


			1230000004





			12


			Version ID


			1230000006





			13


			. . .  Version ID “n”


			1230000009





			subscriptionVersionDonorSP-CustomerDisconnectDate





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			6





			5


			Object ID


			21





			6


			Customer Disconnect Date


			20050530230000





			7


			Effective Release Date


			20050530230000





			8


			Version TN


			3031231000





			9


			Version ID


			1234567899





			subscriptionVersionRangeDonorSP-CustomerDisconnectDate (* if a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			17





			5


			Object ID


			14





			6


			Customer Disconnect Date


			20050530230000





			7


			Effective Release Date


			20050530230000





			8


			Range Type Format


			1





			9


			Starting Version TN


			3032201000





			10


			Ending Version TN


			3032201009





			11


			Starting Version ID


			1234000000





			12


			Ending Version ID


			1234000008





			subscriptionVersionRangeDonorSP-CustomerDisconnectDate (* if not a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			17





			5


			Object ID


			14





			6


			Customer Disconnect Date


			20050530230000





			7


			Effective Release Date


			20050530230000





			8


			Range Type Format


			2





			9


			Starting Version TN


			1232201000





			10


			Ending Version TN


			1232201010





			11


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 11).





			12


			Version ID


			1234000099





			13


			Version ID


			1234000103





			14


			… Version ID “n”


			1234000119





			subscriptionVersionNewSP-CreateRequest





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			9





			5


			Object ID


			21





			6


			Old Service Provider ID


			1003





			7


			Old Service Provider Due Date


			20050530230000





			8


			Old Service Provider Authorization


			0 





			9


			Old Service Provider Authorization Time Stamp


			20050520125032





			10


			Subscription Status Change Cause Code


			50  





			11


			Subscription Timer Type


			0  





			12


			Subscription Business Type


			1  





			13


			Version TN


			1232201999





			14


			Version ID


			1234000099





			subscriptionVersionRangeNewSP-CreateRequest (* if a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			19





			5


			Object ID


			14





			6


			Old Service Provider ID


			0002





			7


			Old Service Provider Due Date


			20050530230000





			8


			Old Service Provider Authorization


			0





			9


			Service Provider Authorization Time Stamp


			20050520123045





			10


			Subscription Status Change Cause Code


			50





			11


			Subscription Timer Type


			0  





			12


			Subscription Business Type


			1  





			13


			Range Type Format


			1





			14


			Starting Version TN


			3032201999





			15


			Ending Version TN


			3032202012





			16


			Starting Version ID


			1234000000





			17


			Ending Version ID


			1234000013





			subscriptionVersionRangeNewSP-CreateRequest (* if not a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			19





			5


			Object ID


			14





			6


			Old Service Provider ID


			0234





			7


			Old Service Provider Due Date


			20050530230000





			8


			Old Service Provider Authorization


			0





			9


			Service Provider Authorization Time Stamp


			200505220231632





			10


			Subscription Status Change Cause Code


			50





			11


			Subscription Timer Type


			0  





			12


			Subscription Business Type


			1  





			13


			Range Type Format


			2





			14


			Starting Version TN


			3033301600





			15


			Ending Version TN


			3033301699





			16


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 100).





			17


			Version ID


			2340000000





			18


			Version ID


			2340000016





			19


			… Version ID “n”


			2340000023





			subscriptionVersionOldSP-ConcurrenceRequest





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			10





			5


			Object ID


			21





			6


			New Current Service Provider ID


			2003





			7


			Service Provider Due Date


			20050530230000





			8


			New Service Provider Creation Time Stamp


			20050518231625





			9


			Subscription Timer Type


			0  





			10


			Subscription Business Type


			1





			11


			Version TN


			3033301000





			12


			Version ID


			1234560000





			subscriptionVersionRangeOldSP-ConcurrenceRequest (* if a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			20





			5


			Object ID


			14





			6


			New Current Service Provider ID


			2003





			7


			Service Provider Due Date


			20050530230000





			8


			New Service Provider Creation Time Stamp


			20050518231625  





			9


			Subscription Timer Type


			0





			10


			Subscription Business Type


			1





			11


			Range Type Format


			1





			12


			Starting Version TN


			3033301000





			13


			Ending Version TN


			3033301009





			14


			Starting Version ID


			1000000001





			15


			Ending Version ID


			1000000010





			subscriptionVersionRangeOldSP-ConcurrenceRequest (* if not a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			20





			5


			Object ID


			14





			6


			New Current Service Provider ID


			2003





			7


			Service Provider Due Date


			20050530230000





			8


			New Service Provider Creation Time Stamp


			20050518231625





			9


			Subscription Timer Type


			0





			10


			Subscription Business Type


			1  





			11


			Range Type Format


			2





			12


			Starting Version TN


			3033300000





			13


			Ending Version TN


			3033300099





			14


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 100).





			15


			Version ID


			1000000001





			16


			Version ID


			1000000009





			17


			… Version ID “n”


			1000001011





			subscriptionVersionStatusAttributeValueChange





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			11





			5


			Object ID


			21





			6


			Subscription Version Status


			1





			7


			Subscription Version Status Change Cause Code


			0





			8


			Version TN


			3033301290





			9


			Version ID


			1234500009





			10


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 3).


Note: If there aren’t any Service Providers on the Failed list then the last field will be the VersionID.





			11


			(failed list) Service Provider ID – Service Provider Name


			2003-TelCo





			12


			(failed list) Service Provider ID – Service Provider Name


			2910-Tel S





			13


			…


			1034-Tel M





			subscriptionVersionRangeStatusAttributeValueChange (* if a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1001





			3


			System Type 


			0





			4


			Notification ID


			14





			5


			Object ID


			14





			6


			Subscription Version Status


			1





			7


			Subscription Version Status Change Cause Code


			0





			8


			Range Type Format


			1





			9


			Starting Version TN


			3034401000





			10


			Ending Version TN


			3034401001





			11


			Starting Version ID


			4420000097





			12


			Ending Version ID


			4420000098





			13


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 2).


Note: If there aren’t any Service Providers on the Failed list then the last field will be the Ending VersionID.





			14


			(failed list) Service Provider ID – Service Provider Name


			2003-TelCo





			15


			(failed list) Service Provider ID – Service Provider Name


			2910-Tel S





			subscriptionVersionRangeStatusAttributeValueChange (* if not a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1001





			3


			System Type 


			0





			4


			Notification ID


			14





			5


			Object ID


			14





			6


			Subscription Version Status


			1





			7


			Subscription Version Status Change Cause Code


			0





			8


			Range Type Format


			2





			9


			Starting Version TN


			3034401012





			10


			Ending Version TN


			3034401019





			11


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 8).





			12


			Version ID


			1000050090





			13


			Version ID


			1000050096





			14


			Version ID


			1000050099





			15


			… Version ID “n”


			1000005100





			16


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 3).


Note: If there aren’t any Service Providers on the Failed list then the last field will be the VersionID “n”.





			17


			(failed list) Service Provider ID – Service Provider Name


			2003-TelCo





			18


			(failed list) Service Provider ID – Service Provider Name


			2910-Tel S





			19


			…


			1034-Tel M





			subscriptionVersionNPAC-ObjectCreation





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1001





			3


			System Type 


			0





			4


			Notification ID


			1006





			5


			Object ID


			21





			6


			New Service Provider Creation Time Stamp


			20050518231625





			7


			New Service Provider Due Date


			20050530230000





			8


			Old Service Provider Authorization Time Stamp


			





			9


			Old Service Provider Due Date


			





			10


			Old Service Provider Authorization


			





			11


			New Current Service Provider ID


			1001





			12


			Old Service Provider ID


			1003





			13


			Conflict Time Stamp


			





			14


			Status Change Cause Code


			





			15


			Subscription Version Status


			1





			16


			Timer Type


			0


This attribute (pipes) is included if the Service Provider supports both Timer Type and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.





			17


			Business Hours


			0


This attribute (pipes) is included if the Service Provider supports both Business Hours and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.





			18


			New SP Medium Timer Indicator


			0


Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.





			19


			Old SP Medium Timer Indicator


			0


Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.





			20


			Version TN


			3034401000





			21


			Version ID


			1239999909





			subscriptionVersionRangeObjectCreation (* if a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			16





			5


			Object ID


			14





			6


			New Service Provider Creation Time Stamp


			20050518231625





			7


			New Service Provider Due Date


			20050530230000





			8


			Old Service Provider Authorization Time Stamp


			





			9


			Old Service Provider Due Date


			





			10


			Old Service Provider Authorization


			





			11


			New Current Service Provider ID


			0001





			12


			Old Service Provider ID


			1003





			13


			Conflict Time Stamp


			





			14


			Status Change Cause Code


			





			15


			Subscription Version Status


			1





			16


			Timer Type


			0


This attribute (pipes) is included if the Service Provider supports both Timer Type and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.





			17


			Business Hours


			0


This attribute (pipes) is included if the Service Provider supports both Business Hours and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.





			18


			New SP Medium Timer Indicator


			0


Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.





			19


			Old SP Medium Timer Indicator


			0


Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.





			20


			Range Type Format


			1





			21


			Starting Version TN


			3034401000





			22


			Ending Version TN


			3034402000





			23


			Starting Version ID


			1234500001





			24


			Ending Version ID


			1234501002





			subscriptionVersionRangeObjectCreation (* if not a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			16





			5


			Object ID


			14





			6


			New Service Provider Creation Time Stamp


			20050518231625





			7


			New Service Provider Due Date


			20050530230000





			8


			Old Service Provider Authorization Time Stamp


			





			9


			Old Service Provider Due Date


			





			10


			Old Service Provider Authorization


			





			11


			New Current Service Provider


			0001





			12


			Old Service Provider ID


			1003





			13


			Conflict Time Stamp


			





			14


			Status Change Cause Code


			





			15


			Subscription Version Status


			1





			16


			Timer Type


			0


This attribute (pipes) is included if the Service Provider supports both Timer Type and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.





			17


			Business Hours


			0


This attribute (pipes) is included if the Service Provider supports both Business Hours and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.





			18


			New SP Medium Timer Indicator


			0


Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.





			19


			Old SP Medium Timer Indicator


			0


Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.





			20


			Range Type Format


			2





			21


			Starting Version TN


			3034401000





			22


			Ending Version TN


			3034401097





			23


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 98).





			24


			Version ID


			2050505050





			25


			Version ID


			2050505059





			26


			… Version ID “n”


			2050507019





			subscriptionVersionNPAC-attributeValueChange





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			1001





			5


			Object ID


			21





			6


			New Service Provider Creation Time Stamp


			20050518231625





			7


			New Service Provider Due Date


			20050530230000





			8


			Old Service Provider Authorization Time Stamp


			





			9


			Old Service Provider Due Date


			





			10


			Old Service Provider Authorization


			





			11


			Conflict Time Stamp


			





			12


			Timer Type


			This attribute (pipes) is included if the Service Provider supports both Medium Timers and Timer Type attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.





			13


			Business Hours


			This attribute (pipes) is included if the Service Provider supports both Medium Timers and Business Hours attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.





			14


			New SP Medium Timer Indicator


			0


Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.





			15


			Old SP Medium Timer Indicator


			0


Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.





			


			Fields 16 through 30, and 33 to the end of the list are included/excluded based on S-3.00C notification priority setting at the time of BDD file generation.





			16


			LRN


			1234567890





			17


			CLASS DPC 


			123123123 (This value is 3 octets)





			18


			CLASS SSN 


			123 (This value is 1 octet and usually set to 000)





			19


			LIDB DPC 


			123123123 (This value is 3 octets)





			20


			LIDB SSN 


			123 (This value is 1 octet and usually set to 000)





			21


			CNAM DPC 


			123123123 (This value is 3 octets)





			22


			CNAM SSN 


			123 (This value is 1 octet and usually set to 000)





			23


			ISVM DPC 


			123123123 (This value is 3 octets)





			24


			ISVM SSN 


			123 (This value is 1 octet and usually set to 000)





			25


			WSMSC DPC


			Not present if LSMS or SOA does not support the WSMSC DPC as shown in this example.  If it were present the value would be in the same format as other DPC data.





			26


			WSMSC SSN


			Not present if LSMS or SOA does not support the WSMSC SSN as shown in this example.  If it were present the value would be in the same format as other SSN data.





			27


			Billing Id 


			0001





			28


			End User Location Value 


			123456789012





			29


			End User Location Type 


			12





			30


			SV Type


			Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			31


			Version TN


			3034401000





			32


			Version ID


			1234567890





			


			Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.


The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the LNP documents section).





			33


			Alternative SPID


			Not present if LSMS or SOA does not support the Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			34


			Alt-End User Location Value


			Not present if LSMS or SOA does not support the Alt-End User Location Value as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			35


			Alt-End User Location Type


			Not present if LSMS or SOA does not support the Alt-End User Location Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			36


			Alt-Billing ID


			Not present if LSMS or SOA does not support the Alt-Billing ID as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			37


			Last Alternative SPID


			Not present if LSMS or SOA does not support the Last Alternative SPID as shown in this example.  If it were present the value would be as defined in the NPB Data Model.





			subscriptionVersionRangeAttributeValueChange (* if a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			15





			5


			Object ID


			14





			6


			New Service Provider Creation Time Stamp


			20050518231625





			7


			New Service Provider Due Date


			20050530230000





			8


			Old Service Provider Authorization Time Stamp


			





			9


			Old Service Provider Due Date


			





			10


			Old Service Provider Authorization


			





			11


			Conflict Time Stamp


			





			12


			Timer Type


			0


This attribute (pipes) is included if the Service Provider supports both Medium Timers and Timer Type attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.





			13


			Business Hours


			0


This attribute (pipes) is included if the Service Provider supports both Medium Timers and Business Hours attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.





			14


			New SP Medium Timer Indicator


			0


Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.





			15


			Old SP Medium Timer Indicator


			0


Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.





			


			Fields 16 through 30, and 36 to the end of the list are included/excluded based on S-3.00C notification priority setting at the time of BDD file generation.





			16


			LRN


			1234567890





			17


			CLASS DPC 


			123123123 (This value is 3 octets)





			18


			CLASS SSN 


			123 (This value is 1 octet and usually set to 000)





			19


			LIDB DPC 


			123123123 (This value is 3 octets)





			20


			LIDB SSN 


			123 (This value is 1 octet and usually set to 000)





			21


			CNAM DPC 


			123123123 (This value is 3 octets)





			22


			CNAM SSN 


			123 (This value is 1 octet and usually set to 000)





			23


			ISVM DPC 


			123123123 (This value is 3 octets)





			24


			ISVM SSN 


			123 (This value is 1 octet and usually set to 000)





			25


			WSMSC DPC


			Not present if LSMS or SOA does not support the WSMSC DPC as shown in this example.  If it were present the value would be in the same format as other DPC data.





			26


			WSMSC SSN


			Not present if LSMS or SOA does not support the WSMSC SSN as shown in this example.  If it were present the value would be in the same format as other SSN data.





			27


			Billing Id 


			0001





			28


			End User Location Value 


			123456789012





			29


			End User Location Type 


			12





			30


			SV Type


			Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			31


			Range Type Format


			1





			32


			Starting Version TN


			3034401000





			33


			Ending Version TN


			3034401009





			34


			Starting Version ID


			1000000000





			35


			Ending Version ID


			1000000009





			


			Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.


The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the LNP documents section).





			36


			Alternative SPID


			Not present if LSMS or SOA does not support the Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			37


			Alt-End User Location Value


			Not present if LSMS or SOA does not support the Alt-End User Location Value as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			38


			Alt-End User Location Type


			Not present if LSMS or SOA does not support the Alt-End User Location Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			39


			Alt-Billing ID


			Not present if LSMS or SOA does not support the Alt-Billing ID as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			40


			Last Alternative SPID


			Not present if LSMS or SOA does not support the Last Alternative SPID as shown in this example.  If it were present the value would be as defined in the NPB Data Model.





			subscriptionVersionRangeAttributeValueChange (* if not a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			15





			5


			Object ID


			14





			6


			New Service Provider Creation Time Stamp


			20050518231625





			7


			New Service Provider Due Date


			20050530230000





			8


			Old Service Provider Authorization Time Stamp


			





			9


			Old Service Provider Due Date


			





			10


			Old Service Provider Authorization


			





			11


			Conflict Time Stamp


			





			12


			Timer Type


			0


This attribute (pipes) is included if the Service Provider supports both Medium Timers and Timer Type attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.





			13


			Business Hours


			0


This attribute (pipes) is included if the Service Provider supports both Medium Timers and Business Hours attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.





			14


			New SP Medium Timer Indicator


			0


Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.





			15


			Old SP Medium Timer Indicator


			0


Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.





			


			Fields 16 through 30, and 38 to the end of the list are included/excluded based on S-3.00C notification priority setting at the time of BDD file generation.





			16


			LRN


			1234567890





			17


			CLASS DPC 


			123123123 (This value is 3 octets)





			18


			CLASS SSN 


			123 (This value is 1 octet and usually set to 000)





			19


			LIDB DPC 


			123123123 (This value is 3 octets)





			20


			LIDB SSN 


			123 (This value is 1 octet and usually set to 000)





			21


			CNAM DPC 


			123123123 (This value is 3 octets)





			22


			CNAM SSN 


			123 (This value is 1 octet and usually set to 000)





			23


			ISVM DPC 


			123123123 (This value is 3 octets)





			24


			ISVM SSN 


			123 (This value is 1 octet and usually set to 000)





			25


			WSMSC DPC


			Not present if LSMS or SOA does not support the WSMSC DPC as shown in this example.  If it were present the value would be in the same format as other DPC data.





			26


			WSMSC SSN


			Not present if LSMS or SOA does not support the WSMSC SSN as shown in this example.  If it were present the value would be in the same format as other SSN data.





			27


			Billing Id 


			0001





			28


			End User Location Value 


			123456789012





			29


			End User Location Type 


			12





			30


			SV Type


			Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			31


			Range Type Format


			2





			32


			Starting Version TN


			3034401000





			33


			Ending Version TN


			3034401009





			34


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 10).





			35


			Version ID


			1000000000





			36


			Version ID


			1000000013





			37


			… Version ID “n”


			1000000016





			


			Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.


The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the LNP documents section).





			38


			Alternative SPID


			Not present if LSMS or SOA does not support the Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			39


			Alt-End User Location Value


			Not present if LSMS or SOA does not support the Alt-End User Location Value as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			40


			Alt-End User Location Type


			Not present if LSMS or SOA does not support the Alt-End User Location Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			41


			Alt-Billing ID


			Not present if LSMS or SOA does not support the Alt-Billing ID as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			42


			Last Alternative SPID


			Not present if LSMS or SOA does not support the Last Alternative SPID as shown in this example.  If it were present the value would be as defined in the NPB Data Model.





			subscriptionAudit-DiscrepancyRpt





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			2





			5


			Object ID


			19





			6


			Service Provider ID


			0001





			7


			Audit Failure Reason


			2





			8


			Audit Discrepancy TN


			3034401212





			9


			Version ID


			1000000009





			subscriptionAuditResults





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			3





			5


			Object ID


			19





			6


			Audit Results Status


			2





			7


			Number of Discrepancies


			1





			8


			Time of Completion


			20050521121419





			9


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 3)


Note: If there aren’t any Service Providers on the Failed list then the last field will be Time of Completion.





			10


			Failed Service Provider ID – Failed Service Provider Name


			2091-TelX





			11


			Failed Service Provider ID – Failed Service Provider Name


			3124-TelN





			12


			Failed Service Provider ID – Failed Service Provider Name . . .


			3092-TelY





			subscriptionAudit-objectCreation





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			1006





			5


			Object ID


			19





			6


			Audit ID


			5303





			subscription Audit-objectDeletion





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			1007





			5


			Object ID


			19





			6


			Audit ID


			5049





			lnpNPAC-SMS-Operational-Information





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			1





			5


			Object ID


			12





			6


			Maintenance Start Time


			20050530020000





			7


			Maintenance End Time


			20050530060000





			8


			NPAC Contact Number


			8883321000





			9


			Additional Downtime Information


			(graphic string 255)





			subscriptionVersionNewNPA-NXX





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			8





			5


			Object ID


			(21/12)


* If this notification is generated by a subscription, then object ID= 21.  If this notification is generated by a number pool block, then object ID=12.





			6


			NPA-NXX ID


			2853





			7


			NPA-NXX


			303440





			8


			NPA-NXX Effective Time Stamp


			19960101155555





			9


			Service Provider ID


			1003





			subscriptionVersionOldSPFinalConcurrenceWindowExpiration





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			12





			5


			Object ID


			21





			6


			Subscription Timer Type


			0





			7


			Subscription Business Type


			1





			8


			Version TN


			3034401000





			9


			Version ID


			1234567890





			subscriptionVersionRangeOldSPFinalConcurrenceWindowExpiration (* if a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			21





			5


			Object ID


			14





			6


			Subscription Timer Type


			0





			7


			Subscription Business Type


			1





			8


			Range Type Format


			1





			9


			Starting Version TN


			3034401000





			10


			Ending Version TN


			3034401009





			11


			Starting Version ID


			1234567000





			12


			Ending Version ID


			1234567010





			subscriptionVersionRangeOldSPFinalConcurrenceWindowExpiration (* if not a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			21





			5


			Object ID


			14





			6


			Subscription Timer Type


			0





			7


			Subscription Business Type


			1





			8


			Range Type Format


			2





			9


			Starting Version TN


			3034401000





			10


			Ending Version TN


			3034401009





			11


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 10).





			12


			Version ID


			1230000000





			13


			Version ID


			1230000012





			14


			Version ID


			1230000019





			15


			… Version ID “n”


			1230000024





			numberPoolBlock-objectCreation





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			1006





			5


			Object ID


			30





			6


			Number Pool Block Creation Time Stamp


			20050501122000





			7


			Number Pool Block ID


			4421





			8


			Number Pool Block NPA-NXX-X


			3033005





			9


			Block Holder SPID


			0001





			10


			SOA Origination


			1





			11


			LRN


			7193000000





			12


			CLASS DPC


			123123123 (This value is 3 octets)





			13


			CLASS SSN


			123 (This value is 1 octet and usually set to 000)





			14


			LIDB DPC


			123123123 (This value is 3 octets)





			15


			LIDB SSN


			123 (This value is 1 octet and usually set to 000)





			16


			CNAM DPC


			123123123 (This value is 3 octets)





			17


			CNAM SSN


			123 (This value is 1 octet and usually set to 000)





			18


			ISVM DPC


			123123123 (This value is 3 octets)





			19


			ISVM SSN


			123 (This value is 1 octet and usually set to 000)





			20


			WSMSC DPC


			123123123 (This value is 3 octets)





			21


			WSMSC SSN


			123 (This value is 1 octet and usually set to 000)





			22


			Number Pool Block Status


			1





			23


			SV Type


			0


This attribute (pipes) is included if the Service Provider supports SV Type at the time of notification BDD generation.  If the Service Provider does not support SV Type at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported SV Type at the time of notification generation.  





			


			Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.


The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the LNP documents section).





			24


			Alternative SPID


			2020 


This attribute (pipes) is included if the Service Provider supports Alternative SPID at the time of notification BDD generation.  If the Service Provider does not support Alternative SPID at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alternative SPID at the time of notification generation.





			25


			Alt-End User Location Value


			123456789


This attribute (pipes) is included if the Service Provider supports Alt-End User Location Value at the time of notification BDD generation.  If the Service Provider does not support Alt-End User Location Value at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alt-End User Location Value at the time of notification generation.





			26


			Alt-End User Location Type


			12


This attribute (pipes) is included if the Service Provider supports Alt-End User Location Type at the time of notification BDD generation.  If the Service Provider does not support Alt-End User Location Type at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alt-End User Location Type at the time of notification generation.





			27


			Alt-Billing ID


			1234


This attribute (pipes) is included if the Service Provider supports Alt-Billing ID at the time of notification BDD generation.  If the Service Provider does not support Alt-Billing ID at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alt-Billing ID at the time of notification generation.





			28


			Voice URI


			10.100.150.200


This attribute (pipes) is included if the Service Provider supports Voice URI at the time of notification BDD generation.  If the Service Provider does not support Voice URI at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Voice URI at the time of notification generation.





			29


			MMS URI


			10.111.150.200


This attribute (pipes) is included if the Service Provider supports MMS URI at the time of notification BDD generation.  If the Service Provider does not support MMS URI at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported MMS URI at the time of notification generation.





			30


			SMS URI


			10.20.3.10


This attribute (pipes) is included if the Service Provider supports SMS URI at the time of notification BDD generation.  If the Service Provider does not support SMS URI at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported SMS URI at the time of notification generation.





			31


			Last Alternative SPID


			2022


This attribute (pipes) is included if the Service Provider supports Last Alternative SPID at the time of notification BDD generation.  If the Service Provider does not support Last Alternative SPID at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Last Alternative SPID at the time of notification generation.





			numberPoolBlock-attributeValueChange





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			1001





			5


			Object ID


			30





			6


			Number Pool Block ID


			1290





			7


			Number Pool Block NPA-NXX-X


			3033006





			8


			SOA Origination


			1





			9


			LRN


			7193000000





			10


			CLASS DPC


			123123123 (This value is 3 octets)





			11


			CLASS SSN


			123 (This value is 1 octet and usually set to 000)





			12


			LIDB DPC


			123123123 (This value is 3 octets)





			13


			LIDB SSN


			123 (This value is 1 octet and usually set to 000)





			14


			CNAM DPC


			123123123 (This value is 3 octets)





			15


			CNAM SSN


			123 (This value is 1 octet and usually set to 000)





			16


			ISVM DPC


			123123123 (This value is 3 octets)





			17


			ISVM SSN


			123 (This value is 1 octet and usually set to 000)





			18


			WSMSC DPC


			123123123 (This value is 3 octets)





			19


			WSMSC SSN


			123 (This value is 1 octet and usually set to 000)





			20


			SV Type


			0 


This attribute (pipes) is included if the Service Provider supports SV Type at the time of notification BDD generation.  If the Service Provider does not support SV Type at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported SV Type at the time of notification generation.





			


			Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.


The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the LNP documents section).





			21


			Alternative SPID


			2020 


This attribute (pipes) is included if the Service Provider supports Alternative SPID at the time of notification BDD generation.  If the Service Provider does not support Alternative SPID at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alternative SPID at the time of notification generation.





			22


			Alt-End User Location Value


			123456789


This attribute (pipes) is included if the Service Provider supports Alt-End User Location Value at the time of notification BDD generation.  If the Service Provider does not support Alt-End User Location Value at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alt-End User Location Value at the time of notification generation.





			23


			Alt-End User Location Type


			12


This attribute (pipes) is included if the Service Provider supports Alt-End User Location Type at the time of notification BDD generation.  If the Service Provider does not support Alt-End User Location Type at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alt-End User Location Type at the time of notification generation.





			24


			Alt-Billing ID


			1234


This attribute (pipes) is included if the Service Provider supports Alt-Billing ID at the time of notification BDD generation.  If the Service Provider does not support Alt-Billing ID at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alt-Billing ID at the time of notification generation.





			25


			Voice URI


			10.100.150.200


This attribute (pipes) is included if the Service Provider supports Voice URI at the time of notification BDD generation.  If the Service Provider does not support Voice URI at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Voice URI at the time of notification generation.





			26


			MMS URI


			10.111.150.200


This attribute (pipes) is included if the Service Provider supports MMS URI at the time of notification BDD generation.  If the Service Provider does not support MMS URI at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported MMS URI at the time of notification generation.





			27


			SMS URI


			10.20.3.10


This attribute (pipes) is included if the Service Provider supports SMS URI at the time of notification BDD generation.  If the Service Provider does not support SMS URI at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported SMS URI at the time of notification generation.





			28


			Last Alternative SPID


			2022


This attribute (pipes) is included if the Service Provider supports Last Alternative SPID at the time of notification BDD generation.  If the Service Provider does not support Last Alternative SPID at the time of notification, the pipes are not included in the notification BDD.


Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Last Alternative SPID at the time of notification generation.





			numberPoolBlockStatusAttributeValueChange





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type


			0





			4


			Notification ID


			13





			5


			Object ID


			30





			6


			Number Pool Block ID


			3240





			7


			Number Pool Block NPA-NXX-X


			3033006





			8


			Block Status


			4





			9


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 3).


Note: If there aren’t any Service Providers on the Failed list then the last field will be the Block Status.





			10


			(failed list) Service Provider ID – Service Provider Name


			2003-TelCo





			11


			(failed list) Service Provider ID – Service Provider Name


			2910-Tel S





			12


			…


			1034-Tel M





			subscriptionVersionNewSP-FinalCreateWindowExpiration





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			0





			4


			Notification ID


			23





			5


			Object ID


			21





			6


			New Current Service Provider ID


			1234





			7


			Old Service Provider ID


			2001





			8


			Old Service Provider Due Date


			20050530230000





			9


			Old SP Authorization 


			0





			10


			Old SP Authorization Time Stamp


			20050520125032





			11


			Status Change Cause Code


			50





			12


			Subscription Timer Type


			0





			13


			Subscription Business Type


			1





			14


			Version TN


			1232201999





			15


			Version ID


			1234567890





			     subscriptionVersionRangeNewSP-FinalCreateWindow (* if a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			22





			5


			Object ID


			14





			6


			New Current Service Provider ID


			1234





			7


			Old Service Provider ID


			2001





			8


			Old Service Provider Due Date


			20050530230000





			9


			Old Service Provider Authorization


			0





			10


			Old Service Provider Authorization Time Stamp


			20050520123045





			11


			Status Change Cause Code


			50





			12


			Subscription Timer Type


			0





			13


			Subscription Business Type


			1





			14


			Range Type Format


			1





			15


			Starting Version TN


			3034401000





			16


			Ending Version TN


			3034401009





			17


			Starting Version ID


			1234567000





			18


			Ending Version ID


			1234567010





			     subscriptionVersionRangeNewSP-FinalCreateWindowExpiration (* if not a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			22





			5


			Object ID


			14





			6


			New Current Service Provider ID


			1234





			7


			Old Service Provider ID


			2001





			8


			Old Service Provider Due Date


			20050530230000





			9


			Old Service Provider Authorization


			0





			10


			Old Service Provider Authorization TimeStamp


			20050530231632





			11


			Status Change Cause Code


			50  





			12


			Subscription Timer Type


			0





			13


			Subscription Business Type


			1  





			14


			Range Type Format


			2





			15


			Starting Version TN


			3034401000





			16


			Ending Version TN


			3034401009





			17


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 10).





			18


			Version ID


			2340000000





			19


			Version ID


			2340000016





			20


			… Version ID “n”


			2340000023





			LSMS Notifications





			lnpNPAC-SMS-Operational-Information





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			0001





			3


			System Type 


			1





			4


			Notification ID


			1





			5


			Object ID


			12





			6


			Maintenance Start Time


			20050530020000





			7


			Maintenance End Time


			20050530060000





			8


			NPAC Contact Number


			8883321000





			9


			Additional Download Time Information


			(graphic string 255)





			subscriptionVersionNewNPA-NXX





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			1





			4


			Notification ID


			8





			5


			Object ID


			(21/12) (If this notification is generated by a subscription version, then Object ID=21.  If this notification is generated by a pooled block, then Object ID=12. 





			6


			NPA-NXX ID


			1239





			7


			NPA-NXX


			303400





			8


			NPA-NXX Effective Time Stamp


			050501120019





			9


			Service Provider ID


			0001








[bookmark: _Toc279510804]Table E–7 -- Explanation of the Fields in the Notification Download File
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NANC 390 Flow Diagrams to facilitate discussion during APT meeting






NANC 390, New Interface Confirmation Messages SOA-to-NPAC



To assist in the discussion and understanding of NANC 390, the following flows and descriptions have been included.  In this example, the flow is for New SP subscription version Create messages.  However, this functionality will be incorporated into all of the existing message sets between the SOA and NPAC.



Page 2, current NPAC implementation, flow B.5.1.2, steps 2 and 3, the NPAC must perform the following processing:



a. Receive the message.



b. Perform message validation.



c. Run the business rules.



d. Package up the information that is sent back to the originating SOA.



e. Store the information in the database.



Following these five steps (a through e), the message response is sent back in flow B.5.1.2, step 4, and the SV-IDs are sent in flow B.5.1.2, step 5.



If there is a back-log, then this message is not immediately processed, but must “wait-it’s turn”, including higher priority items that “cut in line”.



Also, if there are problems (e.g., the router gets hung up, or goes down), the NPAC performs all the work, but then cannot send it back to the originating SOA because the message’s invoke ID is no longer available.  This cause an unnecessary work effort on NPAC resources, since the message must be fully re-processed.



Using the NANC 390 method, the response to the request (in this case M-ACTION) will be sent immediately upon storage in the database.  It will include a new Request ID to uniquely identify the request.  A new M-EVENT-REPORT notification (genericResponse) will be used, steps 4.1 and 4.2.  Benefits include:



1. If there is a back-log of messages to process, the SOA is not waiting for a confirmation that the request was received.  It is quickly returned upon receipt regardless of system load in the NPAC SMS engine.



2. In problem situations (e.g., the router gets hung up, or goes down), the SOA does not need to resend the message if the response was received from the NPAC.  Processing will continue once the connection is re-established.  Additionally, a Request ID on the response allows both the SOA and the NPAC to tie the quick confirmation with the subsequent notification (whether error message or object creation).



3. When the new notification is used, detailed error message can be sent (build in a graphicString attribute for error text that allows us to send back an English-like error message).  This could potentially eliminate the need for ILL 130 (Application Level Errors).  The NPAC would likely send both error code and error text, thereby allowing the SOA to perform it’s own error code lookup/translation if so desired.



4. The SOA will likely have less duplicate work to perform during heavy load, because the new requestReceived notification will be sent and received in a timely fashion.



5. The NPAC will likely have less duplicate work to perform during heavy load, because the quick response to the SOA would eliminate duplicate requests from the SOA.



The following is copied directly from the 3.2.1a IIS.



B5.1.2 – SubscriptionVersion Create by the Initial SOA (New Service Provider):



In this scenario, the new service provider is the first to send the M-ACTION to create the subscriptionVersion object.
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Proposed New Flow Using New NANC 390 Confirmation Message Diagram:
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JULY 12, 2011 LNPA WORKING GROUP APT ACTION ITEMS ASSIGNED:



NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:

· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL

· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL

· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL

· ALPHA CHARACTERS INDICATE WHETHER ACTION ITEM WAS ASSIGNED TO APT (“APT”) OR FULL LNPA WG (“LNPAWG”)

· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER





NEUSTAR ACTION ITEMS:



No Action Items were assigned to Neustar during the July 12, 2011 LNPA WG APT meeting.



GARY SACRA (VERIZON AND LNPA WG CO-CHAIR) ACTION ITEMS:



071211-APT-01:  Gary Sacra, LNPA WG Co-Chair, will place a discussion regarding the

 	sunsetting of non-EDR support on the list of potential future agenda items.

	

ACTION ITEMS REMAINING OPEN FROM PREVIOUS APT MEETINGS:



NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:

· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL

· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL

· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL

· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER



NEUSTAR AND TELCORDIA ACTION ITEMS:



051011-16:  Neustar and Telcordia will create a list of Vendor (ITP) and Service Provider

regression test cases, identify which are Vendor (ITP) and which are regression or which are both, determine which are conditional, and which apply to the following four categories:

1. New Service Provider and New Vendor,

2. New Service Provider and Experienced Vendor,

3. Experienced Service Provider and New Vendor,

4. Experienced Service Provider and Experienced Vendor.



The status of this work effort will be provided on the June 14, 2011 APT conference call and at the APT portion of the July 2011 LNPA WG meeting.



July 12, 2011 meeting update:  Item remains Open.  At the July 12, 2011 APT meeting, a sub-team was formed made up of John Nakamura (Neustar and sub-team lead), Jim Rooks (Neustar), Pat White (Telcordia), Lisa Marie Maxson (Telcordia), John Malyar (Telcordia), Kayla Sharbaugh (Telcordia), Suzanne Addington (Sprint Nextel), Karen Fahrenbruch (CenturyLink), Renee Dillon (AT&T Mobility), Linda Peterman (Earthlink), Jim Seigler (DSET), and Gary Sacra (Verizon).
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SEPTEMBER_13_2011 LNPA WG APT ACTION ITEMS.docx
SEPTEMBER 13, 2011 LNPA WORKING GROUP APT ACTION ITEMS ASSIGNED:



NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:

· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL

· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL

· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL

· ALPHA CHARACTERS INDICATE WHETHER ACTION ITEM WAS ASSIGNED TO APT (“APT”) OR FULL LNPA WG (“LNPAWG”)

· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER



NEUSTAR ACTION ITEMS:



No Action Items were assigned to Neustar during the September 13, 2011 LNPA WG APT meeting.



APT PARTICIPANTS ACTION ITEMS:



091311-APT-01:  APT Participants are to come to the November 9, 2011 LNPA WG

APT meeting prepared to begin discussions on NANC Change Order 372 (see in attached document), which addresses a proposed alternative interface, e.g., XML, to the current CMIP interface.



						



APT TEST PLAN SUB-TEAM ACTION ITEMS:



091311-APT-02:  As a part of the effort to review and update the Vendor ITP and Service

Provider Turn-up Test Plans, the APT Test Plan Sub-team will identify to the full LNPA WG any functionality that is recommended for consideration to be sunsetted.



GARY SACRA (VERIZON AND LNPA WG CO-CHAIR) ACTION ITEMS:



091311-APT-03:  Gary Sacra, LNPA WG Co-Chair, will place in the Brainstorming of

Possible Future LNPA WG Agenda Items document an item specific to the support of non-EDR functionality.  The item will be specific to determining if Non-Efficient Data Representation (Non-EDR) support will be:



a) Sunsetted – defined as eliminating non-EDR support entirely for any existing SPs and any new entrant SPs.

b) Grandfathered – defined as continued support of non-EDR for any existing non-EDR SPs and eliminating non-EDR support for any new entrant SPs.

c) BAU – Non-EDR support will continue to be available for any non-EDR SP, whether existing or new entrant.

	

See related Action Item 091311-APT-04.



NOTE:  This Action Item has been completed.  Please refer to v7 of the document attached below.



			



SERVICE PROVIDER ACTION ITEMS:



091311-APT-04:  Service Providers are to come to the November 9, 2011 LNPA WG

APT meeting prepared to discuss and eventually determine if Non-Efficient Data Representation (Non-EDR) support will be:



a) Sunsetted – defined as eliminating non-EDR support entirely for any existing SPs and any new entrant SPs.

b) Grandfathered – defined as continued support of non-EDR for any existing non-EDR SPs and eliminating non-EDR support for any new entrant SPs.

c) BAU – Non-EDR support will continue to be available for any non-EDR SP, whether existing or new entrant.



See related Action Item 091311-APT-03.



ACTION ITEMS REMAINING OPEN FROM PREVIOUS APT MEETINGS:



NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:

· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL

· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL

· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL

· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER



NEUSTAR AND TELCORDIA ACTION ITEMS:



051011-16:  Neustar and Telcordia will create a list of Vendor (ITP) and Service Provider

regression test cases, identify which are Vendor (ITP) and which are regression or which are both, determine which are conditional, and which apply to the following four categories:

1. New Service Provider and New Vendor,

2. New Service Provider and Experienced Vendor,

3. Experienced Service Provider and New Vendor,

4. Experienced Service Provider and Experienced Vendor.



The status of this work effort will be provided on the June 14, 2011 APT conference call and at the APT portion of the July 2011 LNPA WG meeting.



September 13, 2011 meeting update:  Item remains Open and ongoing.  At the July 12, 2011 APT meeting, a sub-team was formed made up of John Nakamura (Neustar and sub-team lead), Jim Rooks (Neustar), Pat White (Telcordia), Lisa Marie Maxson (Telcordia), John Malyar (Telcordia), Kayla Sharbaugh (Telcordia), Suzanne Addington (Sprint Nextel), Karen Fahrenbruch (CenturyLink), Renee Dillon (AT&T Mobility), Linda Peterman (Earthlink), Jim Seigler (DSET), and Gary Sacra (Verizon).  Separate conference calls are being held to review and revise the test plans.

0



3



Brainstorming of Possible Future LNPA WG Agenda Items v7.docx

BRAINSTORMING OF POSSIBLE FUTURE 
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			PRIORITY


			AGENDA ITEM DESCRIPTION


			NOTES


			DATE CLOSED





			


			


			


			





			HIGH – NO. 1


			Review of the NANC Guidelines & Operating Principles and NANC Operating Manual (Training Binder)











          


			Identified at January 2011 meeting.


			May 11, 2011 LNPA WG meeting.





			HIGH – NO. 2


			Development of FCC Order 09-41 (one-day porting) Lessons Learned Document


			Identified at November 2010 meeting.


			





			HIGH – NO. 3


			Revisiting of Type 1 Wireless migration projects


			Identified at November 2010 meeting.


			





			HIGH – NO. 4


			Review of industry testing requirements:





· Review of SOW 24 test requirements, vendor testing, and Service Provider regression/turn-up test plans





· With the increase in SOA and LSMS interface throughput requirements due to NANC 397 in Release 3.4, schedule and perform another performance test at 25K transactions per hour after Release 3.4 is implemented.


			





Identified at July 2010 meeting.








Identified at September 2010 meeting.


			





			HIGH – NO. 5


			Address the time it takes to download and process a full BDD – possible suggestions to speed up the process or run in the background on low priority.  


			Identified at September 2010 meeting.


			





			HIGH – NO. 6


			Develop a recommended process for addressing non-compliance to future regulatory mandates.


			Identified at July 2011 meeting.


			





			HIGH – NO. 7


			Addressing future FCC actions that affect porting/pooling and are within the purview of the LNPA WG.


			Identified at July 2011 meeting.


			





			HIGH – NO. 8


			The ability to manage one’s own operations needs by being able to look into other scheduled projects, e.g. at a centralized GUI, and being able to schedule and perform own mass porting/mass updates without exceeding industry limits.  Please refer to NANC Change Order 444.


			Identified at September 2010 meeting.


			





			


			


			


			





			WORK IN PROGRESS


			Update Best Practices document.


			Identified at July 2010 meeting.


			





			


			


			


			





			PRIORITY


			AGENDA ITEM DESCRIPTION


			NOTES


			





			


			


			


			





			MEDIUM


			Develop industry standard wireline-to-wireline and intermodal test plans and set provider expectations for participation.


			Identified at July 2010 meeting.


			





			MEDIUM


			Are the additions to the SV record that are not related to LRN routing meeting the needs of the industry?  Are they being used?  Would carriers be willing to share how they are being used and what else can we do in addition?  Examples of added fields/parameters/records include altSPID, altBilling ID, altEnd User Location Value, altEnd User Location Type, URIs, Pseudo LRN. 


			Identified at September 2010 meeting.


			





			MEDIUM


			Reviewing the ICP Process:





· Using the NPAC for the ICP process (LSR/FOC exchange)  





· Standardizing the ICP process  


			Identified at September 2010 meeting.


			





			MEDIUM


			Determine if and when the NPAC will need to move to support IPv6.  (NOTE:  Neustar will develop a proposed Change Order related to IPv6, to be sponsored by AT&T Mobility.)


			Identified at May 2011 meeting.


			





			MEDIUM


			Address the issue of future-dated pending SVs that are preventing the telephone numbers from being ported.


			Identified at May 2011 meeting.


			





			MEDIUM


			Determine what functionalities should be considered for sunsetting.


			Identified at July 2011 meeting.


			





			MEDIUM


			Determine if Non-Efficient Data Representation (Non-EDR) support will be:


a) Sunsetted – defined as eliminating non-EDR support entirely for any existing SPs and any new entrant SPs.


b) Grandfathered – defined as continued support of non-EDR for any existing non-EDR SPs and eliminating non-EDR support for any new entrant SPs.


c) BAU – Non-EDR support will continue to be available for any non-EDR SP, whether existing or new entrant. 


			Identified at September 2011 meeting.


			





			


			


			


			





			PRIORITY


			AGENDA ITEM DESCRIPTION


			NOTES


			





			


			


			


			





			LOW


			Considerations and Barriers to Geographic Porting:





· Monitor inter-carrier compensation developments


			Identified at July 2010 meeting.


			





			LOW


			2 ½ hour porting for intermodal


			Identified at July 2010 meeting.
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NANC




OPERATING  MANUAL 




Version 2



Modified September 9, 2006




NANC Training Mission:




The mission of the NANC Training (NT) ad hoc committee was to work collectively with the NANC members to develop a brief yet cohesive NANC Operating Manual. This manual was delivered in the form of training via chapter, to the NANC members in both the September and November 2005 NANC meetings. The end goal was to provide an informational tool for new NANC participants who should have a better understanding of the NANC protocol after reviewing this manual. This project was short-term, and updates to the manual may be made through the NANC Chairman.
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 FCC Creation of the NANC




NANC Background 




The North American Numbering Council (NANC) is a Federal Advisory Committee. The NANC advises the Commission and makes recommendations, reached through consensus, that foster efficient and impartial number administration. The NANC is composed of representatives of telecommunications carriers, regulators, cable providers, VoIP providers, industry associations, vendors and consumer advocates. Working groups and task forces made up of industry experts have been established by the NANC to assist it in its efforts. The initial NANC charter was filed with Congress on October 5, 1995, and the NANC held its first meeting on October 1, 1996. The current charter expires October 4, 2005.




The Commission's procurement of entities to serve as the North American Numbering Plan Administrator (NANPA), and Pooling Administrator (PA) were based on the NANC's recommended technical requirements.  The NANC also developed and recommended the database architecture and administrative plan for the Number Portability Administration Center (NPAC) as captured in the Commissions First Report and Order on Telephone Number Portability FCC 96-286, CC Docket No. 95-116. Since its inception, the NANC has provided recommendations to the Commission which have addressed a myriad of issues, including wireline/wireless integration for local number portability, abbreviated dialing arrangements, the neutrality of toll free database administration, and the feasibility of local number portability for 500/900 numbers. The NANC is currently working on issues such as monitoring wireless and intermodal LNP implementation, and the impact of VoIP and Electronic Numbering (ENUM) on the North American Numbering Plan (NANP).




In the Matter of Administration of the North American Numbering Plan CC Docket No. 92-237   REPORT AND ORDER




Adopted: July 13, 1995; Released: July 13, 1995




Par. 1: We adopt a model for administration of numbering in which the North American Numbering Council will make recommendations to the Commission, develop policy, initially resolve disputes and guide the North American Numbering Plan Administrator.




Par. 2: (w)e intend to seek advice from the North American Numbering Council on such issues including, but not limited to, a plan to transfer responsibility for administering central office codes to the North American Numbering Plan Administrator; conservation of numbering resources, including examination of ways to ensure efficient use of number resources; and whether the NANC, after two years, should continue as a federal advisory committee. Additionally, we intend to seek on a continuing basis advice from the North American Numbering Council on steps the Commission can take to foster efficient and impartial number administration.




Par. 42: We intend to undertake the procedural steps set forth in FACA to create the "North American Numbering Council" (NANC) as a Federal Advisory Committee for the purpose of addressing and advising the Commission on policy matters relating to administration of the NANP, some of which are discussed below and others of which may arise in the future.




Par 46: The purpose of the NANC will be to provide to the Commission advice and recommendations reached through consensus to foster efficient and impartial number administration as telecommunications competition emerges. Additionally, we direct the NANC to select as NANP Administrator an independent, non-government entity that is not closely associated with any particular industry segment. Initially, we seek from the NANC recommendations on: (1) What the transition plan should be for transferring CO code administration responsibilities from LECs to the new NANP Administrator? (2) What measures should be taken to conserve numbering resources? (3) What number resources, beyond those currently administered by the NANP Administrator should the NANP Administrator administer? and (4) Whether the NANC, after two years, should continue as a federal advisory committee.




Par. 47: An advisory committee created under FACA must have a membership fairly balanced in terms of the points of view represented. In meeting this requirement we anticipate council membership would be drawn from all segments of the industry including LECs, Interexchange Carriers (IXCs), Wireless Service Providers, Competitive Access Providers and other interested parties both within the United States and from other NANP member countries. We further anticipate council membership will include members representing state interests such as NARUC, state public utility commissions, telecommunications users and other consumers groups. The specific membership will be determined when the NANC charter is established. Additionally, meetings must be open to the public, detailed meeting minutes prepared and a designated federal official present at all meetings.




In the Matter of Telephone Number Portability CC Docket No. 95-116




First Report and Order and Further Notice of Proposed Rulemaking




Adopted: June 27, 1996; Released: July 2, 1996




Par 5:  We conclude that a system of regional databases that are managed by an independent administrator will serve the public interest. We direct the North American Numbering Council (NANC) to provide initial oversight of this regional database system. We direct the NANC to determine the number and location of the regional databases and to select one or more administrators responsible for deploying the database system.




Par 9: We hereby direct the NANC to select as a local number portability administrator(s) (LNPA(s)) one or more independent, non-governmental entities that are not aligned with any particular telecommunications industry segment within seven months of the initial meeting of the NANC…… The fundamental purpose of the NANC is to act as an oversight committee with the technical and operational expertise to advise the Commission on numbering issues. The Commission has already directed the NANC to select a NANPA. 




Par 95: We believe that the NANC should determine, in the first instance, whether one or multiple administrators should be selected, whether LNPA(s) can be the same entity selected to be the NANPA, how the LNPA(s) should be selected, the specific duties of the LNPA(s), and the geographic coverage of the regional databases. Once the NANC has selected the LNPA(s) and determined the locations of the regional databases, it must report its decisions to the Commission. The NANC should also determine the technical interoperability and operational standards, the user interface between telecommunications carriers and the LNPA(s), and the network interface between the SMS and the downstream databases. Finally, the NANC should develop the technical specifications for the regional databases, e.g., whether a regional database should consist of a service management system (SMS) or an SMS/SCP pair. In reaching its decisions, the NANC should consider the most cost- effective way of accomplishing number portability. We note that it will be essential for the NANPA to keep track of information regarding the porting of numbers between and among carriers. We thus believe it necessary for the NANC to set guidelines and standards by which the NANPA and LNPA(s) share numbering information so that both entities can efficiently and effectively administer the assignment of the numbering resource.




Par. 99:  We believe that, at this time, the information contained in the number portability regional databases should be limited to the information necessary to route telephone calls to the appropriate service providers.  The NANC should determine the specific information necessary to provide number portability.  To include, for example, the information necessary to provide E911 services or proprietary customer-specific information would complicate the functions of the number portability databases and impose requirements that may have varied impacts on different localities. 




Implementation of the Local Competition Provisions of the Telecommunications Act of 1996, CC Docket No. 96-98,




Second Report and Order and Memorandum Opinion and Order




Released 8/8/1996




52.11  North American Numbering Council.




The duties of the North American Numbering Council (NANC), may include, but are not




limited to:




     (a)  advising the Commission on policy matters relating to the administration of the




NANP in the United States;




     (b)  making recommendations, reached through consensus, that foster efficient and




impartial number administration;




     (c)  initially resolving disputes, through consensus, pertaining to number administration




in the United States;




     (d)  recommending to the Commission an appropriate entity to serve as the NANPA;




     (e)  recommending to the Commission an appropriate mechanism for recovering the




costs of NANP administration in the United States, consistent with 
 52.17; 




     (f)  carrying out the duties described in 
 52.25; and




     (g)  carrying out this part as directed by the Commission.
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Consensus




Ideally, every decision taken by NANC and its subsidiary groups will be made by unanimous consent.  The Chair and Members should make reasonable attempts to achieve unanimity.  However, a requirement of unanimity would make it impossible for NANC to make any controversial decisions since each Member would hold veto power.  




When a decision must be made and unanimity is not possible, NANC decisions will be made by consensus.  (This means that decisions are not made by simple majority voting.)




But, what is “consensus” and how is it determined?




Fundamentally, determining when consensus is reached is a judgment call to be made by the Chair.  Included in the Chair’s judgment are not just the numbers of Members "for" or "against" but, more importantly, the “weight” (i.e., the experience, reputation and knowledge) of each Member who is “for” or “against.”  Another judgment factor to be considered by the Chair is the intensity with which each Member’s views are held.




The Chair cannot and should not attempt to determine when consensus is achieved by some sort of mechanical “objective” process.  However, the following examples illustrate how the subjective decision might be made.




Each NANC Member earns his or her consensus “weight” through regular participation, expertise, collegiality and other factors valued by the Chair. Thus, if only one “heavyweight” – a very experienced, knowledgeable and fair person – was strongly against a decision, that might be enough to defeat consensus.  Similarly, if a large number of "lightweights" (i.e., those who have earned little respect, rarely attend meetings or participate in them) attend a meeting and take one side of an issue and a similar number of "heavyweights" are on the other side, it would be reasonable for the Chair to find that the heavyweights’ view constitute the consensus.  Similarly, a smaller number of heavyweight Members with intensely held views could constitute the consensus against weakly held views of lighter weight Members.




Because determining consensus is inherently a subjective judgment by the Chair, due process requires a Members who are disappointed by the Chair’s decision have an appeal. In NANC, any Member who disputes the finding of a "consensus" may bring their point of view to the next higher authority as a minority opinion. (The higher authority is the full NANC in the case of subsidiary groups’ decisions and the FCC in the case of the full NANC’s decisions).  It is better for the higher authority to receive a “consensus” decision and one or more “minority” opinions than to have no recommendations at all.  Indeed, having both “consensus” and “minority” views can be very valuable to the higher authority.




In summary, unanimity is ideal.  When unanimity is impossible, anything other than the admittedly subjective consensus process runs the risk of gridlock.  It is much better to present a disputed consensus opinion than no advice at all.  Consensus keeps things moving and the "appeal" process ensures fairness.
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Relationship




NANC maintains both a formal and informal relationship with various industry groups.  These relationships are either defined by FCC Order, identified in the NANC Charter or are conducted under an informal exchange of information with other identified subject matter expert organizations.




Examples: 




· Formal relationships defined by FCC Order - NANPA, PA, B&C Agent, NAPM LLC, and the FCC  




· Formal relationships defined by the NANC Charter – ATIS Industry Numbering Committee (INC)




· Formal relationship defined by the NANC – Working Groups, Issue Management Groups (IMG) that NANC may create to investigate, study and prepare draft recommendations for its consideration




· Informal relationships defined by either the NANC or other parties that need to exchange information with the NANC include various industry standards and technology related groups – e.g. ATIS Committees - NIIF, ESIF
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Numbering and Public Policy 




What is the North American Numbering Council (NANC)?




On October 5, 1995, the Federal Communications Commission (FCC) established the North American Council (NANC), by filing its charter with Congress, to provide advice and recommendations the FCC and other governments (including Canada and Caribbean countries) on numbering issues. As a Federal Advisory Committee to the Commission (under Title 5, U.S.C.), one of the NANC's first assignments was to select neutral administrators for the North American Numbering Plan (NANP) and local number portability (LNP). Following a competitive bidding process, the NANC selected Lockheed Martin's Communications Industry Services (now NeuStar, Inc.) to be the North American Numbering Plan Administrator (NANPA) and as the Local Number Portability Administrator (LNPA). 




Since its inception, the Council has provided the Commission with critically important recommendations regarding numbering issues. These recommendations have addressed a myriad of issues, including wireline/wireless integration for local number portability, abbreviated dialing arrangements, the neutrality of toll free database administration and the feasibility of local number portability for 500/900 numbers. In addition, the NANC has recently made recommendations concerning methods for optimizing the use of numbering resources, the assignment of Feature Group D Carrier Identification Codes to switchless resellers, and technical specifications for a National Pooling Administrator and the North American Numbering Plan Administrator.




The value of this federal advisory committee to the telecommunications industry and to the American public cannot be overstated. Numbers are the means by which businesses and consumers gain access to, and reap the benefits of, the public switched network. The Council's recommendations to the Commission facilitate fair and efficient numbering administration in North America and help ensure that numbering resources are available to all telecommunications service providers, consistent with the requirements of the Telecommunications Act of 1996.  www.nanc-chair.org/docs/nanc-chair.html



How do you become a member of the NANC?




NANC members include representatives from local exchange carriers (LECs), interexchange carriers, wireless providers, manufacturers, state regulators, consumer groups and telecommunications associations.  www.nanc-chair.org/docs/nanc-chair.html 




NANC members are approved by the FCC Wireline Competition Bureau as primary and alternate representatives of their firm or organization.  The membership has evolved through consolidations, new entrants to the market and shifts in technology.  The FCC actively monitors the membership mix to assure a fair representation of interests in this advisory committee.
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Members as Representatives




What is the role of a NANC Member?




In carrying out its responsibilities, the Council will assure that NANP and LNP administration supports the following policy objectives: (1) that NANP and LNP administration facilitates entry into the communications marketplace by making numbering resources available on an efficient, timely basis to communications service providers; (2) that NANP and LNP administration does not unduly favor or disfavor any particular industry segment or group of consumers; (3) that NANP and LNP administration does not unduly favor one technology over another; (4) that NANP and LNP administration gives consumers easy access to the public switched telephone network; and (5) that NANP and LNP administration ensures that the interests of all NANP member countries are addressed fairly and efficiently, fostering continued integration of the NANP across NANP member countries.  www.nanc-chair.org/docs/nanc-chair.html



Membership in the NANC is designed to provide the FCC with a broad perspective on numbering issues. 




1. Members should be present, on time, and prepared to stay until the end of the meeting.




2. Members should review all relevant documents prior to meetings and be prepared to discuss all agenda items.




3. Members should refrain from repeating comments already made to ensure that all participants have an opportunity to have comments fairly and completely presented.




4. Members comments should be relevant and to the point.




5. Members should strive to find grounds on which to reach consensus.




6. Members should always be civil and courteous and respect the dignity of NANC members and others.




7. Members with positions on agenda items, who want those positions understood and considered, are encouraged to provide contributions outlining their positions in advance of meetings.




8. Members should notify the DFO, ADFO, and NANC Chair in advance of a meeting if either the member or alternate is unable to attend. Any modifications to NANC representation (i.e., changes to designated member or alternate) must be approved by the FCC.




9. Members will review and agree upon final documents and or letters prior to official transmittal.




10. Members have an obligation to reflect the public interest considerations when representing their interest group.




11. Members are expected to share NANC developments with the entities that they represent. (NANC Guidelines and Operating Principles April 17, 2001, www.nanc-chair.org/docs/principles.html



The NARUC Representatives




The National Association of Regulatory Utility Commissioners (The NARUC) is a non-profit organization founded in 1889. Its members include the governmental agencies that are engaged in the regulation of utilities and carriers in the fifty States, the District of Columbia, Puerto Rico and the Virgin Islands. The NARUC's member agencies regulate the activities of telecommunications, energy, and water utilities.



The NARUC's mission is to serve the public interest by improving the quality and effectiveness of public utility regulation. The NARUC's members work to ensure the establishment and maintenance of utility services as may be required by the public convenience and necessity, and to ensure that such services are provided at rates and conditions that are just, reasonable and nondiscriminatory for all consumers.



The NARUC provides six (6) representatives, each with a designated alternate, to the North American Numbering Council (NANC). The NARUC representatives are typically members of the NARUC Telecommunications Committee. The mission of The NARUC Telecommunications Committee is to assist member Commissions and Commissioners of The NARUC in carrying out their obligation to serve the public interest in the area of telecommunications. Specifically, the Committee shall accomplish its mission by:



· Providing a regular and effective forum for the exchange of ideas and information concerning regulatory issues in telecommunications.




· Providing and coordinating the resources needed to develop in-depth analyses of telecommunications issues, particularly of the implications of various policy choices on the development of a modern, high quality and ubiquitous telecommunications infrastructure serving the needs of all customers; and provides the support, guidance, and resources needed to participate effectively in legislative and regulatory initiatives of common interest to the Commissioners



· Providing The Telecommunications Committee works closely with the Federal Communications Commission, the National Telecommunications and Information Administration, the United States Department of Justice, the Federal Trade Commission, the Office of the United States Trade Representative, and the Federal Bureau of Investigation.




The NASUCA Representatives




NASUCA is the National Association of State Utility Consumer Advocates.  Its web site is www.nasuca.org.  NASUCA is NASUCA is an association of 44 consumer advocates in 42 states and the District of Columbia. NASUCA's members are designated by the laws of their respective jurisdictions to represent the interests of utility consumers before state and federal regulators and in the courts.  NASUCA has two members on NANC.




NASUCA does not represent the interest of any commercial entities, but rather the interest of consumers that purchase telecommunications services and are the end users of numbering resources.  NASUCA serves as an advocate for consumer interests.  NASUCA also has experience in state regulatory proceedings and brings that perspective to the NANC.




What is the role of the role of the Designated Federal Officer (DFO)?




Generally, the role is to be the primary liaison between the NANC and the FCC.  Note that the DFO and the Assistant to the DFO share responsibilities.  Additionally, from the Federal Advisory Committee Act,, the following responsibilities are described:



FACA – DFO Responsibilities (from GSA FACA Training Manual):




1) Orienting new committee members




2) Approving or calling the meetings




3) Approving the agendas




4) Ensuring public participation in open advisory committee meetings




5) Attending the meetings




6) Adjourning the meeting when such an adjournment is in the public interest




7) Chairing the meeting when so directed by the agency head




8) Maintaining the records, reports, transcripts, minutes, appendices, working papers, drafts, studies, agendas, or other documents which are made available for public inspection and copying at a single location in the agency until the advisory committee ceases to exist




9) Maintaining detailed minutes




10) Maintaining records of costs




11) Filing reports with the Library of Congress




12) Tracking committee recommendations and obtaining agency responses
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 Working Groups vs. Issue Management Groups 




Working Groups




NANC Working Groups and their subcommittees are standing groups of the NANC that are assigned specific tasks, have ongoing responsibility for a subject matter, and make recommendations to NANC. 




Working Group and subcommittee membership is open to any interested party.




NANC/WG Relationship - NANC establishes the clear direction for Working Groups, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC. 




Working Groups develop draft recommendations for NANC consideration, which NANC can accept, reject, change, or remand back to the Working Group with additional direction. 




Issue Management Groups (IMGs) 




IMGs are ad hoc groups formed to focus on specific issues that may not be appropriate or practical to assign to an existing Working Group, and to make recommendations to the NANC.  IMGs are often used to define a new issue or work time-sensitive projects with an expiration date.  Once an IMG completes its work assignment, it is typically disbanded.




IMG membership is open to interested parties, but the size of a given IMG may be restricted for efficiency reasons.



NANC/IMG Relationship - NANC establishes the clear direction for IMGs, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC.




IMGs develop draft recommendations for NANC consideration, which NANC can accept, reject, change, or remand back to the IMG with additional direction.
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FoN 




Mission




To explore changes to the environment, including new and future technologies, the impact of market place and/or regulatory changes and innovations on telephone numbering. 




Scope:




The Working Group will investigate new telephone numbering assignment approaches and future telephone number assignment requirements. The Working Group will identify common criteria and gather data to identify trends and their impact upon numbering resources. The Working Group, if necessary, will analyze opportunities to determine the feasibility and benefit of each and report its findings to the NANC. The Working Group will also analyze various topics that may be given to it from time to time by the NANC and/or FCC.




Target Audience:




The NANC and the FCC are the target audience.



The Future of Numbering Working Group (FoN WG) is a standing Working Group of the NANC that is assigned specific tasks, have ongoing responsibility for a subject matter, and make recommendations to NANC.  The FoN WG and any subcommittee membership is open to any interested party.  




The NANC establishes clear direction for the FoN WG, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC.  The FoN WG develops a draft recommendation for NANC consideration, which NANC can accept, reject, change, or remand back to the FoN WG with additional direction. 




For example, the NANC assigned the review of the LNPA WG’s Change Orders (CO’s) 399 & 400 for VoIP Requirements to the FoN WG at its March 2005 meeting.  The FoN WG had a joint meeting with the LNPA WG with presentations and discussions on this issue to gain a better understanding of the task   The FoN evaluated CO’s 399 and 400, developed a report structure based on the groups input.  The FoN reached consensus on CO 399 but not on CO 400.  The FoN presented its findings in a report to the NANC on June 7th and asked NANC to consider the report’s recommendations.




The FoN WG tracks its projects using a matrix; an example of this project matrix is as follows:




Draft Project Tracking Report




Status as of June 7, 2005




				Project #



				Description



				NANC Assignment




Date



				NANC




Due




Date



				Status







				1



				NANC Report on the Future of Numbering



				September 2004



				---



				Work on NANC report postponed due to other urgent work items.







				2



				Navy NPA Request



				November 2004



				Work 




Suspended



				Suspended February 2005; Awaiting Action by the Navy.







				3



				VoIP Number Assignment Criteria



				January 2005



				Original:




May 2005




Current:




July 2005



				Work delayed due to other more urgent item, namely Project #6; Anticipate report and NANC discussion during the July NANC meeting instead of May.







				4



				Telematics



				March 2005



				--



				Reviewing current applications in anticipation of analyzing future needs/impact; contributions anticipated.







				5



				FoN response to LNPA WG Letter



				March 2005



				Original:




April 8, 2005




Current:




May 13, 2005



				COMPLETED: FoN Change order report. LNPA WG agrees the FoN WG’s response to the NANC regarding Project #6 will satisfy this request. A copy of the FoN WG Report to be sent to LNPA-WG.







				6



				Review LNPA WG Change Orders 399 & 400 for VoIP Requirements



				March 2005



				Original Date May 2005




Revised Date




June 10, 2005



				Joint meeting, presentations and discussions on this issue completed; Final report under development by co-chairs for use and discussion at the May NANC meeting. NANC requested that Report be open for further input on Change Order 400 until June 7th, NANC to consider recommendations on June 28th Conference Call
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Local Number Portability Administration WG 




 




Mission




The Local Number Portability Administration Working Group (LNPA WG) is the body that makes the decisions and recommendations that form the basis of the regulatory orders issued by the FCC pertaining to LNP.    The LNPA WG is also responsible for the business functionality of the national LNP system and how Service Providers inter-operate with it. Therefore, the activity of the LNPA WG has a direct bearing on the processes and systems that each Service Provider uses to participate in LNP.




Scope



The LNPA WG was given the charter by the North American Number Council (NANC) for implementing Local Number Portability (LNP) on a national level. The LNPA WG is responsible for developing and maintaining the process that is followed by all Service Providers who participate in LNP. A complete description of the operation flows is contained in Inter-Service Provider LNP Operations Flows located on this Web site. These flows have been revised to include wireless carrier operations. The updated flows will be included in the second NANC report on Wireless Wireline Integration due out in the second quarter of 1999.




 




The LNPA WG is also responsible for defining the requirements for the national Number Portability Administration Center (NPAC) Service Management System (SMS) and how it interfaces to each Service Provider's local LNP system to enable LNP. The NPAC SMS is operated by NeuStar, which serves as the central mediation system and source database for all number portability data. The requirements are contained in the "NPAC SMS Functional Requirements Specification (FRS)" and the interface standards are contained in the "NPAC SMS Interoperable Interface Specification (IIS)". Both documents are available on the NPAC web page at www.npac.com under documents. The NPAC web site also has documentation about pending change orders that will change the functionality of both the NPAC SMS and the interface to it.




Target audience




Telecommunications Carriers (Wireline, Wireless, VoIP, etc.)




What is the process to submit an issue? Issues/Problems are submitted to the LNPAWG by filling out Problems/Issues Management (PIM) which can be found on the NPAC Website  (http://www.npac.com/).




1. What criteria does the group use to determine whether to work the issue or not if any? When a PIM is presented to the LNPAWG, a discuss takes place to determine if it is a number portability problem/issue, the magnitude of the problem/issue, can it be worked/resolved by the LNPAWG or does it need to be referred to another committee and then tracked by the LNPAWG, etc.




2. How do you know when that issue will be placed on the agenda to work?  If time permits, we put it on the current agenda or placed on the agenda for the next time we meet which at this time is monthly.  Starting in 2006 the LNPAWG will meet every other month as follows: January, March, May, July, September, and November.




3. What is the process for working an issue and subsequently gaining a conclusion to an issue?   Group discussion, presentation of different options/solutions in order to reach consensus.  If the issue/problem falls within the responsibility of another industry committee then the LNPAWG will forward the issue/problem the appropriate industry committees for input and/or resolution.




4. When the issue is completed, what are the communication vehicles used to provide input to the industry?  When the issue/problem is resolved the outcome is documented on the PIM and placed on the NPAC Website.  In addition the resolution may also be placed in the Number Portability Best Practices Matrix, presented to the NANC and FCC for their support.
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Billing and Collections WG 




Mission 




The NANC’s Billing and Collection Agent Oversight Working Group (B&C WG) is responsible for overseeing the performance of the functional requirements provided by the NANP Billing and Collection Agent (B&C Agent). The B&C WG will investigate/review the performance of B&C Agent and submit reports at each NANC meeting to fully inform NANC of the B&C Agent’s performance with respect to the functional requirements. At the request of the FCC and/or NANC, the B&C WG will identify and determine the financial impact, feasibility and/or the appropriateness of initiatives/activities that may need to be included in the budget or use these Funds.  




Scope 




The WG will participate in the development of the budget, contribution factor and payment computation; monitor the billing, collection, and distribution of funds; review for completeness the B&C Agent’s NANC Reports and Quarterly reports used to confirm established procedures and records are properly maintained to ensure operational integrity and; perform an annual Performance Evaluation and co-develop corrective action plans and other change management initiatives as required. 




Primary Activities 




Performance




•
Perform an annual performance evaluation. Participate in the development of any corrective action plans and/or performance metrics/monitoring that may be necessary during the year or as a result of the annual performance evaluation.




•
Identify/address any industry or vendor concerns with the performance of the functional requirements during the year and upon NANC’s approval of the Annual Performance Evaluation. 




Reports




•
Co-develop and track monthly performance metrics, including internal performance metrics as appropriate. Report monthly performance to NANC at bi-monthly NANC meetings.




•
Co-develop the format and contents of the NANC report and preview same prior to each NANC with Welch to ensure completeness and to address any concerns.  The WG will approve the format of the report used to confirm established procedures and records are properly maintained to ensure operational integrity. 




•
Co-develop the format and contents of the Quarterly report and preview the same with Welch prior to its distribution to NANC to ensure completeness. B&C WG to address any performance and/or operational integrity concerns as is done with the NANC reports.




Fund Size and Contribution Factor




Fund Size




•
Participate in arriving at the budget and Fund Size and ensure disbursements by Welch are made only with proper authorization by the FCC and/or NANC.




Contribution Factor




•
Be involved in the review/approval process for the formula and calculation of the contribution factor - the formula is used to arrive at the contribution factor and must be filed with the FCC.




Mission



The NANC’s Billing and Collection Agent Oversight Working Group (B&C WG) is responsible for overseeing the performance of the functional requirements provided by the NANP Billing and Collection Agent (B&C Agent). The B&C WG will investigate/review the performance of B&C Agent and submit reports at each NANC meeting to fully inform NANC of the B&C Agent’s performance with respect to the functional requirements. At the request of the FCC and/or NANC, the B&C WG will identify and determine the financial impact, feasibility and/or the appropriateness of initiatives/activities that may need to be included in the budget or use these Funds.  




Scope 



The WG will participate in the development of the budget, contribution factor and payment computation; monitor the billing, collection, and distribution of funds; review for completeness the B&C Agent’s NANC Reports and Quarterly reports used to confirm established procedures and records are properly maintained to ensure operational integrity and; perform an annual Performance Evaluation and co-develop corrective action plans and other change management initiatives as required. 
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Numbering Oversight WG (NOWG)




Mission/Scope




The Numbering Oversight Working Group (NOWG) holds a monthly review with the NANPA and is beginning separate monthly meetings with the PA in 2005.  The NANPA standing agenda shown in Attachment 1 illustrates the level of interaction and cooperation between the two groups. This agenda will be modified for use by the NOWG and the PA.  In addition to overseeing the activities and reviewing the performances of numbering administrators, the NANPA the WG also holds frequent conference calls and face-to-face meetings to carry out other NANC and FCC requests and responsibilities in addition to the duties described below:



Change Orders




· Analysis and review of PA/NANPA proposed Change Orders




· Provide summary and analysis to NANC for consideration




· Proposed Tools: Change Order Tracking Report (see Attachment 2)




Internal Performance Metrics




· Review internal performance metrics reported results and ensure they are effectively measuring performance.




· Assist and recommend performance metrics for tracking the NANPA and PA to capture current performance issues 




· Work with NANPA and/or PA to resolve documented issues per direction provided by the NANC and  the FCC.




· Work with NANPA and PA to ensure performance metrics are focused on relevant data points to cover critical aspects of administration




· Proposed Tools: NANPA and PA Quality Assurance Reports




Number Administrator Complaints




· Review/assist with resolution of NANPA and PA complaints filed via the administrators web site or forwarded by interested parties  to NOWG




· Monitor complaints for identification of areas that may need to be addressed through changes in industry guidelines and associated processes or requiring further discussion by the FCC and the NANC for guidance on resolution.



Performance Improvement plans (PIP)




· Review and approve PIP to address agreed upon (NANC/FCC) administrative performance improvements.




· Monitor implementation progress of areas identified needing improvement




· Proposed Tools: NANPA and PA Performance Improvement Plan (PIP) Tracking Report




Performance Review




· Develop annual survey content with input from NANPA, PA, NANC, FCC and other sources




· Evaluate input and survey results




· Document and prepare report analysis of PA/NANPA annual performance




· Conduct site visits for annual Operational Review



· Proposed Tools: Annual Survey; Operational Reviews; Written Observation
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IMG




What Is An Issue Management Group (IMG)?




IMGs are ad hoc groups formed by NANC to work specific issues that may not be appropriate or practical to assign to an existing Working Group. 




What is a IMB Member Responsibilities?




· Be a liaison between your company and the IMG Group




· Attend scheduled meetings




· Review issues and provide feedback to the IMG Group




· Provided written verbiage for an IMG report




What Does an IMG Develop?




· IMGs develop draft recommendations in the IMG report for the NANC consideration on specific issues, which NANC can accept, reject, change, or remand back to the IMG with additional direction. Once NANC approves the final IMG report, it sends the report on to the FCC.




What Type Of Issues Are Reviewed By An IMG?




· Abbreviated Dialing For One Call Notification (811) - The Abbreviated Dialing for One Call Notification Issue Management Group, (a.k.a. DIG IMG) was formed by NANC to identify and analyze the impact of employing various abbreviated dialing alternatives that could be used to implement the Pipeline Safety Improvement Act of 2002.




· Report on The Technical Viability of Increasing the Pooling Contamination Threshold - The Federal Communications Commission (FCC) on October 24, 2002 asked the North American Numbering Council (NANC) to evaluate the technical viability of increasing the contamination threshold for blocks to be donated to number pools from 10 to 25 percent. 




Chapter A1




Industry Numbering Committee 




Mission Statement




The Alliance for Telecommunications Industry Solution’s (ATIS) Industry Numbering Committee (INC) provides an open forum to address and resolve telecommunications industry-wide issues associated with the planning, administration, allocation, assignment and use of North American Numbering Plan (NANP) numbering resources and related dialing considerations for public telecommunications within the NANP area.  The INC was formed in 1993 to provide a single forum to work numbering related issues.




Scope




The INC will work any issue submitted and accepted in accordance with its issue acceptance procedures outlined below that are associated with the planning administration, allocation, assignment and use of NANP resources including related dialing considerations within the NANP area, irrespective of any technology.




Target Audience




The INC guidelines are used by the North American Numbering Plan Administrator, the Pooling Administrator, service providers and vendors in the United States and to some extent throughout the NANP.  As an open industry forum, any interested or materially-affected party can become a member of the INC.  Both federal and state regulators also refer to INC outputs developed via a consensus basis by INC subject matter experts. Final INC Guidelines are also available to the public via the ATIS INC website. NANC members have access to the secure area of the website from the ATIS INC Administrator upon request.  (www.atis.org)



What is the process to submit an Issue?




The process for the submission and working of INC Issues is driven by ATIS Operating Procedures (http://www.atis.org/atisop.pdf) which provide for uniform issue submission procedures across all ATIS forums. An ATIS Issue Identification Form must be completed by the Issue Champion in order for a new Issue to be introduced into an ATIS Forum or Committee. This form can be found in Appendix F of the ATIS Operating Procedures. An Issue Champion may be an ATIS Member Company Representative or a Forum or Committee participant.  Any issue that requires expedited handling should be brought to the attention of the Committee and Sub-Committee leadership.




What criteria does INC use to determine whether to work the Issue?




Once an Issue is submitted, the INC must determine whether to accept the Issue based on the following criteria:




· The Issue is clearly defined via the ATIS Issue Identification Form (Appendix F);




· The Issue is within the scope of the Forum or Committee; and




· There is no existing solution or the existing solution can be enhanced to gain efficiencies, i.e., operational, functionality, etc.




If an issue is not within the scope of the INC as defined by its Mission Statement, it will usually seek to refer that issue to another Committee or Forum for resolution. Other ATIS forums that INC regularly corresponds with include the ATIS Ordering and Billing Forum, the ATIS Emergency Services Interconnection Forum and the ATIS Network Interconnection and Interoperability Forum.




How do you know when an Issue will be placed on the agenda to be worked?




During General Session, newly-accepted Issues are assigned by INC consensus to one of the INC’s Subcommittees. An Issue is placed on the Sub-committee agenda by the co-chairs and the agenda is approved by consensus of the Sub-committee members. Subcommittee members have the ability, via consensus, to include or exclude any Issue for discussion on the agenda. Issues are prioritized to ensure efficient and timely completion of industry priorities.  If an issue requires expedited handling, the Issue champion should contact the leadership of the Committee and Subcommittee.




What is the process for working an Issue and subsequently gaining a conclusion to an Issue? 




Once an Issue is accepted, the Issue is automatically placed into Active Status and addressed via the submission of Contributions by the Issue champion and by other INC members in an effort to reach final resolution. The status of an Issue is indicated by one of the following categories: 




Active: An Issue that has been accepted and is currently being addressed.




Initial Closure: An Issue that has reached consensus resolution. The purpose of Initial Closure is to provide the industry an opportunity to review the resolution prior to the Issue being placed into Final Closure. 




Issues in Initial Closure can be removed from the Initial Closure status and placed back into Active status when the INC decides the proposed resolution needs additional work.




Initial Pending: An Issue that has been placed into Initial Closure may be automatically moved into the Initial Pending category as long as 21 calendar days have passed since the Issue’s Initial Closure resolution was posted on the ATIS Web Site and notification of Initial Closure was distributed via the email exploder list, if one of the following occurs:




Prior to the time that the Issue would go to Final Closure, new and substantive information that directly impacts the resolution is brought to the attention of the INC; or if the INC determines that it is appropriate to hold the Issue in the Initial Pending category in anticipation of the output of another industry group, regulatory body or similar organization.




In either of the above situations, the INC shall subsequently determine, via consensus, if the Issue should be revisited, in which case it would be placed in the Active category; or go to Final Closure if no further work is required, as long as 21 calendar days have passed since the Issue’s Initial Closure resolution was posted on the ATIS Web Site and notification of Initial Closure was distributed via the email exploder list. 




Final Closure: An Issue is automatically placed into Final Closure provided:




21 calendar days have passed since the Issue’s Initial Closure resolution was posted on the ATIS Web Site and notification of Initial Closure was distributed via email exploder list; and




no new information surfaces that would require the Issue to be placed into the Active of Initial Pending category.




Withdrawn: An Issue that was accepted by the INC and later withdrawn pursuant to the consensus agreement of the INC. 




Tabled: An Issue that has been addressed by the INC, but cannot be further pursued until additional information becomes available.




No Industry Agreement: No Industry Agreement exists when the INC is unable to reach consensus on the resolution of the Issue. If this situation should occur, the ATIS Issue Identification Form should document that the INC could not agree on a resolution and state the alternative viewpoints with the pros and cons of each. In this situation, the Issue will be closed under the category, “No Industry Agreement.”




When the Issue is completed, what are the communication vehicles used to provide input to the industry? 




Two weeks after an Issue has been placed into Initial Closure, it is posted on the ATIS INC Web Site and is forwarded to the INC exploder list. The INC exploder list is made up of INC members and other selected industry participants. Likewise, when an Issue goes to Final Closure it follows a similar path. NOTE: Once an Issue goes to Final Closure, the associated changes are incorporated into the applicable Guideline(s).  The Guidelines that have been updated by an Issue going into Final Closure are published two weeks after the Issue is placed into Final Closure.  All INC Guidelines are effective on the date of publication to the INC website.  




ILLUSTRATION




The following demonstrates how INC Issue 465 was handled beginning to end.




1. Proposed INC Issue “NXX Codes Returned in Error,” was accepted at General Session per the issue acceptance procedures and assigned INC Issue Number 465 on January 31, 2005, at INC 80. It was assigned to the INC CO/NXX Subcommittee for work. 




2. The CO/NXX Subcommittee met later that week on February 2. Due to the Subcommittee’s work load, the Subcommittee chose to defer work on this Issue until INC 81. 




3. On April 6, the CO/NXX Subcommittee worked Issue 465 and its associated contribution CO/NXX-317- Amend Section 9.3.1 of COCAG Under Declaration of Jeopardy. A proposed resolution was drafted and the Issue was placed into Initial Closure on April 7, 2005. 




4. On April 22, 2005, the Issue and its proposed resolution were posted to the ATIS INC Web Site and notification was sent to the INC exploder list.




5.  On May 5, 2005, the INC Administrator received notification from an INC member regarding new information pertaining to the proposed changes contained in the Issue that were substantive in nature. The Issue was placed into Initial Pending status until the INC could review it further.  INC leadership discussed with the objector and Issue originator whether the objection should wait until the next regularly scheduled meeting of the INC or whether an interim meeting via conference call should be scheduled to discuss the objection.  An interim conference call meeting was scheduled.



6. On May 27, 2005, the INC held an interim CO/NXX Subcommittee call to review and discuss the Issue. The proposed changes were agreed to and made to the proposed resolution statement. Immediately following the CO/NXX Subcommittee call, a duly announced INC General Session call was held and the Issue was placed into Final Closure.
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NANPA 




Introduction 




AT&T administered shared numbering resources such as area codes until divestiture of the Bell System in 1984, when these functions were transferred to Bellcore under the Plan of Reorganization. On October 9, 1997, the Federal Communications Commission (FCC), acting on a recommendation of the North American Numbering Council (NANC), named Lockheed Martin to serve as administrator of the North American Numbering Plan (NANPA).  In December of 1999, NANPA was transitioned from Lockheed Martin to NeuStar.  In July 2003, the FCC selected NeuStar through a competitive bid to serve as NANPA for another five-year term.




Regulatory authorities in various North American Numbering Plan countries have named national administrators to oversee the numbering resources assigned by NANPA for use within their countries. NeuStar is the national administrator for the United States (U.S.) and its territories. Science Applications International Corp. Canada serves as the Canadian Numbering Administrator.  In other participating countries, regulatory authorities either serve as the national administrator or delegate the responsibility to the dominant carrier. NANPA, in its overall coordinating role, consults with and provides assistance to regulatory authorities and national administrators to ensure that numbering resources are used in the best interests of all participants in the North American Numbering Plan. 




NANPA is not a policy-making entity.  In making assignment decisions, NANPA follows regulatory directives and industry-developed guidelines.  The North American Numbering Council via its Numbering Oversight Working Group (NOWG) provides continuous oversight of NANPA on behalf of the NANC and evaluates NANPA’s performance each year.




NANPA Responsiblities




NANPA has three core responsibilities:  administration of North American Numbering Plan resources, coordination of area code relief planning, and collection of utilization and forecast data from service providers.




Resource Administration



Resource administration includes receiving and processing applications for assignment, making and recording assignments, reclaiming resources no longer needed, and keeping the industry informed as the supply of available resources approaches exhaust. 




The scope of code administration includes these numbering resources: 




· Numbering plan area (NPA) codes:  




· Central office codes;




· PCS/N00 codes (500-NXX);




· 900-NXX codes;




· 555-XXXX line numbers;




· Carrier identification codes (CICs);




· International inbound NPA 456-NXX codes;




· 800 855-XXXX line numbers;




· ANI II digits (Automatic Number Identification Information Integers); and




· Vertical service codes.




Area code relief planning




NPA relief planning precedes the introduction of new geographic area codes.  At least 36 months before the anticipated exhaust of an NPA in the U.S. or its territories, NANPA’s relief planners notify the industry and state regulatory commission of the impending exhaust and facilitate a process for the industry to reach consensus on a plan to relieve the exhaust NPA.  The relief planner submits this plan on behalf of the industry to the state regulatory commission for approval.




Number Resource Utilization and Forecast (NRUF) Reporting




The collection of utilization and forecast data, known as Number Resource Utilization and Forecast (NRUF) Reporting, has been in effect since the FCC’s Number Resource Optimization Order in 2000.  NANPA is charged with collecting and reporting this data.  Service providers are required to report utilization and forecast data twice a year.  Utilization data includes the quantity of assigned, intermediate, aging, administrative and reserved numbers.  Forecast data typically includes a five year forecast of the quantity of thousands blocks and/or codes by rate center.  The FCC NRO Order also required access to disaggregated NRUF data by state regulatory commissions and heightened reporting enforcement, including the responsibility to withhold numbering resources from service providers that fail to file utilization and forecast reports.  This data is also used as input into NANPA’s semi-annual projections of NPA and NANP exhaust.




NANPA funding




NANPA work is performed under an FCC contract on a fixed-price basis.  Costs associated with the administration of shared numbering resources are allocated to participating countries based on population, and then further adjusted based on NANPA services used by each country.  Participants pay only their share of the costs of the NANPA services they require.  Regulatory authorities in each participating country determine how to recover these costs.  




NANPA Information




The NANPA website, www.nanpa.com, is the primary public source of numbering information.  The website focuses on the primary functions performed by NANPA.  The site provides a complete description of the different services offered by NANPA, all of the various numbering resources administered by NANPA, including a description of their use and links to their associated administration guidelines, can easily be accessed via the website.  Area code maps, planning letters, newsletters and other NANPA publications are readily available.  The NANPA website is also the gateway into the NANP Administration System (NAS), the system used by NANPA and the industry to request and receive numbering resources.  The website also makes available numerous downloadable reports on the various resources NANPA it administers.  Many of the reports were made available real-time, providing the most up-to-date source on resource availability.  




NANP Administration System (NAS)




The NANP Administration System enables service providers, regulators and other interested parties to have the capability to submit resource requests, provide number utilization and forecast data, obtain resource reports and receive notifications concerning number administration.  The capabilities of NAS are summarized below:




· Service providers may enter and submit the Central Office Code Part 1s, MTEs, and Part 4s through a secure, web-based system.




· Service providers may enter and submit via the secure web-based system the appropriate applications forms for 500-NXXs, 900-NXXs, 456-NXXs, Carrier Identification Codes, 555 line numbers and 800-855 line numbers.




· In addition to submitting utilization and forecast data (i.e., NRUF) via email and File Transfer Protocol (FTP), NAS provides service providers the capability to submit this information online, to include providing updates to this data throughout the submission cycle. 




· Interested parties may receive notifications on such items as changes to assignment guidelines, NRUF requirements, report availability, client education and system maintenance and availability.  Notifications will also be available on a state-by-state basis, providing information about NPA relief planning activities, jeopardy notifications and state-specific regulatory activities. 




· State commissions have online access to service-provider submitted utilization and forecast data provided via NRUF for their respective area codes.
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PA 




NATIONAL THOUSANDS BLOCK POOLING ADMINISTRATOR




The national thousands-block Pooling Administrator (PA) is a contractor selected by the FCC, that administers the thousands-block pooling administration function.  The contract was competitively bid for a possible total of five years, and is renewable annually.  The first PA contract was awarded to NeuStar, Inc. on June 15, 2001.  Thousands-block number pooling involves breaking up the 10,000 numbers in a central-office code (NXX) into ten sequential blocks of 1,000 numbers each, and potentially allocating each thousands-block to a different service provider, and possibly a different switch, within the same rate center.  All 10,000 numbers available in the NXX code are allocated within one rate center, but can be allocated to multiple service providers in thousand-number blocks, instead of only to one particular service provider.



The PA’s responsibilities are delineated in:




(1) Section C: Thousands-Block Pooling Contractor Technical Requirements, dated November 30, 2000, 




(2) NeuStar’s response to the Request for Proposal (RFP), 




(3) FCC rules, and (4) industry guidelines.  




Those responsibilities include:




· implementation of pooling in all area codes according to FCC and state  orders and directives




· establishment and maintenance of industry pools




· assignment of thousands blocks




· maintenance of the Pooling Administration System (PAS)




· evaluation and forecasting for rate center pools to ensure a six-month supply of blocks




· avoiding the opening of unnecessary codes




· allocating thousands blocks to authorized pool participants




· replenishing industry inventory pools 




· receiving service provider block donations 




· reclaiming thousands blocks




· providing reports




· coordinating requests for full codes with NANPA CO Code Administration as needed




· participating in industry forums




· implementing federal and state regulatory agency directives




· following industry guidelines




PA Website:




Public information about number pooling and the PA can be found on the website, www.nationalpooling.com. The pooling website is used for access into the PAS, the system used by the PA and the industry to request, receive, and manage numbering resources.  In addition, the website makes the following information about pooling available:




· Reports on such topics as assigned and available blocks, rate center files and changes, and PA monthly reports to the FCC.




· PA Tips of the Month 




· FAQs




· New Service Provider Checklist




· PAS User Manuals




· PA Annual Report




· Reclamation Procedures




· PAS User Registration and Login




· PA Contact Information




Pooling Administration System (PAS)




The Pooling Administration System (PAS) enables registered users, including service providers and regulators, to submit requests for thousands-blocks, provide forecast data, obtain resource reports, and receive notifications concerning number administration.  




Industry Pooling Guidelines




The Alliance for Telecommunications Industry Solutions’ (ATIS) Industry Numbering Committee (INC) establishes guidelines for the administration of thousands-block number pooling.  The following are links to pooling-related documents:




Thousands-Block Pooling Administration:




http://www.atis.org/inc/docs/finaldocs/TBPAG-Final-Document-05-20-05.doc



Location Routing Number (LRN) Assignment:




www.atis.org/inc/docs/finaldocs/LRN-Assignment-Practices-Final-Document-1-23-04.doc
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Welch & Co.




How did we acquire the job?




Welch & Company LLP replied to a request for proposals, and won the contract.  Our contract with the FCC began October 1, 2004 and expires on September 30, 2009.




Mission / Scope /Role




Welch & Company acts as the Billing & Collection Agent for the North American Numbering Plan.  Our duties are as follows:




1 - Contribution factor / Budget




· Before the start of fiscal year, we prepare a budget of the costs to be funded for the following fiscal year which we review with the B&C working group for their review and approval. 



· We then receive revenue data from the data collection agent and from there determine the contribution factor which we review with working group for review and approval.



· We then file a report of the contribution factor with the FCC for approval.




2 – Invoicing carriers




· The data collection agent (USAC) sends us revenue information they have collected from carriers who file the 499A report.




· Based on the contribution factor and the revenue information, we send out annual invoices to the carriers.  Carriers who owe amounts in excess of $1,200 are entitled to pay monthly instead of annually.




3 – Payments from the fund




· The FCC has contracts with various vendors.  When we receive an approved invoice from the FCC, we pay the invoice, generally by wire transfer.




4 – Reporting




· We send reports to the FCC on a regular basis regarding the accounting records.




We prepare bi-monthly reports for the NANC meetings.  The B&C working group approves these reports before we present to NANC.
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Guidelines for Working Groups




www.fcc.gov/wcb/tapd/Nanc/nancchrt.html



www.fcc.gov/wcb/tapd/Nanc/nancback.html



www.fcc.gov/wcb/tapd/Nanc/nancsumm.html



Attachment: www.nanc-chair.org/docs/principles.html
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Listing of Resources




The following is a list of websites and the information available.




www.nanpa.com  is  the official NANPA web site. Its contents include:




· Assignment listings for NANP numbering resources, including area codes, carrier identification codes, N11 codes, and vertical service codes.




· Relief planning information for the U.S. and its territories, including a status chart, planning letters, and press releases.




· Central office code assignment information for the U.S. and its territories.




· Contact information for numbering resources.




· Jeopardy procedures.




· Information for NRUF submissions.




· U.S. area code maps.




www.cnac.ca is the Canadian Numbering Administrator’s site. This site is the master reference for Canadian number assignment information and includes Canadian numbering information similar to that provided by www.nanpa.com for the U.S. and its territories.




www.fcc.gov is the FCC’s web site. Of particular interest are:




www.fcc.gov/wcb - the home page of the Wireline Competition Bureau. Orders related to numbering topics, including the Number Resource Optimization (NRO) orders, can be found here.




www.fcc.gov/wcb/tapd/Nanc - the home page for the North American Numbering Council (NANC), a federal advisory committee of the FCC that provides analysis and recommendations to the FCC on numbering issues. This site contains their charter, meeting minutes, and membership lists.




wireless.fcc.gov/rules.html - the FCC rules and regulations are codified in Title 47 of the Code of Federal Regulations (CFR). This page links to the current edition of the CFR.




www.crtc.gc.ca is the site for the Canadian Radio-television and Telecommunications Commission, the Canadian regulator.




www.nanc-chair.org is the home page for the Chair of the NANC. It contains presentations and reports provided to the NANC on issues currently being addressed by the council.




www.atis.org is the Alliance for Telecommunications Industry Solutions (ATIS) site. It has several sections of interest for numbering.  Of particular interest is the Industry Numbering Committee (INC).  All finalized INC documents are available for download, including assignment guidelines for numbering resources.




You can access INC documents, including the Central Office Code Administration (COCAG), Thousand Block Pooling Administration (TBPAG) and Carrier Identification Code (CIC) guidelines, with the following link: www.atis.org/inc/docs.asp 




www.itu.int is the home page of the International Telecommunications Union in Geneva, the group that sets international standards for telephone numbers. Although much of the information on the site is available to ITU members only, some documents are available to all, including a list of assigned country codes. 




www.naruc.org is the home page of the National Association of Regulatory Utility Commissioners. NARUC has five (5) sitting members on the NANC and its committees frequently take positions on numbering issues. Links to all of the state commissions’ web sites can be found at this site.




www.nationalpooling.com is official site for the National Pooling Administrator (PA).  Its contents include:





New Service Provider Checklist





PAS User Registration





Help Desk Contact Information





PAS User Manuals





Pooling Reports such as:




o
Blocks Assigned and Blocks Available by NPA




o
Rate Centers by NPA and their pooling status





Contact information for Pooling Administration staff





Reclamation Procedures





Regulatory Contacts for safety valve and other numbering issues





PA Tips of the Month





Links to various documents



www.npac.com is the site for the Number Portability Administration Center or NPAC. The NPAC facilitates local number portability, the ability to change your service provider while retaining your number. 




Acronym List




ADFO
Alternate Designated Federal Officer




ANI II
Automatic Number Identification Information Integers




ATIS
Alliance for Telecommunications Industry Solutions




B&C
Billing and Collection



B&C WG
Billing and Collection  Working Group




CIC
Carrier Identification Codes




CO
Central Office




COCAG
Central Office Code Administration Guidelines




DFO
Designated Federal Officer




ENUM
Electronic Numbering




ESIF
Emergency Services Interconnection Forum



FACA
Federal Advisory Committee Act



FCC
Federal Communications Commission




FoN
Future of Numbering




FRS
Functional Requirements Specification




GSA
General Services Administration




IIS
Interoperable Interface Specification




IMG
Issue Management Group




INC
Industry Numbering Committee




LNP
Local Number Portability




LNPA
Local Number Portability Administration




LNPA WG
Local Number Portability Administration Working Group




LRN
Location Routing Number




MTE
Months To Exhaust




NANC
North American Numbering Council




NANP
North American Numbering Plan




NANPA
North American Numbering Plan Administrator




NAPM
North American Portability Management




NARUC
National Association of Regulatory Utility Commissioners



NAS
NANP Administration System




NASUCA
National Association of State Utility Consumer Advocates




NIIF
Network Interconnection Interoperability Forum




NOWG
Numbering Oversight Working Group



NPA
Number Planning Areas (Area Codes)




NPAC
Number Portability Administration Center




NRUF
Number Resource Utilization and Forecast




PA
Pooling Administrator




PAS
Pooling Administration System




PIM
Problems Issue Management




PIP
Performance Improvement Plans




SMS
Service Management System




SMS/SCP
Service Management System Service Control Point




TBPAG
Thousands-Block Pooling Administration Guidelines




USAC
Universal Service Administrative Company




VoIP
Voice over IP




WG
Working Group
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PURPOSE




The purpose of the North American Numbering Council (NANC) Guidelines and Operating Principles is to provide a description of how the council and its associated subcommittees operate. This document also serves as a reference to orient new members with the operation of the council.  




SCOPE




These guidelines only apply to the NANC and to any subcommittees that it creates and do not apply to the Designated Federal Officer (DFO), the Assistant Designated Federal Officer (ADFO) or other FCC staff.  Also, additional requirements may apply pursuant to FCC policy or the Federal Advisory Committee Act (FACA).




Responsibilities of Chair




1. Chair will establish an agenda and have it posted on the http://www.nanc-chair.org/ website at least one week prior to the meeting.




2. Chair will use discretion in placing items on the agenda, including agenda items requested by NANC Members and participants.  The purpose of the agenda is to inform NANC members (and other interested persons) of what will be covered at the meeting, to ensure that all pending NANC business is addressed at each meeting, and to establish the approximate amount of time that will be dedicated to each subject. 




3. Chair has the option to extend the time for discussion of important issues (including into subsequent meetings and/or conference calls, if necessary and appropriate), in order to ensure that all positions are fully and fairly considered, provided that the discussions are useful, focused and productive. The intent is to take advantage of an opportunity to resolve items when progress is being made. 




4. Chair shall endeavor to record action items at the conclusion of discussion of an agenda item, if possible, and appropriate agreements reached, action items, and points noted upon request.




5. Chair will conduct NANC meetings in an impartial and productive manner. NANC members will be given a fair opportunity to express their viewpoints.  The Chair can end a discussion if it becomes non-productive. The Chair has the discretion to recognize others who request to speak during the NANC meeting.




6. Chair will maintain conditions in which the respect for the dignity of NANC members and participants is maintained and remind members of their responsibilities as necessary.




7. Chair will review draft-meeting minutes prior to distribution for NANC member review and will provide for timely distribution of minutes to Members. 




8. Chair will periodically monitor the process and procedures of the Working Groups and Issue Management Groups to help achieve a timely and useful work product.




9. Chair should prevent any particular interest group from having an undue influence or an unfair advantage in NANC deliberations.  




10. Chair will ensure that all NANC recommendations, letters, and other communications have been reviewed and agreed upon by the NANC prior to final official transmittal. The NANC Chair, as well as any NANC Member, may discuss any numbering issue at any time with the FCC as may be appropriate, provided that whether or not NANC has reached a consensus on that issue is disclosed to the FCC.




Responsibilities of Members




Membership in the NANC is designed to provide the FCC with a broad perspective on numbering issues. 




1. Members should be present, on time, and prepared to stay until the end of the meeting.




2. Members should review all relevant documents prior to meetings and be prepared to discuss all agenda items.




3. Members should refrain from repeating comments already made to ensure that all participants have an opportunity to have comments fairly and completely presented.




4. Members comments should be relevant and to the point.




5. Members should strive to find grounds on which to reach consensus.




6. Members should always be civil and courteous and respect the dignity of NANC members and others.




7. Members with positions on agenda items, who want those positions understood and considered, are encouraged to provide contributions outlining their positions in advance of meetings.




8. Members should notify the DFO, ADFO, and NANC Chair in advance of a meeting if either the member or alternate is unable to attend. Any modifications to NANC representation (i.e., changes to designated member or alternate) must be approved by the FCC.




9. Members will review and agree upon final documents and or letters prior to official transmittal.




10. Members have an obligation to reflect the public interest considerations when representing their interest group.    




11. Members are expected to share NANC developments with the entities that they represent. 




NANC Steering Group




The FCC designates NANC Steering Group members.




The Steering Group will consider and act to improve the NANC processes and productiveness, including staying abreast of and contributing to the progress and work product of the Working Groups and Issue Management Groups, as necessary.




1. Steering Group meetings are open to any interested party. If it is necessary to conduct a closed meeting, advanced notice should be provided to all interested parties.




2. Steering Group members should sit at the NANC table.  This will enable easier identification of Steering Group membership.




3. Parties in attendance but not on the Steering Group can participate in Steering Group discussions but will normally not be seated at the table.




4. All participants in the Steering Group meeting, including both Member and non-member participants are afforded the opportunity to express their views, once recognized by the Chairman.




5. If a vote of the Steering Group is required, only Steering Group members may participate in the vote.




6. The Co-Chair of the Steering Group shall make a report (similar to Working Group reports) to the next NANC meeting (or, if the Steering Group meets during a NANC meeting, at the earliest available time) of the matters considered by the Steering Group.




Working Groups 




Working Group and subcommittee membership is open to any interested party.




Working Groups and their subcommittees are standing groups of the NANC that are assigned specific tasks, have ongoing responsibility for a subject matter, and make recommendations to NANC. In addition to these NANC Guidelines, a separate set of Guidelines and Operating Principles apply to the Working Groups (See Attachment 1).   




Relationship with NANC   




1. NANC establishes the clear direction for Working Groups, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC. 





2. Working Groups develop draft recommendations for NANC consideration, which NANC can accept, reject, change, or remand back to the Working Group with additional direction. 




Issue Management Groups (IMGs) 




IMG membership is open to interested parties, but the size of a given IMG may be restricted for efficiency reasons.




IMGs are ad hoc groups formed to work specific issues that may not be appropriate or practical to assign to an existing Working Group, and to make recommendations to the NANC.  IMGs are often used to define a new issue or work time-sensitive projects with an expiration date. 



Relationship with NANC   




1. NANC establishes the clear direction for IMGs, makes assignments, as necessary, and sets due dates for the delivery of reports to NANC.
 




2. IMGs develop draft recommendations for NANC consideration, which NANC can accept, reject, change, or remand back to the IMG with additional direction. 




Consensus 




1. The NANC, and its supporting Working Groups, Issue Management Groups, and any other subgroups that it may form, should strive to work through differing positions and reach group consensus recommendations in an efficient and timely manner. 




2. The NANC often assigns particular tasks to Working Groups, Issue Management Groups, etc., and it is recognized that there may be times when consensus cannot be achieved.  In such instances, the Working Group, Issue Management Group, etc., should use its best efforts to try to reach consensus; but, if that is not possible, they should document the reasons and report them to NANC.  NANC should, then, try to reach consensus on the issue before abandoning it. If NANC cannot reach consensus, it should document the reasons and report them to the FCC. 




NANC Status Reports provided by Working Groups, IMGs and others




1. Working Group and IMG leadership will coordinate, if necessary, due date changes to the Table of NANC Projects prior to monthly NANC distribution.




2. Working Group and IMG leadership will develop monthly reports for NANC providing current status on work items as determined necessary.   Monthly Working Group and IMG reports are to be furnished to the NANC one week prior to the NANC meeting, if possible, to ensure timely preparation of NANC members.  These reports should be provided to the NANPA for posting on the http://www.nanc-chair.org/ website and copied to the DFO, ADFO, and the NARUC/NASUCA point of contact.    




3. Working Group and IMG leadership will attend monthly NANC meetings and provide IMG and Working Group status reports.




4. Working Group and IMG leadership will summarize highlights and specific recommendations and conclusions to the NANC in bullet style presentation format. 




Meeting Decorum




One of the responsibilities of the NANC Chair is to maintain overall meeting decorum that is professional, productive, open but disciplined, and conducive to timely and successfully accomplishing the business before it. 




Individual NANC Members, accordingly, are responsible for contributing to meeting decorum and to resolving issues before NANC.




1. Members should refrain from saying anything that potentially could be offensive to another participant.




2. Members should refrain from attacking a participant’s motives.




3. Members should confine remarks to the merits of the pending question or issue.




4. Members should refrain from speaking adversely on prior actions or issues - focus on the “now”.




5. Members should refrain from disturbing the meeting.




6. Members should abide by antitrust laws.




Minority Opinions 




NANC functions by consensus, and all NANC Members should seek at all times to reach consensus. However, it is recognized that there may be some instances when some NANC Members feel compelled to advocate positions that are inconsistent with the group's consensus. In those cases, those NANC Members may prepare and submit minority opinions (which shall include an explanation of why that Member cannot agree with the group consensus). Such minority opinions should be included with the materials transmitted by the group to NANC, or by NANC to the FCC.




Responsibilities of Presenters




Whenever possible, presentation material that contains action items for the NANC should be available to NANC members by posting on the http://www.nanc-chair.org/ website, with an e-mail alert to NANC members, at least one week prior to the NANC meeting, with a clear statement of the issue and any minority opinions.  These reports should also be sent to the DFO, ADFO and the NARUC/NASUCA point of contact.   




Communication and Administrative Processes




1. Meeting minutes, meeting announcements, draft reports and other documents are to be posted in a timely manner on the http://www.nanc-chair.org/ website for access by NANC Members and other interested persons. 





2. E-mail shall be an acceptable form of correspondence for NANC member business.





3. Draft NANC minutes are to be posted on the http://www.nanc-chair.org/ website for review by NANC Members and other interested parties before NANC approval.




4. Action Items/Decisions Reached are to be posted on the http://www.nanc-chair.org/ website within 5 business days after each NANC meeting.




5. Updates to the Steering Committee Table of NANC Projects are to be released within 5 business days after NANC meeting and posted on the http://www.nanc-chair.org/ website. 




6. Working Groups, Issue Management Groups and others should post all draft and final documentation to the http://www.nanc-chair.org/ website and e-mail a copy to the DFO, ADFO, and the designated NARUC/NASUCA point of contact. 




NANC Working Group Operating Principles




I.
Co-Chairs and Meeting Principles





A.
Co-Chairs are chosen by open nomination.




1. Selected by team




2. Ratified by NANC




3. Minimum one (1) year term




4. Annual reaffirmation by team




B.
Co-Chairs establish and distribute meeting agendas in advance of meeting.




1. Members may request agenda items and Co-Chairs will use discretion in placing such items on agenda.





C.
Co-Chairs facilitate meetings.






1.
Co-Chairs will maintain conditions in which the respect for the dignity of members is maintained.





D.
Co-Chairs and team members determine locations for face-to-face meetings and provide adequate advance notice.




1. Working Group members share meeting expense on a voluntary basis or, if necessary, through another sharing mechanism.






2.
Conference bridges will be provided during all face-to-face meetings if requested by members that are unable to travel.






3.
Conference calls should be used when possible.






4.
Working Group/sub-teams will schedule meetings at times and locations to best satisfy the needs of team members.





E.
Co-Chairs ensure publication of meeting minutes, including attendee list that depict agreements reached and action items assigned.  Points noted are documented upon request.





F.
Co-Chairs will be neutral while moderating meetings and while performing other Working Group activities associated with acting in the capacity of chair.





G.
Co-Chairs will reiterate the need for members to respect the dignity of each other. 





H.
Co-Chairs will provide for the review of monthly presentation to NANC. 




II.
Balanced in Interest Group Representation





A.
Co-Chairs are responsible to ensure appropriate balance of interest group segments within the Working Group.




B. Co-Chairs should ensure validity of Working Group recommendations.




1. Working Group meetings should sustain and encourage adequate interest group representation.





C.
Attendance at Working Group and sub-team meetings is open to all interested parties.




III.
Conduct of Members





A.
Respect for the dignity of members must be assured.





B.
The rights of members with a minority opinion must be protected.






1.
Minority opinions are included in written documents upon request.




IV.
Decision Process





A.
Substantive decisions must be made only when adequate interest group representation is present.





B.
Working Groups and sub-teams use the consensus method for decision making.






1.
Team members receive one voice per entity for consensus purposes.






2.
Co-Chairs determine consensus consistent with input from team.




B. Unresolved substantive issues should be escalated through NANC teams in the following order.






1.
Task Force






2.
Working Group






3.
NANC





D.
Unresolved substantive issues pertaining to operating principles should be escalated through NANC teams in the following order.




   

1.
Task Force






2.
Working Group






3.
NANC Steering Committee






4.
NANC




V.
Communication Process





A.
E-mail is the standard for all Working Group and sub-team correspondence.





B.
Co-Chairs are responsible for maintaining updated contact lists.





C.
Meeting minutes, meeting announcements, draft reports and other documents are distributed to the contact list in a timely fashion.





D.
Matrix of Working Group work items distributed monthly to team members and the NANC chair.





E.
Members have an obligation to be present and represent their interest group and are expected to identify themselves for meeting records.




VI.
Working Group Relationship with NANC





A.
NANC establishes, directs work to Working Groups, and sets due dates for the delivery of reports to NANC.  





B.
Working Groups develop draft NANC recommendations, which NANC can accept, remand back with additional direction, or change. 




1. If time allows, the disagreement will be communicated to the Working Group for further review. 






2.
If time does not allow, the NANC will clearly indicate that the change is not the product of the Working Group, for example, through the use of a footnote or by clearly titling the document as a NANC document.   






3.
The NANC may disagree with recommendations of a Working Group and will consider making changes to it only after communicating the reasons for the change and taking into consideration the positions of the Working Group participants to the greatest degree possible.          




VII.
NANC Status Reports




 
A.
Co-Chairs coordinate monthly updates to the matrix of work items being managed by the Working Groups and sub-teams.





B.
Co-Chairs develop monthly reports for NANC providing current status on work items from the matrix as determined necessary by Co-Chairs and Working Groups.





C.
Co-Chairs attend monthly NANC meeting and provide Working Group status reports.




VIII.
Due Process





A.
Final closure (e.g. reports and recommendations) should undergo a minimum period for review by team members.





B.
Document preparation, change, and approval management.






1.
Editor adds revision marks in document to indicate new text (old text remains).






2.
Working Group reviews and approves revised text or make changes.






3.
The Working Group reviews and approves changes. 






4.
Editors remove revision marks and delete old text. 






5.
The Working Group has opportunity to review the final document.






6.
The Working Group will develop a timeline near the completion of its task to facilitate an orderly document change and approval process. The timeline date intervals will be developed by the group to allow the flexibility to meet the needs of the group.  






7.
The Co-Chairs will present a summary of highlights and specific recommendations and conclusions to the NANC in bullet style presentation format. 






8.
Co-Chairs will be readily accessible during critical timeline milestones. 




IX.
Meeting Decorum





A.
While it is the responsibility of the Co-Chairs to maintain the environment, it is the responsibility of the individual participants to act in a civil manner.    






1.
Nothing should be said that could potentially be personally offensive to any participant.






2.
Refrain from attacking a participant’s motives.






3.
Confine remarks to the merits of the pending question or issue.






4.
Refrain from speaking adversely on prior actions or issues - focus on the “now”.




5. Refrain from disturbing the meeting.




6.
Recognize and be sensitive to antitrust laws.
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Open Change Orders


			Open Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC


			SOA LSMS
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Accepted Change Orders


			Accepted Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC


			SOA LSMS





			NANC 372


			Bellsouth 11/15/02


			SOA/LSMS Interface Protocol Alternatives





Business Need:


Currently the only interface protocol supported by the NPAC to SOA and NPAC to LSMS interface is CMIP.  The purpose of this change order is to request analysis be done to determine the feasibility of adding other protocol support such as CORBA or XML. The primary reasons for looking into a change would be 1) Performance, and 2) Implementation complexity.








(continued)


			


			


			Func Backward Compatible:  TBD





Dec ’02 LNPAWG, discuss this change order in January ’03 in the new arch review meeting.





			High


			High / High





			NANC 372 (con’t)


			Jan ’03 APT, discussion:





· The team began with a discussion on the CMIP Alternative Business Need in order to determine if we need to improve CMIP or identify an alternative.


· Dave Cochran, BellSouth and the originator of NANC Change Order 372, discussed potential drivers and cited:


· Cost of maintaining internal CMIP interface expertise and resources


· Ability to take advantage of in-house expertise for some of the newer architectures, e.g., CORBA, XML, JAVA, J2E


· It was stated that CMISE was considered a reasonable protocol for managing network elements in the mid-1990s due to its flexibility.


· LNP rules include encryption/decryption functionality.  We need to discuss authentication and associated issues.


· It was mentioned that if lowering the level of encryption is identified as a benefit for a new protocol, we should also consider that for CMIP.


· CMIP is a very robust protocol for describing and managing network elements, but where that robustness begins to become burdensome is subjective.


· We need to keep in mind that we need a real-time interface.





Feb ’03 APT, discussion:


Dave Cochran, BellSouth, will be providing more input (business drivers, data, operational feedback, etc.) to facilitate further discussion.  Sub-tasks still need to be prioritized.





Dec ’03 APT, discussion:


No further discussion at this time.  Leave off list of change orders discussed during the APT meeting.





Jan ’07 APT, discussion:


The APT was activated during the Nov ’06 LNPAWG meeting.  No discussion on alternative interfaces took place during that meeting, but change orders (including 372) were reviewed during the Jan ’07 meeting.  The brief discussion included:  CMIP-to-XML/SOAP -- It was asked if there is a business need to transition from CMIP to XML/SOAP?  It was suggested that since we are tunneling XML into CMIP, we should explore the future evolution of the interface.  Service Providers are to discuss internally any drivers for moving from CMIP to XML/SOAP for the SOA and LSMS interfaces including the impact of increasing the size of messages.





Mar ’07 APT, discussion:


More discussion took place regarding an additional NPAC interface using XML/SOAP.  For the May ’07 meeting, Service Providers and vendors are to bring any additional data or information to share with the group.








(continued)








			NANC 372 (con’t)


			May ’07 APT, discussion:





1.  The IT industry is generally moving towards an XML/SOAP interface.  However, there are performance issues and questions.  Message size would be greatly increased.  Need to investigate compression capabilities.





2.  It will be worth pursuing for the long term.  Not sure what is next step.  Need to find a business driver for pursuing this.





3.  The WICIS transfer is planning on implementing a flash-cut to XML (Sep ’08).  Plan is to continue to support CORBA interface for testing purposes only.  Keep this in mind when planning the NPAC implementation.





4.  The group will discuss more during the Jul ’07 mtg, including pros/cons analysis, LOE, and any input on the business case.





Jul ’07 APT, discussion:


1.  In response to May ’07 #3 above, a question was asked about the ATIS decision to move WICIS from CORBA to XML/SOAP.  It was explained that the major driver for the ATIS recommendation was to consolidate the various systems onto a single interface type (XML/SOAP), and not necessarily specific to WICIS.  It was also mentioned that the NPAC would be supporting two interface types by adding XML/SOAP, since both CMIP and XML/SOAP would need to be supported on the NPAC for the foreseeable future.  Sunsetting of the CMIP interface (and only having the XML/SOAP interface) was briefly discussed, but it was also mentioned that the industry has never sunset any previous NPAC functionality.





2.  All Service Providers will investigate internally whether or not their companies are moving towards XML/SOAP, and whether or not they support the ATIS position of consolidating interface types towards XML/SOAP.  This will be discussed again at the Sep ’07 meeting, to gauge industry interest in developing an XML/SOAP interface for the NPAC.





Sep ’07 APT, discussion:


1.  Deb Tucker, VZW, provided the historical info (from multiple ATIS documents) for ATIS and the single interface item.  The current situation for most Service Providers is that new systems are going with XML and legacy systems stay on their existing protocols based on each company’s cost/benefit analysis.  The group agreed to continue to discuss this item in future meetings.  From the NPAC perspective, support for both interfaces is required since a flash cut cannot be assumed.





2.  Given the APT’s charter, the correct way to look at this change order is from an architecture perspective.  Several items to consider:  messaging (continue to use a session approach like CMIP, or an approach like web-services where it’s set up then broken down when the message is done?), security (how does it change with a web services approach?), message content/architecture (same messages used today with CMIP will be used for XML?), performance/message compression, business rules/error handling, efficiencies in data model (e.g., having DPC at the LRN level), audits (the effect on large messages).





(continued)








			NANC 372 (con’t)


			3.  Business Case.  Need to get to the point where the group can either build or not build a strong business case.  May need a document to define an XML/SOAP interface which would help answer the question on the business case.  Security will be the first issue discussed at the Nov ’07 meeting.





Nov ’07 APT, discussion:





1.  The wireless group has been discussing this.  They will summarize their recent discussion, and forward some relevant bullet points on to the Architecture team.  These bullet points will be used as starting point discussions.





2.  The group will further discuss dedicated link versus VPN (http/https.  Private network/public network), IP security, .data security (encryption).








			NANC 382


			NeuStar 4/4/03


			“Port-Protection” System


(The following is the original request.  Subsequent modifications were made during several LNPAWG meetings.  Refer to the bottom of this change order for the current version.)





Overview:


The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports that gives end-users the ability to define their portable telephone numbers as “not-portable.”  The NPAC SMS enforces the “not-portable” status of a telephone number so long as it remains in effect.  No Local Service Provider (LSP) can invoke or revoke “port protection” on a working telephone number; end-users completely control the portability of their portable telephone numbers.





Business Need:


Inadvertent porting of working numbers is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that physical plant is operated without failure.  This is because any LSP by mistake may port a telephone number away from that number’s current serving switch.


The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) when the wrong telephone number submitted to NPAC for a conventional inter-SP port, and (2.) when intra-SP ports are not done before a pooled block is created.  There is a similar inadvertent port problem for non-working numbers, but erroneous moves of non-working numbers are not directly service-affecting and are not addressed here.





NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.


			TBD


			FRS, IIS, GDMO, ASN.1


			Interface and Functional Backward Compatible:  NO





Description of Change:


(The following is the original request.  Subsequent modifications were made during several LNPAWG meetings.  Refer to the bottom of this change order for the current version.)





See next page.





			TBD


			TBD / TBD





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:





-- System Architecture -- 





Changes to the NPAC SMS are required, to establish a table of “Port-Protected TNs” in which portable numbers that no longer can be ported are listed.  A step must be added to the NPAC SMS’s validation process in order to check this new table whenever an inter-SP port or pooled block create is attempted.[footnoteRef:1]  An interface change could be required as well if industry wishes to know when a request’s rejection is due to the involved number being on the “Port Protection” list. [1:  It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is “port-protected” since to allow the block’s creation would result in an inadvertent port of these numbers if the block eventually is assigned to another switch.  But the intra-SP porting activity required before creating a contaminated block must be allowed to occur without requiring end-users to temporarily lift the port restrictions on their numbers.  It therefore appears that an exception to the port protection validation is required, to allow a protected number to be intra-SP ported even if the number is “Port Protected.”  Without network data that is unavailable to NPAC today, the NPAC could not reliably determine whether an intra-SP port maintains the telephone number’s association with the same switch from which the number was served before the intra-SP port occurred.  A reasonable compromise appears to suppress the “Port-Protect” check when validating intra-SP ports rather than develop an elaborate validation process to address this scenario more completely.] 



Creation of an IVR system is required, to receive end-user requests for protection of their numbers from porting (or to remove this protection) and to relay the information to the NPAC SMS.  The system would automatically modify the NPAC’s “Port-Protection” tables based on the end-user requests it receives.  Access to the IVR would be through the end-user’s current LSP customer rep.  Any other LSP willing to assist the end-user could be involved.


The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.


The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)


Arrangements for security handshakes must be made in advance with each participating LSP.


A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.


To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could participate, i.e., only the current LSP or a new LSP in a pending port request situation.


(con’t)





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:





-- System Operation -- 





The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.


The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)


Arrangements for security handshakes must be made in advance with each participating LSP.


A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.


To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could participate, i.e., only the current LSP or a new LSP in a pending port request situation.


When the NPAC attempts to create a pending SV or a pooled block, the NPAC will check the “Port Protection” list in its validation process for inter-SP port (including Port-to-Original) and “-X” create requests. [footnoteRef:2] [2:  A modify of an active SV’s or block’s LRN can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  NeuStar is not proposing the “Port Protect” validation be applied to Modify actions because of the complexity of such validation.] 



The “Port Protection” validation does not occur for intra-SP ports.  These may represent inadvertent ports, but validation necessary to determine whether override would be appropriate is not feasible.  The validation occurs for only those deletes that are “Port-to-Original” situations.


(con’t)





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:





 -- Process Flow -- 





The end-user contacts an LSP (or an LSP contacts the end-user).  (It is not inherently necessary for there to be Service Provider involvement in this process, but NeuStar is not prepared to operate a system which does not involve LSP participation.)


End-user indicates desire to invoke (or revoke) “Port Protection.”


LSP customer rep places end-user on hold and calls the “Port-Protection” IVR.


LSP provides its pre-assigned ID information to IVR system.  (LSP arrange for security codes before attempting to assist end-users with the “Port-protection” process.)


LSP brings end-user on to the active line and leaves call; end-user interacts with IVR.


Using a standard script, the IVR confirms caller is authorized to make changes to the telephone number account, determines the caller’s name, and lists the telephone number(s) to be added to (or removed from) the “port-protection” table.  The customer may actually enter the TN desired.  The call is recorded.


The IVR system then enters this information into an automated ticket system.


Completion of the ticket automatically sends triggers an update of the NPAC’s “port-protection” table.


In the case of a number that has been entered in the port-protection table, but is no longer assigned to an end-user, the current Service Provider itself can ask that the number be removed from the “port-protection” table.  The provider would have to be recognized by the NPAC as the code/block owner and would have to state that the number is not assigned to an end-user.








			Continuation of NANC 382, “Port-Protection” System





This change order was reviewed and revised during the May through Sep ’03 LNPAWG meetings.  The final version of the open change order at the time of acceptance (for development of more detailed information) is shown below:





Overview:





The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports.  The system makes it possible for end-users to define their portable telephone numbers as “not-portable.”  The NPAC SMS prevents the port of a “not-portable” telephone number (TN) through its automated validation processes.  A Local Service Provider (LSP) can invoke or revoke “port protection” for a working TN, but only at the end-user’s request.





Business Need:





Inadvertent porting of working TNs is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that the physical plant is operated without failure.  This is because another LSP by mistake may port a TN away from that number’s current serving switch. 





The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) the wrong TN is submitted to the NPAC SMS for a conventional inter-SP port, and (2.) intra-SP ports are not done before a thousands-block is created. There are similar inadvertent port scenarios for non-working TNs, but erroneous moves of non-working TNs are not immediately service-affecting and are not addressed here.





NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.


			Interface and Functional Backward Compatible:  NO





This change order was reviewed and revised during the May through Sep ’03 LNPAWG meetings.  The final version of the open change order at the time of acceptance (for development of more detailed information) is shown below:





Description of Change:





 -- System Architecture -- 





Changes to the NPAC SMS are required to establish a table of “Port Protected” TNs, in which portable numbers that no longer can be ported are listed, and to add a validation step that rejects attempts to port a TN that is on the list.  The validation is performed on the new-SP’s Create message for an inter-SP port, when a thousands block is created, and, optionally, for an intra-SP port.  (The optional intra-SP port validation is invoked on a SPID-specific basis.)   The rejection notification sent when a request fails this NPAC SMS validation will indicate that the TN is on the Port Protection list.  No interface change is required for this rejection message, since a new optional attribute will be added to accommodate the new error text.





LSP requests to add TNs to the Port Protection table are made to the NPAC Help Desk via e-mail (the TNs involved are shown on an Excel attachment to the e-mail message).  LSPs use the same approach to delete TNs from the table.





(con’t)





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:





-- System Operation -- 





A TN is added to the NPAC’s Port Protection table when an LSP requests this action.  The same process applies when an LSP requests the removal of a TN from the table.





The NPAC Help Desk accepts requests to change Port Protection table entries only from pre-authorized representatives of an LSP.  (The LSP need not be a facility-based provider.)  A TN may be added to or removed from the “Port Protection” list as often as required.





When the NPAC SMS receives the new SP’s Create request, it will check the Port Protection table during the Pending SV Create validation process for inter-SP ports (including Port-to-Original SV deletes). Optionally[footnoteRef:3], the validation is performed for intra-SP ports. [3:  The validation of intra-SP ports occurs only if the involved SP has indicated in its NPAC SMS profile that this validation is desired.] 






The NPAC SMS also will make this validation check in connection with “-X” create requests.[footnoteRef:4]  [4:  It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is on the Port Protection list, since to allow the block’s creation would result in an inadvertent port of these numbers when (if) the block eventually is assigned to another switch.  But the intra-SP porting activity, necessary before creating a contaminated block, is allowed to occur without requiring that the port restrictions be lifted from TNs in the block.  This exception to the Port Protection validation is provided in order to allow a TN to be intra-SP ported even if the TN is on the Port Protection list.  The option to include intra-SP ports in the Port Protection validation process is provided at the individual LSP’s request.] 






The validation is not applied to Modify requests[footnoteRef:5] [5:  A modify of the LRN in an active SV or block record also can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  However, NeuStar is not proposing the Port Protection validation be applied to Modify actions because of the complexity of such a validation.] 






In the disconnect scenario, the NPAC SMS will check the Port Protection list and, if the TN is found, will remove the involved disconnected ported TN from the list.  This automatic removal of a disconnected TN from the Port Protection list can occur only in the case of a disconnected TN that was ported.  A non-ported TN that is disconnected must be removed from the list by the LSP having the disconnected non-ported TN in its inventory.





(con’t)





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:





-- Process Flow -- 





NPAC Help Desk





· The end-user contacts an LSP (or an LSP contacts the end-user). 


· End-user indicates to LSP his desire to invoke (or revoke) “Port Protection.”


· LSP contacts NPAC Help Desk via e-mail to request change.


· The NPAC Help Desk updates the Port Protection table.





NPAC SMS





· NPAC SMS applies the Port Protection validation (1.) to the new-SP Create request of an inter-SP port, (2.) to a Block Creation request, and (3.) optionally at the individual SPID level, to an intra-SP port request.  If the TN is found on the Port Protection list, NPAC SMS rejects the request and indicates that a Port Protection validation failure is the reason for the request’s rejection.


· Disconnect of a ported TN results in automatic removal of the TN from the Port Protection list; disconnect of a non-ported TN requires owning LSP to request the disconnected TN’s removal from the list.


· An LSP’s regional NPAC SMS Profile indicates whether the Port Protection validation should be applied also to its intra-SP port requests.








			382 (cont)


			Nov ’03 LNPAWG, discussion:





The group discussed the high-level steps.  There were a couple of updates that were requested.  These steps will be evaluated once the policy issues/questions are discussed:


1. For intra-ports, let the port go through and keep them on the list.


2. In steps 4.b, no need to look at the list, just allow the Old SP Create to happen.  If they are on the list, then for now, leave it on the list.


3. For step 8, add that this does NOT apply to PTO.





Policy issues/questions:  (at the Jan ’04 LNPAWG, we would discuss if and how, we might Tee this up at NANC).


1. What types/classes of numbers can be placed on the list?  What criteria?  What kind of criteria.


2. Who can put it on the list and remove it from the list?  This is an authorization question.


3. What is the PROCESS for getting them on and off the list?  How mechanically, do you put/remove it on the list.


4. Who can access the list, need a process to access the list.  What is shown when they access the list    (police, other authority)





Other points discussed:


1. Want more than just the IVR way to get numbers on/off the list.


2. Want some type of pre-validation process to “ping” the list and see if someone is on the PPL.


3. Want the ability to audit the list.

















			NANC 390


			Qwest


10/16/03


			New Interface Confirmation Messages SOA/LSMS – to - NPAC





Business Need:





Service Provider systems (SOA/LSMS) need to know (in the form of a positive acknowledgement from the NPAC) that the NPAC has received their request message, so the systems (SOA/LSMS) do not unnecessarily resend the message and cause duplicate transactions for the same request.





Based on the current requirements for the NPAC, the NPAC acknowledgement message (generally referred to as "a response to a request" from the SOA/LSMS) is not returned until AFTER the NPAC has completed the activity required by that request.  During heavy porting periods, transactions that require many records to be updated may take longer than normal for a response to be received from the NPAC.  In the case of a delayed response, the SOA/LSMS may abort the association to the NPAC (e.g., after the 15 minute Abort timer expires).  When the association is re-established, the SOA/LSMS may resend messages to the NPAC because they haven’t received a response to the first message and thus believe the NPAC did not receive the original message.  This behavior can lead to a duplicate transaction for the same request thus:  1.) causing a heavy volume of transactions over the NPAC to SOA/LSMS interface, 2.) slowing Porting completion, 3.) causing an increase of Porting costs, 4.) causing duplicate message processing at the NPAC, and 5.) possibly causing manual intervention by NPAC and Service Provider personnel, etc.


			TBD


			FRS, IIS, GDMO, ASN.1


			Func Backward Compatible:  NO





A new message will be explored during the Nov ’03 LNPAWG meeting.





Additionally, a discussion item needs to occur regarding the possible inclusion of Service Provider profile settings to support this new feature.


			High


			Med-High / Med-High





			NANC 390 (con’t)


			Nov ’03 LNPAWG, discussion:


Explained the current functionality, and the fact that higher priority transactions will be worked before other requested work, which can cause delays in responses.  In the case where previously submitted work was re-sent to the NPAC, the NPAC may have to re-do work it has already done.





Providers may see a backup in their SOA traffic, thereby causing them to process extra data as well.





A toggle would need to be added for Backward compatibility.  Providers that support the new confirmation message would use the new method/flow, and other providers would continue to use the current method/flow.  There is definitely a benefit to this, but to obtain the benefit would require changes to the SOA as well.





It was agreed that this would be accepted as a change order, and would continue to be worked with the Architecture group in December.





Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.  Attached here:














Jul ’08 LNPAWG, discussion.  Need to develop requirements for Sep ’08 review.  See below:


Req-1	Service Provider SOA Interface Confirmation Message Indicator


NPAC SMS shall provide a Service Provider SOA Interface Confirmation Message Indicator tunable parameter which defines whether a SOA supports Interface Confirmation Messages.


Req-2	Service Provider SOA Interface Confirmation Message Indicator Default


NPAC SMS shall default the Service Provider SOA Interface Confirmation Message Indicator tunable parameter to FALSE.


Req-3	Service Provider SOA Interface Confirmation Message Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Interface Confirmation Message Indicator tunable parameter.








			NANC 390 (con’t)


			Req-4	Service Provider SOA Interface Confirmation Message – Indicator set to FALSE


NPAC SMS shall process a Service Provider SOA request when a Service Provider SOA Interface Confirmation Message Indicator tunable parameter is set to FALSE, by using the following Interoperability Interface Specification flows:


· B.2.1 – SOA Initiated Audit


· B.2.2 – SOA Initiated Audit Cancellation by the SOA


· B.2.3 – SOA Initiated Audit Cancellation by the NPAC


· B.2.6 –Audit Query on the NPAC


· B.2.7 – SOA Audit Create for Subscription Versions within a Number Pool Block


· B.3.5 – Service Provider Modification by the SOA


· B.3.7 – Service Provider Query by the SOA


· B.4.1.4 – NPA-NXX Creation by the SOA


· B.4.1.6 – NPA-NXX Deletion by the SOA


· B.4.1.8 – NPA-NXX Query by the SOA


· B.4.2.2 – LRN Creation by the SOA


· B.4.2.3 – LRN Deletion by the SOA


· B.4.2.4 – LRN Query by the SOA


· B.4.2.11 – Scoped/Filtered GET of Network Data from SOA


· B.4.3.4 – Service Provider NPA-NXX-X Query by the SOA


· B.4.4.1 – Number Pool Block Create/Activate by the SOA


· B.4.4.13 – Number Pool Block Modify by the Block Holder SOA


· B.4.4.33 – Number Pool Block Query by the SOA


· B.5.1.1 – Subscription Version Create by the Initial SOA (Old Service Provider)


· B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)


· B.5.1.3 – Subscription Version Create by the Second SOA (New Service Provider)


· B.5.1.4 – Subscription Version Create by the Second SOA (Old Service Provider) with Authorization to Port


· B.5.1.5 – Subscription Version Activated by the New Service Provider SOA


· B.5.1.11 – Subscription Version Create for Intra-Service Provider Port


· B.5.1.12 – Subscription Version for Inter- and Intra-Service Provider Port-to-Original


· B.5.1.13 – Subscription Version for Inter- and Intra-Service Provider Port-to-Original: All LSMSs Fail


· 


· (continued)








			NANC 390 (con’t)


			(continued)


· B.5.1.14 – Subscription Version for Inter- and Intra-Service Provider Port-to-Original: Partial Failure 


· B.5.1.17 – Subscription Version Port-to-Original of a Ported Pool TN Activation by SOA


· B.5.1.17.13 – Subscription Version Port-to-Original of a Pool TN – Creation Prior to NPA-NXX-X Effective Date


· B.5.1.18 – Subscription Version Inter-Service Provider Create by either SOA (Old or New Service Provider) with a Due Date which is Prior to the NPA-NXX Effective Date


· B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA


· B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION


· B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET


· B.5.2.7 – Subscription Version Modify Disconnect-Pending Version Using M-ACTION by a Service Provider SOA


· B.5.3.1 – Subscription Version Cancel by Service Provider SOA after Both Service Provider SOAs have Concurred


· B.5.3.2 – Subscription Version Cancel: No Acknowledgment from a SOA


· B.5.3.3 – Subscription Version Cancels with Only One Create Action Received


· B.5.3.4 – Subscription Version Cancel by Current Service Provider for Disconnect-Pending Subscription Version


· B.5.3.5 – Un-Do Cancel-Pending Subscription Version Request


· B.5.4.1 – Subscription Version Immediate Disconnect


· B.5.4.2 – Subscription Version Disconnect With Effective Release Date


· B.5.4.7.1 – SOA Initiates Successful Disconnect Request of Ported Pooled TN


· B.5.4.7.3 – Subscription Version Disconnect Request of Ported Pooled TN With Effective Release Date


· B.5.4.7.14 – Subscription Version Immediate Disconnect of a Contaminated Pooled TN Prior to Block Activation (after Effective Date)


· B.5.5.2 – Subscription Version Conflict Removal by the New Service Provider SOA


· B.5.5.4 – Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (2nd Create)


· B.5.5.5 – Subscription Version Conflict Removal by the Old Service Provider SOA


· B.5.6 – Subscription Version Query


· B.6.4 – lsmsFilterNPA-NXX Creation by the SOA


· B.6.5 – lsmsFilterNPA-NXX Deletion by the SOA


· B.6.6 – lsmsFilterNPA-NXX Query by the SOA


· B.7.3 – Sequencing of Events on Initialization/Resynchronization of SOA


· B.7.3.1 – Sequencing of Events on Initialization/Resynchronization of SOA using SWIM








			NANC 390 (con’t)


			Req-5	Service Provider SOA Interface Confirmation Message – Indicator set to TRUE


NPAC SMS shall process a Service Provider SOA request when a Service Provider SOA Interface Confirmation Message Indicator tunable parameter is set to TRUE, by using the following Interoperability Interface Specification flows:


· B.2.1C – SOA Initiated Audit – Confirmed


· B.2.2C – SOA Initiated Audit Cancellation by the SOA – Confirmed


· B.2.3C – SOA Initiated Audit Cancellation by the NPAC – Confirmed


· B.2.6C –Audit Query on the NPAC – Confirmed


· B.2.7C – SOA Audit Create for Subscription Versions within a Number Pool Block – Confirmed


· B.3.5C – Service Provider Modification by the SOA – Confirmed


· B.3.7C – Service Provider Query by the SOA – Confirmed


· B.4.1.4C – NPA-NXX Creation by the SOA – Confirmed


· B.4.1.6C – NPA-NXX Deletion by the SOA – Confirmed


· B.4.1.8C – NPA-NXX Query by the SOA – Confirmed


· B.4.2.2C – LRN Creation by the SOA – Confirmed


· B.4.2.3C – LRN Deletion by the SOA – Confirmed


· B.4.2.4C – LRN Query by the SOA – Confirmed


· B.4.2.11C – Scoped/Filtered GET of Network Data from SOA – Confirmed


· B.4.3.4C – Service Provider NPA-NXX-X Query by the SOA – Confirmed


· B.4.4.1C – Number Pool Block Create/Activate by the SOA – Confirmed


· B.4.4.13C – Number Pool Block Modify by the Block Holder SOA – Confirmed


· B.4.4.33C – Number Pool Block Query by the SOA – Confirmed


· B.5.1.1C – Subscription Version Create by the Initial SOA (Old Service Provider) – Confirmed


· B.5.1.2C – Subscription Version Create by the Initial SOA (New Service Provider) – Confirmed


· B.5.1.3C – Subscription Version Create by the Second SOA (New Service Provider) – Confirmed


· B.5.1.4C – Subscription Version Create by the Second SOA (Old Service Provider) with Authorization to Port – Confirmed


· B.5.1.5C – Subscription Version Activated by the New Service Provider SOA – Confirmed


· B.5.1.11C – Subscription Version Create for Intra-Service Provider Port – Confirmed


· B.5.1.12C – Subscription Version for Inter- and Intra-Service Provider Port-to-Original – Confirmed


· B.5.1.13C – Subscription Version for Inter- and Intra-Service Provider Port-to-Original: All LSMSs Fail – Confirmed


· 


· (continued)








			NANC 390 (con’t)


			(continued)


· B.5.1.14C – Subscription Version for Inter- and Intra-Service Provider Port-to-Original: Partial Failure – Confirmed


· B.5.1.17C – Subscription Version Port-to-Original of a Ported Pool TN Activation by SOA – Confirmed


· B.5.1.17.13C – Subscription Version Port-to-Original of a Pool TN – Creation Prior to NPA-NXX-X Effective Date – Confirmed


· B.5.1.18C – Subscription Version Inter-Service Provider Create by either SOA (Old or New Service Provider) with a Due Date which is Prior to the NPA-NXX Effective Date – Confirmed


· B.5.2.1C – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA – Confirmed


· B.5.2.3C – Subscription Version Modify Prior to Activate Using M-ACTION – Confirmed


· B.5.2.4C – Subscription Version Modify Prior to Activate Using M-SET – Confirmed


· B.5.2.7C – Subscription Version Modify Disconnect-Pending Version Using M-ACTION by a Service Provider SOA – Confirmed


· B.5.3.1C – Subscription Version Cancel by Service Provider SOA after Both Service Provider SOAs have Concurred – Confirmed


· B.5.3.2C – Subscription Version Cancel: No Acknowledgment from a SOA – Confirmed


· B.5.3.3C – Subscription Version Cancels with Only One Create Action Received – Confirmed


· B.5.3.4C – Subscription Version Cancel by Current Service Provider for Disconnect-Pending Subscription Version – Confirmed


· B.5.3.5C – Un-Do Cancel-Pending Subscription Version Request – Confirmed


· B.5.4.1C – Subscription Version Immediate Disconnect – Confirmed


· B.5.4.2C – Subscription Version Disconnect With Effective Release Date – Confirmed


· B.5.4.7.1C – SOA Initiates Successful Disconnect Request of Ported Pooled TN – Confirmed


· B.5.4.7.3C – Subscription Version Disconnect Request of Ported Pooled TN With Effective Release Date – Confirmed


· B.5.4.7.14C – Subscription Version Immediate Disconnect of a Contaminated Pooled TN Prior to Block Activation (after Effective Date) – Confirmed


· B.5.5.2C – Subscription Version Conflict Removal by the New Service Provider SOA – Confirmed


· B.5.5.4C – Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (2nd Create) – Confirmed


· B.5.5.5C – Subscription Version Conflict Removal by the Old Service Provider SOA – Confirmed


· B.5.6C – Subscription Version Query – Confirmed


· B.6.4C – lsmsFilterNPA-NXX Creation by the SOA – Confirmed


· B.6.5C – lsmsFilterNPA-NXX Deletion by the SOA – Confirmed


· B.6.6C – lsmsFilterNPA-NXX Query by the SOA – Confirmed


· B.7.3C – Sequencing of Events on Initialization/Resynchronization of SOA – Confirmed


· B.7.3.1C – Sequencing of Events on Initialization/Resynchronization of SOA using SWIM – Confirmed








			NANC 390 (con’t)


			GDMO/ASN.1


Nov ’08 LNPAWG, request to include GDMO, see the following:








  (open this file with NotePad or WordPad)








			NANC 400


			NeuStar





1/5/05


			URI Fields





Business Need:


Refer to separate document (last update Mar ’05).





			TBD


			TBD


			Func Backward Compatible:  Yes





Dec 05 – moved to Accepted per LNPAWG discussion














Mar ’08 LNPAWG, discussion:


With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.





			N/A


			N/A





			NANC 401


			VeriSign





1/13/05


			Separate LSMS Association for OptionalData Fields





Business Need:


Refer to separate document (last update Jun ’05).





			TBD


			TBD


			Func Backward Compatible:  Yes





Jan 06 – moved to Accepted per LNPAWG discussion











			High


			None / High





			NANC 403


			NeuStar





3/30/05


			Only allow Recovery Messages to be sent during Recovery





The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.





This will require some operational changes for Service Providers that utilize Network Data and/or Subscription Data recovery while in normal mode.


			TBD


			TBD


			Func Backward Compatible:  Yes





The proposed solution is to update the FRS, IIS and GDMO recovery description to indicate that network data and subscription data recovery requests sent during normal mode will be rejected.





No sunset policy will be implemented with this change order.








			Low


			None / None-Med





			NANC 403


(con’t)


			Proposed Resolution:





FRS, new requirements:


Req 1       All Data Recovery Only in Recovery Mode


NPAC SMS shall allow a SOA or LSMS to recover data ONLY in recovery mode.





Req 2       Recovery Restriction Tunable Parameter


NPAC SMS shall provide a Regional Recovery Restriction in Recovery Mode Only tunable parameter which is defined as an indicator on whether or not the restriction of recovery requests only is allowed while in recovery mode is supported by the NPAC SMS for a particular NPAC Region.





Req 3       Recovery Restriction Tunable Parameter Default


NPAC SMS shall default the Regional Recovery Restriction in Recovery Mode Only tunable parameter to TRUE.





Req 4       Recovery Restriction Tunable Parameter Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Regional Recovery Restriction in Recovery Mode Only tunable parameter.











IIS, section 5.2.1.9, add the following text:


All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).





IIS, section 5.3.4, change the following text:


Service Provider and Notification All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).











GDMO, lnpDownload notification, add the following text in the behavior section:


All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).





Dec 05 – moved to Accepted per LNPAWG discussion.

















			NANC 415


			NeuStar 12/1/06


			SIP and H.323 URIs in the NPAC





Business Need:


Refer to separate document (last update Dec ’06).








			TBD


			TBD


			Func Backward Compatible:  YES











			Low


			Med





			NANC 417


			Syniverse 12/18/06


			Provide record count(s) for BDD Files and Delta BDD Files





Business Need:


Refer to separate document (last update Mar ’07).








			TBD


			FRS


			Func Backward Compatible:  TBD














			Low


			Low





			NANC 419


			AT&T





3/15/07


			User Prioritization of Recovery-Related Notifications





Business Need:


The existing NPAC Notification Priority process only allows a certain type of notification to have a different priority from another type.  Using this method, however, SOAs cannot distinguish between the reasons for a certain type of notification.  For example, a Status Attribute Value Change notification could indicate that all LSMSs successfully responded and a pending SV is moving to active, or it could indicate that a discrepant LSMS has just completed recovery and a partial-failure SV is moving to active.





As a result, an SP that is recovering SVs could cause the activating SOA to experience unintended delays in receiving notifications for different activities because the recovery process generates its own set of notifications.  This unintended delay could happen hours after the initial activity, when the SOA is otherwise relatively lightly loaded, causing confusion to the SOA users.








			


			


			Func Backward Compatible:  TBD





Develop a mechanism that further defines certain notifications as initiated by regular activity versus recovery activity.  With this change order the two instances would be differentiated, and an SP could indicate a different prioritization for one versus the other.





May ’07 APT:


The business need/scenario was explained during the APT meeting, with agreement from the group that the text captured the current business need.  The group also agreed to recommend acceptance of this change order by the LNPAWG.  The CMA will add additional text to this change order, then send out prior to the Jun ’07 LNPAWG con call, with a recommendation of approval from the APT.





Example of current notification:


Notification -- L-11.0 A1 SV SAVC Activates to new SP priority.


Definition -- When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast.








			Med


			None / None





			NANC 419 (con’t)


			Proposed Resolution:


Add a new scenario to the list of notification priorities (42 listed in the FRS, Appendix C).  The new one will be specific to notifications generated as a result of recovery requests (not to be confused with notification recovery).  This will allow notifications generated where the reason is recovery to have a lower priority than the same notification generated where the reason is a SOA GUI user working real-time with a customer request.





In the example above, notification L-11.0 A1 would have a lower priority in a recovery-related SV activate scenario where one LSMS failed the initial SV activate download, but successfully recovered that SV activate download at a later time, whereas a different instance of notification L-11.0 A1 would have a higher priority in a regular SV activate scenario where all LSMSs successfully processed the SV activate download.





Jun ’07 LNPAWG con call:


The change order was accepted by the LNPAWG during the call.  Detailed requirements will begin to be developed.





Jul ’07 LNPAWG meeting:


Upon further discussion, it was agreed that instead of just one new notification that would be generated as a result of a recovery request, the type of activity (activate, modify, disconnect) should also be accounted for in the proposed solution.  The group will discuss the complexity of different types of activity, and whether this is needed and/or confusing to manage.  With this new ability to “change the order”, the issue of out-of-sequence notifications needs to be discussed as well.





The attached document describes the proposed new notifications in blue.  These will be discussed during the Sep ’07 LNPAWG meeting.











Sep ’07 LNPAWG meeting:


All participants were not available to discuss this at this time.  Discussion will carry forward into the Nov ’07 meeting.





Nov ’07 LNPAWG meeting:


After a brief discussion, it was agreed that no solid business case could be identified for keeping this at the “type of activity” level, so instead of one each for activate, modify, and disconnect, just a single recovery notification will be used for all three types.








			NANC 423


			VeriSign





9/11/07


			Low Tech Interface (LTI) Transaction Filter





Business Need:


(PIM 64) – Currently, when a SPID has both LTI & SOA connectivity/usage, LTI generated transactions are broadcast to their respective SOA as well.  This potentially creates more work for the SOA when receiving unwanted LTI data.  This change order requests functionality that filters out or eliminates unwanted LTI transaction data broadcast to the SOA.  Should the need arise to see this data in the SOA it could be obtained via an Audit-in activity.





Nov ’07 LNPAWG, discussion:


Clarification was provided by VeriSign on the specific situation, whereby the LTI is used for a specific SPID that only uses the LTI for half their users, and the SOA for the other half of those users.  The ones initiated from the LTI would use this indicator to determine whether or not to send transactions to the SOA.


			


			


			Func Backward Compatible:  Yes





The NPAC SMS would add a tunable parameter to the SPID-level customer profile that could be set to allow the suppression of LTI initiated transactions to the respective SOA.





Req 1 – Service Provider SOA LTI Transaction Indicator


NPAC SMS shall provide a Service Provider SOA LTI Transaction Flag Indicator tunable parameter which defines whether a SOA will receive/not-receive LTI-generated transactions over their SOA connection.


Req 2 – Service Provider SOA LTI Transaction Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA LTI Transaction Flag Indicator tunable parameter.


Req 3 – Service Provider SOA LTI Transaction Indicator Usage


NPAC SMS shall send LTI-generated transactions over the SOA connection only when the Service Provider SOA LTI Transaction Flag Indicator tunable parameter is set to TRUE.


			Med


			None-Low / None





			NANC 425


			LNPA WG





9/12/07


			Large Volume Port Transactions and SOA Throughput Using Message Efficiency (son of NANC 397)





Business Need:


Review the Sep ’07 meeting discussion in NANC 397.  Going forward, discussion of everything outside of the 25K/hr increase will be documented in this change order





Nov ’07 LNPAWG, discussion:


After some initial discussion on the various options of NANC 397 that have moved into NANC 425, the group questioned the need to continue looking into this change order when 397 will meet the performance needs.  The group agreed to let 425 go dormant for now, and will bring up in the future if necessary.





			


			


			Func Backward Compatible:  TBD








			N/A


			N/A / N/A





			NANC 431


			LNPA WG





3/12/08


			URI Fields (PoC)





Business Need:


Refer to separate document (last update Mar ’08).





			


			


			Func Backward Compatible:  Yes





Mar ’08 LNPAWG, discussion:


With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.

















			Low


			Med / Med-High (new down-stream inter-face).  After first one, next one is Low.





			NANC 432


			LNPA WG





3/12/08


			URI Fields (Presence)





Business Need:


Refer to separate document (last update Mar ’08).





			


			


			Func Backward Compatible:  Yes





Mar ’08 LNPAWG, discussion:


With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.

















			Low


			Med / Med-High (new down-stream inter-face).  After first one, next one is Low.





			NANC 437


			Telcordia





1/8/09


			Multi-Vendor NPAC SMS Solution





Business Need:


Refer to separate document.











			


			


			Func Backward Compatible:  TBD





Jan ’09 LNPAWG, discussion:


A walk-thru of the proposed solution took place.  Telcordia will be providing addition information prior to the Mar ’09 LNPAWG meeting.





Mar ’09 LNPAWG, discussion:


A walk-thru of some of the documents provided in Feb were reviewed.  Further review will take place during the Apr con call, and the May face-to-face mtgs.





May ’09 – Jul ‘10 LNPAWG, discussion:


The group has continued reviews during the monthly mtgs.





			TBD


			TBD





			NANC 444


			Neustar





3/16/11


			LTI Enhancements





Business Need:


Refer to separate document.











			


			


			Func Backward Compatible:  Yes





Mar ’11 LNPAWG, discussion:


A walk-thru of the proposed change order took place.  The group accepted the change order.





			TBD


			TBD





			NANC 446


			Neustar





7/12/11


			Pending SV Interference





Business Need:


Refer to separate document.











			


			


			Func Backward Compatible:  Yes





Jul ’11 LNPAWG, discussion:


A walk-thru of the proposed change order took place.  The group accepted the change order.





			TBD


			TBD
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			NPAC


			SOA LSMS





			NANC 445


			Neustar 6/22/11


			Doc-Only Change Order: FRS Updates





Business Need:


Update the current documentation to be consistent and reflect the current behavior.





1. 


 Update Appendix E, BDD Files to clarify Optional Data (when included, where placed).




			


			


			Func Backward Compatible:  YES





Update the FRS.





			None


			None / None





			


			


			


			


			


			


			


			





			


			


			


			


			


			


			


			











[bookmark: _Toc300052224][bookmark: _Toc445026502]
Current Development Release Change Orders


			Current Development Release Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort
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			NPAC


			SOA LSMS
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			NANC 372 – SOA/LSMS Interface Protocol Alternatives


NANC 382 – “Port-Protection” System


NANC 390 – New Interface Confirmation Messages SOA/LSMS – to - NPAC


NANC 400 – URI Fields


NANC 401 – Separate LSMS Association for OptionalData Fields


NANC 403 –Only allow Recovery Messages to be sent during Recovery


NANC 415 – SIP and H.323 URIs in the NPAC


NANC 417 – Provide record count(s) for BDD Files and Delta BDD Files


NANC 419 – User Prioritization of Recovery-Related Notifications


NANC 423 – Low Tech Interface (LTI) Transaction Filter


NANC 425 – Large Volume Port Trans and SOA Throughput Using Message Efficiency (son of NANC 397)


NANC 431 – URI Fields (PoC)
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NANC 437 – Multi-Vendor NPAC SMS Solution


NANC 444 – LTI Enhancements


NANC 446 – Pending SV Interference
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nanc390_gdmo.txt


MODIFIED:



-- 2.0 LNP Local SMS Managed Object Class



lnpLocalSMS MANAGED OBJECT CLASS

    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;

    CHARACTERIZED BY

        lnpLocalSMS-Pkg;

    CONDITIONAL PACKAGES

        applicationLevelHeartBeatPkg PRESENT IF

                 !the object is instantiated on the Local SMS!,

        swimProcessing-RecoveryResultsPkg PRESENT IF

                 !the Local SMS supports SWIM Recovery!,

		lnpProcessedMsgPkg PRESENT IF

            !the object is instantiated on the Local SMS!;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 2};





-- 12.0 LNP NPAC SMS Managed Object Class



lnpNPAC-SMS MANAGED OBJECT CLASS

    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;

    CHARACTERIZED BY

        lnpNPAC-SMS-Pkg,

        lnpRecoveryCompletePkg,

        lnpNotificationRecoveryPkg;

    CONDITIONAL PACKAGES

        applicationLevelHeartBeatPkg PRESENT IF

            !the object is instantiated on the NPAC SMS!,

	lnpProcessedMsgPkg PRESENT IF

            !the object is instantiated on the NPAC SMS!,

	lnpDeletePkg PRESENT IF

            !the object is instantiated on the NPAC SMS!;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 12};





-- 14.0 LNP Subscriptions Managed Object Class



lnpSubscriptions MANAGED OBJECT CLASS

    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;

    CHARACTERIZED BY

        lnpSubscriptionsPkg,

        subscriptionVersionLocalSMS-CreatePkg;

    CONDITIONAL PACKAGES

    lnpDownloadPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionOldSP-CreatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionNewSP-CreatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionDisconnectPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionModifyPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionActivatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionCancelPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionOldSP-CancellationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionNewSP-CancellationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRemoveFromConflictPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    numberPoolBlock-CreatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeStatusAttributeValueChangePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeAttributeValueChangePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeObjectCreationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeDonorSP-CustomerDisconnectDatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeCancellationAcknowledgePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeNewSP-CreateRequestPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeOldSP-ConcurrenceRequestPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeOldSPFinalConcurrenceWindowExpirationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeNewSP-FinalCreateWindowExpirationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

--

-- Packages for the sister ACTIONs with error codes

--

    subscriptionVersionActivateWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionCancelWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionNewSP-CancellationWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRemoveFromConflictWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionOldSP-CancellationWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,



--  NANC390

    subscriptionVersionLocalSMS-CreateWithActionIdPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 14};





-- 27.0 LNP SOA Managed Object Class



lnpSOA MANAGED OBJECT CLASS

    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;

    CHARACTERIZED BY

        lnpSOA-Pkg;

    CONDITIONAL PACKAGES

        applicationLevelHeartBeatPkg PRESENT IF

                 !the object is instantiated on the SOA!,

        swimProcessing-RecoveryResultsPkg PRESENT IF

                 !the SOA supports SWIM Recovery!,

	lnpProcessedMsgPkg PRESENT IF

			!the object is instantiated on the SOA!;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 27};















NEW:



subscriptionVersionLocalSMS-CreateWithActionIdPkg PACKAGE

    BEHAVIOUR subscriptionVersionLocalSMS-CreateWithActionIdPkgBehavior;

    ACTIONS

        subscriptionVersionLocalSMS-CreateWithActionId;

    REGISTERED AS {LNP-OIDS.lnp-package 59};



subscriptionVersionLocalSMS-CreateWithActionIdPkgBehavior BEHAVIOUR

    DEFINED AS !

        This package provides for including the

        subscriptionVersionLocalSMS-CreatWithActionId action.

	!;



lnpProcessedMsgPkg PACKAGE

    BEHAVIOUR lnpProcessedMsgPkgBehavior;

    ACTIONS

         lnpProcessedMsg;

    REGISTERED AS {LNP-OIDS.lnp-package 60};



lnpProcessedMsgPkgBehavior BEHAVIOUR

    DEFINED AS !

        This package provides for conditionally including the

        lnpProcessedMsgPkg action.

	!;



lnpDeletePkg PACKAGE

    BEHAVIOUR lnpDeletePkgBehavior;

    ACTIONS

         lnpDelete;

    REGISTERED AS {LNP-OIDS.lnp-package 61};



lnpDeletePkgBehavior BEHAVIOUR

    DEFINED AS !

        This package provides for conditionally including the

        lnpDelete action.

    !;



lnpProcessedMsg ACTION

    BEHAVIOUR

        lnpProcessedMsgDefinition,

        lnpProcessedMsgBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.ProcessedMsgAction;

    WITH REPLY SYNTAX LNP-ASN1.ProcessedMsgReply;

    REGISTERED AS {LNP-OIDS.lnp-action 22};



lnpProcessedMsgDefinition BEHAVIOUR

    DEFINED AS !

        The lnpProcessedMsg action is used by NPAC SMS, SOA and Local SMS

		to process requests asynchronously and send the processing results 

		in a generic M-ACTION.

    !;



lnpProcessedMsgBehavior BEHAVIOUR

    DEFINED AS !

        Preconditions: This action is used by any of the NPAC SMS, SOA 

		and Local SMS for service providers supporting a generic M-ACTION to

		respond to incoming requests.



        Postconditions: After this action has been responded by the peer system, the

		receiving side must perform all required processing that would be performed

		when an M-ACTION response was received on system not supporting lnpProcessedMsg ACTION.

	!;



subscriptionVersionLocalSMS-CreateWithActionId ACTION

    BEHAVIOUR

        subscriptionVersionLocalSMS-CreateWithActionIdDefinition,

        subscriptionVersionLocalSMS-CreateWithActionIdBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.LocalSMS-CreateAction;

    WITH REPLY SYNTAX LNP-ASN1.LocalSMS-CreateReplyWithActionId;

    REGISTERED AS {LNP-OIDS.lnp-action 23};



subscriptionVersionLocalSMS-CreateWithActionIdDefinition BEHAVIOUR

    DEFINED AS !

        The subscriptionVersionLocalSMS-CreateWithActionId action is the action that is 

        used by the NPAC SMS to create multiple subscription versions via the

        Local SMS to NPAC SMS interface and with immediate conformation. The actual processing

		results are returned with lnpProcessedMsg ACTION.

    !;



subscriptionVersionLocalSMS-CreateWithActionIdBehavior BEHAVIOUR

    DEFINED AS !

		This action is the sister action for the subscriptionVersionLocalSMS-CreateWithAction.

		The difference is that the actual processing results are returned with an 

		lnpProcessedMsg ACTION after an immediate response is sent to the ACTION request.

	!;



lnpDelete ACTION

    BEHAVIOUR

        lnpDeleteDefinition,

        lnpDeleteBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.DeleteAction;

    WITH REPLY SYNTAX LNP-ASN1.DeleteReply;

    REGISTERED AS {LNP-OIDS.lnp-action 24};



lnpDeleteDefinition BEHAVIOUR

    DEFINED AS !

        The lnpDelete action is used by SOA and Local SMS

		to delete object instances on NPAC except for the SVs.

    !;



lnpDeleteBehavior BEHAVIOUR

    DEFINED AS !

        Preconditions: This action can be used by Local SMS, and SOA 

		for service providers supporting a generic M-ACTION to

		respond incoming requests.



        Postconditions: After this action has been responded by the peer system, the

		receiving side must perform all required processing that would be performed

		when an M-ACTION response was received on system not supporting 

		lnpProcessedMsg ACTION.

	!;
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IMPORTS



-- CMIP

 ObjectClass, ObjectInstance, EventReportResult, GetResult, SetResult, CreateResult

        FROM CMIP-1 {joint-iso-ccitt ms(9) cmip(1) modules(0) protocol(3)}





CreateResultWithActionId ::= SEQUENCE {

    create-result [0] SET OF CreateResult OPTIONAL,

    actionId      [1] INTEGER OPTIONAL

}





DeleteAction::= SEQUENCE {

	objectType ENUMERATED {

	    audit          (0),

	    lrn            (1),

	    npa-nxx        (2),

	    npa-nxx-filter (3)

	},

	object-version-id [1] SET OF LnpKey

}



DeleteReply ::= SEQUENCE {

    status [0] ENUMERATED {

       success (0),

       failed (1),

       soa-not-authorized (2),

       no-version-found(3),

       invalid-data-values (4)

   },

   object-version-id [1] SET OF LnpKey OPTIONAL,

   error-code [2] LnpSpecificErrorCode OPTIONAL,

   actionId   [3] INTEGER OPTIONAL

}





DisconnectReply ::= SEQUENCE {

    status     [1] SubscriptionVersionActionReply,

    version-id [2] SET OF SubscriptionVersionId OPTIONAL,

    error-code [3] LnpSpecificErrorCode OPTIONAL, -- present if status not success

    actionId   [4] INTEGER OPTIONAL

}



EventReportResultWithActionId ::= SEQUENCE {

    event-report-result [0] SET OF EventReportResult OPTIONAL,

    actionId            [1] INTEGER OPTIONAL

}



GetResultWithActionId ::= SEQUENCE {

    get-result  [0] SET OF GetResult OPTIONAL,

    actionId    [1] INTEGER OPTIONAL

}





LocalSMS-CreateReplyWithActionId ::= ResultsStatusWithActionId



ModifyReply ::= SEQUENCE {

    status       [1] SubscriptionVersionActionReply,

    invalid-data [2] SubscriptionModifyInvalidData OPTIONAL,

    error-code   [3] LnpSpecificErrorCode OPTIONAL,  -- present if status not success

    actionId     [4] INTEGER OPTIONAL

}







NewSP-CreateReply ::= SEQUENCE {

    status       [0] SubscriptionVersionActionReply,

    invalid-data [1] NewSP-CreateInvalidData OPTIONAL,

    error-code   [2] LnpSpecificErrorCode OPTIONAL,  -- present if status not success

    actionId     [3] INTEGER OPTIONAL

}





NumberPoolBlock-CreateReply ::= SEQUENCE {

    block-id [0] BlockId,

    status [1] ENUMERATED {

       success (0),

       failed (1),

       soa-not-authorized (2),

       no-npa-nxx-x-found (3),

       invalid-data-values (4),

       number-pool-block-already-exists (5),

       prior-to-effective-date (6),

       invalid-subscription-versions (7)

   },

   block-invalid-values [2] NumberPoolBlock-CreateInvalidData OPTIONAL,

   error-code [3] LnpSpecificErrorCode OPTIONAL, -- present if status not success

   actionId   [4] INTEGER OPTIONAL

}





OldSP-CreateReply ::= SEQUENCE {

    status       [0] SubscriptionVersionActionReply,

    invalid-data [1] OldSP-CreateInvalidData OPTIONAL,

    error-code   [2] LnpSpecificErrorCode OPTIONAL,  -- present if status not success

    actionId     [3] INTEGER OPTIONAL

}



ProcessedMsgAction ::= SEQUENCE {

    status ENUMERATED {

        success (0),

        failed (1),

		more-data (2)

    },

	replydata CHOICE {

	    download-reply                                  [0] DownloadReply,

		recovery-complete-reply                         [1] RecoveryCompleteReply,

		disconnect-reply                                [2] DisconnectReply,

		localsms-create-reply                           [3] LocalSMS-CreateReplyWithActionId,

		modify-reply                                    [4] ModifyReply,

		newsp-create-reply                              [5] NewSP-CreateReply,

		oldsp-create-reply                              [6] OldSP-CreateReply,

		network-notification-recovery-reply             [7] NetworkNotificationRecoveryReply,

		number-poolblock-create-reply		        [8] NumberPoolBlock-CreateReply,

		activate-reply-with-error-code                  [9] ActivateReplyWithErrorCode,

		cancel-reply-with-error-code                   [10] CancelReplyWithErrorCode,

		cancellation-acknowledge-reply-with-error-code [11] CancellationAcknowledgeReplyWithErrorCode,

		remove-from-conflict-reply-with-error-code     [12] RemoveFromConflictReplyWithErrorCode,

		swim-processing-recovery-response              [13] SwimProcessing-RecoveryResponse,

		event-report-result                            [14] EventReportResultWithActionId,

		get-result                                     [15] GetResultWithActionId,

		set-result                                     [16] SetResultWithActionId,

		create-result                                  [17] CreateResultWithActionId,

		delete-result                                  [18] DeleteReply

	} OPTIONAL,

	sequence-number [30] INTEGER OPTIONAL,

    	error-code      [31] LnpSpecificErrorCode OPTIONAL					  

}



ProcessedMsgReply ::= SEQUENCE {

    status ENUMERATED {

        success (0),

        failed (1)

    },

    actionId        [1] INTEGER OPTIONAL,

    sequence-number [2] INTEGER OPTIONAL					   

}



RecoveryCompleteReply ::= SEQUENCE {

    status ResultsStatus,

    subscriber-data [1] SubscriptionDownloadData OPTIONAL,

    network-data [2] NetworkDownloadData OPTIONAL,

    block-data [3] BlockDownloadData OPTIONAL,

    error-code [4] LnpSpecificErrorCode OPTIONAL, -- present if status not success

    actionId   [5] INTEGER OPTIONAL

}





ResultsStatusWithActionId ::=  SEQUENCE {

	status ResultsStatus,

	actionId   [1] INTEGER OPTIONAL

}





SetResultWithActionId ::= SEQUENCE {

    set-result [0] SET OF SetResult OPTIONAL,

    actionId   [1] INTEGER OPTIONAL

}



SubscriptionVersionActionReplyWithErrorCode ::= SEQUENCE {

    status     [1] SubscriptionVersionActionReply,

    error-code [2] LnpSpecificErrorCode OPTIONAL, -- present if status not success

    actionId   [3] INTEGER OPTIONAL

}





SwimProcessing-RecoveryResponse ::= SEQUENCE {

    status                [0] SwimResultsStatus,

    error-code            [1] LnpSpecificErrorCode OPTIONAL, -- present if status not success

    stop-date         [2] GeneralizedTime OPTIONAL, -- present if SWIM data collection turned off

    additionalInformation [3] AdditionalInformation OPTIONAL,

    actionId              [4] INTEGER OPTIONAL

}
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Origination Date:  01/05/05




Originator:  NeuStar



Change Order Number:  NANC 400




Description:  URI Fields




Cumulative SP Priority, Weighted Average:  N/A




Functionally Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT




				FRS



				IIS



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				Y



				Y



				Y



				Y



				Y



				Y



				Y











Business Need:




Voice URI Field




No solution currently exists to address the issue of industry-wide distribution of IP end-point addressing information for IP-based Voice service.  No solution addresses portability of such service.  A call originating from one provider’s IP service typically has no information as to whether the dialed TN’s service is IP-based or not, nor what its address is, forcing the use of the PSTN as an intermediary between IP networks.  This need not be the case.  Look up databases are not the issue, as many methods of looking up the data exist.  Typically, VoIP providers
 have their own intra-network look up capability in order to terminate calls.  The issue lies in the availability of a sharing and distribution mechanism for TN-level routing information between all interested service providers.  The provisioning and distributing of routing information is the precise charter of the NPAC for all ported and pooled TNs.




It so happens that today, the vast majority of TNs using IP-based Voice service involve an NPAC transaction (existing TNs migrating to VoIP are ported, new assignments are typically taken from a pooled block).  The ability for IP-based SPs to share routing data associated with a ported or pooled TN surely will be desired (it is on the “to do” list of IP-groups within many SPs offering or planning to offer VoIP service).  The addition of a Voice URI and the various URIs below, because the URIs are merely addressing information, is directly analogous to adding DPC and SSN information to ported and pooled TNs.  The addition of the URI fields described in this change order is unlikely to cause additional NPAC activates, because the fields are intended for numbers that would be ported or pooled anyway.  This is therefore the most cost effective method of provisioning IP look up engines (in whatever flavor they happen to take) with URI information relating to a ported or pooled TN.




The addition of these URI fields to the NPAC also benefits the industry in that it inherently coordinates and synchronizes the update of the SS7-based number portability look up databases with that of the IP-based look up databases.  Should the updates not be synchronized, service could be affected for an indeterminate amount of time.




Multimedia Media Messaging Service (MMS), Push to Talk Over Cellular (PoC) & Presence URI Fields:




There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of these three fields will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  As indicated above, these IP-service routing fields are in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).




Description of Change:




The NPAC/SMS will provide the ability to provision Voice, MMS, PoC and Presence URIs for each SV and Pooled Block record.




This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.




These fields shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.




These fields will be supported across the interface on an opt-in basis only and will be functionally backward compatible.




The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.



Major points/processing flow/high-level requirements:




This change order proposes to add new fields to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of these fields.  These new fields will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.




Requirements:




Section 1.2, NPAC SMS Functional Overview




Add a new section that describes the functionality of the Voice/MMS/PoC/Presence URI (Uniform Resource Identifier) Fields (Optional Data).  See description of Change above.




Section 3.1, NPAC SMS Data Models




Add new attribute for the Voice/MMS/PoC/Presence URI (Uniform Resource Identifier) Fields (Optional Data).  See below:




				NPAC CUSTOMER DATA MODEL







				Attribute Name



				Type (Size) 



				Required



				Description







				[snip]



				



				



				







				NPAC Customer SOA Voice URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports Voice URI information from the NPAC SMS to their SOA.  The Voice URI is the network address to the Service Provider’s gateway for voice service.




The default value is False.







				NPAC Customer LSMS Voice URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports Voice URI information from the NPAC SMS to their LSMS.  The Voice URI is the network address to the Service Provider’s gateway for voice service.




The default value is False.







				NPAC Customer SOA MMS URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports MMS URI information from the NPAC SMS to their SOA.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.




The default value is False.







				NPAC Customer LSMS MMS URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports MMS URI information from the NPAC SMS to their LSMS.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.




The default value is False.







				NPAC Customer SOA PoC URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their SOA.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.




The default value is False.












				NPAC Customer LSMS PoC URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their LSMS.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.




The default value is False.







				NPAC Customer SOA Presence URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their SOA.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.




The default value is False.







				NPAC Customer LSMS Presence URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their LSMS.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.




The default value is False.







				[snip]



				



				



				











Table 3-2 NPAC Customer Data Model




				Subscription Version Data MODEL







				Attribute Name



				Type (Size)



				Required



				Description







				[snip]



				



				



				







				Voice URI



				C (255)



				



				Voice URI for Subscription Version.




This field may only be specified if the service provider SOA supports Voice URI.  The Voice URI is the network address to the Service Provider’s gateway for voice service.







				MMS URI



				C (255)



				



				MMS URI for Subscription Version.




This field may only be specified if the service provider SOA supports MMS URI.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.







				PoC URI



				C (255)



				



				PoC URI for Subscription Version.




This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.







				Presence URI



				C (255)



				



				Presence URI for Subscription Version.




This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.







				[snip]



				



				



				











Table 3‑6 Subscription Version Data Model




				number pooling block hoder information Data MODEL







				Attribute Name



				Type (Size)



				Required



				Description







				[snip]



				



				



				







				Voice URI



				C (255)



				



				Voice URI for Number Pool Block.




This field may only be specified if the service provider SOA supports Voice URI.  The Voice URI is the network address to the Service Provider’s gateway for voice service.







				MMS URI



				C (255)



				



				MMS URI for Number Pool Block.




This field may only be specified if the service provider SOA supports MMS URI.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.







				PoC URI



				C (255)



				



				PoC URI for Number Pool Block.




This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.







				Presence URI



				C (255)



				



				Presence URI for Number Pool Block.




This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.







				[snip]



				



				



				











Table 3‑8 Number Pooling Block Holder Information Data Model




R3-7.2 
Administer Mass update on one or more selected Subscription Versions




NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, Voice URI (if the requesting SOA supports Voice URI data), MMS URI (if the requesting SOA supports MMS URI data), PoC URI (if the requesting SOA supports PoC URI data), Presence URI (if the requesting SOA supports Presence URI data), Billing ID, End User Location Type or End User Location Value.




RR3-210
Block Holder Information Mass Update – Update Fields




NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Voice URI (if the requesting SOA supports Voice URI data), MMS URI (if the requesting SOA supports MMS URI data), PoC URI (if the requesting SOA supports PoC URI data), Presence URI (if the requesting SOA supports Presence URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)




R3‑8
Off-line batch updates for Local SMS Disaster Recovery




NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.




The contents of the batch download are:




· Subscriber data:




· [snip]




· Voice URI (for Local SMSs that support Voice URI data)




· MMS URI (for Local SMSs that support MMS URI)




· PoC URI (for Local SMSs that support PoC URI)




· Presence URI (for Local SMSs that support Presence URI data)




· [snip]




· Block Data




· [snip]




· Voice URI (for Local SMSs that support Voice URI data)




· MMS URI, (for Local SMSs that support MMS)




· PoC URI, (for Local SMSs that support PoC URI data)




· Presence URI (for Local SMSs that support Presence URI data)




· [snip]




RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).




[snip]




Voice URI (if supported by the Block Holder SOA)




MMS URI (if supported by the Block Holder SOA)




PoC URI (if supported by the Block Holder SOA)




Voice URI, MMS URI, PoC URI, Presence URI (if supported by the Block Holder SOA)




RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)




[snip]




Voice URI (if supported by the Block Holder SOA)




MMS URI (if supported by the Block Holder SOA)




PoC URI (if supported by the Block Holder SOA)




Presence URI (if supported by the Block Holder SOA)




RR3-157
Modification of Number Pooling Block Holder Information – Routing Data




NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and Voice URI/MMS URI/PoC URI/Presence URI fields (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)




R4-8
Service Provider Data Elements



NPAC SMS shall require the following data if there is no existing Service Provider data:




[snip]




NPAC Customer SOA Voice URI Indicator




NPAC Customer LSMS Voice URI Indicator




NPAC Customer SOA MMS URI Support Indicator




NPAC Customer LSMS MMS URI Support Indicator




NPAC Customer SOA PoC URI Support Indicator




NPAC Customer LSMS PoC URI Support Indicator




NPAC Customer SOA Presence URI Support Indicator




NPAC Customer LSMS Presence URI Support Indicator




R5‑16
Create Subscription Version - New Service Provider Optional input data




NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:




· [snip]




· Voice URI (if supported by the Service Provider SOA)




· MMS URI (if supported by the Service Provider SOA)




· PoC URI (if supported by the Service Provider SOA)




· Presence URI (if supported by the Service Provider SOA)




R5‑18.1
Create Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:




· [snip]




· Voice URI (if supported by the Service Provider SOA)




· MMS URI (if supported by the Service Provider SOA)




· PoC URI (if supported by the Service Provider SOA)




· Presence URI (if supported by the Service Provider SOA)




RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data




NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:




· [snip]




· Voice URI (if supported by the Service Provider SOA)




· MMS URI (if supported by the Service Provider SOA)




· PoC URI (if supported by the Service Provider SOA)




· Presence URI (if supported by the Service Provider SOA)




RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:




· [snip]




· Voice URI (if supported by the Service Provider SOA)




· MMS URI (if supported by the Service Provider SOA)




· PoC URI (if supported by the Service Provider SOA)




· Presence URI (if supported by the Service Provider SOA)




R5‑27.1
Modify Subscription Version - New Service Provider Data Values




NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:




· [snip]




· Voice URI (if supported by the Service Provider SOA)




· MMS URI (if supported by the Service Provider SOA)




· PoC URI (if supported by the Service Provider SOA)




· Presence URI (if supported by the Service Provider SOA)




R5‑28
Modify Subscription Version - New Service Provider Optional input data.




NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:




· [snip]




· Voice URI (if supported by the Service Provider SOA)




· MMS URI (if supported by the Service Provider SOA)




· PoC URI (if supported by the Service Provider SOA)




· Presence URI (if supported by the Service Provider SOA)




R5‑29.1
Modify Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.




· [snip]




· Voice URI (if supported by the Service Provider SOA)




· MMS URI (if supported by the Service Provider SOA)




· PoC URI (if supported by the Service Provider SOA)




· Presence URI (if supported by the Service Provider SOA)




R5‑36
Modify Active Subscription Version - Input Data




NPAC SMS shall allow the following data to be modified for an active Subscription Version:




· [snip]




· Voice URI (if supported by the Service Provider SOA)




· MMS URI (if supported by the Service Provider SOA)




· PoC URI (if supported by the Service Provider SOA)




· Presence URI (if supported by the Service Provider SOA)




R5‑37
Active Subscription Version - New Service Provider Optional input data.




NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:




· [snip]




· Voice URI (if supported by the Service Provider SOA)




· MMS URI (if supported by the Service Provider SOA)




· PoC URI (if supported by the Service Provider SOA)




· Presence URI (if supported by the Service Provider SOA)




R5‑38.1
Modify Active Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:




· [snip]




· Voice URI (if supported by the Service Provider SOA)




· MMS URI (if supported by the Service Provider SOA)




· PoC URI (if supported by the Service Provider SOA)




· Presence URI (if supported by the Service Provider SOA)




R5-74.3
Query Subscription Version - Output Data




NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:




· [snip]




· Voice URI (if supported by the Service Provider SOA)




· MMS URI (if supported by the Service Provider SOA)




· PoC URI (if supported by the Service Provider SOA)




· Presence URI (if supported by the Service Provider SOA)




R5-74.4
Query Subscription Version - Output Data




NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:




· [snip]




· Voice URI (if supported by the Service Provider LSMS)




· MMS URI (if supported by the Service Provider LSMS)




· PoC URI (if supported by the Service Provider LSMS)




· Presence URI (if supported by the Service Provider LSMS)




RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version




NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)




· [snip]




· Voice URI (Value set to same field as Block)




· MMS URI (Value set to same field as Block)




· PoC URI (Value set to same field as Block)




· Presence URI (Value set to same field as Block)




Req 1 – Service Provider SOA Voice URI Edit Flag Indicator




NPAC SMS shall provide a Service Provider SOA Voice URI Edit Flag Indicator tunable parameter which defines whether a SOA supports Voice URI.




Req 2 – Service Provider SOA Voice URI Edit Flag Indicator Default




NPAC SMS shall default the Service Provider SOA Voice URI Edit Flag Indicator tunable parameter to FALSE.




Req 3 – Service Provider SOA Voice URI Edit Flag Indicator Modification




NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Voice URI Edit Flag Indicator tunable parameter.



Req 4 – Service Provider LSMS Voice URI Edit Flag Indicator




NPAC SMS shall provide a Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports Voice URI.




Req 5 – Service Provider LSMS Voice URI Edit Flag Indicator Default




NPAC SMS shall default the Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter to FALSE.




Req 6 – Service Provider LSMS Voice URI Edit Flag Indicator Modification




NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter.



Req 1.1 through 6.1 same as Req 1 through 6.  Replace “Voice URI” with “MMS URI”.




Req 1.2 through 6.2 same as Req 1 through 6.  Replace “Voice URI” with “PoC URI”.




Req 1.3 through 6.3 same as Req 1 through 6.  Replace “Voice URI” with “Presence URI”.



Req 7
Activate Subscription Version - Send Voice URI to Local SMSs




NPAC SMS shall, for a Service Provider that supports Voice URI, send the Voice URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.



Req 7.1 same as Req 7.  Replace “Voice URI” with “MMS URI”.




Req 7.2 same as Req 7.  Replace “Voice URI” with “PoC URI”.




Req 7.3 same as Req 7.  Replace “Voice URI” with “Presence URI”.




Req 8
Activate Number Pool Block - Send Voice URI to Local SMSs




NPAC SMS shall, for a Service Provider that supports Voice URI, send the Voice URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.



Req 8.1 same as Req 8.  Replace “Voice URI” with “MMS URI”.




Req 8.2 same as Req 8.  Replace “Voice URI” with “PoC URI”.




Req 8.3 same as Req 8.  Replace “Voice URI” with “Presence URI”.




Req 9
Audit for Support of Voice URI




NPAC SMS shall audit the Voice URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports Voice URI.



Req 9.1 same as Req 9.  Replace “Voice URI” with “MMS URI”.




Req 9.2 same as Req 9.  Replace “Voice URI” with “PoC URI”.




Req 9.3 same as Req 9.  Replace “Voice URI” with “Presence URI”.




Appendix B – Glossary




URI – Uniform Resource Identifier




Appendix E – Bulk Data Download File Examples.




NOTE:  If a Service Provider supports Voice URI, MMS URI, PoC URI, or Presence URI, the format of the Bulk Data Download file will contain delimiters for all four attributes.




				Explanation of the fields in the subscription download file







				Field Number



				Field Name



				Value in Example







				1



				Version Id 



				0000000001







				[snip]



				



				







				999



				Voice URI



				Not present if LSMS or SOA does not support the Voice URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				999



				MMS URI



				Not present if LSMS or SOA does not support the MMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				999



				PoC URI



				Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				999



				Presence URI



				Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				



				



				











Table E- 1 -- Explanation of the Fields in The Subscription Download File




				Explanation of the fields in the Block download file







				Field Number



				Field Name



				Value in Example







				1



				Block  Id 



				1







				[snip]



				



				







				999



				Voice URI



				Not present if LSMS or SOA does not support the Voice URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				999



				MMS URI



				Not present if LSMS or SOA does not support the MMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				999



				PoC URI



				Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				999



				Presence URI



				Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				



				



				











Table E- 6 -- Explanation of the Fields in The Subscription Download File




IIS




Addition to the current IIS flow descriptions that relate to SV and NPB attributes.




Flow B.4.4.1 – Number Pool Block Create/Activate by SOA




Flow B.4.4.2 – Number Pool Block Create by NPAC SMS




Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS




Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA




If the “SOA Supports Voice URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:




Voice URI



If the “SOA Supports MMS URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:




MMS URI



If the “SOA Supports PoC URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:




PoC URI



If the “SOA Supports Presence URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:




Presence URI



Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)




Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)




Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port




[snip]




The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:




[snip]




Voice URI – if supported by the Service Provider SOA




MMS URI – if supported by the Service Provider SOA




PoC URI – if supported by the Service Provider SOA




Presence URI – if supported by the Service Provider SOA




Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA




Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION




Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET




[snip]




The current service provider can only modify the following attributes:




[snip]




Voice URI – if supported by the Service Provider SOA




MMS URI – if supported by the Service Provider SOA




PoC URI – if supported by the Service Provider SOA




Presence URI – if supported by the Service Provider SOA




Flow B.5.6 – Subscription Version Query




[snip]




The query return data includes:




[snip]




Voice URI – if supported by the Service Provider (SOA, LSMS)




MMS URI – if supported by the Service Provider (SOA, LSMS)




PoC URI – if supported by the Service Provider (SOA, LSMS)




Presence URI – if supported by the Service Provider (SOA, LSMS)




GDMO:




Note – the GDMO shown below is the same that is contained in NANC 399.  For NANC 400, the references for SV Type are not needed, but are shown for continuity purposes.  For both NANC 399 and NANC 400, the OptionalData references are identical.




-- 20.0 LNP subscription Version Managed Object Class




subscriptionVersion MANAGED OBJECT CLASS




    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;




    CHARACTERIZED BY




        subscriptionVersionPkg;




    CONDITIONAL PACKAGES




        subscriptionWSMSC-DataPkg PRESENT IF




            !the service provider is supporting WSMSC information!,




        subscriptionSvTypePkg PRESENT IF




            !the service provider is supporting SV type!,




        subscriptionOptionalDataPkg PRESENT IF




            !the service provider is supporting additional optional data!;




    REGISTERED AS {LNP-OIDS.lnp-objectClass 20};




-- 29.0 Number Pool Block Data Managed Object Class




--




numberPoolBlock MANAGED OBJECT CLASS




    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;




    CHARACTERIZED BY




        numberPoolBlock-Pkg;




    CONDITIONAL PACKAGES




        numberPoolBlockWSMSC-DataPkg PRESENT IF




            !the service provider is supporting WSMSC information!,




        numberPoolBlockSvTypePkg PRESENT IF




            !the service provider is supporting number pool block type!,




        numberPoolBlockOptionalDataPkg PRESENT IF




            !the service provider is supporting additional optional information!;




    REGISTERED AS {LNP-OIDS.lnp-objectClass 29};




subscriptionVersionNPAC-Behavior BEHAVIOUR




…




     new service provider SOAs can only modify the following attributes:




        subscriptionLRN




        subscriptionNewSP-DueDate




        subscriptionCLASS-DPC




        subscriptionCLASS-SSN




        subscriptionLIDB-DPC




        subscriptionLIDB-SSN




        subscriptionCNAM-DPC




        subscriptionCNAM-SSN




        subscriptionISVM-DPC




        subscriptionISVM-SSN




        subscriptionWSMSC-DPC




        subscriptionWSMSC-SSN




        subscriptionEndUserLocationValue




        subscriptionEndUserLocationType




        subscriptionBillingId




        subscriptionSvType




        subscriptionOptionalData…




numberPoolBlockNPAC-Behavior BEHAVIOUR




…




        The object creation notification will be sent to the SOA once the




        number pool block object has been created on the NPAC SMS,




        if the SOA-origination flag is true, and contain the following




        attributes:




           numberPoolBlockId




           numberPoolBlockNPA-NXX-X




           numberPoolBlockHolderSPID




           numberPoolBlockSOA-Origination




           numberPoolBlockCreationTimeStamp




           numberPoolBlockStatus




           numberPoolBlockLRN




           numberPoolBlockCLASS-DPC




           numberPoolBlockCLASS-SSN




           numberPoolBlockLIDB-DPC




           numberPoolBlockLIDB-SSN




           numberPoolBlockCNAM-DPC




           numberPoolBlockCNAM-SSN




           numberPoolBlockISVM-DPC




           numberPoolBlockISVM-SSN




           numberPoolBlockWSMSC-DPC (OPTIONAL)




           numberPoolBlockWSMSC-SSN (OPTIONAL)




           numberPoolBlockType (OPTIONAL)




           numberPoolBlockOptionalData (OPTIONAL)



--




         The attribute value change notification will be sent out to the SOA,




         if the SOA-origination flag is true, when any of the following




         attributes change:




           numberPoolBlockSOA-Origination




           numberPoolBlockLRN




           numberPoolBlockCLASS-DPC




           numberPoolBlockCLASS-SSN




           numberPoolBlockLIDB-DPC




           numberPoolBlockLIDB-SSN




           numberPoolBlockCNAM-DPC




           numberPoolBlockCNAM-SSN




           numberPoolBlockISVM-DPC




           numberPoolBlockISVM-SSN




           numberPoolBlockWSMSC-DPC (OPTIONAL)




           numberPoolBlockWSMSC-SSN (OPTIONAL)




           numberPoolBlockType (OPTIONAL)




           numberPoolBlockOptionalData (OPTIONAL)



-- 149.0 Subscription Version SV Type




--




subscriptionSvType ATTRIBUTE




    WITH ATTRIBUTE SYNTAX LNP-ASN1.SVType;




    MATCHES FOR EQUALITY, ORDERING;




    BEHAVIOUR subscriptionSvTypeBehavior;




    REGISTERED AS {LNP-OIDS.lnp-attribute 149};




subscriptionSvTypeBehavior BEHAVIOUR




    DEFINED AS !




        This attribute is used to specify the subscription version




        type.






The possible values are:







0 : wireline







1 : wireless







2 : VoIP







3 : VoWiFi







4 : NPB Type 4







5 : NPB Type 5







6 : NPB Type 6




!;  




--




-- 150.0 Subscription Optional Data




--




subscriptionOptionalData ATTRIBUTE




    WITH ATTRIBUTE SYNTAX LNP-ASN1.OptionalData;




    MATCHES FOR EQUALITY;




    BEHAVIOUR subscriptionOptionalDataBehavior;




    REGISTERED AS {LNP-OIDS.lnp-attribute 150};




subscriptionOptionalDataBehavior BEHAVIOUR




    DEFINED AS !




        This attribute is used to specify the optional data




        for the SV blocks.




        This attribute is an XML string defined by the




        XML schema in section 7.4 of the IIS.




!;  




--




-- 151.0 Number Pool Block Type




--




numberPoolBlockType ATTRIBUTE




    WITH ATTRIBUTE SYNTAX LNP-ASN1.SVType;




    MATCHES FOR EQUALITY, ORDERING;




    BEHAVIOUR numberPoolBlockTypeBehavior;




    REGISTERED AS {LNP-OIDS.lnp-attribute 151};




numberPoolBlockTypeBehavior BEHAVIOUR




    DEFINED AS !




        This attribute is used to specify the number pool block




        type.






The possible values are:







0 : wireline







1 : wireless







2 : VoIP







3 : VoWiFi







4 : NPB Type 4







5 : NPB Type 5







6 : NPB Type 6




!;  




--




-- 152.0 Number Pool Block Optional Data




--




numberPoolBlockOptionalData ATTRIBUTE




    WITH ATTRIBUTE SYNTAX LNP-ASN1.OptionalData;




    MATCHES FOR EQUALITY;




    BEHAVIOUR numberPoolBlockOptionalDataBehavior;




    REGISTERED AS {LNP-OIDS.lnp-attribute 152};




numberPoolBlockOptionalDataBehavior BEHAVIOUR




    DEFINED AS !




        This attribute is used to specify the optional data




        for the Number Pool blocks.




        This attribute is an XML string defined by the




        XML schema in section 7.4 of the IIS.




!;  




-- 44.0 LNP Subscription Version SV Type Package




subscriptionSvTypePkg PACKAGE




    BEHAVIOUR subscriptionSvTypePkgBehavior;




    ATTRIBUTES




        subscriptionSvType GET-REPLACE;




    REGISTERED AS {LNP-OIDS.lnp-package 44};




subscriptionSvTypePkgBehavior BEHAVIOUR




    DEFINED AS !




        This package provides for conditionally including the




        SV Type.




    !;




-- 45.0 LNP Subscription Version Optional Data Package




subscriptionOptionalDataPkg PACKAGE




    BEHAVIOUR subscriptionOptionalDataPkgBehavior;




    ATTRIBUTES




        subscriptionOptionalData GET-REPLACE;




    REGISTERED AS {LNP-OIDS.lnp-package 45};




subscriptionOptionalDataPkgBehavior BEHAVIOUR




    DEFINED AS !




        This package provides for conditionally including the




        additional optional data.




    !;




-- 46.0 LNP Number Pool Block SV Type Package




numberPoolBlockSvTypePkg PACKAGE




    BEHAVIOUR numberPoolBlockSvTypePkg;




    ATTRIBUTES




        numberPoolBlockType GET-REPLACE;




    REGISTERED AS {LNP-OIDS.lnp-package 46};




numberPoolBlockSvTypePkgBehavior BEHAVIOUR




    DEFINED AS !




        This package provides for conditionally including the




        Number Pool Block SV Type.




    !;




-- 47.0 LNP Number Pool Block Optional Data Package




numberPoolBlockOptionalDataPkg PACKAGE




    BEHAVIOUR numberPoolBlockOptionalDataPkgBehavior;




    ATTRIBUTES




        numberPoolBlockOptionalData GET-REPLACE;




    REGISTERED AS {LNP-OIDS.lnp-package 47};




numberPoolBlockOptionalDataPkgBehavior BEHAVIOUR




    DEFINED AS !




        This package provides for conditionally including the




        Number Pool Block additional optional data.




    !;




subscriptionVersionModifyBehavior BEHAVIOUR




…




New service providers may specify modified valid values for the




        following attributes, when the service provider's "SOA Sv Type




        Data" indicator is TRUE, and may NOT specify these values when the




        indicator is set to FALSE:






subscriptionSvType






New service providers may specify modified valid values for the




        following attributes, when the service provider's "SOA Optional 




        Data" indicator is TRUE, and may NOT specify these values when the




        indicator is set to FALSE:






subscriptionOptionalData…




New service providers may specify modified valid values for the




        following attributes, when the service provider's "SOA Sv Type




        Data" indicator is TRUE, and may NOT specify these values when the




        indicator is set to FALSE:






subscriptionSvType






New service providers may specify modified valid values for the




        following attributes, when the service provider's "SOA Optional




        Data" indicator is TRUE, and may NOT specify these values when the




        indicator is set to FALSE:






subscriptionOptionalData…




subscriptionVersionNewSP-CreateBehavior BEHAVIOUR




…




New service providers may specify modified valid values for the




        following attributes, when the service provider's "SOA Sv Type




        Data" indicator is TRUE, and may NOT specify these values when the




        indicator is set to FALSE:






subscriptionSvType






New service providers may specify modified valid values for the




        following attributes, when the service provider's "SOA Optional




        Data" indicator is TRUE, and may NOT specify these values when the




        indicator is set to FALSE:






subscriptionOptionalData…




numberPoolBlock-CreateBehavior BEHAVIOUR




…




if the SOA Sv/PoolBlock Type Data indicator is set in the service




        provider's profile, the following attributes must be provided:






numberPoolBlockType






if the SOA Optional Data indicator is set in the service




        provider's profile, the following attributes must be provided:






numberPoolBlockOptionalData…




ASN.1:




Note – the ASN.1 shown below is the same that is contained in NANC 399.  For NANC 400, the references for SV Type are not needed, but are shown for continuity purposes.  For both NANC 399 and NANC 400, the OptionalData references are identical.




SVType ::= ENUMERATED {




    wireline (0),





wireless (1),





voIP     (2),





voWiFi   (3),





SV Type 4 (4),





SV Type 5 (5),





SV Type 6 (6)




}




OptionalData ::= GraphicString




BlockDownloadData ::= SET OF SEQUENCE {




    block-id [0] BlockId,




    block-npa-nxx-x [1] NPA-NXX-X OPTIONAL,




    block-holder-sp [2] ServiceProvId OPTIONAL,




    block-activation-timestamp [3] GeneralizedTime OPTIONAL,




    block-lrn [4] LRN OPTIONAL,




    block-class-dpc [5] EXPLICIT DPC OPTIONAL,




    block-class-ssn [6] EXPLICIT SSN OPTIONAL,




    block-lidb-dpc [7] EXPLICIT DPC OPTIONAL,




    block-lidb-ssn [8] EXPLICIT SSN OPTIONAL,




    block-isvm-dpc [9] EXPLICIT DPC OPTIONAL,




    block-isvm-ssn [10] EXPLICIT SSN OPTIONAL,




    block-cnam-dpc [11] EXPLICIT DPC OPTIONAL,




    block-cnam-ssn [12] EXPLICIT SSN OPTIONAL,




    block-download-reason [13] DownloadReason,




    block-wsmsc-dpc [14] EXPLICIT DPC OPTIONAL,




    block-wsmsc-ssn [15] EXPLICIT SSN OPTIONAL,




    block-sv-type [16] EXPLICIT  SVType OPTIONAL,




     block-optional-data [17] EXPLICIT OptionalData OPTIONAL





}




MismatchAttributes ::= SEQUENCE {




    seq0 [0] SEQUENCE {




        lsms-subscriptionLRN LRN,




        npac-subscriptionLRN LRN




    } OPTIONAL,




    seq1 [1] SEQUENCE {




        lsms-subscriptionNewCurrentSP ServiceProvId,




        npac-subscriptionNewCurrentSP ServiceProvId




    } OPTIONAL,




    seq2 [2] SEQUENCE {




        lsms-subscriptionActivationTimeStamp GeneralizedTime,




        npac-subscriptionActivationTimeStamp GeneralizedTime




    } OPTIONAL,




    seq3 [3] SEQUENCE {




        lsms-subscriptionCLASS-DPC DPC,




        npac-subscriptionCLASS-DPC DPC




    } OPTIONAL,




    seq4 [4] SEQUENCE {




        lsms-subscriptionCLASS-SSN SSN,




        npac-subscriptionCLASS-SSN SSN




    } OPTIONAL,




    seq5 [5] SEQUENCE {




        lsms-subscriptionLIDB-DPC DPC,




        npac-subscriptionLIDB-DPC DPC




    } OPTIONAL,




    seq6 [6] SEQUENCE {




        lsms-subscriptionLIDB-SSN SSN,




        npac-subscriptionLIDB-SSN SSN




    } OPTIONAL,




    seq7 [7] SEQUENCE {




        lsms-subscriptionISVM-DPC DPC,




        npac-subscriptionISVM-DPC DPC




    } OPTIONAL,




    seq8 [8] SEQUENCE {




        lsms-subscriptionISVM-SSN SSN,




        npac-subscriptionISVM-SSN SSN




    } OPTIONAL,




    seq9 [9] SEQUENCE {




        lsms-subscriptionCNAM-DPC DPC,




        npac-subscriptionCNAM-DPC DPC




    } OPTIONAL,




    seq10 [10] SEQUENCE {




        lsms-subscriptionCNAM-SSN SSN,




        npac-subscriptionCNAM-SSN SSN




    } OPTIONAL,




    seq11 [11] SEQUENCE {




        lsms-subscriptionEndUserLocationValue EndUserLocationValue,




        npac-subscriptionEndUserLocationValue EndUserLocationValue




    } OPTIONAL,




    seq12 [12] SEQUENCE {




        lsms-subscriptionEndUserLocationType EndUserLocationType,




        npac-subscriptionEndUserLocationType EndUserLocationType




    } OPTIONAL,




    seq13 [13] SEQUENCE {




        lsms-subscriptionBillingId BillingId,




        npac-subscriptionBillingId BillingId




    } OPTIONAL,




    seq14 [14] SEQUENCE {




        lsms-subscriptionLNPType LNPType,




        npac-subscriptionLNPType LNPType




    } OPTIONAL,




    seq15 [15] SEQUENCE {




        lsms-subscriptionWSMSC-DPC DPC,




        npac-subscriptionWSMSC-DPC DPC




    } OPTIONAL,




    seq16 [16] SEQUENCE {




        lsms-subscriptionWSMSC-SSN SSN,




        npac-subscriptionWSMSC-SSN SSN




    } OPTIONAL,




    seq17 [17] SEQUENCE {




        lsms-sv-type SVType,




        npac-sv-type SVType




    } OPTIONAL,




    seq18 [18] SEQUENCE {




        lsms-optional-data OptionalData,




        npac-optional-data OptionalData




    } OPTIONAL




}   




NewSP-CreateData ::= SEQUENCE {




    chc1 [0] EXPLICIT CHOICE {




        subscription-version-tn [0] PhoneNumber,




        subscription-version-tn-range [1] TN-Range




    },




    subscription-lrn [1] LRN OPTIONAL,




    subscription-new-current-sp [2] ServiceProvId,




    subscription-old-sp [3] ServiceProvId,




    subscription-new-sp-due-date [4] GeneralizedTime,




    subscription-class-dpc [6] EXPLICIT DPC OPTIONAL,




    subscription-class-ssn [7] EXPLICIT SSN OPTIONAL,




    subscription-lidb-dpc [8] EXPLICIT DPC OPTIONAL,




    subscription-lidb-ssn [9] EXPLICIT SSN OPTIONAL,




    subscription-isvm-dpc [10] EXPLICIT DPC OPTIONAL,




    subscription-isvm-ssn [11] EXPLICIT SSN OPTIONAL,




    subscription-cnam-dpc [12] EXPLICIT DPC OPTIONAL,




    subscription-cnam-ssn [13] EXPLICIT SSN OPTIONAL,




    subscription-end-user-location-value [14]




        EndUserLocationValue OPTIONAL,




    subscription-end-user-location-type [15] EndUserLocationType OPTIONAL,




    subscription-billing-id [16] BillingId OPTIONAL,




    subscription-lnp-type [17] LNPType,




    subscription-porting-to-original-sp-switch [18]




        SubscriptionPortingToOriginal-SPSwitch,




    subscription-wsmsc-dpc [19] EXPLICIT DPC OPTIONAL,




    subscription-wsmsc-ssn [20] EXPLICIT SSN OPTIONAL,




    subscription-sv-type       [21] EXPLICIT  SVType OPTIONAL,




    subscription-optional-data [22] EXPLICIT OptionalData OPTIONAL




}




NewSP-CreateInvalidData ::= CHOICE {




    subscription-version-tn [0] EXPLICIT PhoneNumber,




    subscription-version-tn-range [1] EXPLICIT TN-Range,




    subscription-lrn [2] EXPLICIT LRN,




    subscription-new-current-sp [3] EXPLICIT ServiceProvId,




    subscription-old-sp [4] EXPLICIT ServiceProvId,




    subscription-new-sp-due-date [5] EXPLICIT GeneralizedTime,




    subscription-class-dpc [6] EXPLICIT DPC,




    subscription-class-ssn [7] EXPLICIT SSN,




    subscription-lidb-dpc [8] EXPLICIT DPC,




    subscription-lidb-ssn [9] EXPLICIT SSN,




    subscription-isvm-dpc [10] EXPLICIT DPC,




    subscription-isvm-ssn [11] EXPLICIT SSN,




    subscription-cnam-dpc [12] EXPLICIT DPC,




    subscription-cnam-ssn [13] EXPLICIT SSN,




    subscription-end-user-location-value [14] EXPLICIT EndUserLocationValue,




    subscription-end-user-location-type [15] EXPLICIT EndUserLocationType,




    subscription-billing-id [16] EXPLICIT BillingId,




    subscription-lnp-type [17] EXPLICIT LNPType,




    subscription-porting-to-original-sp-switch [18]




       EXPLICIT SubscriptionPortingToOriginal-SPSwitch,




    subscription-wsmsc-dpc [19] EXPLICIT DPC,




    subscription-wsmsc-ssn [20] EXPLICIT SSN,




    subscription-sv-type      [21] EXPLICIT  SVType,




    subscription-optional-data [22] EXPLICIT OptionalData }




NumberPoolBlock-CreateAction ::= SEQUENCE {




    block-npa-nxx-x NPA-NXX-X,




    block-holder-sp ServiceProvId,




    block-lrn LRN,




    block-class-dpc DPC,




    block-class-ssn SSN,




    block-lidb-dpc DPC,




    block-lidb-ssn SSN,




    block-isvm-dpc DPC,




    block-isvm-ssn SSN,




    block-cnam-dpc DPC,




    block-cnam-ssn SSN,




    block-wsmsc-dpc [0] DPC OPTIONAL,




    block-wsmsc-ssn [1] SSN OPTIONAL,




    block-sv-type [2]  SVType OPTIONAL,




    block-optional-data [3] OptionalData OPTIONAL }




NumberPoolBlock-CreateInvalidData ::= CHOICE {




    block-npa-nxx-x    [0] EXPLICIT NPA-NXX-X,




    block-lrn          [1] EXPLICIT LRN,




    block-class-dpc    [2] EXPLICIT DPC,




    block-class-ssn    [3] EXPLICIT SSN,




    block-lidb-dpc     [4] EXPLICIT DPC,




    block-lidb-ssn     [5] EXPLICIT SSN,




    block-isvm-dpc     [6] EXPLICIT DPC,




    block-isvm-ssn     [7] EXPLICIT SSN,




    block-cnam-dpc     [8] EXPLICIT DPC,




    block-cnam-ssn     [9] EXPLICIT SSN,




    block-wsmsc-dpc    [10] EXPLICIT DPC,




    block-wsmsc-ssn    [11] EXPLICIT SSN




    block-sv-type      [12] EXPLICIT SVType,




    block-optional-data [13] EXPLICIT OptionalData }




SubscriptionData ::= SEQUENCE {




    subscription-lrn             [1] LRN OPTIONAL,




    subscription-new-current-sp  [2] ServiceProvId OPTIONAL,




    subscription-activation-timestamp 




                                 [3] GeneralizedTime OPTIONAL,




    subscription-class-dpc       [4] EXPLICIT DPC,




    subscription-class-ssn       [5] EXPLICIT SSN,




    subscription-lidb-dpc        [6] EXPLICIT DPC,




    subscription-lidb-ssn        [7] EXPLICIT SSN,




    subscription-isvm-dpc        [8] EXPLICIT DPC,




    subscription-isvm-ssn        [9] EXPLICIT SSN,




    subscription-cnam-dpc        [10] EXPLICIT DPC,




    subscription-cnam-ssn        [11] EXPLICIT SSN,




    subscription-end-user-location-value 




                                 [12] EndUserLocationValue OPTIONAL,




    subscription-end-user-location-type 




                                 [13] EndUserLocationType OPTIONAL,




    subscription-billing-id      [14] BillingId OPTIONAL,




    subscription-lnp-type        [15] LNPType,




    subscription-download-reason [16] DownloadReason,




    subscription-wsmsc-dpc       [17] EXPLICIT DPC OPTIONAL,




    subscription-wsmsc-ssn       [18] EXPLICIT SSN OPTIONAL,




    subscription-sv-type         [19] EXPLICIT SVType OPTIONAL,




    subscription-optional-data   [20] EXPLICIT OptionalData OPTIONAL }




SubscriptionModifyData ::= SEQUENCE {




    subscription-lrn [0] LRN OPTIONAL,




    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,




    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,




    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,




    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,




    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,




    subscription-lidb-dpc [6] EXPLICIT DPC OPTIONAL,




    subscription-lidb-ssn [7] EXPLICIT SSN OPTIONAL,




    subscription-isvm-dpc [8] EXPLICIT DPC OPTIONAL,




    subscription-isvm-ssn [9] EXPLICIT SSN OPTIONAL,




    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,




    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,




    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,




    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,




    subscription-billing-id [14] BillingId OPTIONAL,




    subscription-status-change-cause-code [15]




        SubscriptionStatusChangeCauseCode OPTIONAL,




    subscription-wsmsc-dpc [16] EXPLICIT DPC OPTIONAL,




    subscription-wsmsc-ssn [17] EXPLICIT SSN OPTIONAL,




    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,




    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,




    subscription-sv-type [20]  EXPLICIT SVType OPTIONAL,




    subscription-optional-data [21] EXPLICIT OptionalData OPTIONAL }




SubscriptionModifyInvalidData ::= CHOICE {




    subscription-lrn [0] EXPLICIT LRN,




    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,




    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,




    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,




    subscription-class-dpc [4] EXPLICIT DPC,




    subscription-class-ssn [5] EXPLICIT SSN,




    subscription-lidb-dpc [6] EXPLICIT DPC,




    subscription-lidb-ssn [7] EXPLICIT SSN,




    subscription-isvm-dpc [8] EXPLICIT DPC,




    subscription-isvm-ssn [9] EXPLICIT SSN,




    subscription-cnam-dpc [10] EXPLICIT DPC,




    subscription-cnam-ssn [11] EXPLICIT SSN,




    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,




    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,




    subscription-billing-id [14] EXPLICIT BillingId,




    subscription-status-change-cause-code [15]




          EXPLICIT SubscriptionStatusChangeCauseCode,




    subscription-wsmsc-dpc [16] EXPLICIT DPC,




    subscription-wsmsc-ssn [17] EXPLICIT SSN,




    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,




    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,




    subscription-sv-type [20] EXPLICIT SVType,




    subscription-optional-data [21] EXPLICIT OptionalData}




XML:




Note – the XML shown below is the same for both NANC 399 and NANC 400.




<?xml version="1.0" encoding="UTF-8"?>




<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">




   <xs:simpleType name="SPID">




      <xs:restriction base="xs:string">




         <xs:length value="4"/>




      </xs:restriction>




   </xs:simpleType>




   <xs:simpleType name="Generic-URI">




      <xs:restriction base="xs:string">




         <xs:minLength value="1"/>




         <xs:maxLength value="255"/>




      </xs:restriction>




   </xs:simpleType>




   <xs:complexType name="OptionalData">




      <xs:sequence>




        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>




        <xs:element name="VOICEURI" type="Generic-URI" nillable="true" minOccurs="0"/>




        <xs:element name="MMSURI" type="Generic-URI" nillable="true" minOccurs="0"/>




        <xs:element name="POCURI" type="Generic-URI" nillable="true" minOccurs="0"/>




        <xs:element name="PRESURI" type="Generic-URI" nillable="true" minOccurs="0"/>




      </xs:sequence>




   </xs:complexType>




   <xs:element name="OptionalData" type="OptionalData"/>




</xs:schema>



� Meaning any service provider (facility-based or otherwise) providing voice service over IP
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New Change Orders – Working Copy








Origination Date:  01/13/05




Originator:  VeriSign




Change Order Number:  NANC 401




Description:  Separate LSMS Association for OptionalData Fields




Cumulative SP Priority, Weighted Average:  N/A




Functionally Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT




				FRS



				IIS



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				Y



				Y



				Y



				Y



				Y



				Y



				Y











Redlines listed in this document based on discussion during the Apr ’05 LNPAWG meeting.




Business Need:




During the discussion of NANC 399 and NANC 400 (SV Type and OptionalData Fields) at the January 2005 LNPAWG meeting, a concern was raised that provisioning of this new optional data was an issue.  During the June 2005 LNPAWG meeting, the issue was isolated to NANC 400 only, so all other references to NANC 399 have been removed.  It was stated that it could be handled in two different ways:




· LSMS – Use the current mechanism whereby the NPAC broadcasts porting information to the LSMS, and the LSMS determines which downstream system needs to provision this information.




· NPAC – Use a new mechanism whereby the NPAC allows separate LSMS associations that are divided between their respective downstream systems that will provision this information.  The current mechanism will still be maintained for backwards compatibility.  The separate associations will be accomplished by using separate/different SPID values.  Potentially, two new Managed Objects will be added to accommodate the new optional data (one for SV, one for NPB).  For example, SP1 uses assocation1 for information pertaining to ports in the circuit-switched network, and association2 for ports in the IP network.  The NPAC would broadcast data to association1, association2, or both association1 and association2, depending on the SV Type.  For SP2 that continues to use the current mechanism, the NPAC would continue to broadcast all SV data on their single LSMS association.




By providing this new mechanism, the NPAC provides flexibility for Service Providers to implement a provisioning function of ported SV data that supports both traditional circuit-switched networks and the new IP networks.




Description of Change:




This change order would modify the NPAC to support a separate LSMS association, using a different SPID, for the data in the NPB/SV OptionalData fields.  The NPAC would manage the distribution of LSMS broadcasts such that LSMSs that support this new optional data feature would have NPB/SV porting data broadcast down the appropriate LSMS association, and LSMSs that use the current mechanism would continue to have all NPB/SV porting data broadcast down their single LSMS association.




Two options were discussed, regarding the filtering of the downloads to the 2nd LSMS association:




1. The NPAC would broadcast all data to association-2, and the LSMS would decide whether or not to store the data.




a. This functionality would be supported under NANC 400.




b. NPAC audits may need a change.




i. If LSMS stores all data, no NPAC change required.




ii. If LSMS only stores OptionalData, then NPAC would need to ignore their discrepancy for conventional port data.




c. NPAC functionality for modify-active, mass update, and disconnect, no NPAC change required.




2. The NPAC would use a new NPB object and new SV object to transmit data between the NPAC and association2.  This will be used for porting data for the NPB/SV OptionalData fields.




a. Two new objects required to support this functionality.




b. NPAC audits will need a change.




i. NPAC must audit based on type of association.




ii. NPAC must handle discrepant data for data that the LSMS is not supporting, and therefore, not consider it discrepant.




c. NPAC functionality for modify-active, mass update, and disconnect, will need a change.  Must send the correct object to the applicable LSMS.




Major points/processing flow/high-level requirements:




1. The NPAC broadcasts NPB/SV porting data to all LSMSs, which in turn provision elements in their respective Service Provider’s networks.  In order to accommodate NPB/SV OptionalData fields introduced by NANC 400, Service Providers may institute separate provisioning flows.  Individual Service Providers may decide to implement these separate flows through the use of separate LSMS associations with the NPAC.



a. Conventional NPB/SV porting data would continue to be broadcast on the current LSMS association.



b. In order to meet some Service Provider’s provision needs, an LSMS will be allowed to establish a dedicated LSMS association for data associated with NPB/SV OptionalData fields.  This will be accomplished by using a different SPID than the one used for conventional porting data (1a above).  There are two options for receiving the OptionalData fields.



i. The data for this second association will use existing objects (SV object which will include subscription OptionalData fields, NPB object which will include pooled block OptionalData fields).  Hereafter this is referred to as Option-1.



ii. The data for this second association will use new objects (SVOptionalData object for subscription OptionalData fields, NPBOptionalData object for pooled block OptionalData fields).  Hereafter this is referred to as Option-2.



2. Option-2 only.  A new SP specific tunable, Channel for LSMS Unbundled Enhancement (CLUE), will indicate whether or not an LSMS ONLY supports receiving the new OptionalData objects.  One new object will contain SV data, the second one will contain NPB data.



3. Option-2 only.  CLUE (when value set to TRUE) will be used to allow a Service Provider, by using a different SPID value, to establish an LSMS association specifically for data associated with the new OptionalData objects.



4. Both Option-1 and Option-2.  LSMS function masks do not require any changes.



5. Option-2 only.  NPAC processing in a CLUE environment.  Applicable for Service Providers with CLUE set to TRUE.




a. When a Service Provider does not support CLUE with the NPAC:




i. The new OptionalData objects WILL NOT be generated by the NPAC for downloading to the LSMS.




ii. All LSMS traffic (network data, NPB data, SV data, notifications, NPB OptionalData, SV OptionalData) flows across the one LSMS association.  Success/failure of the download is BAU.




iii. Priority and Type of message is BAU.




iv. LSMS Recovery is BAU.




v. An NPB/SV Query is BAU.




vi. If the Service Provider has enabled OptionalData fields in their NPAC Profile, these attributes will be broadcast across the one LSMS association.




b. When a Service Provider does support CLUE with the NPAC:




i. The new OptionalData objects WILL be generated by the NPAC for downloading to the LSMS.  The actual data will be based on which OptionalData fields are enabled in their NPAC Profile.




ii. The NPAC sends LSMS data based on current functionality mask.




iii. LSMS associates to the NPAC with the existing functionality mask (“Association2”, which is the only association from the second SPID).  Only applicable traffic (network data, notifications, the new NPBOptionalData object, the new SVOptionalData object) flows across “Association2”.  Success/failure of the download is BAU.




iv. LSMS Recovery is based on the functionality supported by that binding association, as described in 5-b-iii, above.




v. Queries will change based on the functionality supported by that binding association, as described in 5-b-iii, above.




6. NPAC processing will change to accommodate audits for association2.  For association1, no change to audits is required.




a. Option-1 only.  The NPAC will use the Service Provider profile settings to determine if the new OptionalData fields are involved, but using the existing SV and NPB objects.  Each LSMS will need to respond back to the NPAC query request, based on current data.  The NPAC will process the responses, compare to the NPAC data, and send any updates if needed.  In the case of a CLUE-less LSMS, conventional porting data is not expected, so no discrepancies will be reported back to the requesting SOA.




b. Option-2 only.  The NPAC will use a combination of the Service Provider profile settings, plus the CLUE indicator to determine if the new OptionalData objects are involved.  Each LSMS will need to respond back to the NPAC query request, based on current data.  The NPAC will process the responses, compare to the NPAC data, and send any updates if needed.  In the case of a CLUE LSMS, conventional porting data is not expected, so no discrepancies will be reported back to the requesting SOA.




7. If an LSMS indicates that it supports CLUE, but they don’t change any of their SP Profile flags and therefore don’t support any OptionalData fields, it becomes a dark association for NPB/SV data, because no downloads are generated nor sent to that new association.




Open Issues:




1. Since NPB/SV broadcasts are sent to both associations, what should the failedList reflect if one was successful and one failed (e.g., a partial, partial-failure)?  If both associations use the same SPID value, then how do we differentiate between a partial, partial-failure versus a full, partial-failure?Not an issue when there are separate associations using different SPIDs.  Each association and their response/lack of response, is managed independent of one another.



2. Audit complexity is increased because the NPAC must initiate one type of query to the conventional LSMS (association1), and a different type of query to the OptionalData LSMS (association2).  For option 2, added complexity because two objects now represent the same SV/NPB.



3. Should we create a new version of the NPB and SV BDD files to accommodate the difference between conventional porting data and OptionalData porting data?




4. Adding new Managed Objects requires much greater development and testing time on both the NPAC and the LSMS.




Requirements:




Option 1 and 2:




None.



Option 1 Only:




Req 1
Audit OptionalData Only Tunable




NPAC SMS shall provide a Service Provider Audit OptionalData Only tunable parameter which defines whether an LSMS supports only OptionalData information.




Req 2
Audit OptionalData Only Tunable – Default




NPAC SMS shall default the Service Provider Audit OptionalData Only tunable parameter to FALSE.




Req 3
Audit OptionalData Only Tunable – Modification




NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Audit OptionalData Only tunable parameter.




Req 4
Audit Processing in an OptionalData Only Configuration




NPAC SMS shall, when processing the audit query results from an OptionalData Local SMS (Service Provider Audit OptionalData Only tunable parameter set to TRUE), audit the following attributes:




1. SV-ID




2. TN




3. SPID




4. Activation TS




5. SV Type




6. OptionalData




a. Alternative SPID (only Service Provider Local SMSs that support this attribute will be audited on this attribute)




b. Voice URI (only Service Provider Local SMSs that support this attribute will be audited on this attribute)




c. MMS URI (only Service Provider Local SMSs that support this attribute will be audited on this attribute)




d. PoC URI (only Service Provider Local SMSs that support this attribute will be audited on this attribute)




e. Presence URI (only Service Provider Local SMSs that support this attribute will be audited on this attribute)




Req 5
Audit Processing in a Conventional Porting Configuration




NPAC SMS shall, when processing the audit query results from a conventional Local SMS (Service Provider Audit OptionalData Only tunable parameter set to FALSE), audit the attributes, as defined in requirement R8-3 (Service Providers Specify Audit Scope).




Option 2 Only:




Req 1
Channel for LSMS Unbundled Enhancement Tunable




NPAC SMS shall provide a Service Provider Channel for LSMS Unbundled Enhancement tunable parameter which defines whether an LSMS supports OptionalData objects.




Req 2
Channel for LSMS Unbundled Enhancement Tunable – Default




NPAC SMS shall default the Service Provider Channel for LSMS Unbundled Enhancement tunable parameter to FALSE.




Req 3
Channel for LSMS Unbundled Enhancement Tunable – Modification




NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Channel for LSMS Unbundled Enhancement tunable parameter.




Req 4
Sending of OptionalData Objects when CLUE Channel is Active




NPAC SMS shall send OptionalData objects for a particular Service Provider across a CLUE channel when it is active.



Req 5
Subscription Version OptionalData Objects Recovery




NPAC SMS shall provide a mechanism that allows an LSMS to recover subscription version OptionalData objects downloads that were missed during a broadcast to the LSMS.




Req 6
Subscription Version OptionalData Objects Recovery Only in Recovery Mode




NPAC SMS shall allow an LSMS to recover OptionalData objects ONLY in recovery mode.




Req 7
Subscription Version OptionalData Objects Recovery – Order of Recovery




NPAC SMS shall recover all OptionalData objects download broadcasts in time sequence order when OptionalData objects are requested by the LSMS.




Req 8
Subscription Version OptionalData Objects Recovery – Time Range Limit




NPAC SMS shall use the Maximum Download Duration Tunable to limit the time range requested in an OptionalData objects recovery request.




Req 9
Subscription Version OptionalData Objects Recovery – SWIM




NPAC SMS shall allow an LSMS to recover OptionalData objects using a SWIM recovery request.




Req 10
Subscription Version OptionalData Objects Recovery – LSMS Data




NPAC SMS shall allow the LSMS to only recover OptionalData object downloads intended for the LSMS.




Req 11
Subscription Version Information Bulk Data Download – OptionalData Objects




NPAC SMS shall use the Service Provider’s profile (Channel for LSMS Unbundled Enhancement Flag set to TRUE), and only include OptionalData subscription version objects in the subscription version bulk data download file.




Req 12
Subscription Version Information Bulk Data Download – Subscription Version Objects




NPAC SMS shall use the Service Provider’s profile (Channel for LSMS Unbundled Enhancement Flag set to FALSE), and only include regular subscription version objects in the subscription version bulk data download file.




Req 13
Query for Subscription Versions using the OptionalData Object




NPAC SMS shall use the Service Provider’s profile (Channel for LSMS Unbundled Enhancement Flag set to TRUE), and only send a subscription version query for the OptionalData subscription version object in an audit.




Req 14
Query for Subscription Versions using the Subscription Version Object




NPAC SMS shall use the Service Provider’s profile (Channel for LSMS Unbundled Enhancement Flag set to FALSE), and only send a subscription version query for the regular subscription version object in an audit.




IIS:




Option 1 and 2:




None.




Option 1 Only:




None.




Option 2 Only:




Add to the end of Chapter 5:




5.x – CLUE Channel for OptionalData Objects




A Service Provider may connect to the NPAC SMS using a “second” LSMS system (different SPID value), in order to receive OptionalData objects.  The NPAC SMS will send OptionalData objects instead of standard SV/NPB objects when the SP specific tunable, Channel for LSMS Unbundled Enhancement (CLUE), is set to TRUE.  This allows a Service Provider to have the NPAC SMS separate out downloads for convention porting data versus IP data, using the new SV and NPB objects.




For audit queries, the NPAC will use a combination of the Service Provider profile settings, plus the CLUE indicator to determine if the new OptionalData objects are involved.  If they are involved, the NPAC SMS will queries for the OptionalData objects rather than the conventional SV/NPB objects.  Each LSMS will need to respond back to the NPAC query request, based on current data.  The NPAC will process the responses, compare to the NPAC data, and send any updates if needed.  In the case of a CLUE LSMS, conventional porting data is not expected, so no discrepancies will be reported back to the requesting SOA.




New message flows for the following:




1. SV Activate – Download to the LSMS using the OptionalData Object




2. SV Modify-Active – Download to the LSMS using the OptionalData Object




3. SV Disconnect – Download to the LSMS using the OptionalData Object




4. SV Query – Request to the LSMS for the OptionalData Object




5. NPB Activate – Download to the LSMS using the OptionalData Object




6. NPB Modify-Active – Download to the LSMS using the OptionalData Object




7. NPB Disconnect – Download to the LSMS using the OptionalData Object




8. NPB Query – Request to the LSMS for the OptionalData Object




The basic steps:




1. NPAC SMS sends message to LSMS, (.




2. LSMS responds back to NPAC SMS, (.




GDMO:




TBD




ASN.1:




TBD
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Origination Date:  12/1/06




Originator:  LNPAWG (Robert Daniels, Hands On Communications, Inc.)




Change Order Number:  NANC 415



Description:  SIP and H.323 URIs in the NPAC




Pure Backwards Compatible:  TBD




IMPACT/CHANGE ASSESSMENT




				FRS



				IIS



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				TBD



				TBD



				TBD



				TBD



				TBD



				TBD



				TBD











Business Need:




Video Relay Service (VRS) is the preferred method for making phone calls by deaf and hard of hearing people who rely on American Sign Language as their primary means of communication.  The high level process is as follows:




· Hearing people (voice callers) dial the toll free number for a VRS Provider.




· A sign language interpreter (video interpreter, or VI) for the VRS Provider relays the call between the hearing caller and the deaf caller.




· The connection between the hearing person (voice caller) and the deaf person (sign language user) consists of a voice line between the hearing caller and the sign language interpreter, and a video connection between the sign language interpreter and the deaf caller.  The interpreter relays the conversation between the two parties.




However, there are several major issues with the current functionality:




· Deaf people are not assigned TNs for VRS.  Therefore, they cannot provide a telephone number on common paperwork such as job/mortgage/credit card applications, business cards, etc., the way hearing people provide contact information as this field usually allows for only ten numbers.  Deaf people currently have to provide the toll-free number of their VRS provider with instructions to call the specific deaf party.  




· They do not have the ability to provide E911 locations information because they do not have TNs.  




· There is limited interoperability between VRS Providers, which appears to provide severe  limits on the utility of the service.  A deaf user may prefer one of the VRS Providers, and a different deaf user may prefer a different VRS Provider.  




· It is a cumbersome and complex process for hearing people who try to call deaf people through VRS..  Different VRS Providers use different information to identify deaf users, e.g., name, proxy number, IM handle.




This change order will assist in resolving these three issues:




· Deaf people, like hearing people, desire their own TN.  The VRS Providers can partner with LECs to get TNs and have access to the telephone network.  This arrangement would be identical to the current arrangement between VoIP Providers and LECs.




· The FCC regulation states that “all VRS providers should be able to… make calls to, any VRS consumer”.  If all VRS providers use a common TN-to-Internet Address DB, calls can be completed even if the hearing caller uses one VRS Provider (shorter wait time, prefer certain interpreters) and the deaf person is registered with a different VRS Provider.




· Hearing caller dials the 800# of any VRS Providers and simply gives the TN of the deaf person (no need to remember to give name for VRS Provider #1, proxy number for VRS Provider #2, IM handle for VRS Provider #3).  The information in the common TN-to-Internet Address DB, allows the first VRS Provider to use the Internet Address to complete the call through the VRS network of the deaf person, even if it’s a different VRS Provider.




The NPAC is an attractive solution for the following reasons:




· It is a TN-level database that supports call routing.




· It has an existing governance model.




· The VRS URI data for all VRS-served TNs will be available to all VRS Providers.




· VRS Providers could obtain the NPAC VRS URI data from a service bureau, if they did not want to deploy their own NPAC interfaces.




· It currently exists in a production environment.




· It would take years and considerable expense to create a new database with new interfaces, new processes and a new governance model




· It would take regulatory action to create a new database.




· The LNPA is an open to the public and the desire for this capability is consumer driven (there have been over 2000 consumer comments to the FCC requesting this capability).  




Description of Change:




The proposed change is to use the NPAC as the common TN-level database that all VRS Providers use to associated a deaf person’s TN to the URI of their VRS Provider.  This would allow a hearing person to call a deaf person, and a deaf person to call another deaf person, through the simple use of their assigned TN.  By using the NPAC, the VRS industry would have a common database to store the necessary SIP and H.323 URI information to reach any VRS Provider’s customer:




· H.323 is the dominant technology used by VRS Providers today.




· SIP is the more current technology, and it is likely that the VRS Providers will be evolving to SIP in the future.




· Both URIs are required because, 1.) A VRS Provider may provide both technologies while evolving from H.323 to SIP, and 2.) A SIP Provider may provide an H.323 gateway for interoperability with H.323-based VRS Providers.




· The URIs represent the VRS Provider serving the called number, not the called number itself.




Since deaf people do not have TNs for VRS today, it’s expected that the new TNs provided for this service will be:




· From new inventory provided by the LECs to the VRS Providers.  Functionally, this appears like stations of a PBX.




· An existing TN, assigned to a deaf person for a service other than VRS, which is ported-in to the VRS Provider’s terminating PSTN access Service Provider.




· Both of these two types of TNs can make use of the NPAC to store associated VRS URI data.




Additionally, this solution also allows deaf people to keep their TN, while switching from one VRS Provider to another (port their number just like hearing people).




In summary, the deaf community would like service that is consistent with the service for hearing people.  By adding a SIP URI and H.323 URI, they will be able to do this.



Dec ’06 LNPAWG Con Call – The solution proposed assumes that each VRS TN is associated with some VRS Provider in the same way as each TN in the NPAC is associated with a Service Provider.  The URI associated with a TN must be resolvable to the VRS CPE IP address or to some network element which can forward or redirect a call to the VRS CPE.



Major points/processing flow/high-level requirements:




1. 



2. 



3. 



4. 



This change order proposes to add new fields to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of these fields.  These new fields will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.




Requirements:




1. 



2. 



3. 



Section 1.2, NPAC SMS Functional Overview




Add a new section that describes the functionality of the H.323/SIP URI (Uniform Resource Identifier) Fields (Optional Data).  See description of Change above.




Section 3.1, NPAC SMS Data Models




Add new attribute for the H.323 and SIP URI (Uniform Resource Identifier) Parameter (Optional Data) Fields.  See below:




				NPAC CUSTOMER DATA MODEL







				Attribute Name



				Type (Size) 



				Required



				Description







				[snip]



				



				



				







				NPAC Customer SOA H.323 URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports H.323 URI information from the NPAC SMS to it’s SOA.  The H.323 URI is the network address to the Service Provider’s gateway for H.323 service.




The default value is False.







				NPAC Customer LSMS H.323 URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports H.323 URI information from the NPAC SMS to it’s LSMS.  The H.323 URI is the network address to the Service Provider’s gateway for H.323 service.




The default value is False.







				NPAC Customer SOA SIP URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports SIP URI information from the NPAC SMS to it’s SOA.  The SIP URI is the network address to the Service Provider’s gateway for multi-media messaging service.




The default value is False.







				NPAC Customer LSMS SIP URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports SIP URI information from the NPAC SMS to it’s LSMS.  The SIP URI is the network address to the Service Provider’s gateway for multi-media messaging service.




The default value is False.







				[snip]



				



				



				











Table 3-2 NPAC Customer Data Model




				Subscription Version Data MODEL







				Attribute Name



				Type (Size)



				Required



				Description







				[snip]



				



				



				







				H.323 URI



				C (255)



				



				H.323 URI for Subscription Version.




This field may only be specified if the service provider SOA supports H.323 URI.  The H.323 URI is the network address to the Service Provider’s gateway for H.323 service.







				SIP URI



				C (255)



				



				SIP URI for Subscription Version.




This field may only be specified if the service provider SOA supports SIP URI.  The SIP URI is the network address to the Service Provider’s gateway for multi-media messaging service.







				[snip]



				



				



				











Table 3‑6 Subscription Version Data Model




				number pooling block hoder information Data MODEL







				Attribute Name



				Type (Size)



				Required



				Description







				[snip]



				



				



				







				H.323 URI



				C (255)



				



				H.323 URI for Number Pool Block.




This field may only be specified if the service provider SOA supports H.323 URI.  The H.323 URI is the network address to the Service Provider’s gateway for H.323 service.







				SIP URI



				C (255)



				



				SIP URI for Number Pool Block.




This field may only be specified if the service provider SOA supports SIP URI.  The SIP URI is the network address to the Service Provider’s gateway for multi-media messaging service.







				[snip]



				



				



				











Table 3‑8 Number Pooling Block Holder Information Data Model




R3-7.2 
Administer Mass update on one or more selected Subscription Versions




NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SV Type, Alternative SPID, H.323 URI, SIP URI, Billing ID, End User Location Type or End User Location Value.




RR3-210
Block Holder Information Mass Update – Update Fields




NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), SV Type, Alternative SPID, H.323 URI, SIP URI), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)




R3‑8
Off-line batch updates for Local SMS Disaster Recovery




NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.




The contents of the batch download are:




· Subscriber data:




· [snip]




· H.323 URI (for Local SMSs that support H.323 URI data)




· SIP URI (for Local SMSs that support SIP URI)




·  [snip]




· Block Data




· [snip]




· H.323 URI (for Local SMSs that support H.323 URI data)




· SIP URI, (for Local SMSs that support SIP)




·  [snip]




RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).




· [snip]




· H.323 URI



· SIP URI




RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)




· [snip]




· H.323 URI




· SIP URI




RR3-157
Modification of Number Pooling Block Holder Information – Routing Data




NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), SV Type, Alternative SPID, and H.323 URI/SIP URI fields, for a 1K Block as stored in the NPAC SMS.  (Previously B-320)




R4-8
Service Provider Data Elements



NPAC SMS shall require the following data if there is no existing Service Provider data:




· [snip]




· NPAC Customer SOA H.323 URI Support Indicator




· NPAC Customer LSMS H.323 URI Support Indicator




· NPAC Customer SOA SIP URI Support Indicator




· NPAC Customer LSMS SIP URI Support Indicator




R5‑16
Create Subscription Version - New Service Provider Optional input data




NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:




· [snip]




· H.323 URI (via CMIP, if supported by the Service Provider SOA)



· SIP URI (via CMIP, if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:




· [snip]




· H.323 URI




· SIP URI




RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data




NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:




· [snip]




· H.323 URI (via CMIP, if supported by the Service Provider SOA)



· SIP URI (via CMIP, if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:




· [snip]




· H.323 URI




· SIP URI




R5‑27.1
Modify Subscription Version - New Service Provider Data Values




NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:




· [snip]




· H.323 URI (via CMIP, if supported by the Service Provider SOA)



· SIP URI (via CMIP, if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.




NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:




· [snip]




· H.323 URI (via CMIP, if supported by the Service Provider SOA)



· SIP URI (via CMIP, if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.




· [snip]




· H.323 URI




· SIP URI




R5‑36
Modify Active Subscription Version - Input Data




NPAC SMS shall allow the following data to be modified for an active Subscription Version:




· [snip]




· H.323 URI (via CMIP, if supported by the Service Provider SOA)



· SIP URI (via CMIP, if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.




NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:




· [snip]




· H.323 URI (via CMIP, if supported by the Service Provider SOA)



· SIP URI (via CMIP, if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:




· [snip]




· H.323 URI




· SIP URI




R5-74.3
Query Subscription Version - Output Data – SOA



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:




· [snip]




· H.323 URI (via CMIP, if supported by the Service Provider SOA)



· SIP URI (via CMIP, if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data – LSMS



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:




· [snip]




· H.323 URI (via CMIP, if supported by the Service Provider LSMS)



· SIP URI (via CMIP, if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version




NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)




· [snip]




· H.323 URI




· SIP URI




Req 1 – Service Provider SOA H.323 URI Edit Flag Indicator




NPAC SMS shall provide a Service Provider SOA H.323 URI Edit Flag Indicator tunable parameter which defines whether a SOA supports H.323 URI.




Req 2 – Service Provider SOA H.323 URI Edit Flag Indicator Default




NPAC SMS shall default the Service Provider SOA H.323 URI Edit Flag Indicator tunable parameter to FALSE.




Req 3 – Service Provider SOA H.323 URI Edit Flag Indicator Modification




NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA H.323 URI Edit Flag Indicator tunable parameter.



Req 4 – Service Provider LSMS H.323 URI Edit Flag Indicator




NPAC SMS shall provide a Service Provider LSMS H.323 URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports H.323 URI.




Req 5 – Service Provider LSMS H.323 URI Edit Flag Indicator Default




NPAC SMS shall default the Service Provider LSMS H.323 URI Edit Flag Indicator tunable parameter to FALSE.




Req 6 – Service Provider LSMS H.323 URI Edit Flag Indicator Modification




NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS H.323 URI Edit Flag Indicator tunable parameter.



Req 1.1 through 6.1 same as Req 1 through 6.  Replace “H.323 URI” with “SIP URI”.




Req 7
Activate Subscription Version - Send H.323 URI to Local SMSs




NPAC SMS shall, for a Service Provider that supports H.323 URI, send the H.323 URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.



Req 7.1 same as Req 7.  Replace “H.323 URI” with “SIP URI”.




Req 8
Activate Number Pool Block - Send H.323 URI to Local SMSs




NPAC SMS shall, for a Service Provider that supports H.323 URI, send the H.323 URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.



Req 8.1 same as Req 8.  Replace “H.323 URI” with “SIP URI”.




Req 9
Audit for Support of H.323 URI




NPAC SMS shall audit the H.323 URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports H.323 URI.



Req 9.1 same as Req 9.  Replace “H.323 URI” with “SIP URI”.




Appendix B – Glossary




URI – Uniform Resource Identifier




Appendix E – Bulk Data Download File Examples.




NOTE:  If a Service Provider supports H.323 URI, SIP URI, the format of the Bulk Data Download file will contain delimiters for both attributes.




				Explanation of the fields in the subscription download file







				Field Number



				Field Name



				Value in Example







				1



				Version Id 



				0000000001







				[snip]



				



				







				999



				H.323 URI



				Not present if LSMS or SOA does not support the H.323 URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				999



				SIP URI



				Not present if LSMS or SOA does not support the SIP URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				



				



				











Table E- 1 -- Explanation of the Fields in The Subscription Download File




				Explanation of the fields in the Block download file







				Field Number



				Field Name



				Value in Example







				1



				Block  Id 



				1







				[snip]



				



				







				999



				H.323 URI



				Not present if LSMS or SOA does not support the H.323 URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				999



				SIP URI



				Not present if LSMS or SOA does not support the SIP URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				



				



				











Table E- 6 -- Explanation of the Fields in The Subscription Download File




Assumptions:




1. TBD




2. TBD




3. TBD




IIS




TBD



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.




Flow B.4.4.1 – Number Pool Block Create/Activate by SOA




Flow B.4.4.2 – Number Pool Block Create by NPAC SMS




Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS




Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA




The following attributes may optionally be included:




H.323 URI (via CMIP, if supported by the Service Provider SOA)



The following attributes may optionally be included:




SIP URI (via CMIP, if supported by the Service Provider SOA)



Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)




Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)




Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port




[snip]




The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:




[snip]




H.323 URI (via CMIP, if supported by the Service Provider SOA)



SIP URI (via CMIP, if supported by the Service Provider SOA)



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA




Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION




Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET




[snip]




The current service provider can only modify the following attributes:




[snip]




H.323 URI (via CMIP, if supported by the Service Provider SOA)



SIP URI (via CMIP, if supported by the Service Provider SOA)



Flow B.5.6 – Subscription Version Query




[snip]




The query return data includes:




[snip]




H.323 URI (via CMIP, if supported by the Service Provider SOA)



SIP URI (via CMIP, if supported by the Service Provider SOA)



GDMO




No Changes Required.



ASN.1




No Changes Required.



XML:




<?xml version="1.0" encoding="UTF-8"?>




<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified" attributeFormDefault="unqualified">




       <xs:simpleType name="SPID">




              <xs:restriction base="xs:string">




                     <xs:length value="4"/>




              </xs:restriction>




       </xs:simpleType>




       <xs:simpleType name="Generic-URI">




              <xs:restriction base="xs:string">




                     <xs:minLength value="1"/>




                     <xs:maxLength value="255"/>




              </xs:restriction>




       </xs:simpleType>




       <xs:complexType name="OptionalData">




              <xs:all>




                     <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>




                     <xs:element name="H323URI" type="Generic-URI" nillable="true" minOccurs="0"/>




                     <xs:element name="SIPURI" type="Generic-URI" nillable="true" minOccurs="0"/>




              </xs:all>




       </xs:complexType>




       <xs:element name="OptionalData" type="OptionalData"/>




</xs:schema>
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NANC 417 – Working Copy








Origination Date:  12/18/06



Originator:  Syniverse Technologies



Change Order Number:  NANC 417



Description:  Provide record count(s) for BDD files and Delta BDD files



Cumulative SP Priority, Weighted Average:  




Pure Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT




				FRS



				IIS



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				Y



				N



				N



				N



				Low



				TBD



				TBD











Business Need:




When a BDD file is distributed, the number of records that are included in the file is not known.  In order to ensure that the file was completely generated and received intact, a record count for the file should be included.




Since the NPAC is considered the database of record, alternatives such as counting the lines in the BDD file to compare it to what is currently in the LSMS are not considered genuinely accurate since the number of records could match, yet the content could be different.  Even a small difference in the pool block BDD file can make a significant impact on the network, because of the 1000-to-1 representation.  Therefore it is prudent to take steps to eliminate errors before processing the BDD files.  This could include creating a record count or “snapshot” of the file contents when the BDD file is created.  This will provide a reference point to compare to the BDD files received.  Currently, there is no way to validate the record counts in the BDD files as they are received, thereby ensuring data integrity.



Description of Change:




This change order would add a record count to the BDD file.  Since the BDD file contains detailed information on a row-by-row basis, the count would have to be added in either the file name or in a comment record, depending on the technical implementation.



There may be backward-compatibility issues that need to be discussed and resolved.



The requested record count would apply to all five file types (SPID, NPA-NXX, dash-X, LRN, NPB, SV).



In the case of delta BDDs, which are run from the NPAC GUI, the same principal(s) would be applied for the record count







1. 



2. 



3. 



4. 



Requirements:




1. 



2. 



3. 



Req 1
Service Provider BDD Record Count Indicator




NPAC SMS shall provide a Service Provider BDD Record Count Indicator tunable parameter which defines whether a Service Provider supports the commented record count information in their BDD Files.




Req 2
Service Provider BDD Record Count Indicator Default




NPAC SMS shall default the Service Provider BDD Record Count Indicator tunable parameter to FALSE.




Req 3
Service Provider BDD Record Count Indicator Modification




NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider BDD Record Count Indicator tunable parameter.



Updates (larger font blue italics) to Appendix E of the FRS.



Appendix E.  Download File Examples




The NPAC can generate Bulk Data Download files for Network Data (including SPID, LRN, NPA-NXX and NPA-NXX-X), Subscription Versions (including Number Pool Blocks) and Notifications. 




All fields within files discussed in the following section are variable length.  The download reason in all “Active-like” download files is always set to new.  The download reason in all “Latest View” download files is set to the appropriate download reason based on activation/modification/deletion activity.  ASCII 13 is the value used as the value for carriage return (CR) in the download files.  



All Time Stamps contained within the download files and SMURF files, and file names are in GMT (Greenwich Mean Time).  Files that contain three timestamps reference the time the files is created, and start and end time range.  When the time range is not specified, the default start timestamp is 00-00-0000000000 and the default end timestamp is 99-99-9999999999.




The record count information will be added to the end of the BDD files.  It will start with a pound sign (#) followed by the number of data records in the file.  For example, if there are twenty-two (22) LRN records in the file, the 23rd line would contain a pound sign, a space, and the number 22.  The record count information will only be included in the BDD file if the Service Provider’s BDD Record Count Indicator is set to TRUE.



Assumptions:




1. 



2. 



3. 



4. None.



IIS




No Change Required.



GDMO




No Change Required.



ASN.1








No Change Required.
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SOA Notification Priority Tunables




Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:




· volume of the particular notification was very small




· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port




				#



				Notification Name



				Priority







				



				[snip]



				







				L-11.0




A1



				Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Normal Processing



When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 




Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives



				MEDIUM







				L-11.0




tbd1



				Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Recovery Processing




Same type of notification as L-11.0 A1, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.




Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives



				MEDIUM







				L-11.0




A1.5



				Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Normal Processing



When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 




Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives



				MEDIUM







				L-11.0




tbd1.5



				Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Recovery Processing



Same type of notification as L-11.0 A1.5, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.




Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives



				MEDIUM







				



				[snip]



				







				L-11.0




E



				Subscription Version Status Attribute Value Change Notification – set to OLD – Normal Processing



When the SV status has been set to old.  (Port to Original, port-of-a port, port to original of a Pool TN (or snap back), disconnect, disconnect of a ported Pool TN).  The notification is received only by those SOAs that actually have the SV in their local DB. It varies with the scenario.




Note:  See L-11.0 A1.5 for Activates and L-11.0 F for Modify Actives



				MEDIUM







				L-11.0




tbd2



				Subscription Version Status Attribute Value Change Notification – set to OLD – Recovery Processing



Same type of notification as L-11.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.




Note:  See L-11.0 tbd1.5 for Activates and L-11.0 tbd3 for Modify Actives



				MEDIUM







				L-11.0




F



				Subscription Version Status Attribute Value Change Notification – Modify active – Normal Processing



When an Active SV has been modified in the LSMS or there has been a cancellation of a Disconnect-Pending SV and the status of the SV has been re-set to Active (with or without a Fail-SP-List). The notification is sent only to the current SOA.




Note:  See L-11.0 A1 for Activates and L-11.0 E for Deletes



				MEDIUM







				L-11.0




tbd3



				Subscription Version Status Attribute Value Change Notification – Modify active – Recovery Processing



Same type of notification as L-11.0 F, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.




Note:  See L-11.0 tbd1 for Activates and L-11.0 tbd2 for Deletes



				MEDIUM







				



				[snip]



				







				L-13.0




A








				Number Pool Block Status Attribute Value Change Notification – Normal Processing



The Pool Block has being created in the LSMSs (EDR and Non_EDR) and the Block Status has being set to Active or Partial Failure;



				MEDIUM







				L-13.0




tbd4








				Number Pool Block Status Attribute Value Change Notification – Recovery Processing



Same type of notification as L-13.0 A, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



				MEDIUM







				



				[snip]



				







				L-13.0




D








				Number Pool Block Status Attribute Value Change Notification – Normal Processing



The attributes in the Pool Block have been modified in the LSMSs (EDR and Non-EDR) and the Block Status has been re-set to Active (with or without fail-sp-list).



				MEDIUM







				L-13.0




tbd5







				Number Pool Block Status Attribute Value Change Notification – Recovery Processing



Same type of notification as L-13.0 D, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



				MEDIUM







				L-13.0




E








				Number Pool Block Status Attribute Value Change Notification – Normal Processing



When a Pool Block has been ‘de-pooled’ from the LSMSs (EDR and Non-EDR) and the Block Status has been set to Old (with or without fail-sp-list).



				MEDIUM







				L-13.0




tbd6








				Number Pool Block Status Attribute Value Change Notification – Recovery Processing



Same type of notification as L-13.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



				MEDIUM







				



				[snip]



				







				



				



				











Table C- 7 – SOA Notification Priority Tunables
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New Change Orders – Working Copy








Origination Date:  03/12/08



Originator:  LNPAWG



Change Order Number:  NANC 431



Description:  URI Fields (PoC)



Cumulative SP Priority, Weighted Average:  N/A




Functionally Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT




				FRS



				IIS



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				Y



				Y



				Y



				Y



				Y



				Y



				Y











Business Need:




Multimedia Media Messaging Service (PoC) Field:




There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).




Description of Change:




The NPAC/SMS will provide the ability to provision an PoC URI for each SV and Pooled Block record.




This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.




This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.




This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.




The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.



Major points/processing flow/high-level requirements:




This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.




Requirements:




Section 1.2, NPAC SMS Functional Overview




Add a new section that describes the functionality of the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.




Section 3.1, NPAC SMS Data Models




Add new attribute for the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See below:




				NPAC CUSTOMER DATA MODEL







				Attribute Name



				Type (Size) 



				Required



				Description







				[snip]



				



				



				







				NPAC Customer SOA PoC URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their SOA.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.




The default value is False.












				NPAC Customer LSMS PoC URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their LSMS.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.




The default value is False.







				[snip]



				



				



				











Table 3-2 NPAC Customer Data Model




				Subscription Version Data MODEL







				Attribute Name



				Type (Size)



				Required



				Description







				[snip]



				



				



				







				PoC URI



				C (255)



				



				PoC URI for Subscription Version.




This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.







				[snip]



				



				



				











Table 3‑6 Subscription Version Data Model




				number pooling block hoder information Data MODEL







				Attribute Name



				Type (Size)



				Required



				Description







				[snip]



				



				



				







				PoC URI



				C (255)



				



				PoC URI for Number Pool Block.




This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.







				[snip]



				



				



				











Table 3‑8 Number Pooling Block Holder Information Data Model




R3-7.2 
Administer Mass update on one or more selected Subscription Versions




NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, PoC URI (if the requesting SOA supports PoC URI data), Billing ID, End User Location Type or End User Location Value.




RR3-210
Block Holder Information Mass Update – Update Fields




NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), PoC URI (if the requesting SOA supports PoC URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)




R3‑8
Off-line batch updates for Local SMS Disaster Recovery




NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.




The contents of the batch download are:




· Subscriber data:




· [snip]




· PoC URI (for Local SMSs that support PoC URI)




·  [snip]




· Block Data




· [snip]




· PoC URI, (for Local SMSs that support PoC URI data)




·  [snip]




RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).




[snip]




PoC URI (if supported by the Block Holder SOA)




RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)




[snip]




PoC URI (if supported by the Block Holder SOA)




RR3-157
Modification of Number Pooling Block Holder Information – Routing Data




NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and PoC URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)




R4-8
Service Provider Data Elements



NPAC SMS shall require the following data if there is no existing Service Provider data:




[snip]




NPAC Customer SOA PoC URI Support Indicator




NPAC Customer LSMS PoC URI Support Indicator




R5‑16
Create Subscription Version - New Service Provider Optional input data




NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:




· [snip]




· PoC URI (if supported by the Service Provider SOA)




R5‑18.1
Create Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:




· [snip]




· PoC URI (if supported by the Service Provider SOA)




RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data




NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:




· [snip]




· PoC URI (if supported by the Service Provider SOA)




RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:




· [snip]




· PoC URI (if supported by the Service Provider SOA)




R5‑27.1
Modify Subscription Version - New Service Provider Data Values




NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:




· [snip]




· PoC URI (if supported by the Service Provider SOA)




R5‑28
Modify Subscription Version - New Service Provider Optional input data.




NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:




· [snip]




· PoC URI (if supported by the Service Provider SOA)




R5‑29.1
Modify Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.




· [snip]




· PoC URI (if supported by the Service Provider SOA)




R5‑36
Modify Active Subscription Version - Input Data




NPAC SMS shall allow the following data to be modified for an active Subscription Version:




· [snip]




· PoC URI (if supported by the Service Provider SOA)




R5‑37
Active Subscription Version - New Service Provider Optional input data.




NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:




· [snip]




· PoC URI (if supported by the Service Provider SOA)




R5‑38.1
Modify Active Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:




· [snip]




· PoC URI (if supported by the Service Provider SOA)




R5-74.3
Query Subscription Version - Output Data




NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:




· [snip]




· PoC URI (if supported by the Service Provider SOA)




R5-74.4
Query Subscription Version - Output Data




NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:




· [snip]




· PoC URI (if supported by the Service Provider LSMS)




RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version




NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)




· [snip]




· PoC URI (Value set to same field as Block)




Req 1 – Service Provider SOA PoC URI Edit Flag Indicator




NPAC SMS shall provide a Service Provider SOA PoC URI Edit Flag Indicator tunable parameter which defines whether a SOA supports PoC URI.




Req 2 – Service Provider SOA PoC URI Edit Flag Indicator Default




NPAC SMS shall default the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter to FALSE.




Req 3 – Service Provider SOA PoC URI Edit Flag Indicator Modification




NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter.



Req 4 – Service Provider LSMS PoC URI Edit Flag Indicator




NPAC SMS shall provide a Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports PoC URI.




Req 5 – Service Provider LSMS PoC URI Edit Flag Indicator Default




NPAC SMS shall default the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter to FALSE.




Req 6 – Service Provider LSMS PoC URI Edit Flag Indicator Modification




NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter.



Req 7
Activate Subscription Version - Send PoC URI to Local SMSs




NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.



Req 8
Activate Number Pool Block - Send PoC URI to Local SMSs




NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.



Req 9
Audit for Support of PoC URI




NPAC SMS shall audit the PoC URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports PoC URI.



Appendix B – Glossary




URI – Uniform Resource Identifier




Appendix E – Bulk Data Download File Examples.




NOTE:  If a Service Provider supports PoC URI, the format of the Bulk Data Download file will contain delimiters for the attribute.




				Explanation of the fields in the subscription download file







				Field Number



				Field Name



				Value in Example







				1



				Version Id 



				0000000001







				[snip]



				



				







				999



				PoC URI



				Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				



				



				











Table E- 1 -- Explanation of the Fields in The Subscription Download File




				Explanation of the fields in the Block download file







				Field Number



				Field Name



				Value in Example







				1



				Block  Id 



				1







				[snip]



				



				







				999



				PoC URI



				Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				



				



				











Table E- 6 -- Explanation of the Fields in The Subscription Download File




IIS




Addition to the current IIS flow descriptions that relate to SV and NPB attributes.




Flow B.4.4.1 – Number Pool Block Create/Activate by SOA




Flow B.4.4.2 – Number Pool Block Create by NPAC SMS




Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS




Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA




If the “SOA Supports PoC URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:




PoC URI



Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)




Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)




Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port




[snip]




The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:




[snip]




PoC URI – if supported by the Service Provider SOA




Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA




Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION




Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET




[snip]




The current service provider can only modify the following attributes:




[snip]




PoC URI – if supported by the Service Provider SOA




Flow B.5.6 – Subscription Version Query




[snip]




The query return data includes:




[snip]




PoC URI – if supported by the Service Provider (SOA, LSMS)




GDMO:




No Change Required.




ASN.1:




No Change Required.




XML:




Note – the XML shown below is existing NANC 399 and new NANC 428.




<?xml version="1.0" encoding="UTF-8"?>




<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">




   <xs:simpleType name="SPID">




      <xs:restriction base="xs:string">




         <xs:length value="4"/>




      </xs:restriction>




   </xs:simpleType>




   <xs:simpleType name="Generic-URI">




      <xs:restriction base="xs:string">




         <xs:minLength value="1"/>




         <xs:maxLength value="255"/>




      </xs:restriction>




   </xs:simpleType>




   <xs:complexType name="OptionalData">




      <xs:sequence>




        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>




        <xs:element name="POCURI" type="Generic-URI" nillable="true" minOccurs="0"/>




      </xs:sequence>




   </xs:complexType>




   <xs:element name="OptionalData" type="OptionalData"/>




</xs:schema>
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New Change Orders – Working Copy








Origination Date:  03/12/08



Originator:  LNPAWG



Change Order Number:  NANC 432



Description:  URI Fields (Presence)



Cumulative SP Priority, Weighted Average:  N/A




Functionally Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT




				FRS



				IIS



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				Y



				Y



				Y



				Y



				Y



				Y



				Y











Business Need:




Multimedia Media Messaging Service (Presence) Field:




There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).




Description of Change:




The NPAC/SMS will provide the ability to provision a Presence URI for each SV and Pooled Block record.




This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.




This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.




This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.




The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.



Major points/processing flow/high-level requirements:




This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.




Requirements:




Section 1.2, NPAC SMS Functional Overview




Add a new section that describes the functionality of the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.




Section 3.1, NPAC SMS Data Models




Add new attribute for the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See below:




				NPAC CUSTOMER DATA MODEL







				Attribute Name



				Type (Size) 



				Required



				Description







				[snip]



				



				



				







				NPAC Customer SOA Presence URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their SOA.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.




The default value is False.







				NPAC Customer LSMS Presence URI Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their LSMS.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.




The default value is False.







				[snip]



				



				



				











Table 3-2 NPAC Customer Data Model




				Subscription Version Data MODEL







				Attribute Name



				Type (Size)



				Required



				Description







				[snip]



				



				



				







				Presence URI



				C (255)



				



				Presence URI for Subscription Version.




This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.







				[snip]



				



				



				











Table 3‑6 Subscription Version Data Model




				number pooling block hoder information Data MODEL







				Attribute Name



				Type (Size)



				Required



				Description







				[snip]



				



				



				







				Presence URI



				C (255)



				



				Presence URI for Number Pool Block.




This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.







				[snip]



				



				



				











Table 3‑8 Number Pooling Block Holder Information Data Model




R3-7.2 
Administer Mass update on one or more selected Subscription Versions




NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, Presence URI (if the requesting SOA supports Presence URI data), Billing ID, End User Location Type or End User Location Value.




RR3-210
Block Holder Information Mass Update – Update Fields




NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Presence URI (if the requesting SOA supports Presence URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)




R3‑8
Off-line batch updates for Local SMS Disaster Recovery




NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.




The contents of the batch download are:




· Subscriber data:




· [snip]




· Presence URI (for Local SMSs that support Presence URI data)




· [snip]




· Block Data




· [snip]




· Presence URI (for Local SMSs that support Presence URI data)




· [snip]




RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).




[snip]




Presence URI (if supported by the Block Holder SOA)




RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)




[snip]




Presence URI (if supported by the Block Holder SOA)




RR3-157
Modification of Number Pooling Block Holder Information – Routing Data




NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and Presence URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)




R4-8
Service Provider Data Elements



NPAC SMS shall require the following data if there is no existing Service Provider data:




[snip]




NPAC Customer SOA Presence URI Support Indicator




NPAC Customer LSMS Presence URI Support Indicator




R5‑16
Create Subscription Version - New Service Provider Optional input data




NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:




· [snip]




· Presence URI (if supported by the Service Provider SOA)




R5‑18.1
Create Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:




· [snip]




· Presence URI (if supported by the Service Provider SOA)




RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data




NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:




· [snip]




· Presence URI (if supported by the Service Provider SOA)




RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:




· [snip]




· Presence URI (if supported by the Service Provider SOA)




R5‑27.1
Modify Subscription Version - New Service Provider Data Values




NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:




· [snip]




· Presence URI (if supported by the Service Provider SOA)




R5‑28
Modify Subscription Version - New Service Provider Optional input data.




NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:




· [snip]




· Presence URI (if supported by the Service Provider SOA)




R5‑29.1
Modify Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.




· [snip]




· Presence URI (if supported by the Service Provider SOA)




R5‑36
Modify Active Subscription Version - Input Data




NPAC SMS shall allow the following data to be modified for an active Subscription Version:




· [snip]




· Presence URI (if supported by the Service Provider SOA)




R5‑37
Active Subscription Version - New Service Provider Optional input data.




NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:




· [snip]




· Presence URI (if supported by the Service Provider SOA)




R5‑38.1
Modify Active Subscription Version - Field-level Data Validation




NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:




· [snip]




· Presence URI (if supported by the Service Provider SOA)




R5-74.3
Query Subscription Version - Output Data




NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:




· [snip]




· Presence URI (if supported by the Service Provider SOA)




R5-74.4
Query Subscription Version - Output Data




NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:




· [snip]




· Presence URI (if supported by the Service Provider LSMS)




RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version




NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)




· [snip]




· Presence URI (Value set to same field as Block)




Req 1 – Service Provider SOA Presence URI Edit Flag Indicator




NPAC SMS shall provide a Service Provider SOA Presence URI Edit Flag Indicator tunable parameter which defines whether a SOA supports Voice URI.




Req 2 – Service Provider SOA Presence URI Edit Flag Indicator Default




NPAC SMS shall default the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter to FALSE.




Req 3 – Service Provider SOA Presence URI Edit Flag Indicator Modification




NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter.



Req 4 – Service Provider LSMS Presence URI Edit Flag Indicator




NPAC SMS shall provide a Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports Presence URI.




Req 5 – Service Provider LSMS Presence URI Edit Flag Indicator Default




NPAC SMS shall default the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter to FALSE.




Req 6 – Service Provider LSMS Presence URI Edit Flag Indicator Modification




NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter.



Req 7
Activate Subscription Version - Send Presence URI to Local SMSs




NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.



Req 8
Activate Number Pool Block - Send Presence URI to Local SMSs




NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.



Req 9
Audit for Support of Presence URI




NPAC SMS shall audit the Presence URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports Presence URI.



Appendix B – Glossary




URI – Uniform Resource Identifier




Appendix E – Bulk Data Download File Examples.




NOTE:  If a Service Provider supports Presence URI, the format of the Bulk Data Download file will contain delimiters for the attribute.




				Explanation of the fields in the subscription download file







				Field Number



				Field Name



				Value in Example







				1



				Version Id 



				0000000001







				[snip]



				



				







				999



				Presence URI



				Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				



				



				











Table E- 1 -- Explanation of the Fields in The Subscription Download File




				Explanation of the fields in the Block download file







				Field Number



				Field Name



				Value in Example







				1



				Block  Id 



				1







				[snip]



				



				







				999



				Presence URI



				Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				



				



				











Table E- 6 -- Explanation of the Fields in The Subscription Download File




IIS




Addition to the current IIS flow descriptions that relate to SV and NPB attributes.




Flow B.4.4.1 – Number Pool Block Create/Activate by SOA




Flow B.4.4.2 – Number Pool Block Create by NPAC SMS




Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS




Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA




If the “SOA Supports Presence URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:




Presence URI



Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)




Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)




Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port




[snip]




The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:




[snip]




Presence URI – if supported by the Service Provider SOA




Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA




Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION




Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET




[snip]




The current service provider can only modify the following attributes:




[snip]




Presence URI – if supported by the Service Provider SOA




Flow B.5.6 – Subscription Version Query




[snip]




The query return data includes:




[snip]




Presence URI – if supported by the Service Provider (SOA, LSMS)




GDMO:




No Change Required.




ASN.1:




No Change Required.




XML:




Note – the XML shown below is the same for both NANC 399 and NANC 400.




<?xml version="1.0" encoding="UTF-8"?>




<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">




   <xs:simpleType name="SPID">




      <xs:restriction base="xs:string">




         <xs:length value="4"/>




      </xs:restriction>




   </xs:simpleType>




   <xs:simpleType name="Generic-URI">




      <xs:restriction base="xs:string">




         <xs:minLength value="1"/>




         <xs:maxLength value="255"/>




      </xs:restriction>




   </xs:simpleType>




   <xs:complexType name="OptionalData">




      <xs:sequence>




        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>




        <xs:element name="PRESURI" type="Generic-URI" nillable="true" minOccurs="0"/>




      </xs:sequence>




   </xs:complexType>




   <xs:element name="OptionalData" type="OptionalData"/>




</xs:schema>
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New Change Orders – Working Copy








Origination Date:  1/8/2009




Originator:  Telcordia Technologies




Change Order Number:  NANC TBD




Description:  A Multi Vendor NPAC Solution




Cumulative SP Priority, Weighted Average:  TBD




Functionally Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT




				FRS



				IIS



				GDMO



				ASN.1



				NPAC



				SOA



				LSMS







				Y



				Y



				Y



				Y



				Y



				N



				N











Business Need:




The original request(s) to provide NPAC services was more than twelve years ago.  Since that initial selection of two providers, the industry hasn’t had any choice in NPAC vendors.  In all other aspects of number portability in North America, Service Providers have a choice of vendors.  The Telecommunications Act implemented vendor competition as well, and the FCC specifically favored competition in NPAC services in originally approving multiple NPAC administrators.  The FCC noted in the order that competition between vendors for NPAC would stimulate innovation and it would provide the other expected benefits of competition, including economic benefits and enhanced service levels.  Since that order, the NPAC has become more critical to Service Provider networks with the addition of pooling and the pending change orders for URI information.  The transactions at NPAC continue to grow at a large rate.  If the rate of transaction growth continues, NPAC billable transaction will exceed more than one billion annually before the expiration of the current contract.  Carrier choice in NPAC services can and should be implemented now to provide the benefits of competition to Service Providers before the NPAC grows so large that a transition would be higher risk than desirable.




Competition will lead not only to carrier choice but vendor diversity.  In the current economic conditions, having multiple vendors versus a single source contract to support critical infrastructure services is becoming more essential.  Multiple vendors assure business continuity of services in the event of vendor business failure.  This diversity will not only reduce the business risk of these services being delivered in an uninterrupted manner but will also enhance the commercial management of the vendors.  Carriers have experienced that multi sourced services and associated carrier choice results in more competitive pricing.  Multiple competitive vendors also offer faster response to industry needs with more innovative services that further enhance the service currently being offered.  The current NPAC service is working effectively, but opening it up to competition and carrier choice can only result in enhanced benefits to the industry.  Selecting two or more vendors will drive the benefits to the users of a multi vendor solution that will result in carriers in each region being able to choose their vendor based on the values it offers in savings and enhanced services.




In summary, especially in today’s economic conditions, carriers more than ever need the benefits of competition that include:




· Carrier Choice




· Vendor Diversity




· Enhanced and Innovative Services




· Reduced Costs to the Industry




Description of Change:



While a Multi-Vender NPAC Solution, hereafter referred to as Multi-Administrator Peering Model, and impacts the NPAC SMS, the technical approach described in this change order minimizes the impacts to Service Provider systems and operations. 




The following high-level peering technical implementation goals related to Service Providers and the NPAC Services provided under a Multi-Administrator Peering Model implementation:




· No SOA and LSMS to NPAC SMS CMIP Interface Modifications




· No User LTI GUI Changes




· Minimize Service Provider operational changes




· Limit Service Provider operational interactions to only their chosen NPAC vendor




· Limit NPAC to NPAC connections to reduce complexity




· Allow communication of all NPAC data for network data and active subscription versions




· Support any additional information needed for Inter-NPAC SMS porting events




The following diagram illustrates the Solution approach proposed in this change order by showing a Multi-Administrator Peering Model with two NPAC SMS to visually introduce the terminology used:









The terminology used in the diagram is defined as follows: 




· Primary NPAC SMS – The NPAC SMS that provides service directly to a specific Service Provider SOA, LSMS, or LTI GUI for a transaction.




· Peered NPAC SMS – An NPAC SMS system that communicates with another NPAC SMS in the same Region in a Multi-Administrator Peering Model. 




· Inter-NPAC Peering – The Multi-Administrator Peering Model implementation discussed in this solution document that leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging 




· Inter-NPAC SMS Messaging – CMIP messaging between Peered NPAC SMS systems within the same Region as a result of Service Provider activity initiated from the LTI GUI, SOA, and/or LSMS interface connections.  Inter-NPAC messages include all messages required for completion of requests. 




· Inter-NPAC SMS Associations – CMIP associations between Peered NPAC SMS




· Inter-NPAC SMS LSMS Association – A CMIP association between two Peered NPAC SMSs that is used to communicate LSMS activity such as Subscription Version activation and Network Data creation from a Primary NPAC SMS to a Peered NPAC SMS.




· Inter-NPAC SMS SOA Association – A CMIP association between two Peered NPAC SMSs that is used to communicate SOA activity, such as porting activity between Service Providers in different Peered NPAC SMS.




Major points/processing flow/high-level requirements:




Inter-NPAC Peering leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging.   This approach simplifies implementation of the Inter-NPAC SMS messaging and does not require the introduction of a different messaging protocol.  While interface impacts for Inter-NPAC Peering are avoided for the existing Service Provider SOA and LSMS to NPAC SMS interfaces, additional data would need to be communicated between peered NPAC SMS systems to improve efficiency. Areas for extensions to Inter-NPAC SMS messaging will be identified in the detailed specifications to be provided.




Two diagrams are provided to give a high level view of the interactions for that would occur between Peered NPAC SMS in a Multi-Administrator Peering Model for porting activity between two Service Providers. The two types of ports that are described are an Intra NPAC Port and an Inter NPAC Port.




Intra-NPAC SMS Port




A port is an Intra-NPAC SMS port when only one NPAC SMS serves both of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of the same NPAC SMS:








Service Providers porting in the same NPAC SMS (Intra-NPAC port):




1. SOA 1 and SOA 2 served by Vendor A create a pending port for the TN porting form SOA 2




2. SOA 1 activates the TN on the due date




3. TN Activation broadcast is sent to the peered Vendor B




4. TN Activation broadcast is sent to LSMS’ serviced by Vendor A




5. TN Activation broadcast is sent to LSMS’ serviced by Vendor B




Inter-NPAC SMS Port




A port is an Inter-NPAC SMS port when each NPAC SMS serves one of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of different NPAC SMS:




























Service Providers porting in the different NPAC SMS (Inter-NPAC):




1. SOA 1 serviced by Vendor A creates a pending port for a TN porting from SOA 2




2. Vendor A forwards the create request to Vendor B that serves SOA 2




3. Vendor B creates the pending subscription version and sends notifications to both SOA 1 and SOA 2




4. SOA 1 activates the TN on the due date (SOA 2 concurrence is not shown to reduce complexity of the diagram)




5. TN Activation broadcast is sent from Vendor A to the peered Vendor B




6. TN Activation broadcast is sent to the LSMS’ served by Vendor A




7. TN Activation broadcast is sent to LSMS’ served by Vendor B




Requirements:




TBD




IIS




TBD




GDMO:




TBD




ASN.1:




TBD




Inter-NPAC SOA Associations











Inter-NPAC LSMS Association











Inter-NPAC Associations used for Inter-NPAC Messaging
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Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor A











Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor B
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Peered NPAC SMS Vendor B
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Business Need:



LTI Customers have asked for consideration of a number of enhancements to the LTI GUI that will increase efficiency and provide greater flexibility for their porting operations.



Service Providers have asked about a more efficient way to schedule, perform, and monitor technology migrations and large porting projects.







Description of Change:



This change order is being created to address both LTI functionality enhancements and mass update/mass porting efficiencies.



LTI GUI Enhancements will:



· Provide a Single LTI Login.



· Provide greater search flexibility for service providers.



· Provide the ability to export query results to a file.



· Add detail to porting notifications.



LTI GUI Enhancements Overview:



· NPAC LTI Users will use a Single LTI Login across all NPAC Regions (eliminate the need to login multiple times and maintain passwords for all regions for the same GUI User ID).



· NPAC LTI Users will have the capability for a Single LTI Login (service bureau) to change access from one SPID to another SPID.



· TN search functionality enhanced to provide ability to copy/paste a list of TNs and a list of TN Ranges.



· Subscription Version query results enhanced to allow e-mail or export-to functionality.



· Notification functionality enhanced to allow better notification management via a new “View All Notification Details” enhancement:



· Determine all of the attributes present in the notifications that were selected.



· Present this list of attributes to the user so they can select which attributes they want to view.



· Display each notification on a separate line.



· Allow the user to select notifications and copy them to the windows clipboard.  The clipboard can then be pasted into a data file and imported/opened in Excel, or sent via e-mail.



Service Provider Self Service capabilities will allow Service Providers to:



· Manage to a single interface versus calls and e-mail correspondence with the NPAC Help Desk.



· Enable quicker turnaround and approval of jobs.



· View history and transaction volumes for their own porting projects.



· Manage and schedule Mass Updates/Mass Ports for their own porting projects.



Service Provider Self Service Overview:



· User Management that identifies authorized Users for the Self Service tool.



· Users will see only their own data.



· Ability for Users to create jobs.



· Users will have two choices in creating jobs:



· NPAC Processing = Job will be scheduled by NPAC personnel.



· Self Service Processing = Job will be scheduled by the Service Provider.



· For Self Service Processing the following job types will be allowed:  Mass Update (including Pool Blocks), Mass Create, Mass Release, Mass Activate, Combined Mass Create-Activate, Mass Disconnect, Mass Cancel.



· Ability to upload a file when entering a job request.



· Optional fields are not supported for Self Service Processing.



· Service providers can manage their self-service scheduled jobs.



· Job may be monitored via e-mail notifications or via the LTI.



· Dashboard will be available where Users can view jobs they entered using Self Service Processing (Number of SVs/Blocks processed, Number of jobs completed, Number of jobs/SVs/Blocks waiting to be run).



· Job requests will be FIFO processed (First In / First Out).








FRS:  (additions in yellow highlight)



3.2, NPAC Personnel Functionality




The following requirements describe the functionality required by the NPAC SMS to support the daily operation of the Regional LNP SMS support staff, and the Service Provider Personnel that use the NPAC Low-Tech Interface.  These requirements define the high level functionality required by the system with the specifics of each requirement defined in more detail in sections 4 and 5.



R3-7.1	Select Subscription Versions mass changes for one or more Subscription Versions



NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC personnel, via the NPAC Administrative Interface, to select Subscription Versions for mass update which match a user defined combination of any of the following: SPID, LNP Type (any single LNP Type or none), TN, TN range (NPA-NXX-xxxx through yyyy, where yyyy is greater than xxxx), LRN, DPCs, SSNs, Billing ID, End User Location Type or End User Location Value, on the NPAC Administrative Interface.  (Previously part of B-760 and B-761)



Note: If a single LNP Type is selected, then only that LNP Type will be used, otherwise, if no LNP Type is selected, then no restriction is imposed on the LNP Type as a selection criteria.



Note: Only NPAC Personnel can specify SPID.  Service Provider Personnel will use their default SPID value.



R3-7.2	Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC personnel, via the NPAC Administrative Interface, to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPCs, SSNs, SV Type, Alternative SPID, Last Alternative SPID, Alt-End User Location Value, Alt-End User Location Type, Alt-Billing ID, Voice URI, MMS URI, SMS URI, Billing ID, End User Location Type or End User Location Value. (reference NANC 399)



Note: Service Provider Personnel are limited to LRN, DPCs, SSNs, and SV Type.



R3-7.8	Mass Update Exception Report



NPAC SMS shall produce an exception report for Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel when requested that lists the Subscription Versions that were exceptions not processed during Mass Update processing.  



RR3-550	Mass Update Pending and Active Subscription Versions – DPC-SSN Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the values for the following input data, if supplied, is valid according to the Service Provider DPC-SSN source data, when performing a Mass Update of Pending and/or Active Subscription Versions via the NPAC Administrative Interface or NPAC Low-Tech Interface:  (previously NANC 427, Req 6.8)



· Class DPC



· Class SSN



· LIDB DPC



· LIDB SSN



· CNAM DPC



· CNAM SSN



· ISVM DPC



· ISVM SSN



· WSMSC DPC 



· WSMSC SSN



RR3-551	Mass Update Pending and Active Subscription Versions – Validation of DPC-SSNs for Mass Update



NPAC shall reject Mass Update requests of Pending and/or Active Subscription Versions from the NPAC Administrative Interface or NPAC Low-Tech Interface if a DPC-SSN is specified and a valid DPC-SSN reference does not exist in the Service Provider DPC-SSN source data.  (previously NANC 427, Req 6.9)



RR3-552	Mass Update Pending and Active Number Pool Blocks – DPC-SSN Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the values for the following input data, if supplied, is valid according to the Service Provider DPC-SSN source data, when performing a Mass Update of Pending and/or Active Number Pool Blocks via the NPAC Administrative Interface or NPAC Low-Tech Interface:  (previously NANC 427, Req 6.10)



· Class DPC



· Class SSN



· LIDB DPC



· LIDB SSN



· CNAM DPC



· CNAM SSN



· ISVM DPC



· ISVM SSN



· WSMSC DPC 



· WSMSC SSN



RR3-552.5	Mass Update Pending and Active Number Pool Blocks – Validation of DPC-SSNs for Mass Update



NPAC shall reject Mass Update requests of Pending and/or Active Number Pool Blocks from the NPAC Administrative Interface or NPAC Low-Tech Interface if a DPC-SSN is specified and a valid DPC-SSN reference does not exist in the Service Provider DPC-SSN source data.  (previously NANC 427, Req 6.11)



Req-1	Mass Update File Upload Capability – Template



NPAC Low-Tech Interface shall accept file data from a spreadsheet template as input data for a Mass Update request.



Note:  The accepted formats will be all standard MS-Excel (xls, xlsx, csv).



Note:  The file layout will include:



· Header Data



· Job Type



· SPID



· Select By (TN/PB List)



· SV Status (Active-like or Pending-like)



· Scheduled Date (mm/dd/yyyy hh:mm)



· Case Number



· Job Name



· Suppress Notification to Old SP



· Suppress Notification to New SP



· Detail Data:



· One line per TN/TN Range or PB/PB Range



· TN example:  1112223333 or 11122233334444



· PB example:  1234567 or 1234567-8



· Update data will be column positional (for example):



· Column D – LRN



· Column E – LIDB DPC



· Column F –CNAM DPC



3.2.1, Block Holder, Mass Update




RR3-210	Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, when performing a mass update, to update the block holder default routing information LRN, DPC(s), SSN(s), SV Type, Alternative SPID, Last Alternative SPID, Alt-End User Location Value, Alt-End User Location Type, Alt-Billing ID, Voice URI, MMS URI, and SMS URI for a 1K Block as stored in the NPAC SMS.  (Previously B-762, reference NANC 399)



RR3-211	Block Holder Information Mass Update – Block Intersection Rejection



NPAC SMS shall reject a mass update request by Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, and issue an error message, if the TN Range and LNP Type of either POOL or none, is entered as Selection Criteria, for the requesting Service Provider, and intersects an existing 1K Block, for that requesting Service Provider, as stored in the NPAC SMS, other than Blocks with a status of old.  (Previously B-763)



3.5.2, Block Holder, NPA Splits




RR3-49	NPA Splits and the Number Pool Block Holder Information – Mass Update that includes one or more Blocks for an NPA-NXX involved in an NPA Split



NPAC SMS shall accept a mass update request from Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC personnel, via the NPAC Administrative Interface, that spans one or more Blocks that are part of an NPA Split that is currently in permissive dialing only when the new NPA-NXX is used.  








7.4, Access Control



Access to the NPAC SMS and other resources will be limited to those users that have been authorized for that specific access right.



7.4.1, System Access




7.4.2, Resource Access




New requirements will be added to sections 7.4.1 and 7.4.2.



Reqs for the ability to have a single LTI GUI Logon for all 7 NPAC Regions:



Req-2 Single GUI Login Session



NPAC SMS shall provide Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, support for one user id that can be configured to allow access to any and all US NPAC Regions.







Req-3 Region Selection - Navigation



NPAC SMS shall provide a mechanism that allows Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, to select and navigate to any other NPAC region main menu screen they are configured for access without requiring additional authentication.







Req-4 Common Authentication Database



NPAC SMS shall use a common authentication mechanism that is available to all US Regions and Canada for Service Provider Personnel using the NPAC Low-Tech Interface, and NPAC Personnel using the NPAC Administrative Interface.







Req-5 Cross-Regional Session Timeout



NPAC SMS shall expire a user’s cross-regional session within a tunable time period, regardless of user activity and require re-authentication when navigating to a different region for Service Provider Personnel using the NPAC Low-Tech Interface, and NPAC Personnel using the NPAC Administrative Interface.







Req-6 Cross-Regional Session Timeout – Tunable Parameter



NPAC SMS shall provide a Cross-Regional Session Timeout tunable parameter that specifies the maximum duration a user may continuously use a Cross-Regional GUI session.







Req-7 Cross-Regional Session Timeout – Tunable Modification



NPAC SMS shall allow NPAC Personnel via the NPAC Administrative Interface to update the Cross-Regional Session Timeout tunable parameter.







Req-8 Cross-Regional Session Timeout – Tunable Parameter Default



NPAC SMS shall default the Cross-Regional Timeout tunable parameter to 1440 minutes (24 hours).



Note: a value of zero for this tunable will turn off the Cross-Regional Session Timeout.







Req 9 Client Session Timeout Warning



NPAC SMS GUI shall provide a cross regional session timeout warning a tunable time period prior to the system expiring their GUI session due to inactivity.







Req-10 Client Session Timeout Warning – Tunable Parameter



NPAC SMS shall provide a Client Session Timeout Warning tunable parameter that specifies the time in minutes the user is notified before their GUI session is expired due to inactivity.







Req-11 Client Session Timeout Warning – Tunable Modification



NPAC SMS shall allow NPAC Personnel via the NPAC Administrative Interface to update the Client Session Timeout Warning tunable parameter.







Req-12 Client Session Timeout Warning – Tunable Parameter Default



NPAC SMS shall default the Client Session Timeout Warning tunable parameter to 2 minutes.















Reqs for the ability to have a service bureau user act on behalf of subordinate service providers:



Req-13 Service Bureau – List of secondary SPIDs



NPAC Low-Tech Interface shall display a list of secondary SPIDs of a primary SPID once a user of the primary SPID is logged into the NPAC Low-Tech Interface.







Req-14 Service Bureau – Selection of secondary SPIDs



NPAC Low-Tech Interface shall allow selecting a secondary SPID from the secondary SPID list to act on behalf of that secondary SPID.







Req-15 Service Bureau – Processing Data of secondary SPIDs



NPAC Low-Tech Interface shall use the selected SPID (i.e., secondary SPID value) for all the NPAC administrative interface requests once the primary SPID makes the secondary SPID selection.



NOTE: For example, pending SV query will be filtered by the selected secondary SPID not the logged in users SPID (i.e., service bureau’s SPID).







Req-16 Service Bureau – LTI Primary SPID



NPAC SMS shall allow a Low-Tech Interface only SPID to be a primary SPID.















IIS:



Sections 2.3.4 and 2.4.2, Service Provider Data Administration.
Mass changes must be initiated by the service provider contacting the NPAC personnel directly, or by performing self-service in the Low-Tech Interface.







Flow B.8.3, Mass Update.



Intro paragraph.
NPAC SMS personnel using the NPAC Administrative Interface or Service Provider personnel using the Low-Tech Interface can perform a mass update on subscription data.



Action is taken by the NPAC SMS personnel using the NPAC Administrative Interface or Service Provider personnel using the Low-Tech Interface to request that a mass update be performed on active subscription data.



Flow B.8.3.1, Mass Update for a range of TNs that contains a Number Pool Block.



Intro paragraph.
NPAC SMS personnel using the NPAC Administrative Interface or Service Provider personnel using the Low-Tech Interface perform a mass update on on a range of TNs that includes a number pool block object.



Action is taken by the NPAC SMS personnel using the NPAC Administrative Interface or Service Provider personnel using the Low-Tech Interface to perform a mass update.















GDMO:



No changes required.











ASN.1:



No changes required.











M&P:



TBD
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Business Need:



The NPAC design provides that a pooled block cannot be created if a pending SV exists.  (This rule applies only when the pending SV is for a telephone number that is not already an active SV record within that 1K block.)  If the Service Provider donating the block has created intra-SP ports for its working numbers in the block, this problem does not occur.



The dynamic nature of number porting activities and the rigid requirements that "pending blocks" cannot be created if pending SVs exist cause unnecessary churn and introduce unnecessary service risk.  [In this Change Order, the term "pending block" refers to the NPA-NXX-X (aka "DashX") that is created in preparation for the subsequent activation of a pooled block.  The "pending block" record is network-level data item and has no SV-level records associated with it.]



This change order eliminates the unnecessary churn/service risk and improves operational efficiency.







Description of Change:



The proposed change order modifies the NPAC to allow pending pooled blocks to be created even when pending SVs exist (without an underlying active SV) within that 1K block, but only for the case where the code-owner and block-owner SPIDs are the same (an internal review of NPAC data indicates the problem overwhelmingly occurs for the case code-owner SPID and the block-owner SPID are the same).



Where the code-owner's SPID and the block-owner's SPID are be the same, and thus the block may have far more than 10% of its numbers working, it may not be feasible to cancel pending SVs, intra-SP port those numbers, and only then recreate the pending SV.  Alternatively, NPAC personnel must work with the SPs involved in those pending ports to request that the pending SVs be either activated or cancelled in order to permit creation of the pending block.  Thus the interference of pending SVs with the creation of pooled blocks introduces delay and creates unnecessary work for the NPAC and the Service Provider community.



Because this change is problematic for a non-EDR LSMS, the feature would be toggled off in a region containing a non-EDR LSMS.








FRS:



RR3-86	Addition of Number Pooling NPA-NXX-X Holder Information – Check for Pending-Like No-Active SVs



NPAC SMS shall reject the request and issue an error message to the NPAC personnel at the time of NPA-NXX-X Creation, if there are any TNs within the 1K Block of that NPA-NXX-X, or in a 1K Block of the corresponding old/new NPA-NXX-X belonging to an NPA-NXX scheduled for or currently in an NPA split, that contain an SV, with a status of pending/conflict/cancel-pending/failed, and where a currently active SV does NOT exist, for the given TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value.  (Previously N-100)



RR3-147	Addition of Number Pooling Block Holder Information – Check for pending-like SVs for NPAC Personnel



NPAC SMS shall reject the request and issue a unique alarmable error message to the NPAC personnel at the time of Block Creation for an NPAC initiated request, from the NPAC Administrative Interface, if there are any TNs within the 1K Block, that contain an SV, with a status of pending/conflict/cancel-pending/failed, and where a currently active SV does NOT exist, for the given TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value.  (Previously B-190)



RR3-148	Addition of Number Pooling Block Holder Information – Error Message to SOA for pending-like SVs



NPAC SMS shall reject the request and issue an error message to the SOA at the time of Block Creation from the SOA via the SOA to NPAC SMS Interface, if there are any TNs within the 1K Block, that contain an SV, for a given TN in the 1K Block, with a status of pending/conflict/cancel-pending/failed, and where a currently active SV does NOT exist, for the given TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value.  (Previously B-210)











IIS:



Modify B.4.3.1, Service Provider NPA-NXX-X Create by NPAC SMS, last paragraph of step 1.



The NPAC SMS rejects the request if any subscriptionVersionNPAC objects exist with a status of pending, conflict, cancel-pending or failed for a TN specified by the serviceProvNPA-NXX-X-value and an active subscriptionVersionNPAC object does not exist for that TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value, or the subscription version is a Port-To-Original request.







Modify B.4.3.5, Service Provider NPA-NXX-X Create by NPAC SMS for Pseudo-LRN, last paragraph of step 1.



The NPAC SMS rejects the request if any subscriptionVersionNPAC objects exist for a TN specified by the serviceProvNPA-NXX-X-value in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value.







Modify B.4.4.1, Number Pool Block Create/Activate by SOA, last bullet of second-to-last paragraph of step 1.



There are no subscription version objects within the given TN range with a status of pending, conflict, cancel-pending or failed (“pending-like”) and no active subscription version for that TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value. If the condition fails, error returned is ‘invalid-subscription-versions’.







Modify B.4.4.2, Number Pool Block Create by NPAC SMS, last bullet of second-to-last paragraph of step 1.



There are no subscription version objects within the given TN range with a status of pending, conflict, cancel-pending or failed (“pending-like”) and no active subscription version for that TN in cases where the Code Holder SPID and the Block Holder SPID are NOT the same value. If the condition fails, error returned is ‘invalid-subscription-versions’.











GDMO:



Behavior description for Number Pool Block and NPA-NXX-X.  (modified in yellow).







-- 30.0 Number Pool Block NPAC Data Managed Object Class



--



numberPoolBlockNPAC MANAGED OBJECT CLASS







numberPoolBlockNPAC-Behavior BEHAVIOUR



    DEFINED AS !



        An object creation attempt will be rejected by the NPAC SMS if



        any subscription versions exist with a status of pending,



        conflict, cancel-pending or failed ("pending-like") for a TN implied



        by the NPA-NXX-X value and an active subscription version object does



        not exist for that TN in cases where the Code Holder SPID and the



        Block Holder SPID are NOT the same value.







-- 31.0 Service Provider NPA-NXX-X Data Managed Object Class



--



serviceProvNPA-NXX-X MANAGED OBJECT CLASS







serviceProvNPA-NXX-X-Behavior BEHAVIOUR



    DEFINED AS !



        An object creation attempt will be rejected by the NPAC SMS if any



        subscription versions exist with a status of pending, conflict,



        cancel-pending or failed ("pending-like") for a TN implied by the



        NPA-NXX-X value and an active subscription version object does not



        exist for that TN in cases where the Code Holder SPID and the Block



        Holder SPID are NOT the same value, or the subscription version is



        a port-to-original request.  Additionally, an object creation attempt



        will be rejected by the NPAC SMS if, the date of the



        serviceProvNPA-NXX-X-EffectiveTimeStamp is NOT greater than or



        equal to BOTH current date AND the NPA-NXX Live Timestamp.











ASN.1:



No change required.











M&P:



TBD
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		Release Migration



Appendix E.   Download File Examples



The NPAC can generate Bulk Data Download files for Network Data (including SPID, LRN, NPA-NXX and NPA-NXX-X), Subscription Versions (including Number Pool Blocks) and Notifications. 



All fields within files discussed in the following section are variable length.  The download reason in all “Active-like” download files is always set to new.  The download reason in all “Latest View” download files is set to the appropriate download reason based on activation/modification/deletion activity.  ASCII 13 is the value used as the value for carriage return (CR) in the download files.  



All Time Stamps contained within the download files and SMURF files, and file names are in GMT (Greenwich Mean Time).  Files that contain three timestamps reference the time the files is created, and start and end time range.  When the time range is not specified, the default start timestamp is 00-00-0000000000 and the default end timestamp is 99-99-9999999999.  



Subscription Download File



The following table describes each field of the sample subscription download file. This download file example contains data for three subscriptions, with three lines for each subscription. Each subscription is one record in the file, pipe delimited, with a carriage return (CR) between each subscription. The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.



Table E-1 describes the entries for subscription 1: The “Value in Example” column directly correlates to the values for subscription 1 in the download file example, as seen in Figure E-1.



If the Bulk Data Download input selection criteria specifies Latest View of Subscription Version Activity, the file will include all subscription versions with a Broadcast Timestamp that falls within a specified time range.  If the Bulk Data Download input selection criteria specifies Active/Disconnect Pending/Partial Failure Subscription Versions Only, the file will include subscription versions with a status of Active, Disconnect Pending or Partial Failure or a status of Sending with a download reason of New or Modify that have an Activation timestamp that occurs at or before the time that the BDD request begins to be processed.  File data is further narrowed when the input selection criteria includes a TN range.  This will result in a file that includes information only on those subscription versions that fall within that TN range.



The file name for the Subscriptions download file will be in the format:



NPANXX-NPANXX.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSSThe NPANXX-NPANXX values map to the selection criteria.  The first timestamp is the time the request begins processing, the second timestamp is the beginning timestamp for the time range and the third timestamp is the ending timestamp for the time range. For active-like views the second and third timestamp will be set by default.



The file contents for the Subscription download file will be specific for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File.  If support is TRUE, it will include pipes with the supplied value or blank (if no value was specified).  If support is FALSE, it will NOT contain empty pipes as placeholders:



1. SOA supports WSMSC



2. SOA supports SV Type



3. SOA supports Optional parameters



4. LSMS supports WSMSC



5. LSMS supports EDR



6. LSMS supports SV Type



7. LSMS supports Optional parameters




The Subscriptions file given in the example would be named:



 (
0001|3031231000|1234567890|0001|19960916152337|
123123123|123|123123123|123|123123123|123|123123123|123|
123456789012|12|0001|0|0|||||||||
|(
CR) 
(end of subscription 1)
0002|3031241000|1234567891|0001|19960825011010|
123123123|123|123123123|123|123123123|123|123123123|123|
123456789013|13|0001|0|0|||||||||
|(
CR) 
(end of subscription 2)
0003|3031251000|1234567892|0001|19960713104923|
123123123|123|123123123|123|123123123|123|123123123|123|
123456789014|13|0001|0|0|||||||||
|(
CR) 
(end of subscription 3)
)	303123-303125.25-12-1996081122.25-12-1996080000.25-12-1996125959
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				EXPLANATION OF THE FIELDS IN THE SUBSCRIPTION DOWNLOAD FILE







				Field Number



				Field Name



				Value in Example







				1



				Version Id 



				0000000001







				2



				Version TN



				3031231000







				3



				LRN



				1234567890







				4



				New Current Service Provider Id 



				0001







				5



				Activation Timestamp 



				19960916152337  (yyyymmddhhmmss)







				6



				CLASS DPC 



				123123123 (This value is 3 octets)







				7



				CLASS SSN 



				123 (This value is 1 octet and usually set to 000)







				8



				LIDB DPC 



				123123123 (This value is 3 octets)







				9



				LIDB SSN 



				123 (This value is 1 octet and usually set to 000)







				10



				ISVM DPC 



				123123123 (This value is 3 octets)







				11



				ISVM SSN 



				123 (This value is 1 octet and usually set to 000)







				12



				CNAM DPC 



				123123123 (This value is 3 octets)







				13



				CNAM SSN 



				123 (This value is 1 octet and usually set to 000)







				14



				End user Location Value 



				123456789012







				15



				End User Location Type 



				12







				16



				Billing Id 



				0001







				17



				LNP Type 



				0







				18



				Download Reason 



				0







				19



				WSMSC DPC



				Not present if LSMS or SOA does not support the WSMSC DPC as shown in this example.  If it were present the value would be in the same format as other DPC data.







				20



				WSMSC SSN



				Not present if LSMS or SOA does not support the WSMSC SSN as shown in this example. If it were present the value would be in the same format as other SSN data.







				21



				SV Type



				Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				



				Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.



The order of the included parameters is based on the latest version of the LNP XML schema that is available on the NPAC website (www.npac.com, under the LNP documents section).







				22



				Alternative SPID



				Not present if LSMS or SOA does not support the Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				23



				Alt-End User Location Value



				Not present if LSMS or SOA does not support the Alt-End User Location Value as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				24



				Alt-End User Location Type



				Not present if LSMS or SOA does not support the Alt-End User Location Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				25



				Alt-Billing ID



				Not present if LSMS or SOA does not support the Alt-Billing ID as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				26



				Voice URI



				Not present if LSMS or SOA does not support the Voice URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				27



				MMS URI



				Not present if LSMS or SOA does not support the MMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				28



				SMS URI



				Not present if LSMS or SOA does not support the SMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				29



				Last Alternative SPID



				Not present if LSMS or SOA does not support the Last Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.
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Network Download File



[snip]



NPA/NXX Download File



[snip]



LRN Download File



[snip]
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[snip]
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The following table describes each field of the sample Block download file. This download file example contains data for three Blocks, with three lines for each Block. Each Block is one record in the file, pipe delimited, with a carriage return(CR) between each Block. The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.



Table E-6 describes the entries for Block 1: The “Value in Example” column directly correlates to the values for Block 1 in the download file example, as seen in Figure E-6.



Blocks in the download file are selected by a combination of NPA-NXX-X begin and end, as well as TIME begin and end range.  The TIME Range is keyed off the Broadcast Timestamp.  The file name for the Block download file will be in the format:



NPANXXX-NPANXXX.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS



The NPANXXX-NPANXXX values map to the NPA-NXX-X selection criteria, the first stamp maps to the current time (when the file is generated), the second time stamp maps to the begin time range, and the third time stamp maps to the end time range.  All three time stamps are represented in GMT.



The Block file given in the example would be named:



	3031235-3031252.17-09-1996153344.11-07-1996091222.17-09-1996153344



The file contents for the Block download file will be specific for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File.  If support is TRUE, it will include pipes with the supplied value or blank (if no value was specified).  If support is FALSE, it will NOT contain empty pipes as placeholders:



1. SOA supports SV Type



2. SOA supports Optional parameters



3. LSMS supports SV Type



4. LSMS supports Optional parameters



The file contents for the Block download file will always contain pipes for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File.  If support is TRUE, it will include the supplied value or blank (if no value was specified).  If support is FALSE, it will always contain empty pipes as placeholders (empty pipes) for the following indicators, regardless of the tunable value:



1. SOA supports WSMSC



2. LSMS supports WSMSC



 (
1|3031231|1234567890|0001|19960916152337|123123123|123|123123123|
123|123123123|123|123123123|123|||0||||||||
|(
CR) 
(end of Block 1)
2|3031241|1234567891|0001|19960825011010|123123123|123|123123123|
123|123123123|123|123123123|123|||0||||||||
|(
CR) 
(end of Block 2)
3|3031251|1234567892|0001|19960713104923|123123123|123|123123123|
123|123123123|123|123123123|123|||0||||||||
|(
CR) 
(end of Block 3)
)The files available for LSMS compares will be defined as one or more NPA-NXX-Xs per file.
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				EXPLANATION OF THE FIELDS IN THE BLOCK DOWNLOAD FILE







				Field Number



				Field Name



				Value in Example







				1



				Block Id 



				1







				2



				NPA-NXX-X



				3031231







				3



				LRN



				1234567890







				4



				New Current Service Provider Id 



				0001







				5



				Activation Timestamp 



				19960916152337  (yyyymmddhhmmss)







				6



				CLASS DPC 



				123123123 (This value is 3 octets)







				7



				CLASS SSN 



				123 (This value is 1 octet and usually set to 000)







				8



				LIDB DPC 



				123123123 (This value is 3 octets)







				9



				LIDB SSN 



				123 (This value is 1 octet and usually set to 000)







				10



				ISVM DPC 



				123123123 (This value is 3 octets)







				11



				ISVM SSN 



				123 (This value is 1 octet and usually set to 000)







				12



				CNAM DPC 



				123123123 (This value is 3 octets)







				13



				CNAM SSN 



				123 (This value is 1 octet and usually set to 000)







				14



				WSMSC DPC



				123123123 (This value is 3 octets)







				15



				WSMSC SSN



				123 (This value is 1 octet and usually set to 000)







				16



				Download Reason 



				0







				17



				SV Type



				Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the NPB Data Model.







				



				Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.



The order of the included parameters is based on the latest version of the LNP XML schema that is available on the NPAC website (www.npac.com, under the LNP documents section).







				18



				Alternative SPID



				Not present if LSMS or SOA does not support the Alternative SPID as shown in this example.  If it were present the value would be as defined in the NPB Data Model.







				19



				Alt-End User Location Value



				Not present if LSMS or SOA does not support the Alt-End User Location Value as shown in this example.  If it were present the value would be as defined in the NPB Data Model.







				20



				Alt-End User Location Type



				Not present if LSMS or SOA does not support the Alt-End User Location Type as shown in this example.  If it were present the value would be as defined in the NPB Data Model.







				21



				Alt-Billing ID



				Not present if LSMS or SOA does not support the Alt-Billing ID as shown in this example.  If it were present the value would be as defined in the NPB Data Model.







				22



				Voice URI



				Not present if LSMS or SOA does not support the Voice URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				23



				MMS URI



				Not present if LSMS or SOA does not support the MMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				24



				SMS URI



				Not present if LSMS or SOA does not support the SMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				25



				Last Alternative SPID



				Not present if LSMS or SOA does not support the Last Alternative SPID as shown in this example.  If it were present the value would be as defined in the NPB Data Model.
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Notifications Download File



The Notification download file contains records for notifications as they are defined in the IIS.  Each record contains required and optional attributes and data is logged at the time of notification generation based on the reason the notification was generated as well as NPAC Customer profile settings.  The inclusion of TN/TN Range/NPA-NXX-X in respective notifications is not dependent on the NPAC Customer settings for Subscription Version TN Attribute Flag and Number Pool Block NPA-NXX-X Attribute Flag indicators.



The Notifications download file example (Figure E- 8 – Notification Download File Example, below) contains two records in the file, individual fields are pipe delimited, with a carriage return (CR) after each Notification record.  The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.



The “Value in Example” column in Table E-7 directly correlates to the values for the hypothetical Notification in the download file example, as seen in Figure E-8.



The file name for the Notifications download file will be in the format:



	Notifications.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS (The Notifications portion is the literal string " Notifications".)



The first timestamp in the filename is the time the download begins. The second and third timestamps are the beginning and ending time ranges respectively.



The Notifications file given in the example would be named:



	Notifications.15-10-2004081122.12-10-2004080000.13-10-2004133022



The file contents for the Notifications download file will be specific for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File.  If support is TRUE, it will include pipes with the supplied value or blank (if no value was specified).  If support is FALSE, it will NOT contain empty pipes as placeholders:



1. SOA supports SV Type



2. SOA supports Optional Data attributes and associated parameters



In the download file each notification can be identified by the combination of the Notification ID and Object ID fields.  LNP specific notifications are defined with a unique Notification ID in the GDMO however some notifications sent across the interface are CMIP primitives and do not have unique Notification IDs.  In order to uniquely identify these notifications in the download file, the original CMIP primitive Notification ID has been augmented with a 1000-series number to create a unique Notification ID/Object ID combination.  For example, the subscriptionVersionNPAC-ObjectCreation notification is a CMIP primitive notification that uses a Notification ID of (6) and Object ID of (21) across the interface.  At the same time the LNP specific notification, subscriptionVersionDonorSP-CustomerDisconnectDate as defined in the GDMO uses the same Notification ID and Object ID.  In order to uniquely identify the subscriptionVersionNPAC-ObjectCreation notification for the download file we have augmented the Notification ID to a 1000-series number of, (1006).  The Object ID remains the same (21).  The affected notifications are:



1. SubscriptionVersionNPAC-ObjectCreation (Notification ID 1006, Object ID 21)



2. SubscriptionVersionNPAC-attributeValueChange (Notification ID 1001, Object ID 21)



3. SubscriptionAudit-objectCreation (Notification ID 1006, Object ID 19)



4. Subscription Audit-objectDeletion (Notification ID 1007, Object ID 19)



5. NumberPoolBlock-objectCreation (Notification ID 1006, Object ID 30)



6. NumberPoolBlock-attributeValueChange (Notification ID 1001, Object ID 30)








Data for the following attributes are included if the attribute is supported at the time of BDD file generation.  If the Service Provider supports that attribute at the time of BDD file generation the attribute is included with values.  If the Service Provider does not support that attribute at the time of BDD file generation the attribute is not included (no empty pipe placeholder).



1. WSMSC DPC



2. WSMSC SSN



3. SV Type



4. Optional Data (with applicable parameters within this attribute)







 (
19960101155555|1111|0|1|18|||1|0|1|1234|303123|20040915000000|0|
20040831173545(
CR) (Notification 1)
19960101155555|1111|0|1|18|||1|0|1|1235|303242|20040915000000|0|
20040831173549(
CR)  (Notification 2)
)Figure E–7 - Notification Download File



The format for each potential notification type is provided in the following table. 







				EXPLANATION OF THE POTENTIAL NOTIFICATION FIELDS IN THE NOTIFICATIONS DOWNLOAD FILE







				Notification







				Field Number



				Field Name



				Sample Value







				SOA Notifications







				subscriptionVersionCancellationAcknowledgeRequest







				1



				Creation TimeStamp



				The time the notification was created.



For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type (SOA=0, LSMS=1)



				0







				4



				Notification ID



				4







				5



				Object ID



				21







				6



				Version TN



				3031231000







				7



				Version ID



				1234567899







				subscriptionVersionRangeCancellationAcknowledgeRequest (* if a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				18







				5



				Object ID



				14







				6



				Range Type Format (consecutive list=1, non-consecutive list =2)



				1







				7



				Starting Version TN



				3031231000







				8



				Ending Version TN



				3031232000







				9



				Starting Version ID



				1200000001







				10



				Ending Version ID



				1200001002







				subscriptionVersionRangeCancellationAcknowledgeRequest (* if not a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				18







				5



				Object ID



				14







				6



				Range Type Format



				2







				7



				Starting Version TN



				3031231000







				8



				Ending Version TN



				3031231009







				9



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 10).







				10



				Version ID



				1230000001







				11



				Version ID



				1230000004







				12



				Version ID



				1230000006







				13



				. . .  Version ID “n”



				1230000009







				subscriptionVersionDonorSP-CustomerDisconnectDate







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				6







				5



				Object ID



				21







				6



				Customer Disconnect Date



				20050530230000







				7



				Effective Release Date



				20050530230000







				8



				Version TN



				3031231000







				9



				Version ID



				1234567899







				subscriptionVersionRangeDonorSP-CustomerDisconnectDate (* if a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				17







				5



				Object ID



				14







				6



				Customer Disconnect Date



				20050530230000







				7



				Effective Release Date



				20050530230000







				8



				Range Type Format



				1







				9



				Starting Version TN



				3032201000







				10



				Ending Version TN



				3032201009







				11



				Starting Version ID



				1234000000







				12



				Ending Version ID



				1234000008







				subscriptionVersionRangeDonorSP-CustomerDisconnectDate (* if not a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				17







				5



				Object ID



				14







				6



				Customer Disconnect Date



				20050530230000







				7



				Effective Release Date



				20050530230000







				8



				Range Type Format



				2







				9



				Starting Version TN



				1232201000







				10



				Ending Version TN



				1232201010







				11



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 11).







				12



				Version ID



				1234000099







				13



				Version ID



				1234000103







				14



				… Version ID “n”



				1234000119







				subscriptionVersionNewSP-CreateRequest







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				9







				5



				Object ID



				21







				6



				Old Service Provider ID



				1003







				7



				Old Service Provider Due Date



				20050530230000







				8



				Old Service Provider Authorization



				0 







				9



				Old Service Provider Authorization Time Stamp



				20050520125032







				10



				Subscription Status Change Cause Code



				50  







				11



				Subscription Timer Type



				0  







				12



				Subscription Business Type



				1  







				13



				Version TN



				1232201999







				14



				Version ID



				1234000099







				subscriptionVersionRangeNewSP-CreateRequest (* if a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				19







				5



				Object ID



				14







				6



				Old Service Provider ID



				0002







				7



				Old Service Provider Due Date



				20050530230000







				8



				Old Service Provider Authorization



				0







				9



				Service Provider Authorization Time Stamp



				20050520123045







				10



				Subscription Status Change Cause Code



				50







				11



				Subscription Timer Type



				0  







				12



				Subscription Business Type



				1  







				13



				Range Type Format



				1







				14



				Starting Version TN



				3032201999







				15



				Ending Version TN



				3032202012







				16



				Starting Version ID



				1234000000







				17



				Ending Version ID



				1234000013







				subscriptionVersionRangeNewSP-CreateRequest (* if not a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				19







				5



				Object ID



				14







				6



				Old Service Provider ID



				0234







				7



				Old Service Provider Due Date



				20050530230000







				8



				Old Service Provider Authorization



				0







				9



				Service Provider Authorization Time Stamp



				200505220231632







				10



				Subscription Status Change Cause Code



				50







				11



				Subscription Timer Type



				0  







				12



				Subscription Business Type



				1  







				13



				Range Type Format



				2







				14



				Starting Version TN



				3033301600







				15



				Ending Version TN



				3033301699







				16



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 100).







				17



				Version ID



				2340000000







				18



				Version ID



				2340000016







				19



				… Version ID “n”



				2340000023







				subscriptionVersionOldSP-ConcurrenceRequest







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				10







				5



				Object ID



				21







				6



				New Current Service Provider ID



				2003







				7



				Service Provider Due Date



				20050530230000







				8



				New Service Provider Creation Time Stamp



				20050518231625







				9



				Subscription Timer Type



				0  







				10



				Subscription Business Type



				1







				11



				Version TN



				3033301000







				12



				Version ID



				1234560000







				subscriptionVersionRangeOldSP-ConcurrenceRequest (* if a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				20







				5



				Object ID



				14







				6



				New Current Service Provider ID



				2003







				7



				Service Provider Due Date



				20050530230000







				8



				New Service Provider Creation Time Stamp



				20050518231625  







				9



				Subscription Timer Type



				0







				10



				Subscription Business Type



				1







				11



				Range Type Format



				1







				12



				Starting Version TN



				3033301000







				13



				Ending Version TN



				3033301009







				14



				Starting Version ID



				1000000001







				15



				Ending Version ID



				1000000010







				subscriptionVersionRangeOldSP-ConcurrenceRequest (* if not a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				20







				5



				Object ID



				14







				6



				New Current Service Provider ID



				2003







				7



				Service Provider Due Date



				20050530230000







				8



				New Service Provider Creation Time Stamp



				20050518231625







				9



				Subscription Timer Type



				0







				10



				Subscription Business Type



				1  







				11



				Range Type Format



				2







				12



				Starting Version TN



				3033300000







				13



				Ending Version TN



				3033300099







				14



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 100).







				15



				Version ID



				1000000001







				16



				Version ID



				1000000009







				17



				… Version ID “n”



				1000001011







				subscriptionVersionStatusAttributeValueChange







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				11







				5



				Object ID



				21







				6



				Subscription Version Status



				1







				7



				Subscription Version Status Change Cause Code



				0







				8



				Version TN



				3033301290







				9



				Version ID



				1234500009







				10



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 3).



Note: If there aren’t any Service Providers on the Failed list then the last field will be the VersionID.







				11



				(failed list) Service Provider ID – Service Provider Name



				2003-TelCo







				12



				(failed list) Service Provider ID – Service Provider Name



				2910-Tel S







				13



				…



				1034-Tel M







				subscriptionVersionRangeStatusAttributeValueChange (* if a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1001







				3



				System Type 



				0







				4



				Notification ID



				14







				5



				Object ID



				14







				6



				Subscription Version Status



				1







				7



				Subscription Version Status Change Cause Code



				0







				8



				Range Type Format



				1







				9



				Starting Version TN



				3034401000







				10



				Ending Version TN



				3034401001







				11



				Starting Version ID



				4420000097







				12



				Ending Version ID



				4420000098







				13



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 2).



Note: If there aren’t any Service Providers on the Failed list then the last field will be the Ending VersionID.







				14



				(failed list) Service Provider ID – Service Provider Name



				2003-TelCo







				15



				(failed list) Service Provider ID – Service Provider Name



				2910-Tel S







				subscriptionVersionRangeStatusAttributeValueChange (* if not a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1001







				3



				System Type 



				0







				4



				Notification ID



				14







				5



				Object ID



				14







				6



				Subscription Version Status



				1







				7



				Subscription Version Status Change Cause Code



				0







				8



				Range Type Format



				2







				9



				Starting Version TN



				3034401012







				10



				Ending Version TN



				3034401019







				11



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 8).







				12



				Version ID



				1000050090







				13



				Version ID



				1000050096







				14



				Version ID



				1000050099







				15



				… Version ID “n”



				1000005100







				16



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 3).



Note: If there aren’t any Service Providers on the Failed list then the last field will be the VersionID “n”.







				17



				(failed list) Service Provider ID – Service Provider Name



				2003-TelCo







				18



				(failed list) Service Provider ID – Service Provider Name



				2910-Tel S







				19



				…



				1034-Tel M







				subscriptionVersionNPAC-ObjectCreation







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1001







				3



				System Type 



				0







				4



				Notification ID



				1006







				5



				Object ID



				21







				6



				New Service Provider Creation Time Stamp



				20050518231625







				7



				New Service Provider Due Date



				20050530230000







				8



				Old Service Provider Authorization Time Stamp



				







				9



				Old Service Provider Due Date



				







				10



				Old Service Provider Authorization



				







				11



				New Current Service Provider ID



				1001







				12



				Old Service Provider ID



				1003







				13



				Conflict Time Stamp



				







				14



				Status Change Cause Code



				







				15



				Subscription Version Status



				1







				16



				Timer Type



				0



This attribute (pipes) is included if the Service Provider supports both Timer Type and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.







				17



				Business Hours



				0



This attribute (pipes) is included if the Service Provider supports both Business Hours and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.







				18



				New SP Medium Timer Indicator



				0



Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.







				19



				Old SP Medium Timer Indicator



				0



Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.







				20



				Version TN



				3034401000







				21



				Version ID



				1239999909







				subscriptionVersionRangeObjectCreation (* if a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				16







				5



				Object ID



				14







				6



				New Service Provider Creation Time Stamp



				20050518231625







				7



				New Service Provider Due Date



				20050530230000







				8



				Old Service Provider Authorization Time Stamp



				







				9



				Old Service Provider Due Date



				







				10



				Old Service Provider Authorization



				







				11



				New Current Service Provider ID



				0001







				12



				Old Service Provider ID



				1003







				13



				Conflict Time Stamp



				







				14



				Status Change Cause Code



				







				15



				Subscription Version Status



				1







				16



				Timer Type



				0



This attribute (pipes) is included if the Service Provider supports both Timer Type and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.







				17



				Business Hours



				0



This attribute (pipes) is included if the Service Provider supports both Business Hours and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.







				18



				New SP Medium Timer Indicator



				0



Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.







				19



				Old SP Medium Timer Indicator



				0



Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.







				20



				Range Type Format



				1







				21



				Starting Version TN



				3034401000







				22



				Ending Version TN



				3034402000







				23



				Starting Version ID



				1234500001







				24



				Ending Version ID



				1234501002







				subscriptionVersionRangeObjectCreation (* if not a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				16







				5



				Object ID



				14







				6



				New Service Provider Creation Time Stamp



				20050518231625







				7



				New Service Provider Due Date



				20050530230000







				8



				Old Service Provider Authorization Time Stamp



				







				9



				Old Service Provider Due Date



				







				10



				Old Service Provider Authorization



				







				11



				New Current Service Provider



				0001







				12



				Old Service Provider ID



				1003







				13



				Conflict Time Stamp



				







				14



				Status Change Cause Code



				







				15



				Subscription Version Status



				1







				16



				Timer Type



				0



This attribute (pipes) is included if the Service Provider supports both Timer Type and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.







				17



				Business Hours



				0



This attribute (pipes) is included if the Service Provider supports both Business Hours and Notification BDD Timer Type Business Hour attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.







				18



				New SP Medium Timer Indicator



				0



Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.







				19



				Old SP Medium Timer Indicator



				0



Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification is based on the SP that first sent up the request.







				20



				Range Type Format



				2







				21



				Starting Version TN



				3034401000







				22



				Ending Version TN



				3034401097







				23



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 98).







				24



				Version ID



				2050505050







				25



				Version ID



				2050505059







				26



				… Version ID “n”



				2050507019







				subscriptionVersionNPAC-attributeValueChange







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				1001







				5



				Object ID



				21







				6



				New Service Provider Creation Time Stamp



				20050518231625







				7



				New Service Provider Due Date



				20050530230000







				8



				Old Service Provider Authorization Time Stamp



				







				9



				Old Service Provider Due Date



				







				10



				Old Service Provider Authorization



				







				11



				Conflict Time Stamp



				







				12



				Timer Type



				This attribute (pipes) is included if the Service Provider supports both Medium Timers and Timer Type attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.







				13



				Business Hours



				This attribute (pipes) is included if the Service Provider supports both Medium Timers and Business Hours attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.







				14



				New SP Medium Timer Indicator



				0



Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.







				15



				Old SP Medium Timer Indicator



				0



Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.







				



				Fields 16 through 30, and 33 to the end of the list are included/excluded based on S-3.00C notification priority setting at the time of BDD file generation.







				16



				LRN



				1234567890







				17



				CLASS DPC 



				123123123 (This value is 3 octets)







				18



				CLASS SSN 



				123 (This value is 1 octet and usually set to 000)







				19



				LIDB DPC 



				123123123 (This value is 3 octets)







				20



				LIDB SSN 



				123 (This value is 1 octet and usually set to 000)







				21



				CNAM DPC 



				123123123 (This value is 3 octets)







				22



				CNAM SSN 



				123 (This value is 1 octet and usually set to 000)







				23



				ISVM DPC 



				123123123 (This value is 3 octets)







				24



				ISVM SSN 



				123 (This value is 1 octet and usually set to 000)







				25



				WSMSC DPC



				Not present if LSMS or SOA does not support the WSMSC DPC as shown in this example.  If it were present the value would be in the same format as other DPC data.







				26



				WSMSC SSN



				Not present if LSMS or SOA does not support the WSMSC SSN as shown in this example.  If it were present the value would be in the same format as other SSN data.







				27



				Billing Id 



				0001







				28



				End User Location Value 



				123456789012







				29



				End User Location Type 



				12







				30



				SV Type



				Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				31



				Version TN



				3034401000







				32



				Version ID



				1234567890







				



				Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.



The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the LNP documents section).







				33



				Alternative SPID



				Not present if LSMS or SOA does not support the Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				34



				Alt-End User Location Value



				Not present if LSMS or SOA does not support the Alt-End User Location Value as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				35



				Alt-End User Location Type



				Not present if LSMS or SOA does not support the Alt-End User Location Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				36



				Alt-Billing ID



				Not present if LSMS or SOA does not support the Alt-Billing ID as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				37



				Last Alternative SPID



				Not present if LSMS or SOA does not support the Last Alternative SPID as shown in this example.  If it were present the value would be as defined in the NPB Data Model.







				subscriptionVersionRangeAttributeValueChange (* if a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				15







				5



				Object ID



				14







				6



				New Service Provider Creation Time Stamp



				20050518231625







				7



				New Service Provider Due Date



				20050530230000







				8



				Old Service Provider Authorization Time Stamp



				







				9



				Old Service Provider Due Date



				







				10



				Old Service Provider Authorization



				







				11



				Conflict Time Stamp



				







				12



				Timer Type



				0



This attribute (pipes) is included if the Service Provider supports both Medium Timers and Timer Type attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.







				13



				Business Hours



				0



This attribute (pipes) is included if the Service Provider supports both Medium Timers and Business Hours attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.







				14



				New SP Medium Timer Indicator



				0



Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.







				15



				Old SP Medium Timer Indicator



				0



Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.







				



				Fields 16 through 30, and 36 to the end of the list are included/excluded based on S-3.00C notification priority setting at the time of BDD file generation.







				16



				LRN



				1234567890







				17



				CLASS DPC 



				123123123 (This value is 3 octets)







				18



				CLASS SSN 



				123 (This value is 1 octet and usually set to 000)







				19



				LIDB DPC 



				123123123 (This value is 3 octets)







				20



				LIDB SSN 



				123 (This value is 1 octet and usually set to 000)







				21



				CNAM DPC 



				123123123 (This value is 3 octets)







				22



				CNAM SSN 



				123 (This value is 1 octet and usually set to 000)







				23



				ISVM DPC 



				123123123 (This value is 3 octets)







				24



				ISVM SSN 



				123 (This value is 1 octet and usually set to 000)







				25



				WSMSC DPC



				Not present if LSMS or SOA does not support the WSMSC DPC as shown in this example.  If it were present the value would be in the same format as other DPC data.







				26



				WSMSC SSN



				Not present if LSMS or SOA does not support the WSMSC SSN as shown in this example.  If it were present the value would be in the same format as other SSN data.







				27



				Billing Id 



				0001







				28



				End User Location Value 



				123456789012







				29



				End User Location Type 



				12







				30



				SV Type



				Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				31



				Range Type Format



				1







				32



				Starting Version TN



				3034401000







				33



				Ending Version TN



				3034401009







				34



				Starting Version ID



				1000000000







				35



				Ending Version ID



				1000000009







				



				Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.



The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the LNP documents section).







				36



				Alternative SPID



				Not present if LSMS or SOA does not support the Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				37



				Alt-End User Location Value



				Not present if LSMS or SOA does not support the Alt-End User Location Value as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				38



				Alt-End User Location Type



				Not present if LSMS or SOA does not support the Alt-End User Location Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				39



				Alt-Billing ID



				Not present if LSMS or SOA does not support the Alt-Billing ID as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				40



				Last Alternative SPID



				Not present if LSMS or SOA does not support the Last Alternative SPID as shown in this example.  If it were present the value would be as defined in the NPB Data Model.







				subscriptionVersionRangeAttributeValueChange (* if not a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				15







				5



				Object ID



				14







				6



				New Service Provider Creation Time Stamp



				20050518231625







				7



				New Service Provider Due Date



				20050530230000







				8



				Old Service Provider Authorization Time Stamp



				







				9



				Old Service Provider Due Date



				







				10



				Old Service Provider Authorization



				







				11



				Conflict Time Stamp



				







				12



				Timer Type



				0



This attribute (pipes) is included if the Service Provider supports both Medium Timers and Timer Type attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.







				13



				Business Hours



				0



This attribute (pipes) is included if the Service Provider supports both Medium Timers and Business Hours attributes at the time of notification BDD generation.  If the Service Provider does not support, the pipes are not included in the notification BDD.







				14



				New SP Medium Timer Indicator



				0



Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.







				15



				Old SP Medium Timer Indicator



				0



Not present if SOA does not support the Medium Timers Support Indicator at the time of notification BDD generation as shown in this example.  If it were present the value would be as defined in the SV Requirements and Data Model.







				



				Fields 16 through 30, and 38 to the end of the list are included/excluded based on S-3.00C notification priority setting at the time of BDD file generation.







				16



				LRN



				1234567890







				17



				CLASS DPC 



				123123123 (This value is 3 octets)







				18



				CLASS SSN 



				123 (This value is 1 octet and usually set to 000)







				19



				LIDB DPC 



				123123123 (This value is 3 octets)







				20



				LIDB SSN 



				123 (This value is 1 octet and usually set to 000)







				21



				CNAM DPC 



				123123123 (This value is 3 octets)







				22



				CNAM SSN 



				123 (This value is 1 octet and usually set to 000)







				23



				ISVM DPC 



				123123123 (This value is 3 octets)







				24



				ISVM SSN 



				123 (This value is 1 octet and usually set to 000)







				25



				WSMSC DPC



				Not present if LSMS or SOA does not support the WSMSC DPC as shown in this example.  If it were present the value would be in the same format as other DPC data.







				26



				WSMSC SSN



				Not present if LSMS or SOA does not support the WSMSC SSN as shown in this example.  If it were present the value would be in the same format as other SSN data.







				27



				Billing Id 



				0001







				28



				End User Location Value 



				123456789012







				29



				End User Location Type 



				12







				30



				SV Type



				Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				31



				Range Type Format



				2







				32



				Starting Version TN



				3034401000







				33



				Ending Version TN



				3034401009







				34



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 10).







				35



				Version ID



				1000000000







				36



				Version ID



				1000000013







				37



				… Version ID “n”



				1000000016







				



				Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.



The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the LNP documents section).







				38



				Alternative SPID



				Not present if LSMS or SOA does not support the Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				39



				Alt-End User Location Value



				Not present if LSMS or SOA does not support the Alt-End User Location Value as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				40



				Alt-End User Location Type



				Not present if LSMS or SOA does not support the Alt-End User Location Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				41



				Alt-Billing ID



				Not present if LSMS or SOA does not support the Alt-Billing ID as shown in this example.  If it were present the value would be as defined in the SV Data Model.







				42



				Last Alternative SPID



				Not present if LSMS or SOA does not support the Last Alternative SPID as shown in this example.  If it were present the value would be as defined in the NPB Data Model.







				subscriptionAudit-DiscrepancyRpt







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				2







				5



				Object ID



				19







				6



				Service Provider ID



				0001







				7



				Audit Failure Reason



				2







				8



				Audit Discrepancy TN



				3034401212







				9



				Version ID



				1000000009







				subscriptionAuditResults







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				3







				5



				Object ID



				19







				6



				Audit Results Status



				2







				7



				Number of Discrepancies



				1







				8



				Time of Completion



				20050521121419







				9



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 3)



Note: If there aren’t any Service Providers on the Failed list then the last field will be Time of Completion.







				10



				Failed Service Provider ID – Failed Service Provider Name



				2091-TelX







				11



				Failed Service Provider ID – Failed Service Provider Name



				3124-TelN







				12



				Failed Service Provider ID – Failed Service Provider Name . . .



				3092-TelY







				subscriptionAudit-objectCreation







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				1006







				5



				Object ID



				19







				6



				Audit ID



				5303







				subscription Audit-objectDeletion







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				1007







				5



				Object ID



				19







				6



				Audit ID



				5049







				lnpNPAC-SMS-Operational-Information







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				1







				5



				Object ID



				12







				6



				Maintenance Start Time



				20050530020000







				7



				Maintenance End Time



				20050530060000







				8



				NPAC Contact Number



				8883321000







				9



				Additional Downtime Information



				(graphic string 255)







				subscriptionVersionNewNPA-NXX







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				8







				5



				Object ID



				(21/12)



* If this notification is generated by a subscription, then object ID= 21.  If this notification is generated by a number pool block, then object ID=12.







				6



				NPA-NXX ID



				2853







				7



				NPA-NXX



				303440







				8



				NPA-NXX Effective Time Stamp



				19960101155555







				9



				Service Provider ID



				1003







				subscriptionVersionOldSPFinalConcurrenceWindowExpiration







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				12







				5



				Object ID



				21







				6



				Subscription Timer Type



				0







				7



				Subscription Business Type



				1







				8



				Version TN



				3034401000







				9



				Version ID



				1234567890







				subscriptionVersionRangeOldSPFinalConcurrenceWindowExpiration (* if a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				21







				5



				Object ID



				14







				6



				Subscription Timer Type



				0







				7



				Subscription Business Type



				1







				8



				Range Type Format



				1







				9



				Starting Version TN



				3034401000







				10



				Ending Version TN



				3034401009







				11



				Starting Version ID



				1234567000







				12



				Ending Version ID



				1234567010







				subscriptionVersionRangeOldSPFinalConcurrenceWindowExpiration (* if not a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				21







				5



				Object ID



				14







				6



				Subscription Timer Type



				0







				7



				Subscription Business Type



				1







				8



				Range Type Format



				2







				9



				Starting Version TN



				3034401000







				10



				Ending Version TN



				3034401009







				11



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 10).







				12



				Version ID



				1230000000







				13



				Version ID



				1230000012







				14



				Version ID



				1230000019







				15



				… Version ID “n”



				1230000024







				numberPoolBlock-objectCreation







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				1006







				5



				Object ID



				30







				6



				Number Pool Block Creation Time Stamp



				20050501122000







				7



				Number Pool Block ID



				4421







				8



				Number Pool Block NPA-NXX-X



				3033005







				9



				Block Holder SPID



				0001







				10



				SOA Origination



				1







				11



				LRN



				7193000000







				12



				CLASS DPC



				123123123 (This value is 3 octets)







				13



				CLASS SSN



				123 (This value is 1 octet and usually set to 000)







				14



				LIDB DPC



				123123123 (This value is 3 octets)







				15



				LIDB SSN



				123 (This value is 1 octet and usually set to 000)







				16



				CNAM DPC



				123123123 (This value is 3 octets)







				17



				CNAM SSN



				123 (This value is 1 octet and usually set to 000)







				18



				ISVM DPC



				123123123 (This value is 3 octets)







				19



				ISVM SSN



				123 (This value is 1 octet and usually set to 000)







				20



				WSMSC DPC



				123123123 (This value is 3 octets)







				21



				WSMSC SSN



				123 (This value is 1 octet and usually set to 000)







				22



				Number Pool Block Status



				1







				23



				SV Type



				0



This attribute (pipes) is included if the Service Provider supports SV Type at the time of notification BDD generation.  If the Service Provider does not support SV Type at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported SV Type at the time of notification generation.  







				



				Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.



The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the LNP documents section).







				24



				Alternative SPID



				2020 



This attribute (pipes) is included if the Service Provider supports Alternative SPID at the time of notification BDD generation.  If the Service Provider does not support Alternative SPID at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alternative SPID at the time of notification generation.







				25



				Alt-End User Location Value



				123456789



This attribute (pipes) is included if the Service Provider supports Alt-End User Location Value at the time of notification BDD generation.  If the Service Provider does not support Alt-End User Location Value at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alt-End User Location Value at the time of notification generation.







				26



				Alt-End User Location Type



				12



This attribute (pipes) is included if the Service Provider supports Alt-End User Location Type at the time of notification BDD generation.  If the Service Provider does not support Alt-End User Location Type at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alt-End User Location Type at the time of notification generation.







				27



				Alt-Billing ID



				1234



This attribute (pipes) is included if the Service Provider supports Alt-Billing ID at the time of notification BDD generation.  If the Service Provider does not support Alt-Billing ID at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alt-Billing ID at the time of notification generation.







				28



				Voice URI



				10.100.150.200



This attribute (pipes) is included if the Service Provider supports Voice URI at the time of notification BDD generation.  If the Service Provider does not support Voice URI at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Voice URI at the time of notification generation.







				29



				MMS URI



				10.111.150.200



This attribute (pipes) is included if the Service Provider supports MMS URI at the time of notification BDD generation.  If the Service Provider does not support MMS URI at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported MMS URI at the time of notification generation.







				30



				SMS URI



				10.20.3.10



This attribute (pipes) is included if the Service Provider supports SMS URI at the time of notification BDD generation.  If the Service Provider does not support SMS URI at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported SMS URI at the time of notification generation.







				31



				Last Alternative SPID



				2022



This attribute (pipes) is included if the Service Provider supports Last Alternative SPID at the time of notification BDD generation.  If the Service Provider does not support Last Alternative SPID at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Last Alternative SPID at the time of notification generation.







				numberPoolBlock-attributeValueChange







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				1001







				5



				Object ID



				30







				6



				Number Pool Block ID



				1290







				7



				Number Pool Block NPA-NXX-X



				3033006







				8



				SOA Origination



				1







				9



				LRN



				7193000000







				10



				CLASS DPC



				123123123 (This value is 3 octets)







				11



				CLASS SSN



				123 (This value is 1 octet and usually set to 000)







				12



				LIDB DPC



				123123123 (This value is 3 octets)







				13



				LIDB SSN



				123 (This value is 1 octet and usually set to 000)







				14



				CNAM DPC



				123123123 (This value is 3 octets)







				15



				CNAM SSN



				123 (This value is 1 octet and usually set to 000)







				16



				ISVM DPC



				123123123 (This value is 3 octets)







				17



				ISVM SSN



				123 (This value is 1 octet and usually set to 000)







				18



				WSMSC DPC



				123123123 (This value is 3 octets)







				19



				WSMSC SSN



				123 (This value is 1 octet and usually set to 000)







				20



				SV Type



				0 



This attribute (pipes) is included if the Service Provider supports SV Type at the time of notification BDD generation.  If the Service Provider does not support SV Type at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported SV Type at the time of notification generation.







				



				Optional Data parameters (e.g., Alternative SPID, Alt-Billing ID, SMS URI) within the Optional Data Field are included/excluded based on a combination of the region’s support for a specific parameter AND the requesting Service Provider’s NPAC Customer profile settings at the time of BDD file generation.



The order of the included parameters is based on the latest version of the applicable LNP XML schema that is available on the NPAC website (www.npac.com, under the LNP documents section).







				21



				Alternative SPID



				2020 



This attribute (pipes) is included if the Service Provider supports Alternative SPID at the time of notification BDD generation.  If the Service Provider does not support Alternative SPID at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alternative SPID at the time of notification generation.







				22



				Alt-End User Location Value



				123456789



This attribute (pipes) is included if the Service Provider supports Alt-End User Location Value at the time of notification BDD generation.  If the Service Provider does not support Alt-End User Location Value at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alt-End User Location Value at the time of notification generation.







				23



				Alt-End User Location Type



				12



This attribute (pipes) is included if the Service Provider supports Alt-End User Location Type at the time of notification BDD generation.  If the Service Provider does not support Alt-End User Location Type at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alt-End User Location Type at the time of notification generation.







				24



				Alt-Billing ID



				1234



This attribute (pipes) is included if the Service Provider supports Alt-Billing ID at the time of notification BDD generation.  If the Service Provider does not support Alt-Billing ID at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Alt-Billing ID at the time of notification generation.







				25



				Voice URI



				10.100.150.200



This attribute (pipes) is included if the Service Provider supports Voice URI at the time of notification BDD generation.  If the Service Provider does not support Voice URI at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Voice URI at the time of notification generation.







				26



				MMS URI



				10.111.150.200



This attribute (pipes) is included if the Service Provider supports MMS URI at the time of notification BDD generation.  If the Service Provider does not support MMS URI at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported MMS URI at the time of notification generation.







				27



				SMS URI



				10.20.3.10



This attribute (pipes) is included if the Service Provider supports SMS URI at the time of notification BDD generation.  If the Service Provider does not support SMS URI at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported SMS URI at the time of notification generation.







				28



				Last Alternative SPID



				2022



This attribute (pipes) is included if the Service Provider supports Last Alternative SPID at the time of notification BDD generation.  If the Service Provider does not support Last Alternative SPID at the time of notification, the pipes are not included in the notification BDD.



Data for this attribute is included if the attribute was included in the original notification which depends on whether or not the Service Provider supported Last Alternative SPID at the time of notification generation.







				numberPoolBlockStatusAttributeValueChange







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type



				0







				4



				Notification ID



				13







				5



				Object ID



				30







				6



				Number Pool Block ID



				3240







				7



				Number Pool Block NPA-NXX-X



				3033006







				8



				Block Status



				4







				9



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 3).



Note: If there aren’t any Service Providers on the Failed list then the last field will be the Block Status.







				10



				(failed list) Service Provider ID – Service Provider Name



				2003-TelCo







				11



				(failed list) Service Provider ID – Service Provider Name



				2910-Tel S







				12



				…



				1034-Tel M







				subscriptionVersionNewSP-FinalCreateWindowExpiration







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				0







				4



				Notification ID



				23







				5



				Object ID



				21







				6



				New Current Service Provider ID



				1234







				7



				Old Service Provider ID



				2001







				8



				Old Service Provider Due Date



				20050530230000







				9



				Old SP Authorization 



				0







				10



				Old SP Authorization Time Stamp



				20050520125032







				11



				Status Change Cause Code



				50







				12



				Subscription Timer Type



				0







				13



				Subscription Business Type



				1







				14



				Version TN



				1232201999







				15



				Version ID



				1234567890







				     subscriptionVersionRangeNewSP-FinalCreateWindow (* if a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				22







				5



				Object ID



				14







				6



				New Current Service Provider ID



				1234







				7



				Old Service Provider ID



				2001







				8



				Old Service Provider Due Date



				20050530230000







				9



				Old Service Provider Authorization



				0







				10



				Old Service Provider Authorization Time Stamp



				20050520123045







				11



				Status Change Cause Code



				50







				12



				Subscription Timer Type



				0







				13



				Subscription Business Type



				1







				14



				Range Type Format



				1







				15



				Starting Version TN



				3034401000







				16



				Ending Version TN



				3034401009







				17



				Starting Version ID



				1234567000







				18



				Ending Version ID



				1234567010







				     subscriptionVersionRangeNewSP-FinalCreateWindowExpiration (* if not a consecutive list)







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				0







				4



				Notification ID



				22







				5



				Object ID



				14







				6



				New Current Service Provider ID



				1234







				7



				Old Service Provider ID



				2001







				8



				Old Service Provider Due Date



				20050530230000







				9



				Old Service Provider Authorization



				0







				10



				Old Service Provider Authorization TimeStamp



				20050530231632







				11



				Status Change Cause Code



				50  







				12



				Subscription Timer Type



				0







				13



				Subscription Business Type



				1  







				14



				Range Type Format



				2







				15



				Starting Version TN



				3034401000







				16



				Ending Version TN



				3034401009







				17



				Variable Field Length



				Indicates the number of dynamic values for the following field (e.g. 10).







				18



				Version ID



				2340000000







				19



				Version ID



				2340000016







				20



				… Version ID “n”



				2340000023







				LSMS Notifications







				lnpNPAC-SMS-Operational-Information







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				0001







				3



				System Type 



				1







				4



				Notification ID



				1







				5



				Object ID



				12







				6



				Maintenance Start Time



				20050530020000







				7



				Maintenance End Time



				20050530060000







				8



				NPAC Contact Number



				8883321000







				9



				Additional Download Time Information



				(graphic string 255)







				subscriptionVersionNewNPA-NXX







				1



				Creation TimeStamp



				For example: 19960101155555







				2



				Service Provider ID



				1003







				3



				System Type 



				1







				4



				Notification ID



				8







				5



				Object ID



				(21/12) (If this notification is generated by a subscription version, then Object ID=21.  If this notification is generated by a pooled block, then Object ID=12. 







				6



				NPA-NXX ID



				1239







				7



				NPA-NXX



				303400







				8



				NPA-NXX Effective Time Stamp



				050501120019







				9



				Service Provider ID



				0001
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NANC 390 Flow Diagrams to facilitate discussion during APT meeting








NANC 390, New Interface Confirmation Messages SOA-to-NPAC




To assist in the discussion and understanding of NANC 390, the following flows and descriptions have been included.  In this example, the flow is for New SP subscription version Create messages.  However, this functionality will be incorporated into all of the existing message sets between the SOA and NPAC.




Page 2, current NPAC implementation, flow B.5.1.2, steps 2 and 3, the NPAC must perform the following processing:




a. Receive the message.




b. Perform message validation.




c. Run the business rules.




d. Package up the information that is sent back to the originating SOA.




e. Store the information in the database.




Following these five steps (a through e), the message response is sent back in flow B.5.1.2, step 4, and the SV-IDs are sent in flow B.5.1.2, step 5.




If there is a back-log, then this message is not immediately processed, but must “wait-it’s turn”, including higher priority items that “cut in line”.




Also, if there are problems (e.g., the router gets hung up, or goes down), the NPAC performs all the work, but then cannot send it back to the originating SOA because the message’s invoke ID is no longer available.  This cause an unnecessary work effort on NPAC resources, since the message must be fully re-processed.




Using the NANC 390 method, the response to the request (in this case M-ACTION) will be sent immediately upon storage in the database.  It will include a new Request ID to uniquely identify the request.  A new M-EVENT-REPORT notification (genericResponse) will be used, steps 4.1 and 4.2.  Benefits include:




1. If there is a back-log of messages to process, the SOA is not waiting for a confirmation that the request was received.  It is quickly returned upon receipt regardless of system load in the NPAC SMS engine.




2. In problem situations (e.g., the router gets hung up, or goes down), the SOA does not need to resend the message if the response was received from the NPAC.  Processing will continue once the connection is re-established.  Additionally, a Request ID on the response allows both the SOA and the NPAC to tie the quick confirmation with the subsequent notification (whether error message or object creation).




3. When the new notification is used, detailed error message can be sent (build in a graphicString attribute for error text that allows us to send back an English-like error message).  This could potentially eliminate the need for ILL 130 (Application Level Errors).  The NPAC would likely send both error code and error text, thereby allowing the SOA to perform it’s own error code lookup/translation if so desired.




4. The SOA will likely have less duplicate work to perform during heavy load, because the new requestReceived notification will be sent and received in a timely fashion.




5. The NPAC will likely have less duplicate work to perform during heavy load, because the quick response to the SOA would eliminate duplicate requests from the SOA.




The following is copied directly from the 3.2.1a IIS.




B5.1.2 – SubscriptionVersion Create by the Initial SOA (New Service Provider):




In this scenario, the new service provider is the first to send the M-ACTION to create the subscriptionVersion object.
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Proposed New Flow Using New NANC 390 Confirmation Message Diagram:
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