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	Action Required

	Action #
	Description
	Status
	Assigned To
	Target Date
	Actual Date

	1. 
	Participants are asked to come to the next meeting prepared to discuss their availability to participate in Intercarrier testing at the same time as the ITP (SOA <->NPAC) 
	OPEN
	Carriers
	03/15/10
	01/27/10

	2. 
	Participants need to determine what types of testing they will be able to support (Simple and/or complex). 
	OPEN
	Carriers
	03/15/10
	01/27/10

	3. 
	Carriers need to provide dates when they plan to support/start performing intercarrier testing
	     OPEN
	Carriers 
	Ongoing
	01/27/10

	4. 
	
	
	
	
	



	Record significant Topics, Presenters, Decisions:


Discussions:

The committee reviewed test plan documents. Wireline to Wireline test plan as well as test cases were discussed first:

· There were inputs from participants for new test cases as well as updates to some of the current test scenarios 
· As result of the review, Anh Nguyen with Sprint took the below action items to create/update the document accordingly:
· Single line port with a Reject response, followed by a cancel, followed by a new LSR
· Medium timer mismatch test case
· Single line port with 2 optional fields being populated, followed by a Reject response, followed by a supplemental LSR without these 2 optional fields.
· Copy of the Wireline and Intermodal Test Plan Document is attached


The committee reviewed the attached LNPA-WG meeting readout/update prepared to be shared at the upcoming March LNPA-WG meeting:



Wireless to Wireless Test Plan Document was reviewed by the ITC participants:

· The feasibility of the some of the test cases were discussed and determined changes will be made with the upcoming draft version
· The need for one of the appendix section where carriers previously used to share testing specific data was discussed. It was determined that this section will be updated or eliminated based on the feedback that will be elicited from carriers 

After reviewing the Wireless Test Plan document, the committee decided to extend the March 4th meeting to the rest of the wireless participants in an effort to further work on the draft Wireless Test Plan Document. This will allow the team to assess/fix any errors found while reviewing the document:





Upcoming Meeting

· Wireless to Wireless test plan document meeting is scheduled Thurs March 4, 2010 at 4PM to 5PM ET. This meeting will be held at the following conference bridge ((877) 888-4443 PASSCODE 6230424# )

· Next checkpoint meeting is scheduled for Wed March 17th 2010 at 3 to 3:30 PM ET. This meeting will be held at the following conference bridge ((877) 888-4443 PASSCODE 6230424# )

Scheduled Meetings

1. Mar 30th, 2010 at 2 – 4 ET Wireline/Intermodal Test Plan Final Review
1. Apr 1st, 2010 at 3 – 5PM ET Wireless Test Plan Review

Current tentatively planned Test Schedule 





Vendor to Vendor Testing Schedule 

To be published soon

MAR 2010 InterCarrier Testing Committee Report to LNPA WG.doc
InterCarrier Testing Committee Report

After several meetings the committee has developed and is working toward the following schedule:
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Additionally, the committee decided to develop two separate test plans:


A. Wireline/Intermodal Test Plan



This test plan will be used for all wireline to wireline and Intermodal testing.


Anh Nguyen/Bridget Alexander are leading the efforts to getting this document completed.


B. Wireless to Wireless Test Plan 


Since only wireless carriers utilize WICIS the group determined it was best to separate out the wireless testing details into a separate document.


Teresa Patton is leading the efforts to getting this document completed.


The goal is to have these test plans finalized by April 1st.

As carriers determine their testing availability please communicate with Teresa Patton (tp1393@att.com) those dates so we can include in the Intercarrier Test Schedule.


Current Meeting Schedule:


· Mar 17th, 2010 at 3PM – 3:30PM ET (Quick check-point) 


· Mar 30th, 2010 at 2PM – 4PM ET (Final Review of Wireline/Intermodal Test Plan)


· Apr 1st, 2010 3 – 5 PM ET (Final Review of Wireless Test Plan)
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1 Introduction 


This document contains the Test Specifications for Wireless Local Number Portability (WLNP) Interoperability for Wireless Intercarrier Communication Interface Specifications (WICIS) Version 5.0.0 Testing. WICIS 5.0.0 includes interface changes required to support FCC Order 09-41which requires carriers to support a One Day Simple Port Interval.

The Wireless Inter Carrier Test Plan was developed using inputs from participating companies to test the Intercarrier Communication Process changes being made in WICIS 5.0.0 for Wireless Local Number Portability (WLNP). 

The Test Plan is written to evaluate the ability of Service Providers (SPs) to implement LNP.  The focus of the Test Plan is to ensure conformance to WICIS standards. The intent of the Test Plan is to ensure that the customer does not encounter any disruption or degradation of service when porting mobile directory numbers (MDN) from one service provider to another service provider.


The Test Plan contains a series of test cases used to ensure that the porting of mobile directory numbers to or from a wireless service provider will be successful.  The Test Plan includes the porting of simulated live customers between Service Providers. This is accomplished by establishing test numbers and using existing or new porting processes. Using existing or newly established porting processes for testing will ensure that each Service Provider’s internal processes and support systems will support LNP.  This plan includes testing of porting between two wireless service providers.

Inter-Carrier Testing


The inter-carrier testing will be organized according to the availability of the Service Provider participants and will be coordinated by their Test Coordinators.  Each Service Provider will conduct a set of test scripts between itself and another service provider. Specific combinations of participants will be determined by the participants themselves.  All selected tests should be satisfactorily completed before Service Providers attempt to implement WICIS 5.0.0.  Participants may choose to run additional tests developed by individual Service Provider combinations that address any specific needs, architectures or business arrangements of the testing partners. 

Carriers implementing WICIS 5.0.0 prior to the sunset of WICIS 4.0.0 should be sure to perform backward compatability testing. (i.e. test 5.0.0 ICP to a 4.0.0 ICP)

Service Providers participating in a particular geographic location will negotiate for test partners and test selections.  Their Test Coordinators will manage this process by developing a master test schedule and track the testing done in each location by each Service Provider.

Scope and Purpose


This document defines Wireless Testing Sub Committee’s (WTSC) recommendations for inter-service provider LNP testing between wireless service providers. These recommendations are limited to defining the testing recommended to validate the business and automated processes between Service Providers to support changes in WICIS 5.0.0.  Included within the scope of the testing efforts outlined in this document are:

· Vendor to Vendor Testing


· Performance Testing


· Carrier to Carrier Testing


This test plan includes test scenarios for each WICIS message type. The testing and validating of an individual company’s internal systems and processes is explicitly outside the scope of this document. 

Service Provider Scope


This document addresses portability between wireless carriers. While the focus of this test plan is on facility-based service providers, participation from resellers in testing is highly recommend.  The participation of resellers may require the addition of new test cases or modification to existing test cases. The concept of a service provider being responsible for their 3rd party services support extends to the relationship between the NPAC and SPs or other 3rd party LNP database providers.  Testing of functionality between the NPAC and companies who get LNP data directly from the NPAC is facilitated by the NPAC and managed in a separate forum.  The functioning of network elements is considered an internal issue for each company.  

It is up to each individual carrier to work with their ICP vendors in determining the scope of their Intercarrier testing i.e. automated, fax, etc.

Assumptions


· Test partners/carriers/vendors will determine whether SOA/NPAC testing will be completed.


· Service providers are responsible for testing their internal systems and processes prior to inter-company testing.  Any problems identified during internal testing should be resolved prior to external testing.  (Internal system’s problems which can be overcome with workaround processes need not be resolved nor disclosed in order to participate in inter-company testing.  However, companies should validate that any workaround process satisfies the external requirements.)


· Production personnel will be used for testing all porting processes.  


· 

· This document is not a complete test plan for WLNP testing and should not be used for new WLNP implementations.

· The interactions between Service Providers must allow for the transfer of all information via agreed upon communication channels, that is, passing the information required for directory numbers to be ported.  Third party and other vendor support provided for a particular Service Provider should be transparent to the testing partner and is the responsibility of that Service Provider.

· Vendors/Service Providers will communicate URL information to all test partners. 

· Basic billing structures are proprietary to each company.


· Organizations must have internal processes capable of providing all administrative elements the required data needed to port subscribers.

· Resellers are considered as another service provider.  Any resellers who wish to participate in testing are welcome.   It is not the responsibility of a facility-based service provider to ensure the participation of companies who resell their services.


· The Wireless Inter-carrier Test Plan does not include test cases specifically designed for multi-company testing.  


· Test Coordinators are responsible for disconnecting their test accounts upon the completion of testing. It is recommended to bypass regular aging requirements in order to speed up testing.

· Intermodal Port testing using the Local Service Request (LSR) process(es) shall utilize the Wireline/Intermodal Test Plan document.


.  

2 References


The WLNP test specification is based on the requirements described in the following technical documents:


[R1] Wireless Number Portability Subcommittee Inter-carrier Test Plan, Version 3.1.0

[R2] WICIS Version 5.0.0


3  Test Planning


3.1 General

It is the intent that each company appoints a test coordinator who will be the single point of contact for initiation of inter-company testing.  A company may have more than one point of contact for circumstances such as dividing up testing responsibilities by regions, having a primary and backup contact, or other situations.  In addition, one or more test managers may be assigned to facilitate the actual execution of the test plans.  Below are specific responsibilities for each position

3.2 Test Setup


Each testing partner pair must agree to the ICP processes they will support for Intercarrier Testing. Also, each Wireless Service Provider will identify a Company Coordinator(s).  If a Service Provider does not provide this information or is unwilling to, then it will be assumed that they do not wish to engage in this test exercise.  


The Coordinator(s) will be responsible for all LNP testing activities for their respective company. 


3.3 Testing Coordinator Responsibilities

A testing coordinator(s) or point of contact(s) will be maintained by each carrier.  Information regarding this position will be shared in WTSC team meetings and the LNPA meetings. The test coordinators responsibilities include:

· Acting as the single point of contact (SPOC) for other companies when intercompany testing is desired.  


· A SPOC for all activities of planning and scheduling of intercompany testing.


· In the event that there is no designated Test Manager, the Test Coordinator would assume both roles listed.

· If applicable, it is recommended that the Test Coordinator(s) communicate their testing schedule(s) with ICP vendor and arrange for vendor support during testing. This will assist with trouble shooting and set-up issues as needed.

3.4 Test Manager Responsibilities

The Test Manager leads the Test Team in the execution of the ‘Test Plan’ by:


· Organizing and chairing the company specific Test Team


· Participating in the test selection process between test partners using past experience, the information furnished by the testing partners (vertical services, third party vendors, network architecture, special calling plans and any other consideration voiced by either partner).


· Scheduling the testing activities via the Test Coordinator, by test partners.


· Coordinating the actual testing by regular contact with their test partners.  This includes, in the event of troubles, the decision to skip tests, reschedule tests, delete or modify tests, and any other activity to continue the flow of testing and to maintain a reasonable schedule. 


· Providing regular status reports as required.

3.5 ITC Responsibilities


· Complete the Interoperability test plan document which shall include applicable test scenarios related to the WICIS release being tested
. 

· Provide overall intercarrier testing status to the LNPA Working Group


· Exclude references to any specific entities in status updates

3.6 Information Exchange 


Companies should exchange all contact names, telephone numbers for ordering, provisioning, as well as maintenance windows for test environments being used and any other contacts to assist in facilitating the testing.

3.7 Communications Forum


Companies should agree upon a regularly scheduled forum to communicate progress and address any issues that may arise during testing. This may include face to face meetings, conference calls, or video conferencing.

3.8 Test Matrix 


Each company’s Test Coordinator or Test Manager will need to identify which tests they will execute as part of the negotiations.  As a basis, the test matrix is included in Appendix A of this document.  This matrix is intended to include all tests.  If a desired test is not listed here, the testing companies should develop it and include it in the Test Plan and Test Matrix.  

3.9 Test Execution


Each company, after reviewing their test selections, will establish test numbers that will support those tests selected. The individual pairs of testing companies should cooperatively accomplish this. Test scheduling will dictate the total number of test numbers that will be required. Each test number should be established with a pseudo name, valid address, and should be included in all support systems. To initiate the test plan the customer (pseudo name) will request that a test number will be ported.


3.10  Trouble Resolution 


Test partners should agree to the rules governing trouble resolution prior to the commencement of testing. It is recommended that any minor, quick fix problem be resolved as they are encountered.  All others should be noted and that this test(s) should be suspended and concluded at an agreed to time after the problem has been resolved. 


3.11 Test Results Document


Each test partner should document all test results.  Test results will be classified as follows:


Completed – Test results match the expected results.


Incomplete – Test results do not match expected results, or test not performed to the point of completion for any given reason.


Not performed – Both companies agree not to perform a selected test.

Once testing has been completed the matrix in APPENDIX D may be completed to document results of all areas of testing.


3.12 Establish Test Accounts


 Each company shall be responsible for establishing test accounts prior to the start of inter-carrier testing. A list of the MDN’s should be made available to all testing partners.  


4 Testing Timeline

WICIS 5.0.0 sunrises on 06/6/2010 and WICIS 4.0.0 sunsets on 02/13/2011. Due to the overlap of WICIS 5.0.0 sunrise and WICIS 4.0.0 Sunset, backward compatibility testing should be performed. 

Specific testing dates and times should be negotiated between carriers


5 Testing Support Requirements


5.1 Carrier Support Resources


· Carrier will provide the necessary resources to execute the WLNP test cases outlined in Appendix B. 


· Carrier will also provide adequate troubleshooting support personnel and make available appropriate troubleshooting tools during the WLNP testing window.  


5.2 Project Team Members 

The matrix below may be used to document the resources participating in the test effort. 

		CARRIER

		NAME

		ROLE

		TEL

		EMAIL



		CARRIER NAME

		

		

		

		



		CARRIER NAME 

		

		

		

		



		CARRIER NAME

		

		

		

		



		CARRIER NAME

		

		

		

		





6 Open Issues & Action Items


· The Intercarrier testers should document and resolve any issues encountered during testing and the Project Manager will record any open issues or action items arising from the WLNP testing.  


· The issues and action items will be recorded in the following format and assigned to the respective functional teams for resolution.


· All issues (resolved and unresolved) should be communicated to the WTSC co-chairs


		No.

		Date Opened

		Test Case Ref.

		Severity

		Issue/Action

		Assigned

		Open/Closed



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		





Note:
 Please return any Lessons Learned and pertinent feedback to the WTSC for revisions to this document.


APPENDIX A - Interface and Provisioning Test Readiness Checklist

		#

		COMPLETED

		TEST READINESS CRITERIA

		COMMENTS



		1

		

		Test cases from the WIRELESS Inter-Carrier Test Plan have been reviewed, selected and agreed to by test participants.

		



		2

		

		Inter-Carrier communication training for both test participants is complete.

		



		3

		

		Contact information for both carriers has been distributed: 


· WPR Contact name, phone number, FAX

		



		4

		

		Any additional test scenarios or requirements have been agreed to by test participants.

		



		5

		

		Test validation points have been identified and confirmed by test participants.  These validation points will be reviewed and tracked in execution status calls.

		



		6

		

		The following dates have been agreed to by test participants:



- Date for start of test execution



- Due date interval for test service orders (i.e. 3 day due date, same day due date, etc)



- Duration of test window (estimated maximum of 90 calendar days)

		



		7

		

		Following information has been completed and exchanged between test participants: 




- Rate Center to be used for test.  Both test participants must have at least one NPA-NXX that serves the selected Rate Area, as defined by LERG.



- NPA-NXXs to be used by both participants 



- NPAC SPID for each participant

		



		8

		

		Test account information has been exchanged between participants.  Information includes:



- Test Account User/Billing Name



- Telephone Number(s)



- Billing Address

		



		9

		

		Each participant has fully tested and validated all modifications to internal business processes and systems.  This includes, but is not limited to:


· Internal Software and Processes  for SOA


· Inter-carrier Communications software


· Inter-carrier Communications process

		



		10

		

		A conference bridge may be identified for regular status reporting and inter-company communication during the test.  Communication should include status relative to agreed upon inter-company validation points and any outstanding inter-company LNP issues.




		



		11

		

		Digital Certificates have been set-up/installed in the test environment where necessary

		





APPENDIX B – Intercarrier Test Scenarios 

NOTE:  This Appendix contains the tests that carriers should consider running as part of their WICIS Version 4.0.0 testing.  They should be run once between two carriers that are using WICIS Version 4.0.0. Wireless Carriers will all implement WICIS 4.0.0 at the same time and therefore no backwards compatibility testing is necessary.  


TEST DETAILS:


a) CARRIER NAME:
 
                




b) TRIAL MARKET:







c) TESTER’S Contact Information:


i) NAME:







ii) MOBILE #:







iii) WORK #:







iv) EMAIL ID:







BACKWARD COMPATABILITY TEST SCENARIOS – NNSP ICP set to WICIS 5.0.0 / ONSP ICP set to WICIS 4.0.0

The following mapping rules should be validated in each of these test scenarios:


· The WICIS_REL_NO is set to 4.0.0 on all WPR/SPR messages being sent to the ONSP


· The WICIS_REL_NO is set to 5.0.0 on all WPRR messages being received by the NNSP


· The LNUM field is added with the correct value(s) to all WICIS 4.0.0 WPR/SPR(3) messages being received by the ONSP

· The LNUM field does appear on WICIS 5.0.0 WPRR messages being received by the NNSP

· The NPQTY field is added with the correct value to 4.0.0 on all WPR/SPR messages

· The VER_ID_REQ conforms to WICIS 4.0.0 standard with the initial request being set to “01” 

		TEST CASE #

		TEST DESCRIPTION

		TEST STEPS

		EXPECTED RESULTS

		ACTUAL RESULTS



		5.0-4.0

1

		ICP - Single line port with Confirm response 

		1. 5.0.0 NNSP sends a WPR to 4.0.0 ONSP.

2. 4.0.0 ONSP validates the WPR information and responds with WPRR-Confirm.



		1. SPs verify that the WPR is processed successfully 


2. SPs verify that the WPRR-Confirm is processed successfully.

NOTE: Ensure that the NNSP can receive  VER_ID_REQ of 01 on the initial WPRR message received
?




		



		5.0-4.0


2

		ICP - Single line port with INIT field entry length greater than 15 characters with Confirm response 




		1. 5.0.0 NNSP sends a WPR to 4.0.0 ONSP.

2. 4.0.0 ONSP validates the WPR information and responds with WPRR-Confirm.




		1. SPs verify that the WPR is processed successfully

2. SP’s verify that the INIT field is truncated prior to being received by 4.0.0 ONSP.


3. SPs verify that the WPRR-Confirm is processed successfully.




		



		5.0-4.0


3

		ICP - Single line port with Delay then Confirm response sent. 

		1. 5.0.0 NNSP sends a Single Line WPR to 4.0.0 ONSP


2. The 4.0.0 ONSP is unable to respond within 30 minutes of receiving the WPR and therefore sends a WPRR-Delay. 


3. After validation of customer account information, the 4.0.0 ONSP sends a WPRR-Confirm to the 5.0.0 NNSP.

		1. SPs verify that the WPR is processed successfully.


2. SPs verify that the WPRR-Delay is processed successfully.


3. Ensure ICP Timer is turned off upon receipt of Delay Response


4. SPs verify that the WPRR-Confirm is processed successfully.




		



		5.0-4.0


4

		ICP – Single line port missing 4.0.0 required fields which is then rejected by ONSP, followed by the NNSP correcting the WPR and resubmitting and receiving a WPRR-Confirm

		1. 5.0.0 NNSP sends a single line WPR that is missing data in one or more of the 4.0.0 required fields to a 4.0.0 ONSP


2. 4.0.0 ONSP sends ValidationStatus Message of
 Failed to NNSP


3. 5.0.0 NNSP updates WPR with missing data and resubmits WPR 


4. The 4.0.0 ONSP validates the WPR and responds with WPRR-Confirm

		1. SP’s verify that the WPR is ValidationStatus = Negative is sent

2. SP’s verify that the WPR can be corrected and resubmitted


3. SP’s verify that the WPRR-Confirm is processes successfully.

NOTE: Fields no longer required on an WPR/SPR3 under WICIS 5.0.0 include: First Name, Last Name, Business Name, Street Number, Street Name City, State, Country, Authorization Name, Agency Authorization Date, Implementation Contact and Initiator

		



		5.0-4.0


5 



		ICP - Single line port with Resolution Required – MDN not active - followed by an SPR1 cancelling the request

		1. 5.0.0 NNSP sends a WPR to the 4.0.0 ONSP for a number that is disconnected.


2.  4.0.0 ONSP validates the WPR information and sends a WPRR-Resolution Required with RCODE 6D (MDN Not Active) to the 5.0.0 NNSP.


3. 5.0.0 NNSP validates the TN requested.

4. 5.0.0 NNSP sends an SPR1 canceling the Port Request.

		1. SPs verify that the WPR is processed successfully.


2. SPs verify that the WPRR-Resolution Required (6D) is processed successfully.


3. SPs verify that the SPR1 is processed successfully.

		



		5.0-4.0


6

		ICP - Single line port with Confirm Response followed by an SPR2 to change the desired due date and time, followed by a Confirm Response

		1. 5.0.0 NNSP sends WPR to 4.0.0 ONSP


2. 4.0.0 ONSP validates the WPR information and sends a WPRR-Confirm to 5.0.0 NNSP.


3. 5.0.0 NNSP sends an SPR2 to the 4.0.0 ONSP with the new due date.


4. 4.0.0 ONSP validates the SPR2 information and responds with a WPRR-Confirm.

		1. SPs verify that the WPR is processed successfully.


2. SPs verify that the WPRR-Confirm is processed successfully.


3. SPs verify that the SPR2 is processed successfully.


4. SPs verify that the WPRR-Confirm is processed successfully.

		



		5.0-4.0


7

		ICP - Single line port request canceled prior to receiving a response

		1.  5.0.0 NNSP sends WPR to 4.0.0 ONSP.


2. 4.0.0 ONSP acknowledges the order by sending a ValidationStatus message indicating Success to the NNSP.


3. 5.0.0 NNSP sends an SPR1 to cancel the request.

		1. SPs verify that the WPR is processed successfully.


2. SPs verify that a ValidationStatus = Success is returned to the NNSP, but not a WPRR.


3. SPs verify that the SPR1 is processed successfully.

		



		5.0-4.0


8

		ICP - Multi Line port with Resolution Required Response, followed by an SPR3 to remove TNs from the order, followed by a Confirm Response

		1. 5.0.0 NNSP sends WPR with 5 individual TNs to 4.0.0 ONSP.


2. 4.0.0 ONSP validates WPR information and determines that not all the MDNs are active.  


3. 4.0.0 ONSP sends a WPRR-Resolution Required with RCODE 6D for three of the five TNs and RCODE 7A for the remaining two TNs.


4. 5.0.0 NNSP sends an SPR3 to remove three of the five TNs from the order.

5. 4.0.0 ONSP validates the WPR information and responds with a WPRR-Confirm.



		1. SPs verify that the WPR is processed successfully.


2. SPs verify that the WPRR-Resolution Required is processed successfully.


3. SPs verify that the SPR3 is processed successfully – 2 TNs remain on the order and that LNUM mapping is accurate.


4. SPs verify that the WPRR-Confirm is processed successfully.

		



		5.0-4.0


9

		ICP - Single Line port request initiated by a Reseller and a Confirm Response

		1. NLSP creates port request and sends to their 5.0.0 NNSP.


2. 5.0.0 NNSP sends WPR to 4.0.0 ONSP.


3. 4.0.0 ONSP validates the WPR information and responds with a WPRR-Confirm.


4. 5.0.0 NNSP forwards the response to the NLSP.




		1. SPs verify the WPR is processed successfully with Reseller data.


2. SPs verify the WPRR-Confirm is sent successfully to the NNSP.


3. NNSP verifies the NLSP receives the WPRR-Confirm successfully.

		



		5.0-4.0


10



		ICP - Port Request does not comply with WICIS 




		1. 5.0.0 NNSP attempts to create WPR that isn’t compliant with WICIS (missing zip code or invalid request number). If ICP does not allow invalid request to be sent test case ends here. However, if an invalid request can be sent continue following steps 2 through 4.


2. 4.0.0 ONSP sends ValidationStatus indicating a Failure to 5.0.0 NNSP.


3. 5.0.0 NNSP corrects WPR and sends WPR to 4.0.0 ONSP.


4. 4.0.0 ONSP sends WPRR-Confirm message 5.0.0 NNSP.



		1. NNSP verifies the ability to send a non-compliant WPR


2. Verify the ability of the ONSP to send a ValidationStatus Failure and the NNSP to receive a ValidationStatus Failure


3. SPs verify the compliant WPR is processed successfully.




		



		5.0-4.0


11

		ICP - Validate SPR2 can not be sent on unconfirmed port response (Single Line) followed by a SPR3 and a Confirm Response

		1. 5.0.0 NNSP sends a single-line WPR to 4.0.0 ONSP


2. 4.0.0 ONSP sends a WPRR-Resolution Required 


3. 5.0.0 NNSP creates a SPR2 to change DDD/T 


4. 5.0.0 NNSP’s system doesn’t allow SPR2 to be sent


5. 5.0.0 NNSP sends a SPR3 to change DDD/T


6. 4.0.0 ONSP receives SPR3 and sends a WPRR-Resolution Required


7. 5.0.0 NNSP corrects port request and resubmits SPR3


8. 4.0.0 ONSP receives SPR3 and sends a WPRR-Confirm




		1. SPs  verify the WPR is processed successfully.


2. SPs ensure that the ICP validation fails to send an SPR2 on an unconfirmed port request


3. SPs verify the SPR3 for DDD/T Change is processed successfully.


4. SPs verify the WPRR-Resolution Required is processed successfully.


5. SPs verify the SPR3 is processed successfully.


6. SPs verify the WPRR-Confirm is processed successfully.

		



		5.0-4.0


12

		ICP –Multi-line port request followed by a Confirm Response

		1. 5.0.0 NNSP sends a multi-line WPR to ONSP


2. 4.0.0 ONSP sends a WPRR-Confirm for all TNs on the request.

		1. SPs verify the WPR is processed successfully.


2. SPs verify the WPRR-Confirm is processed successfully.

		



		5.0-4.0


13

		ICP – Port request sent as a range of 5 TN’s followed by a resolution required followed by a SPR3 change the range be 3 TN’s

		1. NNSP sends a port request with a range of 5 TN’s

2. ONSP sends a WPRR-Resolution Required with RCODE 6D MDN Not Active

3. 5.0.0 NNSP sends a SPR3 changing the range to be 3 TN’s


4. ONSP sends a WPRR-Confirm for the range of TN’s



		1. SP’s verify the WPR with a range is processed successfully

2. SP’s verify the WPRR-Resolution Required is processed successfully


3. SP’s verify the SPR3 reducing the size of the range is processes successfully


4. SP’s verify the WPRR_Confirm is processed successfully.

		





BACKWARD COMPATABILITY TEST SCENARIOS – NNSP  ICP set to WICIS 4.0.0 / ONSP  ICP set to WICIS 5.0.0

The following mapping rules should be validated in each of these test scenarios:


· The WICIS_REL_NO is set to 5.0.0 on all WPR/SPR messages received by the ONSP


· The WICIS_REL_NO is set to 4.0.0 on all WPRR  messages before being received by the  NNSP


· The LNUM field is added with the correct value(s) to all 4.0.0 WPRR Messages being received by the NNSP


· The LNUM field is removed from all 5.0.0 WPR/SPR messages being received by the ONSP

· The NPQTY field is added with the correct value to 4.0.0 WPRR messages being received by the NNSP (if not populated on 5.0.0 WPRR). 

		TEST CASE #

		TEST DESCRIPTION

		TEST STEPS

		EXPECTED RESULTS

		ACTUAL RESULTS



		4.0-5.0


1

		ICP - Single line port with Confirm response 

		1. 
NNSP sends a WPR to 5.0.0 ONSP.

2. ONSP validates the WPR information and responds with WPRR-Confirm.



		1. SPs verify that the WPR is processed successfully 


2. SPs verify that the WPRR-Confirm is processed successfully
.




		



		4.0-5.0


2

		ICP - Single line port with Delay then Confirm response sent. 

		1. 4.0.0 NNSP sends a Single Line WPR to 5.0.0 ONSP


2. The 5.0.0 ONSP is unable to respond within 30 minutes of receiving the WPR and therefore sends a WPRR-Delay. 


3. After validation of customer account information, the 4.0.0 ONSP sends a WPRR-Confirm to the 5.0.0 NNSP.

		1. SPs verify that the WPR is processed successfully.


2. SPs verify that the WPRR-Delay is processed successfully.


3. Ensure ICP Timer is turned off upon receipt of Delay Response


4. SPs verify that the WPRR-Confirm is processed successfully.




		



		4.0-5.0


3 



		ICP - Single line port with Resolution Required – MDN not active - followed by an SPR1 cancelling the request

		1. 4.0.0 NNSP sends a WPR to the 5.0.0 ONSP for a number that is disconnected.


2. 54.0.0 ONSP validates the WPR information and sends a WPRR-Resolution Required with RCODE 6D (MDN Not Active) to the 4.0.0 NNSP.


3. 4.0.0 NNSP validates the TN requested.


4. 4.0.0 NNSP sends an SPR1 canceling the Port Request.

		1. SPs verify that the WPR is processed successfully.


2. SPs verify that the WPRR-Resolution Required (6D) is processed successfully.


3. SPs verify that the SPR1 is processed successfully.

		



		4.0-5.0


4

		ICP - Single line port with Confirm Response followed by an SPR2 to change the desired due date and time, followed by a Confirm Response

		1. 4.0.0 NNSP sends WPR to 5.0.0 ONSP


2. 5.0.0 ONSP validates the WPR information and sends a WPRR-Confirm to 4.0.0 NNSP.


3. 4.0.0 NNSP sends an SPR2 to the 5.0.0 ONSP with the new due date.


4. 5.0.0 ONSP validates the WPR information and responds with a WPRR-Confirm.

		1. SPs verify that the WPR is processed successfully.


2. SPs verify that the WPRR-Confirm is processed successfully.


3. SPs verify that the SPR2 is processed successfully.


4. SPs verify that the WPRR-Confirm is processed successfully.



		



		4.0-5.0


5

		ICP - Single line port request canceled prior to receiving a response

		1.  4.0.0 NNSP sends WPR to 5.0.0 ONSP.


2. 5.0.0 ONSP acknowledges the order by sending a ValidationStatus message indicating Success to the NNSP.


3. 4.0.0 NNSP sends an SPR1 to cancel the request.

		1. SPs verify that the WPR is processed successfully.


2. SPs verify that a ValidationStatus = Success is returned to the NNSP, but not a WPRR.


3. SPs verify that the SPR1 is processed successfully.

		



		4.0-5.0


6

		ICP - Multi Line port with Resolution Required Response, followed by an SPR3 to remove TNs from the order, followed by a Confirm Response

		1. 4.0.0 NNSP sends WPR with 5 individual TNs to 5.0.0 ONSP.


2. 5.0.0 ONSP validates WPR information and determines that not all the MDNs are active.  


3. 5.0.0 ONSP sends a WPRR-Resolution Required with RCODE 6D for three of the five TNs and RCODE 7A for the remaining two TNs.


4. 4.0.0 NNSP sends an SPR3 to remove three of the five TNs from the order.

5. 4.0.0 ONSP validates the WPR information and responds with a WPRR-Confirm.

		1. SPs verify that the WPR is processed successfully.


2. SPs verify that the WPRR-Resolution Required is processed successfully.


3. SPs verify that the SPR3 is processed successfully – 2 TNs remain on the order and that LNUM assignment is accurate.


4. SP’s verify NPQTY adjustment is accurate


5. SPs verify that the WPRR-Confirm is processed successfully.

		



		4.0-5.0


7

		ICP - Single Line port request initiated by a Reseller and a Confirm Response

		1. NLSP creates port request and sends to their 4.0.0 NNSP.


2. 4.0.0 NNSP sends WPR to 5.0.0 ONSP.


3. 5.0.0 ONSP validates the WPR information and responds with a WPRR-Confirm.


4. 4.0.0 NNSP forwards the response to the NLSP.

		1. SPs verify the WPR is processed successfully with Reseller data.


2. SPs verify the WPRR-Confirm is sent successfully to the NNSP.


3. NNSP verifies the NLSP receives the WPRR-Confirm successfully.

		



		4.0-5.0


8



		ICP - Port Request does not comply with WICIS 




		1. 4.0.0 NNSP attempts to create WPR that isn’t compliant with WICIS (missing zip code or invalid request number). If ICP does not allow invalid request to be sent test case ends here. However, if an invalid request can be sent continue following steps 2 through 4.


2. 5.0.0 ONSP sends ValidationStatus indicating a Failure to 4.0.0 NNSP.


3. 4.0.0 NNSP corrects WPR and sends WPR to 5.0.0 ONSP.


4. 5.0.0 ONSP sends WPRR-Confirm message 4.0.0 NNSP.

		1. NNSP verifies the ability to send a non-compliant WPR


2. Verify the ability of the ONSP to send a ValidationStatus Failure and the NNSP to receive a ValidationStatus Failure


3. SPs verify the compliant WPR is processed successfully.




		



		4.0-5.0


9

		ICP - Validate SPR2 can not be sent on unconfirmed port response (Single Line) followed by a SPR3 and a Confirm Response

		1. 4.0.0 NNSP sends a single-line WPR to 5.0.0 ONSP


2. 5.0.0 ONSP sends a WPRR-Resolution Required 


3. 4.0.0 NNSP creates a SPR2 to change DDD/T 


4. 4.0.0 NNSP’s system doesn’t allow SPR2 to be sent


5. 4.0.0 NNSP sends a SPR3 to change DDD/T


6. 5.0.0 ONSP receives SPR3 and sends a WPRR-Resolution Required


7. 4.0.0 NNSP corrects port request and resubmits SPR3


8. 5.0.0 ONSP receives SPR3 and sends a WPRR-Confirm

		1. SPs  verify the WPR is processed successfully.


2. SPs ensure that the ICP validation fails to send an SPR2 on an unconfirmed port request


3. SPs verify the SPR3 for DDD/T Change is processed successfully.


4. SPs verify the WPRR-Resolution Required is processed successfully.


5. SPs verify the SPR3 is processed successfully.


6. SPs verify the WPRR-Confirm is processed successfully.

		



		4.0-5.0


10

		ICP –Multi-line port request followed by a Resolution Required Response that is missing DD/T– followed by an SPR3, followed by a Confirm Response

		1. 4.0.0 NNSP sends a multi-line WPR to 5.0.0 ONSP


2. 5.0.0 ONSP validates the WPR information and returns a WPRR-Resolution Required without the DD/T field populated.


3. 4.0.0 NNSP sends an SPR3


4. 5.0.0 ONSP validates SPR3 and sends a WPRR-Confirm for all TNs on the request.

		1. SPs verify the WPR is processed successfully.


2. SPs verify that DD/T Field mapping is accurate when missing on a 5.0.0 WPRR-Resolution Required 


3. SPs verify the WPRR-Confirm is processed successfully.

		



		4.0-5.0


11

		ICP –Multi-line port request with CHC = Y followed by a Resolution Required Response that is missing CHC  followed by an SPR3 with CHC = Y, followed by a Confirm Response

		1. 4.0.0 NNSP sends a multi-line WPR to 5.0.0 ONSP with CHC = Y

2. 5.0.0 ONSP validates the WPR information and returns a WPRR-Resolution Required without the CHC field.

3. 4.0.0 NNSP sends an SPR3


4. 5.0.0 ONSP validates SPR3  and sends a WPRR-Confirm for all TNs on the request.

		1. SPs verify the WPR is processed successfully.


2. SPs verify that CHC = Y on WPRR-Resolution Required received by NNSP

3. SPs verify the WPRR-Confirm is processed successfully.

		



		4.0-5.0


12

		ICP – Port request sent as a range of 5 TN’s followed by a resolution required followed by a SPR3 change the range be 3 TN’s

		1. 4.0.0 NNSP sends a port request with a range of 5 TN’s


2. 5.0.0 ONSP sends a WPRR-Resolution Required with RCODE 6D MDN Not Active


3. 4.0.0 NNSP sends a SPR3 changing the range to be 3 TN’s


4. 5.0.0 ONSP sends a WPRR-Confirm for the range of TN’s




		1. SP’s verify the WPR with a range is processed successfully


2. SP’s verify the WPRR-Resolution Required is processed successfully


3. SP’s verify the SPR3 reducing the size of the range is processes successfully


4. SP’s verify the WPRR_Confirm is processed successfully.

		





WICIS 5.0.0 to WICIS 5.0.0 TEST SCENARIOS– NNSP ICP set to WICIS 5.0.0 / ONSP ICP set to WICIS 5.0.0

		TEST CASE #

		TEST DESCRIPTION

		TEST STEPS

		EXPECTED RESULTS

		ACTUAL RESULTS



		5.0-5.0

1

		ICP - Single line port with Confirm response 

		1. NNSP sends a WPR with an INIT field contents greater than 15 characters to ONSP.

2. ONSP validates the WPR information and responds with WPRR-Confirm 



		1. SPs verify that the WPR is processed successfully when the INIT field is larger than 15 characters

2. SPs verify that the WPRR-Confirm is processed successfully 

		



		5.0-5.0

2

		ICP - Single line port with Delay then Confirm response.

		1. NNSP sends a Single Line WPR to ONSP

2. The ONSP is unable to respond within 30 minutes of receiving the WPR and therefore sends a WPRR-Delay. 


3. After validation of customer account information, the ONSP sends a WPRR-Confirm to the NNSP.

		1.   SPs verify that the WPR is processed successfully.

2.   SPs verify that the WPRR-Delay is processed successfully.

3.   Ensure ICP Timer is turned off upon receipt of Delay Response


4.   SPs verify that the WPRR-Confirm is processed successfully.



		



		5.0-5.0

3



		ICP - Single line port with Resolution Required – MDN not active  (and missing DD/T)- followed by an SPR1 cancelling the request

		1. NNSP sends a WPR to the ONSP for a number that is disconnected.

2. ONSP validates the WPR information and sends a WPRR-Resolution Required with RCODE 6D (MDN Not Active) without DD/T to the NNSP.

3. NNSP validates the TN requested.

4. NNSP sends an SPR1 canceling the Port Request.



		1.  SPs verify that the WPR is processed successfully.

2.  SPs verify that the WPRR-Resolution Required (6D) is processed successfully without a DD/T

3.  SPs verify that the SPR1 is processed successfully.

		



		5.0-5.0

4

		ICP - Single line port with Resolution Required – MDN Not Found – followed by a new request with corrected TN and a confirm response to the new request

		1. NNSP sends WPR to ONSP

2. ONSP validates the WPR information and sends a WPRR-Resolution Required with RCODE 6A (MDN Not Found) to NNSP


3. NNSP sends an SPR1 canceling the initial WPR.


4. NNSP generates a new WPR with corrected TN and sends to ONSP.


5. ONSP validates the WPR information and responds with a WPRR-Confirm.



		1.  SPs verify that the WPR is processed successfully.

2. SPs verify that the WPRR-Resolution Required (6A) is processed successfully.

3. SPs verify that the SPR1 is processed successfully.

4. SPs verify that the new WPR is processed successfully.

5. SPs verify that the WPRR-Confirm is processed successfully.



		



		5.0-5.0

5

		ICP - Multi line port with Resolution Required – Account Number Invalid – followed by an SPR3 to update Account Number information, followed by a Confirm Response

		1. NNSP sends WPR to ONSP


2. ONSP validates the WPR information and sends a WPRR-Resolution Required with RCODE 8A (Account Number Required or Incorrect) for each ported TN on the WPR to the NNSP.


3. NNSP sends an SPR3 to the ONSP containing the correct Account Number.


4. ONSP validates the WPR information and responds with a WPRR-Confirm.

		1. SPs verify that the WPR is processed successfully.

2. SPs verify that the WPRR-Resolution Required (8A) is processed successfully.


3. SPs verify that the SPR3 is processed successfully.


4. SPs verify that the WPRR-Confirm is processed successfully.

		



		5.-5.0

6

		ICP – Multi line port with Resolution Required – Password Required – followed by an SPR3 to update/add Password, followed by a Confirm Response

		1. NNSP sends WPR to ONSP


2. ONSP validates the WPR information and sends a WPRR-Resolution Required with RCODE 8C (Password/Pin Required or Incorrect) for each ported TN on the WPR to the NNSP.


3. NNSP sends an SPR3 to the ONSP containing the correct Password.


4. ONSP validates the WPR information and responds with a WPRR-Confirm.

		1. SPs verify that the WPR is processed successfully. 


2. SPs verify that the WPRR-Resolution Required (8C) is processed successfully.


3. SPs verify that the SPR3 is processed successfully.

4. SPs verify that the WPRR-Confirm is processed successfully.

		



		5.-5.0


7

		ICP - Single line port with Confirm Response followed by an SPR2 to change the desired due date and time, followed by a Confirm Response

		1. NNSP sends WPR to ONSP


2. ONSP validates the WPR information and sends a WPRR-Confirm to NNSP.


3. NNSP sends an SPR2 to the ONSP with the new due date.


4. ONSP validates the WPR information and responds with a WPRR-Confirm.

		1.   SPs verify that the WPR is processed successfully.

2.   SPs verify that the WPRR-Confirm is processed successfully.


3.  SPs verify that the SPR2 is processed successfully.


4.  SPs verify that the WPRR-Confirm is processed successfully.

		



		5.-5.0


8

		ICP - Single line port that does not include fields changed to optional in WICIS 5.0.0 with Resolution Required Response, followed by a SPR3 to update customer information and include data in optional fields left blank in initial WPR, followed by a Confirm Response, 

		1. NNSP sends WPR to ONSP


2. ONSP validates the WPR information and sends a WPRR-Resolution Required, Account Number Required or Incorrect, to NNSP.


3. NNSP sends an SPR3 to the ONSP with the correct Account Number.


4. ONSP validates the WPR information and responds with a WPRR-Confirm.


NOTE: Fields changed to optional in WICIS 5.0.0 include:

First Name, Last Name, Business Name, Street Number, Street Name, City, State, Country, Authorization Name, Agency Authorization Date, Implementation Contact and Initiator

		1. SPs verify that the WPR is processed successfully.

2. SPs verify that the WPRR-Resolution Required is processed successfully.


3. SPs verify that the SPR3 is processed successfully.


4. SPs verify that the WPRR-Confirm is processed successfully.


5. SPs verify that the SPR2 with a changed due date is processed successfully.


6. Verify VER_ID_RESP and VER_ID REQ begin with “00”


7. SPs verify that the WPRR-Confirm is processed successfully.

		



		5.-5.0


9

		ICP - Single line port request canceled prior to receiving a response 

		1.  NNSP sends WPR to ONSP.


2. ONSP acknowledges the order by sending a ValidationStatus message indicating Success to the NNSP.


3. NNSP sends an SPR1 to cancel the request.

		1. SPs verify that the WPR is processed successfully.

2. SPs verify that a ValidationStatus = Success is returned to the NNSP, but not a WPRR.

3. SPs verify that the SPR1 is processed successfully.

		



		5.-5.0


10

		ICP - Multi Line port with Resolution Required Response, followed by an SPR3 to remove TNs from the order, followed by a Confirm Response

		1.  NNSP sends WPR to ONSP with 5 individual TN’s

2.  ONSP validates WPR information and determines that not all the MDNs are found.  


3.  ONSP sends a WPRR-Resolution Required with RCODE 6A for three of the five TNs and RCODE 7A for the remaining two TNs.

4.  NNSP sends an SPR3 to remove three of the five TNs from the order.

5.  ONSP validates the WPR information and responds with a WPRR-Confirm.

		1. SPs verify that the WPR is processed successfully.

2. SPs verify that the WPRR-Resolution Required is processed successfully.


3. SPs verify that the SPR3 is processed successfully – 2 TNs remain on the order.


4. SPs verify that the WPRR-Confirm is processed successfully.

		



		5.0-5.0


11

		ICP - Single Line port with Multiple Resolution Required Responses -1st Resolution Required for invalid Account Number - followed by an SPR3 to with incorrect  Account Number again, followed by a SPR3 with the correct Account Number followed by a Confirm Response

		1. NNSP sends WPR to ONSP.


2. ONSP validates WPR information and sends a WPRR-Resolution Required with RCODE 8A, Account Number Required or Incorrect.


3. NNSP sends SPR3 with updated but still incorrect Account Number information.


4. ONSP validates WPR information (still incorrect) and sends a WPRR-Resolution Required with RCODE 8A, Account Number Required or Incorrect.


5. NNSP sends SPR3 with updated/correct Account Number information.


6. ONSP validates the WPR information and responds with a WPRR-Confirm.




		1. SPs verify the WPR is processed successfully.

2. SPs verify the WPRR-Resolution Required (8A) is processed successfully.


3. SPs verify the SPR3 is processed successfully.


4. SPs verify the WPRR-Resolution Required (8A) is processed successfully.


5. SPs verify the SPR3 is processed successfully.


6. SPs verify the WPRR-Confirm is processed successfully.



		



		5.0-5.0


12

		ICP - Single Line port request initiated by a Reseller and a Confirm Response

		1. NLSP creates port request and sends to their NNSP.

2. NNSP sends WPR to ONSP.

3. ONSP validates the WPR information and responds with a WPRR-Confirm.

4. NNSP forwards the response to the NLSP.




		1.    SPs verify the WPR is processed successfully with Reseller data.


2.    SPs verify the WPRR-Confirm is sent successfully to the NNSP.


3.    NNSP verifies the NLSP receives the WPRR-Confirm successfully.

		



		5.0-5.0


13

		ICP - Multi Line Port with Resolution Required Response – MDN not Active – followed by an SPR1

		1. NNSP sends WPR to ONSP with 3 ported TNs.

2. ONSP validates WPR information and responds with WPRR-Resolution Required with RCODE 6D – MDN Not Active – on one of the TNs and RCODE 7A.


3. NNSP sends SPR1 to ONSP canceling the request.

		1. SPs verify the WPR is processed successfully.

2. SPs verify the WPRR-Resolution Required is processed successfully with 6D on 1 TN.


3. SPs verify the SPR1 is processed successfully.

		



		5.0-5.0


14



		ICP - Port Request does not comply with WICIS 




		1. NNSP attempts to create WPR that isn’t compliant with WICIS (missing zip code or invalid request number). If ICP does not allow invalid request to be sent test case ends here. However, if an invalid request can be sent continue following steps 2 through 4.

2. ONSP sends ValidationStatus indicating a Failure to NNSP.


3. NNSP corrects WPR and sends WPR to ONSP.

4. ONSP sends WPRR-Confirm message NNSP.

		1. NNSP verifies the ability to send a non-compliant WPR


2. Verify the ability of the ONSP to send a ValidationStatus Failure and the NNSP to receive a ValidationStatus Failure


3. SPs verify the compliant WPR is processed successfully.




		



		5.0-5.0


15

		ICP – Port Response does not comply with WICIS

		1. NNSP sends WPR to ONSP


2. ONSP validates WPR information and responds with an invalid WPRR-Confirm (For example: Invalid Response Number). If ICP does not allow an invalid response (invalid Response Number) to be sent the test case ends here. However, if an invalid response can be sent continue following steps 3 through 5.

3. NNSP sends ValidationStatus indicating Failure to ONSP

4. ONSP sends non-compliant WPRR-Confirm message. If ICP does not allow an invalid response to be sent the test case ends here. However, if an invalid response can be sent continue following steps 5 and 6.

5. ONSP sends compliant WPRR-Confirm to NNSP.

		1. ONSP verifies the ability to send a non-compliant WPRR


2. Verify the ability of the NNSP to send a ValidationStatus Failure and the ONSP ability to receive the ValidationStatus Failure

3. SP’s verify the WPRR-Confirm is processed successfully.




		



		5.0-5.0


16

		ICP - Single Line port request confirmed followed by an SPR1

		1. NNSP sends WPR to ONSP.


2. ONSP validates port request and sends WPRR-Confirm.


3. NNSP cancels port request by sending SPR1.

		1. SPs verify the WPR is processed successfully.

2. SPs verify the WPRR-Confirm is processed successfully.

3. NNSP verifies the SPR1 is processed successfully.



		



		5.0-5.0


17

		ICP - Service Provider sends Broadcast Notification


*Test for those providers who support the Broadcast Notification Message 

		1. Service Provider creates a BN and sends to Trading Partners with Server Status set to Maintenance Mode and Begin Maintenance and End Maintenance fields populated with specific dates and times.

2. Trading Partners who have opted to receive BNs receive the BN

3. At end of maintenance period, Service Provider sends BN with Server Status set to Normal Operation.

		1. SPs verify the BN is processed successfully setting Server Status to Maintenance Mode with begin and end dates.


2. SPs verify the BN is processed successfully setting Server Status to Normal Operation.



		



		5.0-5.0


18

		ICP - Clearinghouse sends Test Message query to Trading Partner followed by a Test Message Response

		1. Clearinghouse sends TMQ to Trading Partner to determine if carrier’s system is available to receive Port Requests.


2. Trading Partner responds with TMR indicating system status.

		1. Clearinghouse verifies Test message to Trading Partner processes successfully.




		



		5.0-5.0


19

		ICP - Validate DDD/T cannot be set > 90 days in the future followed by a Confirm Response

		1. NNSP creates a WPR with DDD/T 92 calendar days from creation date


2. NNSP’s system doesn’t allow DDD/T to be set this far in advance and stops WPR from being sent to ONSP


3. NNSP corrects DDD/T to be 90 days in the  future and sends WPR to ONSP


4. ONSP receives WPR and sends WPRR-Confirm

		1. SPs ensure that the ICP validation fails to send a WPR with a due date and time more than 90 days in the future from the submit date


Note: When performing this test keep in mind that date/time fields are sent in UTC format.




		



		5.0-5.0


20



		ICP - Validate SPR2 can not be sent on unconfirmed port response (Single Line) followed by a SPR3 and a Confirm Response

		1. NNSP sends a single-line WPR to ONSP


2. ONSP sends a WPRR-Resolution Required 


3. NNSP creates a SPR2 to change DDD/T 


4. NNSP’s system doesn’t allow SPR2 to be sent


5. NNSP sends a SPR3 to change DDD/T


6. ONSP receives SPR3 and sends a WPRR-Resolution Required


7. NNSP corrects port request and resubmits SPR3


8. ONSP receives SPR3 and sends a WPRR-Confirm




		1. SPs  verify the WPR is processed successfully.


2. SPs ensure that the ICP validation fails to send an SPR2 on an unconfirmed port request


3. SPs verify the SPR3 for DDD/T Change is processed successfully.


SPs verify the WPRR-Resolution Required is processed successfully.

1. SPs verify the SPR3 is processed successfully.

4. SPs verify the WPRR-Confirm is processed successfully.

		



		5.0-5.0


21

		ICP – Confirmed Multi-line port request followed by a Confirm Response

		1. NNSP sends a multi-line WPR to ONSP


2. ONSP sends a WPRR-Confirm for all TNs on the request.

		1. SPs verify the WPR is processed successfully.


2. SPs verify the WPRR-Confirm is processed successfully.

		



		5.0-5.0


22

		ICP –Single Line port request followed by a Resolution Required Response  that is missing DD/T– followed by an SPR3, followed by a Confirm Response

		1. NNSP sends a multi-line WPR to ONSP


2. ONSP validates the WPR information and returns a WPRR-Resolution Required without the DD/T field populated.


3.  NNSP sends an SPR3


4. ONSP validates SPR3  and sends a WPRR-Confirm 

		1. SPs verify the WPR is processed successfully.


2. SPs verify that WPRR-Resolution Required without the DD/T can be processed.


3. SPs verify the WPRR-Confirm is processed successfully.

		



		5.0-5.0
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		ICP – Port request sent as a range of 5 TN’s followed by a resolution required followed by a SPR3 change the range be 3 TN’s

		1. NNSP sends a port request with a range of 5 TN’s


2. ONSP sends a WPRR-Resolution Required with RCODE 6D MDN Not Active


3.  NNSP sends a SPR3 changing the range to be 3 TN’s


4. ONSP sends a WPRR-Confirm for the range of TN’s




		1. SP’s verify the WPR with a range is processed successfully


2. SP’s verify the WPRR-Resolution Required is processed successfully


3. SP’s verify the SPR3 reducing the size of the range is processes successfully


4. SP’s verify the WPRR_Confirm is processed successfully.

		



		5.0-5.0
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		ICP/SOA – Conflict Resolution

		1. NNSP sends ONSP port request.


2. ONSP sends a WPRR-Resolution Required with RCODE=6D.


3. NNSP creates NPAC SV for the port.


4. ONSP issues a Conflict with Cause Code 51 designating no port confirmation.


5. NPAC status changes to Conflict.

6. NNSP contacts ONSP to resolve Conflict.  ONSP removes the TN from Conflict in NPAC.


7. NPAC notifies SPs of Conflict removal

8. Port proceeds to completion as normal.




		1. NNSP personnel contact the appropriate ONSP personnel to resolve and have the TN removed from Conflict.

2. ONSP personnel have the conflict removed from the SV.

3. The TN is activated on the new agreed to due date.

		



		5.0-5.0


24



		ICP/SOA – Cancel Port in Progress – Assuming ONSP does not send matching SV to NPAC

		1. NNSP sends ONSP port request to port a TN.


2. ONSP sends NNSP response confirmation.


3. NNSP creates an NPAC SV for the port.


4. NNSP sends cancellation request to NPAC.


5. NPAC accepts & cancels port request changing status to cancel.


6. Both SPs are notified of cancellation.




		1. SPs verify that the cancel has been processed successfully.

		



		 5.0-5.0
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		SOA – Disconnect Port SV

		1. Current SP creates & processes disconnect for ported TN.


2. On effective release date, NPAC notifies NPA-NXX code holder of the disconnected TN via the SOA interface.


3. On effective release date, NPAC broadcasts subscription deletion. 


4. Incumbent Code holder puts TN back into inventory for reassignment.

		1. SPs verify the TN is disconnected on the NPAC System.

2. Incumbent code holder verifies receipt of message to place TN back into inventory.

		



		5.0-5.0


26



		ICP/SOA – Port to Original

		1. NNSP sends single line WPR to ONSP to port back a TN.

2. ONSP sends WPRR-Confirm to NNSP.

3. NNSP creates SV in the NPAC.


4. The SV is activated on the due date by NNSP.


5. NNSP verifies the customer’s service is activated and that the port record has been removed from NPAC.



		1. The SV for the ported number is removed from the NPAC.


2. The NPAC will have a record of the TN listed as “old.”




		



		5.0-5.0


27

		SOA – Disconnect Multi-Line

		1. Current SP processes multi-line disconnect order.

2. On effective release date, NPAC notifies NPA-NXX code holder of the disconnected TNs via the SOA interface.


3. On effective release date, NPAC broadcasts subscription deletion. 

4. Incumbent Code holder puts TN back into inventory for reassignment.

		1. Verify that the TNs are disconnected on the NPAC System


2. On effective release date, the numbers are returned to the code/block holder.




		





The table below contains tests which vendors should consider running as part of their WICIS Version 5.0.0 vendor to vendor testing. These tests are 

optional for carrier to carrier testing
.

		TEST CASE #

		TEST DESCRIPTION

		TEST STEPS

		EXPECTED RESULTS

		ACTUAL RESULTS



		V 1

		Store Status/Validation Status


*Note: This scenario is applicable to vendor to vendor testing and may not be included in carrier to carrier testing.




		NNSP sends single line WPR to ONSP


1. Store Status Message


a. NNSP sends the WPR to Clearinghouse 1 - NNPS logs the time between WPR being sent and the Store Status Message being received


b. Clearinghouse 1 sends the WPR to Clearinghouse 2 - Clearinghouse 1 logs the time between WPR being sent and the Store Status Message being received


c. Clearinghouse 2 sends the WPR to ONSP - Clearinghouse 2 logs the time between WPR being sent and the Store Status Message being received


2. Validation Status Message


a. ONSP sends Validation Status Message & Receives Store Status Message from Clearinghouse 2 – ONSP logs the time between the Validation Status Message being sent and the Store Status Message being received from Clearinghouse 2


b. Clearinghouse 2 sends Validation Status Message and receives Store Status Message from Clearinghouse 1 – Clearinghouse 2 logs the time between the Validation Status Message being sent and the Store Status Message being received from Clearinghouse 1


c. Clearinghouse 1 sends Validation Status Message and receives Store Status Message from NNSP – Clearinghouse 1 logs the time between the Validation Status Message being sent and the Store Status Message being received from NNSP


ONSP sends Confirmation


3. Store Status Message


a. ONSP sends the WPRR Confirmation to Clearinghouse 2 - ONPS logs the time between WPR being sent and the Store Status Message being received


b. Clearinghouse 2 sends the WPRR to Clearinghouse 1 - Clearinghouse 2 logs the time between WPRR being sent and the Store Status Message being received


c. Clearinghouse 1 sends the WPRR to NNSP - Clearinghouse 1 logs the time between WPR being sent and the Store Status Message being received


4. Validation Status Message


a. NNSP sends Validation Status Message & Receives Store Status Message from Clearinghouse 1 – NNSP logs the time between the Validation Status Message being sent and the Store Status Message being received from Clearinghouse 1


b. Clearinghouse 1 sends Validation Status Message and receives Store Status Message from Clearinghouse 2 – Clearinghouse 2 logs the time between the Validation Status Message being sent and the Store Status Message being received from Clearinghouse 1


c. Clearinghouse 2 sends Validation Status Message and receives Store Status Message from ONSP – Clearinghouse 2 logs the time between the Validation Status Message being sent and the Store Status Message being received from ONSP




		1. Verify that the Store Status Messages and the Validation Status Messages are NOT taking an excessive amount of time to be delivered between the various transmission points.

2. Verify that the Store Status Messages and the Validation Status Messages meet WICIS 4.0.0 requirements.

		



		 V 2

		Store Status/Validation Status


*Note: This scenario is applicable to vendor to vendor testing and may not be included in carrier to carrier testing.




		NUMEROUS WPR MESSAGES BEING SENT AT ONE TIME


THE FOLLOWING STEPS SHOULD BE MONITORED LIVE BY EACH PARTY TO SEE IF ANY SEVERE DELAYS ARE BEING NOTED IN PERFORMANCE 


1. Store Status Message


a. NNSP sends the WPR to Clearinghouse 1 - NNPS logs the time between WPR being sent and the Store Status Message being received


b. Clearinghouse 1 sends the WPR to Clearinghouse 2 - Clearinghouse 1 logs the time between WPR being sent and the Store Status Message being received


c. Clearinghouse 2 sends the WPR to ONSP - Clearinghouse 2 logs the time between WPR being sent and the Store Status Message being received


2.Validation Status Message


a. ONSP sends Validation Status Message & Receives Store Status Message from Clearinghouse 2 – ONSP logs the time between the Validation Status Message being sent and the Store Status Message being received from Clearinghouse 2


b. Clearinghouse 2 sends Validation Status Message and receives Store Status Message from Clearinghouse 1 – Clearinghouse 2 logs the time between the Validation Status Message being sent and the Store Status Message being received from Clearinghouse 1


c. Clearinghouse 1 sends Validation Status Message and receives Store Status Message from NNSP – Clearinghouse 1 logs the time between the Validation Status Message being sent and the Store Status Message being received from NNSPONSP sends Confirmation


3. Store Status Message


a. ONSP sends the WPRR Confirmation to Clearinghouse 2 - ONPS logs the time between WPR being sent and the Store Status Message being received


b. Clearinghouse 2 sends the WPRR to Clearinghouse 1 - Clearinghouse 2 logs the time between WPRR being sent and the Store Status Message being received


c. Clearinghouse 1 sends the WPRR to NNSP - Clearinghouse 1 logs the time between WPR being sent and the Store Status Message being received


4. Validation Status Message


a. NNSP sends Validation Status Message & Receives Store Status Message from Clearinghouse 1 – NNSP logs the time between the Validation Status Message being sent and the Store Status Message being received from Clearinghouse 1


b. Clearinghouse 1 sends Validation Status Message and receives Store Status Message from Clearinghouse 2 – Clearinghouse 2 logs the time between the Validation Status Message being sent and the Store Status Message being received from Clearinghouse 1


c. Clearinghouse 2 sends Validation Status Message and receives Store Status Message from ONSP – Clearinghouse 2 logs the time between the Validation Status Message being sent and the Store Status Message being received from ONSP




		1. Verify that the Store Status Messages and the Validation Status Messages are NOT taking an excessive amount of time to be delivered between the various transmission points.

2. Verify that the Store Status Messages and the Validation Status Messages meet WICIS 4.0.0 requirements.

		





 APPENDIX C – Test Certification

		Testing Stage:

		



		Your Company Name:

		



		Test Coordinator:

		



		Test Coordinator Signature:

		





		#

		 MET

		Test Execution Exit Criteria

		Comments



		1

		

		All required test cases have been successfully executed.

		



		2

		

		All specified conditional test cases have been successfully executed

		



		3

		

		All mutually agreed upon optional test cases have been successfully executed

		



		4

		

		Actual results for all IC test cases are documented and match expected results.

		



		5

		

		All problems, defects, and errors from previous levels of testing have been retested and successfully validated

		



		6

		

		Any IC workarounds have been documented, successfully tested and validated.

		



		7

		

		All testing results have been collected and are available upon request.

		



		8

		

		Completed exit criteria checklist can be provided upon request.

		



		9

		

		Test planning documents updated to reflect final execution status for all test cases.  (Wireless Number Portability Test Matrix appendix updated to reflect actual execution status of each test case.)

		





The following is to be completed by other company’s Inter-Carrier Test Coordinator upon receipt and review of the completed checklist.


		Your Company name:

		



		Exit Criteria Met (Y/N):

		



		Test Coordinator:

		



		Test Coordinator Signature:

		





The testing completed and Interoperability Certified on ___________________________.


Date


APPENDIX D – Test Matrix


		WICIS 5.0.0 Inter-Carrier Testing



		Test Data & Test Plan



		 

		

		 

		



		CARRIER A - TEST DATA

		

		CARRIER B - TEST DATA



		SPID:xxxx

		

		SPID: xxxx

		



		Line Range: npa-nxx

		Line Range: npa-nxx

		



		Market Details

		

		 

		



		Customer Information for all Test Accounts

		

		Customer Information for all Test Accounts



		Company: 

		

		Company: 

		



		Name: 

		

		Name: 

		



		Address:

		

		Address:

		



		 

		

		 

		



		SSN:

		

		SSN: 

		



		Account# 

		

		Account#

		



		Test Dates: 

		

		Test Dates: 

		



		Connectivity Test:

		

		Connectivity Test:

		



		 

		

		 

		





THIS SECTION NEEDS TO BE UPDATED TO REFLECT THE DIFFERENT BACKWORD COMPATABILITY PAIRS and 5.0.0 to 5.0.0.

		CARRIER A - TEST PLAN

		NPA-NXX-XXXX

		CARRIER B - TEST PLAN                         

		NPA-NXX-XXXX



		 

		

		 

		



		1. ICP - Single line port with Confirm response.

		

		1. ICP - Single line port with Confirm response.

		



		

		

		

		



		

		

		

		



		

		

		

		



		2. ICP – Single line port with Delay then Confirm

		 

		2. ICP – Single line port with Delay then Confirm

		



		

		

		

		



		

		

		

		



		

		

		

		



		3. ICP – Single line port with Resolution Required – MDN not active – followed by an SPR1 cancelling the request

		

		3. ICP – Single line port with Resolution Required – MDN not active – followed by an SPR1 cancelling the request

		



		

		

		

		



		

		

		

		



		 

		

		 

		 



		4.  ICP – Single line port with Resolution Required – MDN Not Found – followed by a new request with corrected TN and a confirm response to the new request

		

		4.  ICP – Single line port with Resolution Required – MDN Not Found – followed by a new request with corrected TN and a confirm response to the new request

		



		

		

		

		



		

		

		

		



		 

		

		 

		



		5.  ICP – Multi line port with Resolution required – Account Number Invalid followed by an SPR3 to update customer information followed by a Confirm Response

		 

		5. ICP – Multi line port with Resolution required – Account Number Invalid followed by an SPR3 to update customer information followed by a Confirm Response

		



		

		

		

		



		

		

		

		



		

		 

		

		



		6. ICP – Multi line port with Resolution Required – Password Required, followed by a SPR3 to update customer information followed by a Confirm Response

		

		6. ICP – Multi line port with Resolution Required – Password Required, followed by a SPR3 to update customer information followed by a Confirm Response

		



		

		

		

		



		

		

		

		



		 

		

		 

		



		7. ICP – Single line port with Confirm Response followed by an SPR2 to change the desired due date and time, followed by a Confirm response

		

		7. ICP – Single line port with Confirm Response followed by an SPR2 to change the desired due date and time, followed by a Confirm response

		



		

		

		

		



		

		

		

		



		

		

		

		



		8. ICP – Single Line port with resolution required response, followed by a SPR3 to update customer information, followed by a Confirm Response, followed by an SPR2 to change the due date, followed by a Confirm Response

		

		8. ICP – Single Line port with resolution required response, followed by a SPR3 to update customer information, followed by a Confirm Response, followed by an SPR2 to change the due date, followed by a Confirm Response

		



		

		

		

		



		

		

		

		



		

		

		

		



		9.  ICP – Single line port request canceled prior to receiving a response

		

		9.  ICP – Single line port request canceled prior to receiving a response

		



		

		

		

		



		

		

		

		



		

		

		

		



		10.  ICP Multi Line port with Resolution Required Response, followed by an SPR3 to remove TNs from the order, followed by a Confirm Response

		

		10.  ICP Multi Line port with Resolution Required Response, followed by an SPR3 to remove TNs from the order, followed by a Confirm Response

		



		

		

		

		



		

		

		

		



		

		

		

		



		11. ICP – Multi line port with Multiple Resolution Required responses, invalid Account Number, followed by an SPR3 to update customer information, followed by a Confirm Response

		

		11. ICP – Multi line port with Multiple Resolution Required responses, invalid Account Number, followed by an SPR3 to update customer information, followed by a Confirm Response

		



		

		

		

		



		

		

		

		



		

		

		

		



		12.  ICP – Single Line port request initiated by a Reseller and a Confirm Response

		

		12.  ICP – Single Line port request initiated by a Reseller and a Confirm Response

		



		

		

		

		



		

		

		

		



		

		

		

		



		13.  ICP – Multi Line Port with Resolution Required Response – MDN not Active, followed by an SPR1

		

		13.  ICP – Multi Line Port with Resolution Required Response – MDN not Active, followed by an SPR1

		



		

		

		

		



		

		

		

		



		

		

		

		



		14.  ICP – Port request does not comply with WICIS

		

		14.  ICP – Port request does not comply with WICIS

		



		

		

		

		



		

		

		

		



		

		

		

		



		15.  ICP – Port response does not comply with WICIS

		

		15.  ICP – Port response does not comply with WICIS

		



		

		

		

		



		

		

		

		



		

		

		

		



		16.  ICP – Service Provider sends Broadcast Notification

		

		16.  ICP – Service Provider sends Broadcast Notification

		



		

		

		

		



		

		

		

		



		

		

		

		



		17.  ICP – Single line port request followed by an SPR1

		

		17.  ICP – Single line port request followed by an SPR1

		



		

		

		

		



		

		

		

		



		

		

		

		



		18. ICP – Clearinghouse Test Message query to Trading Partner followed by a Test Message Response

		

		18. ICP – Clearinghouse Test Message query to Trading Partner followed by a Test Message Response

		



		

		

		

		



		

		

		

		



		

		

		

		



		19.  ICP – validate DDD/T cannot be set >90 days in the future followed by a confirm response

		

		19.  ICP – validate DDD/T cannot be set >90 days in the future followed by a confirm response

		



		

		

		

		



		

		

		

		



		

		

		

		



		20.  ICP – Validate SPR2 cannot be sent on unconfirmed port response (Single Line) followed by a SPR3 and a Confirm Response

		

		20.  ICP – Validate SPR2 cannot be sent on unconfirmed port response (Single Line) followed by a SPR3 and a Confirm Response

		



		

		

		

		



		

		

		

		



		

		

		

		



		21. ICP – Validate SPR2 cannot be sent on unconfirmed port response (Multi line Range or multiple LNUMs) followed by a SPR3 and a Confirm Response

		

		21. ICP – Validate SPR2 cannot be sent on unconfirmed port response (Multi line Range or multiple LNUMs) followed by a SPR3 and a Confirm Response

		



		

		

		

		



		

		

		

		



		

		

		

		



		22. ICP Confirmed Multi line port request followed by a Confirm Response

		

		22. ICP Confirmed Multi line port request followed by a Confirm Response

		



		

		

		

		



		

		

		

		



		

		

		

		



		23.  ICP/SOA Conflict Resolution

		

		23.  ICP/SOA Conflict Resolution

		



		

		

		

		



		

		

		

		



		

		

		

		



		24.  ICP/SOA – Cancel Port in Progress – Assuming ONSP does not send matching SV to NPAC

		

		24.  ICP/SOA – Cancel Port in Progress – Assuming ONSP does not send matching SV to NPAC

		



		

		

		

		



		

		

		

		



		

		

		

		



		25.  SOA Disconnect Port SV

		

		25.  SOA Disconnect Port SV

		



		

		

		

		



		

		

		

		



		

		

		

		



		26.   ICP/SOA – Port to Original

		

		26.   ICP/SOA – Port to Original

		



		

		

		

		



		

		

		

		



		

		

		

		



		27.  SOA – Disconnect Multi-Line

		

		27.  SOA – Disconnect Multi-Line

		



		

		

		

		



		

		

		

		



		

		

		

		





�Should we also add in NPAC ITP Test Documentation?



�Should we add/modify this statement to include the 2nd test plan being created?



�Need to determine how to document this validation



�What is the correct message for a reject of this nature?



�Determine how to handle VER_ID_RESP and VER_ID_REQ verification…



�Do these test cases need to ran with different combinations of ICP (4.0.0 to 5.0.0 and vice versa)?
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		TEST CASE #		TEST DESCRIPTION		NPDI
A= Wireless to wireless
B= Wireless to wireline
C= Wireline to wireless
D= Wireline to wireline		TEST STEPS		EXPECTED RESULTS		ACTUAL RESULTS

				SIMPLE PORTS

				LSR
Single line port with a FOC response		B,C,D		1. NNSP sends a LSR to ONSP with DDT of 1 or 2 days.
2. ONSP validates the LSR information and responds with a FOC.		1. SPs verify that the LSR is processed successfully.
2. SPs verify that the FOC is received within 4 business hours upon receipt of the LSR
3. SPs verify that the FOC is processed successfully

				LSR
Single line port with a FOC response, followed by a Cancel		B,C,D		1. NNSP sends a LSR to ONSP with DDT of 1 or 2 days.
2. ONSP validates the LSR and responds with a FOC
3. NNSP cancels the LSR		1. SPs verify the LSR is processed successfully.
2. SPs verify that the FOC is received within 4 business hours upon receipt of the LSR
3. SPs verify the FOC is processed successfully.
4. SPs verify that the Cancel is processed successfully.

				LSR
Single line port with a Reject response, followed by a Cancel		B,C,D		1. NNSP sends a LSR to ONSP with DDT of 1 or 2 days.
2. ONSP validates the LSR and responds with a Reject 
3. NNSP cancels the LSR		1. SPs verify the LSR is processed successfully.
2. SPs verify that the Reject is received within 4 business hours upon receipt of the LSR
3. SPs verify the Reject is processed successfully.
4. SPs verify the Cancel is processed successfully.

				LSR
Single line port with a Reject response due to missing data, followed by a supplemental LSR, followed by a FOC response		B,C,D		1. NNSP sends a LSR to ONSP with DDT of 1 or 2 days.
2. ONSP validates the LSR and responds with a Reject due to missing data
3. NNSP submits a Supplemental LSR with required data
4. ONSP validates the LSR and responds with a FOC		1. SPs verify the LSR is processed successfully.
2. SPs verify that the Reject is received within 4 business hours upon receipt of the LSR
3. SPs verify the Reject is processed successfully.
4. SPs verify that the Supplemental LSR is processed successfully
5. SPs verify the FOC is processed successfully.

				LSR
Single line port with a Reject response due to inaccurate data, followed by a suplemental LSR, followed by a FOC response		B,C,D		1. NNSP sends a LSR to ONSP with DDT of 1 or 2 days.
2. ONSP validates the LSR information and responds with Reject due to invalid data
3. NNSP sends a Supplemental LSR to ONSP with the correct data
4. ONSP validates the LSR information and responds with a FOC		1. SPs verify that the LSR is processed successfully.
2. SPs verify that the Reject is received within 4 business hours upon receipt of the LSR
3. SPs verify that the Supplemental LSR is processed successfully
4. SPs verify that the FOC is processed successfully

				LSR
Single line port with a FOC response with a longer DDT due to being non-simple		C,D		1. NNSP sends a LSR to ONSP with DDT of 1 or 2 days.
2. ONSP validates the LSR information and send a FOC with a longer DDT		1. SPs verify that the LSR is processed successfully.
2. SPs verify that the FOC is received within 4 business hours upon receipt of the LSR
3. SPs verify that the FOC is processed successfully

				LSR
Single line port with a Reject response due to being non-simple, followed by a Supplemental LSR with a new DDT, followed by a FOC response		C,D		1. NNSP sends a LSR to ONSP with DDT of 1 or 2 days.
2. ONSP validates the LSR information and determines this is not a simple port
3. ONSP responds to NNSP with a Reject 
4. NNSP sends a supplemental LSR to ONSP with a new DDT of greater than 2 days
5. ONSP validates the LSR information and responds with a FOC		1. SPs verify that the LSR is processed successfully.
2. ONSPs verifies that the Reject response-"Not a simple port-send supplement" is sent to NNSP
3. NNSP verifies that the Reject response is received within 4 business hours upon receipt of the LSR. (If NPDI is C, RCODE-1C is received. If NPDI is D, Reject is received.)
4. SPs verify that the Supplemental LSR is processed successfully
5. SPs verify that the FOC is processed successfully

				LSR
Single line port with a FOC Response, followed by a Supplemental LSR to change the due date and time, followed by a FOC Response		B,C,D		1. NNSP sends a LSR to ONSP with DDT of 10 days
2. ONSP validates the LSR information and responds with a FOC
3. NNSP sends a Supplemental LSR to ONSP with a new due date and time of 5 days
4. ONSP validates the LSR information and responds with a FOC		1. SPs verify that the LSR is processed successfully.
2. SPs verify that the FOC is received within 24 hours upon receipt of the LSR
3. SPs verify that the first FOC is processed successfully
4. SPs verify that the Supplemental LSR sent after the Confirm is processed successfully
5. SPs verify that the second FOC is processed successfully

				LSR
Single line port with a Reject response due to being non-simple, followed by a Supplemental LSR with a new DDT, followed by a Reject due to inaccurate data, followed by a supplemental LSR, followed by a FOC response		C,D		1. NNSP sends a LSR to ONSP with DDT of 1 or 2 days.
2. ONSP validates the LSR information and determines this is not a simple port
3. ONSP validates the LSR information and responds with a Reject 
4. NNSP sends a Supplemental LSR to ONSP with a new DDT of greater than 2 days
5. ONSP validates the LSR information and responds with Reject 
6. NNSP sends a Supplemental LSR to ONSP with accurate data
7. ONSP validates the LSR information and responds with a FOC		1. SPs verify that the LSR is processed successfully.
2. ONSPs verifies that the Reject response-"Not a simple port-send supplement" is sent to NNSP
3. NNSP verifies that the Reject response is received within 4 business hours upon receipt of the LSR. (If NPDI is C, RCODE-1C is received, If NPDI is D, Reject is received.)
4. SPs verify that the Supplemental LSR is processed successfully
5. SPs verify that the second Supplemental LSR is processed successfully
6. SPs verify that the FOC is processed successfully

				LSR
Single line port with a  FOC response, followed by a Jeopardy response		C,D		1. NNSP sends a LSR to ONSP with DDT of 1 or 2 days.
2. ONSP validates the LSR information and responds with a FOC.
3. ONSP sends a Jeopardy response to indicate the port is in jeopardy of being completed
4. NNSP takes approprepate actions based on the Jeopardy reason		1. SPs verify that the LSR is processed successfully.
2. SPs verify that the FOC is received within 4 business hours upon receipt of the LSR
3. SPs verify that the Jeopardy is processed successfully

				NON-SIMPLE PORTS

				LSR
Multi Line port with a FOC response		B,C,D		1. NNSP sends a LSR to ONSP with a DDT of 5 days
2. ONSP validates the LSR information and responds with a FOC.		1. SPs verify that the LSR is processed successfully.
2. SPs verify that the FOC is received within 24 hours upon receipt of the LSR
3.SPs verify that the FOC is processed successfully

				LSR
Multi Line port with a Reject response due to being non-simple, followed by a Supplemental LSR with a new due date and time, followed by a FOC response		C,D		1. NNSP sends a LSR to ONSP with DDT of 1 or 2 days
2. ONSP validates the LSR information and determines this is not a simple port
3. ONSP responds to NNSP with a Reject 
4. NNSP sends a Supplemental LSR to ONSP with a new DDT of greater than 2 days
5. ONSP validates the LSR information and responds with a FOC		1. SPs verify that the LSR is processed successfully.
2. ONSP verifies that the Reject response-"Not a simple port-send supplement" is sent to NNSP
3. NNSP verifies that the Reject response is received within 4 business hours upon receipt of the LSR.  (If NPDI is C, RCODE-1C is received. If NPDI is D, Reject is received.)
4. SPs verify that the Supplemental LSR is processed successfully
5. SPs verify that the FOC is processed successfully

				LSR
Multi-Line port with a FOC Response, followed by a Supplemental LSR to change the due date and time, followed by a FOC Response		B,C,D		1. NNSP sends a LSR to ONSP with DDT of 10 days.
2. ONSP validates the LSR information and responds with a FOC
3. NNSP sends a Supplemental LSR to ONSP with a new DDT of 5 days
4. ONSP validates the LSR information and responds with a FOC		1. SPs verify that the LSR is processed successfully.
2. SPs verify that the FOC is received within 24 hours upon receipt of the LSR
3. SPs verify that the first FOC is processed successfully
4. SPs verify that the Supplemental LSR sent after the confirmation is processed successfully
5. SPs verify that the second FOC is processed successfully

				LSR
Multi-Line port (3 TNs) with a Reject Response, followed by a Supplemental LSR to remove TNs from the LSR, followed by a FOC Response		B,C,D		1. NNSP sends a LSR to ONSP with DDT of 5 days.
2. ONSP validates the LSR information and responds with a Reject
3. NNSP sends a Supplemental LSR to remove one TN from the LSR
4. ONSP validates the LSR information and responds with a FOC		1. SPs verify that the LSR is processed successfully.
2. SPs verify that the FOC is received within 24 hours upon receipt of the LSR
3. SPs verify that the Supplemental LSR is processed sucessfully
4. SPs verify that the second FOC is processed successfully

				LSR
Single line port with a reseller followed by a FOC response		B,C,D		1. NLSP creates a LSR and sends to their NNSP with DDT of 5 days.
2. NNSP sends LSR to ONSP.
3. ONSP validates the LSR information and responds with a FOC
4. NNSP forwards the response to the NLSP.		1. SPs verify the LSR is processed successfully
2. SPs verify that the FOC is received within 24 hours upon receipt of the LSR
3. SPs verify the FOC is sent successfully to the NNSP.
4. NNSP verifies the NLSP receives the FOC successfully.

				LSR
Single line port with a reseller followed by a Reject response due to being non-simple, followed by a Supplemental LSR, followed by a FOC response		C,D		1. NLSP sends a LSR to NNSP with DDT of 1 or 2 days
2. NNSP sends the LSR to ONSP
3  ONSP validates the LSR information and determines this is not a simple port
4. ONSP responds to NNSP with a Reject 
5. NNSP sends the response to the NLNP
6. NLSP sends to NNSP a Supplemental LSR with a new DDT of greater than 2 days
7. NNSP sends Supplemental LSR to ONSP
8. ONSP responds with a FOC		1. SPs verify that the LSR is processed successfully 
2. ONSP verifies that the Reject response-"Not a simple port-send supplement" is sent to NNSP
3. NNSP verifies that the Reject response is received  within 4 business hours upon receipt of the LSR. (If NPDI is C, RCODE-1C is received. If NPDI is D, Reject is received.)
4. SPs verify that the Supplemental LSR is processed successfully
5. SPs verify the FOC is sent successfully to the NNSP.
6. NNSP verifies the NLSP receives the FOC successfully.

				LSR
Single line port with a reseller followed by a FOC response, followed by a Supplemental LSR to change the DDT, followed by a FOC response		B,C,D		1. NLSP sends a LSR to NNSP with DDT of 10 days
2. NNSP sends the LSR to ONSP
3  ONSP validates the LSR information and send to NNSP a FOC
4. NNSP sends the response to the NLNP
6. NLSP sends to NNSP a Supplemental LSR with a new DDT of 5 days
7. NNSP sends Supplemental LSR to ONSP
8. ONSP responds with a FOC		1. SPs verify that the LSR is processed successfully 
3. SPs verify that the FOC is received within 24 hours upon receipt of the LSR 
4. SPs verify the FOC is sent successfully to the NNSP.
5. SPs verify that the Supplemental LSR is processed successfully
6. SPs verify the FOC is sent successfully to the NNSP.
7. NNSP verifies the NLSP receives the FOC successfully.
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