APT MEETING MINUTES
April 5, 2017

TEST CASE REVIEW
Reviewed test cases with the following results:
· 17 Updated to Pending Doc Only Change, to be closed in May APT 
· 1 Open pending review in May LNPA WG

Reviewed/confirmed NANC 485 updates in latest version of Test Cases from CMA
New NANC Change Order will be opened to track subsequent Test Case clarifications


CHANGE ORDER NANC 461
Discussed the iconectiv proposed approach on Change Order 461 for interim implementation of Sunset features without Local System interface impact (Contribution Provided below)
· Received the following feedback:
· iconectiv has no impacts i.e. will not auto retry messages based on the proposal
· Neustar has no impacts i.e. will not auto retry messaged based on the proposal
· Net Number is not impacted. 
· Input needed from 10X & Oracle – APT Co-Chairs will reach out to these vendors

There are optional test cases already existing for those 461 sunset items. If a SUT was to request executing the sunset items they would use the existing optional test case(s). We would document that the expected value is the agreed return code from the accepted version of the 461 change order (whatever that ends up). That information would be in the addendum to the Test Cases.
· Question was asked if new test cases or existing ones should be updated to support the changes related to CO 461. The purpose of the testing would be to validate that if one of these messages is received by the NPAC that the appropriate error message is sent to/received by the SOA. This would not be a required test case. 

· NANC 461 is being updated to only include the agreed upon items, the remaining sunset items will be removed from 461 and brought in under a new change order. These will be reviewed and discussed at the next APT Meeting.


sFTP & OTHER SUGGESTED NEW TEST SCENARIOS
The contribution provided by Neustar, attached below, will be discussed in depth at the May LNPA APT meeting, attendees should come prepared having pre-reviewed the information.	


ADDITIONAL TOPICS
· Neustar OMS – NPAC Testing Approach
· A request was made of the co-chairs to add a list of testing topics to the May LNPA WG meeting. All WG & APT agenda items must first be approved by the NANC. The APT co-chairs will work with Neustar to discuss and determine what items should be added to the MAY agenda and then will be sent to the LNPA WG co-chairs to be added to the overall agenda in order to receive approval


iconetiv Contribution for Change Order NANC 461:
Change Order NANC 461, which has been accepted by the LNPA WG, describes various functionality that would be sunset (removed) from the NPAC SMS.  The LNPA WG APT is considering mechanisms that could be used to sunset the functionality described in the following two items of NANC 461 without changing the ASN.1/GDMO:
·  1.1 – Sunset the ability for Service Providers to update their CMIP network data in their customer profile 
·  1.3 – Sunset unused Customer Contact information on NPAC Admin GUI and LTI

Initially, iconectiv proposed changing the NPAC SMS processing to ignore values in network address and contact information for M-SET requests for the serviceProv object.  In addition, iconectiv proposed generating an alarm for LNPA Operations whenever network address or contact information attributes were populated in a serviceProv M-SET request, to allow for LNPA Operations to follow up with the User that made the request and inform them of the sunset functionality.  During discussions in the LNPA WG APT meetings, APT participants proposed that the NPAC SMS return an error response rather than silently ignoring the network address and contact information attributes, as was originally proposed.

In the recent proposal for the CMIP SOA and LSMS interfaces, the APT is considering having the NPAC SMS return an error if any M-SET request for the serviceProv object is received with any values set for serviceProvAddress, serviceProvLinkInfo, or any of the optional address info packages.  That is, the NPAC SMS would prohibit updating contact information and network address information over the CMIP interface and return an error when any such request is received.  The ability to update contact information and network address information is not currently available over the XML interface, and so there are no changes proposed to the XML interface.    

With this change, if any contact information attribute was specified in the M-SET, the NPAC SMS would return the following existing application level error if non-Action application level errors are supported by the local system.

	SMS Error
	Description
	CMIP Error
	Description

	2068
	Invalid value for Contact Name entered.
	10
	processingFailure_er



With this change, if any network address information was specified in the M-SET, the NPAC SMS would return the following existing application level error if non-Action application level errors are supported by the local system.
	SMS Error
	Description
	CMIP Error
	Description

	2078
	Invalid value for NSAP entered.
	10
	processingFailure_er



If non-Action application level errors are not supported by the local system, then a processingFailure error would be returned if contact information and/or network address information attributes are populated in the M-SET.

In the scenarios described above where an error is returned by the NPAC SMS, NPAC SMS internal processing will generate an alarm for LNPA Operations staff.  Using the information in the alarm, the LNPA Operations staff would be able to follow up with the mechanized SOA/LSMS User that initiated the request, to remind them of the functionality that was sunset.

Please review the proposal above and bring any concerns to the next LNPA WG APT meeting.  In particular, please be ready to indicate if your SOA/LSMS performs an automatic retry of a request based on the error responses proposed. 

image1.emf
APT - Neustar OMS  - Dual NPAC Operations Action Item 2017-04-05_Final.docx


APT - Neustar OMS - Dual NPAC Operations Action Item 2017-04-05_Final.docx
At the March 2017 APT meeting, the following action item was assigned to Neustar:

Action Item – complete prior to the LNPA WG APT Call on April 5, 2017 - Identify all areas in the FRS where FTP connectivity is documented.  

By May 2017 LNPA WG APT Meeting – incorporate feedback from April Call and possibly suggest changes to the FRS documentation to clearly identify the need for a local system to connect into two different NPAC systems to upload and download files.

------------------------------------------------------------------------------------------------------------------------------------------------------------------

In response to this Action Item, Neustar proposes that the LNPA WG’s Architecture Planning Team (APT) review the following areas of the FRS where FTP is mentioned.

[bookmark: _GoBack]In May 2017, the APT can work through proposed changes to the requirements and also review and revise the test cases which were submitted by Neustar to the APT in September 2016.

FTP Connectivity from the FRS

1. [bookmark: _Toc357306667][bookmark: _Toc357490016][bookmark: _Toc358097874][bookmark: _Toc361034172][bookmark: _Toc365874795][bookmark: _Toc367618197][bookmark: _Toc381719940][bookmark: _Toc436023263][bookmark: _Toc436025326][bookmark: _Toc438031412]Section 1.2.7 Audit Request Functionality

In addition, Local Service Providers will be responsible for comparing database extracts of Subscription data written to a Secure-FTP site by the NPAC SMS with their own versions of the same Subscription data.

2. NPAC Customer Data Model

		NPAC Customer SPID Migration Secure Site FTP Subdirectory

		B

		

		A Boolean that indicates whether the NPAC Customer will have a subdirectory for each SPID Migration created.

The default value is FALSE.







3. Section 3.2.2 Service Provider ID (SPID) Migration Update



SIC-SMURFs are placed in all Service Providers’ Secure FTP sites at the beginning of a maintenance window; updates are performed independently off-line during the maintenance window by each Service Provider to its own databases.



4. [bookmark: _Toc438031517]Section 3.2.2.1 SPID Migration Updates and Processing (NANC 323)

With functionality in NANC 323, SIC-SMURFs are generated by NPAC Personnel and distributed (via Secure FTP) to all Service Providers.  With the introduction of NANC 408, SPID Migrations may be performed as defined in sections 3.2.2.2 and 3.2.2.3.



5. RR3-632	SPID Migration - Secure FTP Site Directory Structure

NPAC SMS shall include the scheduled date of the SPID Migration as a subdirectory where SPID Migration SMURF files are stored if the Service Provider tunable SPID Migration Date Subdirectory Indicator is set to TRUE.  (previously NANC 408, Req X58)

6. RR3-632.5	SPID Migration - Secure FTP Site Subdirectory – Service Provider Tunable

NPAC SMS shall provide a Service Provider SPID Migration FTP Date Subdirectory Indicator is tunable parameter which defines whether a subdirectory for each SPID Migration will be created.  (previously NANC 408, Req X59)

7. RR3-633	SPID Migration – Secure FTP Site Date Subdirectory - Service Provider Indicator Default

NPAC SMS shall default the Service Provider SPID Migration Secure FTP Date Subdirectory Indicator tunable parameter to FALSE.  (previously NANC 408, Req X60)

8. RR3-634	SPID Migration – Secure FTP Site Date Subdirectory – Service Provider Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SPID Migration Secure FTP Date Subdirectory Indicator tunable parameter.  (previously NANC 408, Req X61)

9. RR3-643	Service Provider Secure FTP SMURF File

NPAC SMS shall provide SMURF Files in a Service Provider’s Secure FTP directory.  (previously NANC 408, Req 34)

Note: This is the mechanism that providers that support the interface message will be expected to recover missed SPID migration messages. Based on FRS requirement RR3-274 the NPAC does not include SPID migration data in the recovery messages sent over the CMIP interface.

10. R3-15	Secure FTP Site for Database Extracts

NPAC SMS shall store database extract files at the NPAC SMS Secure FTP site for Local SMS file retrieval.

11. R3-15	- Secure FTP Site for Database Extracts (deals with BDD File Storage)



NPAC SMS shall store database extract files at the NPAC SMS Secure FTP site for Local SMS file retrieval.

12. RR3-311	Network Data Information Bulk Data Download – Secure FTP Sub-Directory

NPAC SMS shall automatically put the Network Data bulk data download files into the Secure FTP sub-directory of the Service Provider, based on SPID, which requested the creation of the Network Data bulk data download files.  (previously NANC 354 Req 12)

13. RR3-227	Bulk Data Download – Secure FTP Sub-Directory

NPAC SMS shall automatically put the subscription bulk data download file into the Secure FTP sub-directory of the Service Provider, based on SPID, which requested the creation of the subscription bulk data download file. 

14. RR3-118	Number Pool NPA-NXX-X Holder Information Bulk Download File – Secure FTP Sub-Directory

NPAC SMS shall automatically put the NPA-NXX-X bulk data download file into the Secure FTP sub-directory of the Service Provider, based on SPID, which requested the creation of the bulk data download file for Network Data.  (Previously N-375) Subscription Version, Bulk Data Download

15. RR3-207	Number Pool Block Holder Information Bulk Data Download – Secure FTP Sub-Directory

NPAC SMS shall automatically put the bulk data download file into the Secure FTP sub-directory of the Service Provider, based on SPID, which requested the creation of the bulk data download file.  (Previously B-680)

16. RR3-469		Notification BDD Secure FTP Sub-Directory

NPAC SMS shall automatically put the Notification bulk data download file into the Secure FTP sub-directory of the Service Provider, based on the SPID value of the requesting Service Provider.  (previously NANC 348, Req 9)

17. RR3-328	Processing of the Service Provider BDD Response File for Subscription Versions

NPAC SMS shall process the Service Provider BDD Response File, containing “positive” response records for the original BDD file, received from a Service Provider’s Secure FTP site as a result of the Service Provider receiving and processing a Bulk Data Download File or a Delta Bulk Data Download File for Subscription Versions.  (previously NANC 322 Req 1)

18. RR3-330	Processing of the Service Provider BDD Response File for Number Pooling Blocks

NPAC SMS shall process the Service Provider BDD Response File, containing “positive” response records for the original BDD file, received from a Service Provider’s Secure FTP site as a result of the Service Provider receiving and processing a Bulk Data Download File or a Delta Bulk Data Download File for Number Pooling Blocks.  (previously NANC 322 Req 2)



19. RR3-333	Validation of SPID in the Service Provider BDD Response File Against SPID of the Secure FTP Directory

NPAC SMS shall validate the SPID of the Secure FTP directory against the SPID in the Service Provider BDD Response File it is retrieving.  (previously NANC 322 Req 6)

20. RR6-112	NPAC SMS Application Level Error Details in soft format

NPAC SMS shall provide CMIP application level error and XML extended errors code-to-text details in a pipe-delimited, soft format, at the Secure FTP sub-directory for each Service Provider.  (previously ILL 130, Req 3)

Note:  This code-to-text mapping is designed to allow a SOA/LSMS to decode an error code received from the NPAC, into its corresponding text description.

21. Within Section 8 Audit Administration

Section 8.1 Overview

The local SMS will be responsible for comparing database extracts written to a Secure FTP site by the NPAC SMS with its own version of that same data.  Note that the Service Provider network may contain several network nodes designated for local number portability and may also choose to keep its own copy in its respective SMS.  In the second scenario, the NPAC SMS will select a random sample of active Subscription Versions from its own database, then compare those samples to the representation of that same data in the various Local SMS databases.  Requirements pertaining to periodic audits are given in Section 8.7.

22. Key Exchange Using PGP

At this point, the NPAC can encrypt a file containing the keys for the Service Provider. This file may be emailed, put on the Secure FTP site, or put on a disk for the Service Provider.



Connectivity: 

In regards to Connectivity:  In the production roll out proposed to the industry a SOA/LSMS system would have to send data to one FTP location in one region and also send data to another FTP location for other regions.  

Based upon these circumstances outlined, there may be changes required in some SOA/LSMS systems to accommodate these new requirements.

The IIS has numerous documented requirements for CMIP and XML Connectivity, but there isn’t anything that references connecting into two different NPACs.

The industry should review and accept a subset of test cases while SOA/LSMS is connected to two NPACs.  The test cases below were proposed to the APT during the LNPA WG meeting held in September 2016 in Overland Park, KS.





Preliminary Testcases for Dual NPAC Operations



Following is a brief representation of the high level test scenarios that may be required for Dual/Parallel NPAC Operations.



		Testing the scenario where SOA & LSMS systems will connect into 2 different NPAC systems at the same time (for different regions).  

A new requirement should be included into the FRS clearly documenting the need to connect into different NPAC systems for different regions.

The following test scenarios are proposed for the LNPA WG/APT to consider adding into the testing plan.









		Test Case Objective

		Requirements

		SOA

		LSMS



		NANC XXX – there is no specific requirement



		NANC XXX-1 



SOA/LSMS – Configuration & Connectivity of SOA to NPAC-A & B - Success



The IIS has numerous documented requirements for CMIP and XML Connectivity, but there isn’t anything that references connecting into two different NPACs.

		TBD

		X

		X



		NANC XXX-2



SOA/LSMS – Configuration & Connectivity to NPAC-A but not to NPAC-B – Error

		TBD

		X

		X



		NANC XXX-3



SOA/LSMS – Configuration & Connectivity to NPAC-B but not to NPAC-A – Error

		TBD

		X

		X



		NANC XXX-4



SOA/LSMS – Configuration & Connectivity of SOA failure to both NPAC-A & B – Error

		TBD

		X

		X



		NANC XXX-5

SOA/LSMS – NPAC SMS shall store database extract files at NPAC-A & B SMS Secure FTP site for Local SMS file retrieval. – Success

		TBD

		X

		X



		NANC XXX-6

SOA/LSMS – NPAC SMS shall store database extract files at NPAC-A but not successfully to NPAC - B SMS Secure FTP site for Local SMS file retrieval. – Error

		TBD

		X

		X



		NANC XXX-7

SOA/LSMS – NPAC SMS shall store database extract files at NPAC-B but not successfully to NPAC- A SMS Secure FTP site for Local SMS file retrieval. – Error

		TBD

		X

		X



		NANC XXX-8

SOA/LSMS – NPAC SMS shall not successfully store database extract files at NPAC-A & B SMS Secure FTP site for Local SMS file retrieval. - Error

		TBD

		X

		X



		NANC XXX-9

SOA/LSMS – NPAC SMS shall receive database extract files from NPAC-A & B SMS Secure FTP site for Local SMS file retrieval. – Success

		TBD

		X

		X



		NANC XXX-10

SOA/LSMS – NPAC SMS shall receive database extract files from NPAC-A but not successfully from NPAC - B SMS Secure FTP site for Local SMS file retrieval. – Error

		TBD

		X

		X



		NANC XXX-11

SOA/LSMS – NPAC SMS shall receive database extract files from NPAC -B but not successfully from NPAC- A SMS Secure FTP site for Local SMS file retrieval. – Error

		TBD

		X

		X



		NANC XXX-12

SOA/LSMS – NPAC SMS shall receive database extract files from NPAC-A & B SMS Secure FTP site for Local SMS file retrieval. - Error

		TBD

		X

		X



		

		

		

		





Suggestions for May 2017 LNPA/APT Discussion:

· The APT team should review and accept a new requirement making it clear there is a need for FTP configuration per region.  A new requirement number should be assigned to this change in the FRS.

· The Test-Cases submitted in September 2016 should be reviewed and updated.
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