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August 9, 2017 Conference Call
Final Minutes

[bookmark: OLE_LINK2]Attendance
	Name
	Company
	Name
	Company

	David Alread
	AT&T
	Bridget Alexander
	JSI 

	Teresa Patton
	AT&T
	Jerry James
	LNP Alliance

	Kim Isaacs
	Allstream
	Dave Garner
	Neustar 

	Deborah Anstead
	AlticeUSA
	Anand Rathi
	Neustar

	Connie Stufflebeam
	BKD
	Mubeen Saifullah
	Neustar

	Joy McConnell-Couch
	CenturyLink
	Jim Rooks
	Neustar

	Glenn Clepper 
	Charter
	Shannon Sevigny
	Neustar Pooling

	Betty Sanders
	Charter
	Mary Retka
	SOMOS

	Kathy Troughton
	Charter
	Hollie Carrender
	Sprint

	Linda Birchem
	Comcast
	Suzanne Addington
	Sprint

	Randee Ryan
	Comcast
	Bob Bruce
	Syniverse

	Doug Babcock
	iconectiv
	Amanda Molina
	Townes

	Michael Doherty
	iconectiv
	Bill Reilly
	Transition Oversight Manager

	Steve Koch
	iconectiv
	Paula Campagnoli
	T-Mobile

	John Malyar
	iconectiv
	Deb Tucker
	Verizon 

	Paul Mazouat
	iconectiv
	Kathy Rogers
	Verizon Wireless

	George Tsacnaris
	iconectiv
	
	

	
	
	
	


	
LNPA WORKING GROUP CONFERENCE CALL MINUTES:

In order to align more closely with the Federal Advisory Committee Act (FACA), the FCC received a list of nominees for membership and membership approval was completed. Below are the names of vetted and approved voting members of the LNPA WG.

Local Number Portability Administration (LNPA) WG 
Approved Co-Chairs:   Paula Jordan Campagnoli, T-Mobile, Deb Tucker, Verizon, and Glenn Clepper, Charter

	Organization 
	Primary 
	Alternate 

	800 Response
	David Greenhaus
	N/A

	AT&T
	Teresa Patton
	N/A

	ATL
	Brian Lynott
	N/A

	Bandwidth.com
	Lisa Jill Freeman
	Anna-Valeria Kafka

	CenturyLink
	Joy McConnell-Couch
	Phil Linse

	Charter
	Glenn Clepper
	Allyson Blevins

	Comcast
	Randee Ryan
	N/A

	Cox
	Jennifer Hutton
	Beth O’Donnell

	Integra Holdings/Zayo
	Kim Isaacs
	Laurie Roberson

	JSI
	Bridget Alexander
	N/A

	LNP Alliance
	Dave Malfara
	James Falvey

	Minnesota DOC
	Bonnie Johnson
	N/A

	SIP Forum
	Richard Shockey
	N/A

	Sprint
	Suzanne Addington
	Rosemary Leist

	T-Mobile
	Paula Campagnoli
	Luke Sessions

	Townes Telecommunications Service Corp.  
	Amanda Molina 
	N/A

	Verizon
	Deborah Tucker
	Jason Lee

	Vonage
	Imanu Hill
	N/A

	Windstream
	Scott Terry
	N/A

	
	
	

	
	
	



2018 SPID Migration Black-Out Dates
Dave Gorton, iconectiv, walked through the attached presentation.

 
The LNPA WG approved the 2018 SPID Migration Black-Out dates proposed by iconectiv. Additionally, participants agreed that June 3, 2018 will not be blacked-out, although it is the first weekend of the month. 

Change Order and PIM Approvals
3 new PIMs were approved



[bookmark: _MON_1564389334][bookmark: _MON_1564389374][bookmark: _MON_1564389415]PIM 96 - , PIM 97 - , PIM 98 - 


[bookmark: _MON_1564389656]A draft Change Order related to PIM 92 and optional xml string was discussed and the APT agreed to send it to the Working Group. The Change Order was accepted as NANC Change Order 502. 

Change Management
NANC TBD Error Code File Clarification – iconectiv walked through this item as both the CMA and the contributor of the information. There is a current requirement to produce an error code file. iconectiv needs more clarification on the contents of the file and they proposed changes to the FRS – RR6-112. 


NEW ACTION ITEM 08092017-01:  SOA and LSMS Vendors that use the application error code file in their systems are to state which columns in the error code file they are dependent upon. Change Order 503 was accepted. A 4 column error code file is needed instead of the 2 column file currently produced by iconectiv.  

NANC Change Order 491 was last updated by Neustar as the CMA and it will be added to the list of items for the 8/22/17 meeting. 

NANC Change Order 498 Overview – The overview provides options that may be implemented. iconectiv is seeking input on the desired direction to take. Long term implementation planning is underway. 

NEW ACTION ITEM 08092017-02:  SOA and LSMS vendors are to determine if they have an impact from this Change Order and to determine if CO 498 needs to be updated. The mechanized users of these vendors also need to respond. Be prepared to respond during the full LNPA WG meeting in September.


[bookmark: _MON_1564547871]

NANC Change Order 499 and 500 were discussed. Change bars and modifications were reviewed and clarifications were made. 

CO 499 seeks to bring back RR5-54. The decision to delete the requirement was reversed and only the iconectiv NPAC is impacted by this change. 

CO 500 is an IIS update that was inadvertently left off up front. 
There were no objections to having the LNPA WG making a recommend to the NAPM LLC to request SOWs for Change Orders 499 and 500. 

NANC Change Orders 501 and 502 were also approved to forward to the NAPM LLC to request SOWs.

NEW ACTION ITEM 08092017-03:  Tri-chairs will forward Change Orders 499, 500, 501, and 502 to the NAPM LLC to request SOWs from iconectiv.  (COMPLETED 8/9)

Action Items
Action items 07112017-02 and 07112017-03 were discussed and it was suggested that the action items be revised.  
07112017-02 - Service Providers are to determine if it is necessary for them to receive a “Disconnect Pending” message when the Effective Release Date is in the past.  REVISED: All impacted users are requested to identify if a work around can be devised and how long can it be sustained after Go-Live. Expected response by 8/22. 

NetNumber, Comcast, Sprint and Verizon provided responses, but other providers were still reviewing internally. Comcast is impacted. ATT is still researching.

07112017-03 - Service Providers/Vendors to determine if they use the “NOT” operand in scoped and filtered queries.  If so, determine if they have a work around. REVISED: All impacted users are requested to identify how the NOT operand is used, which objects and which fields. If a work around can be devised, how long can it be sustained after Go-Live. Expected response by 8/22.

NetNumber, Charter, Sprint, and Verizon are not impacted by this. ATT is impacted but could sustain a workaround for a short period of time. Comcast and Neustar are impacted by this. Neustar SB users do queries in the GUI and Neustar’s users will get an error when they run the query. 

Comcast mentioned the All function is used to identify every item and it is very impacting to them. Connie from BKD mentioned that in the rural Iowa area, many rural providers use that feature all of the time and they need this function. It could take a considerable amount of time to make a change. Jerry James, LNP Alliance, reiterated that a solution is needed. 

ATT asked for clarification on what would actually be implemented because the requirements aren’t clear on what was built in the current system. Current behavior needs to be documented. Service Providers need to look at their operations and see what can be done. If it is a 6 week re-tooling, people need to understand what the impact is. 

07112017-20 - captured for stakeholders to consider implications to not having a SPID migration blackout on 6/3/2018. Sprint brought this up in general terms. 
There were no objections to not having 6/3/2018 blacked out for SPID migrations. 

Continued discussion regarding NOT filters took place. Neustar stated that CMIP filters are extremely well documented. The FRS says the NOT filter is not required. IIS where filters are discussed and the fields that are discussed are there, too. The NOT filter is required for the XML interface. A question was asked about the difference in support between the two interfaces and the explanation provides is that the way queries are formed in XML is different than how the scoped and filtered queries are done for CMIP. iconectiv agreed to open a Change Order but they reiterated the need for Neustar to provide a contribution with what all is included in their existing process. Neustar agreed to take this back to see if they can comply.

NEW ACTION ITEM 08092017-04:  Jim Rooks/Neustar to provide a date by which a response could be provided to iconectiv’s request for requirements on the implementation of the logical operator ‘NOT’ in the Neustar NPAC CMIP interface.

LNPA Transition Testing
iconectiv spoke about work taking place at the APT. Progress is being made with the vendors that are testing. All but one system are involved in testing and 9 out of 11 have completed at least one full pass of test cases. 

Action Item 07112017-17 - Informational summary of the July 2017 FCC meeting NPRM’s – Bridget Alexander 

Bridget provided the attached summaries to inform the group of the issues that are being addressed in the NPRM. The NPRM raises many questions. It could cause the elimination of simple ports and short time frames for porting. It was mentioned that it could impede competition if not handled properly. It was determined that the LNPA WG would not work on a consolidated comment on the NPRM, but participating entities were encouraged to provide their own individual comments. 




New Business/Walk-Ons
No new business or walk-on items were presented or announced during the call. 

The LNPA WG Tri-chairs received a summary document from iconectiv that provides PIM and Change Order information. Expediency is needed in resolving issues. An additional meeting will be held on 8/22 from 1 – 3 Eastern. The APT will meet first and then the WG. The summary information is provided here:
 
	[bookmark: OLE_LINK3][bookmark: OLE_LINK1]Item
	PIM Status
	
	Next Step

	PIM 89
	Accepted 7/12
	Non-conformance – USER ID Character Length.
Action– iconectiv to create new Change Order
	CO 500 was reviewed and approved on 8/9.
Tri-chairs have sent the Change Order to the NAPM LLC and the NAPM LLC have sent a request for an SOW to iconectiv

	PIM 90
	Accepted 7/12
	Non-conformance – CMISync invalid enumeration.
Action– iconectiv to create new Change Order
	CO 501 was reviewed and approved on 8/9.
Tri-chairs have sent the Change Order to the NAPM LLC and the NAPM LLC have sent a request for an SOW to iconectiv

	PIM 91
	Accepted 7/12
	Non-conformance – Date/Time Stamp Format
Action– iconectiv to make a recommendation
	Awaiting final LOE from vendors. In parallel, iconectiv will evaluate possible accommodations including impact on Transition schedule and make a recommendation

	PIM 92
	Accepted 7/12
	Non-conformance – Optional data in subscription doesn’t conform to XSD
Action- iconectiv to provide recommendation
	CO 502 was reviewed and approved on 8/9.
Tri-chairs have sent the Change Order to the NAPM LLC and the NAPM LLC have sent a request for an SOW to iconectiv

	PIM 93
	Accepted 7/12
	Non-Conformance - Values included in PTO SV create msg
Action- iconectiv to provide a recommendation
	Awaiting final LOE from vendors. In parallel, iconectiv will evaluate possible accommodations including impact on Transition schedule and make a recommendation

	PIM 94
	Accepted 7/12
	Difference – Scope included a “NOT” Filter
Recommendation – Local system vendors to determine if this will cause a problem.
	LNPA WG Action item: 07112017-03 - Service Providers/Vendors to determine if they use the “NOT” operand in scoped and filtered queries. 
Revised action item to include: All impacted users are requested to identify how the NOT operand is used, which objects and which fields. If a work around can be devised, how long can it be sustained after Go-Live. Expected response by 8/22. 
A new action item should be opened for Neustar to provide the requirements for what they have already implemented for the NOT filter over the CMISE interface. Due date: 8/16/2017
Next Steps: Evaluation of input will be used to determine impact on Transition Schedule

	PIM 95 
	Accepted 7/12
	Difference – NPAC not generating “Disconnect Pending”.
Recommendation – Service Providers to determine if this will cause a problem.
	LNPA WG Action item: 07112017-02 - Service Providers to determine if it is necessary for them to receive a “Disconnect Pending” message when the Effective Release Date is in the past.
Revised action item to include: All impacted users are requested to identify if a work around can be devised and how long can it be sustained after Go-Live. Expected response by 8/22. 
Next Steps: Evaluation of input will be used to determine impact on Transition Schedule

	PIM 96 
	Accepted on 8/9
	Difference – Recovery of Optional SP Name
Note: Distributed to LNPA_WG on 7/31; to be discussed on 8/9
	Technical discussion was held on 8/9 APT and PIM was accepted at 8/9 LNPA-WG. Request vendor impact analysis by 8/22 meeting. In parallel, iconectiv will evaluate possible accommodations including impact on Transition schedule and make a recommendation.

	PIM 97
	Accepted on 8/9
	Non Conformance – Modified Pending OSP Auth
Note: Distributed to LNPA_WG on 7/31; to be discussed on 8/9
	Technical discussion was held on 8/9 APT and PIM was accepted at 8/9 LNPA-WG. Request vendor impact analysis by 8/22 meeting. In parallel, iconectiv will evaluate possible accommodations including impact on Transition schedule and make a recommendation.

	PIM TBD
	Discussed 8/9
	Non Conformance – Relative Distinguished Name
Note: Distributed to LNPA_WG on 8/4; to be discussed on 8/9
	Technical discussion held on 8/9 APT. Consensus was to separate into 2 PIMs and re-present at 8/22/meeting. In parallel, iconectiv will evaluate possible accommodations including impact on Transition schedule and make a recommendation.

	PIM 98
	Accepted on 8/9
	Difference – NPA-NXX Delete in Recovery
Note: Distributed to LNPA_WG on 8/4; to be discussed on 8/9
	Technical discussion was held on 8/9 APT and PIM was accepted at 8/9 LNPA-WG. Request vendor impact analysis by 8/22 meeting. In parallel, iconectiv will evaluate possible accommodations including impact on Transition schedule and make a recommendation.




Next Meeting … August 22, 2017, 1 – 3pm Eastern
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lnpa-PIM-ATP-Diff-RecoverySPName.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  07 /31/2017

Company(s) Submitting Issue: iconectiv

Contact(s):  Name John P. Malyar


         Contact Number 732/699/7192


         Email Address jmalyar@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


During iconectiv LNPA continued certification testing (CCT) of a local system, the local system observed that the iconectiv NPAC/SMS did not provide functionality that is observed on the current NPAC/SMS. Review of the observation concluded that the functionality was either an undocumented capability or conflicts with the Industry Specification. The local system stated that there may be a dependency on this functionality.  

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:

		Observation

		Specification / Requirement



		Local System does not come out of recovery when Network Data exists in the SWIM list.  Vendor indicated that incumbent LNPA NPAC provides the SP Name in SWIM Network Data recovery responses.

		In the ASN.1 for SWIM Recovery of network data, the SP Name is defined as an Optional attribute.  The iconectiv solution populates in the SWIM list whatever was originally broadcast for the network data, which does not include the SP Name.





B.   Frequency of Occurrence: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X US regions__


D.  Rationale why existing process is deficient: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Local System should identify the impact of functionality not being supported. If this functionality is required by the Industry, the appropriate Industry Specifications will need to be updated to reflect the required functionality and the change order once accepted should be forwarded to the NPAM LLC for the purpose of requesting a Statement of Work (SOW) from iconectiv.  

LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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lnpa-PIM-ATP-NC-ModifyPendingOldSPAuth.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  07 /31/2017

Company(s) Submitting Issue: iconectiv

Contact(s):  Name John P. Malyar


         Contact Number 732/699/7192


         Email Address jmalyar@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


During iconectiv LNPA continued certification testing (CCT) of a local system a nonconformance to Industry Specification(s) was identified that impacts the execution and/or verification of an Industry Test Case (ITC) required for certification.  

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:

		Observation

		Specification / Requirement



		Local System received an error response (The subscription version cannot be removed from conflict because its current status is not conflict) from NPAC when they issued an Old SP Modify Pending request to the NPAC,  the SV was in a Pending status, and the request included a modified Due Date and the Old SP Auth=True (it was already True).  Vendor indicated that incumbent LNPA NPAC does not error out in this situation.



		GDMO: 


subscriptionVersionModifyBehavior BEHAVIOUR


    DEFINED AS !


Preconditions: This action is issued from an lnpSubscriptions object specifying the object to be modified by specifying the subscriptionVersionId or by specifying the subscriptionTN or a range of TNs (where the stop TN in the range is greater than the start TN) and the status of the subscription version.  All attribute values to be modified shall also be specified.

FRS Requirement:

R5‑47   Conflict Resolution Subscription Version - Invalid Status Notification


NPAC SMS shall send an error message to the originating user if the Subscription Version status is not in conflict upon attempting to set the Subscription Version to pending.





B.   Frequency of Occurrence: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X US regions__


D.  Rationale why existing process is deficient: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Local System should identify impact of not certifying functionality as a result of CCT test case not passing due to Industry Specification nonconformance. If impacted by nonconformance local system should plan the appropriate resolution to the identified issue to remove nonconformance.  

LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

2
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lnpa-PIM-ATP-Diff-NPANXX Delete Recovery.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  08 /04/2017

Company(s) Submitting Issue: iconectiv

Contact(s):  Name John P. Malyar


         Contact Number 732/699/7192


         Email Address jmalyar@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


During iconectiv LNPA continued certification testing (CCT) of a local system, the local system observed that the iconectiv NPAC/SMS did not provide functionality that is observed on the current NPAC/SMS. Review of the observation concluded that the functionality was either an undocumented capability or conflicts with the Industry Specification. The local system stated that there may be a dependency on this functionality.  

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:

		Observation

		Specification / Requirement



		Local System does not come out of recovery when an NPA-NXX Delete transaction exists in the SWIM list.  Vendor indicated that incumbent LNPA NPAC provides the NPA-NXX value in SWIM NPA-NXX Delete recovery responses.

		In the ASN.1 for Recovery of portable NPA-NXX data, the NPA-NXX Value is defined as an Optional attribute.

NPA-NXX-DownloadData ::= SET OF SEQUENCE {


        service-prov-npa-nxx-id NPA-NXX-ID,


        service-prov-npa-nxx-value NPA-NXX OPTIONAL,

        service-prov-npa-nxx-effective-timestamp GeneralizedTime OPTIONAL,

        service-prov-download-reason DownloadReason,


        service-prov-npa-nxx-creation-timestamp GeneralizedTime OPTIONAL,


        service-prov-npa-nxx-modified-timestamp [0] GeneralizedTime OPTIONAL

}


The iconectiv solution populates in the SWIM list whatever was originally broadcast for the network data transaction.  When the iconectiv NPAC broadcasts an NPA-NXX delete, the NPA-NXX ID is the only attribute sent (the Download Reason of delete is represented by the M-DELETE operation), which is successfully processed by the Local Systems.





B.   Frequency of Occurrence: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X US regions__


D.  Rationale why existing process is deficient: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Local System should identify the impact of functionality not being supported. If this functionality is required by the Industry, the appropriate Industry Specifications will need to be updated to reflect the required functionality and the change order once accepted should be forwarded to the NPAM LLC for the purpose of requesting a Statement of Work (SOW) from iconectiv.  

LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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NANC TBD - XML Optional Data Validations.docx
NANC TBD

Origination Date:  07/27/17

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC TBD

Description:  XML Optional Data Validation

Functional Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT





		DOC

		FRS

		IIS



		

		N

		Y







		CMIP

		GDMO

		ASN.1

		Neustar NPAC

		Iconectiv NPAC

		SOA

		LSMS



		

		N

		N

		N

		Y

		N

		N







		XML

		XIS

		XSD

		Neustar NPAC

		Iconectiv NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N

		N









Business Need

As part of the transition of LNPA Services, Vendors of local CMIP SOA and LSMS systems need to certify their local systems with the iconectiv NPAC.  During certification testing of some local systems, it was discovered that these systems were not conforming to the Optional Data XML XSD when modifying an Optional Data field to have no value or when replying to an NPAC query with Optional Data XML fields that had no value. The Optional Data XSD indicates using the nillable attribute of elements (fields) should be used for this purpose, which some local systems were not using and caused requests to fail.  A resolution to this issue is needed so that CMIP local system messages to the iconectiv NPAC will not fail validations.



Description of Change:

Changes detailed below.

	

[bookmark: _Toc59881639]Requirements:

IIS changes:

Section 4.9 of the IIS on Rules for Handling Optional Data:

[bookmark: _GoBack]Information is provided on how the NPAC handles the XML string as well as how providers system should deal with Activate and Modify downloads that contain XML optionalData strings.  Disconnects are not covered here because they don’t contain XML strings. Support for empty attribute values beyond the Optional Data XSD specification (i.e, the nillable attribute) will be accommodated to support current industry implementation.  Note: however, at some future date, support for this accommodation may be removed given it conflicts with the XSD specification regarding the implementation of the XML string for Optional Data.

· Activate - String contains only those fields supported by the provider and specified in the create request.

· Provider systems should store the fields specified in the message.

· Modify - String contains only those fields supported by the provider and were modified in the modify request. 

· If the modify removed a value from an optional field, it is included in the string with a value of nil or the attribute value is empty.

· Provider systems should modify only the fields specified in the message.  Any other optional fields should be retained.

· Audit - String is included only if there was at least one discrepancy in the fields supported by the provider.

· Only the OptionalData attribute/parameters supported by an LSMS are audited.  If a supported field has no value and is returned by the LSMS, it may be included in the string with a value of nil or with an empty attribute value.

· Only the OptionalData attribute/parameters supported by the auditing SOA are returned to the SOA in the discrepancy notifications.

…
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NANC TBD - Error Code File clarification.docx
NANC TBD

Origination Date:  08/04/17

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC 495

Description:  Error Code File Clarification

Functional Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT





		DOC

		FRS

		IIS



		

		Y

		N







		CMIP

		GDMO

		ASN.1

		Neustar NPAC

		iconectiv NPAC

		SOA

		LSMS



		

		N

		N

		N

		Y

		N

		N







		XML

		XIS

		XSD

		Neustar NPAC

		iconectiv NPAC

		SOA

		LSMS



		

		N

		N

		N

		Y

		N

		N









Business Need

Current NPAC SMS FRS requirements for providing the NPAC SMS Error Code file in “soft format” are not clear on the exact content of the file.  Clarity is needed so that Mechanized SOA and LSMS Users can successfully retrieve and load the file in their local systems in order to properly identify the error encountered when a request to the NPAC results in an error response.



Description of Change:

Changes detailed below.






[bookmark: _Toc59881639]Requirements:



FRS Changes:



RR6-112 	NPAC SMS Application Level Error Details in soft format

 

NPAC SMS shall provide CMIP application level error and XML extended errors code-to-text details in a pipe-delimited, soft format, at the Secure FTP sub-directory for each Service Provider. (previously ILL 130, Req 3) 



Note: This code-to-text mapping is designed to allow a SOA/LSMS to decode an error code received from the NPAC, into its corresponding text description.  The code-to-text mapping will identify the following information in the following order:

1. NPAC SMS Application Level Error Code

2. NPAC SMS Application Level Error Code Description

3. CMIP/XML  Error Code

4. CMIP/XML  Error Descirption

Need clarification if there are separate files for CMIP and XML, given the following documentation only updates from NANC 489:

EFD, Error Codes



		5009

		LrnId is required if no customer id, on delete lrn action.

		2

6

		accessDenied_er (CMIP)

invalidAttributeValue_er (XML)



		5015

		Npa required for delete if no NpaNxxId.

		2

6

		accessDenied_er (CMIP)

invalidAttributeValue_er (XML)



		5016

		Nxx required for delete if no NpaNxxId.

		2

6

		accessDenied_er (CMIP)

invalidAttributeValue_er (XML)



		5017

		Lrn required for delete if no lrnId.

		2

6

		accessDenied_er (CMIP)

invalidAttributeValue_er (XML)



		5073

		Delete denied due to associated NPA-NXX-Xs.

		2

6

		accessDenied_er (CMIP)

invalidAttributeValue_er (XML)





[bookmark: _GoBack]
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NANC_498_Overview.docx
Option 1:  3 Simultaneous Associations for SPID / System Type

Step 1.   Bind with Recovery with soaMgmt/dataDownload (SOA) or dataDownload/networkDataMgmt (LSMS) function.



Step 2.  Perform desired recovery.



Step 3:  Issue lnpRecoveryComplete.  Association is now in Normal mode.



Step 4.  Release association.  Store time of association release.  



Step 5. Bind with Recovery with whichever function that has recoverable messages that was not used in Step 1.  That is dataDownload/soaMgmt (SOA) or networkDataMgmt/dataDownload (LSMS).



Step 6.  Perform desired recovery.



Step 7.  Issue lnpRecoveryComplete.  Association is now in Normal mode.  



Step 8.  Bind without Recovery with function used in Step 1.  That is, soaMgmt/dataDownload (SOA) or dataDownload/networkDataMgmt (LSMS).



Step 9.  If desired, perform time-based recovery requests, where supported, starting at the time recorded in Step 4 and ending at the time of association establishment in Step 8.



Step 10 (may be done in parallel with Step 8).  Bind without Recovery with function unit not yet used in steps above:  networkDataMgmt (SOA) or query (LSMS).  



Step 11.  All associations are in Normal mode with processing that is BAU.  






Option 2:  2 Simultaneous Associations for SPID / System Type, with both functions that have “recoverable” messages on the same association.

Step 1.   Bind with Recovery with soaMgmt AND dataDownload (SOA) or dataDownload AND networkDataMgmt (LSMS) function.



Step 2.  Perform desired recovery.



Step 3:  Issue lnpRecoveryComplete.  Association is now in Normal mode.



[bookmark: _GoBack]Step 4.  Bind without Recovery with function unit not yet used in steps above:  networkDataMgmt (SOA) or query (LSMS).  



Step 5.  All associations are in Normal mode with processing that is BAU.  
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[bookmark: _Toc72227019]Change Order Number:  NANC 498

Description:  Muliple Associations
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		iconectiv NPAC
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		XML
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		SOA

		LSMS



		

		N
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		N

		N

		N









Business Need

iconectiv proposes changes to the FRS, IIS, and GDMO to clarify and document the behavior for multiple simultaneous CMIP associations for a given SPID/system type (system type is SOA or LSMS), particularly with regard to recovery.   The IIS currently contains this statement in IIS Section 5.3.4:  “one association should be established for recovery and no other associations should be established in normal mode until recovery is complete”.  iconectiv believes that additional details of the NPAC behavior around this statement should be provided in the IIS/GDMO and requirements updates to reflect the intent of the existing IIS statement should be added to the FRS.



Description of Change:

Changes detailed below.



FRS Changes:

…

6.7 Recovery 

…

Add the following new requirements:



Req. 1  Accept Attempt to Establish Only Association, or to Establish an Association When Association Functions on an Existing Association Intersect 

[bookmark: OLE_LINK25][bookmark: OLE_LINK26][bookmark: OLE_LINK27]NPAC SMS shall accept the bind request, and will abort any previous association(s) using the same association function(s), if a service provider using a SOA or Local SMS attempts to establish an association with NPAC SMS in normal mode or recovery mode, and no other association exists for the same service provider and local system or the only associations that exist for the same service provider and local system have intersecting association functions. This requirement applies for the CMIP interface only.



Req. 2  Abort Attempt to Establish an Association in Recovery Mode When Association Functions on an Existing Association do not Intersect 

NPAC SMS shall return an abort for a bind request if a service provider using a SOA or Local SMS attempts to establish an association with NPAC SMS in recovery mode, and an association that does not have intersecting association functions already exists in either normal mode or recovery mode for the same service provider and local system. This requirement applies for the CMIP interface only.



Req. 3  Abort Attempt to Establish an Association in Normal Mode When Association Functions on an Existing Association in Recovery do not Intersect

NPAC SMS shall return an abort for a bind request if a service provider using a SOA or Local SMS attempts to establish an association with NPAC SMS in normal mode, and an association that does not have intersecting association functions already exists in recovery mode for the same service provider and local system. This requirement applies for the CMIP interface only.



The new requirements supersede requirement RR6-186, which can then be deleted:

RR6-186	Treatment of Multiple Associations when there is an Intersection of Association Function

NPAC SMS shall accept an association bind request, in the case of an intersection of the association functions of an existing SOA association, and abort any previous associations that use that same function.  (previously NANC 383, Req 9)DELETED



IIS Changes:

…

[bookmark: _Toc476614341][bookmark: _Toc483803327][bookmark: _Toc116975696][bookmark: _Toc438032415]4.3.1 Action Interface Functionality

The table below contains the mapping of the SOA to NPAC SMS and the Local SMS to NPAC SMS actions to the interface functionality.

[bookmark: _Toc356376318][bookmark: _Toc356376944][bookmark: _Toc356644840][bookmark: _Toc360241138]Exhibit 10. The Action Interface Functionality Table

		Action Name

		Interface Requirements Mapping



		lnpRecoveryComplete

		This action is used to specify the system has recovered from down time, the association established for recovery by a Local SMS or SOA shall resume normal mode, and the transactions performed since the association establishment can now be sent to the Local SMS from the NPAC SMS using the Local SMS to NPAC SMS interface or the SOA from the NPAC SMS using the SOA to NPAC SMS interface.







…

…

[bookmark: _Toc476614382][bookmark: _Toc483803368][bookmark: _Toc116975739][bookmark: _Toc438032459]5.3.4 Recovery 

The SOA and Local SMS associations are viewed to be permanent connections by the NPAC SMS. Thus when the association is broken for any reason, the system connecting to the NPAC SMS must assume responsibility to recover and resynchronize themselves with the NPAC SMS.  

A primary SPID using a SOA, or a SPID using a Local SMS, may establish more than one association with the NPAC SMS under the following constraints regarding recovery. NPAC SMS will allow only One one association from a given service provider and local system (SOA or LSMS) should to be established for recovery, and no will not allow other associations should to be established in normal mode until recovery is complete. More specifically:

a) For a service provider and local system (SOA or LSMS) attempting to establish an association in recovery mode:

i) If an association that does not have intersecting association functions already exists (in either normal mode or recovery mode) for the same service provider and local system, NPAC SMS will reject the bind request.

ii) If no other association exists for the same service provider and local system, or the only associations that exist for the same service provider and local system have intersecting association functions, NPAC SMS will accept the bind request. NPAC SMS will abort any previous association(s) using the same association function(s).

[bookmark: OLE_LINK7][bookmark: OLE_LINK8][bookmark: OLE_LINK9]b) For a service provider and local system (SOA or LSMS) attempting to establish an association in normal mode:

i) If an association that does not have intersecting association functions already exists in recovery mode for the same service provider and local system, NPAC SMS will reject the bind request.

ii) If no other association exists for the same service provider and local system, or the only associations that exist for the same service provider and local system either exist in normal mode or have intersecting association functions, NPAC SMS will accept the bind request. NPAC SMS will abort any previous association(s) using the same association function(s).



…

Upon completion of recovery, the SOA/LSMS should issue an lnpRecoveryComplete message indicating the end of the missed data, and processing between the SOA/LSMS and NPAC SMS will resume normal mode. Since only one association for a given SPID/local system is allowed to be in recovery mode, and no other associations for that SPID/local system are allowed to be established in normal mode while the association is in recovery mode, the lnpRecoveryComplete message indicates that both the association and the local system (SOA/LSMS) have resumed normal mode.







GDMO Changes:

…



lnpNPAC-SMS-Behavior BEHAVIOUR

    DEFINED AS !

        NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS

        to NPAC SMS interface.



        A Local SMS and SOA can M-GET any lnpNPAC-SMS object.



        The lnpNPAC-SMS-Name attribute is read only and can not be

        changed via either Interface once the object has been created. 



        The lnpRecoveryComplete-Pkg is used to indicate the

        recovery mode for of the association established for recovery by a Local SMS or SOA is complete and to send all

        updates made since the recovery mode began.  (Data Download Functional

        Group).



        The lnpNotificationRecoveryPkg is used to recover notifications

        in recovery mode by the Local SMS or SOA. (Data Download

        Functional Group).



        Only one of these objects will exist and it will only be

        created at startup of the CMIP agent software on the NPAC SMS.



        The lnpNPAC-SMS-Operational-Information will be used to notify

        service provider SOA and Local SMS systems of planned outages.



        The subscriptionVersionNewNPA-NXX is used to support

        number pooling.



        A SOA or LSMS may implement an Application Level Heartbeat functionality.

        With this functionality the NPAC SMS will send a periodic Heartbeat

        message when a quiet period between the SOA/LSMS and the NPAC

        SMS exceeds the tunable value.  If a SOA/LSMS fails to respond to the

        Heartbeat message within a timeout period, the association will be

        aborted by the NPAC SMS.



    !;



…

…

lnpRecoveryCompleteBehavior BEHAVIOUR

    DEFINED AS !

        Preconditions: This action is issued from an LSMS or SOA that

        specified the recovery mode flag in the access control as true at

        association establishment.



        Postconditions: After this action has been executed by the Local

        SMS or SOA specifying recovery is complete, the single association that was established in recovery mode, and therefore the Local SMS and SOA, will resume normal mode. tThe NPAC SMS will

        forward those updates requested which took place for the network

        subscription and number pool block data as well as any notifications

        since the association was established. The

        NPAC SMS will queue up all new events while the Local SMS is in

        recovery mode and send them to the Local SMS at the next 

        scheduled retry interval after responding with the lnpRecoveryComplete 

        action reply.



        If a recovery complete request fails in the NPAC SMS the failure reason

        will be returned in the reply.



        The NPAC SMS will queue up all new events while the Local SMS is in

        recovery mode, and send them to the Local SMS after responding with the

        lnpRecoveryComplete action reply.

    !;

…

…



[bookmark: _GoBack]ASN.1 Changes



None.
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FCC Telephone Number Reassignment Database NPRM Brief

The FCC has issued a second NOI to the existing Robocall NPRM Advanced Methods to Target
and Eliminate Unlawful Robocalls requesting the industry’s comment on ideas to address
problems related to reassigned telephone numbers and robocalls.

The Commission’s goal is two-fold:

a. eliminate consumer receipt of calls intended for the consumer that was previously
assigned the TN and had granted receipt of legitimate robocalls (such as businesses,
schools, doctor’s offices). Those calls are ‘unwanted’ by the consumer in which the
telephone number is now assigned.

b. help robocallers not waste resources calling the wrong consumer and to avoid potential
Telephone Consumer Protection Act (TCPA) violations in regards to consent of the
called party.

Laboring under the belief that a comprehensive reassigned telephone numbers resource would
greatly benefit both consumers and robocallers, the FCC has introduced four potential
mechanisms for voice providers to report telephone number reassignments and for robocallers to
access that information.

1. FCC-established Database
The Commission would establish and select an administrator of a central database of
reassigned numbers (think Local Number Portability (LNP) and the NPAC).

Voice service providers would report information to the reassigned number database and
robocallers would query the database for information about reassigned numbers.

0 Would it be necessary to create an entirely new database or would it be possible
to expand or modify an existing database, such as the NPAC database, to
accommodate reassigned number information?

o If a new database is required, should the Commission follow the same processes
as it did in creating other databases?

What organizations have the expertise to be the administrator of such a database?

If a new database is not required, which database or databases could be used for
reassigned number information?

0 Which of these databases would present the most efficient option in terms of cost
and time?

Would it be possible to amend an existing contract for this purpose?

Would this approach result in unnecessary duplication of databases already
operated by reassigned number data aggregators or have undesirable competitive
or economic consequences on such aggregators, including small businesses?

o Can the current Do-Not-Call database mechanism serve as a model?
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2. Report to Reassigned Number Data Aggregators or Robocallers

The second ‘idea’ is for voice service providers to report reassigned number information
to robocallers directly or to reassigned number data aggregators. Reassignment data
aggregators collect reassigned number information from various sources, inclusive of
voice providers, and incorporate the information into their databases.

Should this route path be chosen, robocallers would operate their own in-house databases
or the reassigned number data aggregators would provide the reported information to
robocallers that purchase their services.

3. Providers Operate Queriable Databases

Expecting voice service providers to offer robocallers and reassigned number data
aggregators the ability to query their in-house reassigned number databases via
application programming interface (API) or a web interface for such queries is a crash &
burn scenario from the start. can imagine the network security concerns this option
would rightfully pose given the multitude of fraudulent robocallers.

4. Public Reports

The fourth possibility is for voice service providers to make reassigned number data
reports available to the public (in PDF, spreadsheet, comma separated values (CSV), or
JavaScript Object Notation (JSON) format) for download on their websites or by another
interface. Robocallers and/or reassigned number data aggregators could access the
reports. This would require service providers to maintain up-to-date data records and post
the data on a regular basis.

The NOI also posed questions around the following:

Reporting Method
The FCC questions what is the most appropriate mechanism for voice providers to report
reassignments and for robocallers to access that information?

Information to be Reported
e What information should voice service providers report?

e Would requiring voice service providers to report when telephone numbers have
been disconnected and become classified as aging numbers best enable a
robocaller to understand that the consumer who gave consent to be robocalled at
that number is no longer reachable at that number?

e Should reassignments of toll-free numbers also be reported, or is the issue of
reassignments not a significant problem in the toll-free context?
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e How could voice service providers report information about the reassignment of
NANP numbers they have been allocated?

e Would such reporting, when coupled with one of the reporting mechanism
substantially improve robocallers’ ability to identify reassigned numbers?

Providers to be Covered
Should reporting requirements apply to all voice service providers or, should it apply only to
wireless providers (excluding VVolP and wireline)?

Indirect Assignment

Should, as with current number utilization reporting requirements, any obligation to report
reassignment information for such providers attach to the carriers that provide these number
resources or should it be placed on some other entity?

Individual SP Reassignment notes
comment on the quantity of telephone numbers that are reassigned, including the type of service
involved in reassignments and over what time period reassignments are made

Frequency of Updates
How often should voice service providers be required to update the reassigned number
information they report?

Tracking Access to Reassigned Number Information
e Should the selected reporting mechanism track any information about those who access
the information?
e Should a robocaller be required to set up an account that identifies the party obtaining the
information and, if so, what information should it be required to provide?

Eligibility to Access Reassigned Number Information.
e Should a voice service provider be required to report reassigned number information only
to entities that meet certain qualifications, such as by defining the qualifications for an
entity to be considered a voice service provider or robocaller?

e What should those criteria be?

The Full NPRM and Commission statements can be viewed here: Advanced Methods to Target
and Eliminate Unlawful Robocalls: Second NOI
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Default Preferred Carrier Freeze & Carrier Change Double Check NPRM Brief

In an effort to protecting consumers from the rampant problems slamming and cramming, the
Commission has adopted a Notice of Proposed Rulemaking outlining steps to further curtail the
practices.

Slamming is the unauthorized carrier changes while cramming is the act of posting unauthorized
charges on consumers’ phone bills.

The NPRM proposes a default preferred carrier freeze applicable to all consumer telephone services and
the ability for a losing carrier to contact a customer to verify he/she truly desires to port out their
telephone number.

Current Commission rules allow consumers the option to protect themselves from slamming by
“freezing” their choice of wireline providers if their local exchange carrier offers that ability. Current
rules DO NOT allow the present service provider to confirm telephone number port out requests with
consumers.

The FCC seeks comment on mandating preferred carrier freezes as the default option and the allowance
of the soon to be old service provider to verify the port out request with the end user (double-check).

The FCC’s slamming mitigation proposals related to porting:

1. Require carriers to automatically freeze a consumer’s choice of telecommunications providers
until the consumer chooses to lift the freeze (rather than the current rules, which require
consumers to request a freeze first).

2. Allow the consumer’s current carrier to double-check with the consumer that he or she actually
wants to switch providers.

Carrier Change Double-Check
The Commission seeks comment on allowing current carriers to confirm or “double-check” whether the
consumer wants to switch providers before making the change is feasible and how it should/could be
implemented.

Questions posed by the FCC in regards to the carrier change double-check are:

e Would requiring that the executing carrier obtain the consumer’s consent in writing or through
the e-mail address of record sufficiently protect consumers?

¢ Would mandating that the executing carrier obtain oral consent via a phone call to the consumer
at the telephone number of record provide consumers with more protection from slamming?

¢ what should the executing carrier be required to ask (e.g., “the submitting carrier says that you
would like to switch to them. Is that correct?”)?

e Are there First Amendment implications related to prescribing the language to be used by the
executing carrier?

o Should the executing carrier have to follow, for all switch requests, the procedures that are
presently only in place when a consumer has activated a preferred carrier freeze?
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¢ Should the double-check by the executing carrier be strictly limited to certain narrow questions
with no opportunity for retention marketing?

o Should there be a deadline by which the double-check must occur?

e Should the executing carrier be required to notify the new carrier of the timing and outcome of
the double-check?

e Should there be a timeframe within which that notice must occur?
o What should the consequences be if an executing carrier fails to meet the deadline?
o How would the proposal affect carrier billing systems and sales practices?

e Would this proposal incent carriers to issue new numbers to consumers while waiting for
verification and execution of the carrier change resulting in number exhaustion?

o Would this proposal effectively “lock™ consumers into bundles of services that may not meet their
current broadband needs?

Default Preferred Carrier Freeze

Current Commission rules allow consumers the option to protect themselves from slamming by
“freezing” their choice of wireline providers if their local exchange carrier offers that ability.

In seeking comment on mandating preferred carrier freezes as the default option applicable to all
consumer telephone services, the Commission asks:

o Should carrier freezes apply to all telephone services a consumer has with no need to seek
separate authorization?
0 Today, carriers must offer freezes for local, intraLATA and interLATA services and
obtain separate authorization from consumers for each of the services the consumer
chooses to freeze.

e The FCC believes consumers purchase CMRS and interconnected VolP as all distance services
and a default freeze does not make sense for these services. Is an accurate view?

e Should the FCC extend default freezes to CMRS and interconnected VolP services?

o Should the default freeze rule apply to all local exchange carriers, or only those that currently
offer freezes?

e What effect would a default freeze have on carrier billing systems and sales practices?

e How should consumers be notified about the default freeze?

o Should the current requirements for notifying consumers about freezes change or be relaxed?
o What procedures should be implemented to lift a default freeze?

o Would a default freeze affect number exhaustion by incenting carriers to issue hew numbers to
consumers while waiting for the freeze to be lifted?
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e Should carriers be able to charge for freezes?
e What are the costs and benefits of a default freeze?

e Can the costs be mitigated extending implementation deadlines and considering additional
specific relief for smaller carriers?

e Could costs be further mitigated by applying a default freeze only to new customers and not
existing ones?

¢ Should we distinguish between smaller local exchange carriers and larger local exchange carriers
in what rules should apply?

¢ What would be the cost savings for consumers and carriers in avoiding the expense and
inconvenience of restoring service with their original carrier after a slam and seeking a refund for
the unauthorized charges?

The full NPRM can be viewed at the following link:
Protecting Consumers from Unauthorized Carrier Changes and Related Unauthorized Charges
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Action Item - 07112017-05 - iconectiv will overlay their proposed transition-related SPID migration blackout schedule onto the usual 1st Sunday of the month and Holiday blackouts for 2018.  This document will be reviewed on the August 9, 2017 LNPA WG call.
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SPID Migration Blackouts
2nd Quarter 2018

SPID Migration Blackout Schedule reflecting:

Normal 1st Sunday of the Month

Holidays

LNPA Transition

2

		Sunday		 SE		MA, MW, NE		SW, W, WC

		4/1/2018		1st Sunday
 & Transition		1st Sunday		1st Sunday

		4/8/2018		Transition				

		4/15/2018		Transition				

		4/22/2018		 				

		4/29/2018		 		Transition		

		5/6/2018		1st Sunday		1st Sunday
 & Transition		1st Sunday

		5/13/2018		 		Transition
		Transition


		5/20/2018						Transition

		5/27/2018		Holiday		Holiday		Holiday & Transition

		6/3/2018		1st Sunday		1st Sunday		1st Sunday

		6/10/2018		 				

		6/17/2018		 				

		6/24/2018		 				
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SPID Migration Blackouts - 2018

Annual view including placeholder Disaster Recovery (DR) weekend
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		1Q 2018				2Q 2018				3Q 2018				4Q 2018		

		Sunday		 Blackout		Sunday		 Blackout		Sunday		 Blackout		Sunday		 Blackout

		1/7/2018		1st Sunday		4/1/2018		1st Sunday
SE		7/1/2018		1st Sunday
 + Holiday		10/7/2018		1st Sunday

		1/14/2018		 		4/8/2018		SE		7/8/2018		Alt Holiday 		10/14/2018		 

		1/21/2018		 		4/15/2018		 SE		7/15/2018		 		10/21/2018		DR

		1/28/2018		 		4/22/2018		 		7/22/2018		 		10/28/2018		 

		2/4/2018		1st Sunday		4/29/2018		 MW NE MA		7/29/2018		 		11/4/2018		1st Sunday

		2/11/2018		 		5/6/2018		1st Sunday
MW NE MA		8/5/2018		1st Sunday		11/11/2018		 

		2/18/2018		 		5/13/2018		MW NE MA
W WC SW		8/12/2018		 		11/18/2018		 

		2/25/2018		 		5/20/2018		W WC SW		8/19/2018		 		11/25/2018		Holiday

		3/4/2018		1st Sunday		5/27/2018		Holiday
W WC SW		8/26/2018		 		12/2/2018		1st Sunday

		3/11/2018		 		6/3/2018				9/2/2018		1st Sunday
 + Holiday		12/9/2018		 

		3/18/2018		 		6/10/2018		 		9/9/2018		 		12/16/2018		 

		3/25/2018		 		6/17/2018		 		9/16/2018		 		12/23/2018		Holiday

						6/24/2018
				9/23/2018		 		12/30/2018		Holiday

										9/30/2018						
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2018 SPID Migration Blackout
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This material was reviewed at the June 7 LNPA WG conference call and is included here as background.
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SPID Migration Blackouts

Blackouts for SPID Migration

NPAC does not currently update the date for changes made to SV records during SPID Migrations.

Therefore, Delta EBDD files will not pick up changed SPID Migration records.

SPID Migration Blackouts are needed for the Regional Data Migration process to work.

Weekends before, during and after regional NPAC cutover

“Before” because data migration has starting and Neustar is generating delta files

“During” because Maintenance Window is occupied by cutover

“After” because iconectiv cannot generate & distribute preliminary SMURF files 10 days in advance 

These should be included in Industry Scheduling of 2018 SPID Migration Blackouts

Best Practice is to limit the volume of activity during each Regional Cutover by avoiding large projects (i.e. MUMP activity) where possible.

One week before and after regional NPAC cutover
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Transition SPID Migration Blackout Summary
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Large Project Avoidance weeks (gray filled)

4/8/18

5/6/18

5/20/18

		SE				x				x				x																								

		MW,NE,MA																				x				x				x								

		W,WC,SW																												x				x				x



		Regions		SPID Migration Blackout Weekends						Avoid Large Projects

		SE		4/1/18		4/8/18		4/15/18		4/1/18 - 4/14/18

		MW, NE, MA		4/29/18		5/6/18		5/13/18		4/29/18 - 5/12/18

		W, WC, SW		5/13/18		5/20/18		5/27/18		5/13/18 - 5/26/18





SPID Migration Black Out Weekends – x 
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