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	Company
	Name
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	John Nakamura
	10xpeople (phone)
	Devon Freshnock
	iconectiv

	Lane Patterson
	10xpeople 
	Doug Babcock
	iconectiv

	Lisa Marie Maxson
	10xpeople 
	John Malyar
	iconectiv

	David Alread
	AT&T
	Michael Doherty 
	iconectiv 

	Renee Dillon
	AT&T
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	iconectiv
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	Ray Wood
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	CellCom (phone)
	Mary Retka
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	Joy McConnell-Couch
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	Niraj Prakash
	Sprint (phone)

	Kathy Troughton
	Charter (phone)
	Jeanne Kulesa
	Synchronoss

	Erik Chuss
	ChaseTech
	Bob Bruce
	Syniverse

	Arnold Monell
	Cincinnati Bell (phone)
	Margie Mersman
	TCA Telcom Consulting

	Randee Ryan
	Comcast
	Rosemary Leist
	T-Mobile (phone)

	Sheri Pressler
	Frontier (phone)
	Tonya Golub
	US Cellular (phone)

	Carolyn Knight
	iconectiv
	Bale Pathman
	Verizon (phone)

	Crystal Hanus
	GVNW (phone)
	Deb Tucker
	Verizon Wireless

	Deborah Lasher
	iconectiv
	
	




LNPA TRANSITION OVERSIGHT SUBCOMMITTEE MEETING MINUTES:

In order to align more closely with the Federal Advisory Committee Act (FACA) the FCC has received a list of nominees for membership and membership approval was completed. Below are the names of vetted and approved voting members of the LNPA Transition Oversight Subcommittee


LNPA TOSC
Approved Chair    Deborah Tucker, Verizon


	Organization 
	Primary 
	Alternate 

	800 Response
	David Greenhaus
	N/A

	AT&T
	Teresa Patton
	N/A

	ATL
	Brian Lynott
	N/A

	Bandwidth.com
	Lisa Jill Freeman
	

	CenturyLink
	Joy McConnell-Couch
	Phil Linse

	Charter
	Glenn Clepper
	Allyson Blevins

	Comcast
	Randee Ryan
	N/A

	Cox
	Jennifer Hutton
	Beth O’Donnell

	Integra Holdings/Zayo
	Kim Isaacs
	Laurie Roberson

	JSI
	Bridget Alexander White
	N/A

	LNP Alliance
	Dave Malfara
	James Falvey

	SIP Forum
	Richard Shockey
	N/A

	Sprint
	Niraj Prakash
	

	T-Mobile
	Luke Sessions
	

	Verizon
	Deborah Tucker
	

	Windstream
	Scott Terry
	N/A

	
	
	

	
	
	




July 9-10, 2019 Draft LNPA TOSC Meeting Notes Review:

The July 9-10, 2019, LNPA TOSC DRAFT notes were reviewed and approved.  The notes were issued as FINAL.


Updates from Other Industry Groups:

OBF (ORDERING AND BILLING FORUM COMMITTEE) - Randee Ryan – Comcast

WIRELESS SERVICE ORDERING COMMITTEE
The August 15, 2019 meeting was cancelled. 

The next meeting will be December 10th, 2019 2pm – 3pm ET


LOCAL SERVICE ORDERING COMMITTEE

There was no activity from the LSO since the last TOSC meeting.

Next Meetings:
LSO will meet September 16, 2019 11:00 a.m. ET – 1:00 p.m. ET

INC (Industry Numbering Committee) – Michael Doherty
INC met face to face in Denver, CO on August 14-15, 2019
Discussion Points:
· The COSC liaison provided an update on the development of the RND (Reassigned Number Database) TRD (Technical Requirements Document).
· Meetings continue twice weekly
· The TRD is due September 12, 2019
· A letter was transmitted from the NANC Chair to the FCC requesting an extension
· Issue 839, Combine the Central Office Code (NXX) Assignment Guidelines (COCAG) and the Thousands-Block (NXX-X) Administration Guidelines (TBPAG) into one Document (FCC Change Order)
· Issue 839 will remain in Initial Pending until the implementation of the associated Change Order is complete.
· NANC COSC has recommended that the Change Order be approved as of last week. 
· Tara Farquhar, PA noted that the Change Order was approved June 28, 2019, and completion is anticipated at the end of October 2019.
· Tara Farquhar, PA submitted an Issue to the INC (INC-2019-00067R000), Remove references to the LNP CO Code Reallocation Process from the COCAG, COCAG Appendix C, and TBCOCAG).
· Best Practice 034 – SPID Migrations identifies 3 processes to address Code reallocation.  
1. Coordinated Industry Effort
2. NANC 323 SPID Migration
3. CO Code Reallocation Process
· The CO Code Reallocation Process has not been utilized since the transition of the NPAC and has not been updated since 2009.
· INC agreed to remove references to the LNP CO Code Reallocation Process from the COCAG, COCAG Appendix C, and TBCOCAG, as outlined in INC-2019-00068R001. 
· On INC’s recommendation, the LNPA took an action item to review the LNP Best Practices and any other LNP documents for references to the LNP CO Code Reallocation Process.  
· Issue 873 (INC-2019-00022R000) Populate Requested block(s) on Part 1B and add NPAC Block Holder Data for all requested blocks on one form (Febles, T-Mobile)
· It was determined that the proposed solution is not necessary, but would be nice to have.
· Ms. Febles determined she no longer wished to pursue a resolution to the Issue.  
· This Action Item was closed. 

Next Meetings of INC:
· INC will meet in Tampa, FL on November 19-20, 2019
	

Transition Business
· Continued Future Release Planning Discussion – 


· 07092019-01 - Local system vendors and mechanized Service Providers please continue participation in the monthly discussions regarding the Sunset (R5.0) release planning. Current working assumption is to utilize a flash cut to support the mechanized Interface changes given the “sunset” features that were removed do not support backward compatibility.   Active participation in the discussion regarding the “flash cut” coordination is requested for the September meeting. Closed
· Consensus across vendors was Flash Cut.
· Based on feedback iconectiv proposed splitting into two releases to mitigate risk.
· The first release will be BAU rolling upgrade.
· The second release will be the interface flash cut after first release soak period. 
· Flash cut release still assumes extended maintenance window to allow Service Providers sufficient time to upgrade all systems during maintenance window.
· Release dates being determined.  Most likely flash Cut release mid to late October 2020.
· iconectiv to update proposed schedule based on the feedback from what was presented and will update SOW accordingly.

Website Modifications  
· Industry website upgraded September 8, 2019 
· iconectiv performed a walk through/Demo of LNPA WG website enhancements
· Comments received during walk through were positive.

Change Management Summary - Change Management Administrator
· Change Order Summary Documents 
· Open and Implemented Change Order summary information was reviewed. 
· New Action Item: 09102019-01 - Vendors and SPs to provide comments regarding the CMA’s proposal to convert embedded documents (in the CO Summaries) into hyperlinks

· Change Order Status 
· iconectiv asked that a Statement of Work be requested for the following COs: 403, 472, 531, 533, 537, 538, 541 & 549
· No objections for LNPA TOSC chair to forward the request to the NAPM LLC
· LNPA TOSC chair forwarded the request September 18, 2019

· Individual Change Orders Discussion
· NANC 497 
· 07092019-02 - iconectiv to determine how many SPs are impacted by the key exchange file issue.    Closed
· iconectiv reported that based on the number of SPs impacted, an alternative compromise proposal was prepared and presented as part of this Action Item.
· The current workaround supports either the SP SPID or the NPAC Regional ID.
· Compromise reached. The NPAC continues to support the workaround but will update the Change Order and requirements to reflect this workaround such that the Industry requirements match the current deployment.  This will not require local system changes at this time.
· 


PIM/Change Order Discussion
· PIM 124 – Action Item for Industry to review proposed BP 075 
· 07092019-03 – LNPA TOSC Participants to review Best Practice 075 and be prepared to provide feedback during the September meeting.  Closed
· There are 2 different Providers exhibiting the unwanted behavior (that is sending a “create” and "modify active” request concurrently for the same SV).  However, could not confirm if both SPs were utilizing the same local system.
· A service provider and a local vendor objected to Best Practice 75. The situation is most likely that a local system is doing the create and modify at the same time (erroneous branch).  This also may not be a local system issue – it could be OS. But because it happens so rarely and is an extreme corner case, we do need to understand what is happening.  
· iconectiv to inform the SPs that have caused this activity to happen at the same time so they can take it to their LSMS vendor. iconectiv’s issue is that these happened simultaneously.  iconectiv to get a broader set of data to determine how often this type of activity is taking place. Data analysis will take place to see if duplicate actions are more prevalent than the race conditions that have occurred. 
· New Action Item: 09102019-02 - LNPA will look to see what data is available and report regarding the frequency of occurrences for this  unwanted behavior.
· PIM 125 – Notification Suppression Test Plan 
· Change Order was created for review later in the meeting
· PIM 126 – XML Content Type
· Change Order was created for review later in the meeting
· PIM TBD – Billing ID and Alt Billing ID consistency
· PIM was discussed, accepted and assigned PIM #127
· CMA to develop a Change Order
· 

· Transition PIM Tracking Matrix review
· PIM Tracking Matrix with updated “Referred To” field was reviewed. 
· Parking Lot item added to review and update the PIMs with the appropriate status and “Referred To” information.
· NANC TBD – Vendor Test Plan Update for Notification Suppression
· This CO was discussed, accepted and assigned NANC 547
· CMA to determine the Regression Suite associated with NANC 494 and Notification Suppression.
· 

· NANC TBD – XML Content Type
· This CO was discussed, accepted and assigned NANC 548
· Agreement was reached to move this CO directly to Status = Requested
· 

· NANC TBD – Removal of Error Codes for sunset of Customer contact data
· This CO was discussed, accepted and assigned NANC 549
· Agreement was reached to move this CO directly to Status = Requested
· This CO will also be added to the list of COs that the vendor would like a Statement of Work to be requested.
· 

· NANC TBD – XML Hold – IP Address
· This issue was brought in by 10X People
· Discussion regarding if tracking of this issue would have been better served by the creation of a PIM.
· The issue discussed was the ability or inability to make certain configuration changes outside of a maintenance window without loss of queued data.
· The discussion included discussing the M&P and reviewing the current FRS requirements for Hold/Replay.
· 10x People will reissue this item as a PIM if they determine continued discussion is needed.
· LNPA in parallel will review M&P to ensure clarity with regards to informing Service Provider on the ramifications of making configuration changes outside the maintenance window.  
· New Action Item: 09102019-03 – LNPA to review their M&P regarding Hold/Replay for potential updates related to informing Service Providers of configuration changes during maintenance windows. 
· PIM 118 – Not Onboarding SPIDs with Active SV Data
· iconectiv PE provided an update.  Final Resolution was agreed to.
Action Items
· AI 07092019 – 01- Flash cut vs Rolling Release – Action Item discussed and Closed
· AI 07092019 – 02 - Update NANC 497 accordingly - Action Item discussed and Closed
· AI 07092019 – 03 LNPA TOSC Participants to review Best Practice 075 and be prepared to provide feedback during the September meeting - Action Item discussed and Closed
· AI 07092019 - 04 – “Referred To”  column added to PIM Matrix – Action Item discussed and Closed
· AI 07092019 -05 – Final resolution on PIM 118 – Action Item discussed and Closed
Meeting
· November 5-6, 2019 hosted by Syniverse in Tampa, FL.  Note:  meeting dates changed to November 12-13, 2019 on October 18, 2019.
New Business
· No new business
September 10-11, 2019 Meeting Adjourned:
Having completed the agenda for the September 10-11, 2019, LNPA Transition Oversight Sub-Committee meeting the meeting adjourned at 2:22 PM EDT. 

Next Full Meeting…November 12-13, 2019:  Location Tampa, FL…Hosted by Syniverse
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NANC 497 Compromise Proposal - 09102019_TOSC.pdf
iconectiv NPAC SMS
NANC 497 Compromise Proposal

John P. Malyar
Senior Director — Data Architecture/Systems Engineering

iconectiv - NPAC
jmalyar@iconectiv.com
732-699-7192
09/10/2019

iconectiv






NANC 497 Discussion

* Transition / Post Transition Discussion

« Action Item 05072019-02

» Neustar will submit an alternative proposed solution for NPAC Customer ID in CMIP Key
Exchange Files

 Action Item 07092019-02
* iconectiv to determine how many SPs are impacted by the key exchange file issue

* Proposed Compromise Solution:

« Update requirements for current workaround:

» For Key Exchange or Key Acknowledgement Files (text in red needs to be added to what is currently
documented in NANC 497:

When this file is generated by the NPAC SMS, the NPAC Customer Id field contains the region identifier of the
NPAC region, as defined in IIS Exhibit 13. When this file is generated by the local system, the NPAC Customer

Id field should contain the identifier of the NPAC Customer, but the NPAC SMS shall accept either the NPAC
Customer ID or the NPAC region identifier as defined in 1IS Exhibit 13.

» Create future (TBD) change order for future requirements to remove ambiguity

iconectiv
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PIM TBD - Billing ID and Alt-Billing ID Consistency.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  09/10/2019

Company(s) Submitting Issue: iconectiv (LNPA)

Contact(s):  Name Patrick K. White_



         Contact Number 7 3 2 /6 9 9 /4985


         Email Address   pwhite@iconectiv.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)

The Billing ID field for SVs is defined in the FRS as: “For future use.  Can be variable 1-4 alphanumeric characters.”  The Alt-Billing ID field is defined as a variable 1-4 character string (no limitation on the characters being alphanumeric).  It is not clear why these two similar fields have different data definitions.

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


The optional Billing ID field on SVs is defined in the FRS as a variable 1-4 alphanumeric character field, while the Alt-Billing ID field is defined as a variable 1-4 character field (with no limitation that the characters be alphanumeric).  Every instance of an SV or Number Pool Block in the NPAC database that has the Alt-Billing ID field populated only has it populated with alphanumeric characters.  In the spirit of normalizing and correcting documentation for the transition, iconectiv believes that the data definition of these two similar fields should be standardized.

B.   Frequency of Occurrence:

Nonstandard data definition for these fields is defined in the FRS. 

C. NPAC Regions Impacted:


 Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___ ALL X

D.  Rationale why existing process is deficient: 


Unclear why the data definition of these two similar fields are not similar.

E.   Identify action taken in other committees / forums: 


N/A

F.   Any other descriptive items: 

N/A

3. Suggested Resolution: 


From a standardization point of view, iconectiv recommends that the Billing ID and Alt-Billing ID fields have a similar data definition.   Update the FRS definition of the Alt-Billing ID field definition on SVs and Blocks to identify that it should be limited to alphanumeric characters similar to the definition of the Billing ID field.

4. Final Resolution:

LNPA WG: (only)


Item Number: PIM #
TBD


Related Documents:

Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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NANC TBD - Vendor Test Plan Update for Notification Suppression.docx
NANC TBD – Vendor Test Plan Update for Notification Suppression

Origination Date:  09/10/2019

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC TBD

Description:  Vendor Certification and Regression Test Plan – doc-only updates

Functional Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT



		DOC

		FRS

		IIS



		

		N

		N







		CMIP

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N







		XML

		XIS

		XSD

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N









Business Need

Prior to the NPAC Transition, a separate test plan document outside of the Certification and Regression Testing Plan was developed to test Notification Suppression (for delegate/grantor related transactions in XML) in NANC Release 3.4.8.  In order to provide a single documentation set associated with Vendor Certification and Regression testing, the contents of the NPAC SMS Release 3.4.8 Turn Up Test Plan needs tp be incorporated into the Vendor Certification and Regression Test Plan documentation.



Description of Change:

Changes listed below.



[bookmark: _Toc59881639]Vendor Certification and Regression Test Plan Updates:


With NPAC SMS Release 3.4.8, Notification Suppression was supported and a separate test plan developed to test that feature.  This test plan repeated many of the introductory sections found in the Vendor Certification and Regression Test Plan and do not need to be included in the Vendor Certification and Regressin Test Plan.  

The Release 3.4.8 Notification Suppression Test Plan laid out a strategy for testing Notification Suppression using existing Test Cases that are run under different scenarios.  No new Test Cases were introduced.  This strategy will become a new sub-chapter of Chapter 15 in the Vendor Certification and Regression Test Plan.  The individual test cases identified for in this strategy will be updated to indicate that if the System Under Test supports XML notification suppression, then TC needs to be run/re-run as outlined in the new subchapter of Chapter 15.



New Chapter 15. Subsection 5 Contents:

5.  NANC 458 – Service Provider Requested Notification Suppression

This section contains a testing strategy designed for Vendor Certification and Regression testing of Release 3.4.8 of the NPAC software.  NPAC Release 3.4.8 concerned the implementation of NANC 458, Service Provider Requested Notification Suppression.  This testing strategy involves no new test cases, instead relying on existing test cases that will be repeated under different conditions as described below.

Tests should be executed in three cycles:

1. Set up as a SPID in a Regular configuration (standalone SPID)

2. Set up as a SPID in a Delegation configuration (Grantor-Delegate – no authorized suppression)

3. Set up as a SPID in a Delegation configuration (Grantor-Delegate – authorized suppression in both directions between grantor and delegate)

For the Delegation configuration, submit the Request multiple times (variety of no suppression, single suppression, and multiple suppression) to cover the following scenarios:

1. suppress to self (Initiator SPID)

2. suppress to parent Grantor (if Initiator SPID is a Delegate)

3. suppress to Delegates(s) (if Initiator SPID is a Grantor or one of several Delegates related to a parent Grantor)

4. suppress to the Other SPID

5. suppress to the Other SPID’s Delegate(s)

Cycle 2 above (no authorized suppression) will use existing behavior (NPAC Delegation Feature), so only Create and Release test cases will be performed.

Suppression options are defined in the table below:







		

		Suppress Notifications Options:



		Role of SPID Sending Request

		Self (Initiator)

		Grantor

		Delegate(s)

		Other SPID

		Delegate(s) of Other SPID



		 

		 

		 

		 

		 

		 



		BAU SPID

		Y

		N/A

		N/A

		Y

		Y



		Delegate

		Y

		Y

		Y

		Y

		Y



		Grantor

		Y

		N/A

		Y

		Y

		Y



		 

		 

		 

		 

		 

		 



		(shading)

		 = Authorization required from the SPID being suppressed







All testing for Service Provider-requested Notification Suppression will use existing Vendor Certification and Regression Test Cases as listed below for New Service Provider and Old Service Provider:

1. NSP SV Create with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.
Chapter 9, NANC  SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

2. NSP SV Modify with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 8, 8.1.2.2.1.1 Modify required fields for a single TN ‘pending’ port with valid data. – Success  (modify the New SP Due Date field to ensure an AVC is applicable to the test case)

3. NSP SV Cancel with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 8, 8.1.2.5.1.2 Subscription Version Cancel With Only One Create Action Received (New Service Provider SOA Mechanized Interface). – Success

4. NSP SV Cancel Concurrence with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 8, 8.1.2.5.1.7 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (New Service Provider’s SOA Mechanized Interface)

5. NSP SV Cancel Un-Do with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter13, NANC 388-1 SOA – Using their SOA system, Service Provider personnel send an “un-do” cancel request to the NPAC SMS for a Subscription Version in a Cancel-Pending status for which they are either the New SP or Old SP that cancelled the SV – Success

6. NSP SV Conflict Resolution with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 9, NANC 201-25 SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type and Business Type are set to ‘LONG’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success

7. NSP SV Activate with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 11, 2.8 SOA – Service Provider Personnel activate a single SV. Their Customer TN Range Notification Indicator is set to their production value. Even though this is a single SV, the activate request results in a range notification. – Success

8. NSP SV Disconnect with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.
Chapter 11, 2.19 SOA – Service Provider Personnel perform an immediate disconnect of a single active SV. Their Customer TN Range Notification Indicator is set to their production value. – Success

9. NSP Pool Block Create with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 10, 4.1.1 SOA - Service Provider Personnel create a non-contaminated Number Pool Block – Success

10. NSP Pool Block Modify with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 10, 4.2.1 SOA- Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to FALSE (and contains Subscription Versions with LNP Types of ‘POOL’, ‘LISP’ and ‘LSPP’). – Success
Also perform test 4.2.1 with SOA Origination Indicator set to TRUE

11. OSP SV Create with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 8, 8.1.2.1.1.32 Create inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success

12. OSP SV Modify with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 12, 218-1 SOA – (Old) Service Provider Personnel submit a single TN, subscription version modify request specifying Authorization (FALSE) and a valid status change cause code, setting the subscription version status to conflict after both Service Providers have created/concurred to the port, and prior to the Conflict Restriction Window - SUCCESS

13. OSP SV Cancel with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 11, 2.27 SOA – Old Service Provider Personnel cancel a single SV. Their Customer TN Range Notification Indicator is set to their production value. In the pre-requisite create process only the Old SP has submitted a create request. Even though this is a single SV, the cancel request results in a range notification. – Success

14. OSP SV Cancel Concurrence with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 8, 8.1.2.5.1.6 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (Old Service Provider’s SOA Mechanized Interface)

15. OSP SV Cancel Un-Do with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 13, NANC 388-1 SOA – Using their SOA system, Service Provider personnel send an “un-do” cancel request to the NPAC SMS for a Subscription Version in a Cancel-Pending status for which they are either the New SP or Old SP that cancelled the SV – Success

Test Case “Success” definition:

· When Notification Suppression is set to TRUE,

· and requesting SPID is authorized by suppressed SPID to suppress – notifications are suppressed

· and requesting SPID is NOT authorized by suppressed SPID to suppress – notifications are sent

· When Notification Suppression is set to FALSE,

· and requesting SPID is authorized by suppressed SPID to suppress – notifications are sent

· and requesting SPID is NOT authorized by suppressed SPID to suppress – notifications are sent

[bookmark: A812211]For Example, in test case 8.1.2.2.1.1 (Modify required fields for a single TN ‘pending’ port with valid data. – Success) test steps 4, 5, 6, and 7 would apply when notifications should be sent, and would not apply when notifications should be suppressed.

Step Result-4:  NPAC SMS issues an M-EVENT-REPORT attributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old Service Provider SOA.

Step Result-5:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.

Step Result-6:  NPAC SMS issues M-EVENT-REPORT attributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New Service Provider SOA.

Step Result-7:  The New Service Provider SOA returns M-EVENT-REPORT confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.

Optionally, any additional tests may be executed with Notification Suppression set to TRUE or FALSE, and authorization given or not given by suppressed SPID.



For each of the Notification Suppression related test cases identified above, make the following  statement in the objective of the related test case

“Note - If the system under test is an XML SOA that supports Notification Suppression, then you must exercise this test case multiple times for different notification suppression scenarios as defined in Chapter 15, Section 5, NANC 458 of this test plan.”



For example, the objective of Test Case NANC  in chapter 9 will change as follows:

		TEST IDENTITY



		Test Case Number:

		NANC 201-1

		Priority:

		Conditional



		Objective:



		SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when  the New Service Provider ‘Port In Timer’ is set to ‘SHORT’ and ‘SP Business Hours’ is set to ‘NORMAL’ and the Old Service Provider ‘Port Out Timer’ is set to ‘SHORT’ and ‘SP Business Hours’ is set to ‘NORMAL, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

Note - If the system under test is an XML SOA that supports Notification Suppression, then you must exercise this test case multiple times for different notification suppression scenarios as defined in Chapter 15, Section 5, NANC 458 of this test plan
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NANC TBD - XIS Doc-only Changes - XML Content Type.docx
NANC TBD

Origination Date:  09/10/2019

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC TBD

Description:  XIS – Doc-only Changes – XML Content Type

Functional Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT





		DOC

		FRS

		IIS



		

		N

		N







		CMIP

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N







		XML

		XIS

		XSD

		NPAC

		SOA

		LSMS



		

		Y

		N

		N

		N

		N









Business Need

The XML Interface Specification (XIS), currently does not specify the Content Type to be used in interface messages except in the message examples.  Since multiple Content Types can be used and have been implemented, the XIS should be updated to identify the supported Content Type(s) other than in example messages.  This will make the implementation clear to any vendor that wants to build the XML interface in the future.  Also see PIM 126.



Description of Change:

Changes detailed below.




[bookmark: _Toc59881639]XIS:



In Section 1.5.1 on References, add a reference to the IETF standard on Media Types that recommends using application/xml content type for XML, obsoleting a previous standard that recommended the use of text/xml.



[bookmark: _Toc356377197][bookmark: _Toc356628642][bookmark: _Toc356628746][bookmark: _Toc356629177][bookmark: _Toc360606688][bookmark: _Toc367590574][bookmark: _Toc368488116][bookmark: _Toc387211305][bookmark: _Toc387214218][bookmark: _Toc387214503][bookmark: _Toc387655198][bookmark: _Toc476614312][bookmark: _Toc483803298][bookmark: _Toc116975667][bookmark: _Toc336959512][bookmark: _Toc338686170][bookmark: _Toc394492772]1.5.1 Standards

RFC2616 - Hypertext Transfer Protocol -- HTTP/1.1

RFC5246 – The Transport Layer Security (TLS) Protocol, Version 1.2

RFC7303 – XML Media Types



In Section 2.3 on XML Interface Operations, identify that the application/xml content type is used based on the newer standard.



[bookmark: _Toc338686176][bookmark: _Toc394492779]2.3  XML Interface Operations



The NPAC XML Interface uses an HTTPS/1.1 POST operation for origination of all messages and an HTTPS response for the synchronous acknowledgement. Each message contains an HTTPS header complying with Hypertext Transfer Protocol – HTTPS/1.1 - RFC2616 and an XML string in the body of the message. The XML string for both the request and the synchronous acknowledgement must successfully be parsed using the NPAC XML Schema described in Section 4, XML Interface Schema. 



Note – Although all message examples in this document show a Content-Type of text/xml, based on RFC 7303, application/xml or text/xml may be used.  In messages sent by the NPAC SMS, the Content-Type will always be application/xml per RFC 7303 recommendation.  The NPAC SMS will accept text/xml or application/xml Content-Type in messages from local systems.



HTTPS POST - Requests

POST / HTTP/1.1

Content-Type: text/xml

Content-Length: <nnnn>



<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SOAMessages xmlns="urn:lnp:npac:1.0" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

<MessageHeader>	

<schema_version>1.1</schema_version>

<sp_id>1111</sp_id>

<sp_key>abcdefgh</sp_key>

<npac_region>midwest_region</npac_region>

<departure_timestamp>2012-12-17T09:30:47.244Z</departure_timestamp>

</MessageHeader>

<MessageContent>

<soa_to_npac>

<Message>

<invoke_id>261</invoke_id>
<origination_timestamp>2012-12-17T09:30:46.284Z </origination_timestamp>

<KeepAlive/>

</Message>

</soa_to_npac>

</MessageContent>

</SOAMessages>



HTTPS Response – Synchronous Acknowledgement



Success Example:

HTTP/1.1 200 OK

Content-Type: text/xml

Content-Length: 121



<?xml version="1.0" encoding="UTF-8" standalone="no"?>

<SyncAck xmlns="urn:lnp:npac:1.0" 

xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <sync_ack_status>

 <basic_code>success</basic_code>

  </sync_ack_status>

</SyncAck>

[snip]
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Business Need

With NPAC Release 5.0 and the Sunset of Customer Contact Data, errors associated with the creation or modification of Customer Contact Data will be removed from the NPAC.  These errors are defined in the Errors and Message Flow Diagrams (EFD – which is Part 2 of the Interoperable Interface Specification or IIS).



Description of Change:

Changes detailed below.




[bookmark: _Toc59881639]IIS/EFD:

Section A.3 of the EFD identifies a mapping of the NPAC SMS Application Errors to CMIP Primitive Errors.  This mapping is contained in Exhibit 3.  Remove the Customer Contact related error codes from Exhibit 3 as defined below.



Exhibit 3  CMIP Error Mapping to NPAC SMS Errors

		SMS Error

		Description

		CMIP Error

		Description



		[snip]

		

		

		



		2019

		Required value for NPAC Customer Type is missing from NPAC Customer.

		6

		invalidAttributeValue_er



		2020

		Required value for Allowable Functions is missing from NPAC Customer.

		2

		accessDenied_er



		2021

		Required value for Download is missing from NPAC Customer.

		2

		accessDenied_er



		2022

		Required value for Maximum Query is missing from NPAC Customer.

		2

		accessDenied_er



		2023 

		Required value for Name is missing  from SP Contact.  

		10

		processingFailure_er



		2024 

		Required value for Address Line 1 is  missing from SP Contact.  

		10

		processingFailure_er



		2025 

		Required value for NPAC Customer  City is missing from  SP Contact.  

		10

		processingFailure_er



		2026 

		Required value for Repair Center City is  missing from NPAC  Customer.  

		10

		processingFailure_er



		2027

		Required value for NPAC  Customer  State is missing from  SP Contact.  

		10

		processingFailure_er



		2028

		Required value for Repair Center  State  is missing from NPAC  Customer.  

		10

		processingFailure_er



		2029

		Required value for NPAC  Customer Zip  Code is missing  from SP Contact.  

		10

		processingFailure_er



		2030

		Required value for Repair Center  Zip  Code is missing from NPAC  Customer.  

		10

		processingFailure_er



		2031

		Required value for Pager is  missing  from SP Contact.  

		10

		processingFailure_er



		2032

		Required value for Pager PIN is  missing  from SP Contact.  

		10

		processingFailure_er



		2033

		Required value for Fax is missing  from  SP Contact.  

		10

		processingFailure_er



		2034

		Required value for Email is  missing  from SP Contact.  

		10

		processingFailure_er



		2035

		Required value for NSAP is missing from NPAC Customer.

		10

		processingFailure_er



		2036

		Required value for TSAP is missing from NPAC Customer.

		10

		processingFailure_er



		2037

		Required value for SSAP is missing from NPAC Customer.

		10

		processingFailure_er



		2038

		Required value for PSAP is missing from NPAC Customer.

		10

		processingFailure_er



		2039

		Required value for IP is missing from NPAC Customer.

		6

		invalidAttributeValue_er



		[snip]

		

		

		



		2068

		Invalid value for Contact Name  entered.  

		10

		processingFailure_er



		2069

		Invalid value for Address Line 1   entered.  

		10

		processingFailure_er



		2070

		Invalid value for Address Line 2   entered.  

		10

		processingFailure_er



		2071

		Invalid value for City entered.  

		10

		processingFailure_er



		2072

		Invalid value for State entered.  

		10

		processingFailure_er



		2073

		Invalid value for Zip Code  entered.  

		10

		processingFailure_er



		2074

		Invalid value for Pager entered.  

		10

		processingFailure_er



		2075

		Invalid value for Pager PIN  entered.  

		10

		processingFailure_er



		2076

		Invalid value for Fax entered.  

		10

		processingFailure_er



		2077

		Invalid value for Email entered.  

		10

		processingFailure_er



		[snip]

		

		

		



		2088

		Required value for contact type is   missing.  

		10

		processingFailure_er



		2089

		Required data for TN field(s)  missing  from contact list  

		10

		processingFailure_er



		[snip]

		

		

		



		6007

		Invalid type for SP Contact  

		10

		processingFailure_er



		6008

		The info array is missing from  the SP  Contact.  

		6

		invalidAttributeValue_er



		6009

		The network address list array is missing from the Customer.

		6

		invalidAttributeValue_er



		6010

		The network address type is missing from the Customer.

		10

		processingFailure_er



		6011

		The npac customer contact is  missing  from the Customer.  

		10

		processingFailure_er



		6012

		The billing contact is missing  from the  Customer.  

		10

		processingFailure_er



		6013

		The security contact is missing  from the  Customer . 

		10

		processingFailure_er



		6014

		The repair contact is missing  from the  Customer.  

		10

		processingFailure_er



		6015

		At least one network address is required for Customer.

		6

		invalidAttributeValue_er



		6016

		Country is invalid in contact data  

		10

		processingFailure_er



		6028

		Event subtype not recognized

		6

		invalidAttributeValue_er



		6029

		Invalid operation for this NPAC Customer

		2

		accessDenied_er



		6030

		SP User cannot modify Customer Name on modify.

		6

		invalidAttributeValue_er



		6031

		SP User cannot modify allowable functions mask on modify.

		6

		invalidAttributeValue_er



		6032

		Required value for country is  missing  from contact data.  

		10

		processingFailure_er



		[snip]
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Discussion GAc

* Recap - Sunset Change Orders (NANC 460, 461, etc.) have been
worked both pre and post transition

* FRS updates and functionality applied during transition i.e. sunset
features not deployed (e.g., non EDR support)

* R4.1 Documents updated to reflect iconectiv baseline

* Exception is any XIS/XSD, IIS/ASN.1/GDMO deletions
* Managed doc only changes (behavior changes noted as future)
 Actual “recompile”, test and deployment deferred
* Requires local system impacts

* Need to finalize R4.1 documents — including interface definitions

iconectiv. :





Discussion continued GAc

* Need to plan Industry Release to compile/test single version of
Interface specifications

* Given “sunset” removal of objects/attributes/operations — no
backward compatibility support

 All Local Systems and NPAC SMS will need to deploy single version
of the updated interface(s) in a “flash cut’

* Assume Spring 2020 timeframe
« Minimally full regression testing (recertification)
* Long lead time for coordination (SPs to local system vendors)
 Lengthy period to verify Local Systems to ensure successful flash cut
* Need to start the process/discussions soon to make window

iconectiv. :





Nov. Discussion (Background) NP

« GDMO and related tools form a Management Information Base
(MIB). GDMO uses Abstract Syntax Notation One (ASN.1) as the
rules for syntax and attribute encoding when defining the objects

* ASN.1 (Abstract Syntax Notation One) Is a standard way to describe
a message (a unit of application data) that can be sent or received in
a network.

* BER - basic encoding rules using TLV Tag Length Value describes
the protocol data unit (PDU) sent and received over the CMIP
Interface

« XSD/XML is the definition and language that describes the XML
interface

iconectiv. ;





Nov. Discussion cont’d TAc

« Importance of recompiling and regression testing
* Verify documents cross compatibility (FRS/EFD/IIS/ITC to GDMO and XSD)
 Establishes verified baseline supports future modifications
« Maintenance costs reduced for current and future Vendors

* Regression testing (plus)
» Required for Interface changes
 ITC known guantity
« Minimal effort
» Good value for the effort

 Additional rewards
* Minimize any local system(s) drift
« Significant less effort than full certification

iconectiv. :





Nov. Discussion cont’d TAc

« Recommendation for Service Providers to work with their Vendors to
support the following plan:

» Assume 2020 Release deployment

 Plan resources for early 2020 recompilation followed by regression
testing

iconectiv. :





Jan. Discussion GAc

 Distribute combined ASN.1, GDMO and XSD Documents for Vendor
review/comments

* Provide draft Release schedule as per Action Item

iconectiv. .





Jan. Discussion

09/2018 11/2018 01/2019 06/2019 03/2020 07/2020 08/2020

| | | | | | |

| | | | | | |
Discussion of  Provide Finalize Begin Complete Deploy
Sunset Iltems  Draft of Interface certification certification 2020
Impacts on Interfaces updates testing for testing for  Sunset
Interfaces for Vendor with 2020 Sunset 2020 Sunset Release

Review Vendor Release Release

» Discussion/Considerations Items
 Flash cut across all Regions

« Vendor testing 4 months
» Planned for scheduling purposes

» Regression plus (est. 2 — 3 weeks per instances)
 Possible extended Maintenance Window request

« Contingency wrt SP rollback across all Regions planned mitigation

iconectiv





March Discussion TAc

* Major change to interface specification from January 2019 TOSC
review included the simplification of an overly complex recovery
structure in the ASN.1 (Choice of Choices structure to a simple
Choice structure).

* No Vendors had any issue with the simplification.

* No Vendors had issues with the re-tagging of certain ASN.1
Sequence structures do to the removal of elements in the Sequence
(most notably removal of the single TN notification structures)

iconectiv. :





May Discussion NP

* One vendor noticed the removal of the first port notification in a SOA
related structure that contained that and all of the single TN
notification structure in the ASN.1 — that was corrected.

* No Vendors had issues with these changes

 April 3 review copy sent to TOSC for review in May is the version
everyone should be using.

iconectiv. 5





July TOSC Status Update NP

* Received SOW request (in process)

* Will post to portal R5.0 pre-production documents by August
* Documents reflect all the R5.0 NANC Change Orders “Requested”

* Should be treated as “final” (R5.0 Final will be posted after R5.0 put into
production) by Vendors

* Draft schedule presented in January still assumed as working plan
» Operations reviewing options to “flash cut”

 Action Item assigned at July meeting for September TOSC
Discussion

iconectiv. a5





Current Plan of Record — Flash Cut TAc

Pre (Saturday Evening)
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Discussion — Rolling Updates NP

Pre (Saturday Evening)

Post (Sunday a.m.)  Pre (Saturday
Evening)

@ @

@Q@
D

iconectiv Maintenance Window 1 Maintenance Window 2
(14 — 21 days later)





September TOSC Status Update NP

 Action Item: 07092019-01 assigned at July meeting for September TOSC

Discussion

Local system vendors and mechanized Service Providers please continue participation in the monthly
discussions regarding the Sunset (R5.0) release planning. Current working assumption is to utilize a
flash cut to support the mechanized Interface changes given the “sunset” features that were removed do
not support backward compatibility. Active participation in the discussion regarding the “flash cut”

coordination is requested for the September meeting
« Facilitated calls with Vendors in preparation for September meeting

* Based on feedback analyzing proposed schedule impacts
 Spilt R5.0 into two releases
« Maintenance Release R4.5 will use typical rolling Region cutover to mitigate risks
« Sunset R5.0 Interface change after R4.5 soak period

* R5.0 Flash Cut will shift schedule out for both:
« Start of Industry Certification Testing
» Date for extended maintenance window Flash cut weekend

iconectiv. M






