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LNPA TRANSITION OVERSIGHT SUBCOMMITTEE MEETING MINUTES:
In order to align more closely with the Federal Advisory Committee Act (FACA) the FCC has received a list of nominees for membership and membership approval was completed. Below are the names of vetted and approved voting members of the LNPA Transition Oversight Subcommittee
LNPA TOSC - Approved Chair    Deborah Tucker, Verizon
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	Scott Terry
	N/A

	
	
	

	
	
	





September 10-11, 2019 Draft LNPA TOSC Meeting Notes Review:

The September 10-11, 2019, LNPA TOSC DRAFT notes were reviewed and approved.  The notes were issued as FINAL.


Updates from Other Industry Groups:

OBF (ORDERING AND BILLING FORUM COMMITTEE) - Randee Ryan – Comcast

WIRELESS SERVICE ORDERING COMMITTEE

There were no meetings since our last TOSC meeting. 

The next meeting will be December 10th, 2019 2pm – 3pm ET.


LOCAL SERVICE ORDERING COMMITTEE

The September 16th meeting was cancelled.

Next Meetings:
LSO will meet December 9th, 2019 11:00 a.m. ET – 1:00 p.m. ET


INC (Industry Numbering Committee) – Michael Doherty
INC held several interim conference calls since the last TOSC meeting
Discussion Points:
· Use of 988 NXX as Suicide Prevention Hotline
· INC met several times during October to discuss the use of 988 as the 3 digit code for the Suicide Prevention Hotline.
· Some challenges are:
· Post Dial delay will need to be utilized to properly route calls to this 3 digit code
· 10 Digit dialing would be required in all NPAs 
· Not all switches can route Non N11 3 digit codes  
· FCC involvement in INC meetings
· Members discussed possibility of inviting FCC to INC meetings or INC Chairs meeting regularly with FCC to provide activity updates.  Continued discussion is planned at the upcoming INC meeting in Tampa.
· RND (Reassigned Number Database) Guidelines
· INC members discussed issuing an ExParte to the FCC recommending that INC work on guidelines for reporting reassigned numbers in support of RND being implemented.
· Issue 839, Consolidation of the Central Office Code (NXX) Assignment Guidelines (COCAG) and the Thousands-Block (NXX-X) Administration Guidelines (TBPAG) into one Document (FCC Change Order) was placed into Final Closure 10/31/19.  This document was posted to the ATIS website.

Next Meetings of INC:
· INC will meet in Tampa, FL on November 19-20, 2019

Transition Business
· Continued Future Release Planning 
· Release 5.0 project plan and status discussion
· Planning dates include:
· Test plan preparation and Testbed Connectivity 2Q, 2020
· Vendor recertification testing begins 6/1/2020
· Vendor testing complete prior to 10/09/2020
· Flash cut weekend 10/25/2020
· Release documentation updates 
· 
 
· Check https://numberportability.com/industry-info/software-releases/npac-4-1 and
https://numberportability.com/industry-info/software-releases/npac-5-0 for updates.


Change Management Summary - Change Management Administrator
· Change Order Summary Documents Review 
· Agreement reached to convert the embedded documents to hyperlinks within the CO Summaries
· AI 09102019–01 - Vendors and SPs to provide comments regarding the CMA’s proposal to convert embedded documents (in the CO Summaries) into hyperlinks was closed.
· PIM Tracking Matrix
· CMA Reviewed PIM Tracking Matrix 
PIM/Change Order Discussion
· PIM 124 Multiple Simultaneous Requests
· AI – 09102019–02 – LNPA will look to see what data is available and report regarding the frequency of occurrences for this unwanted behavior. Closed - Report data was analyzed
· Data concludes that it is not a rampant problem
· Even with a Best Practice, it would not prevent this from happening again.
· Agreement was reached to not create a BP
· iconectiv will withdraw the draft BP and update PIM 124 with the resolution that this has been removed 
· 

· PIM 125 – Notification Suppression Test Plan - CO to be discussed later in meeting
· PIM 126 – XML Content Type - CO to be discussed later in meeting
· PIM 127 – Billing ID and Alt Billing ID - CO to be discussed later in meeting
· PIM/Change Order Process discussion 
· New AI 11122019–01 – CMA to provide a summary by December 15, 2019 of the Originator/Company of all PIMs that require updates  (See attached presentation)

 
· New AI 11122019-02 – Originators to review the spreadsheet of PIMS 
· PIM TBD - Hold & Replay M&P update
· No new PIM is required, given LNPA action items 
AI 09102019–03 – LNPA to review the FRS regarding Hold/Replay for potential updates related to informing Service Providers of configuration changes during maintenance.  Closed
· M&Ps updated to clarify XML Interface Configuration possible updates that can be performed during and outside of the maintenance window. 
· New AI 11122019–03 - LNPA to review the Hold/Replay industry documentation (FRS/XIS) for potential updates regarding informing Service Providers of available configuration changes during and outside of maintenance window. 

· Change Order Discussion
· NANC 534 – Reference Data updates for new NPA-NXXs – Doc only
· Agreement was reached to accept the changes in the document and move the status to Requested
· 

· NANC 447 – NPAC Support for CMIP over PCP/IPV6 – no further discussion
· NANC 497 – NPAC Customer ID in CMIP Key Exchange files – v2 
· Agreement was reached to accept the changes in the document and move the status to Requested. 
· 

· NANC 546 – XIS – Doc only 
· Agreement was reached to accept the changes in the document and move the status to Requested. 
· 

· NANC TBD – Billing ID and Alt-Billing ID inconsistency 
· This CO was discussed and accepted and assigned NANC 550
· Agreement was reached to move the status to Requested. 
· 

· NANC 547 – Vendor Test Plan for Notification Suppression v2  
· Question concerning the scope of Regression testing needs clarification.  Agreement was reached to accept other changes in the document.  Leave CO in Open status 
· 

· Industry Documentation Review
· Reviewed FRS, IIS, EFD, GDMO/ASN.1, XIS and XSD changes associated with NANC COs (403, 472, 478, 494, 528, 533, 535, 537, 538, 541, 542 and 548)
· Changes were accepted and a new Pre-Production version of this documentation will be posted to the website.  
· Action Items - New 
· AI 11122019–01 - CMA to create Excel based summary of PIMs by Originator/Company and send to LNPA distribution by mid-December
· AI 11122019-02 - Originators to review the PIM Originator document prior to the next FTF meeting 
· AI 11122019–03 - LNPA to review the Hold/Replay industry documentation (FRS/XIS) for potential updates regarding informing Service Providers of available configuration changes during and outside of maintenance window.
· Meeting Schedule
· No December conference call
· January 14, 2020 call to provide update on Release 5.0 – 11:00 AM Eastern time + 1½ hour for informal conference call
· February 25-26, 2020 FTF meeting

New Business
· No new business

November 10-11, 2019 Meeting Adjourned:
Having completed the agenda for the November 12, 2019, LNPA Transition Oversight Sub-Committee meeting the meeting adjourned 3pm. 

Next Full Meeting (tentative) February 25-26, 2019:  Location Tentative – San Antonio, TX
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Modify Active BP Update - 11112019_TOSC.pptx
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Modify Active BP 75 Update
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Update 	

As a result of Action Item: 09102019-02 - LNPA will look to see what data is available and report regarding the frequency of occurrences for this unwanted behavior.

Analyzing 18 months of active data, scanning of the database for the same SV (TN) has a Modify Active and Intra SP Create within a window of 60 minutes the following was reported be Region:

MA: 2687 records

MW: 703 records

NE:  588 records

SE: 1068 records

SW: 850 records

WC: 637 records

WE: 629 records
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Update 	

Analyzing the distinct SPIDS involved per Region the following was reported:

MA:  19 distinct SPIDs

MW: 18 distinct SPIDs

NE:  23 distinct SPIDs

SE:  28 distinct SPIDs

SW:  21 distinct SPIDs

WC:  13 distinct SPIDs

WE: 18 distinct SPIDs

Observations/Conclusions:

The total number of records does not imply a significant number of occurrences given the millions of ports annually

Also the number of occurrences may be a result of normal processing of activating and then modifying a record when an error has been identified with the initial activation  
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PIM – Cleanup Proposal
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Background

2

Thorough scrubbing of all PIMs that were transition related occurred during development and discussion at TOSC.  Results verified during website enhancement testing.

Pre transition PIMS identified as candidates for cleanup activities during website enhancement testing.  Shared at September TOSC CMA action to standardize file format and filename.

Present to TOSC for future action for PIM originator to provide status update and final resolution text as applicable.









PIM CMA Cleanup Overview

3

Transition Related (39 PIMs)

No changes

 Pre Transition (88 PIMs)

28 - Converted to Word docs

60 – File names added









PIM Status Breakdown

4

Accepted  	12    

Closed		99       

Withdrawn	 5

Not Accepted 	 3

Tracking		 8









PIM Status/Resolution Update Proposal

5

PIM Originator/Company to provide update for the following items:

Related Documents (BP #, NANC CO #, etc.) if any

Propose Final Resolution and date if known 

Suggested resolutions:

This issue resulted in the creation and acceptance of a NANC Change Order.  For further detail refer to the NANC Change Order(s) identified in the Related Documents field below.

This issue was resolved but additional text was unavailable
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NANC 534 - Reference Data updates for new NPA-NXXs v2 - Doc Only Change.docx
NANC 534 – Reference Data Updates for new NPA-NXXs – Doc Only Change – v2

Origination Date:  11/6/18

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC 534

Description:  Reference Data Updates for new NPA-NXXs v2 – Doc Only Change

Functional Backwards Compatible:  Not Applicable



IMPACT/CHANGE ASSESSMENT



		[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3]DOC

		FRS

		IIS



		

		Y

		N







		CMIP

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N







		XML

		XIS

		XSD

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N









Business Need

The FRS and the ATIS 0300051 0300119 COCAG (Central Office Code Assignment Guidelines)Thousands-Block (NPA-NXX-X) Central Office Code (NPA-NXX) Administration Guidelines expectations regarding updating the NPAC SMS are not aligned. The period of updating the NPAC SMS reference data and the guideline specified in the COCAG present a different expectation for users.  The NPAC would reject, or accept, a request, if ownership information is missing or outdated. (It is appropriate NPAC behavior to reject).  The process for updating the NPAC for new NPA-NXX reference data should support the interval for adding new NPA-NXXs defined in  ATIS 0300119 Thousands-Block (NPA-NXX-X) Central Office Code (NPA-NXX) Administration Guidelines0300051 – COCAG (Central Office Code Guidelines).  See also PIM 119



Description of Change:

Modify the FRS language as defined below to support the update process for OCN-SPID-NPA-NXX relationship data in the NPAC, in the interval required to support the adding of new NPA-NXXs specified in ATIS 0300119 Thousands-Block (NPA-NXX-X) Central Office Code (NPA-NXX) Administration Guidelines0300051 - COCAG. 

FRS changes:



[bookmark: _Toc438031525]3.4.3   Valid NPA-NXXs for each Service Provider

RR3-681	Valid NPA-NXXs for each SPID

NPAC SMS shall establish a list of valid NPA-NXXs for each SPID using information obtained from an industry source.  (414, Req 1)

RR3-682	Maintaining List of Valid NPA-NXXs for each SPID

NPAC SMS shall maintain the list of valid NPA-NXXs for each SPID using information obtained from an industry source.  (previously NANC 414, Req 2) 

Note: The expectation is that the LNPA will manage the NPAC SMS NPA-NXX reference data in a timeframe that aligns with the industry guidelines ATIS 0300119 Thousands-Block (NPA-NXX-X) Central Office Code (NPA-NXX) Administration Guidelines effective October 31, 2019(COCAG – Central Office Code Assignment Guidelines - ATIS 030051 effective October 26, 2018). 

RR3-683	Updating List of Valid NPA-NXXs for each SPID

NPAC SMS shall update the list of valid NPA-NXXs for each SPID using information obtained from an industry source.  (previously NANC 414, Req 3)

RR3-684	Valid OCNs for each SPID

NPAC SMS shall establish a list of valid OCNs for each SPID using information obtained from each SPID entity.  (previously NANC 414, Req 4)

RR3-685	Maintaining List of Valid OCNs for each SPID

NPAC SMS shall maintain the list of valid OCNs for each SPID using information obtained from each SPID entity.  (previously NANC 414, Req 5)

RR3-686	Updating List of Valid OCNs for each SPID

NPAC SMS shall update the list of valid OCNs for each SPID using information obtained from each SPID entity.  (previously NANC 414, Req 6)
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NANC 497 - NPAC Customer ID in CMIP Key Exchange - v2.docx
NANC 497 – V2

Origination Date:  07/11/17

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC 497

Description:  NPAC Customer ID in CMIP Key Exchange Files

Functional Backwards Compatible:  Y



IMPACT/CHANGE ASSESSMENT





		DOC

		FRS

		IIS



		

		Y

		N







		CMIP

		GDMO

		ASN.1

		Neustar NPAC

		iconectiv NPAC

		SOA

		LSMS



		

		N

		N

		N

		YN

		TBDN

		TBDN







		XML

		XIS

		XSD

		Neustar NPAC

		iconectiv NPAC

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N

		N

		N









Business Need

Documentation updates to clarify use of NPAC Customer ID in CMIP key files.  



Description of Change:

Changes detailed below.






[bookmark: _Toc59881639]FRS:

NPAC SMS (changed text in yellow highlights)





Appendix D. Encryption Key Exchange

The CMIP  interface to NPAC SMS requires an exchange of the encryption keys used to verify digital signatures. This exchange will consist of a file containing the 1000 key list, and an acknowledgment of receipt of the list will consist of a file containing the MD5 checksum value of each key in the list.  This is a CMIP specific concept and applies only to the CMIP interface.  The formats for these files is described here.

Key Exchange File

The following table shows the format of the encryption key exchange file. This file consists of some header information, followed by 1000 instances of key information. There are no separators of any kind between the individual fields, between the header and key data, or between each set of key data.

When this file is generated by the NPAC SMS, the NPAC Customer Id field contains the region identifier of the NPAC region, as defined in IIS Exhibit 13. When this file is generated by the local system, the NPAC Customer Id field should contain the identifier of the NPAC Customer, but the NPAC SMS shall accept either the NPAC Customer ID or the NPAC region identifier as defined in IIS Exhibit 13.  





		ENCRYPTION KEY EXCHANGE FILE FORMAT



		Field Number

		Field Name

		Type

		Size (bytes)

		Format



		1

		NPAC Customer Id 

		ASCII

		4

		Character String



		[snip]

		

		

		

		













Key Acknowledgment File

Before a key list may be used, the sender must receive a key acknowledgment file. The key acknowledgment file serves two purposes:

1. Verify that the key list has been received by the intended recipient.

2. Verify the correctness of each key in the list.

Furthermore, the need for an acknowledgment of this kind is specified in requirement R7-108.2. Once this file has been received, the sender of the key list can put the list into active use.

Table D-1 below shows the format of the encryption key acknowledgment file. This file consists of some header information, followed by 1000 instances of key hash information. There are no separators of any kind between the individual fields, between the header and key hash data, or between each set of key hash data. The MD5 hash value will be calculated from the public modulus value of the key.

When this file is generated by the NPAC SMS, the NPAC Customer Id field contains the region identifier of the NPAC region, as defined in IIS Exhibit 13. When this file is generated by the local system, the NPAC Customer Id field should contain the identifier of the NPAC Customer, but the NPAC SMS shall accept either the NPAC Customer ID or the NPAC region identifier as defined in IIS Exhibit 13.  



		ENCRYPTION KEY ACKNOWLEDGEMENT FILE FORMAT



		Field Number

		Field Name

		Type

		Size (bytes)

		Format



		1

		NPAC Customer Id 

		ASCII

		4

		Character String



		[snip]
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NANC 546 - XIS Doc-only Changes - v2.docx
NANC 546 – v2

Origination Date:  09/07/2019

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC 546

Description:  XIS – Doc-only Changes

Functional Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT





		DOC

		FRS

		IIS



		

		N

		N







		CMIP

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N







		XML

		XIS

		XSD

		NPAC

		SOA

		LSMS



		

		Y

		N

		N

		N

		N









Business Need

Documentation update.



Description of Change:

Changes detailed below.




[bookmark: _Toc59881639]XIS:



In Section 2.6, the iconectiv NPAC always retries sending messages if the synchronous acknowledgement is not successfully confirmed, including all synchronous errors returned.  Make the following changes to this in Section 2.6.



[bookmark: _Toc338686179][bookmark: _Toc394492784]2.6   Recovery of Failed or Missed Messages

In the event that a service provider SOA or LSMS system is unavailable to respond or fails a message sent from the NPAC, the NPAC will continuously retry sending the message until successful delivery is achieved. In order to preserve message ordering, other messages queued to the SOA or LSMS system will be held waiting for successful delivery of the failed message. There are four different types of failures that can be encountered when initiating a message from the NPAC to a provider’s SOA or LSMS:

1. The NPAC fails in attempting to establish a connection to the HTTPS server provided by the SOA or LSMS system, or fails to receive a synchronous acknowledgement before the connection times out.

2. The NPAC is able to establish a connection to the SOA or LSMS system HTTPS server, but a synchronous acknowledgement message is returned with a failure status.  

3. The NPAC is able to establish a connection with the SOA or LSMS system HTTPS server and a successful synchronous acknowledgement is received, but no asynchronous reply is received before the established reply timeout period.  

4. The NPAC is able to establish a connection with the SOA or LSMS system HTTPS server and a successful synchronous acknowledgement is received, however, the asynchronous reply to the message indicates an error. 

In cases 1, 2, and 3 the default behavior of the NPAC system will be to continuously retry the message until successful. For case 4, subscription versions and pooled blocks will be automatically re-transmitted in the next housekeeping resend. For network data download and notifications, provider systems are responsible for either querying the NPAC or requesting a BDD. 

It is also important to note that in cases 1 and 2, the NPAC will repeatedly resend the  same message until it can be delivered and a successful synchronous acknowledgement  message is returned.  In cases where the local system can determine that the failure is due  to a temporary condition that affects all messages (e.g. a database issue), the default  behavior of allowing the NPAC to continuously retry the current message is desirable.  In  cases where the failure is message specific (e.g. a software error is preventing the parsing  of that particular message), it may be desirable to respond with an access_denied error to  allow other messages to flow to the local system. 

The NPAC will have the capability to turn off the continuous retries for any specific message or all queued messages for a SPID. When this is done, the SOA or LSMS system must take corrective action (a BDD, query, or audit) to recover what has been missed.

 



In the Npb Modify Download message in Section 5.8.18 of the XIS, the sp_id attribute (which identifies the Block Holder SPID) is identified as a required attribute, but the XSD identifies this attribute as Optional for the Npb Modify Download message.  Modify the definition of this attribute in the XIS to be “Optional” to match the XSDs.

[bookmark: _Toc338686517][bookmark: _Toc394492925]5.8.18  NpbModifyDownload

The NpbModifyDownload message is sent from the NPAC to a LSMS to indicate a pooled block has been modified at the NPAC.



[bookmark: _Toc338686518]NpbModifyDownload Parameters

		Parameter

		Description



		block_id

		Required - the unique numeric identifier of the modified number pool block



		block_dash_x

		Required -  the NPA-NXX-X value of the modified number pool block



		sp_id

		Required Optional -  the SPID that owns the modified number pool block (block holder)
Note: The Block Holder SPID will appear in the NpbModifyDownload message except for a download associated with an audit discrepancy when the LSMS Block Holder SPID is different than the NPAC SMS Block Holder SPID – the sp_id parameter will not be populated.



		svb_activation_timestamp

		Optional - the timestamp of when the modified number pool block was activated







[snip]

XSD: the Number Pool Block Modify Data structure shows that the Service Provider ID is optional.

[snip]

	<xs:complexType name="NumberPoolBlockModifyData">

		<xs:sequence>

			<xs:element name="block_id" type="BlockId"/>

			<xs:element name="block_dash_x" type="NpaNxxX"/>

			<xs:element name="sp_id" type="ServiceProvId" minOccurs="0"/>

			<xs:element name="svb_activation_timestamp" type="xs:dateTime" minOccurs="0"/>

[snip]



In The SV Query Reply message parameters defined in Section 5.6.49.1 for NPAC to SOA messages as well as in Section 5.8.30.1 for NPAC to LSMS messages, the sv_cancellation_timestamp is defined twice – remove the second occurrence of this parameter.



[bookmark: _Toc338686552]SvQueryReply Parameters

		Parameter

		Description



		basic_code

		This required attribute will always be populated in this message. basic_code indicates the high level success or failure, and is described in detail in the “Error Handling” section.



		status_code

		status_code is an optional field that specifies the error number. 



		status_info

		status_info is an optional field that describes the error info. 



		sv_list

		This field is a list of sv_data objects that describe the SVs returned by the query



		sv_id

		This required field is the unique identifier for this SV



		sv_tn	

		This required field is the telephone number of this SV





	[snip]

		sv_disconnect_complete_timestamp

		This optional field is the timestamp that the disconnect of this SV was completed.



		sv_cancellation_timestamp

		This optional field is the timestamp that the cancellation of this SV was completed.



		sv_creation_timestamp

		This optional field is the timestamp that the SV was created.



		sv_cancellation_timestamp

		This optional field is the timestamp that the cancellation of this SV was completed.



		svb_failed_sp_list

		This optional field specifies (possibly multiple) spid/name pairs of LSMSs that may not have the latest information for this SV 





	[snip]
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NANC TBD - Billing ID and Alt-Billing ID Consistency.docx
NANC TBD

Origination Date:  11/05/2019

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC TBD

Description:  Billing ID and Alt-Billing ID Consistency

Functional Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT





		DOC

		FRS

		IIS



		

		Y

		N







		CMIP

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N







		XML

		XIS

		XSD

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N









Business Need

The optional Billing ID field on SVs is defined in the FRS as a variable 1-4 alphanumeric character field, while the Alt-Billing ID field is defined as a variable 1-4 character field (with no limitation that the characters be alphanumeric).  Also, the optional Alternatvie SPID is defined in the FRS as a 4 alphanumeric character field, while the Last Alternatvie SPID field is defined as a 4 character field (with no limitation that the characters be alphanumeric).  Every instance of an SV or Number Pool Block in the NPAC database that has the Alt-Billing ID or Last Alternative SPID field populated only has it populated with alphanumeric characters.  In the spirit of normalizing and correcting documentation for the transition, iconectiv believes that the data definition of these two similar fields should be standardized.

Also see PIM 127.



Description of Change:

Modify the FRS Data Dictionary Definitions of the Alt-Billing ID field in Table 3-7 Subscription Version Data Model and Table 3-9 Number Pool Block Holder Information Data Model to indicate that it can only consist of alphanumeric characters, similar to the Billing ID field.  

Table 3-7 Subscription Version Data Model changes:		



		Last Alternative SPID

		C (4)

		

		An alphanumeric code which identifies the Last Alternative SPID for a Subscription Version.

This field may be specified only if the service provider SOA supports Last Alternative SPID.  The Last Alternative SPID is the SPID of the subtending Service Provider having the retail relationship with the end user.





		Alt-Billing ID

		C (4)

		

		An alphanumeric code which identifies the Alt-Billing ID for a Subscription Version.

This field may only be specified if the service provider SOA supports Alt-Billing ID.







Table 3-9 Number Pool Block Holder Information Data Model changes:



		Last Alternative SPID

		C (4)

		

		An alphanumeric code which identifies the Last Alternative SPID for a Number Pool Block.

This field may be specified only if the service provider SOA supports Last Alternative SPID.  The Last Alternative SPID is the SPID of the subtending Service Provider having the retail relationship with the end user.







		Alt-Billing ID

		C (4)

		

		An alphanumeric code which identifies the Alt-Billing ID for a Number Pool Block.

This field may only be specified if the service provider SOA supports Alt-Billing ID.









Modify the Optional Data XML Schema to add comments identifying that the Alt-Billing ID (and Alt SPID) fields are alphanumeric.



XML - US



<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified" attributeFormDefault="unqualified">

   <!-- Basic Data Types -->

   <xs:simpleType name="NumberString">

       <xs:restriction base="xs:string">

           <xs:pattern value="[0-9]{0,}"/>

       </xs:restriction>

   </xs:simpleType>

   <!-- SPID must be alphanumeric characters only -->

   <xs:simpleType name="SPID">

       <xs:restriction base="xs:string">

           <xs:length value="4"/>

       </xs:restriction>

   </xs:simpleType>

   <!-- Second Level Data Types -->

   <xs:simpleType name="EULV_DATATYPE">

       <xs:restriction base="NumberString">

           <xs:minLength value="1"/>

           <xs:maxLength value="12"/>

       </xs:restriction>

   </xs:simpleType>

   <xs:simpleType name="EULT_DATATYPE">

       <xs:restriction base="NumberString">

           <xs:length value="2"/>

       </xs:restriction>

   </xs:simpleType>

   <!-- BID_DATATYPE must be alphanumeric characters only -->

   <xs:simpleType name="BID_DATATYPE">

       <xs:restriction base="xs:string">

           <xs:minLength value="1"/>

           <xs:maxLength value="4"/>

       </xs:restriction>

   </xs:simpleType>

   <xs:simpleType name="Generic-URI">

       <xs:restriction base="xs:string">

           <xs:minLength value="1"/>

           <xs:maxLength value="255"/>

       </xs:restriction>

   </xs:simpleType>

   <xs:complexType name="OptionalData">

   <xs:all>

       <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>

       <xs:element name="ALTEULV" type="EULV_DATATYPE" nillable="true" minOccurs="0"/>

       <xs:element name="ALTEULT" type="EULT_DATATYPE" nillable="true" minOccurs="0"/>

       <xs:element name="ALTBID" type="BID_DATATYPE" nillable="true" minOccurs="0"/>

       <xs:element name="VOICEURI" type="Generic-URI" nillable="true" minOccurs="0"/>

       <xs:element name="MMSURI" type="Generic-URI" nillable="true" minOccurs="0"/>

       <xs:element name="SMSURI" type="Generic-URI" nillable="true" minOccurs="0"/>

        <xs:element name="LALTSPID" type="SPID" nillable="true" minOccurs="0"/>

   </xs:all>

   </xs:complexType>

   <xs:element name="OptionalData" type="OptionalData"/>

</xs:schema>
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IMPACT/CHANGE ASSESSMENT



		DOC

		FRS

		IIS



		

		N

		N







		CMIP

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N







		XML

		XIS

		XSD

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N









Business Need

Prior to the NPAC Transition, a separate test plan document outside of the Certification and Regression Testing Plan was developed to test Notification Suppression (for delegate/grantor related transactions in XML) in NANC Release 3.4.8.  In order to provide a single documentation set associated with Vendor Certification and Regression testing, the contents of the NPAC SMS Release 3.4.8 Turn Up Test Plan needs to be incorporated into the Vendor Certification and Regression Test Plan documentation.  Also see PIM 125.



Description of Change:

Changes listed below.



[bookmark: _Toc59881639]Vendor Certification and Regression Test Plan Updates:


With NPAC SMS Release 3.4.8, Notification Suppression was supported and a separate test plan developed to test that feature.  This test plan repeated many of the introductory sections found in the Vendor Certification and Regression Test Plan and do not need to be included in the Vendor Certification and Regressin Test Plan.  

The Release 3.4.8 Notification Suppression Test Plan laid out a strategy for testing Notification Suppression using existing Test Cases that are run under different scenarios.  No new Test Cases were introduced.  This strategy will become a new sub-chapter of Chapter 15 in the Vendor Certification and Regression Test Plan.  The individual test cases identified for in this strategy will be updated to indicate that if the System Under Test supports XML notification suppression, then TC needs to be run/re-run as outlined in the new subchapter of Chapter 15.



New Chapter 15. Subsection 5 Contents:

5.  NANC 458 – Service Provider Requested Notification Suppression

This section contains a testing strategy designed for Vendor Certification and Regression testing of Release 3.4.8 of the NPAC software.  NPAC Release 3.4.8 concerned included the implementation of NANC 458, Service Provider Requested Notification Suppression.  This testing strategy involves no new test cases, instead relying on existing test cases that will be repeated under different conditions as described below.

Tests should be executed in three cycles:

1. Set up as a SPID in a Regular configuration (standalone SPID)

2. Set up as a SPID in a Delegation configuration (Grantor-Delegate – no authorized suppression)

3. Set up as a SPID in a Delegation configuration (Grantor-Delegate – authorized suppression in both directions between grantor and delegate)

For the Delegation configuration, submit the Request multiple times (variety of no suppression, single suppression, and multiple suppression) to cover the following scenarios:

1. suppress to self (Initiator SPID)

2. suppress to parent Grantor (if Initiator SPID is a Delegate)

3. suppress to Delegates(s) (if Initiator SPID is a Grantor or one of several Delegates related to a parent Grantor)

4. suppress to the Other SPID

5. suppress to the Other SPID’s Delegate(s)

Cycle 2 above (no authorized suppression) will use existing behavior (NPAC Delegation Feature), so only Create and Release test cases will be performed.

Suppression options are defined in the table below:







		

		Suppress Notifications Options:



		Role of SPID Sending Request

		Self (Initiator)

		Grantor

		Delegate(s)

		Other SPID

		Delegate(s) of Other SPID



		 

		 

		 

		 

		 

		 



		BAU SPID

		Y

		N/A

		N/A

		Y

		Y



		Delegate

		Y

		Y

		Y

		Y

		Y



		Grantor

		Y

		N/A

		Y

		Y

		Y



		 

		 

		 

		 

		 

		 



		(shading)

		 = Authorization required from the SPID being suppressed







All testing for Service Provider-requested Notification Suppression will use existing Vendor Certification and Regression Test Cases as listed below for New Service Provider and Old Service Provider.  All of the below Test Cases are run for Certification Testing.  Many of the Test Cases below are also identified as Regression Test Cases in Chapter 7 – this means they are run in Regression Testing with a SPID in standalone confliguration (Delegation feature not turned on).  The ones identified as (Notification Suppression Regression) are Regression Test Cases used to Regression Test the Notification Suppression feature (Delegation feature turned on and Notification Suppression scenarios tested).  

(Also note, the first test case below – Ch 9, NANC 201-1, is not identified as a Regression Test Case in chapter 7, but this will be changed to be a Regression Test Case.)

1. NSP SV Create with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.
Chapter 9, NANC 201-1 (Notification Suppression Regression) SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

2. NSP SV Modify with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 8, 8.1.2.2.1.1 (Notification Suppression Regression) Modify required fields for a single TN ‘pending’ port with valid data. – Success  (modify the New SP Due Date field to ensure an AVC is applicable to the test case)

3. NSP SV Cancel with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 8, 8.1.2.5.1.2 Subscription Version Cancel With Only One Create Action Received (New Service Provider SOA Mechanized Interface). – Success

4. NSP SV Cancel Concurrence with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 8, 8.1.2.5.1.7 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (New Service Provider’s SOA Mechanized Interface)

5. NSP SV Cancel Un-Do with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter13, NANC 388-1 SOA – Using their SOA system, Service Provider personnel send an “un-do” cancel request to the NPAC SMS for a Subscription Version in a Cancel-Pending status for which they are either the New SP or Old SP that cancelled the SV – Success

6. NSP SV Conflict Resolution with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 9, NANC 201-25 SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type and Business Type are set to ‘LONG’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success

7. NSP SV Activate with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 11, 2.8 (Notification Suppression Regression) SOA – Service Provider Personnel activate a single SV. Their Customer TN Range Notification Indicator is set to their production value. Even though this is a single SV, the activate request results in a range notification. – Success

8. NSP SV Disconnect with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.
Chapter 11, 2.19 (Notification Suppression Regression) SOA – Service Provider Personnel perform an immediate disconnect of a single active SV. Their Customer TN Range Notification Indicator is set to their production value. – Success

9. NSP Pool Block Create with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 10, 4.1.1  SOA - Service Provider Personnel create a non-contaminated Number Pool Block – Success

10. NSP Pool Block Modify with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 10, 4.2.1 SOA- Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to FALSE (and contains Subscription Versions with LNP Types of ‘POOL’, ‘LISP’ and ‘LSPP’). – Success
Also perform test 4.2.1 with SOA Origination Indicator set to TRUE

11. OSP SV Create with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 8, 8.1.2.1.1.32 (Notification Suppression Regression)  Create inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success

12. OSP SV Modify with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 12, 218-1 SOA – (Old) Service Provider Personnel submit a single TN, subscription version modify request specifying Authorization (FALSE) and a valid status change cause code, setting the subscription version status to conflict after both Service Providers have created/concurred to the port, and prior to the Conflict Restriction Window - SUCCESS

13. OSP SV Cancel with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 11, 2.27 SOA – Old Service Provider Personnel cancel a single SV. Their Customer TN Range Notification Indicator is set to their production value. In the pre-requisite create process only the Old SP has submitted a create request. Even though this is a single SV, the cancel request results in a range notification. – Success

14. OSP SV Cancel Concurrence with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 8, 8.1.2.5.1.6 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (Old Service Provider’s SOA Mechanized Interface)

15. OSP SV Cancel Un-Do with notification suppression TRUE in some cycles and configurations, and FALSE in other cycles and configurations.

Chapter 13, NANC 388-1 SOA – Using their SOA system, Service Provider personnel send an “un-do” cancel request to the NPAC SMS for a Subscription Version in a Cancel-Pending status for which they are either the New SP or Old SP that cancelled the SV – Success

Test Case “Success” definition:

· When Notification Suppression is set to TRUE,

· and requesting SPID is authorized by suppressed SPID to suppress – notifications are suppressed

· and requesting SPID is NOT authorized by suppressed SPID to suppress – notifications are sent

· When Notification Suppression is set to FALSE,

· and requesting SPID is authorized by suppressed SPID to suppress – notifications are sent

· and requesting SPID is NOT authorized by suppressed SPID to suppress – notifications are sent

[bookmark: A812211]For Example, in test case 8.1.2.2.1.1 (Modify required fields for a single TN ‘pending’ port with valid data. – Success) test steps 4, 5, 6, and 7 would apply when notifications should be sent, and would not apply when notifications should be suppressed.

Step Result-4:  NPAC SMS issues an M-EVENT-REPORT attributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the Old Service Provider SOA.

Step Result-5:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.

Step Result-6:  NPAC SMS issues M-EVENT-REPORT attributeValueChange in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the New Service Provider SOA.

Step Result-7:  The New Service Provider SOA returns M-EVENT-REPORT confirmation in CMIP (or NOTR – NotificationReply in XML) to the NPAC SMS.

Optionally, any additional tests may be executed with Notification Suppression set to TRUE or FALSE, and authorization given or not given by suppressed SPID.

The following table summarizes the Test Cases identified above and also identifies which ones are identified for Regression Testing (as a standalone SPID without Notification Suppression) and of those, which ones will be used to Regression Test the Notification Suppression feature.



		Test Case Type and ID

		Certification

		Regression without Notification Suppression

		Notification Suppression Regression



		NSP SV Create (Ch 9, NANC 201-1)

		X

		X

		X



		NSP SV Modify (Ch 8, 8.1.2.2.1.1)

		X

		X

		X



		NSP SV Cancel (Ch 8, 8.1.2.5.1.2)

		X

		

		



		NSP SV Cancel Concurrence (Ch 8, 8.1.2.5.1.7)

		X

		X

		



		NSP SV Cancel Un-do (Ch 13, NANC 388-1)

		X

		X

		



		NSP SV Conflict Resolution (Ch 9, NANC 201-25)

		X

		

		



		NSP SV Activate (Ch 11, 2.8)

		X

		X

		X



		NSP SV Disconnect (Ch 11, 2.19)

		X

		X

		X



		NSP Pool Block Create (Ch 10, 4.1.1)

		X

		X

		



		NSP Pool Block Modify (Ch 10, 4.2.1)

		X

		X

		



		OSP SV Create (Ch 8, 8.1.2.1.1.32)

		X

		X

		X



		OSP SV Modify (Ch 12, 218-1)

		X

		

		



		OSP SV Cancel (Ch 11, 2.27)

		X

		X

		



		OSP SV Cancel Concurrence (Ch 8, 8.1.2.5.1.6)

		X

		

		



		OSP SV Cancel Un-do (Ch 13, NANC 388-1)

		X

		X

		







For each of the Notification Suppression related test cases identified above, make the following  statement in the objective of the related test case.

“Note - If the system under test is an XML SOA that supports Notification Suppression, then you must exercise this test case multiple times for different notification suppression scenarios as defined in Chapter 15, Section 5, NANC 458 of this test plan for Certification Testing and Regression Tesing (only include “and Regression Testing” at the end of this statement for those Test Cases identified above as Regression).”



For example, the objective of first Test Case identified above, NANC 201-1 in chapter 9 will change as follows:

		TEST IDENTITY



		Test Case Number:

		NANC 201-1

		Priority:

		Conditional



		Objective:



		SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when  the New Service Provider ‘Port In Timer’ is set to ‘SHORT’ and ‘SP Business Hours’ is set to ‘NORMAL’ and the Old Service Provider ‘Port Out Timer’ is set to ‘SHORT’ and ‘SP Business Hours’ is set to ‘NORMAL, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

Note - If the system under test is an XML SOA that supports Notification Suppression, then you must exercise this test case multiple times for different notification suppression scenarios as defined in Chapter 15, Section 5, NANC 458 of this test plan for Certification Testing and Regression Testing.









Chapter 7 of the Test Plan that identifies all of the test cases and their involvement in Certification and Regression Testing will be updated to identify the potential need to execute the above identified test cases for XML systems that support Notification Suppression.



[bookmark: _Toc113854282][bookmark: _Toc113854323][bookmark: _Toc113854407][bookmark: _Toc113938152][bookmark: _Toc9349847]7.   Individual Turn UpVendor Certification and Regression Test Case Matrix:



This section contains a matrix of all test cases written and defined for Service Provider Turn UpVendor Certification and Regression testing in an individual service provider environment up to and including Release 3.2.  Individual Service Provider and Group Service Provider Turn Up test cases for the current release of NPAC Software (3.3) can be found in the related document, NPAC Release 3.3 Individual Functional Test Cases.  

NOTE: With the NANC 458 XML Notification Suppression Feature, although no new Test Cases were introduced, a new Chapter to the Test Plan, Chapter 15, Section 5 was incorporated that identifies a strategy for testing Notification Suppression using existing Test Cases.  If an XML system under test supports Notification Suppression, then the identified Test Cases may need to be run multiple times under different notification suppression scenarios as outlined in Chapter 15, Section 5.  The applicable Test Cases are identified in Chapter 15, Section 5, but to aid the users of this Chapter 7 Test Case Matrix, the Objective of the impacted test cases will be augmented with a pointer to this Note.

An example:

		

		New

Entrant 

		Re-gression

		CMIP SOA

		CMIP LSMS

		XML SOA

		XML LSMS



		Test Case Objective

		New Vendor

		Exp Vendor

		

		

		

		



		NANC 201-1 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

See the NOTE at the beginning of Chapter 7 for Notification Suppression Testing involvement.

		X

		X

		X

		

		X
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Update 	

Current release Industry documentation:

NPAC 4.1c Release 

https://numberportability.com/industry-info/software-releases/npac-4-1/

Sunset Release R5.0 (flash cut)

NPAC 5.0 Release Related documents (Pre-Production view)

https://numberportability.com/industry-info/software-releases/npac-5-0/

Version 2 (subsequent change orders added) will be posted after November Industry review

Change Orders include:

NANC 403 – Allow Recovery Messages to be sent only during Recovery

NANC 472 – ASN.1 – Audit Discrepancy Report

NANC 531 – Recovery/Roll up

NANC 533 - Audits with Activation Timestamp Range

NANC 537 – MUMP Due Date Matching

NANC 538 – Expanded Deletion of Inactive SPIDs

NANC 541 – Time Based Recovery Limit

NANC 549 - Removal of Customer Contact Related Error Codes
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