


LNP Informal Meeting
Date   10/6/2020 – Conference call 11:00 – 5:00 PM Eastern 45 participants
Meeting Attendance
	Name
	Company
	Name
	Company

	John Nakamura
	10xpeople (phone)
	John Malyar
	iconectiv (phone)

	Lisa Marie Maxson
	10xpeople (phone)
	Michael Doherty 
	iconectiv (phone)

	Kim Isaacs
	Allstream (phone)
	Pat White
	iconectiv (phone)

	Teresa Patton
	AT&T (phone)
	Shanmugavel Krishnan
	iconectiv (phone)

	Joy McConnell-Couch
	CenturyLink (phone)
	Steve Koch
	iconectiv (phone)

	Kathy Troughton
	Charter (phone)
	Bridget Alexander-White
	JSI (phone)

	Erik Chuss
	ChaseTech Consulting (phone)
	Sandeep Gupta
	NetNumber (phone)

	Arnold Monell
	Cincinnati Bell (phone)
	Vincent Hamrick
	Oracle (phone)

	Randee Ryan
	Comcast (phone)
	Tara Farquhar
	SOMOS (phone)

	Diane Alexenberg
	Dish (phone)
	Mary Retka
	SOMOS (phone)

	Shannon Donohue
	EZ Texting (phone)
	Jeanne Kulesa
	Synchronoss (phone)

	Sheri Pressler
	Frontier (phone)
	Niraj Prakash
	T-Mobile (phone)

	Crystal Hanus
	GVNW (phone)
	Margie Mersman
	TCA (phone)

	Cathy McMahon
	iconectiv (phone)
	Sarah Halko
	Telnyx (phone)

	Carolyn Knight
	iconectiv (phone)
	Bob Bruce
	Syniverse (phone)

	Deborah Lasher
	iconectiv (phone)
	Bale Pathman
	Verizon Wireless (phone)

	Doug Babcock
	iconectiv (phone)
	Deborah Tucker
	Verizon Wireless (phone)

	George Tsacnaris
	iconectiv (phone)
	Scott McGee
	X3I

	Guests: Mitul Parmar, Greg
	Chris Cunningham, 
	Sam Grayson
	




Introductions and Agenda Review – All
Antitrust Notice 
· Chairperson read anti-trust notice

September 8, 2020 Draft Meeting Notes – Review/Approve	
· Meeting minutes were approved.

Issues from Other Industry Groups:
· OBF Committee Readout – Randee Ryan
· ATIS INC Readout – Michael Doherty

Open Action Item Review
· 11122019-02 - Originators to review the PIM Originator document prior to the next FTF meeting.  PIM Originators to continue to review PIMs to provide “Final Resolution” statement approvals or rejections as iconectiv CMA continues to make updates to PIMs.  - Ongoing
· 06022020-01 - Industry to review the PowerPoint on group structure and send feedback/suggestions to the chairperson – Reviewed - Closed
· 08112020-01 - Participants to review the Fraudulent Port White Paper and provide feedback by next meeting.  – Remains Open
· 09082020-01 - iconectiv to verify New Entrant checklist and procedures include the correct information – Remains Open until website is updated.  Target is end of the year.

Overview/Proposal of future for this group
· AI 06022020-01 - Industry to review the PowerPoint on group structure and send feedback/suggestions to the chairperson
· Group Name responses review/finalization  
· NPIF – Number Portability Industry Forum - 15
· NPOF – Number Portability Open Forum - 2
· NPTIF – Number Portability Technical Issues Forum - 1
· NPOTF - Number Portability Open Technical Forum - 4
· NPTF – Number Portability Technical Forum - 2
· NPCIG - Number Portability Common Interest Group - 2
· NPF – Number Portability Forum - 10

· Consensus reached to go with new group name of NPIF
· New Action Item 10062020-01 - chairperson to reach out to NAOWG to get approval on new name
· Consensus reached on process for co-chair nominations.  Each participant to send an email to the CMA (cma@iconectiv.numberportability.com) with their nominations for the co-chair positions 
· New Action Item 10062020-02 - participants to provide nominations for co-chairs of NPIF.  
· Everyone can participate in voting.  1 vote per participant
· Co-chairs should be Service Providers.  
· Nominations can be made until November meeting when decision will be made

Continued Release Planning
· Release 5.0 Discussion (2020) – iconectiv reviewed


· Test plan preparation and Testbed Connectivity 2Q, 2020
· Vendor recertification testing begin 6/1/2020 
· Vendor testing complete prior to 10/09/2020 
· All Vendors have completed Certification (congrats to all)
· Optional Service Provider “pairwise” testing underway 
· Flash cut weekend 10/25/2020

· Canada’s annual failover originally scheduled for the same day (October 25, 2020) as Release 5.0 was moved to another date
· Reach out to George Tsacnaris (iconectiv) if you would like to volunteer for joint testing

SPID Migration Blackout dates – 
· Every first Sunday of each month
· Failover Weekend:  2/21/21
· Holiday Weekends:  5/30/21, 11/28/21, 12/26/21
· Consensus reached on SPID Migration dates

Change Management Summary 
· Change Order Summary Documents Review – CMA reviewed
· Change Order Summary – Open COs
· Change Order (Open/Requested) Status Review 
· Open 
· NANC 447 - NPAC Support for CMIP over TCP/IPv6
· Requested (included in Release 5.0)
· NANC 403 - Only allow Recovery Messages to be sent during Recovery  
· NANC 472 - ASN.1 – Audit Discrepancy Report  
· Consensus reached to move this back to Open status to make additional updates to Industry Specifications  
· NANC 494 - RR6-237-XML Message Delegation
· NANC 497 - NPAC Customer ID in CMIP Key Exchange Files
· NANC 528 - GDMO-ASN.1-XSD updates – v3 (7 related COs)
· NANC 531 - Recovery Rollup
· NANC 533 - Audits with Activation Timestamp Range 
· NANC 534 - Reference Data Updates for new NPA-NXX – Doc Only
· NANC 535 - SP Deletion Validations for Alt SPID and Last Alt SPID 
· NANC 537 - MUMP Due Date Matching
· NANC 538 -  Expanded Deletion of Inactive SPIDs 
· NANC 541 - Time Based Recovery Limit 
· NANC 542 - Retry Timer Interval – Doc Only Changes
· NANC 543 - Vendor Certification and Regression Test Plan Updates – Doc Only Updates for Release 5.0 
· NANC 544 - FRS – Doc Only Changes
· NANC 545 - GDMO – Doc Only Changes
· NANC 546 - XIS – DOC Only Changes
· NANC 547 - Vendor Test Plan for Notification Suppression
· NANC 548 - XIS Doc-Only Changes – XML Content Type
· NANC 549 - Removal of Customer Contact Related Error Codes
· NANC 550 - Billing and Alt-Billing ID consistency
· NANC 551 - lsmsfilterNPA-NXX – Doc Only Changes
PIM, Change Order and Documentation – CMA reviewed
· PIM Tracking Matrix Document review 
· Final Resolution review - CMA reviewed Final Resolutions on PIMS 20-45.
· Consensus reached on Final Resolutions on PIMS 20-45
· CMA to accept changes to documents and post to the website  
· Prove (fka Payphone)(Mitul) presented their use of data


· Utilize Line Type and who the carrier is to route calls
· Being able to delineate between Fixed and non-fixed VoIP
· SPID & AltSPID – more accurate information can help customers to more precisely control their decisions.
· Port Deletes and PTO vs True Disconnect – denote a difference between a PTO and True Disconnect
· Wish List
· MVNO designation beyond Alt SPID – maybe new AltSPID to better ID an MVNO
· SIM Change Notifications
· Identify a win back due to Account Take Over (ATO) date
· Further delineation of Mobile Line Type (Mobile, Data Only, IoT device, etc.)
· PIM Review 
· Existing 
· PIM 133 – NPAC Data Population for Fraud Identification v2 
· Lisa Marie (10X People) reviewed the updated PIM
· New Action Item 10062020-03 - SPs to review PIM 133 in detail and be prepared to discuss further at the December NPIF meeting
· PIM 132 – Use of SP Name for Identification 
· George Tsacnaris (iconectiv) reviewed this PIM and the associated SPID Assignment Naming Convention document.
· Over 100 changes would need to be made to support this new convention.  Changes will be made in smaller groups.
· A notice will be sent out to the Industry that SPID name changes will begin (i.e. adding delegating grantors to the SPID name) to change in 30 days.  
· Add wording in the notification that if carriers want a proactive notification they should contact iconectiv.
· iconectiv to craft a Final Resolution for review at the November NPIF meeting
· iconectiv to move forward with sending the notification
· Change Order Discussion
· CO TBD – XIS – Timestamp examples format – Doc Only changes
· Michael Doherty (iconectiv) reviewed the draft CO 
· This draft CO was accepted and assigned CO 552
· Since Industry Specification documentation was reviewed and these Doc Only changes will be part of the R5.0, consensus was reached to move this CO directly to Requested status
· CMA to post to website
· CO TBD – FRS – BDD Response files and NPA Edit Flag Indicator – Doc Only changes
· Michael Doherty (iconectiv) reviewed the draft CO 
· This draft CO was accepted and assigned CO 553
· Since Industry Specification documentation was reviewed and these Doc Only changes will be part of the R5.0, consensus was reached to move this CO directly to Requested status
· CMA to post to website
· CO TBD – XML LSMS Query Recovery
· Steve Koch (iconectiv) reviewed the draft CO
· This draft CO was accepted and assigned CO 554
· Version 2 will be sent out with corrections to the steps
· NANC 472 – ASN.1 Audit Discrepancy Report v4
· Michael Doherty (iconectiv) reviewed the new changes in this reopened CO 
· Consensus reached on these changes
· Since Industry Specification documentation was reviewed and these Doc Only changes will be part of the R5.0, consensus was reached to move this CO back to Requested status
· CMA to post to website
· Best Practice Discussion
· BP 11 – NPAC User Application Process v2
· George Tsacnaris (iconectiv) reviewed the BP
· Consensus reached to update this BP
· CMA to post to website

· Industry Specifications
· FRS – CMA reviewed the changes in the FRS from NANC 472, & CO 553
· XIS - CMA reviewed the changes in the XIS from CO 552
· After completion of R5.0 on October 25, 2020 changes in these Industry Specifications will be accepted and clean version of the documents posted to the website
Fraudulent Port Sub Team Update – postponed until November NPIF meeting due to time 
Action Items Updates/Status Review
· 3 new AIs
2020 Meeting Schedule 
· November 3, 2020 11-1 Eastern
· December 8, 2020 11-5 Eastern 
· January 5, 2020 11-1 Eastern
· February 9, 2020 11-5 Eastern

Unfinished/New Business
· None

4:33 PM 	Meeting Adjourned
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Proven Results


150+ MOBILE IDENTITY


PATENTS


1,000+ ENTERPRISE 


CUSTOMERS, 500+ BANKS


9 OF THE TOP 10 US BANKS


20 BILLION AUTHENTICATION 


EVENTS IN 2019


SUPPORT FOR 195 COUNTRIES
PRIVACY-ENHANCING 


ARCHITECTURE


PHONE OWNERSHIP 


AND REPUTATION FOR 


95% OF THE U.S. 
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1,000 Enterprises, 500+ Banks, 20 Billion Transactions


BanksHealthcare


Channels


Insurance


Modernizing Both Leaders & Challengers


Financial Services
Brokerages


Digital Trust


Retail
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For decades identity verification and KYC has focused on the applicant


by comparing their “First and Last Name” to their personal data at data 


aggregators


– Easy to defeat, since fraudsters need to know only the victim’s personal data 


to commit fraud


– Expensive to operate due to the manual intervention caused by data 


inaccuracies (synthetic identities and ”data drift” that data aggregators suffer 


due to lumbering and porous update processes)


– Poor coverage of 25% of the US (under 30-year-olds) due to the lack of 


public records data and credit headers


– Eroding consumer trust as data aggregator themselves suffer frequent, 


massive data breaches


“This antiquated approach has forced businesses to plug a very leaky boat with 


numerous point solutions creating a Frankenstein of cost and complexity. 


This approach is wholly unsuited for capture of the digital economy.”


The Old “Person-Centric” Approach


- Tier 1 Bank SVP
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Identity verification was designed decades ago when consumers filled out paper forms. It is cumbersome, 


ineffective, expensive and outdated.


Our mission is to modernize identity authentication for a digital world


Enter First and 


Last Name


”What is your First and Last Name?”


Modern Way


“What’s Your Phone Number?”


Outdated Way
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• The digital economy cannot be secured by an 


approach designed decades ago.


• Prove’s phone-centric approach modernizes every 


business process. One platform to support all use 


cases, dramatically lowering cost and complexity 


while driving revenue with 90%+ approve rates.


– Digital Acquisition


– Digital Onboarding 


– Digital Servicing


– Contact Center


– Digital Payments


– Compliance


The Phone is the Future


prove


Privacy


Enhancing


Passive 


Authentication


Strong 


Identity


Shared 


Signals


Real-time


Accuracy


Seamless 


Digital 


Journey


Phones Have 


Longitudinal 


Reputation


Phones 


are 24/7


Mobile


Phones


PCs & 


Tablets


SMS &


Chat/IVA


Contact


Center
Smart


Speakers


VoIP &


Landline


ATMs
Point-of-


Sale


Branches In-Store
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Possession, Reputation and Ownership, used together, give clients the confidence to thrive in digital growth


“PRO” is how we deliver modern identity authentication


Definitively prove 


ownership


of the phone


(Identity)


Passively prove 


possession


of the phone


(Authentication)


Assess real-time


reputation


of the phone


(Reputation)


Multiple factors, in one-step
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Prove’s Learnings







9©2020 Prove. All Rights Reserved. Proprietary & Confidential


• The recent pandemic has accelerated the shift to transacting in a digital, mobile-first manner


• April 2020 saw a 200% jump in new mobile banking registrations, while mobile banking traffic rose 


85%(1)


• 91% of Americans carried out some form of online banking activity in the last 30 days(2)


• Service providers can play a leading role in helping governments and businesses more accurately verify 


digital identities


○ Verifying consumer identity is a key hurdle in online activities like opening accounts, receiving 


disbursements, etc.


• More accurate data from service providers would meaningfully improve public safety and businesses’ 


confidence in digital identities


• COVID-19 has not only accelerated digital adoption, but also significantly increased fraud


Accelerating Need for Digital Identity


(1) Fidelity National Information Services
(2) Deposit Accounts Survey (July 2020)
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Growing Threats of SIM Swap Fraud and Account Takeovers


“Consumers have no choice but to rely on 


phone companies to protect them against 


SIM swaps — and they need to be able to 


count on the FCC to hold mobile carriers 


accountable when they fail to secure their 


systems and thus harm consumers.”


Senator Ron 
Wyden
Letter to FCC
January 2020 


(1) CPO Magazine; account takeovers are a top 10 fraud method
(2) Javelin 2019 Identity Fraud Study


Princeton Study finds five major US 
carriers vulnerable to SIM-swapping 
tactics January 2020


• Phone numbers, a central element of 


consumers’ digital lives, are under attack 


from SIM swap fraud and mobile account 


takeovers


• SIM swaps have grown significantly in last 


few years


• Account takeover fraud cost US 


businesses $5.1B in 2017 (~3x prior 


year)(1)


○ Mobile phone account takeovers 


surged to 680k victims in 2018 


(nearly 2x prior year)(2)


• COVID-19 pandemic is accelerating all 


fraud trends
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Impact to Prove:


• Prove has built in line type override capability in its platform. This is fed by manual research and updates 


on a semi regular basis. Many times, it’s a best guess and line types may still not be correctly determined


Impact to Prove’s Customers / End Users:


• Incorrect routing to the service provider API’s where opportunity for enhanced data is missed or errors are 


raised


• Verification and associated scoring are erroneously raised or lowered resulting in bad user experience or 


fraud


Possible Solutions and Impact:


• Cleanup of line types within NPAC and delineation of Fixed and Non-Fixed VoIP alleviates the above 


impact


Data Element: Line Type Accuracy
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Impact to Prove:


• Alt SPID can be leveraged to further define the carrier providing account management. Verification and 


scoring can be affected by this


Impact to Prove’s Customers / End Users:


• Prove’s customers are unable to make more specific decisions based on more accurate carrier definition 


Possible Solutions and Impact:


• Requiring or more consistently providing Alt SPID will allow customers to more precisely control their 


decisions around verifying their customers and fighting fraud


Data Element: Alt-SPID
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Impact to Prove:


• Port deletes do not contain enough information to know if the number being deleted is being given up by 


the consumer or if it is the same person porting back to the original service provider


Impact to Prove’s Customers / End Users:


• We are forced to respond pessimistically in this case because we cannot make an accurate determination


Possible Solutions and Impact:


• Denote a difference between a PTO and a disconnect so we can more accurately provide phone number 


tenure to our customers


• This data is in the NPAC, but not part of the disconnect broadcast that happens today


Data Element: Port Deletes - Port to Original vs. True Disconnect
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• MVNO Carrier Identification - Beyond Alt-SPID


• SIM change notifications


• Identify a winback due to ATO on a port add, update, or delete


• Active Line Status - Avoids TCPA violations for mobile and ensures reachability/valid call routing


• Active X2/X3 - Effective date helps, but ideally an indicator that any TN in a X2/X3 has been assigned or 


ported


• Further delineation of mobile line type to identify service type (mobile, data only, IoT device, etc.)


Data Wishlist
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Sunset Release R5.0 Status Update - 10062020LNPAWG.pptx
iconectiv NPAC SMS
Sunset Change Order(s)
R5.0 Status Update





John P. Malyar
Senior Director – Data Architecture/Systems Engineering
iconectiv – NPAC
jmalyar@iconectiv.com
732-699-7192
10/06/2020



















October 2020 LNPA Informal WG Status Update

Release 5.0 (Sunset) schedule dates include:

Test plan preparation and Testbed Connectivity 2Q, 2020

Vendor recertification testing begin 6/1/2020

Vendor testing complete prior to 10/09/2020

Flash cut weekend10/25/2020 

Status Update: LESS THAN 20 DAYS TO GO

All Vendors have completed Certification (congrats to all)

Optional Service Provider “pairwise” testing underway

Project is on schedule for 10/25 Flash cut weekend (Extended Maintenance Window)

Reminder all mechanized Users must have their Systems updated to the vendor version that was certified by the LNPA for R5.0 compliance when the 10/25 NPAC SMS maintenance window ends 
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Notification: NPAC/SMS Release 5.0 09/15/2020

Production Rollout NPAC/SMS Release 5.0 

NPAC/SMS Release 5.0 All Regions on October 25, 2020 during an extended maintenance window that begins at midnight Central Daylight Time (CDT) and ends at 11 am CDT. 

As a reminder, the local system interface modifications (in support of NANC 528) that are included in NPAC/SMS Release 5.0 are not backward compatible and will be deployed in production as a flash cut.

A detailed schedule for this maintenance window will be sent to all Users who connect to the NPAC/SMS through a Direct Mechanized Interface, including the obligations of each User to ensure that the industry flash cut is successful. Users who connect with a Direct Mechanized Interface may choose to engage with their local system vendor for support in this process.
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